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AFME-AGC joint response to The Law Commission Public 
Consultation on Digital Assets   

This response is on behalf of the AFME Post Trade Legal Committee and the Association of 
Global Custodians – European Focus Committee (“The Associations”).   

AFME1, through its Post Trade Legal Committee, has previously responded to the Law 
Commission’s Call for Evidence on Digital Assets in 2021, and its consultation on 
Intermediated Securities in 2019, as well as contributing to other DLT-related initiatives in the 
EU and UK.  

The Association of Global Custodians – European Focus Committee (“AGC-EFC”)2 also 
responded to the above-mentioned Law Commission consultations and has engaged 
extensively with government and regulatory authorities throughout the world to support 
their work to better understand our industry and ensure the safe and efficient provision of 
securities custody services for the benefit of investors and the financial system as a whole. 
The Association continues to support these efforts and stands ready to provide assistance and 
information – within the boundaries of competition and antitrust constraints - as authorities 
require. The Association has actively participated in DLT-related initiatives across the EU, the 
UK and the United States. 

The Associations have read with interest the Law Commission’s Digital Assets: Consultation 
Paper 256 (the “CP”).3 As the associations representing the largest part of the custody services 
sector, we wish to raise some points for consideration by the Law Commission as it considers 

1 The Association for Financial Markets in Europe (AFME) is the voice of all Europe’s wholesale financial markets, 
providing expertise across a broad range of regulatory and capital markets issues. We represent the leading 
global and European banks and other significant capital market players. We advocate for deep and integrated 
European capital markets which serve the needs of companies and investors, supporting economic growth and 
benefiting society. We aim to act as a bridge between market participants and policy makers across Europe, 
drawing on our strong and long-standing relationships, our technical knowledge and fact-based work. 
2 Established in 1996, the Association of Global Custodians (the “Association”) is a group of 12 global financial 
institutions that each provides securities custody and asset-servicing functions primarily to institutional cross-
border investors worldwide. As a non-partisan advocacy organization, the Association represents members’ 
common interests on regulatory and market structure. The member banks are competitors, and the Association 
does not involve itself in member commercial activities or take positions concerning how members should 
conduct their custody and related businesses. The members of the Association are: BNP Paribas; BNY Mellon; 
Brown Brothers Harriman & Co; Citibank, N.A.; Deutsche Bank; HSBC Securities Services; JP Morgan; Northern 
Trust; RBC Investor & Treasury Services; Skandinaviska Enskilda Banken; Standard Chartered Bank; and State 
Street Bank and Trust Company. 
3 Law Commission, Digital Assets Consultation Paper, Law Com No 256 (28th July 2022). 
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the way forward. We wish to address the CP first with this introductory note in order to 
explain areas of emphasis and special concern: our responses to the specific questions raised 
in the CP are attached as an Appendix. Our contribution is based upon practical experience, 
as well as the work that has been undertaken for several decades to achieve more efficient 
and effective post-trade operations for the securities markets. 
 
We agree with the Law Commission that the development of new technologies means that 
the legal position of securities issued under English law using Distributed Ledger Technology 
(“DLT”) systems needs to be considered urgently in order to avoid English law being relegated 
as a legal system of choice for international capital markets.  
 
There are a number of challenges arising from the introduction of innovative technology and 
business models for the entire life cycle of securities transactions – primary issuance, 
secondary trading, clearing, settlement and custody – using DLT systems. Some of these are 
inherent to systems that are utilised and business models employed by market participants. 
Others are connected to the international features of securities markets. Still others are linked 
to unique features of English law. In this note, we highlight some key areas for attention, but 
our overarching concern is that there is a continuing need to address (and preferably codify) 
the status of dematerialised, book-entry, securities under English law. In order to place new 
systems for securities issuance, transfer, clearing, settlement and custody on a sound footing, 
it seems to us essential to recognise and address the outstanding problems of book-entry 
securities.4 Otherwise, outstanding problems will be carried forward from one set of systems 
to another; potentially becoming more pronounced as business models and the roles of 
securities intermediaries evolve.5 
 
We note that the Law Commission is taking an observer part in the work of the UK Jurisdiction 
Taskforce (“UKJT”) as well as participating as an observer in UNIDROIT’s Digital Assets and 
Private Law Project.6 Both of these other projects figure prominently in our response. 
 
In light of the scope of Law Commission’s work, we would especially like to address several 
areas of concern that are relevant to tokenised or digital securities. We emphasise our 
recognition that the Law Commission’s CP addresses digital assets writ large, not only 
tokenised securities (which is the focus of the recent UKJT Consultation). However, we 
believe focus on tokenised securities is warranted if the outcome of the Law Commissions’ 
efforts is to establish a template for all digital assets of which they are considered a part. In 
large part this is because we believe that some form of centralised governance framework (as 
we try to explain further below) will still be needed in the case of tokenised securities and, if 
this is true, significant consequences need to be addressed.7 

 
4 These problems have been identified in a number of papers over the years. 
5 We therefore urge review of existing legislation – such as the Uncertificated Securities Regulations – to consider 
whether and how it can be augmented and made fit for purpose for securities across any technology platforms. 
We note numerous examples of a similar approach being taken in civil law jurisdictions, e.g., Luxembourg, 
Germany and France, in which existing dematerialisation regimes have been reviewed and adjusted in order to 
accommodate tokenized securities. 
6 See, https://www.unidroit.org/work-in-progress/digital-assets-and-private-law/ 
7 We recognise, too, that “native” digital assets share many attributes with intermediate securities in 
dematerialised form, which the Law Commission explores at length throughout the CP, particularly in relation 
to collateral and custody.  
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Each area of concern is set out under a separate heading, below: 
 
 

1. Shareholder Rights and Corporate Actions 
 
The status of shareholders and their identification is a longstanding issue for issuers, 
intermediaries and investors. Issuers have an interest in knowing who their shareholders are, 
despite intermediated shareholding arrangements, such as custody services, which 
concentrate legal title in the hands of nominee companies used to safely segregate client 
holdings. Intermediaries both in the UK and elsewhere have an interest in arranging their 
services to provide the safest and most efficient holding arrangements for their clients, which 
often means the use of omnibus account structures through other intermediaries or at CSDs 
directly. Investors have an interest in exercising their rights as shareholders, such as voting 
rights and corporate actions, directly, despite the indirect holding arrangements they set up 
with their appointed intermediaries. These interests sometimes change or come into conflict, 
which requires interaction between two or more actors in the chain – i.e., which broadly may 
be described as: investor>global custodian>domestic custodian>registrar>issuer - to adjust 
their positions or operational arrangements. 
 
The extent to which innovative technology, such as a DLT-based system, will address these 
issues will depend on the system’s design. The use of intermediaries arises from the needs of 
investors; and, as the CP has noted, there are questions to be resolved as to the meaning and 
methods of intermediated holdings in the context of new systems. They cannot be resolved 
by an algorithm based on a simple series of “If…Then…” instructions, which is the basis of 
computer coding, because discretionary actions, operational realities, and commercial 
relationships are all factors that also must be considered. We note the possibility of designing 
DLT systems based on segregated accounts, or direct holding arrangements, which could 
create operational efficiencies as well as improve transparency for both issuers and investors. 
What is needed is a legal basis for identifying and reconciling the competing interests that 
arise with respect to the rights of shareholders and their claims on issuers, the exercise of 
rights attached to securities, and the roles and responsibilities of intermediaries who provide 
a set of custody and related services.8  
 
To take an example, if a German investor were to appoint a French bank as its global 
custodian, and the French bank were to appoint a UK bank as its sub-custodian, all with 
respect to a share in a listed UK company, the situation is already complex. The records of the 
registrar in the UK could indicate that a nominee company is the owner of the share. The UK 
bank, as the controller of the nominee company, would maintain book-entry account records 
evidencing the beneficial interest of the French bank for the account of its client. The French 
bank would have its own account record, evidencing the entitlement of its client, but no trust 
relationship with its client would be established (the rules of trusts being creatures of English 
equity law). The German investor would have a contract with the French bank, managing its 

 
8 Competing interests may not just arise as between parties “in the chain”. Third-party claims must be 
considered, too, with concepts of negotiability and good faith acquisition rules still needing to be considered: 
recent U.S. UCC amendments as well as the forthcoming UNIDROIT instrument (where this is called the 
“shelter” principle) address this aspect in connection with digital assets. 
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role as an intermediary and the services it will provide with respect to the holding and 
administration of the UK share, including with respect to corporate actions. The issuer would 
have no visibility of the German investor, and the German investor would have limited power 
to exercise its rights with respect to the share, without the involvement of the French and UK 
banks. The steps they take, on a day-to-day basis, for the administration of the shareholding 
are linked but separate: e.g., dividends would be paid to the UK bank, which would hold them 
in a bank account for the account of the French bank as a custodian; but the French bank 
would reflect the funds in its own books as a debit (i.e., a debt owed) for the benefit of the 
German investor. The sale of the share would take place in a market, which might not involve 
any of the intermediaries, but the settlement instructions on the sale would be passed from 
the German investor (or its agent) to the French bank, which would instruct the UK bank, 
which in turn would instruct the CSD. On settlement, the identity of the new shareholder 
might be known to the registrar or another intermediary structure would become effective. 
 
In this simple and commonplace example, there are issues of trusts, commercial agency, 
contract law and corporate law that are relevant and which may be brought to bear on the 
end investors rights -- and the combination of them can change depending on the nature and 
location of each investor. In the current world of book-entry securities, these considerations 
are addressed through the application of established legal principles, but there are lacunae 
that are filled through commercial and operational adjustments. For example, if the German 
investor was an activist fund that wished to intervene in a general meeting of the UK issuer, 
its relationship with the French bank would be relevant; but so, too, would be the 
arrangements in place between the French bank and the UK bank. It might be possible for a 
proxy vote to be arranged, so that the German investor could take part, but it might also be 
impractical or uneconomical for the UK bank to provide such a service. In the end, whether 
adjustments are made – and the form that they take -- is a function of the relationships among 
the various actors. There are arguments that the legal position ought to be more prescriptive, 
but there are counter-arguments based upon the need for commercial flexibility. 
 
If the share of the UK company were issued on a DLT system, which is not purely part of the 
internal operations of the CSD, then issues would arise concerning the legal analysis of the 
relationships, roles, and responsibilities of each of the actors. In part this is because the roles 
of certain of the actors are addressed in English/Welsh law already (i.e., the issuer, the CSD, 
the registrar, and the domestic custodian). Any changes to their roles and responsibilities 
under statute ought to be the domain of statute, also, not least in order to maintain 
consistency. Questions about the investor’s rights and their relationship to the issuer ought 
to be taken into consideration, as well, both for tokenised securities reflected on the DLT and 
for book-entry securities.9 
 
  

 
9 We note that entries on the blockchain (a distributed ledger) may not be considered the register under 
English law. Whether it is or isn’t does not detract from the overarching considerations that we describe. 
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2. Legal Certainty 
 
Once trades in digital securities have been executed in financial markets, it is essential that 
legal certainty is provided with respect to both rights and entitlements. This can be supported 
if the following considerations are taken into account:  
  

• An entry on the ledger should represent definitive direct rights against issuers that are 
enforceable by end-investors through intermediary chains, where relevant.10  

 
• Entries on the ledger should be considered a clearly identifiable form of intangible 

personal property, which provides protections such as good-faith acquisition, insolvency 
remoteness (e.g., from the other participants or operators of the DLT system), certainty 
in financial collateral arrangements, and identification and (as expanded upon below) the 
application of governing law. 

 
• Rules applicable to the transfer and disposition of rights (e.g., settlement finality, security 

arrangements, good-faith acquisition) in any asset must be clearly established and 
supported. 

 
• A centralised governance framework11 for which appropriately regulated and supervised 

market infrastructure is responsible. Technology affords the possibility that such a 
framework could be established in different ways: what is important is that the 
framework creates predictable and certain outcomes for market participants. Key 
elements of such a framework would include rules defining the rights, obligations, 
responsibilities and liabilities of the framework (as market infrastructure) as well as those 
of the members, participants, issuers and/or clients using or participating in it. These 
rules should address, inter alia:  

o Location of the account (see below); 
o The governing law of the framework, which would apply to all the parties mentioned 

above;  
o A pre-litigation dispute resolution mechanism;  
o Insolvency protection measures under relevant insolvency law, including rules on 

shortfalls;  

 
10 There are some important considerations that complicate the picture. For example, a cryptocurrency without 
smart contract capabilities such as Bitcoin is completely native to the protocol and the system only manages its 
own data and therefore has full sovereignty over state change: “[i]t results in the constant generation of 
‘truthful’ state updates of this endogenous data without the real world being able to record the meaning 
attached to this data in the same system.” S. Werner, What Makes Digital Assets Digital? (22nd October 2022). 
Available at: https://www.linkedin.com/pulse/what-makes-digital-assets-swen-werner. Werner notes that 
investors need to reconcile between the on-chain and off-chain identity (public address vs. legal owner) and that 
the more investors bind themselves to data and rules that are managed off-chain, the less ‘digital’ such an asset 
becomes. Werner states that a promising approach to overcome this issue are smart contracts, which are native 
to certain protocols such as Ethereum, however, we believe this is not likely to be a panacea any time soon and 
possibly not available in all scenarios. 
11 We recognise this strays into considerations that are potentially beyond the scope of the CP, however, given 
the centrality of financial market infrastructure to the basis upon which rights in dematerialised and immobilised 
securities are obtained, we believe it needs to be addressed in tandem with the CP to the extent the outcome 
affects securities that are held using DLT.  
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o The jurisdiction for bringing legal action (which we expect would usually be the 
jurisdiction of the governing law of the framework).12 

 
• As noted above, clarity is needed as to what law governs - and which court is approached 

- if the above-mentioned rules are to be applied or if an aggrieved party seeks redress. 
This should be based on clarity of the definition of the type of property in question, 
location of account, consistent with the well-known “Place of Relevant Intermediary 
Approach” (PRIMA), in order to ensure continuity of existing national law principles on 
governing law. This, in turn, emphasises the criticality of establishing such a “location” or 
something approximating this under the rules of the above-mentioned centralised 
governance framework.13 

  
Finally, it must be assumed that post-trade intermediaries will continue to act for investors 
by providing access to DLT-based systems. For this reason, we emphasise that the core 
records of intermediaries – whether or not their records reflect ownership entitlements - will 
be a function of what is recorded on the ledger. 
 
 

3.   Statutory change or common law decision-making? 
 
Our recommendation is that a statutory foundation be provided for digital assets as a class of 
personal property, generally. We note that the Law Commission’s proposals prefer, as the 
main sources of law, common law decisions informed by the opinions of experts. In our view, 
this is an approach that will be insufficient to provide the legal certainty required to support 
the development of markets in digital assets, including in particular digital securities. Issues 
like the balancing of interests among securities issuers, intermediaries, and investors require 
primary and secondary legislation; as seen, for example, in the SRD II and its implementation 
in the UK.14  

 
12 It is no coincidence that these recommendations align closely with similar requirements proposed by the 
European Securities and Markets Authority (ESMA) for DLT Market Infrastructure under the DLT Pilot Regime. 
See, Consultation Paper, On guidelines on standard forms, formats and templates to apply for permission to 
operate a DLT market infrastructure, ESMA 70-460-34 (11th July 2022), p. 18. We believe it is in the UK’s interest 
to harmonise and align sensibly with regimes covering the same kinds of digital assets (tokenised securities) in 
other major markets in order for the UK to remain a major and desirable market for market participants and 
intermediaries who operate on a trans-national basis. 
13 We note – as does the Law Commission – that different principles may need to be employed in the case of 
other kinds of digital assets that may not involve the existence of a centralised governance framework. We also 
note the Law Commission’s recent announcement of a forthcoming consultation on governing law and conflicts 
of law, which, as noted here, we believe are critically important to the development of digital assets and their 
use in global capital markets. 
14 Work is also being carried in the United States on investor rights in securities by the American Bar Association 
Business Law Section “Task Force on Securities Holdings Infrastructure”. The task force most recently has been 
focused on whether to propose reform to the U.S. Uniform Commercial Code Article 8 (“UCC Article 8”) to 
address perceived problems in the effectiveness of the exercise of investor rights. The task force’s overall 
mandate is to (i) examine the infrastructure for the intermediated holding of securities in the United States, (ii) 
identify, analyze and assess the significance of any problems associated with the infrastructure, and (iii) identify 
and assess plausible means of addressing any problems. Meeting notes of the task force are available at: 
https://www.law.upenn.edu/live/files/11214-a-hreflivefiles11214-meeting-notes 
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We do not envision that litigation can or should be the primary motor for legal reform in an 
area based upon innovative technology that breaks down the traditional (and highly 
regulated) roles and responsibilities of actors in securities markets. While disputes will arise, 
which require the assistance of the courts to resolve, the focus of cases on particular facts 
and arguments in the interests of the parties is unlikely to lead to clarity where it is needed 
most. In the book-entry securities markets, there are problems that never reach the courts, 
because the actors resolve them between themselves in commercially appropriate ways; 
leaving academics to speculate on how the lacuna ought to be filled. Where disputes do reach 
the courts, the results may not provide satisfactory clarity even if they do reach the “correct” 
result. 15  
 
A firm statutory foundation for digital securities would be significantly more desirable than a 
Legal Statement by the UKJT (to which courts have cited thus far in cases involving digital 
assets16) in order to ensure that digital securities are subject to a framework providing legal 
certainty and necessary predictability, including with respect to shareholder rights. We are 
concerned that an informal approach to setting seminal principles carries a material risk of 
market disruption and which negates the potential benefits.17 
 
Moreover, we also note – as did the Law Commission in the CP18 - that the UNIDROIT Digital 
Assets and Private Law Working Group (the “UNIDROIT Working Group”) is developing a set 
of international principles designed to facilitate transactions in digital assets. We note the Law 
Commission’s recognition that the guidance of the UNIDROIT Working Group “provides 
strong support for the law of England and Wales to explicitly recognise a third category of 
personal property rights that would be able to better embrace digital assets” and that they 
consider that their proposals will be important in this respect as they will provide “a clear and 

 
This is separate from and in addition to recently approved amendments to the UCC that were developed by 
American Law Institute and the Uniform Law Commission’s UCC and Emerging Technologies Committee: the 
amendments include a new UCC Article 12 that would govern entitlements to and the transfer of rights in certain 
intangible digital assets that have been or may be created using new technologies, with Article 8 covering digital 
assets that parties choose to treat as “securities entitlements” thereunder. See:  
https://www.uniformlaws.org/HigherLogic/System/DownloadDocumentFile.ashx?DocumentFileKey=67fe571b
-e8ad-caf8-4530-d8b59bdca805. 
15 See, e.g., SL Claimants v Tesco plc [2019] EWHC 2858 (Ch), at, 88. Tesco asserted that the law failed to keep 
pace with the development of post-trade services supporting dematerialised securities - and argued that 
because the ultimate investors held shares through more than one intermediary (in this case, overlapping 
trusts), they had no interest in the securities. The court, in dismissing this claim, wrote that the Financial Services 
and Markets Act 2000 (“FSMA”) should be read to effectively protect investors because “. . . the draftsman and 
legislature did understand the market in intermediated securities, did not intend to strip away the rights of 
investors who chose that mode of holding their investment, and must have been persuaded that the words they 
used were appropriate to preserve and enhance those rights”. The court’s reasoning is important to consider 
for what it didn’t say, i.e., that ultimate beneficial owners’ rights are clearly protected through the chain through 
trusts or otherwise based either on an interpretation of the common law or a facial reading of statutory law. 
16 See, AA v Persons Unknown [2019] EWHC 3556 (Comm), [2020] 4 WLR 35, as noted by the Law Commission, 
referring to this and other cases. Law Commission CP, para. 1.29, p. 6. 
17 Indeed, there would seem to be a legitimate question as to whether the UKJT should always be relied upon to 
fulfil this role in view of the highly complex market practices and other considerations (such as regulatory 
considerations) that may emerge in connection with DLT. 
18  We note that the Law Commission is an observer sitting on both the UNIDROIT Working Group and the U.S. 
ULC Committee. See, para. 1.47, p. 9.  
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logical foundation from which to develop further, more conceptually difficult, legal principles 
on an equally clear and logical basis (including regulatory intervention if and where 
appropriate).”19  The Law Commission explains: 
 

If our law does not evolve in this way, it risks being overtaken and therefore overshadowed by 
other jurisdictions, including the US and those UNIDROIT Member States that implement the 
recommendations of the UNIDROIT Working Group more swiftly.20 

 
We agree with this sentiment. However, we would go further. Whilst we agree with the Law 
Commission that it is inevitable that many concepts discussed in the CP in the end will be left 
to courts in common law systems to better define, the fundamental ruleset against which 
courts operate still needs to be established by statute, as will be the case in the United States 
with the adoption of the aforementioned amendments to the UCC and – perhaps more 
important – as envisioned by the UNIDROIT Working Group. In other words, we would be very 
concerned at the prospect of leaving the digital securities framework – and possibly the 
framework for other kinds of digital assets - to development according to common law 
principles that only look to the UKJT (by way of example) for “guidance” instead of statutory 
law.  
 
In particular, we are not entirely convinced that the proposed third category of data objects 
would necessarily apply to all digital assets – especially (quite possibly) tokenised securities. 
By way of example, if a centralised governance framework were to be retained, it would seem 
possible that at least one of the Law Commission’s gateway criteria for treatment as a data 
object – that of independence from a legal system – may not necessarily apply, since (much 
as we see today in the context securities that are dematerialised by way of the CREST system) 
a legal system would or could be in place upon which rights in the securities would depend. 
Without clarification in statutory law, we are concerned about how this might play out. 
 
We believe an important overriding consideration is that digital ledger technology first and 
foremost is a tool and that the law should strive to be technology-neutral: the 
characterisation of an asset under the law should be less driven by the technology employed 
and more driven by “like-for-like” characteristics. We take pause at the idea that a share of a 
UK security in dematerialised form is considered a different category of property from one 
having identical characteristics except for the fact that DLT is employed in accessing it. Indeed, 
following the Law Commission’s analysis of “independence”, it seems possible that a digital 
security may be considered a chose in action, but this does not seem certain, especially if the 
determination is left to developing case law.  
 
Taking another example – the example of “control” - we do not share the Law Commission’s 
confidence in whether and the way in which “courts will turn to the broad concept of control 
as a matter of default” or how they will “draw on necessary, analogous case law in other 
jurisdictions, and the UNIDROIT Working Group’s Control Principle, to help them develop (by 
way of example) the concept of control under the law of England and Wales.”21  
 

 
19 See, Law Commission CP, para. 4.92, p. 74. 
20 Id.  
21 Id., paras. 11.124-11.127, p. 223. 
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We therefore don't share the Law Commission’s comfort in relying on “iterative legal 
developments”.  
 
Moreover, the establishment of relevant case law is likely to take a significant amount of time. 
This period of uncertainty might stifle the growth of the DLT market in the UK, whereas a 
statutory instrument would help to immediately resolve at least some open questions.  
 
Our answers to the Law Commission’s questions follow in the attached Appendix.  
 
 
 
AFME’s and AGC’s members include securities intermediaries from the investment banking, 
brokerage and custodian services sectors. We would be very happy to meet with the Law 
Commission, perhaps together with other trade associations representing those sectors, in 
order to elaborate the securities law reform and related issues that we have been addressing 
and which arise in the context of the current Consultation. We trust that our combined 
experience will prove helpful to the work of the Law Commission and look forward to hearing 
from you.  
 
 
4 November 2022 
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APPENDIX 

CONSULTATION QUESTIONS AND ANSWERS of AFME and AGC-EFC 

 

Consultation Question 1. 

20.1 We provisionally propose that the law of England and Wales should recognise a third category 

of personal property. Do you agree? 

Paragraph 4.101 

ANSWER:  

Yes. 

As the Law Commission explains in its CP, English case law does not recognise a third category of 

personal property beyond a “chose in possession” or “chose in action”, throwing doubt on the status 

of digital assets since they do not seem to neatly fall within either of these two categories. Recent case 

law however reflects a general sense that most digital assets should be treated as some form of 

personal property.22 If this is true, clarity on categorisation of digital assets is needed in order to 

establish clear crucial rules on such questions as ownership, transfer, grants of security interests, 

treatment in insolvency, available remedies and governing law: how these questions are addressed 

depend in large part on how the subject assets are categorised in the first place. 

The CP explains why the application of either of the existing traditional categories of property may not 

be appropriate for digital assets. We agree with this analysis, although issues raised are more 

problematic for some kinds of digital assets than others. For example, if a tokenised security were held 

using digital assets technology via a platform offering centralised control and governance – as we 

suggest later in our response – we are not convinced that they could not be treated as choses in action 

under existing law.23 This is particularly true in cases of book-entry intermediation, where a party 

looking after rights and entitlements of its customer isn’t maintaining a private key itself.   

However, we agree with the Law Commission’s proposed recognition of “data objects” as a “third” 

category of personal property as there is little doubt of its necessity since we cannot assume the 

existence of a market infrastructure framework that is the same or analogous to the one that exists 

today for book-entry securities. We support statutory recognition but advocate further reflection as 

 
22 See, Fetch.ai v Persons Unknown [2021] EWHC 2254 (Comm), [2021] 7 WLUK 601, AA v Persons Unknown 
[2019] EWHC 3556 (Comm), [2020] 4 WLR 35. Even non-fungible tokens (“NFTs”) have been treated similarly by 
a court. See, Lavinia Deborah Osbourne v (1) Persons Unknown and (2) Ozone Networks Inc trading as Opensea 
[2022] EWHC 1021 (Comm). However, we note that in a recent case published on 25th March by the High Court, 
Tulip Trading Limited v Bitcoin Association for BSV and others [2022] EWHC 667 (Ch) (the “Tulip Trading Case”), 
whilst the Court reaffirmed that English law will not find a positive duty to assist in the absence of a special, 
contractually-established relationship, and whilst the Court expressed a clear view on situs by reference to a 
single location of control, the claimants pleaded in personam rights only (not rights in rem). This suggests a need 
for clarity on the nature of rights arising in respect of these assets. 
23 This, very roughly, is the result in the United States: digital assets that may be treated as “controllable 
electronic records” under UCC Art. 12 may be “opted in” to UCC Art. 8 as “securities entitlements”.  This is most 
likely when intermediaries believe it is appropriate to do so, which is most likely to be the case where financial 
market infrastructure or some form of reliable central governance framework exists. 
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to whether and when slotting certain kinds of assets – such as digital securities - into an existing 

category could be a more congruent approach and less disruptive for the reasons stated in our 

introduction. 

In any case, we emphasise the importance of legal certainty for investors, for issuers and for financial 

markets connecting the two, as well as for how these assets may be used in financial markets, 

including (importantly) in collateral arrangements.  

 

Consultation Question 2. 

20.2 We provisionally propose that, to fall within our proposed third category of personal property, 

the thing in question must be composed of data represented in an electronic medium, including in the 

form of computer code, electronic, digital or analogue signals. Do you agree? 

Paragraph 5.21 

ANSWER:  

We agree with this approach and welcome it as it generally aligns with other approaches being taken 

elsewhere, improving chances for cross-border hamonisation. We note however (as does the Law 

Commission) that the UNIDROIT approach speaks to retrievability whilst the U.S. approach (UCC 12-

105) proves that a person must have the power to “enjoy the benefits” of the electronic record. In 

order to be treated as personal property, it would seem logical that data that constitutes certain data 

objects is always “capable of being retrieved” and would suggest this makes sense. 

 

Consultation Question 3. 

20.3 We provisionally propose that, to fall within our proposed third category of personal property, 

the thing in question must exist independently of persons and independently of the legal system. Do 

you agree? 

Paragraph 5.41 

ANSWER:  

As we discuss above, we believe that digital securities may still be considered choses in action to the 

extent rights in them arise by virtue of a centralised governance framework. 

The Law Commission noted in the CP that in the case of Fetch.ai v Persons Unknown, crypto-tokens 

held on a cryptotoken exchange called Binance, in holding that crypto-tokens could attract property 

rights, Judge Pelling QC described the “assets credited to the first applicant's accounts on the Binance 

Exchange” as things in action. The Law Commission notes here that Binance Exchange generally 

operates as a custodial exchange and therefore considers the court to have correctly classified the 

applicant’s right against Binance Exchange as a thing in action.24 Our points above about a centralised 

governance framework suggest the same approach to the extent rights in digital securities are 

accessed via such a framework, which, in effect would operate as a custodial platform. 

 
24 Law Commission CP, Para. 4.46, p. 62.  
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We understand the Law Commission’s emphasis of the importance of the distinction between a data 

object itself and any legal relationship to which the data object is (or purported to be) linked or 

connected.25 However, the operation and success of capital markets in large part rely on the legal 

certainty that rights ascribed to securities are predictably enforceable. This is a function of the legal 

system by which these rights are supported.  

We might go further in this respect. For example, as we noted above, even a cryptocurrency without 

smart contract capabilities such as Bitcoin – which is completely native to the protocol with full 

sovereignty over state change – would seem to commit its users to the protocol and rules of 

engagement which could be enforceable under the law. Smart contracts – also native to the protocol 

as noted above – could provide further certainty in this respect, especially if clearly supported in the 

law.  

 

Consultation Question 4. 

20.4 We provisionally propose that, to fall within our proposed third category of personal property, 

the thing in question must be rivalrous. Do you agree? 

Paragraph 5.73 

ANSWER:  

We agree with the approach taken by the Law Commission and believe it is sufficiently consistent with 

forthcoming UNIDROIT principles as well as developing law in other major markets (e.g., “exclusive 

control” as the term is used in the amended U.S. Uniform Commercial Code). We agree with the Law 

Commission’s analysis of these comparisons. 

 

Consultation Question 5. 

20.5 We provisionally propose that a data object, in general, must be capable of being divested on 

transfer. Do you agree? Please give examples, if any, of when this will not be the case. 

20.6 We provisionally propose that divestibility should be regarded as an indicator, or general 

characteristic of data objects, rather than as a gateway criterion. Do you agree?  

Paragraph 5.105 

ANSWER:  

We agree a data object must be divestible, however, we believe this should be a gateway criterion. 

 

Consultation Question 6. 

20.7 We provisionally propose that: 

(1) the law of England and Wales should explicitly recognise a distinct third category of 

personal property; and  

 
25 Id., Para. 5.45, p. 87. 
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(2) a thing should be recognised as falling within our proposed third category of personal 

property if: 

(a) it is composed of data represented in an electronic medium, including in the form 

of computer code, electronic, digital or analogue signals; 

(b) it exists independently of persons and exists independently of the legal system; 

and 

(c) it is rivalrous. 

Do you consider that the most authentic and appropriate way of implementing these proposals would 

be through common law development or statutory reform? 

Paragraph 5.142 

ANSWER:  

We respectfully disagree. We believe that the fundamental ruleset against which courts 
operate still needs to be established by statute, as will be the case in the United States with 
the adoption of the aforementioned amendments to the UCC and – perhaps more important 
– as envisioned by the UNIDROIT Working Group. In other words, we would be very concerned 
at the prospect of leaving the digital securities framework to development according to 
common law principles.  
 
We therefore don't share the Law Commission’s comfort in relying on “iterative legal 
developments” because we do not share the Law Commission’s confidence in the way in 
which courts will develop guidance in case law.  For example, as discussed in our introductory 
note, whilst we believe the Court in the Tulip Trading case reached the correct conclusion, we 
note that the plaintiff asserted rights in personam rather than rights in rem. We believe that 
some basic clarification of the nature of a party’s entitlements to property should be asserted 
in statute. 
 
Further to this, the establishment of relevant case law is likely to take a significant amount of 
time. This period of uncertainty might stifle the growth of the DLT market in the UK, whereas 
a statutory instrument would help to immediately resolve at least some open questions.  

 

Consultation Question 7. 

20.8 We provisionally conclude that media files do not satisfy our proposed criteria of data objects, 

and therefore that they fall outside of our proposed third category of personal property. Do you 

agree?  

20.9 Regardless of your answer to the above question, do you think that media files should be capable 

of attracting personal property rights? 

Paragraph 6.52 

ANSWER:  

[not answered] 
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Consultation Question 8. 

20.10 We provisionally conclude that program files do not satisfy our proposed criteria of data objects, 

and therefore that they fall outside of our proposed third category of personal property. Do you 

agree? 

20.11 Regardless of your answer to the above question, do you think that program files should be 

capable of attracting personal property rights? 

Paragraph 6.62 

ANSWER:  

[not answered] 

 

Consultation Question 9. 

20.12 We provisionally conclude that digital records do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal property. Do 

you agree? 

20.13 Regardless of your answer to the above question, do you think that digital records should be 

capable of attracting personal property rights? 

Paragraph 6.68 

ANSWER:  

[not answered] 

 

Consultation Question 10. 

20.14 We provisionally conclude that email accounts do not satisfy our proposed criteria of data 

objects and therefore that they fall outside of our proposed third category of personal property. Do 

you agree? 

20.15 Regardless of your answer to the above question, do you think that email accounts should be 

capable of attracting personal property rights? 

Paragraph 7.31 

ANSWER:  

[not answered] 

 

Consultation Question 11. 

20.16 We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data 

objects and therefore that they fall outside of our proposed third category of personal property. Do 

you agree? 
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20.17 Regardless of your answer to the above question, do you think that in-game digital assets should 

be capable of attracting personal property rights? 

Paragraph 7.59 

ANSWER:  

[not answered] 

 

Consultation Question 12. 

20.18 We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data 

objects and therefore that they fall outside of our proposed third category of personal property. Do 

you agree? 

20.19 Regardless of your answer to the above question, do you think that (DNS) domain names should 

be capable of attracting personal property rights? 

Paragraph 8.26 

ANSWER:  

[not answered] 

 

Consultation Question 13. 

20.20 We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed 

criteria of data objects and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

Paragraph 9.22 

ANSWER:  

[not answered] 

 

Consultation Question 14. 

20.21 We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects 

and therefore that they fall outside of our proposed third category of personal property. Do you 

agree?  

20.22 Regardless of your answer to the above question, do you think that VCCs should be capable of 

attracting personal property rights? 

Paragraph 9.45 

ANSWER:  

[not answered] 
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Consultation Question 15. 

20.23 We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and 

therefore that they fall within our proposed third category of personal property. Do you agree? 

Paragraph 10.139 

ANSWER:  

We agree, subject to the considerations that we express above.  

 

Consultation Question 16. 

20.24 We provisionally propose that the concept of control is more appropriate for data objects than 

the concept of possession. Do you agree? 

Paragraph 11.111 

ANSWER:  

Yes, definitely. We agree entirely with the Law Commission’s analysis and conclusion. 

 

Consultation Question 17. 

20.25 We provisionally propose that, broadly speaking, the person in control of a data object at a 

particular moment in time should be taken to be the person who is able sufficiently: 

(1) to exclude others from the data object; 

(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a 

passing of, or transfer of, that control to another person, or a divestiture of control); and 

(3) to identify themselves as the person with the abilities specified in (1) to (2) above. Do you 

agree? 

Paragraph 11.112 

ANSWER:  

We agree this approach is sufficient. We might add that (2) seems similar to “retrievability”, discussed 

above.  

 

Consultation Question 18. 

20.26 We provisionally conclude that the concept of control as it applies to data objects should be 

developed through the common law, rather than being codified in statute. Do you agree? 

Paragraph 11.128 

ANSWER:  
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In describing proposed requisites of “exclusive control” and “rivalrousness”, the Law 
Commission acknowledges the concepts involved are “highly nuanced”.26 Whilst we agree 
that it is inevitable that concepts like these in the end will be left to courts in common law 
systems to better define,27 the fundamental ruleset against which courts operate still needs 
to be established by statute, as will be the case in the United States with the adoption of the 
aforementioned amendments to the UCC and – perhaps more important – as envisioned by 
the UNIDROIT Working Group. In other words, we would be very concerned at the prospect 
of leaving the digital securities framework to development according to common law 
principles that only look to the UKJT for “guidance” instead of statutory law.  
 
We therefore don't share the Law Commission’s comfort in relying on “iterative legal 
developments” because we do not share the Law Commission’s confidence in whether and 
the way in which “courts will turn to the broad concept of control as a matter of default” or 
how they will “draw on necessary, analogous case law in other jurisdictions, and the 
UNIDROIT Working Group’s Control Principle, to help them develop the concept of control 
under the law of England and Wales.”28  
 

Consultation Question 19. 

20.27 We provisionally conclude that it would be beneficial for a panel of industry, legal and technical 

experts to provide non-binding guidance on the complex and evolving issues relating to control and 

other issues involving data objects more broadly. Do you agree? 

Paragraph 11.133 

ANSWER:  

Yes, however we do not think this obviates the need for statutory clarification where sensible.  

 

Consultation Question 20. 

20.28 We provisionally conclude that a transfer operation that effects a state change within a crypto-

token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a 

pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or 

causally-related crypto-token. Do you agree?  

20.29 We provisionally conclude that this analysis applies in respect of UTXO based, Account based 

and token-standard based (both “fungible” and “non-fungible” crypto-token implementations). Do 

you agree?  

Paragraph 12.61 

ANSWER:  

 
26 See, Id., paras. 5.57-5.68, pp. 89, et. seq. 
27 “… our preferred concept of control aligns with the UNIDROIT Digital Assets and Private Law Working Group’s 
‘control principle’ for digital assets. According to the principle’s explanatory notes, control is a ‘purely factual 
matter’ or a ‘factual standard’. Furthermore, our concept of control aligns with the views expressed by several 
eminent consultees in response to our call for evidence.” Id., para. 11.87, p. 211. 
28 Id., paras. 11.124-11.127, p. 223. 
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We express no view here but refer to our response to Question 21. 

 

Consultation Question 21. 

20.30 We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, 

notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change 

involves the creation of a new, causally-related thing. Do you agree? 

Paragraph 13.90 

ANSWER:  

We believe that foundational premise by statute – to the extent possible – should be established so 

that courts do not rule that transfers are ineffective when they should be. It seems to us that concerns 

regarding whether or not a state change has the effect the Law Commission suggests is less important 

than ensuring the intent of the parties and the expectations of the market. This is an example that is 

ripe for statutory clarification to the extent there is any doubt or concern.  

As we have said elsewhere, the law should develop in a manner that is as technology-neutral as 

possible in order to create legal certainty, clarity and predictability.    

 

Consultation Question 22. 

20.31 We provisionally propose that:  

(1) A special defence of good faith purchaser for value without notice (an innocent acquisition 

rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state 

change. Do you agree?  

(2) An innocent acquisition rule should apply to both “fungible” and “nonfungible” technical 

implementations of crypto-tokens. Do you agree? 

(3) An innocent acquisition rule cannot and should not apply automatically to things that are 

linked to that crypto-token. Do you agree? 

Paragraph 13.91 

ANSWER:  

(1) And (2): Yes. It is important that innocent acquirers trading digital assets be able to take good 

title, free of defects in the title of the transferor. As pointed out in the CP, the market already 

functions on the basis that this is the case.  We support statutory intervention that clarifies 

this. 

(3) We respectfully disagree – at least in the context of digital securities, particularly if these are 

subject to a centralised governance framework. We believe the reason for this equally expressed 

in our response to Question 27.  
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Consultation Question 23. 

20.32 We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-

tokens by a transfer operation that effects a state change should be implemented by way of 

legislation, as opposed to common law development. Do you agree? 

Paragraph 13.94 

ANSWER:  

We agree with the Law Commission’s sentiment that “it is important for the law of England 
and Wales to remain as consistent as possible with international developments.” We are 
heartened to see that, here, the Law Commission recommends that the best approach is by 
way of legislation, as opposed to relying solely on common law development.29 
 

Consultation Question 24. 

20.33 We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens 

and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger 

or structured record and/or factual control over a crypto-token. Do you agree? 

20.34 We provisionally conclude that, over time, the common law is capable of developing rules to 

assist with the legal analysis as to title and/or priority where disputes arise between multiple persons 

that have factual control of a cryptotoken, and that statutory reform would not be appropriate for 

this purpose. We consider that those rules will need to be specific to the technical means by which 

such factual circumstances can arise within crypto-token systems or with respect to crypto-tokens. Do 

you agree? 

Paragraph 13.112 

ANSWER:  

Whilst we agree that it is possible to separate (superior) legal title from the recorded state of the 

distributed ledger or structured record and/or factual control over a crypto-token, we believe this 

should be addressed in statutory law in the case of a centralised governance framework where it is in 

place for assets such as digital securities. As we note above, an entry on the ledger should represent 

definitive direct rights against issuers that are enforceable by end-investors through intermediary 

chains: this might be capable of being addressed – at least in part - in other law, such as law on financial 

markets infrastructures.  

 

Consultation Question 25. 

20.35 We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to 

“goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the 

Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 

Paragraph 13.144 

 
29 Id., para 13.94, p. 268. 
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ANSWER:  

We agree. 

 

Consultation Question 26. 

20.36 We provisionally propose that the law should be clarified to confirm that a transfer operation 

that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-

token. We consider that this state change condition is more appropriate than the potentially wider 

condition of “a change of control”. Do you agree? Do you agree that such a clarification would be best 

achieved by common law development rather than statutory reform? 

20.37 Accordingly, we provisionally conclude that allowing title to a crypto-token to transfer at the 

time a contract of sale is formed, but where no corresponding state change has occurred, would be 

inappropriate. Do you agree? 

Paragraph 13.145 

ANSWER:  

Yes. 

 

Consultation Question 27. 

20.38 Are there any other types of link between a crypto-token and a thing external to a crypto-token 

system that you commonly encounter or use in practice?  

20.39 We provisionally conclude that market participants should have the flexibility to develop their 

own legal mechanisms to establish a link between a crypto-token and something else — normally a 

thing external to the crypto-token system. As such, we provisionally conclude that no law reform is 

necessary or desirable further to clarify or specify the method of constituting a link between a crypto-

token and a linked thing or the legal effects of such a link at this time. Do you agree? 

Paragraph 14.114 

ANSWER:  

We agree with the Law Commission that there is no reason why a link cannot be as strong as 
it is with record keeping or registration systems that do not rely on crypto-tokens/crypto-
token systems.30 However, while the Law Commission acknowledges that it is possible for 
legislation to create a “very strong” statutory link between a crypto-token and a thing external 
to the crypto-token system (such as rights associate with a security), it avers that “[t]he 
statutory link would be imperfect”.31 The Law Commission therefore does not recommend 
the adoption of legislation providing for a “broadly-defined” statutory link, instead leaving it 
to be addressed “as practice develops in particular areas” with “specific, limited legislation 
[as] might be appropriate and/or necessary to establish the relevant statutory link.”32 We 
strongly urge consideration of such legislation at least in the context of digital securities given 

 
30 See, Id. para. 14.43, p.292.  
31 Id., para 14.56, p. 295. 
32 Id., para 14.57, p. 296. 
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the significant level of uncertainty that contractual consensus alone would achieve with 
respect to the role that DLT plays in the constitution and registration process. This carries the 
risk of considerable confusion around ownership of crypto tokens, what such tokens 
represent relative to the property interests in the securities themselves.  
 
Legal certainty will be essential to the development of DLT-based markets, which can in our 
opinion only be provided through statutory instruments, as opposed to case law.  

 

Consultation Question 28. 

20.40 Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) 

that would require different treatment from other crypto-tokens under the law of England and Wales? 

Paragraph 15.74 

ANSWER:  

[no answer] 

 

Consultation Question 29. 

20.41 We provisionally conclude that it is appropriate to draw a distinction between direct custody 

services (that is, holding crypto-tokens on behalf of or for the account of other persons and having 

capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its 

positive and negative aspects) and custodial or other technology-based services that do not involve a 

direct custody relationship. Do you agree? 

Paragraph 16.41 

ANSWER:  

Yes – we touch on this in our introductory note in respect of intermediated holdings. In this case, 

approaches that approximate existing practices and law would be appropriate. However, we still see 

statutory clarification – covering all such holdings (without regard to technology employed) – as 

warranted. We have addressed this extensively with the Law Commission in previous submissions in 

respect of dematerialised securities. Fundamentally, the issues at play are no different. 

However, as we also point out in our introductory note, direct holdings that are subject to a centralised 

governance framework, could also be subjected to the same or similar approach.   

 

Consultation Question 30. 

20.42 We provisionally conclude that, under the law of England and Wales, crypto-token custody 

arrangements could be characterised and structured as trusts, even where the underlying 

entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) 

potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. 

Do you agree?  
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20.43 We provisionally conclude that the best way of understanding the interests of beneficiaries 

under such trusts are as rights of co-ownership in an equitable tenancy in common. Do you agree? 

20.44 Do you consider that providers and users of crypto-token custody services would benefit from 

any statutory intervention or other law reform initiative clarifying the subject matter certainty 

requirements for creating a valid trust over commingled, unallocated holdings of crypto-tokens? If 

yes, please explain what clarifications you think would assist. 

Paragraph 16.75 

 

Consultation Question 31. 

20.45 We provisionally conclude that a presumption of trust does not currently apply to crypto-token 

custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

Paragraph 16.107 

ANSWER:  

We respectfully disagree. Whilst the RASCALS case (by way of example) may provide some 

comfort, reflected in the opinion of Briggs, J., that a beneficial co-ownership share in a 

fungible bulk of securities is a more “persuasive” than alternatives33, we see no reason why 

this should not be addressed as a default assumption in statutory law, absent provision to the 

contrary as agreed by the parties. 

We believe a default assumption of the imposition of a trust is sensible unless the parties 

specify otherwise. This would operate to protect underlying beneficial owners as a matter of 

course through potentially multiple intermediaries while still respecting party autonomy 

should parties wish to adopt a different approach. Whilst we understand the Law 

Commission’s concern about extending this principle not only to conventional intermediary 

custodians and custodial exchanges but also potentially to certain (centrally controlled) “lock 

and mint” facilities34, we see no reason to make a distinction regarding default assumptions 

in view of the overriding need for a common understanding and approach to the nature of 

investors’ rights in their acquired property – particularly in the event of an insolvency. Whilst 

we realise that the adoption of an approach founded in trust concepts is not a panacea (e.g., 

this does not provide guaranty against a shortfall of intangible assets where an intermediary 

fails to segregate sufficiently today), we believe a common approach nevertheless would 

provide the most clarity for all stakeholders. We therefore recommend a statutory basis of 

holding premised on a trust (absent specification otherwise by an account provider and an 

account holder).35   

 
33 Re Lehman Brothers International (Europe) (in administration), Pearson v. Lehman Brothers Finance SA  
(RASCALS) [2010] EWHC 2914 (Ch) (upheld [2011] EWCA Civ 1544). 
34 “These could include crypto-token bridges, wrapping protocols, collateralised lending arrangements, 
fractional ownership, and collateralised tracker-token issuance platforms.” 
35 Providing this kind of clarity – clear imposition of trust principles – would align with best industry practice in 
any case, including with respect to such key practices as proper segregation of accounts for customers. This 
obviously is consistent with fiduciary principles under trust law and would align with regulatory (e.g., FCA) 
expectations, which generally impose client asset requirements founded on these principles.  

22



23 
 

Consultation Question 32. 

20.46 We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 

1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in 

structuring custody facilities, in relation to cryptotokens specifically and/or to other asset classes and 

holding structures, including intermediated investment securities. Do you agree? 

20.47 If you think that clarification of the scope and application of section 53(1)(c) LPA 1925 would be 

beneficial, what do you think would be the best way of achieving this? Please indicate which (if any) 

of the models suggested in the consultation paper would be appropriate, or otherwise outline any 

further alternatives that you think would be more practically effective and/or workable. 

Paragraph 17.58 

ANSWER:  

We agree with the Law Commission’s concern expressed in the summation of this discussion 
that “any actual or perceived ambiguity as to the scope of section 53(1)(c) LPA 1925 could 
undermine confidence in the efficacy of numerous activities undertaken in connection with 
crypto-token custody arrangements if they have been structured under or characterised as 
being governed by trust law.”36 Common examples of the activities that could be affected are 
provided in subsequent passages of the Law Commission Consultation– all of which we 
recognise and agree are accurately described. We especially note and appreciate the Law 
Commission’s identification of new fact patterns that could emerge due to the availability and 
use of new technology, such as dealings in tokenised securities that involve transfers of 
control from one network address to another (a) where the recipient address is controlled by 
a different person (other than to the custodian in its capacity as trustee) or (b) where the 
recipient address is either an address with no (or no known) private key or an address 
controlled by the custodian in its capacity as trustee.37 We also note that the Law Commission 
considers transfers that may occur both “on”- and “off-chain”.38  
 
We agree with the Law Commission’s concern about perceived uncertainty regarding the 
application of section 53(1)(c) LPA 1925 to emerging and growing industries such as crypto-
token markets and that perceived lack of legal clarity could disincentivise market participants 
in the crypto-token sector from drawing on the utility and flexibility of trusts for structuring 
crypto-token custody arrangements under the law of England and Wales.39  
 
We welcome and strongly endorse the Law Commission’s proposal for clarifying legislation. 
However, whilst the Law Commission recommends reform that appears to take a simple one-
size-fits-all approach, and which certainly offers the benefit of setting out relatively simple 

 
36 Id., para 17.23, p. 363. 
37 Id., paras 17.30-17.35, p. 365.  
38 Id., paras. 17.36, et seq., pp. 365, et seq. 
39 Id., para. 17.42. p. 368. 
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statutory-based principles40, we believe its other option for reform (“Option 2(b)”)41 makes 
more sense in view of our above-expressed recommendation for a centralised governance 
framework for tokenised securities. Option 2(b) - in introducing new statutory provisions that 
confirm the formality requirements for certain specified dealings in equitable entitlements 
undertaken through specified holding and transaction arrangements – would specifically 
address entitlements represented by entries in ledgers subject to centralised control. In this 
context we agree with a ruleset modelled on equivalent rules developed for intermediated 
securities set out in the Geneva Convention on Substantive Rules for Intermediated Securities, 
which we historically have endorsed and continue to endorse. In particular, we urge – where 
possible - the adoption of a uniform approach to all securities held for customers regardless 
of technology used: there is no reason why Articles 11(1) and 11(2) of the Geneva Convention 
- which provide that acquisitions and dispositions of intermediated securities can be effected 
by authorised credits and debits to the securities accounts of the relevant parties maintained 
by their respective intermediary, with “no further step…necessary” for such dealings to be 
legally valid - could not be employed in this context. The Law Commission notes that, 
alongside provisions for entitlements in professionally operated, centrally-controlled ledgers, 
a corresponding set of rules could also be developed for dealings in other forms of tokenised 
equitable entitlements, including those subject to decentralised ledgers,42 but the need for 
this is reduced or possibly obviated to the extent that a centralised governance framework is 
employed.  

 

Consultation Question 33. 

20.48 We provisionally propose that legislation should provide for a general pro rata shortfall 

allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token 

entitlements in a custodian insolvency. Do you agree? 

Paragraph 17.81 

ANSWER:  

We agree with the Law Commission that some form of intervention should be considered in 
order to provide confidence to crypto-token custody clients that their commingled assets are 
protected from the general creditors of an intermediary in the event of its insolvency. We 
believe that statutory intervention providing clarity on this point is sensible rather than 
waiting for the common law to be tested.  
 
However, the question of whether or not client assets maintained by an intermediary should 
be considered insolvency remote viz. an intermediary is different from the question of how 
to handle shortfalls should they arise. Here we caution against blunt instruments that may be 
premised on overly simplistic assumptions. It is important to retain lessons learned from the 

 
40 The Law Commission recommends amending section 53(1)(c) LPA 1925 directly to incorporate: 
(a) an express qualification that disapplies it to specified dealings in equitable entitlements; and (b) an express 
recognition of various forms of electronic communication and records as satisfying the in writing and signature 
formalities. Both revisions would be expressed as matters of general principle and not by reference to any 
particular category of assets. See, Id., para.17.55, p. 372, and para. 17.57, p. 373. 
41 Id.  
42 Id. 
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2008 financial crisis since issues around the possibility of shortfalls fundamentally are no 
different conceptually in the DLT context.   

 
Post-crisis reform measures imposing new and/or different regulatory requirements on 
intermediaries varied depending on types of intermediaries and the activities undertaken by 
them. For example, the UK undertook an overhaul of its client asset rules, imposing extensive 
new requirements on intermediaries, including brokers, and relevant insolvency law.43 A 
number of improvements were made in regulations to improve the UK FCA’s client assets 
regime, particularly so-called “behavioural” enhancements around good recordkeeping, 
enhanced reporting to clients, improved understanding around the client assets regime (i.e., 
requiring disclosure of the protections it affords and its limitations) and increased clarity 
around certain intermediaries’ intra-group relationships.  

 
Because, for the most part, concerns that arose regarding disposition of client assets were 
about behaviour, we do not believe there is a fundamental problem with substantive law. 
Therefore, we believe that any concerns regarding contractual undertakings of intermediaries 
to clients should be addressed in this context: a “regulatory overlay” is appropriate in order 
to clarify and enhance contractual obligations to be imposed on intermediaries.   

 
Perhaps most important, difficulties relating to intermediated securities – regardless of 
technology employed - tend to become visible in cases of insolvency of intermediaries. 
Insolvency, its rules and how it is administered, therefore, constitute the true testing ground 
for whether and how intermediated securities are maintained and protected sufficiently in 
the interest of ultimate investors. Under the UK model, beneficial interests, and therefore 
trust property, fall outside of the insolvency estate of a trustee.44 However, the time taken 
either to get before a court or to engage with an administrator in order to obtain consent to 
enforcement of rights is inevitably longer than the needs of participants in financial markets 
typically allow.  
 
The clear lesson learned from the financial crisis is that regulation, insolvency and private 
commercial law must all be considered and addressed together so they operate – together – 
in order to create favourable conditions for the protection of ultimate investors both before 
and after the insolvency of an intermediary. 

There are limitations of what can be achieved in solely in private commercial (statutory) law: 
the question of how to deal with shortfalls is particularly contextual and, we believe, reliant 
on regulatory and supervisory requirements and insolvency law based on applicable existing 
legal principles in order to respond to changing facts, circumstances and behaviours.  

 

 
43 “We [the FCA] increased our focus on client assets protection following the failure of Lehman Brothers 
International (Europe) (‘LBIE’). We did this by creating the Client Assets Unit (bringing together specialist risk, 
supervision and policy functions) and making various improvements to the client assets regime, such as 
enhancements to auditor reporting, reintroduction of the Client Money and Asset Return (‘CMAR’) and the 
creation of the CASS operational oversight function (‘CF10a’).”  See, PS14/9, Review of the client assets regime 
for investment business and Feedback to CP13/5 and final rules (June 2014). 
44 We noted further above the prospect of further statutory clarification of this result. 
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Consultation Question 34. 

20.49 We provisionally conclude that extending bailment to crypto-tokens, or the creation of an 

analogous concept based on control, is not necessary at this time. Do you agree?  

If not, please provide specific examples of market structures or platforms that would benefit from 

being arranged as bailments, that could not be effectively structured using the trust and/or contract 

frameworks currently available. 

Paragraph 17.103 

ANSWER:  

We agree with the law commission that bailment is not an appropriate concept for intangible 

assets including digital assets. 

 

Consultation Question 35. 

20.50 We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the 

subject of title transfer collateral arrangements without the need for specific law reform to provide 

for this. Do you agree? 

Paragraph 18.17 

ANSWER:  

We defer to other associations on this point (e.g., ISDA, ISLA). 

 

Consultation Question 36. 

20.51 We provisionally conclude that non-possessory securities can be satisfactorily granted in respect 

of crypto-tokens without the need for law reform. Do you agree? 

Paragraph 18.26 

ANSWER:  

Yes, so long as property interest that crypto-tokens bestow on their owner is clear. 

 

Consultation Question 37. 

20.52 We provisionally conclude that it is not desirable to make provision for data objects to be the 

subject of possessory securities such as the pledge, or to develop analogous security arrangements 

based on a transfer of control. Do you agree?   

If not, please provide specific examples of market structures or platforms that would benefit from the 

availability of possessory security arrangements, that could not be effectively structured using the 

non-possessory security frameworks currently available. 

Paragraph 18.44 
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ANSWER:  

We express no view here. 

 

Consultation Question 38. 

20.53 We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, 

SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively 

encompass crypto-token collateral arrangements. Do you agree? 

Paragraph 18.47 

ANSWER:  

We disagree. We think effort should be undertaken to ensure the framework is as harmonised as 

possible in order to reduce the risk of different frameworks or approaches. We see no reason in 

principle why crypto-tokens cannot be made subject to the FCARs, which can be done whilst clarifying 

lingering uncertainty across all financial collateral concerning control.  

 

Consultation Question 39. 

20.54 We provisionally conclude that it would be beneficial to implement law reform to establish a 

legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or 

resolution of crypto-token collateral arrangements. Do you agree? 

If so, do you have a view on whether it would be more appropriate for any such law reform to aim to 

create: (i) a unified, comprehensive and undifferentiated regime for financial collateral arrangements 

involving both traditional types of financial collateral and crypto-tokens; or (ii) a bespoke regime for 

financial collateral arrangements in respect of crypto-tokens? 

Paragraph 18.113 

ANSWER:  

We agree. This reform should include consideration of reform of the Financial Collateral 
Arrangements Regulations (“FCARs”)45 to address longstanding concerns regarding control, 
which remain unsatisfactorily resolved in connection with book-entry securities to this day – 
leaving obvious potential gaps in connection with digital securities. 
 

Consultation Question 40. 

20.55 We provisionally conclude that an action to enforce an obligation to “pay” nonmonetary units 

such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless 

and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree? 

Paragraph 19.26 

ANSWER:  

 
45 See, fmlc.org/wp-content/uploads/2018/03/Issue-1-Collateral-Directive-Report.pdf. 

27



28 
 

We agree: crypto-tokens like Bitcoin or Ether do not currently possess the characteristics of 'money' 

under conventional and legal principles.   

 

Consultation Question 41. 

20.56 We provisionally conclude that tracing (rather than following) provides the correct analysis of 

the process that should be applied to locate and identify the claimant’s property after transfers of 

crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing 

(at equity and common law) can be applied to crypto-tokens. Do you agree? 

20.57 Do you consider that the common law on tracing into a mixture requires further development 

or law reform (whether generally or specifically with respect to crypto-tokens)? 

Paragraph 19.52 

ANSWER:  

[no answer] 

 

Consultation Question 42. 

20.58 We provisionally conclude that the following existing legal frameworks can be applied to data 

objects, without the need for statutory law reform (although the common law may need to develop 

on an iterative basis): 

(1) breach of contract;  

(2) vitiating factors; 

(3) following and tracing;  

(4) equitable wrongs;  

(5) proprietary restitutionary claims at law; and  

(6) unjust enrichment.  

Do you agree? 

Paragraph 19.88 

ANSWER:  

We agree. 

 

Consultation Question 43. 

20.59 We provisionally conclude that, in relation to the tort of conversion, there are arguments in 

favour of extending conversion (or a conversion-type cause of action grounded in control rather than 

possession) to data objects. Do you agree?  

20.60 We provisionally conclude that the introduction of a special defence of (or analogous to) good 

faith purchaser for value without notice (at law) would limit the impact of the application of strict 

liability for conversion in the context of data objects. Do you agree? 
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Paragraph 19.123 

ANSWER:  

We agree.  There is no reason to confuse the picture with the introduction of such a defence – this is 

would not be consistent with existing market practice or expectations.  

 

Consultation Question 44. 

20.61 We provisionally conclude that existing principles in relation to injunctive relief can apply to 

data objects, without the need for law reform. Do you agree? 

Paragraph 19.148 

ANSWER:  

We agree. 

 

Consultation Question 45. 

20.62 Are there any other causes of action or remedies you think may be highly or specifically relevant 

to data objects but which require law reform? 

Paragraph 19.149 

ANSWER:  

[no answer] 

 

Consultation Question 46. 

20.63 We provisionally conclude that the existing methods of enforcement of judgments (and ancillary 

mechanisms) in the context of crypto-tokens are satisfactory. Do you agree? 

Paragraph 19.158 

ANSWER:  

[no answer] 

 

Consultation Question 47. 

20.64 We provisionally conclude that there is an arguable case for law reform to provide courts in 

England and Wales with the discretion to award a remedy (where traditionally denominated in money) 

denominated in certain crypto-tokens in appropriate cases. Do you agree?  

20.65 If so, what factors should be relevant to the exercise of this discretion? 

Paragraph 19.168 

ANSWER:  
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[no answer] 
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About you

What is your name?

Name:

What is the name of your organisation?

Organisation:
AIMICHIA TECHNOLOGY., CO., LTD.

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Response on behalf of organisation

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes
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Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::
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Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::
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Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

No

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

No

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes
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Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Linked to assets, commodities and credit values.

Yes

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

NFT is one of the crypto assets and is treated with the same treatment.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

Yes

Please expand on your answer::
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Yes

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

No

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

No comments.

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

No

Please expand on your answer::

Please share your views below::

No comments.

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

No

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

No

Please expand on your answer::

Please share your views below::

No comments.
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Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

No

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

Please share your views below::

No comments.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

No comments.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

No

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::
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No comments.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Please share your views below::

No comments.
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Alistair Milne
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Are you responding to this consultation in a personal capacity or on behalf of your organisation?
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If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

No

Please expand on your answer::

Almost all digital assets, all those of significance outside the narrow world of crypto trading, can be satisfactorily addressed using the existing law of
property rights relating to "things in action". The central issue here is the contrast between permissionless and permissioned record keeping systems and
permissioned and permissionless digital assets. This, while addressed in your consultation paper, is not given sufficient attention in your proposals. The
legal status of permissioned digital assets can be determined through court action against the institutions managing the permissions. A new category is
only required for permissionless digital assets. We then run into major political, social and economic questions. While innovation in permissioned digital
assets is to be welcomed, it is far less clear that the law should be changed to support transactions in permissionless digital assets (cryptocurrencies,
DeFi) . The record so far is that these been used for speculation with no real economic or social utility. There is great uncertaintly about whether they will
ever be socially or economically useful. The decision to give them a new legal status will only encourage further speculation and could ultimately be
seriously socially destabilising. Any decision to provide this legal framework should be postponed for at least a decade until the wider social and
economic consequences of trading in permissionless digital assets is much better understood.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::
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While I disagree with the decision to create this third category at this point in time, the conslutation provides a sensible framework should, in a decade or
so, there be a more persuasive case for giving permissionless digital assets a clearer legal status.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

see above

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

see above

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes. The key feature of permissionless digital assets, which coudl have been highlighted much more prominently in your consultation paper, is the saying
"my keys, my crypto". A a permissionless digital asset is fully controlled through knowledge of the private cryptographic key. Because it is permissioness,
control is functionally equivalent to ownership. Exericising a transfer to the control another private through this private key means that all control is lost
on tranfser. Therefore it is fully divested.

No

Please expand on your answer::

The law should be based around the key feature "my keys, my crypto". If access to the private key allows irreversible transfer to another private key, then
it is a permissionless digital asset. This is tantamount to divestiability, to rivalrousness and to independence of either individuals or legal (or indeed
institutional) frameworks. We shoudl avoid the introducging terms such "data object" or "crypto asset" which are imprecise and only result in confusion.

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

The idea of statutory reform here concerns me. As indicated above, I think the gap in terms of property law is a very narrow one, that of permissionless
digital assets, which are themselves pose considerable social and economic risks. Statutory reform coudl legitimise very undesireable activity. I can see
that legal problems may still arise in soime specific sitautions, for example inheritance (though often of a practical not legal nature, I might inherit
ownership of permissionless digital assets, but with no mechanism to recover the required private key, these become stranded regardless of their legal
status), but I think this is much better addressed through common law development.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

If a new form of property is rquired , then it should be restructed to permissionless crypto assets.

Not Answered

Please expand on your answer::
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Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

see my answer above

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

see my answer above

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

see my answer above,

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

see my answer above

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

see ny answer above

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes
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Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

see my asnwer above

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

see my answer above,

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Two issues here. First I cannot follow the definition of "crypto tokens" in the consultation paper. It is not really possible to answer the question without a
clear defintition of what counts as a "crypto-token". Therefore I answer no.

Second, I can conceive of answering yes. I propose the following (natural) definition of crypto-token to replace your definition (a definition which includes
many NFTs).

"A crypto token is the private key to an entry on a permissionless distributed ledger together with the corresponding entry on the ledger."

This satisfies you proposed criteria of a data object. I also believe is the only form of data which satisfies your definition of a data object. So it coudl serve
also as the definition of a data object.

Such a data object is property in the English language sense that it is controlled by the holder of the private key. To m the question remains open whether
there is a practical need for a third legal definition of property is required to cover such ownership, since it is not "thing in action" and (because it cannot
be physically possessed) a thing in posession. My instinct is we can manage fairly well without a third definnition and shoudl be be quite cautious about
introducing it.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

the key issue here is access to the private key, which is what determines who controls a "data object"

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

see previous answer, with the additional explanation in terms of acces to private key. There is though the problem that control, in this sense, is not
unique, a private key that is not kept securely and becomes known to a third party means that the data object is no longer uniquely controllled. So I agree
the proposal, but it should be clarified that this concept of control does not imply unique control.
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Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

see my anser to the qeustion of a third category of property being introduced through legal statute or common law, development through evolutio of
common law is a much more sensible approach. It can for example focus on the issue of legitimate and illegimate sharing of control.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

The challenge here is reaching consensus on the novel charateristics of digital assets, digital objects and the legal and economic issues that arise when
these are exchanged. At present debate is clouded by excessive technoenthusiasm, interpreting what is new as being inherently worthwhile because it is
new and discussing innovation in imprecise visionary terms, often false analogies, which hinder understanding. The major challenge, both intellectually
and practically, is developing a precise language expressing propertly articulate conceptual understaning. This is a necessary foundation fort effective
debate on these issues. My own view, digtal assets are not really complex at all, they are very simple but they appear complex because our language is so
confused. When this confusion is resolvved the issues that have prompted the Law Commission's work on digital assets will be much more easily
resolved.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

this is exactly how Bitcoin exchange works.

Yes

Please expand on your answer::

the distinction between "account based" and "token based" , "fungible" and "non-fundible" is unimportant in the context of the issues raised in this
consultation. They are just databases. The essential practical issue is whether the updating of the database is permissioned (in which case standard law
handles it effectively) or permissionless (in which case ther may be a need for new form of property law, but clarification of control may be enough to
resolve all practical legal questions, and we shoudl certainly not rush to change the status quo.)

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

I agree but wonder what practical importance this has. Control of the private key allows transfer of a "digital object" held in a permissionless distributed
leger (see my preferred definition above) in whole or part to another platform participant. This can be sensibly interpreted as the creation of a new
"thing"; or it can be interpreted as a single "thing" transferred from one person to another, this is just definitional. In either case it can be viewed as a
derivative transfer of title, so existing rules in principle shoudl apply. In practice enforcing these rules may be difficult, for exmaple if a computer is hacked
, the private keys accessed and used to transfer title, there is no clear mechanism for reversing this transfer even though not intentionally made by the
original holder of the private key but by another party.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::
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My understanding here would be "can apply" rather than "should apply". if a recipient priate key is in fact controlled bgy someone who has hacked a
computer to obtain the sender private key, this is not in good faith.

Yes

Please expand on your answer::

"can", not "should"

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

No

Please expand on your answer::

I think common sense will guide common law effectively here, no legislation is required.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

the key issue to me here, once again, is permissionless distributed ledger version permissioned. The dfinition of crypto-token is really only meanintful for
permissionless distributed ledgers, in which case I think it is evident that a distinction between legal ownership and control is important. However there
will only be limited circumstances in which a legal owner, who longer has control over a digital asset (because for excmple of a hack) can have their
control restored. Usually it will be irretrievable, just as if they had lost their private key without control passing to another person.

Yes

Please expand on your answer::

I agree and statutory reform is not needed. But this statement overcomplicates. where the identity of different competing persons with control over the
same crypto-token (which I understand in terms of my own definition, not that of the consultation paper whose definittion I cannot grasp) are known, all
that is needed is agreement on who has the right to control and from all the other parties agreement to refrain from asserting control. How such muliple
control has arrived, the technical means referred to here, are not relevant.

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

No

Please expand on your answer::

We have a major regulatory problem in that the promotion of sale of crypto remains inadequately regulated. My own view is that all crypto should be
covered by these or similar legislation. If this needs an extension of the legal concept of "goods" then this should be done and will be very useful for
protection of consumers.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

Yes, but with teh caveat already epressed above, because this only necessary for permissionless distributed ledger assets, the circumstances in which this
will make a practical difference are limited.

Yes

Please expand on your answer::
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Absolutely yes. See my criticisms of statory reform above, based on concern about giving legitimacy to potentially dangerous speculation in
permissionless assets.

Yes

Please expand on your answer::

But with the same caveat above, not sure this makes much practical difference given that the concern is only with tranfer on permissioness distributed
ledgers,

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Yes

Please expand on your answer::

I am familar with Everledger ( I think their technology has now moved on) linking diamonds to Bitcoin entries to ensure immutibility of record. Freedom to
create such links are simiply a database convenience to ensure transparency and permanancy and can be left to individual decision making.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

No, See my preferred definition of crypto-tokens and related discussion above.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Yes, this all comes down the fundamental of "my keys, my crypto", a direct custory service is one where the custodian not the owner holds and uses the
private keys, any other service which might have a custodial element but where the owner not the service provider holds the private key is quite different.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

I think this is a general issue in financial innovation, where fidicuiary duty are not always properly observed. I recommend (for UK regulators, not for the
Law Commission) a close study of the Australian treatment of financial innovation where regulation has done a better job than in the UK of ensuring that
fiduciary duties with respect to novel assets are clear and subject to regulation.

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?
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Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

yes, but with the proviso that this will always be through custodial arrangements since offering cryptoi-tokens as collateral requires giving up control
through access to the relevant private key.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

see above

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that 
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
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agree?

No

Please expand on your answer::

Collateral is a key issue for risk management and liquidity in capital markets allowing leferage trades that support price discovery by better informed
market participants.. Similary to my earlier remarks, the trade in permissionless digital assets (crypto and decentralised finance) is at such an early stage
of development with potentially substantial social and eonomic risks, that priority should b eplaced on limiting interaction with other financial markets.
Provided this seperation remains then this step is not necessary.

For trading of cryptocurrencies and decentralised finance, which takes place on a collateralised basis through "smart contracts" without requiring any
legal framework, This is fixing a problem that does not exist.

Please share your views below::

(i) must be opposed as strongly as possible. This woudl threaten quite unnecssary systemic risk for the mainstream financial system. (ii) is unnecessary as
long as tradingin cruypto assets remains, as it should for staiblity and consumer protection reasons, entirely outside of teh mainstream financial markets.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

Since crypto tokens are (and in my view always will be) of very limited value as either stores of value or media of exchange.

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::
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Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Response ID ANON-4G41-UU25-H

Submitted to Law Commission consultation on digital assets
Submitted on 2022-08-01 14:43:42

About you

What is your name?

Name:
Andrew Tettenborn

What is the name of your organisation?

Organisation:
Swansea University

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Feel free to publicise what I say.

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

As you say, cases like Armstrong v Winnington [2013] Ch 156 show that there are plenty of forms of property that don't pigeonhole neatly into the
categories of tangible property or things in action. This needs to be confirmed. There is also a further point: it is imperative to keep the rules on transfer
of things in action (not simply s.136 of the LPA 1925, but also the rules about "subject to equities" and horrors like the rule in Dearle v Hall) well away
from DOs.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Just in case someone invents a peculiar new medium (say, based on caesium atoms, fibre optics, or the like) that arguably isn't electronic or a form of
computer code, there might be scope for a power to extend the definition of DOs by statutory instrument.
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Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

"Independent of the legal system" will need some careful definition, in order to distinguish (say) a NFT linked to some attached right from an electronic
bill of lading carrying the right to goods, deemed possession of them and the right to enforce the contract of carriage.

Perhaps the best way to do this would be a declaratory carve-out on something like these lines. DOs do not include computer code the transfer of which,
in and of itself, has the effect of creating, modifying or transferring any legal right. It might also help to have an additional list of specifics, such as
intellectual property rights, etc.

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Nothing useful to add.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

One possible problem arises here. Imagine the seller of a NFT on credit keeps enough information behind to allow it to cancel the transfer if the price is
not paid (compare the way some US high-end car dealers retain a kill-switch for the car's electronics). It might be necessary to say that a DO is not
non-divestible merely because (1) the transferor wrongfully retains means of control, or (2) the transferor retains means of control as a means of securing
the performance of any obligation.

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

The definition of DOs is complex, especially when it comes to distinguishing them from electronic documents, IP rights, tradeable pollution permits and
the like. This is something far better done by statutory reform, rather than by common law development at the expense of hopeful litigants.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I suspect that it is correct that media files are not DOs. On the other hand, it could be argued that relying on the need for physical storage media cuts
both ways: without physical storage media there could not be DOs either.

Perhaps the best way forward is to make this clear by a list of exclusions, on the lines of

"The following are not, without more, digital objects within the meaning of this Act ...
(a) media files ..." etc etc

No

51



Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

See my comments on program files, above.

No

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

See my answer concerning media files, above.

No

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

There is an existing regime for domain names run by ICANN. This legislation should not cut across it. There should be a specific statutory exclusion of
domain names from any DO regime..

Chapter 9: Carbon emissions trading schemes
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Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

I agree, for much the same reasons you give. Possession as a concept already carries a great deal of baggage -- too much, possibly -- as regards tangibles.
Extending it in a belt-and-braces operation to cover intangible DOs on the basis of the creation of a kind of quasi-possession would be a recipe for
complexity and confusion.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

No

Please expand on your answer::

If we want to attract DO business to the UK and to the applicability of English law, the least we can do is reassure foreign participants in legislation what
legal nature we ascribe to such things and what rights people and corporations can have in them. I have no doubt that the courts could, and in time
would, develop the idea of control in an effective way. But I don't see the process should depend on the vagaries of litigation.

There is no reason why we cannot say in statute that a party is in control of a DO if it has the substantial ability to exclude, to use and operate, and to
identify itself as the party with that power. It should indeed be added that in deciding whether a party has that control, no account should be taken of the
fact that in exercising any of these functions it would or might incur any liability to third parties.

Such a definition does not seem to impose any undue rigidity: it merely provides a useful structured scheme of rights in DOs.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?
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No

Please expand on your answer::

[More a yes-and-no]

For reasons presaged in my answer to the previous CQ, I disagree with the idea that the concept of control should depend primarily on non-binding
guidance from a committee of experts. Would-be participants in the UK market have a right to more certainty than any such arrangement can give.

On the other hand, I see no reason whatever against the existence of such guidance against the background of a statutory definition.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

This view also has the advantage of aligning CTs with EFTs: R v Preddy [1996] AC 815.

Yes

Please expand on your answer::

No further comment.

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

This might usefully be provided for in statute, for the reasons you give. The best way of drafting such a provision might be simply to say that a person
who obtains control of a CT in good faith and for value takes free of the interests of any other person. Two other provisions might be useful:

(1) A statement that once a CT has been transferred to a good faith purchaser, no subsequent transferee of that purchaser's interest shall have its rights
affected by any knowledge of events occurring prior to the first transfer. This would probably be the case anyway, but could do with spelling out.

The point could matter: the victim of a theft or fraud should not be able to nullify the good faith purchaser defence by giving general notice of the theft or
fraud to would-be purchasers.

(2) A statement equivalent to that in s.61(3) of the Sale of Goods Act 1979 and s.90 of the Bills of Exchange Act 1882 ("A thing is deemed to be done in
good faith within the meaning of this Act when it is in fact done honestly, whether it is done negligently or not").

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

Yes, largely for the reasons you give.

Yes

Please expand on your answer::

No further comment.

Yes

Please expand on your answer::

No further comment.
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Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

This is a vital issue, and it would be a grave dereliction of duty to leave it to the process of common law development.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

This would be a disaster. The sale of goods legislation is predicated on things entirely different from CTs (and DOs generally): extending its provisions to
cover them would be a recipe for confusion.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes

Please expand on your answer::

If one wishes to effect a change in rights over the form of property embodied by a DO, one can always declare oneself a trustee. There is no need for any
further provision.

There is, incidentally, a case for a general provision in any legislation to the effect that, except in so far as inconsistent with that legislation, the rules of
equity apply to DOs as they do to any other property.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

No

Yes

Please expand on your answer::

This is impossible to legislate for comprehensively or fully. Despite my general preference for legislation in this area over common law development, this
is much more appropriately left to the latter.

Chapter 15: Non-fungible tokens (NFTs)
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Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

No. But see my comments on CQ 43 below on the applicability of conversion, and on the need for a new cause of action to recover a NFT that has got into
the wrong hands.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

No further comment.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

It seems to me that there is essentially no difference here between shares and CTs. If intermediation through a trust works for the former, it will work for
the latter.

Yes

Please expand on your answer::

No further comment.

No

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

If there is to be any form of legal requirement for a trust for investor protection or other purposes, this should be introduced not through the general law,
but through any regulatory scheme that may be introduced in respect of CT intermediaries. In the light of this, I equally see no reason for any
presumption in favour of a trust.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

There must be clarification. If we wish to encourage participants in the CT market to use England and English law as a base, we need to give crystal-clear
assurances about what formalities are and are not needed for any relevant transfers.

Please share your views below::

2(a). 1 and 3, however well-meaning and attractive in the calm of an academic's or Law Commissioner's office, are a potential recipe for destabilising and
expensive litigation. 2(b) merely introduces further and in my view unnecessary complications.
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Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

No further comment.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

If we say that DOs are a special type of non-possessable property, as we should, attempting to shoehorn them into any concept of bailment is a recipe for
doctrinal disaster.

Please share your views below::

N/A

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Nothing to add.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Nothing to add.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

I agree, for the reasons given by Profs Fox and Gullifer at paras.18.39-18.40.

Please share your views below::

N/A

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

The FCAR are not a good precedent, and should not be extended. To add to certainty, I would go further and amend the FCAR to make it clear that they
do not apply to CTs.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes
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Please expand on your answer::

No further comment.

Please share your views below::

I would say that (ii) was the better solution. CTs aren't the same as ordinary financial collateral and shouldn't be shoehorned into a financial collateral
regime: nor should the CT tail be allowed to wag the dog in any unified financial collateral / CT combined scheme.

As already said, I would not only have a separate scheme for CTs but explicitly exclude them from the effect of the FCAR.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

No

Please expand on your answer::

[This is really a "Yes and No" answer]

I agree that for agreements to transfer most DOs we are indeed talking transfers of assets rather than payment of a sum of money. An NFT, for example,
will always be a thing rather than a sum; the remedy for failure to transfer it will therefore always be a claim for unliquidated damages.

It seems to me, however, that rather than leaving it to asking when DOs or other tokens are in some abstract way accepted to be money, it should be laid
down in statute precisely when a claim in debt will lie. This possibility should parallel cases when a court has power to give judgment in DOs (below, CQ
47). Hence in my view it should be provided that an obligation to transfer a number of DOs should be treated in the same way as an obligation to pay
money if (1) the DO in question is fungible; and (2) it is regarded either generally by its users, or by users of it in the trade or business involved, as a
means of payment.

The point is more important than it looks. The debt/damage distinction is relevant in a disconcertingly large number of cases:
(i) To the need to prove loss or allow credit for a gain (imagine a deposit or progress payment payable in Bitcoin).
(ii) To the duty to mitigate (imagine a duty to pay Bitcoin, after the payment date for which which the value of Bitcoin drops and then rises again: can the
"payee" be met with a plea that it failed to mitigate by buying in?)
(iii) To assignment (a claim in debt can be assigned virtually without restriction, a claim in damages only where there is a genuine commercial reason to
take it).
(iv) To contribution claims; is the relevant regime the Civil Liability (Contribution) Act 1978 (damages) or the rules of common law and/or equity (debt)?
(v) To set-off: set-off is much less readily available in respect of liabilities to pay damages than in respect of mutual debts.
(vi) To individual insolvency: under s.267 of the Insolvency Act 1986 a creditor may institute bankruptcy proceedings in respect of a debt, but they may not
do so for a liability in damages unless and until they have obtained judgment on their claim and thus transmuted it into a debt.
(vii) To late payment: only debts are covered by the Late Payment of Commercial Debts Act 1998.

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

\No further comment

Please share your views below::

No.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

No further comment.

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

58



No

Please expand on your answer::

I think we need a fresh start here, for two reasons.
(1) Conversion has a lot of baggage and a lot of complexity; it's already the subject of one of the longest and most complicated chapters in Clerk & Lindsell
on Torts. Extending it with alterations to cover DOs would pile complication upon complexity.
(2) The analogy between a DO and a car or a bar of gold isn't very close. In my view a rather closer parallel is with a shareholding or an electronic pollution
permit of the kind involved in Armstrong v Winnington Networks [2013] Ch 156. Neither of the latter can be converted, and the lack of any such remedy
does not seem to have done any harm.

My own preference would be for the creation of a statutory cause of action vested in the controller or other person entitled to a DO against any
defendant who causes a DO to be
(a) transferred out of the control of the person in control of it into the control of someone else;
(b) destroyed; or
(c) rendered inaccessible to the person in control.
To avoid arguments about possession vs ownership as a title to sue, the action should lie for proved loss only.

There is in my view also no good reason for strict liability here. This is not simply a matter of allowing a defence of good faith purchase (which on balance
I think there should be); the issue extends further. Imagine Alice persuades Bob to sell an NFT on her behalf and gives Bob Caroline's laptop on which she
has hacked the relevant passwords, codes, etc. Bob as a result arranges the sale to a third party of Caroline's NFT, which is thereby irretrievably lost to
Caroline. There is no reason, I would suggest, to make Bob liable to Caroline in the absence of at the very least negligence (or possibly actual knowledge:
compare Armstrong v Winnington Networks above). Yet in the analogous case of tangibles there is strict liability: Sothebys, for example, are liable to me
without proof of fault for me if they inadvertently sell the Augustus John stolen from my house last year at the thief's behest. This rule seems monstrous,
exists in no non-common-law country in Europe, and emphatically should not be extended to DOs. In short, I'm with the Cloud Legal Project when they
express a similar argument at para.11.70.

One further point. As regards tangible property, conversion acts not only as a tort but as a means of recovering property from a wrongful possessor. If we
do not apply conversion to DOs, there will strictly speaking be no remedy by which the person entitled to a DO can sue someone else wrongfully in
control of it in order to get it back. No doubt something could and would if necessary be cobbled together by way of injunctions, orders to provide
information and declarations of entitlement; but this remains untidy.

There is a case for a statutory cause of action for recovery of a DO (or a DO derived from a claimant's DO -- see Ch 12) in circumstances where that the
claimant has a better title to it than the defendant).

The remedy could be based on the scheme of s.3(2) of the Torts (interference with Goods) Act; namely, a curial choice between (a) a mandatory order for
return (plus release of any necessary code, etc); (b) an order for return giving the defendant the option of paying the value of the DO instead; and (c)
payment of the value of the DO. There is also in this connection a strong case for an analogue to s.5 of the 1977 Act, providing that where a defendant
has in pursuance of a court order or by way of settlement of proceedings paid a sum equivalent to the value of the DO, the defendant obtains all rights to
it.

Remedies as outlined above could be highly important in the case of NFTs.

No

Please expand on your answer::

This issue does not arise in the light of what I have said above. But if there were to be strict liability for dealings with a DO, then I would strongly support a
bona fide purchaser defence.

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

No further comment.

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

See below under CQ 46.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

59



Please expand on your answer::

There might be scope for an extension to s.39 of the Senior Courts Act 1981, stating that in respect of any DO a person nominated by the court can issue
any document or electronic instruction that could have been issued by the defendant. (Compare decisions like The Messiniaki Tolmi (No.2) [1983] 2 A.C.
787.) This would not always be effective, but (depending on the means of transfer of the DA and the willingness of third parties to obey it) it might be. To
have such a power in reserve, and confirmed to exist in legislation -- something not clear under the existing s.39 -- would be useful.

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

There is every reason for legislation making it clear that courts can give awards in crypto-tokens as well as foreign currency. To get over the anomaly that
there can be no award denominated in (say) gold bars, I suspect there should be two requirements: (1) that the DO in question be fungible; and (2) that it
be regarded either generally by its users, or by users of it in the trade or business involved, as a means of payment.

Please share your views below::

It might be helpful to state that the court's discretion to award DA should be exercised on the same basis as the discretion to make an award in any other
foreign currency.

It might also be worth saying something about interest on such awards. There is a slight problem here in that there's not necessarily a reliable bank
market rate for Bitcoin or Ethereum, as there is for dollars or naira; most rates quoted online seem to be from fairly insubstantial and/or dodgy outfits.
One could say that (1) s.35A of the SCA and equivalents elsewhere applied to awards in DO; (2) in making an award of interest the court should have
regard to rates offered by banks, if any; and (3) in the absence of all else interest should be awarded as if the award had been made in sterling.
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LAW COMMISSION DIGITAL ASSETS CONSULTATION PAPER NO 256 DATED 28 JULY 2022 

 RESPONSE OF ASHURST LLP  

We are pleased to submit Ashurst LLP's response to the Law Commission's Consultation Paper 
No 256 dated 28 July 2022 in respect of certain digital assets as objects of property rights (the 
"Consultation"). Ashurst LLP is a leading international law firm and our global, multi-
disciplinary team of experts provides innovative advice to local and global corporates, 
financial institutions and governments on all areas of commercial law. Our response is 
arranged by themes and is linked to the Consultation Questions where appropriate.  

Notwithstanding the breadth and scale of the Consultation, we appreciate that it expressly 
excludes wider matters that are relevant to digital assets such as regulation, conflict of laws, 
tax and data protection.  We consider it critical that these matters are also, in due course, 
considered for legal and regulatory reform in order to provide legal certainty and ensure the 
effective functioning of digital assets.  In this regard we note, and welcome, the Law 
Commission's new law reform project 1  which will consider the private international law 
challenges in international tech-related disputes. 

Unless indicated otherwise, our response adopts the definitions and abbreviations set out in 
the Consultation and any reference to "English law" means "the law of England and Wales".  
Our response contains our own views based on our experience of advising and representing 
clients across a number of practice areas.  It is not made on behalf of any of Ashurst's clients.  
The weight of our remarks relate to financial markets (and, in particular, intermediated 
securities) which is the area in which we have had to grapple most often with legal issues 
associated with digital assets.   

 

 
1 Digital assets: which law, which court? announced on 18 October 2022. 
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Structure of Ashurst's response 

Our response consists of four parts.  In Part 1 we set out the guiding principles that have 
informed our response.  In Part 2 we set out some observations on the Consultation that are 
relevant to a number of chapters in the Consultation.  In Part 3 we summarise our views on 
how best to achieve legal certainty.  In Part 4 we set out our views on selected topics included 
in the Consultation. 

PART 1: GUIDING PRINCIPLES 

(A) The need for legal certainty via statutory reform 

1.1 We have been observing developments in digital assets over the last decade.  English 
common law is a flexible tool which is capable of delivering judgments which 
recognise in law certain segments of digital assets as personal property attracting 
assertable rights.  However, the common law can be slow to deliver a definitive 
expression of law and it is reliant on the right case reaching the Court, being fully 
argued and leading to a judgment.  That judgment may then be subject to appeal. 
Whilst such a process is thorough, it can take time; often years.  

1.2 We are therefore supportive of the Law Commission's overarching proposal to 
recommend statutory reform that will clarify the status of digital assets.  However, 
we consider that such statutory reform should be limited to settling questions of 
principle only, as further detailed in Part 3 below. 

(B) Scope of law reform must consider all use cases 

1.3 We commend the Law Commission's efforts in attempting to define data objects as a 
third category of property under English law.  We understand why the Law 
Commission has paid attention to Bitcoin and Ethereum as the paradigm cryptoassets; 
in order to develop a principled position, commonplace exemplars were required. 
However, we wish to express a note of caution.  There is a very broad spectrum of 
applications of digital assets in commerce.  These range from crypto-tokens aiming to 
emulate means of exchange, to crypto-tokens tethered to or referencing other forms 
of property, pre-existing or to exist in the future.   

1.4 What this means is that in attempting comprehensive and effective law reform the 
Law Commission must take into account the full spectrum of commercial applications 
of digital assets.  Accordingly, we would strongly advocate that any blueprint for 
statutory reform that is proposed by the Law Commission in consequence of the 
Consultation is not informed solely by the networks that underpin Bitcoin and 
Ethereum but also takes into account other use cases.   

1.5 We particularly encourage the Law Commission to take closer account of the ways in 
which digital assets are being used in conjunction with conventional financial assets, 
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noting that these already exist in stable and well understood legal and regulatory 
regimes. 

1.6 Ideally any statutory proposals for recognition of digital assets as items of personal 
property would make simultaneous recommendations for separate statutory 
provisions that govern the potential interaction of existing categories of property (or 
even specific sub-categories of property, such as financial securities) to enable clarity 
of demarcation and usage as between digital assets and traditional financial assets.   

1.7 We agree that regulatory classification of digital assets must be informed by their 
legal classification. However, there is a heightened need for regulatory 
classification/taxonomy as soon as practically possible and so we would encourage 
the Law Commission to work closely with the Prudential Regulation Authority and the 
Financial Conduct Authority where appropriate to resolve vexed questions of 
perimeter delineation.  

(C) Blockchain protocols bind those who submit to them 

1.8 The primary example of digital assets analysed in the Consultation are crypto-tokens 
which are the product of technological networks without an obvious legal 
underpinning.  The Law Commission seems to conclude (in particular, in respect of 
public blockchains) that the blockchain networks underpinning these crypto-tokens 
are not inherently enshrined in law by constitution or submission/acceptance (i.e., 
the participants are not entering into express contractual arrangements) and, in 
consequence, the digital assets native to those networks meet the proposed data 
object definition.  We disagree with this line of reasoning.  The reality is that every 
participant in a blockchain network has submitted to the protocol of the relevant 
network and has to operate in accordance with its binding rules of operation.  The 
protocol defines the very entitlement of participants.  In other words, the participants 
submit to the consensus protocol and the protocol effectively determines the terms 
on which any participant agrees to participate.  In our view, this fact pattern cannot 
be read in any other way than as binding legal relations. 

(D) Digital assets must be enduring to be transferable  

1.9 We single out Chapter 13 (Legal transfers of crypto-tokens) of the Consultation as 
requiring deeper reflection.  The hypothesis in law that a transfer of a digital asset 
gives rise to the creation of a new (albeit derivative as to title) digital asset, 
irrespective of the fact that in substance there has been no change in the state of the 
object itself and parties to a transfer intend for the same digital asset to be passed 
between them, seems to us to be wrong and likely to create unintended or 
undesirable legal consequences.  We further explain our reasoning in Part 4(B) below.  

(E) International compatibility is important 
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1.10 The Consultation refers to developments in digital assets in the international arena 
and such references are validly made.  Technological advances have by their nature a 
global application.  Past developments in e-commerce have proven the importance 
of expediency in harmonising legal regimes.  In the context of digital assets, we are 
seeing an unprecedented number of global initiatives at state and international 
agency level.  We would single out the UCC reforms in the United States as a good 
framework example but we acknowledge that, as a common law system, English law 
would require any read-across to be done appropriately and thoughtfully.   

1.11 The thrust of international developments combined with the ambitious scale and 
reach of the digital assets phenomenon provides broad support for the introduction 
of statutory reform rather than waiting for authoritative case law to settle the 
foundational questions at stake. 

PART 2: OBSERVATIONS 

Introduction 

2.1 We acknowledge and appreciate the thorough and detailed work undertaken by the 
Law Commission to produce the Consultation and we agree with the overall 
endeavour and the conclusions reached on certain sections.  

2.2 Observations that relate to multiple chapters of the Consultation arose from our 
reflection of the issues covered in the Consultation.  We have summarised these below 
but we should point out that these observations are heavily influenced by the fact that 
Ashurst acts for a wide range of global financial institutions, financial technology 
companies and financial services industry bodies.  Accordingly, the lens through which 
we have approached many of the issues raised by the Consultation is informed in large 
part by our work in the financial services sector.  

2.3 We appreciate that the financial services sector perspective is one of many 
perspectives.  However, we also consider that this perspective is a critical one in the 
context of digital assets given that: (i) the financial services sector already provides 
many real-world use cases of distributed ledger technology; (ii) use cases in the 
financial services sector are expected to increase at an exponential rate; and (iii) 
dematerialised securities are a useful comparator to many types of digital assets. 

2.4 Our observations primarily relate to practical issues, the commercial contexts in which 
digital assets are used and the real-world impacts of the proposals.  

Observation 1: further clarity will be required in certain areas to enable legal certainty 

2.5 We consider that further consideration of the following areas is necessary in order to 
achieve definitional clarity and, consequently, legal certainty: 

a. the boundaries between different categories of property, particularly if a third 
category is introduced; 

b. the criteria for qualifying as data objects (if adopted); 
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c. the formalities required for transfer of different categories of property; and 
d. the remedies regime applicable to different categories of property. 

The boundaries between different categories of property 

2.6 The principal aim of any law reform arising from the Consultation is to resolve any 
uncertainties relating to the nature of digital assets as property.  Defining the third 
category by reference to the asset not falling within one of the two existing categories 
does not necessarily remove that uncertainty; it may simply shift it from one question 
to another.  

2.7 For example, in respect of a linked or composite crypto-token (we discuss linked and 
composite digital assets at paragraph 2.17 below), rather than any residual 
uncertainty as to whether crypto-tokens constitute property (which in any event we 
consider to be remote based on current law), the uncertainty would be whether the 
crypto-token - due to it being linked or composite - constitutes a thing in action or a 
data object under the third category. 

The criteria for data objects 

2.8 A number of aspects of the Consultation suggest that there will be factual elements 
which determine whether an asset falls within the third category of data objects, or 
whether and when a party acquires an interest in that data object.  

2.9 For example, in Chapter 10 (Crypto-tokens) the Law Commission considers how 
rivalrousness might be satisfied in respect of crypto-tokens by reference to the nature 
of the operation of the technical systems in which the crypto-tokens operate.  It is 
unclear whether (and, if so, how) market participants would be able to satisfy 
themselves that these criteria have been satisfied in respect of individual crypto-
tokens or technical systems.  It may require market participants to undertake an 
exhaustive technological study of the technical system in which the crypto-token 
operates to definitively determine that one person's use of the digital asset is at the 
exclusion of every other person's ability to use that digital asset.  In some ecosystems 
we expect that it may either be impossible, or prohibitively expensive, to make this 
determination.  This may also suffer from the difficulty of inherently being a proof of 
a negative statement. 

2.10 Market participants traditionally obtain legal opinions to satisfy themselves that their 
investment is suitably protected in law.  There is no reason to suppose the same will 
not happen in the case of investments in classes of digital assets.  Such opinions will 
be given as to legal matters and will make assumptions regarding factual matters.  To 
be workable, any law reform would need to ensure that market participants have 
sufficient visibility in relation to those facts.  The Consultation raises a number of areas 
where market participants will not necessarily have that information: 

a. Market participants will not necessarily be able to determine whether a 
crypto-token is being used simply as a record-keeping exercise or whether of 
itself it represents an asset in which the holder has an interest. 
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b. Many opinions on which market participants rely are given as a generic matter.  
For example, to ensure that they have robust derivative, collateral, repo and 
securities lending arrangements in place, market participants rely on opinions 
commissioned by (amongst others) the International Swaps and Derivatives 
Association ("ISDA"), the International Capital Market Association ("ICMA") 
and the International Securities Lending Association ("ISLA"). Those opinions 
include questions such as whether the arrangement is an enforceable 
collateral arrangement, whether title in a collateral asset has been transferred 
and whether the transfer is subject to clawback risk.  Based on the current 
proposals, any legal analysis would likely identify the distinct regimes 
applicable to (for example) things in action and the third category of data 
objects.  It is not clear how market participants would be able to determine 
which analysis applies to an individual asset (for example, how they would 
identify whether the asset is a data object or a traditional asset) without 
obtaining discrete advice on an asset-by-asset basis.  This would add legal 
complexity and cost to conventional due diligence activities. 

Formalities required for transfer of different categories of property 

2.11 As we explain further at Part 4(B) below, what we consider to be the Law Commission's 
overemphasis of technological idiosyncrasies of crypto-tokens risks misconstruing the 
key legal question of transfer.  It would, in our opinion, be in error to suggest that a 
change in the technological form representing a legal interest in a crypto-token 
changes the legal analysis of when and how a crypto-token can be transferred.  
Creating a legal regime that establishes separate analyses for the same or substantially 
similar types of property is likely to create unnecessary complexity and confusion. 

Remedies regime applicable to different categories of property 

2.12 In the event that a third category of property is introduced, it is unclear if there would 
be, by design or by default, different remedial regimes that would be applicable to 
different categories of property.  If so, this might cause confusion and complexity if 
remedies are pursued in legal proceedings.  

2.13 For example, in light of the concerns raised at paragraphs 2.6 and 2.7 above, without 
clarity on the exact boundaries between each of the three categories of property, fact 
patterns relating to digital assets could fall into a wide variety of combinations2, each 
of which might require different assessments of rights and remedies. 

 
2 This is because a digital asset (or digital assets) at issue could be sui generis, linked or composite and in a legal 
dispute could arguably constitute: (1) a thing in possession only; (2) a thing in action only; (3) a data object only; 
(4) a thing in possession and a thing in action; (5) a thing in possession and a data object; (6) a thing in action 
and a data object; (7) a thing in possession, a thing in action and a data object; (8) multiple things in possession; 
(9) multiple things in action; (10) multiple data objects; (11) multiple things in possession and multiple things in 
action; (12) multiple things in possession and multiple data objects; (13) multiple things in action and multiple 
data objects; or (14) multiple things in possession, multiple things in action and multiple data objects. 
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Observation 2: further analysis in certain areas is advisable 

2.14 We consider that further analysis of the following areas is advisable in order for the 
outcomes of the Consultation to be as useful as possible: 

a. transfer in fact and in law (we cover this in detail in Part 4(B) below); and 
b. a wider range of use cases and, in particular, linked and composite digital 

assets. 

Transfer in fact and in law  

2.15 As already mentioned at paragraph 1.9 above, the suggestion that each crypto-token 
is replaced upon transfer with a wholly different (albeit derivative, causally-related) 
crypto-token seems to us to be wrong and antithetical to the concept of a crypto-
token system being an immutable record of ownership of crypto-tokens passed 
between participants.  We cover this in more detail at Part 4(B) below. 

A wider range of use cases (in particular, linked and composite digital assets) 

2.16 Although the Consultation acknowledges the wide range of applications of digital 
assets and the various use cases, it is mostly concerned with Bitcoin and Ethereum. 
This is at the expense of other use cases where it would have been helpful for more 
analysis to be undertaken and proposals suggested for consideration.  We highlight, 
in particular, analysis of the classification of and interaction between conventional 
financial assets and cryptoassets. 

2.17 We consider that there are, broadly speaking, three types of existing digital assets:  

i. a simple digital asset: an asset which exists on-chain only and does not 
represent anything off-chain (i.e., there is no separate manifestation of the 
asset in the physical world – it exists only as a digital record on the system in 
which it is instantiated)3. 

ii. a linked digital asset: an on-chain asset which is linked to an off-chain non-
digital property asset (i.e., the on-chain asset serves as a proxy for an 
underlying off-chain physical asset – the physical asset is external to the system 
in which the on-chain asset is instantiated)4. 

iii. a composite digital asset: an on-chain asset which does or could comprise 
multiple property rights (i.e., the on-chain asset is itself an intangible property 
asset and the entirety of the digital asset does or could consist of multiple 
property rights either of the same category or of different categories)5. 

 
3 E.g., a native cryptocurrency or a graphic artwork which has no intellectual property rights attached to it. In 
this scenario the asset is itself the object of property rights. 
4 E.g., a token which represents an interest in a tangible item of property such as an antique vase or a bearer 
share. In this scenario the token might serve as a record on a register documenting ownership of the underlying 
asset. The underlying asset (the antique vase or the bearer share) is the object of property rights. 
5 E.g., equity or debt securities such as a digital bond.  
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2.18 The focus of the Consultation is primarily on what we classify as "simple digital assets". 
However, we consider that there should be much greater analysis in respect of linked 
and composite digital assets as these are and will increasingly become common use 
cases. Furthermore, they are arguably more complex than simple digital assets. There 
also needs to be detailed analysis of the similarities and differences between the three 
types of existing digital assets outlined above. 

2.19 In addition, the proposed distinction made by the Law Commission between the data 
object and any asset to which it may be linked will not always be appropriate. In 
particular, for composite digital assets, such as a native digital bond which is issued 
directly on the chain, it may not be possible to draw a clear distinction. 

Observation 3: there is a risk that inconsistent property regimes will be created  

2.20 An inadvertent consequence of any law reforms arising from the Consultation could 
be the creation of parallel property regimes which apply to different (or worse, 
overlapping) types of property.  In particular, there is a risk that different property 
regimes could emerge in respect of different types of property which are substantially 
the same.  

2.21 For example, contrasting and conflicting regimes could arise in relation to: (i) unlinked 
vs. linked digital assets; (ii) linked digital assets vs. intermediated securities; (iii) 
regulated digital assets vs. non-regulated digital assets; (iv) direct vs. indirect holdings 
of crypto-tokens; (v) a crypto-token collateral regime vs. the FCARs regime; (vi) the 
transfer formalities required for different categories of property; and (vii) the 
remedies available for different categories of property.  We provide further thoughts 
on some of these examples below. 

Direct vs. indirect holdings of crypto-tokens 

2.22 Uncertainty may arise if there were a separate regime applicable to crypto-tokens, on 
the one hand, and interests in those crypto-tokens represented by a holding at a 
custodian or other intermediary (which the Law Commission suggests would 
constitute a thing in action).  

2.23 While a similar distinction may exist, in very limited circumstances, in the non-digital 
intermediated securities market (e.g., where a bearer security – a thing in possession 
- is deposited with a depositary, while interests in that security are represented 
through intermediaries – a thing in action), these distinctions do not materialise in 
practice.  This is because the bearer security – the thing in possession – is kept in 
safekeeping, and only interests in securities – the thing in action – are subject to 
transfers between market participants.  For crypto-tokens, where it is expected that 
there will be a large proportion of market participants who will hold directly and a 
similarly large proportion who will hold indirectly, these distinctions will be more 
pronounced.  It seems an unusual outcome, and potentially unworkable, that the very 
nature of the property (and therefore the regime that applies to it, including 
potentially the financial collateral regime) changes as a result of a transfer by a direct 
holder to an indirect holder or vice versa. 
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Crypto-token collateral regime vs. FCARs regime 

2.24 Financial transactions are typically collateralised with a single collateral pool, rather 
than separate pools for separate categories of asset.  Introducing a new collateral 
regime which is separate to the existing regime under the FCARs would be inconsistent 
with this, and would require separate collateral pools. This will likely complicate and 
inhibit scaled adoption of digital assets. 

Formalities required for transfer of different categories of property 

2.25 Please see paragraph 2.11 above for further detail.  

Remedies regime applicable to different categories of property 

2.26 Please see paragraphs 2.12 and 2.13 above for further detail.  

Observation 4: greater co-ordination of digital assets initiatives in the UK is desirable  

2.27 We consider that there could be a more joined-up approach to legal and regulatory 
reform and pronouncements on digital assets in the UK.  

2.28 Although there are a number of governmental bodies, regulators, industry 
associations, independent organisations, panels, taskforces and other interested 
parties all contributing to the conversations relating to digital assets in the UK, it 
seems that there is, as yet, no co-ordinated approach to digital assets in the UK. 

2.29 We believe that it would be helpful if consideration was given to achieving co-
ordination between those stakeholders in order to facilitate coherence and 
consistency of thought in respect of the UK's approach to digital assets. 

PART 3: SUMMARY OF ASHURST'S VIEWS ON HOW TO ACHIEVE LEGAL CERTAINTY 

3.1 We consider that the best approach to achieving legal certainty in respect of the status 
of digital assets under the law of England and Wales is to introduce enabling legislation 
which confirms that digital assets are property (i.e., affirming the position established 
by various court decisions to date).  Such legislation should be framed in terms of 
broad principles only (which are agnostic as to use case) solely to settle the 
foundational issues of the property status of digital assets under the law of England 
and Wales.  It is imperative that any legislative intervention is in broad terms only as 
we do not believe that detailed legislation can appropriately or effectively be tailored 
to all the current and potential future use cases of digital assets.  

3.2 The Prudential Regulation Authority and the Financial Conduct Authority should be 
involved in all conversations relating to any proposed legislative changes as soon as 
possible as any subsequent regulatory classification of digital assets will be informed 
by their legal classification.  Ideally regulators will propose and implement regulatory 
classification/taxonomy in respect of digital assets (including, for example, to 
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differentiate between different digital assets such as cryptocurrency and securities) in 
short order once enabling legislation has been formally proposed. 

3.3 Once enabling legislation and regulatory classification/taxonomy is in place, the 
common law should be left to determine further concepts and principles relevant to 
the status of digital assets under the law of England and Wales (for example, in respect 
of the meaning of "control").  

3.4 We acknowledge that the common law development of concepts and principles 
relevant to the status of digital assets may be both slow and limited given that it would 
be dependent on the right cases going to court and the resulting principles established 
in such cases being of universal application. Accordingly, we think it would be helpful 
(for this reason but also in general) to establish a panel of experts to produce guidance 
that will assist courts in analysing digital assets.  The constitution of the panel should 
be broad to ensure that there is comprehensive and appropriate debate (and should, 
for example, include technologists and market participants as well as academics and 
legal professionals). 

3.5 Due to the global application and impacts of digital assets and their underlying 
technologies, it is also of critical importance to be mindful at all times of international 
legal and regulatory developments to ensure harmonisation is achieved.  As and when 
international law and regulation is implemented, consideration should be given to 
whether, and if so how, English law and regulation should be adapted to 
accommodate key principles established by such law and regulation.   

PART 4: SELECTED TOPICS 

Executive Summary 

Seminal topics on which we are responding and a summary of our conclusions and suggested 
approach is set out below. 

(A) Recognising digital assets as "data objects" under English law 

 We are not convinced that the promulgation of a third category of property will 
provide legal certainty. We consider that the best approach to achieving legal 
certainty is to introduce enabling legislation, consisting of broad principles only, which 
confirms that digital assets are property. 

 However, if the Law Commission is not persuaded by this position, we offer a series of 
observations on the criteria proposed to define "data object". 

(B) Crypto-token transfers in fact and in law 

 We consider that the suggestion that each crypto-token is replaced upon transfer with 
a wholly different (albeit derivative, causally-related) asset is antithetical to the 
concept of a crypto-token system being an immutable record of ownership of crypto-
tokens passed between participants. 
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 We suggest that the consensus protocol should be considered both a social and legal 
contract as between system participants and that most cryptoasset systems meet the 
essential criteria for a multilateral contract to arise. 

 We do not believe that it is necessary to create new definitions based upon the 
technological/operational features and functions of crypto-tokens and crypto-token 
systems to create legal certainty around when, what and how a transfer of a crypto-
token occurs, and any applicable defences. 

 We consider that any new legislation should focus on: (i) the recognition of crypto-
tokens as property both generally and, as relevant, specifically (as regards certain 
types, such as securities) under law; and (ii) the establishment of guidance on how to 
categorise a crypto-token relative to existing categories of property.   

(C) Custody of crypto-tokens 

 We think that a presumption of trust in respect of crypto-token custody facilities 
should be introduced as a new interpretative principle on the basis that it is the most 
effective means of achieving the Law Commission's objectives to improve user 
protection and incentivise greater clarity, particularly to address the complexity that 
would otherwise arise in custodian insolvencies. 

 We agree that clarification of the scope and application of the statutory formalities 
set out in section 53(1)(c) LPA 1925 would be beneficial, and consider that the best 
way of achieving this would be via the Law Commission's proposed Option 2(a) (i.e., 
directly amending section 53(1)(c) LPA 1925). 

 We agree that legislation should provide for a general pro rata shortfall allocation rule 
in respect of commingled unallocated holdings of crypto-tokens/crypto-token 
entitlements in a custodian insolvency, consistent with HM Treasury's (proposed) 
general development of a bespoke insolvency regime for custodian insolvencies.  

(D) Crypto-token collateral arrangements 

 We are supportive of efforts to ensure legal certainty in relation to collateral 
arrangements involving digital assets. We therefore support the Law Commission's 
suggestion of establishing a legal framework that facilitates the entering into, 
operation, rapid priority enforcement and/or resolution of crypto-token collateral 
arrangements.   

 We believe that the primary impact of such a framework, from the perspective of the 
English law, will be in the context of security collateral arrangements over crypto-
tokens.  This is because law reform would not be necessary, from a purely domestic 
legal perspective, to ensure robust and effective title transfer collateral arrangements. 

 We believe that expanding the FCARs and adopting a bespoke collateral regime for 
crypto-tokens gives rise to complexity, both in law and in practice.  As such, either 
solution would require further, detailed consideration.  Subject to the broader private 
international law impact, we believe that expanding the FCARs is likely to be easier for 
market participants to adopt in practice. 
 

71



 

Page 12 of 29 
 

(E) Causes of actions and remedies in relation to digital assets 

 We do not perceive the need for radical reform of existing causes of action to take 
account of disputes arising in respect of digital assets. 

Detailed Responses 

(A) Recognising digital assets as "data objects" under English law  

Introduction 

4.1 We are agnostic as to whether digital assets should be categorised as a thing in 
possession, a thing in action or as a data object.  The most important point is that 
there is legal certainty whichever category digital assets are determined to fall within. 
This could theoretically be achieved by introducing a new category of property or by 
clarifying whether digital assets should be categorised within the boundaries of the 
existing categories of property instead.  

4.2 Notwithstanding our agnosticism, we briefly set out our views in respect of the 
existing two categories of property, and the potential new category of data object, in 
the context of digital assets. 

Categories of property and digital assets 

4.3 We agree that classification of a digital asset as a thing in possession is challenging.  A 
digital asset lacks the defining element of tangibility and cannot be possessed as 
traditionally understood.  However, we consider that it is arguable that the private key 
of a digital asset is a thing in possession.  

4.4 We also agree that classification of a digital asset as a thing in action is challenging.  
There will not always be an obvious obligor against whom to enforce.  However, we 
consider (for reasons already mentioned at Part 1(C) above and explained in further 
detail at Part 4(B) below) that it is arguable that in some circumstances (for example, 
in respect of a crypto-token system) that a multilateral contract is created by virtue of 
participants in a network signing up to consensus protocols.  On this analysis, it is 
arguable that the digital asset at issue is a thing in action arising from the right to 
enforce the contract.  

4.5 Although we understand the desire to introduce a third category of personal property 
under English law in order to accommodate certain digital assets which meet specified 
criteria, enshrining a third category via statute could prove counterproductive to 
achieving legal certainty.  In particular, we consider that the third category proposal 
could be unworkable in practice and could lead to a wide range of unintended 
consequences that would likely cause more problems than would be solved.  

4.6 We consider that the best approach to achieving legal certainty in respect of the status 
of digital assets is to introduce enabling legislation, consisting of broad principles only, 
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which confirms that digital assets are property.  However, in the event that the Law 
Commission decides to introduce a new third category, we have set out our views on 
the Law Commission's analysis and proposals, including in respect of the specific 
criteria suggested for the proposed third category.  Accordingly, the next section of 
our response assumes that the third category of "data object" is introduced via 
legislation into the law of England and Wales. 

Proposed third category 

4.7 We agree with the Law Commission's conclusion at paragraph 4.4 of the Consultation 
that Colonial Bank v Whinney6 should not prevent the creation of a third category of 
personal property.  That case did not rule on whether a third category of property 
could exist at law.  

4.8 We agree with the Law Commission's proposal that in principle a third category of 
personal property at law could offer a solution to the current uncertainty over the 
legal status of "data objects".  Moreover, we agree with the chain of reasoning derived 
from the application of the "Ainsworth" criteria.  However, we consider that the 
consequences of such dramatic law reform would require further assessment before 
a firm view can be expressed. 

4.9 Without prejudging the outcome of that exercise, if and to the extent that happens, 
we would be in favour of statutory intervention which expresses broad principles that 
otherwise are not prescriptive.  This will deliver – as soon as reasonably practicable - 
certainty in principle whilst allowing the judiciary to operate with flexibility in 
assessing the facts before it from case to case, in an area of technology that is 
notorious for the speed at which it develops.  

4.10 As already mentioned at paragraphs 2.6 and 2.7 above, in the event that a third 
category of "data objects" is introduced, uncertainty would still remain in respect of 
the boundaries between different categories of property.  Defining the third category 
by reference to an asset not falling within one of the two existing categories of 
property may simply shift the uncertainty from the question of whether the asset is 
property or not to the question of whether the asset constitutes a thing in action or a 
data object. 

4.11 This is because the categorisation of linked and composite digital assets is unclear. It 
appears that the Law Commission has concluded that certainty would be provided by: 
(i) defining the third category by reference to something which is not already a thing 
in possession or a thing in action; and (ii) distinguishing between a crypto-token and 
the asset a crypto-token is linked to.  However, determining either of these points in 
the context of linked and composite assets would not be straightforward, either 
individually or in conjunction with each other.  Further detailed consideration is 

 
6 (1886) 11 App Cas 426. 
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therefore required as to how to address data objects that are linked to or comprise 
other forms of property. 

The characteristics of data objects  

Data represented in an electronic medium 

4.12 If a third category is adopted, we agree with the proposal to define things falling into 
it by reference to "data represented in an electronic medium". 

4.13 We welcome the acknowledgement that the instantiation of certain data objects 
within networks and systems that have a tangible, albeit highly distributed, existence 
makes the criterion of intangibility an unsatisfactory defining parameter.  

4.14 We note that there is a specific question about whether this criterion ought to include 
any further defining parameters. By way of example, the UNIDROIT Working Group 
defines an "electronic record" in part as something that is "capable of being retrieved" 
and "retrievable in a form that can be perceived"7. In consideration of the fact that 
certain data objects may not be retrievable, for example in relation to advanced 
cryptographic technology as noted in the Consultation, we consider that any 
additional defining parameters of this criterion should be framed in the context of 
identifiability rather than retrievability.  

Rivalrousness 

4.15 If a third category is adopted, we agree in principle with the proposal that a thing be 
rivalrous in order to fall within it. However, please note our concerns raised at 
paragraphs 2.9 and 2.10 above that trying to establish rivalrousness would likely be 
burdensome or impossible to establish in many cases due to the high degree of 
technology and legal analysis and opinion that would likely be required. 

4.16 It is notable that the analogies and examples used in the Consultation to define 
rivalrousness focus on tangible objects. To provide clarity on the scope of the criterion, 
it is important that a definitive concept of rivalrousness, as it relates to digital objects, 
is established.  

4.17 In particular, the extent to which one person's use of a digital object prejudices the 
ability of another person to use that digital object should be considered not only in 
relation to the use of that digital object simultaneously but also the use of that digital 
object in the same way. 

 
7 UNIDROIT Digital Assets and Private Law Working Group, Study LXXXII – W.G.5 – Doc. 3: Master Copy of the 
Principles, plus Commentary (with Questions) p 7: 
https://www.unidroit.org/wpcontent/uploads/2022/03/W.G.5.-Doc.-3-Master-Copy-Principles-plus-
Comments-with-Questions.pdf. 
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Recognition of a third category 

4.18 If a third category is adopted, we consider that effective law reform in the area of 
digital assets would be best delivered by some form of broad, principled expression of 
the law by way of statute. 

4.19 As the Consultation makes abundantly clear, "data object" is a novel legal 
categorisation. The potential for the subject matter in this area to alter and develop is 
high; whether that relates to the development of data objects themselves, associated 
assets (such as the composite digital assets referred to at paragraph 2.17(iii) above), 
or new as yet unimagined forms of digital asset.  

4.20 Accordingly, common law development is likely to play a critical role.  The procedure 
by which, and the analytical rigour with which, judges make rulings on a case-by-case 
basis, lends itself to an inherent flexibility for judges to deal with innovative scenarios. 
This advantage has already been apparent in the English courts' treatment of cases 
involving digital assets to date. 

4.21 Even if the practical challenges that we have identified are resolved in favour of 
promulgating a third category of property, it is foreseeable that an overly prescriptive 
statutory regime might soon be anachronistic. This could lead to a process of statutory 
amendment, which is neither likely to be sufficiently quick to keep abreast of 
technological change in this area nor an efficient use of parliamentary time.   

4.22 We think that if a third category is to be adopted markets and consumers would 
benefit from an authoritative, principled statement about the nature of digital assets 
and their status in the law of England and Wales.  A logical and pragmatic next step 
would therefore be to enshrine in statute a broad, foundational definition of data 
objects.  

4.23 We would add that in drafting legislation, careful and particular note should be taken 
of the views (and experience) of the Prudential Regulation Authority, the Financial 
Conduct Authority and other UK regulators.  

(B) Crypto-token transfers in fact and in law 

4.24 In Chapter 12 (Factual transfers of crypto-tokens) and Chapter 13 (Legal transfers of 
crypto-tokens) of the Consultation, the Law Commission considers certain 
technological and operational aspects of crypto-token systems with particular 
emphasis on the unspent transaction output model ("UTXO") adopted by various 
systems. The Law Commission poses questions that ultimately ask whether the factual 
operation of these technological aspects should be determinative of when, and in 
what manner, a factual transfer of a crypto-token takes place, and whether a crypto-
token once transferred becomes, instead, a causally-related, derivative asset.  We 
believe the answers to such questions are "no" for the following reasons. 

75



 

Page 16 of 29 
 

Factual transfer, being a change in the factual control of a crypto-token, does not result 
solely from changes in state occurring on the ledger 

4.25 Changes of state can be triggered by a number of actions in the crypto-token system. 
Depending on the system and the consensus protocol used, multiple state changes 
may occur in relation to a transaction on the system. 

4.26 While we agree that a valid transaction that does change the factual control of a 
crypto-token would likely involve one or more changes of state of the ledger, the mere 
fact there has been a change of state does not in and of itself evidence that a change 
in factual control has taken place. 

4.27 We consider that the appropriate evidence of factual transfer would be the updating 
of the ledger to reflect the outcome of a valid transaction, the purpose of which is in 
part or in whole the transfer of a crypto-token (no matter how constituted in terms of 
inputs and outputs), and as a result of which a different participant controls the 
private key for the crypto-token in question. 

4.28 In support of our assertion that a change in control of the private key is a crucial 
element of a factual transfer, we note further the holding in Ruscoe v Cryptopia Ltd (in 
liq)8 acknowledging that "[k]nowledge of the private key confers practical control over 
the asset"9 - meaning that the person controlling the private key has factual control 
over a crypto-token. 

The UTXO model is used to address the double spend problem and not as a means to 
evidence transfer 

4.29 One of the key weaknesses of traditional electronic payment systems solved by Bitcoin 
and other crypto-token systems is the double-spend problem.  Prior to Bitcoin, a 
payment system recipient party could not verify definitively that a payment asset had 
not already been spent or promised to be spent to another party without the insertion 
of an intermediary, such as a bank or a cumbersome payment scheme, effectively 
taking control of the payment asset first and then passing it through to the recipient. 
Bitcoin and other crypto-token systems have sought to disintermediate transfers of 
value through the use of the UTXO model. 

4.30 The Law Commission correctly describes how the UTXO model works - data 
components of a crypto-token are technologically extinguished to prevent any other 
participant in the system from claiming them and then the crypto-token that is passed 
to the recipient/transferee is effectively reconstituted from new data components. 
This mechanism is especially important in the context of crypto-tokens being used as 
a method of payment, although it is relevant for other use cases (which is why UTXO 
has been adopted by systems enabling more than payments transactions).  We note 

 
8 [2020] NZHC 728, (2020) 22 ITELR 925. 
9 [2020] NZHC 728, (2020) 22 ITELR 925 at paragraph 21. 
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also that the technological extinguishment and reconstitution of components of a 
crypto-token in accordance with a UTXO-based function would generally result in 
state changes to the relevant ledger. 

4.31 However, we maintain that mere execution of a UTXO-based function and any related 
state changes is not a definitive proof of transfer, nor are, or were, they intended to 
be by crypto-token system creators. 

Overemphasis of the technological functions of crypto-token systems in the legal analysis 
hinders resolution of the legal question of transfer 

4.32 We appreciate that having a genuine understanding of distributed ledger technology, 
how each system works and any particular idiosyncrasies of a system are important 
overall in the establishment of a legal regime that accommodates a broad spectrum 
of digital assets.  In particular, we believe that having a sufficient level of knowledge 
and understanding is critical for any legal practitioner working in this new space. 

4.33 However and ultimately, the technological functioning of crypto-token systems,  
including how aspects of consensus protocols (such as UTXO) are performed 
technically, is a red herring in the analysis of whether, how and when a transfer has 
taken place in law.  Regardless of what has happened technologically, it is factual 
control over the private key, together with the relevant ledger record and any other 
documentation as evidence of control and changes in control, that need to be 
examined. 

4.34 An overemphasis on the technological idiosyncrasies risks clouding or misconstruing 
the key legal question of transfer, reducing rather than increasing legal certainty and 
producing outcomes that would be antithetical to how digital assets are intended to 
be used and actually used within the real world. 

4.35 For example: 

a. The suggestion that each crypto-token is replaced upon transfer with a wholly 
different (albeit derivative, causally-related) asset is antithetical to the concept 
of a crypto-token system being an immutable record of ownership of crypto-
tokens passed between participants.  While a crypto-token may be comprised 
of various component data inputs and outputs, and upon transfer there are 
data-level changes made to the crypto-token constitution, the social (and legal) 
contract between crypto-token system participants recognises the ability to 
substantively pass a crypto-token from participant to participant. Moreover, 
that contract does not recognise that the recipient/transferee has acquired a 
new or different crypto-token.   

b. To exemplify this misconstruction, we would distinguish the identifying 
characters of a crypto-token, through the combination of the public and 
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private key, from its essence or substance which determines the embedded 
'value' that each crypto-token is attributed with.  It is beyond doubt that most 
cryptoasset systems are consistently intending to facilitate the sequential 
transfer of this 'value' component.  An analysis based on a hypothesis that 
modifications to the identifying characters of a crypto-token necessarily mean 
the extinguishment of one and creation of a near identical or identical crypto-
token is counterintuitive and practically unnecessary.  

c. The Law Commission accepts, at paragraph 12.38 of the Consultation, that 
crypto-token transactions are purposefully designed to transfer the 'value' 
embedded in a crypto-token as constituted.  Given the constitutional link 
between such 'value' and the identifying characters of a crypto-token, it would 
be perverse to suggest that the two get decoupled on transfer and a new 
'coupling' emerges in the hands of the recipient/transferee.  To do so would 
amount to the effective decomposition of a crypto-token into two component 
parts: (1) the crypto-token itself; and (2) the 'embedded value' in the crypto-
token.   

d. The Law Commission rightly takes great care to distinguish crypto-tokens from 
the legal constructions of money claims flowing in the banking system.  
Fundamentally, payment systems connect multiple participants and 
refine/upgrade their mutual claims through a 'super' risk manager that 
intermediates fungible claims on a central bank. Whilst crypto-tokens are not 
a 'claim' as such on any particular authority or party, it is universally fungible 
by design (excluding NFTs) and persists by virtue of the social and legal 
construct submitted to by participants and which attributes to it 'value'.  
Precisely due to this distinction, crypto-tokens have integrity and self-standing 
status that will be fundamentally interfered with should the Law Commission 
interpretation of 'casually-related new thing' be adopted. We advocate further 
considerations in this respect and, in particular, stressing the analysis with the 
help of official fiscal authorities that will be entrusted with operationalising the 
legal analysis in commerce.  

e. Moreover, while the relationship between the technological functions and the 
legal analysis may feel more relevant in the context of novel crypto-tokens that 
do not easily fit within existing legal definitions of property, such as Bitcoin, 
the importance of this linkage quickly diminishes in the context of crypto-
tokens which are or represent pre-existing property types, such as securities 
and artwork.  It would be perverse to suggest that a change in the form of an 
asset (or interest in the asset) to a crypto-token changes the legal analysis of 
when and how it can be transferred. And, creating a legal regime that 
establishes separate analyses for the same type of property can only create 
unnecessary complexity and confusion. Moreover, the Law Commission's 
interpretation and proposal is detached from commercial reality in the most 
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assimilated asset class to crypto-tokens which are traditional financial 
instruments.  By comparison, the fact that an entry on a record of 'ownership' 
(centralised or decentralised) has changed does not extinguish the very 
property arising from the fact of registration.  The correct analysis is, we 
suggest, that ownership seamlessly passes and the property 'persists'.  This is 
of course consistent with a degree of permanence associated with many 
though not all items of personal property.  

f. We note further that the wider category of "digital assets" may or may not 
utilise crypto-token systems.  A focus solely on the technological mechanisms 
of crypto-token systems would fail to address the wider lack of legal certainty 
over the treatment of digital assets under the law of England and Wales. 

It is wrong in our view to conclude that legal systems exist wholly separate from crypto-
token systems 

4.36 The Law Commission asserts at paragraph 13.9 of the Consultation that "[t]he legal 
system is necessarily external to a crypto-token system" because the state of a crypto-
token system merely records the factual situation of "which address a particular 
crypto-token is associated" and the "technical encumbrances and conditions that 
regulate how crypto-tokens associated with that address can be used or spent".  We 
respectfully disagree. 

4.37 Each crypto-token system operates in accordance with a consensus protocol that 
governs how information is accepted, validated and recorded in the system.  We posit 
that the consensus protocol should be considered both a social and legal contract as 
between system participants.  Participants engage on a crypto-token system with the 
intent to conduct some form of transaction, and they do so because they believe the 
system will automatically enforce and preserve the valid outcome of that transaction.  
That such enforcement is encoded in the protocol, rather than solely reliant on an 
external legal judgment, does not change the intent of the parties to create a legally 
binding relationship amongst them.  We would suggest that most cryptoasset systems 
meet the essential criteria for a multilateral contract to arise and persist during the 
life of the system in question.  

4.38 Furthermore, many of the transactions occurring on crypto-token systems are done 
within the context of a wider contractual landscape, some of which may exist on-chain 
and some off-chain. 

Conclusion on transfers 

4.39 We do not believe that it is necessary to create new definitions based upon the 
technological/operational features and functions of crypto-tokens and crypto-token 
systems to create legal certainty around when, what and how a transfer of a crypto-
token occurs, and any applicable defences. 
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4.40 We consider that any new legislation should focus on: (i) the recognition of crypto-
tokens as property both generally and, as relevant, specifically (as regards certain 
types, such as securities) under law; and (ii) the establishment of guidance on how to 
categorise a crypto-token relative to existing categories of property.  We would 
strongly advocate against the promulgation of flawed new requirements to effect a 
legal transfer as may be relevant for specific crypto-token categories, and on the 
ability for a crypto-token system to act as the legal record of title.  In our view the 
existing legal regime is sufficient to handle all further legal questions and if there is a 
need to clarify it ought to be done in the context of asset specific legislation and in the 
context of crypto-tokens linking to other forms of property such as intermediated 
securities and real estate.  

(C) Custody of crypto-tokens 

Introducing a presumption of trust? 

4.41 We believe that operating models and service offerings are ultimately better 
characterised by granting users claims that are trust-based and proprietary in nature.  
The distinction has important implications for the counterparties involved, particularly 
in the event of a breakdown in those rights and responsibilities (as will arise in a 
custodian insolvency).  The specific advantages of a trust model in a custodian 
insolvency context include: 

a. the ability of users to bring actions against third parties directly;  

b. certainty and clarity of users against the general pool of unsecured creditors 
(of the "house estate") and increased prospects of recovery; and 

c. liabilities of the custodian extending beyond common law-based personal 
compensation claims to claims relating to an equitable duty of care (breach of 
trust, fiduciary duty, etc). 

4.42 On that basis we think an appropriate mechanism is needed to ensure that a 
presumption of trust is created generally, and we would support the presumption of 
a trust as a new interpretative principle.  It is unsatisfactory to leave the courts to 
determine the existence of a trust in some cases, but not in others.  A custody facility 
that wishes to deny users anything more than merely personal, unsecured rights to 
the delivery of their tokens should have to meet specific requirements to be effective 
in law.  Absent such a presumption of trust you leave market participants with not just 
the freedom to characterise their relationships, but also the burden of trying to 
determine how an insolvency officeholder and/or court would recognise them in a 
hypothetical custodian insolvency.  The presumption of trust would better incentivise 
custodians to draft clear and transparent terms of use and service requirements.   
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Clarifying the scope of statutory formalities in trust structures 

4.43 We agree that clarification of the scope and application of the statutory formalities 
set out in section 53(1)(c) LPA 1925 would be beneficial for custodians and would help 
facilitate the broader adoption of trust law in structuring custody facilities in relation 
to crypto-tokens, other asset classes and holding structures (including intermediated 
investment securities).  We also agree that the best way of achieving this would be via 
the Law Commission's proposed Option 2(a) (i.e., directly amending section 53(1)(c) 
LPA 1925 to incorporate express revisions to the law applied as a matter of general 
principle, not by reference to categories of assets).  We believe this option removes 
the potential for ambiguity that would exist if instead, for example, reliance was 
placed on incremental legal guidance by the courts or non-binding guidance from 
industry experts.  Any lack of certainty could be extremely damaging, particularly in 
the context of a custodian insolvency where the need to determine the validity of the 
trust arrangement, and/or preventing the fraudulent assertion of illegitimate claims 
to beneficial entitlements, can be central to determining outcomes (and recoveries) 
for users.  

Shortfalls arising in connection with crypto-tokens or crypto-token entitlements held on 
trust on a commingled unallocated basis for multiple users 

4.44 As noted in the Consultation, if a shortfall occurs in an insolvency, the allocation of 
losses will be dependent on the legal nature of the custody facility and the rights 
granted to users under it.  An express affirmation of a pro rata apportionment of 
shortfall losses is essential to prevent exposing users to significant delays in an 
insolvency context (and in turn heightened potential litigation costs, and therefore an 
increase in the potential expenses of an insolvency process).  We have seen first-hand 
that this approach has worked successfully in the context of cash and securities under 
the Investment Bank Special Administration Regime ("IBSAR") as created in 2011, 
improving the outcomes for clients significantly in comparison to the position of 
considerable uncertainty that existed in the failure of Lehman Brothers International 
(Europe), for the reasons observed through the Bloxham report10 and demonstrated 
through outcomes in more recent insolvency cases on which we have advised 11 .  
Ultimately, a bespoke insolvency regime is needed for custodian insolvencies, and we 
welcome the recent proposals of HM Treasury 12  to facilitate the creation of one 
(although note that considerable further work is required to ensure the proposed 
redeployment of the existing Financial Markets Infrastructure Special Administration 
Regime ("FMI SAR") is effective when applied in the context of crypto-tokens).  We 
agree that the proposed general requirement for pro rata apportionment of shortfall 

 
10 HM Treasury: Review of the Special Administration Regime (SAR) for Investment Banks: final report, Peter 
Bloxham, January 2014. 
11 See for example client outcomes in Alpari (UK) Limited (In Special Administration); Beaufort Securities Plc (In 
Special Administration) and SVS Securities Plc (In Special Administration). 
12 HM Treasury, Managing the failure of systemic digital settlement asset (including stablecoin) firms: 
Consultation (May 2022). 
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losses that cannot be remedied following a custodian insolvency should form part of 
the general reform of the law that is needed to protect users in the event of custodian 
failure.  

(D) Crypto-token collateral arrangements 

Title transfer collateral arrangements 

4.45 Even prior to the implementation in England and Wales of the FCARs, English law 
recognised the validity and enforceability of title transfer collateral arrangements with 
few legal impediments13.  For this reason, it was not necessary to include in the FCARs 
a provision expressly addressing the requirement in Article 6 of the FCD that European 
Member States should ensure that a title transfer financial collateral arrangement can 
take effect in accordance with its terms. 

4.46 As a matter of English law, the only requirement that needs to be satisfied for an item 
to be capable of being subject to a title transfer collateral arrangement is that 
ownership in the item is capable of being transferred absolutely from one party to 
another.  Accordingly, on the assumption that a crypto-token constitutes property and 
is capable of being transferred, we agree with the Law Commission's provisional 
conclusion in Consultation Question 35 that crypto-tokens, as objects of personal 
property rights, can be the subject of title transfer collateral arrangements without 
any further clarification needed.  We note that our response to this question is not 
dependent on categorising the type of property represented by a crypto-token (that 
is, it would apply equally irrespective of whether the crypto-token is a thing in action, 
a thing in possession or a third category of property). 

Security interest collateral arrangements 

4.47 English law also benefits from a security interest regime which is sufficiently flexible 
to allow security to be taken over a variety of assets.  In particular, the English law 
charge is often used to create security over different types of asset, including tangible 
(or possessory) objects and a variety of types of things in action, including debts, 
contractual claims and interests in securities (both debt and equity).  As such, on the 
assumption that a crypto-token constitutes property, we agree with the Law 
Commission's provisional conclusion in Consultation Question 36 that non-possessory 
security can be satisfactorily14 granted in respect of crypto-tokens without the need 
for law reform.  Without prejudice to this, we believe that, to the extent that the Law 
Commission is undertaking law reform to improve legal certainty relating to questions 
of personal property law regarding crypto-tokens, there may be benefit in confirming 
whether any perfection requirements apply to security in respect of crypto-tokens.  

 
13  Other than issues of generic application seeking to prevent fraudulent conveyances, transactions at an 
undervalue and the like. 
14 Subject to any applicable perfection requirements and stays on enforcement, as to which see the discussion 
immediately below relating to the applicable financial collateral regime. 
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This would, of course, then be subject to any financial collateral regime of the type 
discussed below. 

4.48 In relation to possessory security interests, and in response to Consultation Question 
37, for the reasons given above we believe that the non-possessory types of security 
interest available under English law are sufficient.  In our experience, in the context of 
the financial markets, security is typically granted using non-possessory security 
interests, and we do not see a practical reason why a different approach would be 
required for crypto-tokens15. 

Financial collateral arrangement regime 

Overall policy of the FCD and FCARs 

4.49 The primary purpose of the FCD was to harmonise the collateral regime across 
European Member States.  Underlying this effort towards harmonisation was a 
recognition that robust collateral arrangements contribute to the cost-efficiency of 
the financial markets and that collateral arrangements reduce credit losses and 
encourage business and competitiveness. 

4.50 The FCD and the FCARs address this specifically in the context of cash and financial 
instruments.  In our view, the benefits of the FCD's broader aim apply equally to other 
asset classes which are frequently used as collateral in the financial markets.   

4.51 Given this broad application of the FCD regime, there does not appear to be a reason 
to distinguish between traditional financial collateral and crypto-tokens and, 
accordingly, we consider that it would therefore be appropriate to extend the current 
financial collateral regime, or to replicate it, to crypto-tokens.   

4.52 We therefore support the Law Commission's suggestion of establishing a legal 
framework that facilitates the entering into, operation, rapid priority enforcement 
and/or resolution of crypto-token collateral arrangements. 

Scope of benefits of a collateral regime applicable to crypto-tokens 

4.53 As noted briefly above, English law has for a considerable amount of time recognised 
the validity and effectiveness of title transfer collateral arrangements, even before the 
introduction of the FCARs. 

4.54 For example, even absent the FCARs, under English law: 

 the risk of recharacterization of a title transfer arrangement is relatively low;  
 a collateral receiver under a title transfer collateral arrangement is free to deal 

with the collateral; and 

 
15 We refer to crypto-tokens, rather than data objects, for consistency with the responses to the other questions 
relating to collateral.  It is unclear to us whether the Law Commission deliberately seeks to distinguish between 
non-possessory security in respect of crypto-tokens under Consultation Question 36, and possessory security in 
respect of data objects under Consultation Question 37.  Our responses relating to collateral apply generally to 
all types of digital asset. 
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 either party is able, as a general matter, to exercise set-off rights to apply the value 
of the collateral against the value of the collateralised exposure (generally 
speaking, notwithstanding the commencement of insolvency proceedings in 
England in respect of either party)16. 

4.55 The approach described above in relation to the treatment, under English law, of title 
transfer collateral arrangements applies equally to arrangements involving crypto-
tokens as collateral.  We therefore consider that, from a domestic law perspective17, 
law reform is not necessary to give effect to robust title transfer collateral 
arrangements involving crypto-tokens. 

4.56 As such, from a domestic perspective, the main benefits of extending a collateral 
regime to crypto-tokens will be in the context of security collateral arrangements.  In 
this context, the benefit of the FCARs in relation to traditional financial collateral has 
primarily been in relation to: 

 removing or limiting the scope of any perfection requirements applicable to a 
security financial collateral arrangement, such as removing the requirement of an 
English company to register security at Companies Registry; 

 removing or limiting the scope of any provisions of insolvency law which might 
delay or otherwise interfere with the ability of a secured creditor to enforce 
security, such as the disapplication (in respect of security financial collateral 
arrangements) of the moratorium that applies upon a company being subject to 
administration under the Insolvency Act 1986; 

 providing that a secured party (under a security financial collateral arrangement) 
is permitted to use the collateral, thereby removing any doubt as to whether such 
an arrangement would be unenforceable as a clog on the equity of redemption. 

4.57 Due to these limitations, in certain financial markets which require the frequent 
provision of collateral, the use of security interest collateral arrangements was 
relatively limited prior to the implementation of the FCARs.  This was the case despite 
the fact that, under a title transfer arrangement, the collateral provider is exposed to 
the credit risk of the collateral taker in respect of the value of excess collateral.  Under 
a security interest arrangement, the collateral provider should not be exposed to this 
risk. 

4.58 However, since the global financial crisis in 2008, security interests have become more 
prevalent.  This is partly due to regulatory reform (such as the requirement in the 
European Market Infrastructure Regulation that initial margin is protected from the 
credit risk of the collateral taker, which has resulted in the widespread use of security 
interest financial collateral arrangements in the context of over-the-counter 
derivatives) and partly due to broader initiatives to reduce credit risk on the collateral 

 
16 Subject to potential differences under insolvency law relating to currency conversion, and subject to certain 
requirements under insolvency law regarding when the relevant claims were incurred. 
17 As opposed to cross-border perspective, which is considered further below. 
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taker, which has contributed to the adoption of the "pledge" version of ISLA's Global 
Master Securities Lending Agreement.   

4.59 The FCARs have therefore facilitated market participants being able to put in place 
robust collateral arrangements which balance, on the one hand, the ability of the 
collateral taker to enforce the security in a timely fashion with, on the other hand, 
protections for the collateral provider against the credit risk of the collateral taker. 

4.60 We consider that these benefits of a financial collateral regime would apply equally to 
collateral in the form of crypto-tokens.  In the absence of an equivalent regime 
applicable to crypto-tokens, it is likely that market participants seeking to collateralise 
their exposures would be encouraged to use title transfer collateral arrangements, 
which as noted above do not suffer from some of the limitations under English law as 
those applicable to security interests. This unintended consequence may be 
unwelcome, as it limits the ability of the parties to effectively mitigate the credit risk 
of both the collateral provider and the collateral taker. 

Extending FCARs vs. establishing a new regime 

4.61 In relation to the question as to whether law reform should be by extension of the 
FCARs or by the introduction of a new, parallel regime, we consider that (subject to 
the discussion below relating to private international law) the extension of the FCARs 
will be easier for the financial markets to implement. 

4.62 Market participants already have established procedures in place to ensure that 
collateral arrangements comply with the FCARs.  The cost (both upfront and ongoing) 
to replicate these procedures for a new collateral regime should not be 
underestimated. 

4.63 As noted elsewhere in this response, we consider that there remains some uncertainty 
regarding the relationship between a crypto-token and either the asset which it 
represents (such as a native digital bond represented by a crypto-token) or the asset 
to which it is linked (such as a tokenised security).  To the extent that there is 
uncertainty regarding these issues, that uncertainty will be compounded if different 
collateral regimes apply to the different types of property, since market participants 
may be uncertain as to which regime applies. 

4.64 This uncertainty is further compounded in the context of indirectly-held crypto-tokens 
and indirectly-held securities.  Consider the following example: 
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4.65 In the above example, the ultimate holder has an interest in the underlying 
("traditional") securities, despite that interest being reflected through a chain of 
intermediaries. As noted in paragraph 18.64 of the Consultation, the definition of 
"financial instruments" in the FCARs includes "claims relating to or rights in or in 
respect of any of the financial instruments referred to in" the other part of that 
definition.  As such, the interest of the holder in the above example might already fall 
within the scope of the definition of "financial collateral" in the FCARs.  Applying a 
separate regime to the tokenised interest, either because of potential uncertainty 
regarding the scope of the third category or because the token is considered to be a 
separate item of property, would be unworkable in practice. 

4.66 In the financial markets, collateral is typically aggregated and provided on a net basis 
in respect of a portfolio of underlying transactions.  Separate collateral pools are not 
determined for different types of collateral.  Applying a separate regime to crypto-
tokens would likely require separate collateral pools.  Again, the cost of implementing 
this at a practical level is likely to be significant, and it would require a significant 
departure from the way in which collateral is currently documented and managed.  

4.67 We agree with the Law Commission's comment in paragraph 18.94 that a separate 
regime might encourage regime arbitrage.  We note that addressing this by excluding 
from the new regime any crypto-tokens not otherwise capable of satisfying the 
definition of financial collateral under the FCARs may be difficult to administer in 
practice, for similar reasons given to defining data objects by reference to the asset 
not falling within one of the existing categories of property: it may be difficult for 
market participants to identify which regime applies, and may necessitate obtaining 
legal opinions for individual assets to appropriately categorise them (noting that 

Custodial relationship relating to tokenised security 

Issuer 

Token-issuer 

Token-custodian 

Holder 

Depositary 

Central securities 
depository 

Custodian 

Issues "traditional" global security 

"Traditional" deposit of security 

"Traditional" interest in the global security 

"Traditional" custody relationship in the global security 

Creation of tokenised interest in underlying security, giving 
holder a proprietary interest in the underlying security  
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market participants, including counsel, may not have sufficient information to be able 
to reach a sufficiently robust conclusion). 

4.68 In response to the comments raised in the Consultation regarding the FCARs being 
"problematic", we note that any uncertainties that arise in the context of the FCARs 
could (to the extent necessary) be addressed by appropriate law reform. We also note 
that, despite these concerns, the financial markets have been able to adapt and obtain 
sufficient legal comfort to establish financial collateral arrangements, both title 
transfer and security interest, in relation to traditional financial collateral.  We 
therefore do not consider that any uncertainties or difficulties with the FCARs should 
necessitate a separate regime applicable to crypto-tokens. 

Private international law 

4.69 We note that the Consultation focuses on the domestic laws of England and Wales.  
We have therefore framed our response in this regard. 

4.70 However, for the sake of completeness, in the context of financial collateral we also 
note that: 

 One benefit of the application of the FCD and FCARs to collateral arrangements 
(both title transfer and security interest) is to give certainty relating to conflict of 
laws matters, in particular identifying the law which determines certain 
proprietary matters.  We believe that it will be important to ensure a similar level 
of certainty insofar as these questions apply to crypto-tokens. 
 

 Given that the purpose of the FCD is to achieve harmonisation, extending the FCD 
to include crypto-tokens will be of limited effect unless there is a corresponding 
change in other markets.  Even if the approach adopted in England and Wales is to 
expand the FCARs to include crypto-tokens, to the extent that a party to a 
collateral arrangement is subject to another domestic legal regime which follows 
the "traditional" FCD approach, it may be necessary to establish separate collateral 
pools to ensure that the presence of crypto-tokens does not taint the 
enforceability of the traditional financial collateral arrangement against that party. 

(E) Causes of actions and remedies in relation to digital assets 

Introduction 

4.71 In line with the approach taken by the Law Commission to Chapter 19 (Causes of action 
and remedies in relation to data objects), our views set out below assume that the law 
reform recommendations in relation to data objects have been implemented. 

4.72 We consider that the primary remedy likely to be available to claimants is breach of 
contract. 
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Action for the agreed sum 

4.73 We consider that a crypto-token could form the basis of a liquidated damages clause, 
so long as it is a genuine pre-estimate of loss (and does not constitute a penalty clause). 
We do, however, foresee practical obstacles to that being the case. However, to 
conclude that crypto-tokens are unable to form the subject matter of a liquidated 
damages clause is to risk interfering with freedom of contract.  To the extent that 
crypto-tokens are deemed unsuitable for awards of an agreed sum, we would suggest 
that the rationale for that conclusion stems from the sometimes volatile markets in 
which many crypto-tokens are transacted.  Nonetheless, we consider that in principle 
crypto-tokens could be treated as an award for an agreed sum.  Of course much will 
turn on how the clause is drafted.  It is then a question of contractual interpretation. 

Following and tracing  

4.74 The Law Commission's analysis on following and tracing assumes that data parameters 
associated with the data objects necessarily change as part of the transfer process, 
resulting in a distinct and different data object post-transaction. As noted in Part 4(B) 
above, we consider that by overemphasising the technological idiosyncrasies in the 
legal analysis, the Law Commission risks clouding this key legal issue, with follow-on 
consequences.  That is apparent in the Law Commission's analysis regarding following 
and tracing.  

4.75 We consider that the suggestion that each crypto-token is replaced upon transfer with 
a wholly different (albeit derivative) asset is antithetical to the concept of a crypto-
token system being an immutable record of ownership of crypto-tokens passed 
between participants.  On that basis we do not consider that upon transfer crypto-
tokens entail a "new" thing.  This approach also circumvents the issue with which the 
Law Commissions grapples at paragraph 19.50 of the Consultation and "clean 
substitutes".  

4.76 By reason of the Law Commission's approach to the transfer of crypto-tokens, the Law 
Commission also appears to view the options between following and tracing as binary 
in relation to the much wider category of data objects.  We consider such a restrictive 
approach to be unnecessary.  Both following and tracing are evidential processes.  
Both may be applicable.  The applicability of one over the other is to be determined 
by the facts of a given case to determine the most appropriate analytical process.  

4.77 We think that the existing rules on tracing in equity are sufficient.  We do not see any 
rationale for reforming the rules on tracing in the context of data objects only.   

Equitable remedies 

4.78 Since breaches of fiduciary duty and dishonest assistance concern relational situations, 
we do not consider that the legal analysis will differ if a case concerns digital assets.  In 
such circumstances, the law scrutinises the actions and the status of a given 
relationship, not the object underlying that relationship.  Thus, the legal analysis in 
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relation to a breach of fiduciary duty concerning shares or crypto-tokens should be no 
different.  

4.79 For that reason, we agree with the Law Commission's provisional conclusion that the 
existing rules on when equitable remedies will be awarded for breach of trust and 
other equitable wrongs (such as breach of fiduciary duty) are sufficiently flexible to be 
applied to situations involving data objects.  

Restitutionary claims 

4.80 We agree that the existing principles of unjust enrichment can be applied to disputes 
involving data objects, howsoever these are ultimately defined.  The remedy of 
restitution for unjust enrichment is particularly well suited to address uncertainties 
surrounding digital assets because of its flexible criteria.  For example, while there 
must be a sufficiently close link between the claimant's loss and the defendant's gain, 
it does not follow the strict causative rules under common law.  Its primary focus is on 
the enrichment and the party that is deemed to be enriched.  Similarly, as it concerns 
recovery or compensation of a benefit unjustly gained by a defendant it is well placed 
to address intangible objects. 

Injunctive relief  

4.81 We agree that the existing principles in relation to injunctive relief can apply to data 
objects, without the need for law reform.  There is now clear judicial precedent 
establishing that crypto-tokens can be the subject matter of proprietary injunctions 
and freezing orders, and we see no reason why other types of data objects could not 
be the subject of such awards.  

Other causes of action or remedies  

4.82 There has now been litigation relating to cryptoasset fraud and manipulation; a trend 
we expect to continue.  We therefore consider that claims for fraud (whether based 
on fraudulent misrepresentation or on the common law tort of deceit) are highly 
relevant to data objects.  However, we do not consider that either of these causes of 
action require statutory law reform in the context of digital assets, whether statutorily 
defined as 'data objects' or otherwise. 

Enforcement of court orders and judgments  

4.83 We agree that the existing methods of enforcement where an unsuccessful defendant 
does not comply with a court order or judgment voluntarily are satisfactory in the 
context of data objects. 

Judgments and awards denominated in crypto-tokens  

4.84 In principle, we agree that there is an arguable case to reform the law to enable the 
courts to grant an award denominated in crypto-tokens. 
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Dear Sirs 
I am writing on behalf of the Investment and Defined Contribution Sub-Committee of the 

Association of Pension Lawyers of the United Kingdom (the “APL”). The APL is a not-for-

profit organisation whose members comprise over 1,100 UK lawyers, including most of the 

leading practitioners in the field, who specialise in providing legal advice on pensions to 

sponsors and trustees of occupational pension schemes and others, including the largest 

pension funds in the UK. 

Its purposes include promoting awareness of the role of law in the provision of pensions and 

to make representations to other organisations and governments on matters of interest to 

APL members. This letter contains the APL’s response to the Digital Assets: Consultation 

paper number 256 (the “Consultation”). 

Save for Consultation Question 19, we do not propose to respond to the specific questions in 

the Consultation. 

We note the Consultation’s proposals to clarify the legal position regarding ownership and 

treatment of digital assets. The key concern for pension fund trustees and managers will be 

that, to the extent that they are permitted to invest in digital assets, the legal framework 

provides clarity and certainty.  

We note the proposed development of a third class of property for digital assets. We 

consider that any such change to established property law principles could have unintended 

consequences, and as such any change will need to be handled with great care. In 

particular, a departure from well-established principles governing existing classes of property 

could result in different assets being legally treated in a materially different way. In this 

context, we note the need to avoid any result which could be detrimental to pension scheme 

trustees who hold diverse asset portfolios.  

We accept the need for the law to remain flexible as digital assets evolve. However, this 

must be balanced against the need for potential asset owners to have clarity and certainty 

over their proprietary rights and how to enforce them. If the development of this area is to 

occur largely through case law, we note the need to ensure that the underlying statutory 

framework is drafted in an appropriate way, and that the development of the law is monitored 

so that the overall framework remains clear and appropriate for pension scheme investors.  

We very much agree with the suggestion of forming a panel of experts to produce and 

maintain non-binding guidance on issues relating to control and other issues involving data 

objects more broadly in Consultation Question 19. We recommend that such a panel 

includes or consults with representatives of key asset owning groups such as pension funds 

as it is likely there will be additional, specific considerations around such groups holding 

digital assets.  

Finally, whilst we acknowledge that there is no prohibition on pension funds holding digital 

assets, we believe that consideration should be given to amending pension investment 

legislation to give trustees comfort around the extent to which they can invest in digital 

assets, particularly if they are categorised as a new type of property.  

 

 

Yours faithfully 

 

For and on behalf of the Association of Pension Lawyers 
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Bar Council response to the Law Commission Digital Assets consultation 

paper 
 

1. This is the response of the General Council of the Bar of England and Wales (the Bar 

Council) to the Law Commission consultation paper entitled Digital Assets.1 

 

2. The Bar Council represents over 17,000 barristers in England and Wales. It promotes the 

Bar’s high quality specialist advocacy and advisory services; fair access to justice for all; the 

highest standards of ethics, equality and diversity across the profession; and the development 

of business opportunities for barristers at home and abroad.  

 

3. A strong and independent Bar exists to serve the public and is crucial to the 

administration of justice. As specialist, independent advocates, barristers enable people to 

uphold their legal rights and duties, often acting on behalf of the most vulnerable members of 

society. The Bar makes a vital contribution to the efficient operation of criminal and civil 

courts. It provides a pool of talented men and women from increasingly diverse backgrounds 

from which a significant proportion of the judiciary is drawn, on whose independence the 

Rule of Law and our democratic way of life depend. The Bar Council is the Approved 

Regulator for the Bar of England and Wales. It discharges its regulatory functions through the 

independent Bar Standards Board. 

 

4. The consultation paper does not discuss the closely related question of consumer rights 

over “digital content” which are provided by Chapter 3 of the Consumer Rights Act 2015.  

Section 2 of the CRA defines digital content as “data which are produced and supplied in digital 

form”.  This is distinct from the CRA definition of “goods”, i.e. “any tangible moveable items”.  

The latter definition is considered and rejected as a workable definition in the context of 

crypto-tokens at para 13.136 of the consultation, but there is no further analysis as to whether 

the digital content definition is of any utility, nor as to how it might impact practically on the 

area. 

 

5. We think that this misses a potentially important aspect of the way UK law currently 

addresses the area. Thus, for example, at para 15.24 the view of Dr Guadamuz is quoted - 

“When someone is purchasing an NFT, they are purchasing the metadata file and, as an NFT, this is 

transferrable as well.” At footnote 1343 is the explanation that “metadata is data that describes other 

data”.  It therefore appears at least potentially able to fall within the first limb of the CRA 

definition, as being “data which are produced…in digital form”. Whether metadata is also 

 
1 https://s3-eu-west-2.amazonaws.com/lawcom-prod-storage-11jsxou24uy7q/uploads/2022/07/Digital-

Assets-Consultation-Paper-Law-Commission-1.pdf 
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“supplied in digital form” may be a moot point, on which we lack the expertise to express a view 

one way or the other, but if the reality of a consumer’s purchase of an NFT is that they are, at 

least in part, purchasing the metadata associated with it then it would seem a little odd for 

that not to fall within the concept of supply.   

 

6. We therefore wonder whether it would be helpful to consider: 

 

a. whether the CRA already provides a method of solving certain of the issues 

raised by NFTs in particular, at least in the consumer context; and/or  

 

b. if it does not (perhaps because the CRA definition has now been rendered 

unworkable due to technological advancement), what if anything would need 

to be done to ensure that the proposal for a third category of property does not 

adversely impact on the existing regime of consumer protection for digital 

content.    

 

7. In a similar vein, we suggest that it would be worth considering the way in which the 

criminal law of England and Wales has approached the question of defining (and valuing) 

digital assets, which not infrequently feature in cases concerning criminal confiscation and 

asset recovery. 

 

8. For example, Schedule 9 of the Proceeds of Crime Act 2002 (POCA), which identifies 

businesses within the regulated sector for the purposes of the Act, defines the term 

“cryptoasset” as “a cryptographically secured digital representation of value or contractual rights that 

uses a form of distributed ledger technology and can be transferred, stored or traded electronically”: 

§1(13)(a). That definition is then further clarified as including “a right to, or interest in, the 

cryptoasset”: §1(13)(c). 

 

9. The question of whether cryptocurrency falls within the definition of “property” for the 

purposes of Part V of POCA has also been considered by the courts, most recently in DPP v. 

Briedis[2021] EWHC 3155 (Admin) – which is referenced in the consultation paper at §19.114. 

In the context of an application for a property freezing order, Fordham J was satisfied “that 

cryptocurrency, as cryptoassets, fall within the wide definition of "property" in section 316(4)(c) 

("other intangible … property"), especially when viewed in the light of the purpose of these statutory 

powers. It would be a serious lacuna if cryptoassets fell outside the reach of this statutory scheme.”  

 

10. It is also within the experience of members of LRC that certain cryptoassets (in particular 

cryptocurrency, and predominantly bitcoin) have featured in criminal confiscation 

proceedings, valued in line with the exchange rate applicable at the time of the making of any 

order, and as such treated in the same way as any other currency. 

 

11. We therefore raise for consideration the apparent lack of difficulty which the criminal 

courts (and POCA) have found in identifying and valuing certain cryptoassets, with a view to 

informing the question of whether the creation of a new category of personal property is 

required. 

 

93



3 
 

Bar Council2 

11 December 2022 

 

 

For further information please contact 

 

 

 

 

 

 
2 Prepared by the Law Reform Committee 
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I  INTRODUCTION 

 

The Law Commission for England and Wales (‘Law Commission’) issued a digital assets 

consultation paper1 containing 47 specific questions2 on 28 July 2022.  It is with great 

pleasure that I offer this submission, addressing a number of those questions, in response. 

 

Though I have prepared this submission internationally – that is, outside of the United 

Kingdom – I am mindful of the Law Commission’s consultation being firmly situated within 

the law of England and Wales.3  My responses thus address the law of England and Wales.  

Nevertheless, they also draw upon the sales law and consumer law experiences of other 

common law States, including Australia and New Zealand; as well as international 

experiences concerning the United Nations Convention on Contracts for the International 

Sale of Goods4 (‘CISG’).  This facilitates a comparative perspective,5 with respect to other 

common law jurisdictions and international practices, as well as with respect to related areas 

of law.  For the avoidance of any doubt, duly noting this consultation’s terms of reference,6 

no argument is being made here for the United Kingdom to adopt the CISG. 

 

                                                             
* Dr Benjamin Hayward is a Senior Lecturer in the Department of Business Law and Taxation at the Monash 

Business School, Monash University, in Melbourne, Australia.  Dr Hayward is a member of that Department’s 

International Trade and International Commercial Law research group, and the Faculty of Law’s Commercial 

Disputes Group. 
1 Law Commission for England and Wales, Digital Assets: Consultation Paper 256 (Law Commission for England 

and Wales, 28 July 2022) <https://s3-eu-west-2.amazonaws.com/lawcom-prod-storage-

11jsxou24uy7q/uploads/2022/07/Digital-Assets-Consultation-Paper-Law-Commission-1.pdf>. 
2 Ibid 468–82. 
3 Ibid 8 [1.38]. 
4 United Nations Convention on Contracts for the International Sale of Goods, opened for signature 11 April 

1980, 1489 UNTS 3 (entered into force 1 January 1988) (‘CISG’). 
5 Law Commission for England and Wales (n 1) 483 [2]. 
6 Ibid 483 [8]. 
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This submission draws upon three of my publications: collectively addressing the digital 

reach of common law sales and consumer laws, and the CISG.  These are cited throughout 

and are attached to this submission as appendices. 

 

II  SUBMISSION OUTLINE 

 

In the following Parts of this submission, I address each of the following questions posed by 

the Law Commission, in turn: 

 

Consultation Question 1:7 

We provisionally propose that the law of England and Wales should recognise a third 

category of personal property.  Do you agree? 

 

Consultation Question 2:8 

We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be comprised of data represented in an electronic 

medium, including in the form of computer code, electronic, digital or analogue signals.  Do 

you agree? 

 

Consultation Question 4:9 

We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be rivalrous.  Do you agree? 

 

Consultation Question 5:10 

We provisionally propose that a data object, in general, must be capable of being divested on 

transfer.  Do you agree?  Please give examples, if any, of when this will not be the case. 

We provisionally propose that divestibility should be regarded as an indicator, or general 

characteristic of data objects, rather than as a gateway criterion.  Do you agree? 

 

Consultation Question 6:11 

We provisionally propose that: 

(1) the law of England and Wales should explicitly recognise a distinct third category of 

personal property; and 

(2) a thing should be recognised as falling within our proposed third category of personal 

property if: 

(a) it is composed of data represented in an electronic medium, including in the form 

of computer code, electronic, digital or analogue signals; 

(b) it exists independently of persons and exists independently of the legal system; 

and 

 (c) it is rivalrous. 

Do you consider that the most authentic and appropriate way of implementing these 

proposals would be through common law development or statutory reform? 

 

  

                                                             
7 See ibid 51–76 [4.1]–[4.101]. 
8 See ibid 77–82 [5.1]–[5.21]. 
9 See ibid 87–94 [5.48]–[5.84]. 
10 See ibid 95–9 [5.85]–[5.106]. 
11 See ibid 99–108 [5.107]–[5.142]. 
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Consultation Question 7:12 

We provisionally conclude that media files do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property.  Do you agree? 

Regardless of your answer to the above question, do you think that media files should be 

capable of attracting personal property rights? 

 

Consultation Question 8:13 

We provisionally conclude that program files do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property.  Do you agree? 

Regardless of your answer to the above question, do you think that program files should be 

capable of attracting personal property rights? 

 

Consultation Question 15:14 

We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and 

therefore that they fall within our proposed third category of personal property.  Do you 

agree? 

 

Consultation Question 16:15 

We provisionally propose that the concept of control is more appropriate for data objects than 

the concept of possession.  Do you agree? 

 

Consultation Question 17:16 

We provisionally propose that, broadly speaking, the person in control of a data object at a 

particular moment in time should be taken to be the person who is able sufficiently: 

(1) to exclude others from the data object; 

(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a 

passing of, or transfer of, that control to another person, or a divestiture of control); and 

(3) to identify themselves as the person with the abilities specified in (1) to (2) above. 

Do you agree? 

 

Consultation Question 18:17 

We provisionally conclude that the concept of control as it applies to data objects should be 

developed through the common law, rather than being codified in statute.  Do you agree? 

 

Consultation Question 19:18 

We provisionally conclude that it would be beneficial for a panel of industry, legal and 

technical experts to provide non-binding guidance on the complex and evolving issues 

relating to control and other issues involving data objects more broadly.  Do you agree? 

 

  

                                                             
12 See ibid 109–20 [6.1]–[6.53]. 
13 See ibid 120–2 [6.54]–[6.63]. 
14 See ibid 156–89 [10.1]–[10.139]. 
15 See ibid 190–219 [11.1]–[11.111]. 
16 See ibid 190–220 [11.1]–[11.112]. 
17 See ibid 220–223 [11.113]–[11.128]. 
18 See ibid 223–225 [11.129]–[11.133]. 
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Consultation Question 25:19 

We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to 

‘goods’, as currently defined in the Sale of Goods Act 1979 and other related statutes, 

including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015.  Do 

you agree? 

 

Consultation Question 28:20 

Do you consider that there are any specific legal issues relating to non-fungible tokens 

(‘NFT’s’) that would require different treatment from other crypto-tokens under the law of 

England and Wales? 

 

Consultation Question 42:21 

We provisionally conclude that the following existing legal frameworks can be applied to 

data objects, without the need for statutory reform (although the common law may need to 

develop on an iterative basis): 

(1) breach of contract; … 

Do you agree? 

 

Consultation Question 46:22 

We provisionally conclude that the existing methods of enforcement of judgments (and 

ancillary mechanisms) in the context of crypto-tokens are satisfactory.  Do you agree? 

 

III  CONSULTATION QUESTION 1 (A THIRD CATEGORY OF PERSONAL 

PROPERTY) 

 

I agree that the law of England and Wales should recognise a third category of personal 

property, capturing data objects. 

 

This consultation is primarily focused on property law.  In answering this question, however, 

it is helpful to consider the underpinnings of commercial law: since a third category of 

personal property encompassing data objects would have significant commercial 

implications.23  These implications stand to affect the ‘digital economy’:24 noting that one 

recent explanation of blockchain technology, from a legal perspective, heavily focused on its 

relevance to transactions.25 

 

Commercial law has always attempted to reflect commercial practice, and when disputes 

arise, commercial lawyers ‘try to produce a result that will please the commercial mind 

without outraging the legal’.26  The reason for this approach is that commercial relationships 

are distinct from many other relationships encountered in society: 

 

                                                             
19 See ibid 272–9 [13.114]–[13.144]. 
20 See ibid 311–26 [15.1]–[15.74]. 
21 See ibid 417–6 [19.1]–[19.88]. 
22 See ibid 461–4 [19.150]–[19.158]. 
23 Ibid 1 [1.2], 3 [1.11]. 
24 See, eg, ‘LabChat: Blockchain in Asia Pacific’, The Clifford Chance Podcast (Clifford Chance, 18 October 2022) 

00:00:52–00:01:10 <https://www.cliffordchance.com/insights/resources/podcast-library/all-podcasts/labchat-

blockchain-in-apac.html>. 
25 Ibid 00:07:55–00:09:52. 
26 Lord Patrick Devlin, Samples of Lawmaking (Oxford University Press, 1962) 4. 
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The ordinary citizen has to take the law much as he finds it.  If someone does him what he 

conceives to be an injury, he hopes that there will be some process whereby he can obtain 

redress; but if his solicitor, while sympathizing with the harsh treatment which he has 

received, tells him that it is not a matter in which the law gives a remedy, he accepts the 

position, frequently with patience and usually without surprise … 
 

This resignation has never been the attitude of the business man, as he is now called – the 

merchant, as he was called in the years when the law merchant was growing up.  He is able to 
adopt a more independent line because plaintiff and defendant are generally prepared to co-

operate.  In the ordinary sphere of litigation a defendant is usually delighted to take advantage 

of every technicality that will enable him to frustrate the plaintiff.  But businessmen are not 
always separated by a quarrel or a grievance; usually they have a friendly dispute which they 

want solved … The fair solution of a dispute is a matter of concern to all.27 

 

Economic imperatives sit behind this perspective, too: ‘an economic system which did not 

include … machinery for settling commercial differences in accordance with the ideas of 

commercial men would be bad for trade’.28 

 

Relating this perspective to Consultation Question 1, digital assets are considered things by 

the market and by market actors.  GfK – a market research company – described data as its 

‘widget’,29 to give one example; to give another, industry understandings of crypto-tokens 

treat them as a ‘product innovation’.30  As the Law Commission has recognised,31 data 

objects exist in fact.  That commercial circles recognise this ‘thinghood’32 means that 

affording data objects property recognition is a logical next step following other legal 

developments in this area including: 

 New Zealand’s recognition of ‘computer software’ as goods, for the purposes of its sales 

law;33 

 Australia and New Zealand’s recognition of ‘computer software’ as goods, for the 

purposes of their consumer laws;34 

 the United Kingdom’s granting of consumer rights in relation to digital content;35 and 

 the CISG’s capacity to govern international trade in all forms of data, software and 

otherwise.36 

 

  

                                                             
27 Ibid 28.  The gendered language used here, and in other quotations drawn from this work, is noted: though 

is reluctantly retained where direct quotations from the original text are given. 
28 Ibid 28–9. 
29 ‘What’s Next?  GfK and the Digitized Consumer Experience’, Straight Talking from Hogan Lovells (Hogan 

Lovells, 23 May 2018) 00:01:47–00:02:32 <https://hlstraighttalks.podbean.com/e/whats-next-gfk-and-the-

digitized-consumer-experience/>. 
30 ‘The Future of Cryptoassets’, DLA Piper TechLaw Podcast Series (DLA Piper, 12 April 2019) 00:04:48–00:04:56 

<https://soundcloud.com/user-70946062/techlaw-podcast-the-future-of-cryptoassets>. 
31 Law Commission for England and Wales (n 1) 53 [4.14]. 
32 Cf Australian Competition and Consumer Commission v Valve Corp [No 3] (2016) 337 ALR 647, 674 [128]. 
33 Contract and Commercial Law Act 2017 (NZ) s 119(1). 
34 Australian Consumer Law s 2(1); Consumer Guarantees Act 1993 (NZ) s 2(1). 
35 Consumer Rights Act 2015 (UK) ch 3. 
36 Benjamin Hayward, ‘To Boldly Go, Part I: Developing a Specific Legal Framework for Assessing the Regulation 

of International Data Trade Under the CISG’ (2021) 44(3) University of New South Wales Law Journal 878 (‘Part 

I’); Benjamin Hayward, ‘To Boldly Go, Part II: Data as the CISG’s Next (But Probably Not Final) Frontier’ (2021) 

44(4) University of New South Wales Law Journal 1482 (‘Part II’). 
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These sales law and consumer law contexts are admittedly different to the property law 

context under examination here.  This commercial perspective also cannot be taken too far, as 

value is not synonymous with property.37  Nevertheless, these examples are instructive: goods 

are a form of personal property, after all. 

 

Policy perspectives also tend in favour of the law developing in accordance with the Law 

Commission’s proposal.  Borrowing again from the sales law context, Green notes: 

 
The debate as to whether computer software is goods for the purposes of sales law now has a 
substantial pedigree.  Lamentably, much of that discussion, particularly in common law 

jurisdictions, has focused on the question of tangibility.  The purported logic of this appears to 

be that, since those things that have historically formed the subject matter of sales contracts 

have been tangible, that tangibility must therefore be the touchstone of saleability.  The 

problem with any such an approach is that it confuses premises with conclusions.  In other 

words, trying to classify something by looking to a set of categories formed before that 

something was even in existence is an inauthentic exercise.38 

 

Just as digital assets’ intangibility needn’t affect their in-principle capacity to constitute 

goods, that same intangibility needn’t affect their capacity to constitute property according to 

the law of England and Wales.  Businesses already treats digital assets in this way: it is 

appropriate now for the law to do the same. 

 

As the Law Commission notes, it is theoretically possible to recognise property rights in data 

objects by expanding the existing category of things in possession.39  I agree that this 

approach is not preferred.  The entire basis of the Law Commission’s current consultation is 

the fact that digital assets are difficult to accommodate within the two existing categories of 

personal property.40  The sophisticated and nuanced property regime envisaged by the Law 

Commission41 is best achieved by a third category of personal property properly tailored to 

the context and idiosyncrasies of digital objects.42  Digital objects, in their nature, are truly a 

‘tertium quid between the two’ existing categories of things in possession and things in 

action.43  They are unlike things in possession and more like things in action given their 

intangibility; but at the same time, they are more like things in possession and less like things 

in action since they often functionally resemble tangible (possessable) things. 

 

IV  CONSULTATION QUESTION 2 (DEFINING THE NEW PERSONAL PROPERTY 

CATEGORY BY REFERENCE TO DATA REPRESENTED IN AN ELECTRONIC 

MEDIUM) 

 

I agree that the proposed new category of personal property, encompassing data objects, 

should require that the thing in question be comprised of data represented in an electronic 

medium. 

 

                                                             
37 Law Commission for England and Wales (n 1) 37 [3.13]. 
38 Sarah Green, ‘Sales Law and Digitised Material’ in Djakhongir Saidov (ed), Research Handbook on 

International and Comparative Sale of Goods Law (Edward Elgar Publishing, 2019) 78, 79. 
39 Law Commission for England and Wales (n 1) 57–9 [4.29]–[4.38]. 
40 Ibid 2 [1.6], 4 [1.14], 57 [4.2]. 
41 Ibid 3 [1.10]. 
42 See ibid 57 [4.4], 69 [4.70]. 
43 Cf Colonial Bank v Whinney (1885) 30 Ch D 261, 285 (emphasis in original). 
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This follows from the core problem underpinning the Law Commission’s consultation, 

addressed with respect to Consultation Question 1 above: property law struggles to 

accommodate purely digital subject-matters.44  It thus makes both practical and conceptual 

sense for those subject-matters to comprise the proposed new category of personal property. 

 

It is instructive here to consider the extent to which digital subject-matters constitute goods 

for the purposes of the Sale of Goods Act 1979 (UK), related statutes, and equivalent 

international statutes.  The law has experienced difficulty here, too.  It is uncontroversial that 

physical objects embodying data constitute goods: this was the holding, for example, in Toby 

Constructions Products Pty Ltd v Computa Bar (Sales) Pty Ltd, with respect to ‘a computer 

system, comprising both hardware and software’ as an ‘aggregate operative system’.45  This 

conclusion is consistent with the Law Commission’s understanding of ‘tangible things [that] 

have an informational attribute to them’.46 

 

In the purely digital space, however, sales law struggles.  As Part III noted, and according to 

Green, focusing on tangibility as the defining feature of goods ‘confuses premises with 

conclusions’.47  Still, this is the approach that the case law has taken.  In St Albans City and 

District Council v International Computers Ltd,48 it was held that no sale of goods occurred 

where a software vendor attended a buyer’s premises and installed software from a disk, 

which was then taken away and which was not transferred to the buyer as part of the 

transaction.  A distinction was drawn ‘between the program and the disk carrying the 

program’.49  Similarly, in Australia, the New South Wales Supreme Court declined to 

develop the common law in Gammasonics Institute for Medical Research Pty Ltd v Comrad 

Medical Systems Pty Ltd.50  Thus, in the sales law context, data represented in an electronic 

medium is a problematic category of case. 

 

In the consumer law context, which is conceptually tangential to sales law, Parliament has 

legislated to establish consumer rights with respect to digital content.51  In the property law 

context, recognising a new category of personal property defined by its composition of data 

represented in an electronic medium is equally justified. 

 

Nevertheless, one qualification is necessary – out of an abundance of caution – regarding the 

examples given in Consultation Question 2: ‘including in the form of computer code, 

electronic, digital or analogue signals’.  Consultation Question 2 clearly expresses that these 

are included examples, implying that this list of examples is not definitive.  Still, ‘things that 

go without saying often will go better having been said’.52   There is no exhaustive list of 

digital assets that might constitute data objects,53 and as a result, it needs to be abundantly 

                                                             
44 Law Commission for England and Wales (n 1) 2 [1.6], 4 [1.14], 57 [4.2]. 
45 [1983] 2 NSWLR 48, 54. 
46 Law Commission for England and Wales (n 1) 79–80 [5.15]. 
47 Green (n 38) 79. 
48 [1996] 4 All ER 481. 
49 Ibid 493. 
50 (2010) 77 NSWLR 479, 488 [45]. 
51 Consumer Rights Act 2015 (UK) ch 3. 
52 William W Park, ‘Truth and Efficiency: The Arbitrator’s Predicament’ in Mahnoush Arsanjani et al (eds), 

Looking to the Future: Essays on International Law in Honor of W Michael Reisman (Martinus Nijhoff 

Publishers, 2011) 753, 770. 
53 Benjamin Hayward, ‘What’s in a Name?  Software, Digital Products, and the Sale of Goods’ (2016) 38(4) 

Sydney Law Review 441, 454 (‘What’s in a Name?’).  See also Law Commission for England and Wales (n 1) 107 

[5.139]. 
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clear that this third category of personal property is defined in a technology-neutral manner:54 

even if emergent rules may then be technology-specific, as circumstances require.55 

 

Important lessons can be again be learned here from the sales law context, where debate over 

electronic software’s capacity to constitute goods has ‘a substantial pedigree’.56  Today, in 

our post-software world,57 this question is just one part of a larger problem involving digital 

assets in general.58  Thus while I agree with the Law Commission’s proposal put in 

Consultation Question 2, it would be useful (out of an abundance of caution) to note that the 

examples give there are not only included, but are also ‘not limited to’. 

 

V  CONSULTATION QUESTION 4 (THE PROPOSED RIVALROUSNESS 

REQUIREMENT) 

 

I agree with the Law Commission’s proposal that data objects falling within the proposed 

third category of personal property must be rivalrous.   However, I do not necessarily agree 

with how that concept of rivalrousness is understood in the digital assets context. 

 

As I have already noted in this submission, it is the peculiar nature of digital assets that 

creates difficulty for their accommodation within existing property law (and other legal) 

structures.  If rivalrousness is to be adopted as a requirement for digital assets to constitute 

data objects, the specific way in which those assets can and cannot display rivalry must be 

properly understood in those assets’ unique context. 

 

Despite its grounding in gaming technology long considered retro,59 the Law Commission’s 

example concerning a (tangible) Nintendo Game Boy and a (tangible) Pokémon Red game 

cartridge is particularly illustrative if further unpacked.  As the Law Commission notes: 

 
[I]f Alice uses a Game Boy to play her Pokémon Red game, Bob cannot use the same Game 

Boy at the same time.  Alice’s use of the Game Boy prejudices Bob’s ability to use it.60 

 

Clearly, as this description shows, the Game Boy is rivalrous.  In addition, although not 

explicitly noted in this example, the Pokémon Red game cartridge that Alice is using in 

conjunction with her Game Boy console – itself a separate item of personal property – is 

rivalrous.  However, if that game cartridge has a working button battery, it may also have a 

save state stored within it: a digital file recording Alice’s progress, allowing her to return to 

her game-in-progress without starting again from Pallet Town.  This save state is itself 

intangible, making it a more interesting point of analysis here.  While stored within Alice’s 

Pokémon Red game cartridge, that save state would effectively be part of that good: akin to 

the ‘computer system, comprising both hardware and software’ in Toby Constructions 

                                                             
54 Law Commission for England and Wales (n 1) 70–1 [4.74], 77 [5.5]. 
55 Ibid 75 [4.95], [4.97]. 
56 Green (n 38) 79. 
57 Hayward, ‘Part I’ (n 36) 881. 
58 Hayward, ‘What’s in a Name?’ (n 53) 443. 
59 See generally National Museum of American History, ‘Game Boy’, Smithsonian (Web Page) 

<https://americanhistory.si.edu/collections/search/object/nmah_1253117>.  So much so that Nintendo’s 

original Game Boy is now referred to as the Game Boy Classic, to differentiate it from later Nintendo handheld 

gaming devices making use of the Game Boy brand: Nintendo Wiki, ‘Game Boy’, Fandom (Web Page) 

<https://nintendo.fandom.com/wiki/Game_Boy>. 
60 Law Commission for England and Wales (n 1) 87 [5.48]. 
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Products Pty Ltd v Computa Bar (Sales) Pty Ltd.61  However, with the benefit of modern 

technology, that save state can also now be separated out from the game cartridge and can be 

distributed electronically, independently of the cartridge.62  The question that then emerges is: 

is the save state (a digital asset) itself rivalrous? 

 

I argue that the answer here is yes, despite the file’s capacity to be easily (and theoretically 

infinitely) copied and distributed.  This is because rivalrousness needs to be properly 

understood in context.  Even if Alice copies and distributes her save state, she retains her own 

save state, which is rivalrous to her.  Alice can exclude others from her own copy of her save 

state; just as others can exclude Alice from their own copies of her original save state.  Alice 

cannot exclude others from copies of her save state controlled by others, but this does not 

affect the rivalrous nature of her own save state file.  Those other copies, in this example, 

resemble the Pokémon: The Electric Tale of Pikachu manga that the Law Commission also 

refers to in its discussion of rivalrousness.63  Where multiple people own copies of that 

manga, the story (information) it contains is not rivalrous, though each physical copy of the 

manga is.  Here, the abstract information required to know where Alice is up to in her game is 

not rivalrous, but her own copy of that information (embodied in her save state) is. 

 

Commentary addressing the CISG’s capacity to govern electronic software sales helps in 

understanding why this is the correct conclusion.  As Muñoz points out, ‘most of the tangible 

goods internationally traded are meant to be copies of a first model that are cheaply and 

easily produced’.64  Indeed, ‘this is one of the pillars of mass production’.65  That this is so is 

also reflected in the law of England and Wales recognsing the concepts of sale by sample and 

unascertained goods.66  Copying and distributing a digital asset is akin to the mass production 

process, and need not destroy the rivalrousness of any particular copy of that digital asset.  

Similarly, the fact that over one million copies of Pokémon: The Electric Tale of Pikachu 

were printed67 does not destroy the rivalrousness of any one particular issue. 

 

As the Law Commission notes: 

 
The key to identifying a rivalrous resource, then, is to look to whether use by one person 

inhibits, or limits, use by others.  Importantly, this does not mean that use by one person must 

render it impossible for anyone else to use it.68 

 

These observations are consistent with my analysis.  Alice’s use of her own copy of her 

Pokémon Red save state does not, but does not need to, prohibit its use by others.  She may 

choose to lend her Pokémon Red game cartridge to another gamer, who may then use that 

                                                             
61 [1983] 2 NSWLR 48, 54. 
62 Time Spent Elsewhere, ‘Sharing My 22 Year Old Pokemon Save File’, YouTube (Web Site, 25 January 2022) 

<https://www.youtube.com/watch?v=Elf5KDF4bsk>: concerning a save state stored in a Pokémon Blue game 

cartridge, equally applicable in the case of its counterpart Pokémon Red. 
63 Law Commission for England and Wales (n 1) 87 [5.49].  See Bulbapedia, ‘The Electric Tale of Pikachu’, 

BulbaGarden (Web Page, 11 July 2022) 

<https://bulbapedia.bulbagarden.net/wiki/The_Electric_Tale_of_Pikachu>. 
64 Edgardo Muñoz, ‘Software Technology in CISG Contracts’ (2019) 24(2) Uniform Law Review 281, 287. 
65 Ibid. 
66 Sale of Goods Act 1979 (UK) ss 15, 18 [rule 5]. 
67 John Jackson Miller, ‘The Last Million-Selling Comic Book in North America?  It’s Batman vs Pokémon for the 

Title’, Comichron (Blog Post, 8 May 2014) <https://comichron.com/blog/2014/05/08/batman-vs-pokemon-

last-million-selling/>. 
68 Law Commission for England and Wales (n 1) 93 [5.79]. 
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same save state: this does not affect its rivalrousness.  Indeed, even if a copy of a Pokémon 

save state is uploaded to the Internet via <http://www.archive.org> – as one real-life gamer 

has done69 – that copy is also rivalrous.  The extent to which it is able to be used by others 

and further copied depends upon permissions that are granted by the administrators of that 

Internet Archive library. 

 

In offering this understanding of rivalrousness, I am mindful of the Law Commission’s 

caution to avoid a situation where property rights are granted over pure information.70  Still, 

my interpretation of this rivalrousness requirement is consistent with commercial perceptions 

of the ‘thingness’ of digital assets. 

 

VI  CONSULTATION QUESTION 5 (THE RELEVANCE OF DIVESTIBILITY) 

 

I agree that data objects will generally be divested on transfer, and that divestibility is an 

indicia of data object qualification.  However, the correct operation of this divestibility 

indicia needs to be carefully assessed in light of my conclusions regarding rivalrousness 

presented in Part V above. 

 

Where a particular copy of a digital asset is rivalrous, the fact that the digital asset can be 

distributed via a process of duplication does not mean that it is not divestible.  As the Law 

Commission explains, ‘as a matter of fact, the transfer of the object must entail the transferor 

being deprived of it’.71  This is actually still the case when a digital asset is copied for 

distribution.  The transferor is deprived of the new copy that has been made.  That new copy 

is then rivalrous for the transferee, and is not within the control of the transferor. 

 

Analogy can again be drawn here with the Pokémon: The Electric Tale of Pikachu manga 

addressed in Part V.  If Alice was to duplicate her issue by photocopying it, and was to then 

give that photocopy away, she has retained her own (original) copy, but has divested herself 

of the duplicate.  As is apparent from this explanation, I therefore disagree with the Law 

Commission’s assessment that divestibility is lacking in the case of ‘a Microsoft Word file 

[being] sent to someone’.72 

 

The validity of my analysis is supported by the Law Commission’s observation that ‘[o]bjects 

that are capable of attracting property rights are those that can, as a matter of fact, be 

acquired, given, taken, and abandoned’.73  This is the case, according to my analysis.  In 

particular, with reference to the idea that digital assets distributed via duplication can be 

taken, they can still be ‘removed from the person [and] destroyed such that the person no 

longer has it’:74 via, for example, a malicious hack. 

 

For all of these reasons, I agree with the Law Commission’s views as to the importance and 

relevance of divestibility, though I recommend a different understanding of that concept’s 

actual application. 

 

                                                             
69 Time Spent Elsewhere (n 62). 
70 Law Commission for England and Wales (n 1) 49 [3.70]. 
71 Ibid 95 [5.85]. 
72 Ibid 95 [5.86]. 
73 Ibid 96 [5.92]. 
74 Ibid 99 [5.102] (emphasis in original). 
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VII  CONSULTATION QUESTION 6 (COMMON LAW VERSUS LEGISLATIVE 

REFORM) 

 

In my opinion, it is preferable to recognise the Law Commission’s proposed third category of 

personal property via legislative reform, rather than via incremental common law 

development. 

 

There would be nothing at all unusual about legislating to effect the Law Commission’s 

proposal, notwithstanding the common law origins of the two existing categories of personal 

property, given the ‘trite’ observation that we live in the ‘age of statutes’.75  Even in 1962, 

Lord Devlin recognised that ‘[i]n the early days of the common law the judges had to do 

much of their own spinning; today the legislative mills turn out the yarn in large quantities 

and in varying qualities, but it still has to be woven into cloth’.76  Despite its vintage, this 

observation captures very well how the law might effectively develop in this area, and in line 

with the Law Commission’s proposal. 

 

Following legislative activity giving effect to the Law Commission’s proposal, the common 

law stands to play an important role in filling in any gaps, and addressing new fact patterns 

and technological developments as they arise.77  However, leaving it to the common law to 

recognise the proposed third category of personal property at all is problematic given the 

incremental nature of common law development.  As significant commercial imperatives are 

at stake, there is something to be said for the systematic development of a set of rules from 

the outset: something that only Parliament can achieve.  There is no guarantee that suitable 

cases will fall to be decided by the courts within a time frame that allows the common law to 

develop with similar utility. 

 

The Law Commission rightly points out that the legislative process can be slow.78  At the 

same time, both the opportunity for the common law’s development and the direction of any 

such development are uncertain.79  Once again, Lord Devlin’s observations are apposite here: 

 
One factor that impairs the usefulness of judges as lawmakers is the slow action inherent in 
the process … [J]udges can make law only when there is litigation and there can be no 

litigation without a plaintiff; and if the point is at all a novel one, he has to be a fairly 

determined plaintiff and one who is prepared to take his case through the appellate courts and 

run the risk of having to pay a heavy bill of costs.  Quite often the process sticks at the 

decision of the Court of Appeal and it is difficult to get it going again when it is known that 

there is not even a hope of success until the case gets to the House of Lords.  Half a century is 

not an unreasonable estimate of the time that is likely to elapse before a doubtful point is 

finally settled.80 

 

Furthermore, if effecting the Law Commission’s proposal is left to the common law, there is 

always the possibility that when appropriate cases do arise, the judiciary might defer the 

law’s development to Parliament in any event.81  This risk actually played out in Australia, 

                                                             
75 Lisa B Crawford, ‘The Rule of Law in the Age of Statutes’ (2020) 48(2) Federal Law Review 159, 159. 
76 Devlin (n 26) 3. 
77 Law Commission for England and Wales (n 1) 74 [4.92]. 
78 Ibid 106 [5.135]. 
79 Ibid 5 [1.43]. 
80 Devlin (n 26) 13–14.  See also ibid 105 [5.128]–[5.129], [5.131]. 
81 Law Commission for England and Wales (n 1) 101 [5.115]. 
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when the New South Wales Supreme Court was required to determine whether electronic 

software constituted goods for the purposes of the Sale of Goods Act 1923 (NSW).  For some, 

treating electronic software as goods would be uncontroversial: the subject-matter is the same 

as software delivered via tangible media, and it is only the delivery mode that differs.82  Still, 

in Gammasonics Institute for Medical Research Pty Ltd v Comrad Medical Systems Pty Ltd, 

the Court emphasised that any change to the existing common law position concerning 

tangibility, even if normatively desirable,83 was a matter for Parliament.84  Legislative reform 

never eventuated in relation to the Sale of Goods Act 1923 (NSW), or any of the other 

Australian state or territory sales law regimes.  While reforms did recognise ‘computer 

software’ as goods for the purpose of the Australian Consumer Law,85 that legislation still 

does not have the same legal reach. 

 

Progressing via the legislative route has an additional advantage: it does not preclude the 

common law developing in the meantime.86  Pursuing legislative reform may actually reflect 

an ideal balance.  Legislation will eventually set out a suite of necessary rules; and in the 

meantime, the common law can develop interim solutions that the legislative process might 

very well learn from. 

 

VIII  CONSULTATION QUESTION 7 (MEDIA FILES AS DATA OBJECTS AND 

PERSONAL PROPERTY) 

 

I agree with the Law Commission’s methodological approach, set out across Consultation 

Questions 7–8, which separates out its consideration of media files and program files.87  This 

is consistent with the differential treatment of these items under, for example, the Australian 

Consumer Law: which in turn is based upon the qualitative differences between them.  

Addressing the Australian Consumer Law’s statutory recognition of ‘computer software’ as 

goods,88 the Federal Court of Australia in Australian Competition and Consumer Commission 

v Valve Corp [No 3] recognised that executable files fall within the definition of computer 

software, but that non-executable data (that might still be incidental to those files) does not.89  

Executable files are functional in and of themselves, whilst non-executable data needs to be 

used in conjunction with executable files or apps in order to be useful.90 

 

From the outset, I agree with the view that media files can be characterised as their own 

‘things’.  It is true that, as a technical matter, information comprises the building blocks of 

media files.91  However, a commercial – rather than technical – perspective is preferred here.  

The law has never looked too hard at the technical composition of the things it catergorises, 

and it would be wrong to do so now.  From a technical perspective, it is equally possible to 

describe the building blocks of tangible property – particles – as information derived from 

fluctuations in quantum fields, since our current understanding of physics no longer 

                                                             
82 Dan Jerker B Svantesson, ‘A Call for Judicial Activism: Rapid Technological Developments and Slow Legal 

Developments’ (2011) 36(1) Alternative Law Journal 33, 35. 
83 (2010) 77 NSWLR 479, 487 [38]. 
84 Ibid 488 [45]. 
85 Australian Consumer Law s 2(1). 
86 Svantesson (n 82) 33. 
87 Law Commission for England and Wales (n 1) 109–10 [6.4]–[6.5]. 
88 Australian Consumer Law s 2(1). 
89 (2016) 337 ALR 647, 676–7 [138]–[139], 679–80 [156]. 
90 Hayward, ‘Part I’ (n 36) 889. 
91 Law Commission for England and Wales (n 1) 112 [6.16]. 
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conceptualises particles as microscopic physical things.92  We do not hesitate to recognise 

physical objects as personal property, notwithstanding this scientific point: there is no reason 

why the same logic should not be applied to media files.  For this reason, the Law 

Commission’s second described perspective, where media files are treated as ‘distinct virtual 

object[s] that exist[…] at the logical layer of a computer system’,93 is preferable. 

 

Proceeding from this basis, rivalrousness becomes the key issue in determining whether 

media files constitute data objects.  In my opinion, media files are rivalrous, for the reasons 

set out in Part V above.  They therefore do, and should, constitute data objects.  I agree with 

the view – noted by not endorsed by the Law Commission – that the ability to duplicate 

media files does not affect their rivalrous nature as ‘copying a media file creates a distinct 

instance of a media file – a separate copy’,94 which itself would also be rivalrous. 

 

In the Law Commission’s view, the key obstacle to rivalrousness existing here is that ‘the 

separate copy can only derive its rivalrousness from the physical storage medium on which it 

is recorded, and so the media file would not satisfy our criteria’.95  By way of contrast, as the 

Law Commission points out, crypto-tokens are rivalrous by design.  However, affording them 

property status still requires some legal fiction, given the way in which they are transferred.96  

It is not inappropriate to similarly use a functional legal fiction to overcome the apparent 

identity of a media file with its storage medium.  In both cases, these legal fictions are called 

upon in support of commercially-useful activities taking place in the digital economy.  My 

view is actually more functional than the ‘functional, economic arguments’ that supposedly 

undermine rivalrousness: being that it ‘seems to be of less significance if [another] can easily 

and cheaply acquire a copy that [they] can then use [themselves]’.97  It is hard to understand 

how reproducibility deprives digital assets of their rivalrousness, but not tangible goods: 

including the million-selling Pokémon manga referred to by the Law Commission itself.  If a 

‘flexible approach’ is taken with respect to the law’s treatment of crypto-tokens,98 that same 

flexible approach is justified, in principle, with respect to other digital asset classes. 

 

IX  CONSULTATION QUESTION 8 (PROGRAM FILES AS DATA OBJECTS AND 

PERSONAL PROPERTY) 

 

As noted in Part VIII, I agree with the Law Commission’s methodology of addressing media 

files and program files separately, given their qualitative differences.  I do not agree, 

however, with the Law Commission’s view that the software-as-goods question arising with 

respect to the Sale of Goods Act 1979 (UK) and related statutes is unique to software.99  As 

my recent research has confirmed, analysis of the digital reach of the goods concept with 

reference to software only is outdated: that question is now just one part of a larger problem 

                                                             
92 Natalie Wolchover, ‘What is a Particle?’, Quanta Magazine (Web Page, 12 November 2020) 

<https://www.quantamagazine.org/what-is-a-particle-20201112/>. 
93 Law Commission for England and Wales (n 1) 115 [6.33]. 
94 Ibid 117 [6.41]. 
95 Ibid. 
96 Ibid 185 [10.121]. 
97 Ibid 119 [6.47]. 
98 Ibid 169 [10.52]. 
99 Ibid 121 [6.56]. 
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involving digital assets in general.100  This is true with respect to common law sales and 

consumer laws,101 and it is also true at the international level, with respect to the CISG.102 

 

Whilst the Law Commission considers that program files would not constitute data objects 

for the same reasons given with respect to media files,103 I equally consider that program files 

do satisfy the requirements of data objects, and that they should do so: also for the same 

reasons as I give with respect to media files. 

 

Recognising program files as falling within the Law Commission’s proposed third category 

of personal property is consistent with the statutory treatment of ‘computer software’ as 

goods in some common law sales law and consumer law regimes:104 after all, goods are 

property.  It is also consistent with the CISG’s equivalent position.105  Of course, the United 

Kingdom is not a CISG Contracting State.  However, the fact that this international 

conclusion is grounded in practical and commercial considerations106 has relevance for the 

law of England and Wales, which likewise aspires to be attractive for commercial parties.  As 

the Law Commission notes, ‘the law should be compatible with how real people arrange their 

lives’.107 

 

X  CONSULTATION QUESTION 15 (CRYPTO-TOKENS AS DATA OBJECTS AND 

PERSONAL PROPERTY) 

 

I agree that crypto-tokens satisfy the Law Commission’s proposed data objects definition.  

This position is consistent with the CISG’s treatment of crypto-tokens as goods for the 

purposes of that treaty’s sales law regime.108  Again, the United Kingdom is not a Contracting 

State and, in addition, the CISG does not deal with the passage of property:109 still, this 

observation confirms in a more general sense the validity of treating crypto-tokens as things 

capable of property law’s protection. 

 

XI  CONSULTATION QUESTION 16 (CONTROL) 

 

I agree that the concept of control is more appropriate to apply, in relation to the proposed 

new third category of personal property, than the traditional concept of possession. 

 

Particularly with reference to ‘[t]he third argument for an extension of the concept of 

possession … that it would help to preserve the current state of the marketplace, at least for 

dealings in data objects that are governed by the law of England and Wales’,110 it is useful to 

                                                             
100 Hayward, ‘What’s in a Name?’ (n 53) 443. 
101 See generally ibid. 
102 See generally Hayward, ‘Part I’ (n 36); Hayward, ‘Part II’ (n 36). 
103 Law Commission for England and Wales (n 1) 121 [6.57]. 
104 See, eg, Contract and Commercial Law Act 2017 (NZ) s 119(1); Consumer Guarantees Act 1993 (NZ) s 2(1); 

Australian Consumer Law s 2(1). 
105 Muñoz (n 64). 
106 Ingeborg Schwenzer and Pascal Hachem, ‘Article 1’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 

Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 4th ed, 

2016) 27, 33 [16] (‘Article 1’). 
107 Law Commission for England and Wales (n 1) 169 [10.51]. 
108 Hayward, ‘Part II’ (n 36) 1514–20. 
109 Art. 4(b) CISG. 
110 Law Commission for England and Wales (n 1) 202 [11.52]. 
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keep in mind Lord Steyn’s ‘famous aphorism’111 that ‘[i]n law context is everything’.112  In 

accounting for context, it is not only relevant that ‘there is less settled market practice’ with 

respect to possession and digital objects:113 more to the point is possession’s inherent link 

with tangibility.114  Since control is a ‘functionally similar’ construct ‘that is more sensitive to 

the idiosyncrasies of data objects’,115 it is a more appropriate tool for this context than 

possession. 

 

Nevertheless, since the Law Commission’s suggested version of control ‘is functionally 

similar to having possession of a tangible object’,116 that control concept can still borrow 

from the idea of possession, to the extent that its digital context allows.  I do not believe this 

represents a situation where ‘analogies break down’;117 rather, it is a case where analogies 

can simply adapt. 

 

XII  CONSULTATION QUESTION 17(1) (EXCLUSION AS AN INDICIA OF 

CONTROL) 

 

Specifically with reference to paragraph (1) of Consultation Question 17, I agree that 

exclusion is an essential aspect of the control test.  This follows from control being envisaged 

as a functionally equivalent concept to possession, as that applies to tangible property. 

 

A practical illustration of control operating via exclusion can be given by revisiting Alice, 

Bob, and Alice’s Nintendo Game Boy and Pokémon Red game cartridge, initially addressed 

in Part V.  As tangible property, Alice excludes Bob from her Game Boy and her Pokémon 

Red game cartridge via her possession of those items.  At the same time, Bob is analogously 

excluded from Alice’s save state which – as a media file – is (in my view) a type of data 

object.  This is a result of Alice’s control over that digital subject-matter. 

 

XIII  CONSULTATION QUESTION 18 (COMMON LAW VERSUS STATUTORY 

DEVELOPMENT OF THE CONTROL CONCEPT) 

 

I partially agree with the Law Commission’s proposal that the control concept should be 

developed through the common law. 

 

Just as possession ‘has remained a flexible and malleable tool for the law of England and 

Wales’,118 common law development of the control concept’s details is well-suited to achieve 

that same end.  However, there is no guarantee that the common law will arrive at the 

particular concept of control envisaged by the Law Commission – for the purposes of data 

objects – in the first place. 

 

                                                             
111 Lord Justice Singh, ‘Tribute for Lord Steyn’ (2018) 23(2) Judicial Review 102, 104 [11]. 
112 R (Daly) v Secretary of State for the Home Department [2001] 2 AC 532, 548 [28]. 
113 Law Commission for England and Wales (n 1) 203 [11.56]. 
114 Ibid 54–5 [4.18], 192 [11.10], 196 [11.26]. 
115 Ibid 209 [11.76] 
116 Ibid 212 [11.90]. 
117 Ibid 216 [11.103]. 
118 Ibid 221 [11.117]. 
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For this reason, and duly recognising that ‘the concept of control is likely to be an evolving 

concept’,119 I suggest that legislation establish the control concept’s existence and its high-

level application to data objects, and that the task of defining that concept’s detail and its 

particular application be left to the courts.  Required legislative intervention could be effected 

at the same time as that recommended in Part VII above. 

 

This recommendation is consistent with the Law Commission’s preference for the common 

law to be the ‘principal driving force in developing an accurate and nuanced concept of 

control’.120  It is also similar to the approach successfully taken in Australia with respect to its 

prohibition on commercial misleading or deceptive conduct.  The former Trade Practices Act 

1974 (Cth)121 – and now the Australian Consumer Law122 – prohibit ‘engag[ing] in conduct 

that is misleading or deceptive or is likely to mislead or deceive’.  The statute establishes the 

prohibition, but does not define exactly what conduct contravenes the misleading or 

deceptive conduct standard: that task is left to the courts.  Over time, a significant 

jurisprudence has developed on point,123 guiding contemporary commercial practice and the 

resolution of disputes. 

 

XIV  CONSULTATION QUESTION 19 (NON-BINDING GUIDANCE PROVIDED VIA 

A PANEL OF EXPERTS) 

 

I agree that a panel of experts could play a useful function in providing non-binding guidance 

on ‘the complex and evolving issues relating to control and other issues involving data 

objects more broadly’, as queried in Consultation Question 19.  This is for two reasons. 

 

First, this proposed usage of expertise reflects the nature of data objects as the property law 

subject-matter under consideration.  The law is commonly perceived to struggle in keeping 

up with technology.124  As Svantesson notes, ‘slow-moving legislative developments, 

combined with lacking judicial activism, pose a serious threat to justice in cases involving 

modern communication technologies’.125  A panel of experts, of the kind envisaged by the 

Law Commission, stands to ameliorate both threats here. 

 

Secondly, there is additional precedent supporting this mode of expertise, on top of those 

examples cited by the Law Commission.126  The CISG – in the international sale of goods 

context – experiences ongoing challenges regarding its autonomous interpretation, which is 

required pursuant to Art. 7(1) CISG.127  The ‘state of uniformity’ secured by the CISG has 

                                                             
119 Ibid 222 [11.122]. 
120 Ibid 223 [11.124]. 
121 Trade Practices Act 1974 (Cth) s 52(1). 
122 Australian Consumer Law s 18(1). 
123 It is anecdotally suggested that the Australian Consumer Law s 18(1), along with its predecessor in the 

Trade Practices Act 1974 (Cth) s 52(1), are Australian law’s most litigated provisions. 
124 See generally Svantesson (n 82). 
125 Ibid 34. 
126 Law Commission for England and Wales (n 1) 224 [11.130]–[11.131]. 
127 Ingeborg Schwenzer and Pascal Hachem, ‘Article 7’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 

Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 4th ed, 

2016) 119, 121 [5]. 
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been described, in this regard, as ‘still a rather fragile one’: noting too that there is no 

international appellate court having the final say on the treaty’s interpretation.128 

 

The CISG Advisory Council was formed in this context.129  That Council is a non-

governmental body comprised of internationally-regarded sales law experts, that issues both 

‘opinions’ and ‘declarations’ addressing various aspects of the CISG.130  The Council’s 

opinions address ‘questions relating to the interpretation and application of the CISG’, whilst 

its declarations ‘aim at giving guidance primarily to legislators implementing the CISG’.131  

Its independent status ‘guarantees that the Council is … able to criticize developments in 

certain Member States’:132 an important aspect of promoting CISG best practice.  Like the 

expert panel proposed by the Law Commission, with respect to data objects, the CISG 

Advisory Council’s outputs are non-binding:133 their persuasive value follows from the 

standing of those behind them.134 

 

The CISG Advisory Council’s opinions and declarations have had significant practical 

influence, despite their non-binding status.  As noted above, the Council’s declarations are 

aimed at legislative audiences, and the Hong Kong Department of Justice recently considered 

Declaration No 2 (‘Use of Reservations Under the CISG’)135 when developing its legislation 

giving effect to the CISG in that Special Administrative Region.136  The CISG Advisory 

Council’s opinions, which are directed at the treaty’s interpretation, are routinely cited in 

international case law,137 and thereby promote consistent understandings of the treaty’s text. 

 

Prof Dr Ingeborg Schwenzer, a member of the CISG Advisory Council, has noted that 

‘[s]ome people might ask how the CISG Advisory Council can be so audacious’: offering as 

the answer, ‘because we think that this is the only way to achieve a uniform application and 

interpretation of the CISG’.138  The Law Commission’s proposed panel of experts is likewise 

a carefully considered solution targeted at solving particular problems arising with respect to 

data objects and their property law implications. 

 

  

                                                             
128 Ingeborg Schwenzer, ‘The CISG Advisory Council’ in Ingeborg Schwenzer (ed), The CISG Advisory Council 

Opinions (Eleven International Publishing, 2017) 1, 3. 
129 See generally CISG Advisory Council, ‘Welcome to the CISG Advisory Council’ (Web Page, 2022) 

<https://www.cisgac.com/>. 
130 CISG Advisory Council, ‘Opinions’ (Web Page, 2022) <https://www.cisgac.com/opinions/>. 
131 Schwenzer (n 128) 5. 
132 Ibid. 
133 Ibid 12; Joshua DH Karton and Lorraine de Germiny, ‘Has the CISG Advisory Council Come of Age?’ (2009) 

27(2) Berkeley Journal of International Law 448, 473. 
134 Karton and de Germiny (n 133) 474. 
135 CISG Advisory Council, ‘CISG Advisory Council Declaration No 2: Use of Reservations Under the CISG’, 

Opinions (Web Page, 21 October 2013) <http://www.cisgac.com/cisgac-declaration-no2/>. 
136 Hong Kong Department of Justice, ‘Legislative Council of Hong Kong Panel on Administration of Justice and 

Legal Services: Proposed Application of the United Nations Convention on Contracts for the International Sale 

of Goods to the Hong Kong Special Administrative Region’, Legislative Council of Hong Kong (Report 

CB(4)648/20–21(03), March 2021) 4 [12(a)] <https://www.legco.gov.hk/yr20-

21/english/panels/ajls/papers/ajls20210322cb4-648-3-e.pdf>.  This legislation will soon come into force: Sale 

of Goods (United Nations Convention) Ordinance (Hong Kong) cap 641. 
137 CISG Advisory Council, ‘Case Law Citing the CISG Advisory Council Opinions’ (Web Page, 2022) 

<https://www.cisgac.com/case-law/>.  See also Schwenzer (n 128) 12. 
138 Schwenzer (n 128) 12. 
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XV  CONSULTATION QUESTION 25 (CRYPTO-TOKENS AS GOODS) 

 

I agree that crypto-tokens, even if constituting data objects, would not constitute goods for 

the purpose of the Sale of Goods Act 1979 (UK) and associated legislative regimes. 

 

Whether or not digital subject-matters constitute goods for the purpose of the Sale of Goods 

Act 1979 (UK) depends upon a statutory interpretation exercise undertaken with respect to 

the definition of goods contained in the Sale of Goods Act 1979 (UK) s 61(1), which in turn 

draws upon the common law.139  In St Albans City and District Council v International 

Computers Ltd, it was held that software did not constitute goods for the purposes of the Act 

where it was installed from a disk that was later taken away (and retained) by the seller: a 

distinction was drawn ‘between the program and the disk carrying the program’.140  It follows 

from this case’s focus on the transfer of tangible property that intangible crypto-tokens 

likewise cannot constitute goods. 

 

A different position probably applies at the international level, for international sale of goods 

contracts, under the CISG.141  This does not, however, affect the conclusion reached above 

with respect to the Sale of Goods Act 1979 (UK).  Art. 7(1) CISG’s autonomous 

interpretation requirement means that the CISG’s solution to this problem is its own, and does 

not necessarily reflect how non-harmonised State sales law systems define their own concepts 

of goods.142 

 

XVI  CONSULTATION QUESTION 28 (NON-FUNGIBLE TOKENS AND OTHER 

CRYPTO-TOKENS) 

 

I do not consider that there are any specific legal issues relating to NFT’s that would require 

their different treatment from other crypto-tokens under the law of England and Wales, from 

a property law perspective. 

 

As the Law Commission notes, ‘the correct approach is to begin with the understanding that 

an NFT is a crypto-token’.143  The non-fungible aspect of an NFT might be ‘interesting’,144 

but is unlikely to require specific accommodation under the law of property: just as there is 

no need for separate property law rules regulating unique goods such as works of art, 

compared to commodities such as wheat and grain.  This is not to say that the unique 

characteristics of NFT’s cannot or should not be accommodated by contract terms and 

associated contractual remedies: it is here that the peculiarities of NFT’s are likely to be best 

accommodated, allowing ‘market participants …  to be able to structure these links as they 

see fit’.145 

 

This sentiment has been expressed well by the Law Commission itself, in a paragraph worth 

repeating here in full: 

 

                                                             
139 Hayward, ‘What’s in a Name?’ (n 53) 448–50. 
140 [1996] 4 All ER 481, 493. 
141 Hayward, ‘Part II’ (n 36) 1514–20. 
142 Schwenzer and Hachem, ‘Article 1’ (n 106) 33 [16]. 
143 Law Commission for England and Wales (n 1) 311 [15.3]. 
144 Ibid 312 [15.9]. 
145 Ibid 316 [15.30]. 
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So NFT’s are as variable in the rights they provide as any other thing that may be bought.  

NFT’s as crypto-tokens have a reasonably straightforward and simple structure.  But NFT’s 

as ‘crypto-assets’ – a crypto-token linked to some thing or rights external to the crypto-token 

system – are incredibly varied and diverse.  We consider that conceptualising NFT’s in this 

way means that the design principles and legal structuring possibilities for the medium 
become much clearer.  NFT’s can become a powerful technological structure that can be used 

to link to – and to transfer – other legal rights to things external to crypto-token systems.  This 

is not necessarily a problem for the NFT marketplace or for market participants or for the 
law.  Instead, NFT’s present an opportunity to iterate an[d] experiment on novel legal 

structures within the online world.146 

 

Implicit in this passage, though not expressly stated, is the premise that the very same 

property law applying to crypto-tokens in general can also apply NFT’s, and that contract law 

can then take care of the rest. 

 

Taking an international perspective once again, these two classes of digital asset are equally 

considered goods for the purposes of the CISG as an international sales law.147  Though this 

conclusion has no direct relevance under the law of England and Wales, it does provide 

evidence that the distinction between crypto-tokens in general and NFT’s in particular has 

been considered legally irrelevant in other related contexts. 

 

XVII  CONSULTATION QUESTION 42(1) (THE ADEQUACY OF EXISTING 

BREACH OF CONTRACT LEGAL FRAMERWORKS FOR DATA OBJECTS) 

 

I agree that existing legal frameworks addressing breach of contract are adequate to apply to 

data objects without the need for statutory reform.  This is so at the international level, 

concerning international sale of goods contracts governed by the CISG.  That contract law 

instrument is capable of governing data transactions, including crypto-asset transactions, 

notwithstanding its 1980’s-era drafting.148  This is also the case with respect to ‘computer 

software’ for certain common law sales law and consumer law regimes.149  Those regimes are 

built upon (and sometimes expressly preserve)150 the common law: evidencing contract law’s 

capacity to deal with actions arising out of data-related transactions. 

 

In Part XVI above, I argued that there is no need for the law of property to differentiate 

crypto-tokens in general from NFT’s: given that contract terms and remedies are able to 

accommodate any NFT peculiarities.  In this regard, to give one example in addition to those 

canvassed by the Law Commission,151 it may be that the specific performance remedy is 

more readily granted with respect to NFT’s than crypto-token transactions in general. 

 

  

                                                             
146 Ibid 319 [15.42] (emphasis added). 
147 Hayward, ‘Part II’ (n 36) 1516 n 288. 
148 See generally Hayward, ‘Part I’ (n 36); ibid. 
149 See, eg, Contract and Commercial Law Act 2017 (NZ) s 119(1); Consumer Guarantees Act 1993 (NZ) s 2(1); 

Australian Consumer Law s 2(1). 
150 See, eg, Contract and Commercial Law Act 2017 (NZ) s 201(2). 
151 Law Commission for England and Wales (n 1) 418–24 [19.4]–[19.25]. 

113



20 

 

XVIII  CONSULTATION QUESTION 46 (THE ADEQUACY OF EXISTING 

JUDGMENT ENFORCEMENT FRAMEWORKS FOR CRYPTO-TOKENS) 

 

I agree with the Law Commission’s view that existing methods of enforcing judgments in the 

context of crypto-tokens are satisfactory.  To complement the Law Commission’s analysis on 

point, I suggest adding into consideration the existing frameworks for the enforcement of 

foreign arbitral awards. 

 

It is a trite observation that arbitral awards are easier to enforce, internationally, than State 

court judgments.152  This is due to the Convention on the Recognition and Enforcement of 

Foreign Arbitral Awards153 (‘New York Convention’) providing a standardised award 

enforcement system154 in place now in 170 States around the world.155  In the England and 

Wales context, international awards are enforceable pursuant to the Arbitration Act 1996 

(UK)’s implementation of the New York Convention.156 

 

Without expressing a personal view on the matter, Gary Born’s critique of efforts to promote 

the international enforceability of State court judgments157 highlights the ‘substantial 

differences between the international arbitral process, on the one hand, and proceedings in 

(many) national courts’: the latter being subject to ‘the realities of endemic corruption among 

various judiciaries and inexperience and lack of independence in many judicial systems’.158  

Arbitration, as opposed to State court proceedings in some jurisdictions, is said to better 

recognise ‘safeguards for the parties’ autonomy and important guarantees of procedural 

fairness’.159  These observations are relevant for the purposes of Consultation Question 46 for 

two reasons.  First, as the Law Commission has identified, much crypto-token trade is 

                                                             
152 See, eg, Nigel Blackaby et al, Redfern and Hunter on International Arbitration (Oxford University Press, 6th 

ed, 2015) 29 [1.101]–[1.102]; Craig Tevendale and Andrew Cannon, ‘Enforcement of Awards’ in Julian Lew et al 

(eds), Arbitration in England, With Chapters on Scotland and Ireland (Kluwer, 2013) 563, 563 [26-2]. 
153 Convention on the Recognition and Enforcement of Foreign Arbitral Awards, opened for signature 10 June 

1958, 330 UNTS 3 (entered into force 7 June 1959) (‘New York Convention’). 
154 Arts. III–V New York Convention. 
155 United Nations Commission on International Trade Law, ‘Status: Convention on the Recognition and 

Enforcement of Foreign Arbitral Awards (New York, 1958) (the “New York Convention”)’, Texts and Status (Web 

Page) <https://uncitral.un.org/en/texts/arbitration/conventions/foreign_arbitral_awards/status2>. 
156 Tevendale and Cannon (n 152) 569 [26-25]. 
157 Gary Born, ‘Why States Should Not Ratify, and Should Instead Denounce, the Hague Choice-Of-Court 

Agreements Convention, Part I’, Kluwer Arbitration Blog (Blog Post, 16 June 2021) 

<http://arbitrationblog.kluwerarbitration.com/2021/06/16/why-states-should-not-ratify-and-should-instead-

denounce-the-hague-choice-of-court-agreements-convention-part-i/> (‘Part I’); Gary Born, ‘Why States Should 

Not Ratify, and Should Instead Denounce, the Hague Choice-Of-Court Agreements Convention, Part II’, Kluwer 

Arbitration Blog (Blog Post, 17 June 2021) <http://arbitrationblog.kluwerarbitration.com/2021/06/17/why-

states-should-not-ratify-and-should-instead-denounce-the-hague-choice-of-court-agreements-convention-

part-ii/>; Gary Born, ‘Why States Should Not Ratify, and Should Instead Denounce, the Hague Choice-Of-Court 

Agreements Convention, Part III’, Kluwer Arbitration Blog (Blog Post, 18 June 2021) 

<http://arbitrationblog.kluwerarbitration.com/2021/06/18/why-states-should-not-ratify-and-should-instead-

denounce-the-hague-choice-of-court-agreements-convention-part-iii/>.  See also arbitratedotcom, ‘Arbitration 

Conversation #83: Gary Born, Chair, Int’l Arbitration Practice Group, WilmerHale’, YouTube (Webinar, 11 June 

2021) <https://www.youtube.com/watch?v=uN6yLO981U8>. 
158 Born, ‘Part I’ (n 157). 
159 Ibid. 
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international.160  And secondly, arbitration has been identified as a particularly suitable 

mechanism for resolving disputes arising in relation to crypto-tokens.161 

 

The CISG’s capacity to govern crypto-token transactions162 is also relevant for the purposes 

of Consultation Question 46, even though the United Kingdom is not a CISG Contracting 

State.  The CISG’s close affinity with international commercial arbitration163 means that it 

may very well be the governing substantive law in arbitrated crypto-token disputes.   The 

treaty remains capable of governing transactions involving parties from England and Wales, 

pursuant to Art. 1(1)(b) CISG, notwithstanding the United Kindgom’s lack of accession.  As 

the defences against award enforcement available under the Arbitration Act 1996 (UK) are 

procedural in nature,164 that Act will facilitate crypto-token award enforcement in England 

and Wales, regardless of the substantive law applied in the underlying arbitral proceedings. 

 

XIX  CONCLUSION 

 

In conclusion, I agree with the Law Commission’s proposal for the law to recognise a new 

third category of personal property, and I agree with much of the Law Commission’s analysis 

regarding the questions responded to here: save as to the practical application of the 

rivalrousness and divestibility requirements.  I hope that these comments are useful to the 

Law Commission in the continuation of its digital assets consultation and beyond. 

 

 

 

  

                                                             
160 Law Commission for England and Wales (n 1) 265 [13.80]. 
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162 Hayward, ‘Part II’ (n 36) 1514–20. 
163 Ingeborg Schwenzer and Edgardo Muñoz, Global Sales and Contract Law (Oxford University Press, 2nd ed, 
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What’s in a Name?  
Software, Digital Products,  
and the Sale of Goods 

Benjamin Hayward 

Abstract 

This article addresses how the advent of trade in computer software, and now 
digital products, has challenged the application of sales law and consumer law. 
It addresses the law of three jurisdictions: the United Kingdom (‘UK’), 
Australia and New Zealand. Often, applying the ‘goods’ criterion in these 
regimes will be uncontroversial. Nevertheless, modern market conditions have 
created a need to move beyond the existing question of whether software 
constitutes ‘goods’, and instead to ask how a range of different types of digital 
products fit into sales law and consumer law regimes. Many legal systems have 
settled the software-as-goods question. However, software is only one kind of 
commonly traded digital product. This article argues that other types of digital 
products — including apps, firmware, digital music and electronic books — 
should be treated the same way as software by sales law and consumer law 
regimes. Recent developments in UK consumer law are also analysed as an 
innovative model for reform regarding party rights and obligations in the supply 
of digital products. 

I Introduction 

For over 100 years, common law legal systems have applied special legal regimes 
to the sale of goods. The Sale of Goods Act 1893 (UK) set the standard for the 
common law world. In the United Kingdom (‘UK’), the original 1893 Act is now 
consolidated by the Sale of Goods Act 1979 (UK). It was also the basis for 
derivative Sale of Goods Acts now in force in each of the Australian states and 
territories — the Sale of Goods Act 1954 (ACT), the Sale of Goods Act 1923 
(NSW), the Sale of Goods Act 1972 (NT), the Sale of Goods Act 1896 (Qld), the 
Sale of Goods Act 1895 (SA), the Sale of Goods Act 1896 (Tas), the Goods Act 
1958 (Vic) and the Sale of Goods Act 1895 (WA) — as well as New Zealand’s 
Sale of Goods Act 1908 (NZ). This UK, Australian and New Zealand (‘NZ’) 
legislation applies alongside the common law in regulating sales of goods. The 
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legislation addresses particular issues, while the common law has residual 
application.1 

More recently, structural inequalities between consumers and suppliers have 
prompted protective measures for consumer contracts. In the UK, Australia and 
NZ, consumer protection legislation has been enacted, applying to (among other 
things) supplies of goods. In the UK, this legislation is the Consumer Rights Act 
2015 (UK). In Australia, consumer protection legislation was contained in the 
Trade Practices Act 1974 (Cth), and is now contained in the Australian Consumer 
Law.2 New Zealand’s legislation, the Consumer Guarantees Act 1993 (NZ), was an 
inspiration for the reform of Australia’s law. In addition to having federal 
application, the Australian Consumer Law applies as the law of each Australian 
state and territory through local implementation legislation, 3  ensuring uniform 
Australian consumer protection law. While the regular sales laws of common law 
states are based upon the principle of party autonomy, and operate subject to party 
agreement,4 these consumer protection regimes are mandatory — their protections 
cannot be excluded by contract.5 

Sales law regimes only apply to transactions involving ‘goods’.6 In many 
cases, the identification of goods poses no difficulty. The theoretical idea of 
‘thinghood’ underpinning the law’s understanding of goods7 is intuitive and often 
easy to apply. UK and Australian cases abound where it was so obvious that goods 
were involved, that judgments either do not mention the concept at all, or do not 
analyse it in detail.8 To take one example, the English decision of Lockett v A&M 
Charles Ltd9 involved the sale of restaurant food causing illness, breaching an 
implied warranty that it be fit for human consumption — the reported decision 
does not make any mention of the Sale of Goods Act 1893 (UK) at all. 

However, since the 1980s, computer software as a unit of economic 
exchange has challenged traditional legislative models framed in earlier times.10 

																																																								
1 Sale of Goods Act 1979 (UK) s 62(2); Sale of Goods Act 1923 (NSW) s 4(2); Goods Act 1958 (Vic) 

s 4(2); Sale of Goods Act 1908 (NZ) s 60(2). 
2 Competition and Consumer Act 2010 (Cth) sch 2 (‘Australian Consumer Law’). 
3 See, eg, Fair Trading Act 1987 (NSW) s 28(1); Australian Consumer Law and Fair Trading Act 

2012 (Vic) s 8(1). 
4 Sale of Goods Act 1979 (UK) s 55(1); Sale of Goods Act 1923 (NSW) s 57; Goods Act 1958 (Vic) 

s 61; Sale of Goods Act 1908 (NZ) s 56. See also JW Carter, ‘Party Autonomy and Statutory 
Regulation: Sale of Goods’ (1993) 6(2) Journal of Contract Law 93, 93. 

5 Consumer Rights Act 2015 (UK) ss 31(1)–(2); Australian Consumer Law s 64(1); Consumer 
Guarantees Act 1993 (NZ) s 43(1). 

6 See, eg, Sale of Goods Act 1979 (UK) s 2(1), requiring a sale, of goods, involving the passage of 
property, for money consideration. 

7 Australian Competition and Consumer Commission v Valve Corporation (No 3) [2016] FCA 196 
(24 March 2016) [128] (‘ACCC v Valve (No 3)’). 

8 See, eg, Niblett Ltd v Confectioners’ Materials Company Ltd [1921] 3 KB 387: tins of condensed 
milk; Rowland v Divall [1923] 2 KB 500: a motor car; Metal Roofing and Cladding Pty Ltd v 
Amcor Trading Pty Ltd [1999] QCA 472 (12 November 1999): polyvinyl chloride (‘PVC’) resin to 
be used in the manufacture of PVC pipes; Elder Smith Goldsbrough Mort Ltd v McBride [1976] 
2 NSWLR 631: a Hereford bull known as Midgeon Supreme. 

9 [1938] 4 All ER 170. 
10 Christopher Kee, ‘Rethinking the Common Law Definition of Goods’ in Andrea Büchler and 

Markus Müller-Chen (eds), Private Law: National — Global — Comparative, Festschrift für 
Ingeborg Schwenzer zum 60 Geburtstag (Intersentia, 2011) 925, 925; Trevor Cox, ‘Chaos Versus 
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Software simply could not have been taken into account at the time sales law 
models were developed. 11  Whether or not software constitutes goods for the 
purpose of sales law and consumer law was debated for some time. All three 
jurisdictions addressed in this article have — through case law or legislative 
intervention — settled this debate. Nevertheless, that historical question is now 
part of a larger problem addressed by this article. The real contemporary question 
is not whether software constitutes goods, but whether the much broader class of 
digital products that are now commonly traded are properly the subject of sales law 
and consumer law regimes. Such digital products include apps, firmware, digital 
music and electronic books. Should digital products, as a broader class of products, 
be treated the same way as software? 

Part II of this article explains the practical importance of this taxonomic 
issue. Part III then summarises existing law in the UK, Australia and NZ 
addressing the classification of software. Part IV addresses the key problem 
confronted by this article: namely, that various kinds of digital products commonly 
traded today are not necessarily sufficiently identifiable with software to conclude 
that they would be treated the same way. Part IV argues that a more contemporary 
perspective is required, shifting the focus of modern analysis towards digital 
products as an overall category of products. Finally, Part V assesses the UK’s 
recent legislative intervention — the Consumer Rights Act 2015 (UK) — as an 
excellent model from which both Australian and NZ lawmakers might learn. 

II What’s in a Name? — Not Just Taxonomy for 
Taxonomy’s Sake 

This article is concerned with digital products. Existing literature, case law and 
legislation addresses software — one type of digital product. So, what’s in a name? 
Rather than this issue being an exercise in taxonomy for taxonomy’s sake, our 
understanding of digital products and software vis-à-vis the goods concept has real 
practical importance for the rights of buyers and consumers, and the obligations of 
sellers and suppliers. 

The meaning of the term ‘goods’ depends upon the context in which it is 
used.12 Two brief examples drawn from criminal law and copyright law demonstrate 
the broader significance of classifying digital products in the law. In the criminal 
law context, not dissimilar definitional issues recently arose in the NZ case of Dixon 
v R,13 a prosecution under the Crimes Act 1961 (NZ) s 249(1)(a). 

That provision establishes that it is an offence to ‘directly or indirectly, 
[access] any computer system and thereby, dishonestly or by deception, and 
without claim of right’ obtain ‘any property’. The appellant, who worked for a 
security firm providing services to a bar, accessed the bar’s security system to 

																																																																																																																																
Uniformity: The Divergent Views of Software in the International Community’ [2000] (3) Business 
Law International 359, 359. 

11 Sarah Green and Djakhongir Saidov, ‘Software as Goods’ [2007] (Mar) Journal of Business Law 
161, 162, 178. 

12 The Noordam [No 2] [1920] 1 AC 904, 908–9. 
13 [2016] 1 NZLR 678. 
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obtain digital footage of a well-known patron, which he then attempted to sell to 
the media, before uploading it to YouTube.14 At issue was whether this digital 
footage — spliced into a compilation on the bar’s computers, copied onto a USB 
stick, and then deleted from the bar’s computers15 — was ‘property’ within the 
meaning of the offence.16 Property is defined in the Crimes Act 1961 (NZ) s 2(1) to 
include ‘real and personal property, … money, electricity, and any debt, and any 
thing in action, and any other right or interest’. The NZ Supreme Court referred to 
the classification of software in sales law as ‘one aspect of the broader statutory 
context’, 17  and specifically referred to St Albans City and District Council v 
International Computers Ltd18  (addressed below) as differentiating information 
from the medium on which it is stored.19  The Court held that the conviction 
recorded at trial must stand:20 

[W]e have no doubt that the digital files at issue are property and not simply 
information. In summary, we consider that the digital files can be identified, 
have a value and are capable of being transferred to others. They also have a 
physical presence, albeit one that cannot be detected by means of the 
unaided senses. Whether they are classified as tangible or intangible, the 
digital files are nevertheless property for the purposes of s 249(1)(a).21 

A further example of the significance of properly classifying digital 
products is provided by the Copyright Act 1968 (Cth) and its treatment of 
computer programs. Pursuant to the Copyright Act 1968 (Cth) s 31(1)(d), 
copyright includes the exclusive right ‘to enter into a commercial rental 
arrangement in respect of the [computer] program’. Further, pursuant to s 196(1) 
of the Act, copyright constitutes personal property. Computer programs are 
literary works for the purposes of the Copyright Act 1968 (Cth).22  However, 
digital music — another kind of digital product — is classified very differently. It 
is a musical work that has been reduced to material (in this case, digital) form, 
and also represents a copy of a sound recording. The Australian copyright context 
is, therefore, one particular area of the law where a distinction is drawn between 
software and other kinds of digital products. 

In both examples, the digital matter is considered property. Goods, 
however, are one specific type of property. That digital products constitute 
property does not necessarily lead to the conclusion that digital products are goods. 
Returning now to the core concern of this article — sales law and consumer law — 
whether or not software, and digital products in general, constitute(s) goods affects 
the rights of buyers and consumers, and the obligations of sellers and suppliers. 

In the UK, Australia and NZ, certain rights are conferred upon buyers and 
consumers by operation of sales and consumer law. Whether or not the subject 
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matter of a transaction constitutes goods is a threshold condition for buyers and 
consumers being automatically granted those rights. For example, sellers and 
suppliers have an obligation to ensure quiet possession,23 unencumbered title24 and 
correspondence with any sample. 25  Another right conferred concerns title in 
general,26 not necessarily relevant where digital products are licensed — a common 
form of distribution.27 Most important in cases involving software and other digital 
products, however, are rights regarding the quality of goods,28 their fitness for 
purpose,29 and their correspondence with description.30 

Applications of these rights to transactions involving ‘regular’ goods are 
readily appreciated — a non-roadworthy car, or machinery lacking a critical 
performance capability, for example. Factual scenarios involving software and 
digital products implicating one or more of these rights can also be easily 
imagined. A computer game might be released into the market in an objectively 
unfinished or otherwise imperfect state — the 2014 release of ‘Assassin’s Creed 
Unity’ was one example where (in the publisher’s own words) ‘the overall quality 
of the game was diminished by bugs and unexpected technical issues’.31 An app 
might be designed for the Android system, but be incompatible with particular 
types of Android devices.32 Or digital music may be acquired that is not at the 
expected standard of recording quality.33 

If digital products are considered goods, buyers and consumers would enjoy 
the automatic protection of these rights, by operation of law. It would still stand to 
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31 Yannis Mallat, An Update on Assassin’s Creed Unity from Yannis Mallat (26 November 2014) 
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32 See generally Android, Device Compatibility, Android Developers <https://developer.android.com/ 
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be determined whether (on the facts of a particular case) there is a breach. 
Nevertheless, as a gateway issue, this matter has great significance — it determines 
whether or not the protections apply at all. Thus, writing in the context of the Sale 
of Goods Act 1979 (UK), Marsoof identifies that ‘[i]t cannot be doubted that one of 
the key features of the SGA is its implied terms’.34 

It is true that goods contracts are not the only contracts enjoying the benefit 
of legislative protections. The common law world has traditionally recognised a 
dichotomy between goods contracts and services contracts. Legislation confers 
rights with respect to services contracts — for example, under the Australian 
Consumer Law’s pt 3-2, div 1, sub-div B. It may be that some contracts involving 
digital products are best characterised as ‘a pure service’ — where software is 
‘deployed to the user, on demand, at the time of use and typically on a subscription 
or “pay-as-you-go” basis’. 35  This ‘software-as-a-service’ market is growing in 
importance,36 reflected in the popularity of music streaming services, referred to in 
Part IV. Nevertheless, even if this is the case, uncertainty as to whether digital 
products are goods or services still matters. Different protections apply to each. In 
the recent decision of ACCC v Valve (No 3), Valve sought to defend proceedings 
brought by the Australian Competition and Consumer Commission (‘ACCC’) 
under the Australian Consumer Law on grounds (among others) that its Steam 
computer gaming platform was a service, rather than goods.37 The ACCC’s claim 
was based on the guarantee of acceptable quality under the Australian Consumer 
Law s 54, applying to goods transactions only. Valve’s submission was ultimately 
unsuccessful,38 though Edelman J did express some difficulty in characterising 
particular parts of the Steam platform as goods or services.39 

In the UK, the dichotomy between goods and services has been broken by the 
Consumer Rights Act 2015 (UK), which came into force on 1 October 2015. This 
legislation proceeds on the basis of a third way — treating digital product 
transactions as a sui generis category, with their own specific legislative 
protections.40 The Act’s very first operative section — its s 1(1) application provision 
— explains that its pt 1 consumer protection provisions apply ‘where there is an 
agreement between a trader and a consumer for the trader to supply goods, digital 
content or services, if the agreement is a contract’. The Consumer Rights Act 2015 
(UK) overcomes problems caused by the restrictive goods-and-services-dichotomy 
by recognising digital products as a third category of case — referred to as digital 
content for the purposes of that legislation. Thus, in pt 1 of the Act, ch 2 deals with 
goods, ch 4 addresses services, but ch 3 is a standalone regime addressing consumer 
protections for digital content. 
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As explained in Part V, this legislation is a best-practice model for reform. 
Nevertheless, even in the UK, the classification of digital products as goods or 
otherwise still matters. Sui generis protections only apply to consumer 
transactions, and even then consumers are defined as natural persons only. 41 
Outside the consumer context, the taxonomic difficulties encountered under the 
Sale of Goods Act 1979 (UK) with respect to both software and digital products 
remain relevant.42 

If digital products are not considered goods, and are not afforded sui generis 
protections as under the Consumer Rights Act 2015 (UK), rights enjoyed by buyers 
and consumers may fall to be determined by the common law. On the facts of a 
particular case, the common law might imply protective terms substantively 
equivalent to those in sales law or consumer law regimes. This view was reached 
by Sir Iain Gildewell in obiter dicta in St Albans City and District Council43 — a 
case involving defective computer software acquired by a local council authority, 
causing financial loss. However, it is important to appreciate that the common 
law’s protection is no substitute for the rights conferred by sales law and consumer 
law. The common law has two fundamental limitations. First, while legislative 
protections apply by operation of law, the common law only implies relevant 
contractual terms in fact. The requirements of the common law are ‘strict’, 44 
including that the term be so obvious that it goes without saying,45 a high threshold 
that will not be met in every case. Second, the common law’s protections are 
afforded by implying terms in contracts of sale. This can be compared to consumer 
law — where there need only be a ‘supply’ of goods. Though the Consumer Rights 
Act 2015 (UK) s 1(1) requires that a supply of goods be by contract, under the 
Australian Consumer Law, supply is defined broadly as including ‘supply 
(including re-supply) by way of sale, lease, hire or hire-purchase’.46 

In sum, the classification of digital products as goods or otherwise matters 
because it stands to affect the rights of buyers and consumers, and the obligations 
of sellers and suppliers. An analysis of this issue matters because it is not entirely 
clear that the law’s existing classification of software would extend to digital 
products in general. On the contrary, there are very real reasons to believe that it 
might not, as analysed in Part IV. 

III The State of Play — Software and the Concept of ‘Goods’ 

It was famously remarked by Lord Steyn that ‘[i]n law context is everything’.47 
The classification of software is not the primary concern of this article, being a 
settled question in the three jurisdictions under consideration. However, the issue is 
still an essential contextual element informing this article’s analysis. 
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For the purposes of this Part’s analysis, the position taken in the Consumer 
Rights Act 2015 (UK) will be put to one side. In Part A, the common law’s 
classification of software is assessed, while in Part B, the impact of legislative 
interventions in Australia and NZ are considered. 

A Software’s Classification at Common Law 

In the UK, Australia and NZ, the question of whether software constitutes ‘goods’ 
under sales law and consumer law is determined by the common law, subject to 
statutory intervention. Five key cases develop the position that software constitutes 
goods when it is embodied in a physical medium, but not when it is software 
simpliciter; that is, software in and of itself. While these cases were all decided in 
the UK and Australia, they likely reflect the position that would have been taken in 
NZ had the issue arisen prior to the legislative interventions addressed in Part B.48 

Though this Part addresses software’s classification at common law, the 
starting point in all three jurisdictions is their Sale of Goods Acts’ definitions of 
‘goods’. In the UK and in Australia, there is still no specific reference to software 
in these definitions. For this reason, the Sale of Goods Act 1979 (UK) and the 
derivative Australian state and territory statutory definitions are a convenient 
starting point. Both define goods on an inclusive basis. The common law then 
applies its definition of goods, where items do not fall within the specifically 
enumerated categories. At common law, goods are understood as choses in 
possession, given that things in action (the common law’s other type of personal 
chattel) are excluded from the statutory definitions. At common law, choses in 
possession are ‘items capable of being the subject of actual possession’.49 That 
goods are tangible and movable items is, therefore, central to the common law’s 
conception of goods — recently described as ‘thinghood’ by Edelman J in the 
Federal Court of Australia.50 

The Sale of Goods Act 1979 (UK) s 61(1) provides that ‘goods’: 
includes all personal chattels other than things in action and money, and in 
Scotland all corporeal moveables except money; and in particular ‘goods’ 
includes emblements, industrial growing crops, and things attached to or 
forming part of the land but which are agreed to be severed before sale or 
under the contract of sale; and includes an undivided share in goods ... 

So far as Australia’s statutory definitions are concerned, the Goods Act 
1958 (Vic) is representative, though slight variations exist in the expression of the 
various state and territory definitions.51 The Goods Act 1958 (Vic) s 3(1), similarly 
to the UK Act, defines ‘goods’ by providing that the term ‘includes all chattels 
personal other than things in action and money’ and that ‘[t]he term includes 
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emblements and things attached to or forming part of the land which are agreed to 
be severed before sale or under the contract of sale’. 

Given that these statutory definitions do not specifically address software, 
courts apply the common law definition of goods as being personal chattels and, 
specifically, choses in possession. In doing so, they differentiate software 
embodied in a physical medium from software that is not. Only the former 
constitutes goods. Software not sold by way of a physical medium is not goods for 
the purposes of the UK and Australian Sale of Goods Acts. 

There are five cases from which this principle is distilled, and which 
provide interesting factual applications of its distinction. The first of these is Toby 
Constructions Products Pty Ltd v Computa Bar (Sales) Pty Ltd,52 which involved 
the sale of ‘a computer system, comprising both hardware and software’ as an 
‘aggregate operative system’.53 As the software was bound up in the hardware, 
there was ‘a sale of tangible chattels, a transfer of identifiable physical property’, 
and the transaction was treated by the New South Wales (‘NSW’) Supreme Court 
as a sale of goods.54 As a result, the implied terms contained in the Sale of Goods 
Act 1923 (NSW) and the Trade Practices Act 1974 (Cth) (as the Competition and 
Consumer Act 2010 (Cth) was then known) applied. 

The second case, St Albans City and District Council,55 was a decision of 
the Court of Appeal of England and Wales. That case involved a transfer of 
software simpliciter. An employee of the seller attended the buyer’s premises and 
installed software onto the buyer’s hardware from a disk, but then took that disk 
away. The disk — the physical medium — was not transferred as part of the 
transaction. While Nourse and Hirst LJJ decided the case upon general contractual 
principles, Sir Iain Gildewell also considered whether there was a sale of goods, 
and concluded there was not. A distinction was drawn ‘between the program and 
the disk carrying the program’; the disk was goods, but the program in and of itself 
was not.56 Sir Iain Gildewell likened a disk containing software to an instruction 
manual containing information about maintaining and repairing a car — incorrect 
instructions in a manual can render the manual (as goods) defective, as can a 
defective program to a disk.57 However, since the disk was not itself transferred to 
the purchaser, there was no transfer of goods.58 For this reason, the terms implied 
by the Sale of Goods Act 1979 (UK) did not apply; though on the facts of the case, 
the Court of Appeal found that an express term of the contract had been breached 
in any event. 

Watford Electronics Ltd v Sanderson CFL Ltd,59 a case of the High Court of 
England and Wales, involved the purchase of a bespoke integrated software system 
along with various items of hardware. Though expressing reservations about the 
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distinction drawn in St Albans City and District Council,60 the Court’s decision 
ultimately turned on a different prerequisite to the application of the Sale of Goods 
Act 1979 (UK) — the requirement of a sale, not satisfied given that the software 
was licensed only.61 

Australia’s Administrative Appeals Tribunal in Re Amlink Technologies Pty 
Ltd and Australian Trade Commission 62  also critiqued Sir Iain Gildewell’s 
distinction.63 Nevertheless, the decision was consistent with that distinction64 when 
it found that events management software distributed via CD-ROM65 was goods.66 
Though this case was decided under the Export Market Development Grants Act 
1997 (Cth), and did not concern the application of sales law or consumer law 
regimes, the classification issue was significant for a different reason. That the 
relevant export grant category was goods (rather than intellectual property or 
know-how) affected the conditions attached to the grant.67 Notwithstanding being 
decided outside the sales law context, sales law jurisprudence was referred to in 
resolving the definitional issue.68 

Software downloaded directly from the internet with no physical medium 
involved at all was addressed by the NSW Supreme Court in Gammasonics 
Institute for Medical Research Pty Ltd v Comrad Medical Systems Pty Ltd.69 While 
reservations were again expressed regarding Sir Iain Gildewell’s distinction,70 that 
distinction was held to represent the current state of the law. Though the Court saw 
some ‘merit’ in adopting a ‘technology-neutral’ approach,71 it held that any change 
to the common law’s position required legislative intervention.72 Since software 
simpliciter was held not to constitute goods, the implied terms under the Sale of 
Goods Act 1923 (NSW) could not apply. The five cases surveyed here establish a 
clear theme of tangibility running through the common law’s position. 

B Software following Statutory Intervention 

Legislative intervention of the kind referred to in Gammasonics has occurred in 
NZ, with respect to its sales law and consumer law. The Sale of Goods Amendment 
Act 2003 (NZ) amended the Sale of Goods Act 1908 (NZ) to expressly confirm that 
computer software constitutes goods. Under the Sale of Goods Act 1908 (NZ) s 
2(1), para (c) of the definition of ‘goods’ now provides that the term includes, ‘to 
avoid doubt, computer software’. Equivalent amendments were made to NZ’s 
consumer law. The Consumer Guarantees Amendment Act 2003 (NZ) amended the 
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Consumer Guarantees Act 1993 (NZ) and in that case, goods also include ‘to avoid 
doubt … computer software’.73 

Legislative intervention has also occurred in Australia, with respect to 
consumer law only. Australia’s sales law maintains the common law position 
described in Part A. This legislative intervention was effected by the 2010 reforms 
to Australia’s consumer law, where the Trade Practices Act 1974 (Cth) became the 
Competition and Consumer Act 2010 (Cth), containing the Australian Consumer 
Law in its sch 2. Pursuant to the definitions provision in the Australian Consumer 
Law s 2(1), para (e) of the definition of goods now includes ‘computer software’ 
(as well as para (g) including ‘any component part of, or accessory to, goods’). 

Before the 2010 reforms, the equivalent provision in the Trade Practices 
Act 1974 (Cth) 74  made no mention of software, so adopted the common law 
position. Case law has recognised the Australian Consumer Law s 2(1) definition 
as a departure from the common law.75 For the purposes of Australia’s consumer 
law, software is now treated as goods irrespective of its form.76 Though this change 
is not addressed in the relevant Explanatory Memorandum,77 and even finds no 
mention at all in one of Australia’s key consumer law texts,78 it is apparent that 
NZ’s 2003 reforms were influential. The literature 79  and also the legislative 
history80 concerning the Australian Consumer Law demonstrate that the legislation, 
as a whole, borrowed heavily from the Consumer Guarantees Act 1993 (NZ). 

Though the UK recognises digital products as a sui generis category under 
the Consumer Rights Act 2015 (UK), like Australia, it has not altered the common 
law position on software under the Sale of Goods Act 1979 (UK). The common law 
position, focusing on tangibility, remains relevant for non-consumer transactions in 
the UK. 

The five cases addressed above, statutory interventions in Australia’s 
consumer law, and legislative amendment to both sales and consumer law in NZ, 
identify when software constitutes goods. What, then, does this tell us about digital 
products in general? Is this purported distinction, really, much ado about nothing? 
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IV Digital Products and Goods — A More Contemporary 
Perspective 

In the 1980s and 1990s, the software-as-goods question was important in and of 
itself. Software was an emerging unit of economic exchange, and was quickly 
growing in both commercial and practical importance, with its classification 
involving a novel question. Today, that question is no longer novel. However, its 
settlement in the UK, Australia and NZ does not directly solve the problem 
addressed by this article — the treatment of digital products, as an overall category 
of products, under sales law and consumer law regimes. 

A Software-as-Goods — An Outmoded Analysis 

The focus of existing analysis on software reflects its genesis in the 1980s. At that 
time, the technological environment was significantly different to that faced by 
modern traders in modern economies. Software was often distributed on 5¼ inch 
or 3½ inch floppy disks. Electronic distribution of software was not a common 
means of commercial software distribution. As a broad generalisation, computers 
(often desktop computers) ran operating systems such as MS-DOS, Windows 3.1 
or Mac System. Through those operating systems they ran software — understood 
in this traditional context as ‘computer programs’. Those programs consisted of, 
and may also have made use of, ‘files’. Understanding what constituted software in 
this environment, at this time, was relatively straightforward. Software was a 
traditional computer program that may or may not have made use of other external 
files to achieve particular user results. A word processor would be seen as 
software; individual document files created pursuant to that software would not. 
Similarly, a mathematical program may generate random numbers — though not 
operating by reference to external files, this kind of computer program would also 
be understood as software. 

This traditional understanding of software is reflected in the 1983 decision of 
Toby Constructions. In that case, Rogers J of the NSW Supreme Court explained: 

A computer is a device designed to accept data, manipulate or process it in 
accordance with instructions, being the programmes, and generate a useful 
output. Both input and output need physical devices such as readers, teletype 
printers, video display tubes and discs. The heart of the computer is the 
central processing unit which performs the actual processing. All these items 
are tangible physical objects. By itself hardware can do nothing. The really 
important part of the system is the software. Programmes are the instructions 
or commands that tell the hardware what to do.81 

The problem with existing software-as-goods analyses is that their frame of 
reference is stuck in the technological and economic environment of the 1980s, which 
no longer reflects modern trading conditions. There are some isolated examples in the 
academic literature taking a broader approach.82 However, analysis of software has 
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‘significantly dominated’ existing thought.83 Most literature addressing software and 
the concept of goods equates software with traditional computer programs, 84  as 
Rogers J did in 1983. While some analysis has assumed the equivalence of software 
and digital products,85 it is not clear that this assumption is valid. 

A recent Australian authority — ACCC v Valve (No 3)86 — illustrates the 
risk identified here; namely, that digital products and software may not necessarily 
be understood as equivalents. In that case, the ACCC alleged that Valve (operator 
of the Steam computer gaming platform) engaged in misleading or deceptive 
conduct contrary to the Australian Consumer Law s 18(1), and made a false or 
misleading representation under the Australian Consumer Law s 29(1)(m), by a 
series of no-refund representations.87  The issues addressed in this article were 
implicated as it was alleged that the no-refund representations were contrary to the 
non-excludable 88  consumer guarantee of acceptable quality in the Australian 
Consumer Law s 54, which applies only to supplies of goods.89 

The Federal Court of Australia held that through the Steam platform, Valve 
did engage in the supply of goods — being computer games. 90  However, in 
reaching that conclusion, Edelman J made the following observations about the 
term ‘computer software’, as it appears in the definition of goods contained in the 
Australian Consumer Law s 2(1): 

Mr Dunkle’s evidence, which I accept, was that computer software is 
instructions or programs that make hardware work. The video games 
provided by Steam required computer software to make them work. The 
material downloaded by consumers included non-executable data such as 
music and html images. Mr Dunkle’s uncontested evidence on this point was 
that this non-executable data was not computer software. But he accepted 
that the computer software made that non-executable data work … As Mr 
Dunkle said, the games consist of software and a number of other assets (eg 
music, images).91 

I do not accept the ACCC’s primary submission that everything that was 
supplied by Valve … was a supply of a good. As I have explained, some 
matters provided were not goods. For instance, the non-executable data 
which accompanied, and was incidental to, the computer software was not a 
good although it is hard to see how it could be decoupled from the computer 
software.92 
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On this view, only executable data constitutes software, and falls within the 
statutorily expanded definition of goods. However, alongside software, a variety of 
other digital products are now commonly traded and are now also economically 
important. While it is clear in the UK, Australia and NZ when software will and 
will not constitute goods, what is not clear is whether other types of digital 
products would be treated the same way. The various types of digital products do 
not form a closed list — the concept itself is hard to define.93 Apps, firmware, 
digital music and electronic books are four examples of commonly traded digital 
products whose classification is not clear, on the law’s current state. 

This article argues that these digital products are sufficiently distinct from 
software to make it not at all obvious that they would be classified the same way. 
Nevertheless, this article argues that they should be. To properly advance a resolution 
of this issue, a more contemporary perspective on existing software-as-goods 
analysis is needed. The frame of reference should be shifted away from (only) 
software, and towards digital products as an overall category of tradeable items. 

B Apps as Digital Products 

Of these other kinds of digital products, the one most closely resembling software 
(as traditionally understood) is the app. It might be thought that apps would be 
identified as software, given that an application is technically defined as the 
software used for a particular role or a particular task that a device performs.94 In 
accordance with the analysis in ACCC v Valve (No 3), an app may be characterised 
as executable data, and therefore software. 95  Nevertheless, there is still the 
potential for perceived differences between apps and traditional computer 
software. Apps are distributed through particular online platforms that differ from 
the distribution channels traditionally used for computer programs. The Apple App 
Store, Google Play and the Windows Store are well-known examples. Apps might 
therefore be seen to occupy a distinct market position. Over 100 billion downloads 
have been reported from the Apple App Store alone.96 These downloads have 
resulted in more than US$30 billion being paid to app developers.97 The possibility 
for the perception of differences between apps and computer programs is also 
evidenced by some products being separately distributed in both forms. For 
example, Microsoft’s Surface tablet was (in its first generation) manufactured in 
both ‘RT’ and ‘Pro’ versions. The Surface RT would only run apps from the 
Windows Store, while the Surface Pro was capable of running both Windows Store 
apps as well as full desktop programs. Microsoft Office 2013 was distributed as an 
app version for the Surface RT, but as a full desktop program for the Surface Pro 
and other personal computer platforms. While, on the one hand, this is the natural 
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consequence of different hardware models running different operating systems, it 
reinforces that apps and traditional computer programs may be understood as 
different, at least from a commercial perspective. 

C Firmware as Digital Products 

Firmware has some similarities to software, being defined as system software held 
in read-only memory.98 Even though an operating system in itself might fit the 
description of a traditional computer program set out in Toby Constructions, and 
would constitute executable data as discussed in ACCC v Valve (No 3), other 
firmware and operating system updates might not. Further, system software itself 
might be thought of as qualitatively different to the kind of software described by 
Rogers J in Toby Constructions. It is not obvious that the conception of software 
which has been the subject of existing analysis would include either apps or 
firmware. 

D Apps and Firmware — Policy and Classification 

When distributed through platforms such as the Apple App Store, Google Play or 
the Windows Store, apps and firmware are, by definition, distributed electronically 
rather than via physical media. Thus, for both, being clear about the definition of 
goods vis-à-vis digital products is important. Policy considerations support both 
apps and firmware being given the same treatment as software in existing 
software-as-goods analysis. This is because both apps and firmware fulfil the same 
functional purposes as traditional programs. It is therefore important to be clear 
that apps and firmware should be treated at law the same way that software 
currently is — whether or not particular sales law or consumer law regimes 
recognise software as goods. While it is not beyond doubt that common law courts 
would hold otherwise, clarity is desirable. It is a commonly held belief that the law 
perpetually plays catch-up with technology,99 and published examples of judges’ 
unfamiliarity with even common technologies are apt to reinforce perceptions of 
this kind.100 

E Digital Music and Electronic Books as Digital Products 

Still other digital products have a much less obvious analogy with software as 
traditionally understood. Two examples assessed here are digital music and 
electronic books. Neither constitutes executable data — with music files 
accompanying computer games being specifically identified as not constituting 
software by Edelman J in ACCC v Valve (No 3).101 Recasting existing analysis 
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away from software and towards digital products in general is even more important 
in these cases. For these digital products, policy considerations also support their 
receiving the same treatment as software. From early and notorious beginnings, 
where both were typically distributed through peer-to-peer file sharing networks 
(largely in infringement of intellectual property rights), both have become big 
(legitimate) industries, and important units of economic exchange. 

F Tax Law — A Policy Exemplar 

Shifting the focus of analysis to the overall category of digital products might also 
promote coherence with developments in other areas of the law. Australia’s tax law 
— specifically, the goods and services tax (‘GST’) — provides an interesting 
policy exemplar addressing digital products as an overall category of products. 

The Australian Government, in its 2015 budget, signalled its intention to 
apply the GST to imported digital products (in addition to those domestically 
supplied) from 1 July 2017.102 The GST is levied through the A New Tax System 
(Goods and Services Tax) Act 1999 (Cth) (‘GST Act’). Following this budget 
announcement, the Australian Government released two versions of an exposure 
draft bill,103 before the Tax and Superannuation Laws Amendment (2016 Measures 
No 1) Bill 2016 (Cth) was passed by both houses of Federal Parliament on 4 May 
2016, receiving Royal Assent the following day. 

The law, as far as possible, should speak a language appropriate to modern 
technological conditions. As the Explanatory Memorandum accompanying the Tax 
and Superannuation Laws Amendment (2016 Measures No 1) Bill 2016 (Cth) 
pointed out, there have been ‘significant changes in Australia and the world’ in the 
15 years since the GST’s introduction.104 While, at that time, cross-border intangible 
supplies ‘were relatively unusual, especially for consumers’, today they ‘form a 
large and growing part of Australian consumption’. 105  Domestically distributed 
digital products have always been subject to GST, though under the GST Act in its 
original form, imported digital products have not. The Tax and Superannuation 
Laws Amendment (2016 Measures No 1) Act 2016 (Cth) changes this so that all 
digital products, regardless of their origin, will become subject to GST. Given this 
vision for Australia’s GST to capture digital products as a category of products, 
precedent does exist for the kind of mindset change urged by this article with 
respect to sales law and consumer law regimes. 

This coherence might ultimately only be achieved in substance, if not in 
form. Interestingly, this law reform does not involve broadening the GST’s 
definition of goods. The GST Act s 195-1 defines ‘goods’ (an exhaustive 
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definition) as ‘any form of tangible personal property’, and the Tax and 
Superannuation Laws Amendment (2016 Measures No 1) Act 2016 (Cth) makes no 
change to this definition. Domestically supplied digital products are taxed on the 
basis that they are supplies of ‘anything other than goods or real property’ under 
the GST Act s 9-25(5). The 2016 amendments secure the taxable status of imported 
digital products by adding a new limb to the existing list of taxable supplies of 
‘anything other than goods or real property’.106 As a matter of form, these changes 
to Australia’s GST regime will therefore result in the offshore supply of digital 
products being taxed specifically because they are not goods for the purposes of 
GST law. As a matter of substance, however, the measure secures the taxable 
status of all digital products — software and otherwise — regardless of origin. As 
summarised by the Explanatory Memorandum, ‘[t]his change results in supplies of 
digital products, such as streaming or downloading of movies, music, apps, games 
and e-books … receiving similar GST treatment whether they are supplied by a 
local or foreign supplier’.107 

G Digital Music and Electronic Books — Policy and Classification 

Digital music and electronic books are two examples of digital products which do 
not have a strong analogy with software, as traditionally understood. Digital music 
and electronic books are both more akin to the external files that these programs 
made use of — or, adopting the perspective taken in ACCC v Valve (No 3), 
non-executable data. Though the NZ Supreme Court in Dixon v R was of the view 
that ‘valuable digital files’ can constitute property, 108  and that there was no 
distinction between data files and software in this respect,109 goods are only one 
kind of property. The conclusion that digital music and electronic books would be 
treated the same way as software, in applying the definition of goods, does not 
necessarily follow. Nevertheless, policy factors support the treatment of digital 
music and electronic books in the same way as software. This is because both 
relate to their historical corporeal equivalents in the same way that software 
simpliciter does. As explained by Marsoof, ‘[b]ut for the lack of tangibility, the 
nature of transactions relating to the sale of digital content is in every sense 
identical to transactions concerning physical goods’.110 

Software simpliciter has a tangible and movable equivalent — software 
distributed through physical media. Similarly, digital music and electronic books 
have tangible and movable equivalents — including compact discs, vinyl records 
and tapes for the former, and hardback books, softcover books, print newspapers 
and print magazines for the latter. Software housed in a tangible medium is clearly 
goods, as are tangible music products and print books.111 It would therefore make 
logical sense for digital music and electronic books to receive the same treatment 
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under sales law and consumer law as software simpliciter, whether that involves 
treating those digital products as goods or not. 

Further, all types of digital products under discussion here are important to 
the modern economy. For example, the International Federation of the 
Phonographic Industry reported that in 2014, digital music distribution reached 
parity with physical format sales for the first time, each representing 46% of global 
industry revenue.112 By way of further example, 2013 saw a particularly auspicious 
milestone reached, with the iTunes store marking its 25 billionth song download.113 
While these considerations do not speak to legal classification per se, they do 
underscore the importance of clarity. Since digital music and electronic books 
would not clearly be identified as programs, they do not fit neatly into the existing 
analysis of software as goods (or otherwise). Recasting the focus of that analysis 
around digital products would ensure that they do. 

H Streaming Services — A Counter-Example 

These kinds of digital products, however, must be contrasted with increasingly 
popular music streaming services114 such as Pandora, Spotify, iTunes Radio and 
Apple Music. Treating digital music the same way as software for the purpose of 
defining goods under sales law regimes will not lead to the (inappropriate) 
application of those regimes to music streaming services. Streaming is a different 
means of accessing digital content as compared to downloading.115 Even if a legal 
system does treat software as goods, and (according to this article’s argument) goes 
on to more broadly treat digital products as goods too, it is in the nature of music 
streaming services that they do not involve a sale.116 Without a sale, there can be 
no application of the UK, Australian or NZ Sale of Goods Acts.117 These platforms 
may still be governed by legislation addressing the supply of services — as 
outlined in Part II, it is not the case that every transaction involving digital 
products must be classified on the basis of a binary choice between goods and non-
goods (and not anything else at all). 

As against this analysis, however, it is interesting to note that the consumer 
protection regimes contained in the Australian Consumer Law and the Consumer 
Guarantees Act 1993 (NZ) require only that there be a supply of goods, rather than 
a sale.118 The concept of supply is broader — defined (on an inclusive basis) by 
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reference to sales, as well as exchanges, leases, hire, and hire-purchase 
arrangements,119 although the Federal Court of Australia in ACCC v Valve (No 3) 
suggested that assessing whether there is a supply of goods should be treated as 
one question, rather than two.120 Nevertheless, in Goldiwood, the Queensland Civil 
and Administrative Tribunal applied Australia’s consumer guarantees regime to 
web-based software.121 As explained by the Tribunal, this kind of supply might not 
only involve an absence of physical media, but ‘it could well be that no software is 
downloaded onto the purchaser’s device at all’.122 

I Interim Conclusion 

Whether or not sales law and consumer law regimes treat software as goods, 
this Part’s analysis supports apps, firmware, digital music and electronic books 
being treated the same way as software. These four types of digital products might 
not be identified as programs in the traditional sense, supporting the argument that 
digital products as an overall category of products should now be the focus of 
ongoing analysis. Maintaining the present focus on software only risks excluding, 
by implication, these other types of digital products from its scope. Whether or not 
digital products constitute goods for the purposes of sales law and consumer law 
regimes stands to meaningfully affect the rights of buyers and consumers, and the 
obligations of sellers and suppliers. So far as legislative intervention has occurred 
in the Australian and NZ contexts, such intervention does not solve the issues 
addressed in this Part. That intervention still only focuses on software. 

V A Break from Tradition — UK Consumer Law as an 
Innovation and a Model for Reform 

On the other hand, recent legislative intervention in the UK represents a break 
from this tradition. The Consumer Rights Act 2015 (UK), introduced in Part II 
above, represents an opportunity for Australian and NZ lawmakers to learn, and 
represents an innovative model for reform. The Act came into force on 1 October 
2015 and does not simply recognise software as constituting goods.123 Instead,  
it breaks the traditional dichotomy of goods and services and recognises digital 
products — termed digital content under the Act — as a third category of 
consumer contract attracting the benefit of its consumer protection provisions.124 

The term ‘digital content’ is defined in the Consumer Rights Act 2015 (UK) 
s 2(9) as ‘data which are produced and supplied in digital form’. Through this 
definition, the Act does not limit its application to software, and unambiguously 
captures the four kinds of digital product addressed in this article. Thus, the 
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Explanatory Notes to the Act point out that ‘[d]igital content may be supplied on a 
tangible medium … for example a DVD or software, on a computer or not, for 
example an e-book or music download’;125 and they go on to note that digital 
content ‘includes software, music, computer games and applications or “apps”’.126 

One of the difficulties encountered with respect to existing software-as-
goods analysis has been identifying how software simpliciter fits into the existing 
goods and services dichotomy.127 While recognising a third category of contract 
under consumer law may not be necessary or even desirable if digital products can 
be effectively accommodated within these traditional categories, 128  given the 
limitations of the common law position analysed in Part III, this framework 
represents an important development in UK consumer law.129 Even so, as explained 
in Part II above, the Consumer Rights Act 2015 (UK) does not completely solve the 
taxonomic issue addressed by this article. Outside of its consumer context, 
difficulties persist under the Sale of Goods Act 1979 (UK). 

Nevertheless, the Consumer Rights Act 2015 (UK) is significant for three 
reasons. First, it is an example of a legal regime embodying the kind of modern 
technological and economic thinking advocated by this article. Rather than adopting 
the half-way solution taken in Australia and NZ, the Consumer Rights Act 2015 
(UK) directly tackles the broader issue of digital products. Second, it represents a 
legal regime from which both Australia and NZ can learn; a regime that is 
innovative and might serve as a model for the reform of our own domestic regimes. 
The protections offered by the Consumer Rights Act 2015 (UK) are already familiar 
to Australian law130 — including that goods be of satisfactory quality,131 that they 
be fit for a particular purpose,132 and that they be as described.133 By recognising 
digital products as a third type of consumer contract, these same protections are 
extended to digital products134 in a way that is entirely compatible with existing 
Australian and NZ consumer protection regimes. 

However, third and most importantly, the very existence of the Consumer 
Rights Act 2015 (UK) pt 1 ch 3 (‘[d]igital content’) is recognition of the fact that in 
modern technological and economic conditions, it is not enough to clarify only the 
classification of software. The Act’s Explanatory Notes identify (in rationalising its 
approach) that ‘it was not clear what, if any, legal rights the consumer has if digital 
content proves defective or fails to live up to the consumer’s expectations’, as ‘it is 
not clear whether digital content would be described as goods, services, or something 
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else’.135 This conclusion was reached on the basis of a report commissioned by the 
UK Department for Business, Innovation and Skills,136 describing ‘much of the legal 
analysis in the decided cases’ as ‘thin’.137 This identified risk was borne out in ACCC 
v Valve (No 3), and its differentiation of executable from non-executable data. 

For the purposes of UK consumer law, we can therefore see a clear 
solution to the problem identified in Part II of this article. In the UK, the supply 
of digital products (and not just software) to consumers will attract the kinds of 
statutory protections that have traditionally been afforded to goods. The 
Consumer Rights Act 2015 (UK) makes clear that, in the case of digital products, 
these rights (and obligations) automatically apply, and that resort to the common 
law rules for implying terms in fact (which will not be satisfied in every single 
case) is not necessary. 

VI Conclusion 

Special legal regimes dealing with sales of goods have existed in common law 
legal systems for over 100 years. More recently, consumer law has introduced non-
excludable protections for consumer transactions concerning goods (and also 
services). Contracts falling within these regimes are subject to rules tailored to 
those contexts. In particular, they automatically imply certain terms and 
protections into goods transactions that are not automatically implied under the 
common law of contract. Where digital products are at issue, the way in which 
they fit (or do not fit) into these regimes will affect the rights of buyers and 
consumers, and the obligations of sellers and suppliers. 

UK, Australian and NZ law have each reached a settled view as to whether 
software constitutes goods. However, these solutions do not address a more 
important question in today’s technological and economic environment — are 
digital products, as a broader category of products, goods for the purposes of sales 
law and consumer law? It is not at all clear that four types of commonly traded 
digital products — apps, firmware, digital music and electronic books — are 
sufficiently identifiable with software to conclude with certainty that they would be 
treated the same way at common law and under statute in these countries. 

This article argues that existing software-as-goods analysis should be recast 
around the broader concept of digital products. This would ensure that it does not 
exclude other digital products from its scope, by implication. This article also 
argues that the Consumer Rights Act 2015 (UK) constitutes an innovative model 
for Australian and NZ law reform. That Act has moved beyond the traditional 
goods and services dichotomy and recognises digital products as a third category 
of case warranting consumer protection. Its very existence evidences the problem 
with which this article is concerned. 
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In this sense, this article’s analysis might be thought of as a tale of three 
jurisdictions. Software’s character as goods (or otherwise) is settled in all three, but 
only the consumer law of one (the UK) has effectively dealt with the rise of digital 
products. 

Debate over software’s classification made contextual sense in the 
technological and economic environment of the 1980s and 1990s. Today, however, 
software is just one of several kinds of digital products that are common and 
important units of economic exchange. What’s in a name? As this article has 
demonstrated, quite a lot. Technology and the economy have moved past the point 
where a focus on software alone can be justified. Ensuring that digital products as 
an overall category of products are the focus of continued analysis will best reflect 
the market of today. 
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TO BOLDLY GO, PART I: DEVELOPING A SPECIFIC LEGAL 
FRAMEWORK FOR ASSESSING THE REGULATION OF 

INTERNATIONAL DATA TRADE UNDER THE CISG

BENJAMIN HAYWARD*

The United Nations Convention on Contracts for the International 
Sale of Goods (‘CISG’) is an international sales law treaty concluded 
in 1980. Given its vintage, the CISG was drafted with traditional 
(physical) goods trade in mind. A significant body of scholarship 
has addressed the CISG’s capacity to govern electronic software 
transactions. However, only limited commentary has explored its 
digital application beyond software per se. This article develops a 
specific legal framework for assessing the CISG’s capacity to regulate 
international trade in non-software data: a framework so far missing 
from existing scholarship. ‘To Boldly Go, Part II’, this article’s 
counterpart, will go on to apply this framework to non-software data 
trade. Collectively, these articles establish that the CISG is capable of 
governing not only software trade (as previously established) but also 
trade in non-software data: a category of trade becoming increasingly 
economically important.

I   INTRODUCTION

Big data. The cloud. Analytics. Artificial intelligence. Machine learning. 
Blockchain. Bitcoin. Smart contracts. Privacy. Bots. Data scraping. Data mining. 
Data visualisation. The Internet of Things.

These words are ubiquitous in commerce,1 and in the mainstream media. But it 
wasn’t always so. Though it’s hard now to imagine a world without it, Apple’s iPhone 

*  Dr Benjamin Hayward is a Senior Lecturer in the Department of Business Law and Taxation, Monash 
Business School, Monash University. The author would like to thank participants at the Department’s 
‘Digital Trade Law and Governance Workshop’ (2 October 2019, Melbourne) and ‘To Boldly Go’ webinar 
(20 October 2020, online) for their helpful comments and questions regarding earlier drafts of this article. 
The author would also like to thank the Department’s International Trade and International Commercial 
Law research group for hosting both events. Convention accession statistics given in this article are 
current as at 28 July 2021.

1 See, eg, Dan Svantesson, ‘Data Localisation Trends and Challenges: Considerations for the Review of 
the Privacy Guidelines’ (Digital Economy Papers No 301, Organisation for Economic Co-operation and 
Development, December 2020) 7 (‘Data Trends’).
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did not exist 15 years ago.2 And given the vastly different economic and technological 
circumstances surrounding the drafters of the United Nations Convention on 
Contracts for the International Sale of Goods (‘CISG’)3 in 1980, none of these 
concepts could have been within their contemplation.4 Even computer software’s 
significance, at the time, ‘was recognised by only a few farsighted individuals’.5

Nevertheless, according to the business community, the future of commerce is 
digital. The following exchange between Gabriel Petrus (‘GP’)6 and Tim Conley 
(‘TC’)7 on the International Chamber of Commerce’s (‘ICC’) Trading Thoughts 
podcast illustrates this point of view:

GP: One of the key projects that we are now discussing is how chambers are going 
into the 4.0 revolution … [I]t’s really important to prepare them and build capacity 
for chambers of commerce to go into the digital world. So this is our greatest 
challenge right now … [T]his is the top priority.
TC: There’s been a rise of protectionism and populism around the world. It appears 
as if multilateralism is in retreat these days. Given this, how is ICC pushing forward 
to break down barriers and provide businesses with access to new markets?
GP: [W]e have a clear strategy for that, and the answer is technology. We do want 
to use new technologies to counterbalance the rise of protectionism … We have 
also partnered with ITC [the International Trade Centre] for the implementation of 
the Global Trade Helpdesk, which simplified market research. So we are actually 
unlocking market opportunities there not being explored by companies because they 
don’t have access to data. So we are … using technology to provide companies more 
data, more transparency, and more international trade and more prosperity for all.

2 Todd Haselton, ‘The iPhone Went on Sale 10 Years Ago Today: Here’s How Far It’s Come’, CNBC 
(online, 29 June 2017) <https://www.cnbc.com/2017/06/29/iphone-10th-anniversary.html>. At the time 
of its launch, the iPhone did not yet feature the Apple App Store: Steven Winkelman, ‘Appy Birthday: 
A Brief History of the App Store’s First 10 Years’, Digitaltrends (online, 10 July 2018) <https://www.
digitaltrends.com/news/apple-app-store-turns-10/>.

3 United Nations Convention on Contracts for the International Sale of Goods, opened for signature 11 
April 1980, 1489 UNTS 3 (entered into force 1 January 1988) (‘CISG’).

4 It is routinely observed, for example, that software transactions were not: Thomas Neumann, ‘Dominant 
Control: A Proposal for the Classification of International Transactions of Modern Software’ (2017) 21(2) 
Vindobona Journal of International Commercial Law and Arbitration 109, 114, 127; Sarah Green and 
Djakhongir Saidov, ‘Software as Goods’ [2007] (March) Journal of Business Law 161, 162, 178; Frank 
Diedrich, ‘The CISG and Computer Software Revisited’ (2002) 6 Vindobona Journal of International 
Commercial Law and Arbitration, Supplement 55, 55 (‘Revisited’); Trevor Cox, ‘Chaos Versus 
Uniformity: The Divergent Views of Software in the International Community’ [2000] (3) Business 
Law International 359, 360. Regarding electronic contracting and smart contracts: Christina Ramberg, 
‘CISG Advisory Council Opinion No 1: Electronic Communications under the CISG’ in Ingeborg 
Schwenzer (ed), The CISG Advisory Council Opinions (Eleven International Publishing, 2017) 15, 16 
[11.1] (‘Opinion 1’); Anna Duke, ‘What Does the CISG Have to Say about Smart Contracts? A Legal 
Analysis’ (2019) 20(1) Chicago Journal of International Law 141, 158–9, 170. Regarding data exchange: 
Hans Markus Wulf, UN-Kaufrecht und eCommerce: Problembereiche bei der Anwendung des Wiener 
Übereinkommens auf Internet-Verträge (Peter Lang, 2003) 17, 40. See also Edgardo Muñoz, ‘Software 
Technology in CISG Contracts’ (2019) 24(2) Uniform Law Review 281, 282, 290.

5 David Fairlie, ‘A Commentary on Issues Arising under Articles 1 to 6 of the CISG (with Special Reference 
to the Position in Australia)’ in Singapore International Arbitration Centre (ed), Celebrating Success: 25 
Years United Nations Convention on Contracts for the International Sale of Goods (2006) 39, 44.

6 Deputy Director, ICC Membership and Services, International Chamber of Commerce.
7 Global Communications Officer, International Chamber of Commerce.
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TC: … [T]he future of business is clearly changing. The future brick and mortar and 
Ma and Pa shops appear clearly dead.8

What does any of this have to do with an international sales law treaty drafted 
the same year as the launch of Commodore’s VIC-20, Sinclair’s ZX80, the 
World Wide Web’s predecessor, and the world’s first microcomputer hard drive?9 
Potentially, quite a lot. While some authorities consider that the passage of time now 
warrants the CISG’s replacement,10 others consider it remains highly relevant in a 
digitised world:11 ‘blooming as a modern international treaty capable of evolving 
to meet continuing advances in technology’.12 Despite some dated technological 
references in its text,13 the CISG’s broadly-framed contract formation rules support 
electronic contracting,14 and possibly also smart contracts.15 Though CISG article 

8 ‘Trading Thoughts with Gabriel Petrus of ICC’s World Chambers Federation’, Trading Thoughts 
(International Chamber of Commerce, 3 May 2020) 0:03:04–0:06:05 <https://soundcloud.com/
iccwbo/chambers-of-commerce-in-the-21st-century>. See also ‘The Importance of Branding to Digital 
Transformation’, The Allen & Overy Podcast (Allen & Overy, 16 April 2020) 0:15:05–0:15:40 <https://
allenovery.podbean.com/e/the-importance-of-branding-to-digital-transformation/> (‘Branding’).

9 ‘Timeline of Computer History’, Computer History Museum (Web Page, 2021) <https://www.
computerhistory.org/timeline/1980/>.

10 See generally Leandro Tripodi, Towards a New CISG: The Prospective Convention on the International 
Sale of Goods and Services (Brill Publishing, 2015). See also Jacqueline Mowbray, ‘The Application 
of the United Nations Convention on Contracts for the International Sale of Goods to E-commerce 
Transactions: The Implications for Asia’ (2003) 7(1) Vindobona Journal of International Commercial 
Law and Arbitration 121, 146–7, 150; Marcus G Larson, ‘Applying Uniform Sales Law to International 
Software Transactions: The Use of the CISG, Its Shortcomings, and a Comparative Look at How the 
Proposed UCC Article 2B Would Remedy Them’ (1997) 5 (Spring) Tulane Journal of International and 
Comparative Law 445, 486–8.

11 Mirjam Eggen, ‘Digitale Inhalte unter dem CISG: Eine Rundschau über Herausforderungen und mögliche 
Lösungen’ (2017) 17(6) Internationales Handelsrecht 229, 237.

12 Muñoz (n 4) 301.
13 CISG (n 3) art 13: ‘telegram and telex’; CISG (n 3) art 20(1): ‘telegram or letter’, ‘telephone, telex or 

other means of instantaneous communication’; ibid 291.
14 CISG (n 3) art 11; Ramberg, ‘Opinion 1’ (n 4) 16 [11.1]; Ulrich G Schroeter, ‘Der digitale Binnenmarkt 

für Europa und das UN-Kaufrecht’ (2016) 115(2) Zeitschrift für Vergleichende Rechtswissenschaft 270, 
279, 285–6; Ingeborg Schwenzer and Florian Mohs, ‘Old Habits Die Hard: Traditional Contract Formation 
in a Modern World’ (2006) 6(6) Internationales Handelsrecht 239, 239; Renaud Sorieul, ‘The United 
Nations Convention on Contracts for the International Sale of Goods (CISG) as a Set of Uniform Rules for 
Electronic Commerce’ [2000] (3) Business Law International 380, 383. See, eg, ALAKart Kft v Pizzul SrL, 
Tribunale di Trieste [District Court of Trieste], 2640/2016, 17 June 2019, [10] [tr Caterina Luzzi Conti et 
al] <https://cisg-online.org/files/cases/13098/translationFile/5184_38656440.pdf>. See also United Nations 
Commission on International Trade Law, Report of the Working Group on Electronic Commerce on Its 
Thirty-Eighth Session, 38th sess, Agenda Item 6, UN Doc A/CN.9/484 (24 April 2001) 4 [8], 19 [95] (‘Report 
of the Working Group’); Luca G Castellani, ‘The Electronic CISG That Already Is: UNCITRAL Texts on 
Electronic Contracting’ in Ingeborg Schwenzer and Lisa Spagnolo (eds), The Electronic CISG: 7th MAA 
Schlechtriem CISG Conference (Eleven International Publishing, 2017) 41, 42–3, 50–5 (‘Electronic CISG’); 
Muñoz (n 4) 282, 290–3; Anjanette H Raymond and J Benjamin Lambert, ‘Technology, E-commerce and 
the Emerging Harmonization: The Growing Body of International Instruments Facilitating E-commerce 
and the Continuing Need to Encourage Wide Adoption’ (2014) 17(1) International Trade and Business Law 
Review 419, 424–5. Electronic contracting was said to be ‘a relatively new phenomenon’ even 17 years after 
the CISG’s conclusion: Larson (n 10) 485.

15 Duke (n 4) 159–60, 163–76; Benjamin Hayward, Lisa Spagnolo and Drossos Stamboulakis, Submission 
to the Law Commission of England and Wales, Call for Evidence on Smart Contracts (29 March 2021) 
12 <https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3822806>; Emir Bayramoğlu, ‘A Legal 
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11 recognises freedom of form as a general rule, CISG article 13’s understanding 
of ‘writing’ is ‘flexible enough to … include e-mail and other electronic means of 
communication’.16 In addition, it is now widely accepted that electronic software 
constitutes ‘goods’ under the CISG,17 even if the exact contours of its application 
to software transactions remain unsettled.18 Software has indeed been the focus of 
existing analyses addressing intangibles trade under the CISG.19 Those analyses 
have been exercises in its interpretation.20

But just as we find ourselves living in a post-truth era,21 we now also live in 
a post-software world. Software emerged as an independent object of commerce 
following IBM’s separation of hardware and software in the late 1980s.22 Persisting 
with software-focused analysis, today, is an exercise grounded in that 1980s world 
view.23 The very word ‘software’ carries with it particular connotations derived 
from that period: it is suggestive of traditional desktop computer programs, 
represented by executable files.24 Software is still very much a ‘big-league 

Analysis on CISG’s Scope of Application from Smart Contracts’ Perspective’, Turkish Law Blog (Blog 
Post, 20 January 2020) <https://turkishlawblog.com/read/article/193/a-legal-analysis-on-cisg-s-scope-of-
application-from-smart-contracts-perspective>.

16 United Nations Commission on International Trade Law, UNCITRAL Digest of Case Law on the United 
Nations Convention on Contracts for the International Sale of Goods (2016) 76 [1] (‘Digest’). See Cour 
de Cassation [Egyptian Court of Cassation], No 979 for Judicial Year 73, 11 April 2006 <https://iicl.law.
pace.edu/cisg/case/egypt-april-11-2006-court-cassation>. Note that free registration is required to access 
case law on the Pace Law Albert H Kritzer CISG Database. See also United Nations Commission on 
International Trade Law, Report of the Working Group (n 14) 23–4 [123]; Wulf (n 4) 135–42; Schroeter (n 
14) 286–7; Sorieul (n 14) 383–5.

17 Ingeborg Schwenzer and Pascal Hachem, ‘Article 1’ in Ingeborg Schwenzer (ed), Schlechtriem & 
Schwenzer: Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford 
University Press, 4th ed, 2016) 27, 34–5 [18] (‘Article 1’); Neumann (n 4) 110, 112, 127. See, eg, 
Corporate Web Solutions v Dutch Company and Vendorlink BV, Rechtbank Midden-Nederland [Central 
Netherlands Court], No C/16/364668, 25 March 2015 <https://www.uncitral.org/clout/clout/data/nld/
clout_case_1586_250315.html>. Not all authorities agree: Clayton P Gillette and Steven D Walt, The 
UN Convention on Contracts for the International Sale of Goods: Theory and Practice (Cambridge 
University Press, 2nd ed, 2016) 49–55; Hiroo Sono, ‘The Applicability of the CISG to Software Sales 
Transactions’ in Camilla B Andersen and Ulrich G Schroeter (eds), Sharing International Commercial 
Law across National Boundaries: Festschrift for Albert H Kritzer on the Occasion of His Eightieth 
Birthday (Wildy, Simmonds & Hill Publishing, 2008) 512, 520–1. In response: Muñoz (n 4) 286–7.

18 See generally Neumann (n 4).
19 Eggen (n 11) 230. Literature addressing intangibles (including non-software data) more broadly has been 

the exception, rather than the rule: see, eg, Wulf (n 4) 37; Hansjörg Friedrich Schmitt, Intangible Goods 
als Leistungsgegenstand internationaler Online-Kaufverträge (Peter Lang, 2003) 1–2, 13–26.

20 Larson (n 10) 458.
21 Nick Enfield, ‘We’re in a Post-Truth World with Eroding Trust and Accountability: It Can’t End Well’, 

The Guardian (online, 17 November 2017) <https://www.theguardian.com/commentisfree/2017/nov/17/
were-in-a-post-truth-world-with-eroding-trust-and-accountability-it-cant-end-well>.

22 Dushica Atanasovska, ‘L’applicabilità della Convenzione di Vienna sulla Vendita Internazionale di Beni 
alle Transazioni aventi ad oggetto Software: Vendita o Licenza?’ (2016) 5(2) Ricerche Giuridiche 321, 
321.

23 See Benjamin Hayward, ‘What’s in a Name: Software, Digital Products, and the Sale of Goods’ (2016) 
38(4) Sydney Law Review 441, 452–4 (‘What’s in a Name?’).

24 Ibid; Australian Competition and Consumer Commission v Valve Corp [No 3] (2016) 337 ALR 647, 
676–7 [138]–[139], 679–80 [156] (Edelman J): regarding Australia’s non-harmonised sales and consumer 
laws.
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business’.25 However, a range of other digital products (that might not be thought 
of as constituting software in this traditional sense) are now commonly traded in 
what is a ‘relatively new market’:26 including apps, firmware, digital music, and 
ebooks.27 All of this trade is effected via the same digital unit: data. It is no longer 
the case that only tangible products, or only software in the intangible space, is 
traded online.28 As long ago as 1994, it was noted that ‘[m]ore than perhaps any 
other commodity, data must be allowed to move without barriers in order to allow 
the world economy to grow in the most efficient manner possible’.29 Cross-border 
data transactions raise challenging private law (contract law) issues, as well as the 
data protection and privacy issues that we are perhaps more familiar with from our 
everyday lives.30 Contracts are ‘the safest way to exploit data’, given the limitations 
of intellectual property laws.31 Contract law is the focus of my analysis, which is 
relevant to Australia (as a CISG member)32 and each of the other 93 Contracting 
States that have adopted the CISG.33

In this article, I assess the CISG’s potential application to international data 
trade. I propose a specific legal framework for determining whether the CISG is 
capable of governing such trade. This framework is missing from the emerging body 
of existing CISG-data scholarship. Nevertheless, developing such a framework  
is essential in order to properly test this aspect of the CISG’s subject matter scope. 

25 Neumann (n 4) 110.
26 ‘Maximising Value from Data: Data Governance and Data Monetisation’, The Allen & Overy Podcast 

(Allen & Overy, 28 January 2020) 0:13:43–0:13:46 <https://allenovery.podbean.com/e/maximising-value-
from-data-data-governance-and-data-monetisation/> (‘Maximising Value from Data’).

27 Hayward, ‘What’s in a Name?’ (n 23) 454. See also Sarah Green, ‘Sales Law and Digitised Material’ 
in Djakhongir Saidov (ed), Research Handbook on International and Comparative Sale of Goods Law 
(Edward Elgar Publishing, 2019) 78, 78–9.

28 Cf Melissa de Zwart, ‘Electronic Commerce: Promises, Problems and Proposals’ (1998) 21(2) University 
of New South Wales Law Journal 305, 306 (‘Electronic Commerce’).

29 Charles von Simson, ‘Feist or Famine: American Database Copyright as an Economic Model for the 
European Union’ (1994) 20(3) Brooklyn Journal of International Law 729, 768.

30 Leon Trakman, Robert Walters and Bruno Zeller, ‘Trade in Personal Data: Extending International Legal 
Mechanisms to Facilitate Transnational Trade in Personal Data?’ (2020) 6(2) European Data Protection 
Law Review 243, 244; Dan Jerker B Svantesson, ‘The Regulation of Cross-Border Data Flows’ (2011) 
1(3) International Data Privacy Law 180, 180. Cf ‘EP61 Catayst: Exploring Opportunities’, Catalyst 
(Herbert Smith Freehills, 23 September 2020) 0:45:32–0:46:08 <https://www.herbertsmithfreehills.com/
latest-thinking/catalyst-podcast-series> (‘Exploring Opportunities’).

31 ‘Maximising Value from Data’ (n 26) 0:05:50–0:06:16, 0:09:12–0:09:22.
32 Australia acceded to the CISG on 17 March 1988: ‘Status of Treaties: United Nations Convention on 

Contracts for the International Sale of Goods’, United Nations Treaty Collection (Web Page, 28 July 
2021) <https://treaties.un.org/Pages/ViewDetails.aspx?src=IND&mtdsg_no=X-10&chapter=10&clang=_
en> (‘Status of Convention on Contracts’). The CISG came into force in Australia on 1 April 1989: CISG 
(n 3) art 99(2). The CISG is given local legislative force via state and territory implementing Acts, and 
also via the Australian Consumer Law: Sale of Goods (Vienna Convention) Act 1987 (ACT) s 5; Sale of 
Goods (Vienna Convention) Act 1987 (NI) s 5; Sale of Goods (Vienna Convention) Act 1986 (NSW) s 5; 
Sale of Goods (Vienna Convention) Act 1987 (NT) s 5; Sale of Goods (Vienna Convention) Act 1986 (Qld) 
s 5; Sale of Goods (Vienna Convention) Act 1986 (SA) s 4; Sale of Goods (Vienna Convention) Act 1987 
(Tas) s 5; Goods Act 1958 (Vic) s 86; Sale of Goods (Vienna Convention) Act 1986 (WA) s 5; Competition 
and Consumer Act 2010 (Cth) sch 2 s 68.

33 ‘Status of Convention on Contracts’ (n 32).
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In my counterpart article, ‘To Boldly Go, Part II’, I will then apply this framework. 
On the basis of a rigorous interpretation of the CISG’s text, and its application 
provisions in particular, it will be demonstrated that data trade is capable of being 
regulated by the CISG.

This article begins, in Part II, by critiquing the narrow focus of existing CISG-
software analyses. Part II also identifies the limited extent to which existing 
scholarship addresses the CISG’s application to data trade. Part II’s analysis 
discloses the absence, in these authorities, of a specific analytic framework for 
assessing the CISG’s capacity to regulate data trade. This is the gap in the literature 
that this article seeks to fill.

Part III analyses why the CISG’s potential application to data trade is important, 
from both practical and policy perspectives. It asks the question: why should the 
CISG govern data trade? The significant legal and commercial issues at stake 
justify this article’s development of its specific legal framework. Parts IV–VII 
then establish this framework with reference to (and via careful interpretations 
of) CISG article 1(1)’s ‘goods’ criterion, CISG article 1(1)’s ‘sale’ criterion, and 
CISG article 3’s rules on mixed contracts. Part VIII then concludes, ahead of my 
framework being applied in ‘To Boldly Go, Part II’.

Collectively, this article and its counterpart conclude that the CISG can govern 
international data trade. This conclusion has not yet been properly justified, via 
a rigorous interpretation of the CISG’s text, in the limited CISG-data literature 
published to date. Data thus emerges as the CISG’s next (though probably not 
final) frontier: allowing it to boldly go where no existing case law34 (but where 
much international trade) has gone before.35 This fresh understanding of the 
CISG’s subject matter scope stands to benefit merchants, their trading activities, 
their advisers, and the broader economies within which they operate.

Before proceeding to my analysis, it is necessary to make a final introductory 
comment concerning my citation style. Since only limited existing scholarship 
addresses the CISG’s potential application to data trade, many of the authorities 
that I cite in this article are instead situated in the software context, or address the 
CISG’s interpretation in a more general sense. I would ordinarily acknowledge the 
different contexts of these sources in my footnotes via use of the ‘cf’ introductory 
signal, explanatory text (such as ‘in the software context’), or both. Given the large 
number of citations that would be affected by these qualifications, however, I have 
chosen not to do so as a matter of practicality.

34 At the time of writing, searching the CISG-online database’s case law collection for decisions involving 
‘data’ in the ‘[g]oods as per contract’ field returns zero results: ‘Search for Cases’, CISG-Online (Web 
Page, 2021) <http://www.cisg-online.org/search-for-cases>.

35 Having borrowed these phrases from the iconic Star Trek science fiction franchise, I note the irony that 
Lieutenant Commander Data is one of its characters.
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II   THE PROBLEM STATED: THE CISG, SOFTWARE,  
AND DATA TRADE

Software has been the focus of existing analyses addressing the CISG’s 
application to intangibles. Given the commercial realities of contemporary data 
trade, that focus is now unnecessarily limiting.

At first glance, this issue might appear to be a mere matter of terminology. 
After all, isn’t software made up of data? Some CISG-software scholarship takes 
this view, broadly defining its usage of the term ‘software’. For example:

• Muñoz defines software as ‘programs and other operating information 
used by a computer’.36

• Atanasovska refers to software as comprising not only PC programs and 
operating systems, but also other ‘digital information’ including music, 
movies, and games.37

• Sono also considers the term to include ‘not only those computer programs 
which run on traditional personal computers, such as operating system (OS) 
software, application software (eg, word processors and spreadsheets), but 
also other “digital information” such as music, movies, and games recorded 
on CDs, DVDs or those traded online’.38

Other scholarship takes an approach that is similar in substance, extending 
existing CISG-software analyses beyond software per se by analogy. Fakes, for 
example, adverts to the question of whether the CISG applies to database transactions, 
and suggests that this ‘will depend on a variety of circumstances that are sometimes 
similar to those which are important to an analysis of the Convention’s application 
to software’.39 Neumann similarly refers to artificial intelligence, blockchain 
applications, and digital platforms as examples of ‘modern software’.40

That this issue is not merely terminological, however, is confirmed by other 
literature which assumes that software constitutes executable computer programs 
only.41 A significant problem thus emerges in properly analysing the CISG’s 

36 Muñoz (n 4) 282 n 1.
37 Atanasovska (n 22) 322.
38 Sono (n 17) 512–13.
39 Arthur Fakes, ‘The Application of the United Nations Convention on Contracts for the International Sale 

of Goods to Computer, Software, and Database Transactions’ (1990) 3(4) Software Law Journal 559, 586.
40 Neumann (n 4) 111–12.
41 See, eg, Green and Saidov (n 4) 161: defining software as ‘collections of instructions and data (also 

referred to as programs), that allow computers to operate’; Larson (n 10) 457: employing the term ‘virtual 
good’, but only as a means of classifying software (referred to elsewhere in the article as programs); 
Frank Diedrich, ‘Maintaining Uniformity in International Uniform Law via Autonomous Interpretation: 
Software Contracts and the CISG’ (1996) 8(2) Pace International Law Review 303, 304 (‘Maintaining 
Uniformity’): referring to problems deriving from ‘transborder data exchanges’, but treating software as 
constituting ‘computer program[s]’. See also Gillette and Walt (n 17) 49, 51: referring at first to ‘the sale 
of information technology, such as computer software’ and ‘software or internet transaction[s]’, and then 
‘virtual goods’, but addressing only software in substance; Christopher Kee, ‘Rethinking the Common 
Law Definition of Goods’ in Andrea Büchler and Markus Müller-Chen (eds), Private Law: National – 
Global – Comparative (Intersentia, 2011) 925, 930–1: differentiating ebooks from ‘computer software’.
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digital scope. At best, it can be said that determining whether or not digital assets 
other than traditional computer programs fall within the CISG’s scope is a matter 
requiring further analysis.42

Although the authorities identified above treat the software concept as having 
various widths, they all still use that software label. If one seeks out literature 
moving beyond the software concept, only limited examples emerge. Commentary 
by Mistelis makes brief reference to ‘digital goods’, citing only one source: a 
German language article by Eggen, described by that commentary as a ‘significant 
scholarly opinion’.43 Mistelis’ commentary suggests that the CISG’s application 
to ‘digital goods’ is a ‘particular modern legal challenge’, but does not seek to 
resolve it.44 Eggen’s work identifies image, text, music, and video files as examples 
of non-software digital goods, and describes the CISG’s application to these 
items as uncertain.45 In a one-page (also German language) assessment, Schroeter 
differentiates ‘digital content’ (including apps) from software as traditionally 
understood: suggesting that the CISG may apply to digital content, but that it may 
not contain optimal rules.46 In another brief review, a 2001 report of the United 
Nations Commission on International Trade Law’s Working Group on Electronic 
Commerce suggested that the CISG may not apply to ‘virtual goods’, offering their 
intangibility as the reason for reaching this conclusion.47 One year earlier, Sorieul 
had left that same question open.48

The tide, however, appears to be slowly changing. Green has recently 
undertaken a detailed theoretical assessment of ‘digitised material’ and its fit 
within the scope of sales laws: though in a general sense, and not specifically 
in relation to the CISG.49 The most recent (7th) edition of the German language 
Schlechtriem, Schwenzer and Schroeter commentary contains an annex to its CISG 
article 1 chapter, authored by Hachem, specifically addressing data trade.50 That 
work is also limited: it does not define its understanding of data, it focuses in some 
instances on personal and raw data in particular,51 and it explicitly assumes that 
the CISG’s extension to data trade follows from its already-established application 

42 Benjamin Hayward and Patricia Perlen, ‘The CISG in Australia: The Jigsaw Puzzle That Doesn’t Quite 
Fit’ (2011) 15(1) Vindobona Journal of International Commercial Law and Arbitration 119, 142.

43 Loukas Mistelis, ‘Article 1’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN 
Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 
2018) 21, 32 [38] (‘Article 1’). See Eggen (n 11).

44 Mistelis, ‘Article 1’ (n 43) 28 [25].
45 Eggen (n 11) 230–1.
46 Schroeter (n 14) 289.
47 United Nations Commission on International Trade Law, Report of the Working Group (n 14) 4 [8], 22 

[114]–[115].
48 Sorieul (n 14) 382, 387.
49 Green (n 27).
50 Pascal Hachem, ‘Anhang zu Art. 1: CISG und Datenhandel’ in Peter Schlechtriem, Ingeborg Schwenzer 

and Ulrich Schroeter (eds), Kommentar Zum UN-Kaufrecht (CISG) (CH Beck, 7th ed, 2019) 78. I 
understand that a corresponding annex will be added to the Kommentar Zum UN-Kaufrecht (CISG)’s next 
English language edition.

51 See, eg, ibid 81 [11], 82 [12], 82–3 [15], 85–6 [27]–[28], 86–7 [32]–[35], 88 [38]–[39]. Cf at 85 [25].
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to software52 (as does an analysis undertaken by Wulf in 2003).53 A relatively 
detailed analysis of the CISG’s application to intangible goods (including, but not 
limited to, software) was undertaken by Schmitt, also in 2003, and was grounded 
in grammatical, systematic, and historical interpretations of the CISG.54 Most 
recently, Trakman, Walters and Zeller have addressed the CISG’s application to 
data as a mechanism to facilitate transnational trade in (and also as a means to 
protect) personal data.55 This work is limited, too: it focuses on personal data,56 
and lacks a rigorous interpretative basis for treating the CISG’s scope as including 
data trade.57 Though the tide is changing, the limitations of this emerging body 
of CISG-data scholarship demonstrate that the tide has not yet reached its high-
water line. Given that there are important qualitative differences between software 
and other forms of data (a matter which will be explored in detail below), and 
given the inescapable need to ground the CISG’s application to any commercial 
subject matter in an interpretation of its text, the time is ripe for this article’s fresh 
approach. A specific legal framework for assessing the CISG’s capacity to regulate 
data trade is required.

In order to reconcile my own analysis against existing CISG-software 
scholarship, I differentiate two types of trade in this article (and in ‘To Boldly Go, 
Part II’): software trade, and trade in non-software data. In line with traditional 
understandings of the term, and consistently with its usage in some of the CISG-
software scholarship referred to above, I define software as traditional executable 
computer programs only. For the purposes of my analysis, and acknowledging that 
this view is not universally accepted, I treat the CISG’s application to electronic 
software trade as being settled. Non-software data, the focus of this article, 
encompasses all types of digital products other than software: including, but not 
limited to, media files (audio, video, image, and document), apps, and raw data.58 
The overall concept of digital products is hard to define,59 and there is no closed list 
of the types of non-software data.60 This article will therefore analyse media files, 
apps, and raw data (including personal data) by way of example.

52 Ibid 81 [10]. See also at 83 [16], 88–9 [40].
53 Wulf (n 4) 42–55.
54 Schmitt (n 19) 28–41.
55 Trakman, Walters and Zeller (n 30).
56 Ibid 245.
57 Ibid 247, 249–51, 253–6. See especially at 258.
58 Itself including personal data, a significant subject matter in the digital economy: Morgan A Corley, 

‘The Need for an International Convention on Data Privacy: Taking a Cue from the CISG’ (2016) 41(2) 
Brooklyn Journal of International Law 721, 721–2, 724.

59 Clarice Marinho Martins de Castro, Chris Reed and Ruy de Queiroz, ‘Digital Content and Cloud-Based 
Contracts in Brazil and the European Union’ (2016) 24(1) International Journal of Law and Information 
Technology 99, 103.

60 Hayward, ‘What’s in a Name?’ (n 23) 454.
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III   THE IMPORTANCE OF THE CISG’S POTENTIAL 
APPLICATION TO DATA TRADE: PRACTICAL AND POLICY 

IMPLICATIONS

Part II explained that investigating the CISG’s capacity to regulate non-software 
data trade is not merely a matter of terminology. This Part will demonstrate that it 
is also not just an interesting academic exercise. This issue is important for both 
practical and policy reasons. Those reasons, going to the matter of whether non-
software data trade should be captured by the CISG, are addressed in turn below.

A   Practical Perspectives on the CISG’s Potential Application to  
Non-software Data Trade

Starting with matters of practicality, data trade’s magnitude and its nuances, 
the legal implications of the CISG’s application to data, and the CISG’s status 
as an existing legal instrument are addressed here. The potential macro-level 
implications of the CISG’s extension to non-software data trade is also a relevant 
consideration.

1   The Magnitude of Data Trade
If software is ‘big-league business’,61 data trade is necessarily bigger business 

again. This follows from the definitions of software and non-software data that I 
have adopted in Part II above. While all software is data, not all data is software. 
Digital assets (adopting, for a moment, Green’s terminology) are now ‘hardly 
unusual, uncommon or of little value; in fact, quite the opposite is true’.62 In turn, 
data exchange is said to be ‘the lifeblood of the globalised society in which people 
live’.63 The magnitude of data trade demonstrates the importance of analysing the 
CISG’s potential application to non-software data.

Against a broader context where over 40 billion gigabytes of mobile traffic 
is generated every month,64 taking even a small number of specific examples of 
data trade’s magnitude firmly illustrates this point. Social media enterprises are 
renowned for using customer data ‘to make money’.65 The Apple App Store, a 
platform returned to in Part VI, had a cumulative total of 180 billion app downloads 

61 Neumann (n 4) 110.
62 Green (n 27) 93–4. See also Hachem (n 50) 78 [1]; Trakman, Walters and Zeller (n 30) 246.
63 Svantesson, ‘Data Trends’ (n 1) 6.
64 ‘Helping In-House Counsel Master Digital: Internet of Things’, Straight Talking from Hogan Lovells 

(Hogan Lovells, 17 July 2020) 0:01:20–0:01:25 <https://hlstraighttalks.podbean.com/e/helping-in-house-
counsel-master-digital-%E2%80%93-internet-of-things/>.

65 ‘A Simple Guide to What’s Going on at Cambridge Analytica’, BBC (online, 5 April 2018) <https://www.
bbc.co.uk/newsround/43474502>. See also Jeffrey Ritter and Anna Mayer, ‘Regulating Data as Property: 
A New Construct for Moving Forward’ (2017) 16(1) Duke Law and Technology Review 220, 222–3; 
Corley (n 58) 721–2, 724; Justice Michael Kirby, ‘Legal Aspects of Transborder Data Flows’ (1991) 11(2) 
Computer/Law Journal 233, 236.
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as of June 2017.66 In 2014, the music industry ‘derived the same proportion of 
revenues from digital channels (46%) as physical format sales (46%)’ for the first 
time in history.67 And broader business digitalisation intiatives now create ‘vast 
amounts of data’68 that ‘is valuable as a commodity’ and that may be sold ‘as 
a product to interested parties’.69 This data might be used, for example, for the 
purposes of targeted advertising.70

Anecdotal evidence suggests that significant amounts of the data used by 
business tends to be obtained from third parties.71 Putting to one side CISG article 
2(a)’s consumer contracts exclusion, significant business-to-business commercial 
activity therefore surrounds non-software data: so much so that data is often 
referred to as the new oil.72 Despite its ‘substantial pedigree’,73 CISG-software 
analyses have fallen behind the times: they are ‘now part of a larger problem’74 
which also encompasses the non-software data trade analysed in this article.

2   The Nuances of Data Trade
Persisting with existing CISG-software analyses also risks implying, either 

intentionally or unintentionally, that data other than traditional executable computer 

66 ‘Cumulative Number of Apps Downloaded from the Apple App Store from July 2008 to June 2017 (in 
Billions)’, Statista (Web Page, 6 July 2021) <https://www.statista.com/statistics/263794/number-of-
downloads-from-the-apple-app-store/>.

67 International Federation of the Phonographic Industry, ‘IFPI Digital Music Report 2015: Charting the 
Path to Sustainable Growth’ (Report, 2015) 6.

68 ‘EP40 COVID-19: Digitalise to Survive and Thrive (Australia)’, Catalyst (Herbert Smith Freehills, 3 June 
2020) 0:06:44–0:06:54 <https://www.herbertsmithfreehills.com/latest-thinking/catalyst-podcast-series>. 
See also ‘Maximising Value from Data’ (n 26) 0:01:07–0:01:53.

69 Trakman, Walters and Zeller (n 30) 244. See also ‘Government Access to Personal Data Held by the 
Private Sector: Statement by the OECD Committee on Digital Economy Policy’, OECD (Web Page) 
<http://www.oecd.org/digital/trusted-government-access-personal-data-private-sector.htm>; ‘Fintech in 
Focus: Digital Identity’, The Freshfields Podcast (Freshfields Bruckhaus Deringer, 23 September 2020) 
0:04:17–0:04:43 <https://www.freshfields.com/en-gb/our-thinking/campaigns/digital/digital-podcast-
series/fintech-in-focus-digital-identity/> (‘Digital Identity’); ‘Maximising Value from Data’ (n 26) 
0:00:30–0:00:43.

70 ‘Branding’ (n 8) 0:16:31–0:20:20.
71 ‘Data Ethics: Navigating the Spirit of the Law’, The Allen & Overy Podcast (Allen & Overy, 9 October 

2019) 0:14:14–0:14:35 <https://allenovery.podbean.com/e/podcast-data-ethics-navigating-the-spirit-of-
the-law/>. See also ‘Maximising Value from Data’ (n 26) 0:03:22–0:03:36.

72 Ajay Agrawal, Joshua Gans and Avi Goldfarb, Prediction Machines: The Simple Economics of Artificial 
Intelligence (Harvard Business Review Press, 2018) 43; Trakman, Walters and Zeller (n 30) 243. See 
also ‘Exploring Opportunities’ (n 30) 0:44:56–0:46:08; ‘Digital Identity’ (n 69) 0:04:17–0:04:43; ‘The 
Impact of COVID-19 on Digital Transformation and the Importance of Continued Innovation’, DLA 
Piper TechLaw Podcast Series (DLA Piper, 22 September 2020) 0:06:28–0:07:08 <https://soundcloud.
com/user-70946062/the-impact-of-covid-19-on-digital-transformation-and-the-importance-of-continued-
innovation> (‘Continued Innovation’); ‘A Turning Point for Tech: Global Survey on Digital Regulation’, 
Straight Talking from Hogan Lovells (Hogan Lovells, 6 November 2019) 0:06:39–0:06:55 <https://
hlstraighttalks.podbean.com/e/a-turning-point-for-tech-global-survey-on-digital-regulation/>. As GfK 
(a market research company) has described, data is its ‘widget’: ‘What’s Next? GfK and the Digitized 
Consumer Experience’, Straight Talking from Hogan Lovells (Hogan Lovells, 23 May 2018) 0:01:47–
0:02:32 <https://hlstraighttalks.podbean.com/e/whats-next-gfk-and-the-digitized-consumer-experience/>. 
Cf Svantesson, ‘Data Trends’ (n 1) 13.

73 Green (n 27) 79.
74 Hayward, ‘What’s in a Name?’ (n 23) 443.
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programs falls outside of its scope. Specifically assessing the CISG’s capacity to 
govern non-software data trade is therefore important, given the nuances of data 
trade.

Software and non-software data are two types of data, as identified above. 
They are both commonly commercially traded. Nevertheless, non-software data 
is qualitatively different to software. It does not consist of executable files. And in 
some cases, unlike software, non-software data is not functional in and of itself.75 
Media files and raw data, for example, require things to be done to them by software 
or by apps in order to be useful.76

Taken alongside existing CISG-software scholarship, my analysis has the 
potential to act as a technology-neutral unifying theory.77 Any lingering doubts 
as to whether non-software data trade falls within the CISG’s scope78 stand to be 
removed.

3   The Legal Implications of the CISG’s Application to Non-software  
Data Trade

Anecdotal evidence suggests that the CISG is often excluded in the ‘tech 
industry’.79 One empirical study even found that there was a ‘consistent failure’ 
to specifically choose the CISG as a governing law for software transactions.80 
Notwithstanding such evidence, the legal implications of the CISG’s presumptive 
application to non-software data trade arguably stand to generate real practical 
benefits.

Identifying the law governing an international data transaction ‘can radically 
change the remedies or viability of the parties’ claims in a dispute’.81 Indeed, the 
ability to enforce rights and obligations is a key commercial consideration in 
relation to both physical and digital goods trade.82 The CISG’s harmonised rules 
seek to promote cross-border trade in traditional goods,83 and they have that very 
same potential in the digital sphere. This is particularly important in the context 
of the ‘relatively new market’ for non-software data, where companies may be 
‘operating on unfamiliar ground, and often embarking on … negotiations or 

75 Wulf (n 4) 51; Schmitt (n 19) 19–20.
76 In this regard, raw data is similar to raw materials: Hachem (n 50) 82 [12].
77 Cf Castellani, ‘Electronic CISG’ (n 14) 44–5.
78 See, eg, Hayward and Perlen (n 42) 142.
79 Ana Coimbra Trigo, ‘Choice of Law and Arbitration in International Contracts: A Roundtable 

with Stakeholders’, Kluwer Arbitration Blog (Blog Post, 16 May 2019) <http://arbitrationblog.
kluwerarbitration.com/2019/05/16/choice-of-law-and-arbitration-in-international-contracts-a-roundtable-
with-stakeholders/>. See, eg, Multiactive Software Inc v Advanced Service Solutions Inc [2003] BCSC 
643, [4] <http://www.cisg-online.org/files/cases/8268/fullTextFile/2353_21267522.pdf>.

80 John F Coyle, ‘The Role of the CISG in US Contract Practice: An Empirical Study’ (2016) 38(1) University 
of Pennsylvania Journal of International Law 195, 222–3 (‘US Contract Practice’). See also at 223 n 86.

81 Richard Raysman et al, ALM, Intellectual Property Licensing: Forms and Analysis (online at 2020) §2.01 
[1.b.i]. See also Gillette and Walt (n 17) 50; ‘Maximising Value from Data’ (n 26) 0:07:33–0:08:50.

82 Asia Society Australia, ‘Leading the Way in Digital Trade: Part B’ (YouTube, 20 November 2020) 
0:33:42–0:34:53 <https://www.youtube.com/watch?v=P3SwvrkIT4c> (‘Part B’).

83 CISG (n 3) Preamble para 3.
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preliminary discussions without a clear view of the value associated with data’: 
the CISG could help these companies to instead be ‘well prepared’.84

While analysing the CISG’s potential application to smart contracts, Duke 
recently argued that ‘without an international legal framework, legal ambiguities 
surrounding smart contracts may discourage entrepreneurs from developing 
this technology and thereby deter increasing trade flows and enhancing trade 
efficiency’.85 In the software context, Primak went so far as to argue that the CISG 
‘should be applied wherever it may positively affect international commercial 
transactions and enhance the development of international commercial law as it 
applies to software’.86 More generally, the existence of fragmentary rules addressing 
digital trade is recognised as not only adding to business costs, but also adversely 
affecting competition, innovation, and firm growth.87 If a proper interpretation of 
the CISG supports its application to non-software data trade, that conclusion will 
‘contribute to the removal of legal barriers in international trade and promote the 
development of international trade’.88 This would be particularly true for small 
and medium enterprises (‘SMEs’), for whom digitalised trade presents particular 
challenges.89 SMEs in particular are seen as standing to benefit from the CISG and 
its associated ‘opportunity to perform international trade on already established 
grounds with already developed trade customs, but without the obstacles presented 
by the risk of having to deal with a different legal system, foreign litigation, 
increased costs, and lack of information’.90

Should the CISG presumptively govern non-software data trade, CISG article 
6 would preserve merchants’ rights to opt-out, in favour of an otherwise applicable 
non-harmonised state law. Despite the bad reputation sometimes attached to 
CISG opt-outs, they are not objectionable in themselves, provided that they are 
not ‘standardized’.91 Party autonomy is actually an essential component of the 
CISG’s regulatory framework, given its commercial law context.92 Should the 
CISG be confirmed as constituting a default legal regime for cross-border data 
trade, merchants would be able to make governing law decisions in their individual 

84 ‘Maximising Value from Data’ (n 26) 0:13:35–0:14:21.
85 Duke (n 4) 145.
86 L Scott Primak, ‘Computer Software: Should the UN Convention on Contracts for the International Sale 

of Goods Apply?’ (1991) 11(2) Computer/Law Journal 197, 214.
87 Asia Society Australia, ‘Leading the Way in Digital Trade: Part A’ (YouTube, 19 November 2020) 

0:31:14–0:32:03 <https://www.youtube.com/watch?v=Sp_TCCZXQfI> (‘Part A’).
88 CISG (n 3) Preamble para 3.
89 Asia Society Australia, ‘Part B’ (n 82) 0:19:03–0:20:03.
90 Silvia E Nikolova, ‘UK’s Ratification of the CISG: An Old Debate or a New Hope for the Economy of 

the UK on its Way Out of the Recession’ (2012) 3(3) Pace International Law Review Online Companion 
69, 79. See also Mark Walter, ‘The CISG and Cross-Border Access to Commercial Justice’ (2019) 38(1) 
Journal of Law and Commerce 155, 156; Petra Butler, ‘The CISG as the Tool for Successful MSME 
Participation in Global Trade’ (2019) 38(1) Journal of Law and Commerce 207, 237–8.

91 Ingeborg Schwenzer and Pascal Hachem, ‘Article 6’ in Ingeborg Schwenzer (ed), Schlechtriem & 
Schwenzer: Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford 
University Press, 4th ed, 2016) 101, 106 [11].

92 Luca G Castellani, ‘Foreword’ in Ingeborg Schwenzer and Lisa Spagnolo (eds), State of Play: The 3rd 
Annual MAA Schlechtriem CISG Conference (Eleven International Publishing, 2012) vii, ix (‘Foreword’).
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contracts against that background, based on their own particular needs.93 Expecting 
them to do so, and expecting them to exclude the CISG where they genuinely 
deem this to be appropriate, is not burdensome. The transaction costs of excluding 
the CISG are low as ‘the form required for an effective opt-out clause is generally 
well known’.94 Opt-outs do not necessarily undermine uniformity, either. In some 
cases, the opposite might be true. Data suppliers may, for example, wish to select a 
consistent governing law for their commercial and consumer data sales:95 the latter 
being excluded from the scope of the CISG by article 2(a).

4   The CISG’s Status as an Existing Legal Instrument
International data traders stand to benefit from the CISG’s ready-made and 

already-widely-adopted private law framework.96 That the CISG presumptively 
captures ‘more than 80 per cent’ of the world’s traditional goods trade97 is indicative 
of its potential digital reach. At the time of writing, the CISG boasts 94 Contracting 
States,98 including Australia and nearly all of the world’s other major trading 

93 Chief Justice Sundaresh Menon, ‘Roadmaps for the Transnational Convergence of Commercial Law: 
Lessons Learnt from the CISG’ (Speech, 35th Anniversary of the Convention on Contracts for the 
International Sale of Goods, 23 April 2015) 19–20 [21].

94 Lisa Spagnolo, CISG Exclusion and Legal Efficiency (Kluwer Law International, 2014) 98. Cf Harry M 
Flechtner, ‘The Past, Present and Future of the CISG (and Other Uniform Commercial Law Initiatives)’ 
(2019) 38(1) Journal of Law and Commerce 35, 38.

95 Cox (n 4) 364.
96 H Van Houtte, ‘The Convention on the International Sale of Goods (1980): 20 Years’ [2000] (3) 

Business Law International 357, 357–8. Cf Tribunal Cantonal du Valais [Cantonal Court of Valais], 
21 October 1994 reported in [1994] 28 Revue Valaisanne de Jurisprudence 312, discussed in United 
Nations Commission on International Trade Law, Case Law on UNCITRAL Texts (CLOUT), UN Doc 
A/CN/9/SER/C/ABSTRACTS/14 (30 January 1998) 8 <https://www.uncitral.org/clout/clout/data/che/
clout_case_198_leg-1087.html>: declining to apply the CISG, in the software context, on the basis of its 
temporal application.

97 Ingeborg Schwenzer, ‘Introduction’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 
Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 
4th ed, 2016) 1, 1 (‘Introduction’). See also Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas, 
‘Introduction to the CISG’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN 
Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 
2018) 1, 1 [1]. According to Ingeborg Schwenzer and Christopher Kee, ‘International Sales Law: The 
Actual Practice’ (2011) 29(3) Penn State International Law Review 425, 428 n 19, the 80% figure: 

is arrived at by taking the contribution of the export values of CISG member states as a percentage of 
the world’s fifty leading exporters as reported by the WTO … Typically conflicts-of-law rules lead to the 
application of the law of the seller’s place of business, and thus it is appropriate to specifically consider 
figures relating to exporters.

98 ‘Status of Convention on Contracts’ (n 32). This figure is subject to one caveat, concerning the United 
States’ and Israel’s positions regarding Palestine: Secretary-General, United Nations Convention on 
Contracts for the International Sale of Goods: United States of America Communication, Depositary 
Notification, UN Doc C.N.177.2018.TREATIES-X.10 (4 April 2018) <https://treaties.un.org/doc/
Publication/CN/2018/CN.177.2018-Eng.pdf>; Secretary-General, United Nations Convention on 
Contracts for the International Sale of Goods: Israel Communication, Depositary Notification, UN 
DocC.N.181.2018.TREATIES-X.10 (4 April 2018) <https://treaties.un.org/doc/Publication/CN/2018/
CN.181.2018-Eng.pdf>.
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nations.99 This figure approaches half of the United Nations’ overall membership,100 
and represents more than half of the take-up of the Convention on the Recognition 
and Enforcement of Foreign Arbitral Awards (‘New York Convention’):101 itself 
‘perhaps … the most effective instance of international legislation in the entire 
history of commercial law’,102 and the only commercial law treaty to have ‘bested’ 
the CISG.103 Even this statistic must be placed in its temporal context, however, 
given that the CISG postdates the New York Convention. The rate of the CISG’s 
uptake by States is impressive,104 as is evidenced by comparing accessions to the 
two instruments across ten-year blocks.105

The CISG’s geographic and economic reaches confirm the practical importance 
of assessing its application to non-software data trade. Importantly, the CISG’s 
‘worldwide acceptance’106 was not achieved overnight.107 The CISG initially entered 
into force in just 11 States,108 its finalised text reflects decades of prior work,109 and 
estimates place its preparation costs at approximately USD6 million.110 While bespoke 

99 The United Kingdom and India being notable exceptions: Kröll, Mistelis and Perales Viscasillas (n 97) 1 
[1].

100 Currently 193 States: ‘Growth in United Nations Membership’, United Nations (Web Page) <https://
www.un.org/en/about-us/growth-in-un-membership>.

101 Convention on the Recognition and Enforcement of Foreign Arbitral Awards, opened for signature 
10 June 1958, 330 UNTS 3 (entered into force 7 June 1959) (‘New York Convention’). See ‘Status 
of Treaties: Convention on the Recognition and Enforcement of Foreign Arbitral Awards’, United 
Nations Treaty Collection (Web Page, 28 July 2021) <https://treaties.un.org/Pages/ViewDetails.
aspx?src=TREATY&mtdsg_no=XXII-1&chapter=22&clang=_en>.

102 Michael Mustill, ‘Arbitration: History and Background’ (1989) 6(2) Journal of International Arbitration 
43, 49.

103 Michael Bridge, ‘An Overview of the CISG and an Introduction to the Debate about the Future 
Convention’ (2013) 58(4) Villanova Law Review 487, 487. See also Nikolova (n 90) 78.

104 João Ribeiro, ‘Foreword’ in Ingeborg Schwenzer and Lisa Spagnolo (eds), Growing the CISG: 6th MAA 
Schlechtriem CISG Conference (Eleven International Publishing, 2016) ix, x (‘Foreword’). See also Trigo 
(n 79).

105 In the first 10 years after its conclusion, the CISG attracted 23 accessions; the second decade 33; the 
third 18; and the fourth 19. The New York Convention’s equivalent figures are 33, 18, 22, and 42. The 
CISG thus attracted significantly more accessions than the New York Convention their second respective 
decades, but vice versa in their fourth. See also Nikolova (n 90) 78.

106 Schwenzer, ‘Introduction’ (n 97) 1.
107 Michael Bridge, ‘CISG Advisory Council Declaration No 1: The CISG and Regional Harmonization’ in 

Ingeborg Schwenzer (ed), The CISG Advisory Council Opinions (Eleven International Publishing, 2017) 
671, 671–2 [1] (‘Declaration 1’).

108 Eric E Bergsten, ‘Thirty-Five Years of the United Nations Convention on Contracts for the International 
Sale of Goods: Expectations and Deliveries’ in United Nations Commission on International Trade Law 
(ed), Thirty-Five Years of Uniform Sales Law: Trends and Perspectives (United Nations, 2015) 7, 7.

109 Peter Schlechtriem, ‘Requirements of Application and Sphere of Applicability of the CISG’ (2005) 36(4) 
Victoria University of Wellington Law Review 781, 781 (‘Requirements of Application’). The ‘first step’ is 
traceable back to 1928: Schwenzer, ‘Introduction’ (n 97) 1. See also Larson (n 10) 487.

110 Ribeiro, ‘Foreword’ (n 104) ix; Gerold Herrmann, ‘The Role of UNCITRAL’ in Ian Fletcher, Loukas 
Mistelis and Marise Cremona (eds), Foundations and Perspectives of International Trade Law (Sweet 
& Maxwell, 2001) 28, 33 [2–023]; Renaud Sorieul, Emma Hatcher and Cyril Emery, ‘Possible Future 
Work by UNCITRAL in the Field of Contract Law: Preliminary Thoughts from the Secretariat’ (2013) 
58(4) Villanova Law Review 491, 499. It is understood that this estimate accounts for typical UNCITRAL 
meeting costs. On this basis, it would still not include States’ own costs of participating in the treaty-
making process, nor the costs of the antecedent activities (including prior UNIDROIT initiatives) upon 
which the CISG was built.
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data trade regulation has its attractions,111 developing an instrument specific to data 
but with equivalent standing to the CISG would take significant time, would involve 
significant costs, and may be hindered by a diversity of existing approaches,112 as well 
as by the digital economy’s rapid pace of change.113 In the meantime, commercial 
actors have a genuine interest in supporting their trading activities via converging 
business and legal practices,114 and digital trade is really just one aspect of the world’s 
overall economic activity (rather than being a separate economy that necessarily 
requires its own separate rules).115 Services laws are also an inadequate substitute. 
There is currently no international services convention that is equivalent to the 
CISG.116 On the other hand, the CISG is capable of governing contracts that have 
both goods and services elements.117 This aspect of the CISG’s operation is analysed, 
in the non-software data context, in Part VII below.

5   The Potential Macro-Level Implications of the CISG’s Application to 
Non-software Data Trade

Interpreting the CISG as governing non-software data trade may drive 
practical benefits at the macro level, too. Innovative application of the CISG to 
what are now routine commercial data transactions may help promote its use 
(and its internationally-minded interpretation) in countries, like Australia, that 
currently have chequered CISG histories.118 Given CISG article 7(1)’s autonomous 
interpretation rule, and its directive to pursue uniformity in the CISG’s application, 

111 Schroeter (n 14) 289; Sorieul (n 14) 382, 387. See also Green and Saidov (n 4) 181; Cox (n 4) 364; 
Larson (n 10) 487–8. Cf Lyria Bennett Moses, ‘Adapting the Law to Technological Change: A 
Comparison of Common Law and Legislation’ (2003) 26(2) University of New South Wales Law Journal 
394, 401, 411.

112 Sorieul, Hatcher and Emery (n 110) 499; Van Houtte (n 96) 358. Interestingly, the process underpinning 
the CISG’s development has been proposed as a model for ‘an international convention on the collection, 
transfer, and processing of personal data’: Corley (n 58) 725. See generally at 766–79.

113 Asia Society Australia, ‘Part A’ (n 87) 0:05:41–0:06:05.
114 Camilla Baasch Andersen, ‘A New Challenge for Commercial Practitioners: Making the Most of Shared 

Laws and Their “Jurisconsultorium”’ (2015) 38(3) University of New South Wales Law Journal 911, 918 
(‘A New Challenge’).

115 Asia Society Australia, ‘Part A’ (n 87) 0:33:51–0:34:46.
116 Calls have been made for the development of such an instrument: Tripodi (n 10) 141. See also United 

Nations Commission on International Trade Law Secretariat, Possible Future Work in the Area of 
International Contract Law: Proposal by Switzerland on Possible Future Work by UNCITRAL in the Area 
of International Contract Law, UN GAOR, 45th sess, UN Doc A/CN.9/758 (8 May 2012) annex [VI] 
(‘Possible Future Work’); Bridge, ‘Declaration 1’ (n 107) 673 [6]; Ingeborg Schwenzer, ‘Who Needs a 
Uniform Contract Law, and Why?’ (2013) 58(4) Villanova Law Review 723, 728–30.

117 Ingeborg Schwenzer, Julian Ranetunge and Fernando Tafur, ‘Service Contracts and the CISG’ (2019) 10 
Indian Journal of International Economic Law 172, 172–3.

118 See generally Andrea Anastasi, Benjamin Hayward and Stephanie Peta Brown, ‘An Internationalist 
Approach to Interpreting Private International Law: Arbitration and Sales Law in Australia’ (2020) 44(1) 
Melbourne University Law Review 1, 35–44; Benjamin Hayward, ‘CISG as the Applicable Law: The 
Curious Case of Australia’ in Poomintr Sooksripaisarnkit and Sai Ramani Garimella (eds), Contracts for 
the International Sale of Goods: A Multidisciplinary Perspective (Sweet & Maxwell, 2019) 167 (‘CISG 
as the Applicable Law’); Lisa Spagnolo, ‘The Last Outpost: Automatic CISG Opt Outs, Misapplications 
and the Costs of Ignoring the Vienna Sales Convention for Australian Lawyers’ (2009) 10(1) Melbourne 
Journal of International Law 141.
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all Contracting States benefit when CISG practices and jurisprudence improve in 
particular jurisdictions. For ‘better or worse’, Australia (and other States like it) 
‘[help] shape the world’s overall track record of CISG successes and failures’.119

B   Policy Perspectives on the CISG’s Potential Application to  
Non-software Data Trade

Applying the CISG to non-software data trade is also consistent with its 
underlying policy objectives. Here, considerations arise regarding the legitimacy 
of progressive CISG interpretations, the benefits of broadly interpreting CISG 
article 1(1)’s goods criterion, and the CISG’s overall evolution as an instrument of 
international commercial law.

This consistency with the CISG’s policy objectives does not in itself show 
that the CISG actually governs non-software data trade. Nor do the practical 
perspectives addressed in Part III(A) above. They do, however, provide important 
context for the decisive treaty interpretation exercise undertaken in Parts IV–VII 
below, and in ‘To Boldly Go, Part II’.

1   The Legitimacy of Progressive CISG Interpretations, and the Benefits of 
Broadly Interpreting CISG Article 1(1)’s Goods Criterion

Progressive CISG interpretations can threaten its uniform application, given 
the absence of an international-level final instance court of appeal for sales law 
disputes.120 Nevertheless, as an instrument playing ‘an important role in governing 
international sales’, the CISG ‘is not exempted from the need to address new 
situations created by technology improvements’.121 As far back as 1991, it was 
observed that transnational software exchange ‘affects individuals, businesses, 
nation states and the world community as a whole’.122 This observation applies 
with even more force today, regarding non-software data trade.

As explored in Part V, scholarly analysis generally advocates a broad reading 
of CISG article 1(1)’s goods criterion. One commentator even advocates reading 
that term ‘as widely as possible’ in order to pay due deference to the CISG’s French 
language version, and to facilitate its application to ‘new developments such as the 
invention and creation of merchandise not yet known to the drafters’.123 Broadly 
interpreting CISG article 1(1)’s goods criterion is considered to be consistent with 
the CISG’s ‘intentions and goals’, its ‘underlying concepts’, and the desirability of 
securing ‘legal certainty through uniform rules’.124 It is also arguably consistent with 

119 Hayward, ‘CISG as the Applicable Law’ (n 118) 169 [10.03].
120 Olaf Meyer, ‘Constructive Interpretation: Applying the CISG in the 21st Century’ in André Janssen and 

Olaf Meyer (eds), CISG Methodology (Sellier European Law Publishers, 2009) 319, 321.
121 Muñoz (n 4) 282.
122 Primak (n 86) 197.
123 Peter Schlechtriem, ‘Article 1’ in Peter Schlechtriem and Ingeborg Schwenzer (eds), Commentary on 

the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 2nd ed, 2005) 
23, 28–9 [21] (‘Article 1’). Pursuant to the CISG’s witness clause, its Arabic, Chinese, English, French, 
Russian and Spanish texts ‘are equally authentic’.

124 Diedrich, ‘Revisited’ (n 4) 61–2. Contra Gillette and Walt (n 17) 52.
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the limited exclusions contained in CISG article 2, which indirectly help define CISG 
article 1(1)’s goods criterion,125 and which do not refer to software or data.

The CISG’s harmonising potential has been taken into account by scholarship 
addressing software126 and smart contracts.127 From a policy perspective, it is 
relevant that the CISG is ‘helpful law’.128 Some empirical evidence even discloses 
a tendency for commercial parties to exclude the CISG in contracts where it 
would not otherwise have actually applied.129 While the CISG’s application to non-
software data trade must ultimately be grounded in its interpretation, this evidence 
is suggestive (at least in some jurisdictions)130 of a fluid commercial understanding 
of its scope.

Still, a contrary view grounded in public international law considerations also 
exists. According to Meyer, a more conservative approach should be taken to 
interpreting the CISG’s application provisions in particular:

To some extent, the provisions concerning the scope of the CISG (Art 1-6 CISG) 
also reflect international law. They do not directly regulate the rights and obligations 
of the parties to the contract but primarily determine the extent to which the states 
involved are prepared to forego the application of their national law on sales in 
favour of the uniform law. Art 1-6 CISG are therefore of fundamental importance 
because they ensure the lawfulness of the Convention’s application … This suggests 
the need to be cautious when adopting a constructive interpretation in relation to the 
scope of the Convention. The [state] parties must be able to rely on the statements 
contained in Art 1-6 CISG. Any surprising application of the Convention (e.g. under 
the cover of a progressive development of the law) may contradict the reasonable 
expectations of the parties.131

Meyer goes on to argue that since ‘the Convention is sufficiently flexible to 
cope with most new developments … there is no need to adopt a particularly 
liberal interpretation of its wording’.132

These cautions are a useful reminder that the reasonable expectations of both 
commercial parties and Contracting States must be kept in mind when interpreting 
the CISG’s application provisions.133 States have rights and responsibilities, too, 
with respect to the CISG: it constitutes an instrument of public international law 

125 Schwenzer and Hachem, ‘Article 1’ (n 17) 33–4 [16]; Ingeborg Schwenzer and Pascal Hachem, ‘Article 
2’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: Commentary on the UN Convention on the 
International Sale of Goods (CISG) (Oxford University Press, 4th ed, 2016) 47, 48 [3] (‘Article 2’).

126 Green and Saidov (n 4) 161–2; Cox (n 4) 362; Larson (n 10) 452; Diedrich, ‘Maintaining Uniformity’ (n 
41) 304–5. Cf Michael D Scott, ‘Contemporary Issues in Domestic Transactions for Computer Goods and 
Services’ (1990) 3(4) Software Law Journal 615, 615–16, 634–5: curiously recommending exclusion of 
the CISG, whilst at the same time identifying the practical problems faced by computer goods/services 
traders dealing across markets and using a ‘standard’ contract tailored to a particular legal system. For a 
more cautious approach: see Sono (n 17) 525–6.

127 See Duke (n 4).
128 Fakes (n 39) 582.
129 Coyle, ‘US Contract Practice’ (n 80) 216–20. See, eg, Traxys Europe SA v Balaji Coke Industry Pvt Ltd 

[No 2] (2012) 201 FCR 535, 539 [14] (Foster J).
130 Cf John F Coyle, ‘The Role of the CISG in Canadian Contract Practice: An Empirical Study’ (2019) 38(1) 

Journal of Law and Commerce 65, 68.
131 Meyer (n 120) 329–30.
132 Ibid 342. See also Joseph Lookofsky, ‘Not Running Wild with the CISG’ (2011) 29(2) Journal of Law and 

Commerce 141, 144.
133 Sorieul, Hatcher and Emery (n 110) 491–2.
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which binds them as a matter of international law. Still, my argument concerning 
non-software data is less of a ‘progressive development of the law’,134 and more of 
an incremental (but still important) interpretative advance on the CISG’s existing 
accommodation of electronic software trade. My analysis is therefore consistent 
with giving the CISG ‘a cautious, responsible interpretation … to prevent new 
legal dissipation because of shortsighted, nationalistic approaches’.135

Although the proposition is endorsed by one authority, as noted above, my 
analysis does not rest on giving CISG article 1(1)’s goods criterion its widest 
possible interpretation. My analysis is, however, grounded in CISG articles 7(1) 
and 7(2)’s interpretation and gap-filling rules. These are provisions that States 
necessarily agree to, via their accession to the CISG.136 It is these rules which 
provide for the CISG’s modernisation via interpretation.137 The argument that I 
advance here, and in ‘To Boldly Go, Part II’, thus respects the CISG’s dual private 
and public law characters.138

2   The CISG’s Overall Evolution
Interpreting the CISG’s scope as including non-software data trade is also 

consistent with the CISG’s overall evolution as an instrument of international 
commercial law.

The CISG requires goods to be fit for their purposes.139 There is, therefore, a 
certain irony in the fact that the CISG has itself been repurposed in many different 
ways over the past 40 years. The CISG has been exposed to numerous mould-
breaking usages: it has inspired domestic law reform, the development of other 
international instruments, contract drafting practices, expanded understandings of 
what now constitutes internationally accepted trade law,140 and teaching programs 
for merchants in developing countries.141

134 Meyer (n 120) 330.
135 Diedrich, ‘Maintaining Uniformity’ (n 41) 338.
136 CISG (n 3) art 98.
137 Neumann (n 4) 113. These rules provide the foundation for the CISG’s dynamic interpretation: Ben 

Köhler, ‘For an Independent Development of the CISG beyond Article 7(2): A Stocktake and a Proposal’ 
in Zlatan Meškić et al (eds), Balkan Yearbook of European and International Law 2020 (Springer, 2021) 
3, 4, 6–12, 16–18; Michael P Van Alstine, ‘Dynamic Treaty Interpretation’ (1998) 146(3) University of 
Pennsylvania Law Review 687.

138 Cf Hayward and Perlen (n 42) 120–6.
139 CISG (n 3) arts 35(2)(a)–(b).
140 Camilla B Andersen, ‘Breaking the Mould of Scope: Unusual Usage of the CISG’ (2012) 16(2) 

Vindobona Journal of International Commercial Law and Arbitration 145, 147–59. See also Ingeborg 
Schwenzer, Pascal Hachem and Christopher Kee, Global Sales and Contract Law (Oxford University 
Press, 2012) 37–8 [3.21]; Nevena Jevremović, ‘CISG and Contracting Practice: Facilitating Negotiation 
of Contract Terms’ (2019) 38(1) Journal of Law and Commerce 189, 189–91; Marco Torsello, ‘Sales Law 
beyond Sales Contracts: Applicability and Applications of the CISG to Non-sales Transactions (the Case 
of Countertrade and Barter Transactions)’ (2019) 38(1) Journal of Law and Commerce 273, 293–4; Vjosa 
Osmani-Sadriu, ‘Domestication of the CISG: Examples from a Few Jurisdictions’ (2019) 38(1) Journal 
of Law and Commerce 387, 388–9; Petra Butler, ‘The Use of the CISG in Domestic Law’ (2011) 15(1) 
Vindobona Journal of International Commercial Law and Arbitration 15, 16–32.

141 United Nations Commission on International Trade Law Secretariat, Possible Future Work (n 116) annex 
[III]. See also Janet C Checkley, ‘The Role of the CISG and International Legal Education: A Model for 
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The CISG has evolved in significant interpretative respects, too. Many 
authorities now consider that the non-physical aspects of traditional goods 
(including their ethical dimensions) are capable of breaching the CISG’s conformity 
requirements.142 This position is particularly adaptive given that ‘the Convention 
was designed decades before the movement that today is directed to contemplate 
ethical contractual standards’.143 It is also notable, given this article’s focus on 
non-software data, that the the CISG has a particular affinity with arbitration.144 
Arbitration, in turn, is empirically confirmed as being an important dispute 
resolution mechanism in the technology, media, and telecoms fields.145

While ‘technical progress’ does present challenges for the CISG’s application,146 
that progress also sets the scene for practical and policy-based opportunities 
concerning its subject matter scope, as this Part has demonstrated.

Future Promotion of the CISG’ (2019) 38(1) Journal of Law and Commerce 407, 422–5.
142 Peter Huber and Alastair Mullis, The CISG: A New Textbook for Students and Practitioners (Sellier 

European Law Publishers, 2007) 132; Ingeborg Schwenzer, ‘Article 35’ in Ingeborg Schwenzer (ed), 
Schlechtriem & Schwenzer: Commentary on the UN Convention on the International Sale of Goods 
(CISG) (Oxford University Press, 4th ed, 2016) 591, 596–7 [9]–[10], 600–2 [15], 606–7 [21]; Stefan 
Kröll, ‘Article 35’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN Convention on 
Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 2018) 485, 489 
[12], 492–3 [24]–[25], 501–2 [56], [59]–[61], 505 [76], 513 [103]; Paulo Nalin, ‘International Fair Trade: 
Fair Trade in International Contracts and Ethical Standard’ in Ingeborg Schwenzer (ed), 35 Years CISG 
and Beyond (Eleven International Publishing, 2016) 317, 332–40; Ingeborg Schwenzer, ‘Conformity 
of the Goods: Physical Features on the Wane?’ in Ingeborg Schwenzer and Lisa Spagnolo (eds), State 
of Play: The 3rd Annual MAA Schlechtriem CISG Conference (Eleven International Publishing, 2012) 
103, 105–8 (‘Physical Features’); Ingeborg Schwenzer and Benjamin Leisinger, ‘Ethical Values and 
International Sales Contracts’ in Ross Cranston, Jan Ramberg and Jacob Ziegel (eds), Commercial Law 
Challenges in the 21st Century: Jan Hellner in Memoriam (Stockholm Centre for Commercial Law 
Juridiska Institutionen, 2007) 249, 266–8.

143 Nalin (n 142) 333. See also Schwenzer, ‘Physical Features’ (n 142) 103–5, 112.
144 Mistelis, ‘Article 1’ (n 43) 26 [18]; Loukas Mistelis, ‘CISG and Arbitration’ in André Janssen and Olaf 

Meyer (eds), CISG Methodology (Sellier European Law Publishers, 2009) 375, 386–91; CM Bianca, 
‘Article 35’ in CM Bianca and MJ Bonell (eds), Commentary on the International Sales Law: The 1980 
Vienna Sales Convention (Giuffrè, 1987) 268, 281–2 [3.1]; André Janssen and Matthias Spilker, ‘The 
Application of the CISG in the World of International Commercial Arbitration’ (2013) 77(1) Rabel 
Journal of Comparative and International Private Law 131; Schwenzer and Kee (n 97) 431–2, 437–8. 
But see Shiyuan Han, ‘The Application of the CISG in International Commercial Arbitration in China’ in 
Ingeborg Schwenzer (ed), 35 Years CISG and Beyond (Eleven International Publishing, 2016) 91, 110–11; 
Jeffrey Waincymer, ‘The CISG and International Commercial Arbitration: Promoting a Complimentary 
Relationship Between Substance and Procedure’ in Camilla B Andersen and Ulrich G Schroeter (eds), 
Sharing International Commercial Law across National Boundaries: Festschrift for Albert H Kritzer 
on the Occasion of His Eightieth Birthday (Wildy, Simmonds & Hill Publishing, 2008) 582, 599; Petra 
Butler, ‘CISG and International Arbitration: A Fruitful Marriage?’ (2014) 17(1) International Trade and 
Business Law Review 322, 356–7.

145 School of International Arbitration, ‘Pre-empting and Resolving Technology, Media and Telecoms 
Disputes: International Dispute Resolution Survey’ (Research Report, 2016) 18–20.

146 Meyer (n 120) 324.
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IV   A SPECIFIC INTERPRETATIVE FRAMEWORK FOR 
ASSESSING THE CISG’S POTENTIAL APPLICATION TO  

NON-SOFTWARE DATA TRADE

Even if the CISG’s potential to govern non-software data trade is objectively 
desirable and is an important issue, it is a different thing altogether to conclude 
that its interpretation actually permits such application. In this Part, a specific legal 
framework is established through which this interpretative question can be tested 
and answered. Parts V–VII address my framework’s three elements in detail.

As explained in Part II, an emerging (but limited) body of existing scholarship 
addresses the CISG’s digital application beyond software per se. This commentary, 
in addition to being limited in its volume, is limited in its scope. To summarise 
those limitations, which were previously identified in Part II, this existing CISG-
data literature variously:

• assumes (incorrectly) that the CISG’s regulation of non-software data 
trade follows from its application to software transactions;

• fails to define its conception of data, sometimes focusing on particular 
types of non-software data; and

• fails to ground the CISG’s application to data trade in a rigorous 
examination of its interpretation.

The framework that I establish here addresses all of these shortcomings, 
though the final point on the list set out immediately above is perhaps the most 
important. Whilst the CISG is ‘truly a law for merchants’,147 it is still law. As a 
result, determining the CISG’s sphere of application vis-à-vis non-software data 
trade is a legal question that must be answered by way of treaty interpretation.

Given the important qualitative differences between software and non-
software data, introduced in Part III, it is not necessarily the case that the CISG’s 
application to software confirms its application to non-software data trade as well. 
As will be seen in Part V, applying CISG article 1(1)’s goods criterion to new 
commercial subject matters requires a consideration of the suitability of the CISG’s 
provisions for the type of trade in question. The conclusion that the CISG applies 
to non-software data trade can only be reached after independently analysing the 
application of the CISG’s provisions in the specific non-software data context. This 
is an exercise that existing CISG-data scholarship is yet to properly undertake.

This article’s interpretative framework comprises three elements, derived from 
CISG articles 1(1) and 3. My analysis builds upon Eggen’s work, which addressed 
those same provisions,148 though not in enough detail to firmly conclude that the 
CISG can regulate trade in digital goods (adopting, for the moment, Eggen’s 
terminology). Eggen’s analysis did not identify the need to assess the suitability 
of the CISG’s provisions when applying CISG article 1(1)’s goods criterion, 
and provides only a brief review of the application of the CISG’s substantive 

147 Jessica Viven-Wilksch, ‘How Long is Too Long to Determine the Success of a Legal Transplant? 
International Doctrines and Contract Law in Oceania’ in Vito Breda (ed), Legal Transplants in East Asia 
and Oceania (Cambridge University Press, 2019) 132, 138.

148 Eggen (n 11).
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provisions to digital goods.149 Essentially, Eggen’s analysis treats the application 
of the CISG’s provisions as following after (and not as determining) the CISG’s 
initial application.150 Returning to first principles of CISG interpretation, in this 
article, my analysis approaches these matters in the reverse (but correct) order.

CISG article 1(1) provides that the CISG ‘applies to contracts of sale of goods’, 
from which two relevant criteria can be identified: goods, addressed in Part V, and 
sale, addressed in Part VI. It was once said that software’s classification was the 
‘key issue’ concerning the CISG’s definition of goods:151 the same is now arguably 
true regarding non-software data instead. CISG article 3 addresses the CISG’s 
capacity to regulate mixed contracts involving both goods and services elements, 
and its rules are addressed in detail in Part VII. An appreciation of this provision’s 
operation is essential in the non-software data context, where the line between 
goods and services contracts in their pure forms may very well be blurred.152

Whilst CISG articles 1(1) and 3 are key to determining the CISG’s application 
in all cases, my analysis corrects the inattention that they have so far received in 
the non-software data context. As will be seen in Parts V–VII, CISG article 1(1)’s 
goods criterion fulfils a gatekeeping function: it determines whether or not non-
software data trade is governed by the CISG as a matter of principle. CISG article 
1(1)’s sale criterion and CISG article 3’s rules relating to mixed contracts then 
determine whether particular data contracts fall within the CISG’s scope, on a 
case-by-case basis.

Before moving on to address CISG article 1(1)’s goods criterion, as my 
framework’s first element, it is necessary to note that an alternative analytic 
framework has recently been proposed by Neumann in the software context: the 
dominant control test. According to Neumann, the dominant control test can be 
used to assess when the CISG governs particular software transactions.153 It operates 
as an analytic simplification overlaying the CISG’s application provisions.154 While 
the dominant control test may have real utility in the software context, it does 
not assist in resolving the key question addressed in this article: how the CISG’s 
potential regulation of non-software data trade is to be assessed. The dominant 
control test proceeds from an initial assumption that software trade is within the 
CISG’s scope.155 Although Neumann’s own conception of ‘modern software’ is a 
broad one,156 there is no such existing assumption regarding non-software data, as 
identified in Part II. Determining whether or not the CISG can govern non-software 
data trade requires, in the first place, interpretation of its text: an exercise that my 
analysis undertakes. It is only after this analysis is undertaken that simplifications 
might be sought out by future scholarship in this field.

149 Ibid 233–4.
150 Ibid.
151 Jacob Ziegel, ‘The Scope of the Convention: Reaching Out to Article One and Beyond’ (2005) 25(1) 

Journal of Law and Commerce 59, 61. See also Neumann (n 4) 112.
152 Larson (n 10) 488. See, eg, Hachem (n 50) 82 [12].
153 Neumann (n 4) 123–7.
154 Ibid 123–4.
155 Ibid 110, 112, 127.
156 Ibid 110–12.
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V   CISG ARTICLE 1(1)’S GOODS CRITERION AS THE FIRST 
FRAMEWORK ELEMENT

Whether or not non-software data constitutes goods, within the meaning of 
CISG article 1(1), determines the CISG’s capacity to regulate non-software data 
trade as a matter of principle.

Several interpretative propositions are relevant to the resolution of this question. 
Those principles are identified and examined here, for this article’s purposes 
of establishing a specific legal framework for assessing the CISG’s capacity to 
regulate non-software data trade. They are then applied to non-software data in ‘To 
Boldly Go, Part II’, demonstrating the CISG’s capacity to regulate non-software 
data trade as a matter of fact.

First, CISG article 7(1) requires this interpretative question to be resolved 
autonomously.157 This requirement is easily understood in the software context, 
where parallel debates as to software’s classification as goods (or otherwise) have 
taken place under both the CISG and non-harmonised state sales laws.158 Similar 
parallel debates are not evident in the non-software data context: this article is 
assessing the CISG’s capacity to boldly go where no existing case law has gone 
before. Nevertheless, the principle of autonomous interpretation remains just 
as relevant. It confirms, for example, that the position taken by particular non-
harmonised state sales laws as to whether goods must or needn’t be tangible has no 
bearing on this article’s analysis of the CISG.159

Secondly, applying this principle of autonomous interpretation, the CISG’s 
understanding of goods is a broad one. Taking as a starting point the absence of 
any definition in the treaty itself,160 goods ‘first of all’ are considered to comprise 
‘moveable, tangible objects’.161 Nevertheless, according to the Schlechtriem and 
Schwenzer commentary, the ‘decisive criterion’ is actually ‘the suitability of the 
rules on non-conformity (Article 35 et seq)’.162 Confirming that this ‘allows for a 
broad understanding’ of the goods criterion, the commentary explains that this test 
covers ‘all objects … which form the subject-matter of commercial sales contracts 
and those which the drafters of the Convention could not have foreseen’.163 What 
constitutes ‘a typical object of a commercial sale’ is assessed by reference to ‘the 

157 Schwenzer, Hachem and Kee (n 140) 98 [7.05]; Schwenzer and Hachem, ‘Article 1’ (n 17) 33–4 [16]; 
Mistelis, ‘Article 1’ (n 43) 31 [36]; Pilar Perales Viscasillas, ‘Article 7’ in Stefan Kröll, Loukas Mistelis 
and Pilar Perales Viscasillas (eds), UN Convention on Contracts for the International Sale of Goods 
(CISG): A Commentary (CH Beck, 2nd ed, 2018) 112, 116 [12] (‘Article 7’).

158 Ziegel (n 151) 61.
159 Muñoz (n 4) 285. See also Kee (n 41) 934–5. Cf Gillette and Walt (n 17) 52. This follows from the 

‘negative obligation’ created by CISG (n 3) art 7(1): João Ribeiro-Bidaoui, ‘The International Obligation 
of the Uniform and Autonomous Interpretation of Private Law Conventions: Consequences for Domestic 
Courts and International Organisations’ (2020) 67(1) Netherlands International Law Review 139, 146–8, 
163–4.

160 Schwenzer and Hachem, ‘Article 2’ (n 125) 48 [3].
161 Schwenzer and Hachem, ‘Article 1’ (n 17) 33 [16].
162 Ibid. See also Schwenzer, Hachem and Kee (n 140) 98 [7.05], 103 [7.23]; Muñoz (n 4) 285–6.
163 Schwenzer and Hachem, ‘Article 1’ (n 17) 33 [16].

162



2021 To Boldly Go, Part I 901

decisive prevalent view in commercial circles’,164 a view consistent with the CISG’s 
description as being ‘entirely at the service of entrepreneurs’.165 As noted in Part 
III, the (previous) 2nd edition went even further, suggesting that the goods criterion 
should be read ‘as widely as possible’.166 For the reasons set out in that Part, my 
analysis does not rely upon this more extreme proposition.

The rationale for widely interpreting CISG article 1(1)’s goods criterion 
is not clearly stated in the Schlechtriem and Schwenzer commentary’s current 
English edition. Its 2nd edition, however, explained its own (even wider) reading 
as acknowledging the CISG’s French language text, and accommodating the 
‘invention’ of new merchandise: offering CISG article 7(1) as an interpretative 
justification.167 Muñoz supports this view, hypothesising that an inability to 
foresee ‘the new type of goods that were to be sold just a few years ahead in 
CISG contracts’ might be ‘a reason why [the drafters] may have wilfully avoided a 
definition of goods’.168 On this view, the absence of any definition of goods in the 
CISG is itself suggestive of that criterion’s breadth.169 This analysis suggests that 
the CISG’s subject matter scope is flexible by design, and not just by accident.170 
From this point, taking inspiration from the CISG’s French and Spanish language 
texts where the relevant terms (marchandises and mercaderías respectively) ‘have 
a trade connotation of things susceptible to be transacted, carried, and delivered’, 
the conclusion that goods are defined ‘by taking into account the suitability and 
adequacy of the CISG’s solutions for the merchandise in question’ can be reached.171

Thirdly, while not all authorities agree, this test is widely considered to be 
satisfied in the software context: ‘the core provisions on rights and remedies 
can be applied, if necessary with appropriate accommodation in the light of the 
directive for the Convention’s interpretation in Article 7(1)’.172 One recent analysis 
of numerous key CISG provisions conducted by Muñoz has shown, in detail, how 
this is so.173 Gillette and Walt point to the ‘concession’ that the CISG’s provisions 
‘must be modified’ in some cases as evidencing that ‘some of the CISG’s defaults 
are not optimal for online software sales’.174 Nevertheless, the accommodation 
Schlechtriem refers to follows from the application of CISG article 7(1), and is 
therefore entirely consistent with the CISG’s text.

164 Market Research Study Case, Oberlandesgericht Köln [Cologne Court of Appeal], 19 U 282/93, 26 
August 1994 [tr Ruth M Janal and Camilla Baasch Andersen] <http://www.cisg-online.org/files/
cases/6110/translationFile/132_99259773.pdf>: deciding in that case that only standard software 
constitutes goods under the CISG (and classifying custom software as a service).

165 Castellani, ‘Foreword’ (n 92) ix.
166 Schlechtriem, ‘Article 1’ (n 123) 28 [21].
167 Ibid 28–30 [20]–[21].
168 Muñoz (n 4) 282. Cf Larson (n 10) 451–2.
169 Fairlie (n 5) 43. Cf Gillette and Walt (n 17) 52.
170 See also Tripodi (n 10) 34; Kee (n 41) 929; Cox (n 4) 363.
171 Muñoz (n 4) 285.
172 Schlechtriem, ‘Article 1’ (n 123) 28–30 [21]. See also Schwenzer and Hachem, ‘Article 1’ (n 17) 33 n 48, 

34–5 [18]; Mistelis, ‘Article 1’ (n 43) 32–3 [40].
173 Muñoz (n 4) 284–90, 293–301.
174 Gillette and Walt (n 17) 53.
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Fourthly, interpreting the goods criterion broadly leads to ‘the arguable 
conclusion that the CISG may apply also to intangible goods’.175 Tangibility has 
been an important consideration in existing CISG-software analyses.176 However, 
as Green argues in a recent theoretical analysis addressing sales laws in general, 
focusing on tangibility is misguided: whilst tangibility describes things that were 
traditionally considered goods, it does not necessarily define the concept, with the 
real question being whether there is a particular interest in something that is being 
exchanged against money.177

Like its application to software, the CISG’s more general application to trade in 
intangibles is not universally accepted.178 Even amongst those who agree on the matter, 
there remains room for debate over the precise boundaries of the CISG’s application 
to software trade.179 Some analysis supporting that application is conceptually flawed: 
for example, comparing beer sold from the tap to beer in a bottle ignores beer’s 
tangibility in both cases.180 On the other hand, even electronic software is considered 
tangible by some authorities.181 Treating data as inherently tangible regardless of its 
medium is also considered by some to have a scientific basis.182

If non-software data were to be treated as inherently tangible, its classification 
as goods for the purposes of CISG article 1(1) would be self-evident.183 Without 
expressing an opinion on this question, which would necessarily need to be 
informed by scientific analysis, I will assume for the purposes of this article (and 
also for the purposes of ‘To Boldly Go, Part II’) that it is not. As ‘To Boldly Go, 
Part II’ will demonstrate, however, non-software data is still goods for the purposes 
of CISG article 1(1) even when proceeding from this assumption. My analysis of 
non-software data’s classification as goods therefore satisfies the highest possible 
interpretative hurdle.

Fifthly, although (like Neumann)184 I take it as given that software falls within 
the CISG’s scope, accepting this premise does not automatically establish that non-
software data does too. Software and non-software data are two categories of data, 
but there are important qualitative differences between them. Those qualitative 
differences stand to affect the application of the CISG’s provisions, which is the 
decisive test for CISG article 1(1)’s goods criterion. While software refers to 
‘[p]rograms designed to enable a computer to perform a particular task or series 

175 Mistelis, ‘Article 1’ (n 43) 32 [39]. See also Oberlandesgericht Koblenz [Koblenz Higher Regional 
Court], 2 U 1230/91, 17 September 1993 reported in [1993] Recht der Internationalen Wirtschaft 
934 <https://www.uncitral.org/clout/clout/data/deu/clout_case_281_leg-1504.html>; United Nations 
Commission on International Trade Law, Digest (n 16) 7 [28]; Trakman, Walters and Zeller (n 30) 254.

176 Atanasovska (n 22) 323.
177 Green (n 27) 79–82. See also Kee (n 41) 929, 933, 935: in the United Kingdom sales law context.
178 Muñoz (n 4) 284–5. See, eg, Market Research Study Case, Oberlandesgericht Köln [Cologne Court of 

Appeal], 19 U 282/93, 26 August 1994 [tr Ruth M Janal and Camilla Baasch Andersen] <http://www.cisg-
online.org/files/cases/6110/translationFile/132_99259773.pdf>; Gillette and Walt (n 17) 51–3.

179 See generally Neumann (n 4).
180 Sono (n 17) 520–1; Diedrich, ‘Revisited’ (n 4) 64.
181 Wulf (n 4) 48; Kee (n 41) 935; Neumann (n 4) 126–7; Green and Saidov (n 4) 165–9.
182 Ritter and Mayer (n 65) 255–60.
183 Fairlie (n 5) 44–5.
184 Neumann (n 4) 110, 112, 127.
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of tasks’,185 data is more broadly defined: ‘[q]uantities, characters, or symbols 
on which operations are performed by a computer, considered collectively’, 
‘information in digital form’,186 and also ‘[i]nformation, in any form, on which 
computer programs operate’.187 The difference between ‘program[s] (instructions) 
and data is a fundamental one in computing’.188 These dictionary definitions, 
although not having a direct bearing on the CISG’s interpretation, reinforce the 
concerns I identified earlier in this article: that CISG-software analyses are liable 
to be understood as referring to traditional, executable, computer programs only; 
and that, unlike software, non-software data does not comprise executable files and 
is not necessarily functional in and of itself.

Apps, like software, are functional: but they do not constitute traditional 
executable files. All four types of media files considered in this article are not 
inherently functional, but instead are accessed (and thus made useful) via software 
or apps: including audiovisual software, image viewers or editors, and word 
processors. Raw data, including personal data, similarly requires analysis with the 
assistance of software or apps in order to be understood. To take one example, 
analysis of heart rate data can facilitate predictions as to whether or not someone’s 
health is at risk due to an abnormal heart rhythym.189 It is this prediction (the result 
of raw data’s analysis), rather than the raw data itself, which is useful. Raw data is 
also an important input for the proper functioning of commercial Internet of Things 
devices,190 and for the training of self-driving cars191 and other artificial intelligence 
systems,192 to give just three more examples. When analysis is applied to raw data, 
via software or apps, that data ‘enables more insightful judgments; it allows you 
to serve your customers and your clients better, and to run your business better’.193

Since non-software data can be non-functional, it is capable of including 
two variations of software, as that concept has traditionally been understood. 
These are non-operative (ie, incomplete) software, and legacy (ie, outdated) 

185 Oxford English Dictionary (online at 1 June 2021) ‘software’ (def 2(b)).
186 Oxford English Dictionary (online at 1 June 2021) ‘data’ (def 2(b)).
187 A Dictionary of Computer Science (online at 1 June 2021) ‘data’ (def 1).
188 Ibid. Original Harvard computing architecture, which is no longer in use, actually had separate memory 

banks for storing programs and data respectively: Nihal Kularatna, Modern Component Families and 
Circuit Block Design (Newnes, 2000) 209.

189 Agrawal, Gans and Goldfarb (n 72) 44–5.
190 ‘Internet of Things: Key Legal Issues’, The Allen & Overy Podcast (Allen & Overy, 22 May 2020) 

0:00:59–0:01:40 <https://allenovery.podbean.com/e/internet-of-things-%E2%80%93-key-legal-issues/>.
191 ‘The “Seeing” and “Thinking” of Self-Driving Cars’, The Allen & Overy Podcast (Allen & Overy, 30 

October 2020) 0:07:53–0:10:28 <https://allenovery.podbean.com/e/the-seeing-and-thinking-of-self-
driving-cars/>.

192 ‘How Tech is Shaping the Future of Retail’, DLA Piper TechLaw Podcast (DLA Piper, 23 April 
2019) 0:19:39–0:20:08 <https://soundcloud.com/user-70946062/techlaw-podcast-how-tech-is-
shaping-the-future-of-retail>; ‘The Opportunities and Challenges of Digital Transformation in the 
Private/Public Sectors: Part 2’, DLA Piper TechLaw Podcast (DLA Piper, 2 April 2019) 0:01:25–
0:01:49 <https://podcasts.apple.com/ie/podcast/opportunities-challenges-digital-transformation-in/
id1314999575?i=1000433950006>.

193 ‘EP38 COVID-19: Predictions for the New Normal’, Catalyst (Herbert Smith Freehills, 27 May 2020) 
0:08:05–0:08:12 <https://www.herbertsmithfreehills.com/latest-thinking/catalyst-podcast-series> (‘New 
Normal’).
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software. While these variations of the software concept are not functional in the 
same way that contemporary executable computer programs are, their inclusion 
within this alternative category of non-software data is commercially important, 
as markets still exist for both. Incomplete software might be purchased with the 
intention of destroying it, in order to remove a source of potential competition 
from the market.194 Legacy software may remain in commercial use, despite being 
superseded, where undertaking the hardware upgrades required for an organisation 
to run contemporary equivalents is not economically feasible.195 The CISG’s 
capacity to govern transactions involving these particular types of software can be 
answered via an application of the framework that I propose in this article.196

Sixthly, the practical equivalence of software to traditional (physical) goods 
has been offered by some existing commentaries as one justification for classifying 
software as goods pursuant to CISG article 1(1). Software sales have been described 
as ‘comparable to the sale of a machine, where the seller retains the intellectual 
property rights necessary for [its] designing, developing, manufacturing, and 
operating’.197 This analogy, however, incorrectly assumes that all traditional goods 
are functional. As this article has already identified, this is not so with respect to 
certain types of non-software data, it is not so for incomplete software, and this 
is also not true for traditional goods. Examples include commodities, other raw 
materials, and obsolete or broken goods.198 If this nuance is disregarded, software 
and machines are both capable of being seen as ‘real and functional thing[s]’.199 
On this view, the fact that software has the capacity to ‘easily be copied and 
duplicated’200 is not antithetical to the CISG’s application.201 The CISG ‘does not 

194 Neumann (n 4) 124. Acknowledging that intellectual property is not goods, this scenario is similar to 
General Electric’s purchase of flourescent light patents, motivated by a desire to avoid that product’s 
competition with its existing incandescent lights: ‘How Do LEDs Work?’, Daniel and Jorge Explain 
the Universe (iHeartRadio, 7 May 2020) 0:09:00–0:10:27 <https://www.iheart.com/podcast/105-daniel-
and-jorge-explain-t-29862087/episode/how-do-leds-work-62177584/>. See also ‘Essential Antitrust #8: 
Nascent Competition – Crystal Ball Gazing or a Principled Approach to Regulatory Oversight?’, The 
Freshfields Podcast (Freshfields Bruckhaus Deringer, 17 December 2020) <https://www.freshfields.com/
en-gb/our-thinking/our-podcasts/transactions/essential-antitrust-8--nascent-competition-crystal-ball-
gazing-or-a-principled-approach-to-regulatory-oversight/>; ‘Tech Transactions in the Spotlight’, The 
Freshfields Podcast (Freshfields Bruckhaus Deringer, 10 December 2020) 0:07:25–0:08:12 <https://www.
freshfields.com/en-gb/our-thinking/our-podcasts/transactions/tech-transactions-in-the-spotlight/> in the 
mergers and acquisitions context.

195 ‘What is a Legacy System, and Why do Companies Keep Using Them?’, Freeport Metrics (Blog Post, 24 
January 2019) <https://freeportmetrics.com/blog/what-is-a-legacy-system-and-why-do-companies-keep-
using-them/>. 

196 Cf Neumann (n 4) 123–4.
197 Schwenzer and Hachem, ‘Article 1’ (n 17) 34 [18].
198 For example, a broken-down car may be sold for scrapping, or for display in a museum: see Fritz 

Enderlein and Dietrich Maskow, International Sales Law: United Nations Convention on Contracts for 
the International Sale of Goods (Oceana Publications, 1992) 144 [8]; Peter Schlechtriem, ‘The Seller’s 
Obligations under the United Nations Convention on Contracts for the International Sale of Goods’ in 
Nina M Galston and Hans Smit (eds), International Sales: The United Nations Convention on Contracts 
for the International Sale of Goods (Matthew Bender, 1984) 6-1, 6-20.

199 Neumann (n 4) 116.
200 Sono (n 17) 516.
201 Wulf (n 4) 27, 160.
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exclude goods or transactions on this basis’, and to the contrary, reproduction 
actually constitutes ‘one of the pillars of mass production’ in relation to traditional 
goods trade.202

Given the problematic nature of this justification, however, it cannot be 
a definitive test for determining whether or not non-software data is goods for 
the purposes of CISG article 1(1). Instead, as explained above, it is necessary to 
ask whether the CISG’s provisions can be applied and adapted to non-software 
data trade. This analysis is grounded in an application of CISG articles 7(1) and 
7(2), and is informed by existing CISG-software analyses, but is necessarily 
independent of them given the qualitative differences between software and non-
software data. I apply this test to non-software data in ‘To Boldly Go, Part II’. For 
present purposes, it is sufficient to identify this as the test sitting behind my first 
framework element: CISG article 1(1)’s goods criterion.

Before moving on to address CISG article 1(1)’s separate sale criterion, my 
framework’s second element, some additional observations can be made here 
regarding data localisation laws,203 and associated practicalities of data trade. By 
restricting non-software data’s capacity to flow across borders, data localisation 
laws might shape the contours of a commercial data transaction. From a practical 
perspective, there may also be good commercial reasons for sellers to retain data 
on their own servers, or at some other place external to the buyer. In both cases, 
transactions might involve (for example) web-based data access: where no data, or 
perhaps only incidental login or help data, is actually downloaded by the buyer.204 
These factors do not affect the capacity of non-software data to satisfy CISG article 
1(1)’s goods criterion: a conclusion consistent with the more general observation 
that data localisation laws are not supposed to inhibit trade.205

Provided that CISG article 1(1)’s goods criterion is satisfied according to the 
test outlined above, the CISG does not require that the goods themselves cross 
state borders.206 Though one might ordinarily expect this to be the case,207 CISG 
article 1(1)’s internationality rule only requires that the parties have their ‘places 
of business … in different States’. The CISG applies where buyers and sellers 
are in different states but traditional goods don’t move,208 and it also applies 
where goods move between third and fourth states.209 If data localisation laws, 

202 Muñoz (n 4) 287. See also Green (n 27) 83. On the other hand, it might also be observed that ‘there are 
no “originals”’ in the software context: Julian Millstein, Jeffrey Neuburger and Jeffrey Weingart, Doing 
Business on the Internet: Forms and Analysis (Law Journal Press, 2020) 8-15 [8.04(2)(b)(i)]. Cf Schmitt 
(n 19) 11.

203 See generally Svantesson, ‘Data Trends’ (n 1) 8–23.
204 Goldiwood Pty Ltd v ADL (Aust) Pty Ltd [2014] QCAT 238, [27], n 8.
205 Asia Society Australia, ‘Part B’ (n 82) 0:27:38–0:27:51.
206 Wulf (n 4) 55; Mistelis, ‘Article 1’ (n 43) 34 [44]; E Jayme, ‘Article 1’ in CM Bianca and MJ Bonell 

(eds), Commentary on the International Sales Law: The 1980 Vienna Sales Convention (Giuffrè, 1987) 
27, 28 [1.3].

207 Jayme (n 206) 29 [1.5].
208 Benjamin Hayward, ‘The CISG in Australia: The Jigsaw Puzzle Missing a Piece’ (2010) 14(2) Vindobona 

Journal of International Commercial Law and Arbitration 193, 197.
209 See, eg, Luo v Windy Hills Australian Game Meats Pty Ltd [No 3] [2019] NSWSC 862. In this case, 

contracts were entered into by an Australian seller and a Chinese buyer, with the goods to be transported 
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commercial convenience, or both lead to a situation where non-software data does 
not move, that data can still be goods: its location and movement are irrelevant in 
this regard.210 However, in these circumstances, CISG article 1(1)’s separate sale 
criterion might not be satisfied, and the CISG still might not apply on this distinct 
basis. In Part VI, attention is now turned to this second element of my framework.

VI   CISG ARTICLE 1(1)’S SALE CRITERION AS THE SECOND 
FRAMEWORK ELEMENT

CISG article 1(1)’s goods criterion determines whether or not non-software data 
trade falls within the CISG’s scope, as a matter of principle. However, having goods 
for the purposes of CISG article 1(1) is not ‘good enough’ in order to conclude that 
the CISG applies to a particular contract. It is also necessary to separately consider 
the impact of CISG article 1(1)’s sale criterion (addressed here), and CISG article 3’s 
rules relating to mixed contracts (addressed in Part VII below).211

Authority does exist which treats these criteria as overlapping to some extent. 
Kee, for example, suggests that a permanent transfer of goods (going to this Part’s 
sale criterion) is indicative of the CISG’s conformity rules being suitable for a 
transaction (which is relevant to CISG article 1(1)’s goods test).212 I do not take 
this approach, instead focusing on non-software data’s actual characteristics when 
applying CISG article 1(1)’s goods criterion in ‘To Boldly Go, Part II’. For the 
purposes of this article’s analysis, CISG article 1(1)’s goods and sale criteria are 
treated as separate elements of my framework. Both must be satisfied in order for 
the CISG to apply.

CISG articles 30 and 53 are counterpart provisions, which set out the obligations 
of sellers and buyers respectively.213 These provisions, ‘taken together’, define the 
concept of sale as understood by CISG article 1(1).214 As with CISG article 1(1)’s 
goods criterion, the CISG’s sale requirement must be interpreted autonomously.215 
Also like CISG article 1(1)’s goods criterion, policy factors support giving the 

from Pakistan to Vietnam. The Court correctly identified that the CISG was applicable, though did not go 
on to apply its provisions (resorting, incorrectly, to non-harmonised Australian law instead): at [77].

210 Hachem (n 50) 79 [2].
211 Gillette and Walt (n 17) 43, 49; Schmitt (n 19) 50–1; ‘The CISG and Comparative Law: Prof. Alejandro 

Garro’, Café Comparatum (International Academy of Comparative Law, 18 November 2020) 0:03:34–
0:03:43 <https://cafecomparatum.podbean.com/e/episode-2-the-cisg-and-comparative-law-%E2%80%94-
prof-alejandro-garro/>.

212 Kee (n 41) 934.
213 Burghard Piltz, ‘Article 30’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN 

Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 
2018) 393, 393–4 [1].

214 Enderlein and Maskow (n 198) 27 [1]. Cf Wulf (n 4) 21.
215 SO M AGRI sas di Ardina Alessandro & C v Erzeugerorganisation Marchfeldgemüse GmbH & Co KG, 

Tribunale di Padova [Padova District Court], 40552, 25 February 2004 reported in (2004) Giurisprudenza 
di merito 867–73 <https://cisg-online.org/files/cases/6745/fullTextFile/819_46177708.pdf>; Perales 
Viscasillas, ‘Article 7’ (n 157) 116 [12].
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sale criterion a broad interpretation. For example, giving the term a literal reading 
‘would lead to the creation of new and unnecessary laws’.216

In the software context, CISG article 1(1)’s sale criterion is considered satisfied 
where ‘software is permanently transferred to the other party in all respects except 
for the copyright and restrictions to its use by third parties and becoming part of the 
other party’s property – as opposed to mere agreements on temporary use against 
payment of royalties’.217 This is so regardless of whether a transaction is labelled 
as a licence by the parties. In this regard, CISG article 8 leads to the parties’ intent 
(reflected in the substance of their transaction) prevailing over the label that they 
have given to their contract.218

This test can be applied to non-software data trade.219 How, then, would it 
actually work? First and foremost, it confirms that whether or not data transactions 
involve the transfer of copyright is not determinative for the purposes of CISG 
article 1(1)’s sale criterion. Secondly, it is important to keep in mind that this second 
framework element determines whether particular non-software data contracts 
fall within the CISG’s scope. Unlike the goods criterion, addressed in Part V, the 
satisfaction of CISG article 1(1)’s sale criterion will depend upon the terms of any 
particular contract, and must therefore be assessed on a case-by-case basis.

In analysing a contract’s terms, and whether they provide for the permanent 
transfer of goods against a price (rather than their mere temporary use against 
royalties), restrictions against the onward sale of non-software data are not 
determinative.220 This reinforces the observations made relating to copyright, in the 
paragraph immediately above. As Green explains, ‘there is more to disposal than 
onward sale’, including a buyer’s right to destroy the data that they have acquired.221 
Part V referred to the commercially-realistic example of a buyer purchasing and 
then destroying incomplete software, with the intention of removing a potential 
source of competition from the market. This example is a useful reminder, now 
in the context of CISG article 1(1)’s sale criterion, of the sale concept’s flexibility.

Since the application of CISG article 1(1)’s sale criterion will depend upon 
the facts of any given case,222 it is difficult to make generalisations here beyond 
identifying the test that is to be applied. However, in this Part, app purchases 
from the Apple App Store are examined by way of example. Determining whether 

216 Primak (n 86) 218. 
217 Schwenzer and Hachem, ‘Article 1’ (n 17) 34 [18]. See also Muñoz (n 4) 286. See, eg, Corporate Web 

Solutions v Dutch Company and Vendorlink BV, Rechtbank Midden-Nederland [Central Netherlands 
Court], No C/16/364668, 25 March 2015 <https://www.uncitral.org/clout/clout/data/nld/clout_
case_1586_250315.html>; Oberster Gerichtshof [Austrian Supreme Court], 5 Ob 45/05m, 21 June 2005 
[tr Jan Henning Berg] <http://www.cisg-online.org/files/cases/6971/translationFile/1047_56439963.pdf>.

218 Corporate Web Solutions v Dutch Company and Vendorlink BV, Rechtbank Midden-Nederland [Central 
Netherlands Court], No C/16/364668, 25 March 2015 <https://www.uncitral.org/clout/clout/data/nld/
clout_case_1586_250315.html>.

219 Schmitt (n 19) 44; Hachem (n 50) 80 [7], 82 [13].
220 Green (n 27) 82–3, 85–6; Hachem (n 50) 81 [8]–[9].
221 Green (n 27) 86. See also Hachem (n 50) 81 [9]. Cf Gillette and Walt (n 17) 50–1.
222 Fakes (n 39) 586.
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Apple App Store purchases involve a CISG article 1(1) sale requires analysis of the 
‘Apple Media Services Terms and Conditions’.223 According to those terms:

• Apps ‘are licensed, not sold’ to the user.
• Content is made available ‘for personal, noncommerical purposes’ only, 

with an exception being made for Apple App Store content.
• Provision is made for in-app purchases (commonly known as 

microtransactions), whereby ‘[a]pps may offer content, services or 
functionality for use within such [a]pps’ in return for an additional payment 
or payments.

• Provision is also made for redownloading previously-acquired content, 
though such content ‘may not be available for [r]edownload if [it is] no 
longer offered on our Services’.

The fact that apps are ‘licensed, not sold’ in the Apple App Store does not 
disqualify their purchase from constituting CISG article 1(1) sales. Licensing is a 
common feature of the software market, as the industry ‘is compelled to protect the 
value of … software by controlling its use’.224 Those same market forces apply in 
relation to apps. As explained above, the key question is not the description given to 
a transaction, or whether it involves the transfer of copyright, but rather whether a 
given licence is ‘equivalent’ to a sale as a matter of substance.225 This will be the case 
if a transaction has the ‘overriding characteristics of a sales transaction’.226 This does 
not require a buyer to acquire unrestricted rights in relation to non-software data.227 
Where CISG article 1(1)’s sale test is otherwise satisfied, a licence will suffice.

Where an app is purchased via the Apple App Store for a one-off payment, 
and that app is downloaded onto a user’s device, a CISG article 1(1) sale will have 
occurred. The permanent-transfer-for-a-price test is satisfied in these circumstances. 
On the other hand, this test would not be satisfied where an app’s pricing structure 
involves periodic payments, even if the app is otherwise downloaded onto a user’s 
device. Free apps, whilst satisfying CISG article 1(1)’s goods criterion, do not 
fall within the CISG’s scope.228 There is no sale, as there is no price. While the 
CISG does not require consideration for the purposes of modifying or terminating 
contracts,229 CISG article 14(1) still requires the specification of a price (a sum of 
money)230 as part of the contract formation process.231 On the other hand, installing 

223 ‘Apple Media Services Terms and Conditions’, Apple (Web Page, 16 September 2020) <https://www.
apple.com/au/legal/internet-services/itunes/au/terms.html> (‘Terms’). In this article, it is the Australian 
version of these terms (current as at 16 September 2020) that is being considered. For the avoidance of 
any doubt, this analysis is undertaken as an academic exercise only, and does not constitute legal advice.

224 Primak (n 86) 217. See also Millstein, Neuburger and Weingart (n 202) 8-14–8-15 [8.04(2)(b)(i)]; 
Raysman et al (n 81) §2.01 [1.b.ii]; Wulf (n 4) 22–3; Schmitt (n 19) 58; Sono (n 17) 517; Larson (n 10) 
464–5; Thomas L Lockhart and Richard J McKenna, ‘Software License Agreements in Light of the UCC 
and the Convention on the International Sale of Goods’ (1991) 70(7) Michigan Bar Journal 646, 646.

225 Primak (n 86) 218.
226 Fakes (n 39) 584.
227 Hachem (n 50) 81 [8].
228 Schmitt (n 19) 67–8; Eggen (n 11) 232.
229 Schlechtriem, ‘Requirements of Application’ (n 109) 791. See CISG (n 3) art 29(1).
230 This baseline understanding of price emerges from scholarship addressing the CISG’s potential 

application to barter contracts: Schwenzer and Hachem, ‘Article 1’ (n 17) 31–2 [11].
231 Cf CISG (n 3) art 55.
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free updates where apps were initially paid for might, in some circumstances, 
constitute the modification of CISG contracts by ‘mere agreement’ pursuant to 
CISG article 29(1).

As is evident from this analysis, determining whether or not apps acquired via 
the Apple App Store are sold for the purposes of CISG article 1(1) does not involve 
a simple yes or no answer that applies uniformly in all cases. Microtransactions 
add a further layer of complexity to this analysis. Payments for in-app purchases 
are different to royalties; whilst royalties are paid periodically and out of legal 
obligation, microtransactions offer app users the possibility of accessing optional 
additional features.232 The opportunity to make in-app purchases, therefore, does 
not negate satisfaction of the ‘one time license fee’233 test in and of itself. The better 
view is that purchasing an app for an upfront price is a CISG article 1(1) sale, and 
microtransactions entered into within such apps involve their own separate sales, 
relating specifically to the microtransaction’s additional non-software data. That 
the non-software data supplied via microtransactions is integrated into a larger 
app does not deny that data’s character as goods, either: microtransaction data is 
analogous to physical component goods. Where microtransactions are available 
within apps that are otherwise supplied for free,234 the app’s initial acquisition 
would not satisfy CISG article 1(1)’s sale criterion, but the microtransactions 
themselves would.

The Apple App Store’s redownload rules add complexity to this analysis as well, 
regarding the CISG article 1(1) sale criterion’s permanent transfer requirement. In 
the software context, the CISG does not apply where software is able to be used 
for a certain period of time only, and where that use ‘can be revoked’.235 It is only 
‘perpetual’ licence terms that involve a ‘strong’ analogy with sales.236 Transactions 
for the temporary provision of software, which are becoming increasingly 
routine237 via the software-as-a-service market,238 thus fall outside of the CISG’s 
scope.239 Where an Apple App Store user downloads an app onto their device, there 
is arguably a permanent transfer of non-software data with respect to that device, 
satisfying this aspect of the CISG article 1(1) sale criterion.240 The permanence of an 

232 ‘Choosing a Business Model’, Apple Developer (Web Page, 2021) <https://developer.apple.com/app-
store/business-models/> (‘Business Model’).

233 Primak (n 86) 221.
234 ‘Business Model’ (n 232).
235 Schlechtriem, ‘Requirements of Application’ (n 109) 786. See also Schlechtriem, ‘Article 1’ (n 123) 29 

[21].
236 Primak (n 86) 219. See also Schlechtriem, ‘Requirements of Application’ (n 109) 786.
237 Eggen (n 11) 232; Dan Jerker B Svantesson, ‘A Call for Judicial Activism: Rapid Technological 

Developments and Slow Legal Developments’ (2011) 36(1) Alternative Law Journal 33, 34–5 (‘A Call’). 
See also ‘New Normal’ (n 193) 0:11:34–0:12:21. For an investment perspective, see Claude Walker, 
‘Software Week: 5 Software Stocks We Like’, A Rich Life (Blog Post, 10 May 2020) <https://arichlife.
com.au/software-week-5-software-stocks-we-like/>.

238 A Dictionary of Computer Science (online at 1 June 2021) ‘SaaS (Software as a Service)’ (‘SaaS’). For 
example, subscribing to Microsoft 365 Personal on a monthly or yearly basis: ‘Microsoft 365 Personal’, 
Microsoft (Web Page, 2021) <https://www.microsoft.com/en-au/microsoft-365/p/microsoft-365-personal/
cfq7ttc0k5bf?activetab=pivot:overviewtab>.

239 Eggen (n 11) 234, 237.
240 Hachem (n 50) 82 [13].

171



910 UNSW Law Journal  Volume 44(3)

app transfer may be called into doubt by the Apple App Store’s ability to withdraw 
content, making it unavailable for later redownload to the same (or to a different) 
device. This observation is particularly important, from a practical perspective, 
given that hardware upgrades are a staple of contemporary commercial life. This 
situation is similar to an example, arising in a slightly different context, described 
by Hachem: involving the provision of personal data, where data subjects may 
revoke permission for that data’s use which was previously granted to the seller.241 
Nevertheless, app downloads would constitute permanent transfers with respect 
to their original device, which seems to be sufficient for the purposes of CISG 
article 1(1)’s sale criterion.242 That apps may not be available for later redownload 
does not put them in any different position, practically speaking, to traditional 
physical goods which are destroyed by the buyer after taking possession and thus 
permanently lost.

On the basis of this Part’s analysis, it can be concluded that the supply of 
apps via the Apple App Store can satisfy CISG article 1(1)’s sale criterion in 
certain circumstances: keeping in mind this is just one application of a criterion 
determining whether particular contracts fall within the CISG’s scope. A final 
point of interest regarding this example, however, is the governing law clause 
contained in the ‘Apple Media Services Terms and Conditions’. That clause 
‘[s]pecifically’ excludes ‘that law known as the United Nations Convention on the 
International Sale of Goods’.243 Notwithstanding the CISG’s slight misnaming, this 
clause expresses a sufficiently clear opt-out intention pursuant to CISG article 6.244 
As Part III identified, merchants do sometimes opt-out of the CISG in contracts to 
which it would not otherwise apply. The existence of this clause is therefore not 
conclusive evidence that the CISG would otherwise have applied to Apple App 
Store purchases. Nevertheless, it is at least suggestive of Apple’s subjective belief 
that it can.245 This lends commercial credibility to my argument that the CISG is 
capable of regulating non-software data trade.

Before moving on to address CISG article 3’s rules on mixed contracts, my 
framework’s third and final element, it is useful to revisit the web-based data 
access example that was discussed at the conclusion of Part V. As Part V notes, 
such data satisfies CISG article 1(1)’s goods criterion, but may not satisfy that 
same provision’s separate sale requirement. The fact that data is web-based may 
indicate the absence of a permanent transfer, though the terms of the contract 
would need to be considered in their entirety in order to reach a firm conclusion 
on this point. Where incidental data (such as login or help files) are downloaded, 

241 Ibid 82–3 [15].
242 Ibid 82 [13].
243 ‘Terms’ (n 223).
244 Cf Olivaylle Pty Ltd v Flottweg AG [No 4] (2009) 255 ALR 632, 642–3 [28] (Logan J): ‘Australian law 

applicable under exclusion of UNCITRAL law’ was held to constitute an effective CISG opt-out. See 
also Lisa Spagnolo, ‘CISG Advisory Council Opinion No 16: Exclusion of the CISG under Article 6’ in 
Ingeborg Schwenzer (ed), The CISG Advisory Council Opinions (Eleven International Publishing, 2017) 
523, 528 [3], 529 [3.4], 531 [4].

245 Cf Schmitt (n 19) 161.
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there may be a CISG article 1(1) sale in relation to that particular data only.246 CISG 
article 8 would need to be applied in order to determine whether this is so, just as 
that provision can be applied to determine whether a mixed goods and services 
transaction is one or two contracts for the purposes of CISG article 3(2).247 In such 
a case, the CISG’s application would be limited to that incidental data only. CISG 
article 35’s conformity requirements, for example, would apply to those logins or 
help files, but not to the web-based data that they facilitate access to.

VII   CISG ARTICLE 3’S RULES ON MIXED CONTRACTS AS 
THE THIRD FRAMEWORK ELEMENT

Like CISG article 1(1)’s sale criterion, CISG article 3’s rules on mixed contracts 
(that is, contracts involving ‘some act in addition to the supply of goods’)248 help 
to determine whether particular contracts fall within the CISG’s scope.249 This 
provision constitutes my third framework element for determining whether non-
software data contracts can be governed by the CISG.

CISG article 3 has proved problematic in the software context, where 
transactions commonly combine goods and services elements250 and involve 
a blurred line between these types of contracts’ pure forms.251 As with software 
trade, and as is the case with traditional goods, various service obligations might 
be attached to non-software data contracts.252 Market research, programming, and 
testing work might sit behind the creation of apps and media files. Methodologies 
might need to be developed for the collection of raw data, that collection might 
need to be carried out, and raw data might otherwise require compilation or 
presentation in a particular way. Post-delivery service obligations might include 
data processing, data maintenance, and external storage;253 providing app updates 

246 Green and Saidov (n 4) 173–4.
247 Pilar Perales Viscasillas, ‘CISG Advisory Council Opinion No 4: Contracts for the Sale of Goods to be 

Manufactured or Produced and Mixed Contracts (Article 3 CISG)’ in Ingeborg Schwenzer (ed), The CISG 
Advisory Council Opinions (Eleven International Publishing, 2017) 81, 83 [7] (‘Opinion 4’); Ingeborg 
Schwenzer and Pascal Hachem, ‘Article 3’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 
Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 
4th ed, 2016) 60, 67 [12] (‘Article 3’). Cf the commentary on CISG (n 3) article 3 by the United Nations 
Commission on International Trade Law Secretariat: Commentary on the Draft Convention on Contracts 
for the International Sale of Goods, Prepared by the Secretariat, UN Doc A/CONF.97/5 (14 March 
1979) 16–17 in United Nations Conference on Contracts for the International Sale of Goods, Vienna, 
10 March – 11 April 1980, Official Records: Documents of the Conference and Summary Records of the 
Plenary Meetings and of the Meetings of the Main Committees, UN Doc A/CONF.97/19 (1991) 16–17 [3] 
(‘Commentary on the Draft Convention’).

248 See commentary on CISG (n 3) article 3: ‘Commentary on the Draft Convention’ (n 247) 16 [1]. See also 
W Khoo, ‘Article 3’ in CM Bianca and MJ Bonell (eds), Commentary on the International Sales Law: 
The 1980 Vienna Sales Convention (Giuffrè, 1987) 41, 42 [2.1]–[2.2].

249 Muñoz (n 4) 286, 289–90; Diedrich, ‘Revisited’ (n 4) 66–7; Larson (n 10) 452.
250 Raysman et al (n 81) §2.01 [1.b.i]; Larson (n 10) 450, 452–3.
251 Larson (n 10) 488.
252 ‘Maximising Value from Data’ (n 26) 0:17:08–0:17:15.
253 Eggen (n 11) 234–5.
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over a particular period of time, perhaps on the basis of experience gained from 
the app’s ongoing use;254 assisting buyers in their analysis of raw data; and the 
provision of other technical services.255

On the basis of either CISG article 3(1) or article 3(2), it used to be said that only 
standard (and not custom) software could be governed by the CISG.256 However, 
a more nuanced approach to CISG article 3 is now taken.257 The antecedent labour 
and work sitting behind a software product is now treated as irrelevant, regardless 
of whether that software is standard or custom: the work is treated as being akin 
to the manufacturing process sitting behind traditional goods.258 This principle is 
equally applicable to non-software data contracts.259 It does not, however, make 
CISG article 3 irrelevant in this context. As with software sales, CISG article 3 may 
still exclude the CISG’s application to non-software data contracts where other 
service obligations arise which are of the requisite importance.260

Even outside of the software context, ‘there are many problems’ with CISG 
article 3’s interpretation.261 One of these concerns determining when service 
obligations are of this requisite importance. CISG article 3(1) precludes the 
CISG’s application to contracts for ‘goods to be manufactured or produced’ if the 
buyer ‘undertakes to supply a substantial part of the materials necessary for such 
manufacture or production’. CISG article 3(2) excludes mixed contracts where 
the ‘preponderant part’ of a seller’s obligations ‘consists in the supply of labour 
or other services’. What is a substantial part, what are the relevant materials, and 
what is a preponderant part? These are all pertinent questions when applying CISG 
article 3 to non-software data trade.

In the traditional goods context, the materials relevant for CISG article 3(1) are 
physical (and not non-physical) contributions.262 On this basis, ‘design specifications 
and similar instructions or plans’ are disregarded.263 In the inherently intangible 

254 Cf Agrawal, Gans and Goldfarb (n 72) 46–7.
255 See, eg, Evolution Online Systems, Inc v Koninklijke Ptt Nederland NV, 145 F 3d 505 (2nd Cir, 1998); 

Chateau des Charmes Wines Ltd v Sabate USA Inc, 328 F 3d 528, 530 (9th Cir, 2003).
256 Sono (n 17) 517–23; Mowbray (n 10) 127–9; Fakes (n 39) 582–3; Market Research Study Case, 

Oberlandesgericht Köln [Cologne Court of Appeal], 19 U 282/93, 26 August 1994 [tr Ruth M Janal and 
Camilla Baasch Andersen] <http://www.cisg-online.org/files/cases/6110/translationFile/132_99259773.
pdf>. See also United Nations Commission on International Trade Law, Digest (n 16) 7 [29]; Gillette and 
Walt (n 17) 54–5; Wulf (n 4) 28; Eggen (n 11) 231; Atanasovska (n 22) 326–9; Green and Saidov (n 4) 
171–2; Schlechtriem, ‘Requirements of Application’ (n 109) 786; Diedrich, ‘Revisited’ (n 4) 56, 64–7. 

257 Hachem (n 50) 80 [6].
258 Schwenzer, Hachem and Kee (n 140) 105 [7.29]; Schwenzer and Hachem, ‘Article 3’ (n 247) 61–2 [3]; 

Hachem (n 50) 80 [6]; Perales Viscasillas, ‘Opinion 4’ (n 247) 97 [4.3]; Eggen (n 11) 233. Cf Gillette and 
Walt (n 17) 55.

259 Eggen (n 11) 234. See also Trakman, Walters and Zeller (n 30) 253.
260 Muñoz (n 4) 289–90.
261 Schlechtriem, ‘Requirements of Application’ (n 109) 787. See also Schwenzer and Hachem, ‘Article 3’ (n 

247) 61 [2].
262 Wulf (n 4) 30; Schwenzer and Hachem, ‘Article 3’ (n 247) 65–6 [8]; Loukas Mistelis and Anjanette 

Raymond, ‘Article 3’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN Convention 
on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 2018) 54, 
55–6 [5], 58 [14].

263 Mistelis and Raymond (n 262) 58 [14]. Cf Perales Viscasillas, ‘Opinion 4’ (n 247) 90–1 [2.12]–[2.13].
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non-software data context, this principle can be adapted (via the application of 
CISG article 7(2)) to allow for the consideration of intangible contributions which 
are actually reflected in the final product: such as a buyer’s provision of code,264 
data that the seller is to convert into a different format,265 or data that is to be used 
by a seller to create a ‘modified compilation’ by way of a database.266 Though these 
contributions are non-physical, they are analogous to the supply of component 
goods267 or raw materials,268 and taking them into consideration remains consistent 
with the exclusion of mere specifications and other similar instructions. Taking them 
into account is also practically important, given the tendency in some commercial 
transactions for both parties to contribute data to a project.269 This interpretation of 
CISG article 3(1) avoids a difficult conceptual inconcistency that would otherwise 
arise as between traditional and digital goods trade.270 It can therefore be grounded 
in the CISG’s general principles of party equality and neutrality,271 or justified 
on the basis of applying CISG article 3(1) by analogy,272 particularly given that 
intellectual property rights are considered to be within the scope of that provision’s 
reference to buyer-supplied materials.273

CISG article 3(1)’s ‘substantial part’ test starts from a comparison of the 
economic values of the materials that the parties contribute.274 Those contributions’ 
volumes and their functional importance may also be taken into account.275 This 
provides for some flexibility in CISG article 3(1)’s application to non-software 
data contracts, where (as with physical electronics) there may be great variability 
in the value of data’s various components.276 A particular component of a machine 
might be so essential for its functioning that it constitutes a substantial part, even 
though the remaining components cost more.277 Similarly, in the case of a database 
compilation, the data initially provided by a buyer may be more important than the 
database that a seller later arranges it into.

264 Hachem (n 50) 80 [6].
265 Ibid 81 [11]. Hachem suggests that where the entire business model of a buyer is based on providing data 

for processing, in cases of doubt, the data’s initial value should be considered greater than the value of the 
converted data.

266 Sandra Gosnell, ‘Database Protection Down Under: Would a “Sweaty” Australia be Better Off with a 
Northerly Change?’ (2003) 26(3) University of New South Wales Law Journal 639, 639.

267 Schwenzer and Hachem, ‘Article 3’ (n 247) 65–6 [8].
268 Perales Viscasillas, ‘Opinion 4’ (n 247) 89–90 [2.11].
269 ‘Maximising Value from Data’ (n 26) 0:08:01–0:08:21.
270 Eggen (n 11) 232.
271 Ingeborg Schwenzer and Pascal Hachem, ‘Article 7’ in Ingeborg Schwenzer (ed), Schlechtriem & 

Schwenzer: Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford 
University Press, 4th ed, 2016) 119, 135–6 [34].

272 Ibid 134 [31]. See also Köhler (n 137) 15.
273 Perales Viscasillas, ‘Opinion 4’ (n 247) 92 [2.15].
274 Schwenzer, Hachem and Kee (n 140) 117–18 [8.38]; Schwenzer and Hachem, ‘Article 3’ (n 247) 63–5 

[6]–[7]; ibid 87 [2.6].
275 Schwenzer and Hachem, ‘Article 3’ (n 247) 63–5 [6]–[7]; Market Research Study Case, 

Oberlandesgericht Köln [Cologne Higher Regional Court], 19 U 282/93, 26 August 1994 [tr 
Ruth M Janal and Camilla Baasch Andersen] <http://www.cisg-online.org/files/cases/6110/
translationFile/132_99259773.pdf>.

276 Mistelis and Raymond (n 262) 56–7 [8].
277 Schwenzer and Hachem, ‘Article 3’ (n 247) 65 [7].
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Under CISG article 3(2), services constitute a preponderant part of the seller’s 
obligations if they represent more than 50% of a contract’s overall value.278 Again, 
this is not a hard-and-fast rule. An illustrative (if entirely hypothetical) example 
given in the literature involves a car being painted in gold: ‘this does not become 
a sale because the paint to be supplied by the painter is more expensive than the 
paint job’.279 Analogous (but very practical) examples exist in the non-software 
data context. A contract may require the production of electronic documentation, 
such as a document file, containing the results of a market research study. This file 
may have high strategic value, and may constitute a commercially-valuable asset 
once complete. As a type of media file, the document file would constitute goods 
pursuant to CISG article 1(1), like the car’s gold paint in the hypothetical example 
outlined above. Nevertheless, the services rendered in the course of the file’s 
creation (corresponding to the painting of the car) may well be considered the real 
point of the contract.280 Notwithstanding suggestions to the contrary,281 however, 
CISG article 3(2) would probably not exclude non-software data contracts on the 
basis that licensing constitutes the preponderant part of a seller’s obligations. This 
conclusion is based on the observation that licensing obligations are not service 
obligations, the latter being the obligations that the text of CISG article 3(2) refers 
to.282 This conclusion reinforces the need, identified in Part VI above, to consider 
all three of CISG articles 1(1) and 3’s framework elements separately when 
determining whether the CISG is capable of governing non-software data trade.

VIII   CONCLUSION

According to the business community, the future of commerce is digital. In 
this article, I have established a specific legal framework for assessing the CISG’s 
potential application to non-software data trade. Existing literature dealing with 
intangibles and the CISG tends to address software in particular. While this narrow 
focus might have been appropriate in times gone past, we now live in a post-software 
world. A wide range of digital products not constituting software as traditionally 
understood are commonly (and ever-increasingly) traded. Non-software data is 
qualitatively different to software. The CISG’s potential application to non-software 
data trade therefore requires its own independent analysis, grounded in a careful 
interpretation of the CISG’s text (and its application provisions in particular).

The small body of existing scholarship addressing the CISG’s digital 
application beyond software has so far lacked precision and has not been 

278 Ibid 69–71 [18]–[20]; Mistelis and Raymond (n 262) 59 [18]. Cf Perales Viscasillas, ‘Opinion 4’ (n 247) 
93–5 [3.3]–[3.4].

279 Schwenzer and Hachem, ‘Article 3’ (n 247) 70 [19].
280 Market Research Study Case, Oberlandesgericht Köln [Cologne Higher Regional Court], 19 U 282/93, 

26 August 1994 [tr Ruth M Janal and Camilla Baasch Andersen] <http://www.cisg-online.org/files/
cases/6110/translationFile/132_99259773.pdf>: though with reference to CISG (n 3) art 3(1). See also 
ibid 68 [14]; Mistelis, ‘Article 1’ (n 43) 31–2 [38]; Hachem (n 50) 82 [12].

281 Sono (n 17) 519; Atanasovska (n 22) 331.
282 Cf Schwenzer and Hachem, ‘Article 3’ (n 247) 71 [22].

176



2021 To Boldly Go, Part I 915

sufficiently comprehensive so as to allow firm conclusions to be drawn. It assumes 
(incorrectly) that the CISG’s regulation of non-software data trade follows from its 
application to software transactions. It fails to define its conception of data, and in 
some cases focuses on particular types of non-software data only. It also fails to 
ground the CISG’s potential application in a rigorous interpretation of its text. This 
article has addressed these deficiencies by proposing a specific legal framework for 
assessing the CISG’s capacity to govern non-software data trade. That framework 
comprises three elements: CISG article 1(1)’s goods criterion, CISG article 1(1)’s 
sale criterion, and CISG article 3’s rules relating to mixed contracts. The first of 
these determines the CISG’s capacity to regulate non-software data trade as a 
matter of principle. The second and third elements determine whether particular 
non-software data contracts fall within the CISG’s scope. The application of these 
second and third elements depend upon the facts in any given case.

In my counterpart article, ‘To Boldly Go, Part II’, I will extend this article’s 
analysis by addressing the question posed in Part V, concerning CISG article 
1(1)’s goods criterion: can the CISG’s provisions be adapted and applied to non-
software data trade? As will be shown in that article, the answer to this question 
is yes. Applying this article’s framework, in conjunction with that analysis, it 
will be seen that non-software data trade can be governed by the CISG. While 
this conclusion might seem far-reaching at first glance, my analysis is really an 
incremental (but still important) interpretative advance on existing CISG-software 
scholarship. It therefore respects the ‘cautious’ approach to interpreting the CISG’s 
scope that is advocated by Meyer.283 Importantly, my framework’s three elements 
(taken together) ensure that the CISG only governs data contracts for which it is 
properly suited. Numerous limitations remain on the CISG’s applicability in the 
non-software data context, as summarised below:

• CISG article 1(1)’s sale criterion excludes contracts granting temporary 
data access rights. Such contracts, increasingly common284 in the software-
as-a-service market,285 are not appropriately regulated by sales law.

• Selling the intellectual property (‘IP’) underpinning data,286 as distinct 
from selling data itself,287 remains outside of the CISG’s scope.288 The sale 
of IP is a sale of rights, and not a sale of goods,289 there being no delivery 
in the sales law sense.290

• Some transactions colloquially referred to as ‘data contracts’ are actually 
services contracts: for example, contracts with data carriers such as Internet 
service providers and mobile networks. These contracts are outside of the 

283 Meyer (n 120) 329–30. Cf Eggen (n 11) 231.
284 Eggen (n 11) 232.
285 Svantesson, ‘A Call’ (n 237) 34–5; ‘SaaS’ (n 238).
286 Atanasovska (n 22) 324.
287 Schmitt (n 19) 57; Green and Saidov (n 4) 176; Cox (n 4) 359.
288 United Nations Commission on International Trade Law, Digest (n 16) 7 [28].
289 Schwenzer and Hachem, ‘Article 1’ (n 17) 36 [22]; Schlechtriem, ‘Requirements of Application’ (n 109) 

786. See also United Nations Commission on International Trade Law, Report of the Working Group (n 
14) 22 [114]; Gillette and Walt (n 17) 50.

290 Mistelis, ‘Article 1’ (n 43) 31–2 [38]; Atanasovska (n 22) 325.
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CISG’s scope for this reason, although separate data sales concluded with 
third parties via their medium may still be governed by the CISG.

• CISG article 3(2) excludes contracts involving the delivery of non-
software data (such as document files) where the contract’s real purpose 
is the provision of services (such as market research activities).291 These 
contracts may also be excluded from the CISG’s scope on the basis of 
providing mere ‘know-how’.292

• CISG article 3(2) also excludes non-software data contracts where ongoing 
services obligations (eg, providing security updates, ensuring ongoing 
hardware or operating system compatibility, and analysing data) are the 
real gist of the contract.293

• Consumer data transactions are excluded pursuant to CISG article 2(a). 
This is a ‘significant’ limitation on the CISG’s digital application,294 
removing apps, music, TV shows, movies, and ebooks purchased for 
personal use from the CISG’s scope.

• Contracts granting access rights to databases, of the kind entered into by 
law firms, professional services firms, universities, research institutes, 
and libraries, remain outside of the CISG’s scope.295 They fail to satisfy 
CISG article 1(1)’s sale criterion, as they involve periodic subscriptions. 
They may (in addition) be excluded on the basis of constituting services 
contracts,296 or contracts for the mere provision of information,297 although 
they are probably not excluded (as is argued by some) on the basis of 
being akin to electricity sales for the purposes of CISG article 2(f).298

Even where my analysis supports the CISG’s application to non-software 
data trade, the CISG’s inherent ‘incompleteness’299 must also be kept in mind.300 
Pursuant to CISG article 4, the CISG addresses contract formation and the rights 
and obligations of contracting parties only. It embodies an eclectic model of 
regulation, necessarily operating in conjunction with an otherwise-applicable state 
law301 and relevant rules of private international law.302 Even where the CISG does 
govern non-software data contracts, it is not a comprehensive code.

291 Hachem (n 50) 82 [12].
292 Schwenzer and Hachem, ‘Article 1’ (n 17) 35 [19].
293 Eggen (n 11) 234–5.
294 Mowbray (n 10) 133. See also Schmitt (n 19) 75.
295 Wulf (n 4) 32–7.
296 But see Larson (n 10) 468.
297 Fakes (n 39) 588.
298 Contra Larson (n 10) 468–70; ibid 586–8. The CISG (n 3) article 2 exclusions are exceptions to the 

CISG’s application, and for this reason, they are to be read narrowly and are not to be given analogous 
application: Schwenzer and Hachem, ‘Article 2’ (n 125) 48 [3], 50 [7]; Frank Spohnheimer, ‘Article 2’ 
in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN Convention on Contracts for the 
International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 2018) 39, 40 [4], 48 [31]. See also 
Mowbray (n 10) 130; Cox (n 4) 363.

299 Schwenzer, Hachem and Kee (n 140) 37 [3.20].
300 Gillette and Walt (n 17) 43.
301 See generally Filip De Ly, ‘Sources of International Sales Law: An Eclectic Model’ (2005) 25(1) Journal 

of Law and Commerce 1.
302 Franco Ferrari, ‘PIL and CISG: Friends or Foes?’ (2013) 31 Journal of Law and Commerce 45, 49.
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Nevertheless, this article (and ‘To Boldly Go, Part II’) collectively demonstrate 
that the CISG is capable of going where no existing case law (but where much 
international trade) has gone before. Following widespread acceptance of the 
CISG’s capacity to regulate software sales, trade in non-software data is the CISG’s 
next frontier. It is probably not the CISG’s final frontier, however, given that the 
CISG has enjoyed a history of successful adaptation to the many commercial and 
technological changes that have occurred between 1980 and today.

Part I identified the CISG’s various adaptations to these changing 
circumstances, and Part III of this article explored the importance of considering 
the CISG’s application to non-software data trade. The COVID-19 pandemic, 
and its associated acceleration of the business digitalisation phenomenon, neatly 
illustrates how these points collide, and is a useful place at which to conclude this 
article’s analysis. Returning to the ICC’s Trading Thoughts podcast, referred to in 
Part I, the following comments were offered by Carlos Lopez-Blanco, Chair of the 
ICC’s Commission on the Digital Economy:

This has been new for all of us. This is something unexpected, and is something 
that in certain way this topic serves. This is a new reality that we need to understand 
… And let me start by saying that for my perspective … the pandemic has shown 
us the importance of digitalisation today. There is a very simple question: could 
anyone imagine this crisis in a pure [analogue] world? A world without electronic 
commerce, a world in which it was not possible to telework … or a world without 
online education? I think that the consequences of our situation … will have been 
different and will have been by far much worse. I think that at this time … we have 
been in the middle of an unprecedented social experiment … What would happen 
for high-risk people in this pandemic without electronic commerce? … [W]e have 
this experience that in all the countries will have take[n] not months but years: 
in three months. So I think that this experience will be very very important for 
understanding this process and the consequences of digitalisation.303

As Part III of this article explained, examining the CISG’s application to 
non-software data trade is important for numerous practical and policy reasons. 
And as the framework established in Parts IV–VII shows, the proposition that 
the CISG can govern such trade must be grounded in a rigorous interpretation 
of the CISG’s application provisions. Establishing this framework, and applying 
it in ‘To Boldly Go, Part II’, is a timely exercise. While data trade was already 
economically significant pre-pandemic,304 COVID-19’s effects on business have 
surely removed any lingering doubt. Immediately following the Trading Thoughts 
comments quoted above, Carlos Lopez-Blanco went on to say:

There are many people saying that nothing will be the same after the pandemic. 
For me, it’s not clear. I think that a lot of things will change, but not everything 
will change, and not everything will be different. But for me there is something that 
will be different before and after the pandemic, and [that] is the digitalisation of 
the economy and the society. Because [the] pandemic on one side has accelerated 

303 ‘ICC Trading Thoughts with Carlos Lopez Banco [sic], Chair of ICC Commission on the Digital 
Economy’, Trading Thoughts (International Chamber of Commerce, 17 October 2020) 0:01:00–0:03:22 
<https://soundcloud.com/iccwbo/icc-trading-thoughts-with-carlos-lopez-banco-chair-of-icc-commission-
on-the-digital-economy> (‘Digital Economy’). See also ‘Continued Innovation’ (n 72) 0:04:37–0:04:52.

304 Millstein, Neuburger and Weingart (n 202) 8-11 [8.04]; Hachem (n 50) 78 [1].
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the process of digitalisation … And at the same time, and this is for me very very 
important, the awareness in relation with digitalisation is much higher today.305

Business digitalisation is a challenge affecting all industries, including 
traditional industries, and businesses of all shapes and sizes.306 The framework that 
I have established in this article, for assessing the CISG’s capacity to regulate 
international data trade, shows that the CISG stands ready, willing, and able to 
assist: to the extent that the application of this framework permits. The CISG, as 
a widely accepted international sales law treaty, has an important role to play in 
facilitating commercial data trade.307 As a ‘shared’ law, it can help ‘ensure greater 
global consistency and predictability’308 in this area of commercial activity: just as 
it has always sought to do in relation to traditional, physical, goods trade.309

305 ‘Digital Economy’ (n 303) 0:03:22–0:04:11.
306 Ibid 0:06:02–0:06:34.
307 Cf Melissa de Zwart, ‘Contractual Communities: Effective Governance of Virtual Worlds’ (2010) 33(2) 

University of New South Wales Law Journal 605, 626; de Zwart, ‘Electronic Commerce’ (n 28) 305–6.
308 Andersen, ‘A New Challenge’ (n 114) 911.
309 CISG (n 3) Preamble para 3.

180



24 

 

APPENDIX 3: BENJAMIN HAYWARD, ‘TO BOLDLY GO, PART II: DATA AS 

THE CISG’S NEXT (BUT PROBABLY NOT FINAL) FRONTIER’ (2021) 44(4) 

UNIVERSITY OF NEW SOUTH WALES LAW JOURNAL 1482–1523 

181



1482 UNSW Law Journal  Volume 44(4)

TO BOLDLY GO, PART II: DATA AS THE CISG’S NEXT (BUT 
PROBABLY NOT FINAL) FRONTIER

BENJAMIN HAYWARD*

The United Nations Convention on Contracts for the International 
Sale of Goods (‘CISG’) is an international sales law treaty concluded 
in 1980 and drafted with traditional (physical) goods trade in mind. 
While a significant body of scholarship has addressed its capacity 
to govern electronic software transactions, only limited commentary 
has explored the CISG’s digital application beyond software per se. 
‘To Boldly Go, Part I’, this article’s counterpart, developed a specific 
legal framework for assessing the CISG’s capacity to regulate 
international trade in non-software data. This article now applies 
that framework, confirming the CISG is capable of governing non-
software data trade, and uses that framework to resolve the currently 
unsettled question of whether cryptocurrency trade falls within the 
CISG’s scope. Since non-software data trade is becoming increasingly 
economically important, this article’s conclusions stand to benefit 
data traders as well as the practitioners advising them.

I   INTRODUCTION

Like the globalisation of trade,1 business digitalisation is an inescapable 
phenomenon. In a recent edition of the Herbert Smith Freehills Catalyst podcast, 
the vast majority of poll respondents identified ‘digital transformation’ as the ‘big-
ticket agenda [item] you think will present the biggest challenge to your business 
in the next three years’: ahead of cyber security, environmental, social, and 
governance issues, operational resilience, and regulatory change.2 In explaining 
this poll result, the following observations were made:

*  Dr Benjamin Hayward is a Senior Lecturer in the Department of Business Law and Taxation, Monash 
Business School, Monash University. The author would like to thank participants at the Department’s 
‘Digital Trade Law and Governance Workshop’ (2 October 2019, Melbourne) and ‘To Boldly Go’ webinar 
(20 October 2020, online) for their helpful comments and questions regarding earlier drafts of this article. 
The author would also like to thank the Department’s International Trade and International Commercial 
Law research group for hosting both events. Convention accession statistics given in this article are 
current as at 29 September 2021.

1 Camilla Baasch Andersen, ‘A New Challenge for Commercial Practitioners: Making the Most of Shared 
Laws and Their “Jurisconsultorium”’ (2015) 38(3) University of New South Wales Law Journal 911, 911.

2 ‘EP61 Catalyst: Exploring Opportunities’, Catalyst Podcast Series (Herbert Smith Freehills, 23 
September 2020) 0:04:54–0:06:34 <https://www.herbertsmithfreehills.com/latest-thinking/catalyst-the-
podcast-series-for-an-era-of-change> (‘Exploring Opportunities’).
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[T]he fact is, it’s complex, it touches almost every aspect of our businesses, and the 
stakes are very high. So the nirvana promise, of course, is that if you get it right, 
it’s unlike anything we’ve seen before. It could bring about the ability to optimise 
existing services and business models, opportunities to create entirely new sources 
of value, the promise of greater efficiencies, lower costs …3

Amongst the many activities affected by business digitalisation sits 
‘commercialisation of that oh-so-valuable asset, data’.4 But what law underpins, 
and supports, such data trade? This question was identified by Catalyst as a ‘key’ 
issue engaging the business world.5 It is also the question I address in this article, 
and in its ‘To Boldly Go, Part I’ counterpart: with reference to the United Nations 
Convention on Contracts for the International Sale of Goods (‘CISG’).6 The CISG 
has been adopted by Australia7 and 93 other Contracting States, including most of 
the world’s major trading nations.8

This analysis is timely. Business digitalisation was ‘high on the board agenda 
even before COVID-19, but has been brought into sharper focus as a result of this 
pandemic’.9 Data is regularly described as the new oil.10 As Trakman, Walters and 
Zeller explain, ‘information is valuable as a commodity; and it is not surprising that 
companies specialize in harvesting and mining data … in order to sell that data as a 

3 Ibid 0:06:47–0:07:19.
4 Ibid 0:09:15–0:09:21. See also ‘How In-House Lawyers Can Help Their Companies Achieve Digital 

Transformation’, The Allen & Overy Podcast (Allen & Overy, 26 September 2019) 0:08:18–0:08:30 
<https://allenovery.podbean.com/e/how-in-house-lawyers-can-help-their-companies-achieve-digital-
transformation/>.

5 ‘Exploring Opportunities’ (n 2) 0:11:15–0:11:27.
6 United Nations Convention on Contracts for the International Sale of Goods, opened for signature 11 

April 1980, 1489 UNTS 3 (entered into force 1 January 1988) (‘CISG’).
7 For Australia’s implementing legislation: see Sale of Goods (Vienna Convention) Act 1987 (ACT) s 5; 

Sale of Goods (Vienna Convention) Act 1987 (NI) s 5; Sale of Goods (Vienna Convention) Act 1986 
(NSW) s 5; Sale of Goods (Vienna Convention) Act 1987 (NT) s 5; Sale of Goods (Vienna Convention) 
Act 1986 (Qld) s 5; Sale of Goods (Vienna Convention) Act 1986 (SA) s 4; Sale of Goods (Vienna 
Convention) Act 1987 (Tas) s 5; Goods Act 1958 (Vic) s 86; Sale of Goods (Vienna Convention) Act 1986 
(WA) s 5; Competition and Consumer Act 2010 (Cth) sch 2 s 68.

8 ‘Status of Treaties: United Nations Convention on Contracts for the International Sale of Goods’, United 
Nations Treaty Collection (Web Page, as at 1 June 2021) <https://treaties.un.org/Pages/ViewDetails.
aspx?src=IND&mtdsg_no=X-10&chapter=10&clang=_en>.

9 ‘Exploring Opportunities’ (n 2) 0:00:39–0:00:48. See also Pascal Hachem, ‘Anhang zu Art 1: CISG und 
Datenhandel’ in Peter Schlechtriem, Ingeborg Schwenzer and Ulrich G Schroeter (eds), Kommentar Zum 
UN-Kaufrecht (CISG) (CH Beck, 7th ed, 2019) 78, 78–9 [1] (‘Annex’).

10 Ajay Agrawal, Joshua Gans and Avi Goldfarb, Prediction Machines: The Simple Economics of Artificial 
Intelligence (Harvard Business Review Press, 2018) 43; Leon Trakman, Robert Walters and Bruno Zeller, 
‘Trade in Personal Data: Extending International Legal Mechanisms to Facilitate Transnational Trade in 
Personal Data?’ (2020) 6(2) European Data Protection Law Review 243, 243 (‘Trade in Personal Data’). 
See also ‘Exploring Opportunities’ (n 2) 0:44:56–0:45:32; ‘Fintech in Focus: Digital Identity’, Freshfields 
TQ Podcast Series (Freshfields Bruckhaus Deringer, 22 September 2020) 0:04:20–0:04:32 <https://www.
freshfields.com/en-gb/our-thinking/our-podcasts/technology-quotient-podcast/fintech-in-focus-digital-
identity/> (‘Digital Identity’); ‘The Impact of COVID-19 on Digital Transformation and the Importance 
of Continued Innovation’, DLA Piper TechLaw Podcast Series (DLA Piper, 22 September 2020) <https://
soundcloud.com/user-70946062/the-impact-of-covid-19-on-digital-transformation-and-the-importance-of-
continued-innovation> 0:06:28–0:07:08 (‘Continued Innovation’); ‘A Turning Point for Tech: Global Survey 
on Digital Regulation’, Straight Talking from Hogan Lovells (Hogan Lovells, 6 November 2019) 0:06:39–
0:06:48 <https://hlstraighttalks.podbean.com/e/a-turning-point-for-tech-global-survey-on-digital-regulation/>.
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product to interested parties’.11 Digital assets, today, are ‘hardly unusual, uncommon 
or of little value; in fact, quite the opposite is true’.12 Contracts for the sale of data, 
however, do not exist in a legal vacuum.13 Identifying and understanding the law 
that governs them will help businesses and their legal advisers (including those in 
Australia) effectively engage with this increasingly important area of international 
economic activity.

The CISG is a widely adopted treaty that is intended to harmonise international 
sales law, and thereby promote international trade.14 It was drafted in 1980, firmly 
in the context of physical goods trade.15 Most existing authorities accept the 
CISG’s capacity to govern electronic software transactions.16 As explained in ‘To 
Boldly Go, Part I’, however, a range of other non-software digital assets are now 
commonly traded: including media files, apps, and raw data. Such non-software 
data is qualitatively different to software, which is traditionally understood as 
comprising executable computer programs only.17 Non-software data does not 
consist of executable files, and in some cases, is not functional in and of itself.18 
Media files and raw data, for example, require software or apps to operate upon 
them in order to be useful. Accepting the CISG’s capacity to regulate software trade 
does not, therefore, automatically establish that non-software data falls within the 

11 Trakman, Walters and Zeller, ‘Trade in Personal Data’ (n 10) 244. See also Organisation for Economic 
Co-operation and Development, ‘Government Access to Personal Data Held by the Private Sector: 
Statement by the OECD Committee on Digital Economy Policy’, Digital (Web Page, 22 December 
2020) <http://www.oecd.org/digital/trusted-government-access-personal-data-private-sector.htm>; 
‘Digital Identity’ (n 10) 0:04:24–0:04:32; ‘Maximising Value from Data: Data Governance and Data 
Monetisation’, The Allen & Overy Podcast (Allen & Overy, 28 January 2020) 0:00:30–0:00:42 <https://
allenovery.podbean.com/e/maximising-value-from-data-data-governance-and-data-monetisation/> 
(‘Maximising Value from Data’).

12 Sarah Green, ‘Sales Law and Digitised Material’ in Djakhongir Saidov (ed), Research Handbook on 
International and Comparative Sale of Goods Law (Edward Elgar Publishing, 2019) 78, 93–4 (‘Sales Law’).

13 As is the case for contracts in general: Amin Rasheed Shipping Corporation v Kuwait Insurance Co 
[1984] 1 AC 50, 65.

14 CISG (n 6) Preamble para 3.
15 See, eg, Clayton P Gillette and Steven D Walt, The UN Convention on Contracts for the International 

Sale of Goods: Theory and Practice (Cambridge University Press, 2nd ed, 2016) 53; Peter Huber and 
Alastair Mullis, The CISG: A New Textbook for Students and Practitioners (Sellier European Law 
Publishers, 2007) 111–12; Edgardo Muñoz, ‘Software Technology in CISG Contracts’ (2019) 24(2) 
Uniform Law Review 281, 287; Mirjam Eggen, ‘Digitale Inhalte unter dem CISG: Eine Rundschau über 
Herausforderungen und mögliche Lösungen’ (2017) 17(6) Internationales Handelsrecht 229, 233.

16 See, eg, Ingeborg Schwenzer and Pascal Hachem, ‘Article 1’ in Ingeborg Schwenzer (ed), Schlechtriem 
& Schwenzer: Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford 
University Press, 4th ed, 2016) 27, 34–5 [18].

17 Benjamin Hayward, ‘What’s in a Name? Software, Digital Products, and the Sale of Goods’ (2016) 38(4) 
Sydney Law Review 441, 452–4; Australian Competition and Consumer Commission v Valve Corp [No 3] 
(2016) 337 ALR 647, 676–7 [138]–[139], 679–80 [156]: regarding Australia’s non-harmonised sales and 
consumer laws. See also Oxford English Dictionary (online at 1 June 2021) ‘software’ (def 2(b)); Oxford 
English Dictionary (online at 1 June 2021) ‘data’ (def 2(b)); A Dictionary of Computer Science (online at 
1 June 2021) ‘data’ (def 1).

18 Hans Markus Wulf, UN-Kaufrecht und eCommerce: Problembereiche bei der Anwendung des Wiener 
Übereinkommens auf Internet-Verträge (Peter Lang, 2003) 51; Hansjörg Friedrich Schmitt, Intangible 
Goods als Leistungsgegenstand internationaler Online-Kaufverträge (Peter Lang, 2003) 19–20. In this 
regard, raw data is similar to raw materials: Hachem, ‘Annex’ (n 9) 82 [12].
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CISG’s scope too. Independent analysis, of the kind undertaken in this article and 
in its counterpart, is required to reach that conclusion.

‘To Boldly Go, Part I’ laid the foundation for this independent analysis. In that 
article, I established a specific legal framework for assessing the CISG’s capacity 
to regulate non-software data trade. That framework consisted of three elements: 
CISG article 1(1)’s goods criterion, CISG article 1(1)’s sale criterion, and CISG 
article 3’s rules on mixed contracts. CISG article 1(1)’s goods criterion determines 
whether non-software data falls within the CISG’s scope as a matter of principle. 
The CISG article 1(1) sale criterion, and CISG article 3’s rules on mixed contracts, 
determine whether particular non-software data contracts fall within the CISG’s 
scope. In relation to CISG article 1(1)’s threshold goods criterion, ‘To Boldly 
Go, Part I’ set out the interpretative principles that determine whether or not non-
software data constitutes goods for the purposes of the CISG.

In Part II of this article, I progress that analysis and apply CISG article 1(1)’s 
goods criterion to non-software data. As in ‘To Boldly Go, Part I’, media files 
(audio, video, image, and document files), apps, and raw data (including personal 
data) are analysed by way of example. Part II concludes that non-software data does 
constitute goods for the purposes of CISG article 1(1). Taken alongside ‘To Boldly 
Go, Part I’, this analysis confirms that non-software data trade can be governed 
by the CISG, a conclusion that is significant for a range of practical and policy 
reasons that were canvassed in that prior article. These include the magnitude of 
data trade,19 and the CISG’s trade facilitation purposes.20

Part III takes this analysis one step further, by using it to resolve a specific 
and currently unsettled question concerning the CISG’s digital operation: can the 
CISG regulate cryptocurrency sales? That is, can the CISG regulate the exchange 
of cryptocurrency against traditional State-issued money?21 Existing analyses both 
support22 and reject23 the proposition that it can. As cryptocurrencies did not exist 
when the CISG was drafted, its text provides no explicit solution.24 My analysis 
of the CISG’s capacity to govern non-software data trade provides a proper 
foundation for this issue’s principled resolution: a foundation missing from the 

19 Hachem, ‘Annex’ (n 9) 78 [1].
20 CISG (n 6) Preamble para 3.
21 Eggen (n 15) 236–7.
22 Frank Spohnheimer, ‘Article 2’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN 

Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd 
ed, 2018) 39, 50 [40]. Spohnheimer, however, cites Manuel Lorenz, ‘Art 2’ in Wolfgang Witz, Hanns-
Christian Salger and Manuel Lorenz (eds), International Einheitliches Kaufrecht: Praktiker-Kommentar 
und Vertragsgestaltung zum CISG (dfv Mediengruppe, 2nd rev ed, 2016) 32, 36 [8] with reference to this 
proposition: a source actually arguing against the CISG’s application to cryptocurrency trade: at 50 [40].

23 Lorenz (n 22) 36 [8]; Eggen (n 15) 236–7; Emir Bayramoğlu, ‘A Legal Analysis on CISG’s Scope of 
Application from Smart Contracts’ Perspective’, Turkish Law Blog (Blog Post, 20 January 2020) <https://
turkishlawblog.com/read/article/193/a-legal-analysis-on-cisg-s-scope-of-application-from-smart-
contracts-perspective>; Koji Takahashi, ‘Applicability of CISG’, Blockchain, Cryptocurrency, Crypto-
Asset and the Law (Blog Post, 2 November 2015) <http://cryptocurrencylaw.blogspot.com/2015/11/
applicability-of-cisg.html>; Tomáš Hůlka, ‘Internetové Obchodování s Mezinárodním Prvkem’ [Internet 
Trading with an International Element] (Thesis, Univerzita Karlova, 11 January 2017) 44.

24 Eggen (n 15) 235.
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limited existing attempts to resolve this problem. Answering this question is 
important for jurisdictions (like Australia) which are experiencing growing interest 
in cryptocurrency investment.25

Part IV concludes by reaffirming the proposition put in ‘To Boldly Go, Part 
I’: that non-software data trade is the CISG’s next frontier, and that by regulating 
such trade, the CISG can boldly go where no existing case law26 (but where much 
international trade) has gone before. It is probably not the CISG’s final frontier, 
however, given the CISG’s history of successful adaptation to the many commercial 
and technological changes occurring between 1980 and today.

Before proceeding to Part II, a final introductory remark is necessary 
regarding my citation style, as was also the case in ‘To Boldly Go, Part I’. Limited 
existing scholarship specifically addresses the CISG’s digital application beyond 
software. As a result, many of the authorities cited in this article instead address 
software, or the CISG’s interpretation in a more general sense. I would ordinarily 
acknowledge the different contexts of these sources in my footnotes via use of the 
‘cf’ introductory signal, explanatory text (such as ‘in the software context’), or 
both. However, given the large number of citations that would have been affected 
by these qualifications, I have chosen not to do so in this article.

II   NON-SOFTWARE DATA AND CISG ARTICLE 1(1)’S GOODS 
CRITERION: APPLYING AND ADAPTING THE CISG’S 

PROVISIONS TO NON-SOFTWARE DATA TRADE

As Part I explained, the application of CISG article 1(1)’s sale criterion and 
CISG article 3’s rules relating to mixed contracts are fact dependent. CISG article 
1(1)’s goods criterion, however, is different. It plays a gatekeeper function: acting 
as a threshold requirement which determines the CISG’s application as a matter of 
principle.

A   A Brief Recap: Interpreting CISG Article 1(1)’s Goods Criterion
In establishing my specific legal framework for assessing the CISG’s capacity to 

govern non-software data trade, ‘To Boldly Go, Part I’ identified the interpretative 
rules that are relevant to determining whether non-software data constitutes goods 
for the purposes of CISG article 1(1). In summary:

• CISG article 7(1) requires that this issue be resolved autonomously.27

25 Ann Wen, ‘Will We See More Australian Businesses Transact with Cryptocurrency?’, Dynamic Business 
(online, 30 September 2020) <https://dynamicbusiness.com/featured/will-we-see-more-australian-
businesses-transact-with-cryptocurrency.html>.

26 At the time of writing, searching the CISG-Online database’s case law collection for decisions involving 
‘data’ in the ‘[g]oods as per contract’ field returns zero results: Faculty of Law, University of Basel, 
‘Search for Cases’, CISG-Online (Web Page, 2021) <http://www.cisg-online.org/search-for-cases>.

27 Ingeborg Schwenzer, Pascal Hachem and Christopher Kee, Global Sales and Contract Law (Oxford 
University Press, 2012) 98 [7.05]; Schwenzer and Hachem, ‘Article 1’ (n 16) 33 [16]; Loukas Mistelis, 
‘Article 1’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN Convention on 
Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 2018) 21, 31 
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• Applying this principle of autonomous interpretation, the CISG’s 
understanding of goods is a broad one.28

• The ‘decisive criterion’, according to the Schlechtriem & Schwenzer 
Commentary, is ‘the suitability of the [CISG’s] rules on non-conformity 
(Article 35 et seq)’ for the type of trade in question.29

• Taking a broader view, beyond just this non-conformity provision, CISG 
article 1(1)’s goods criterion has also been defined ‘by taking into account 
the suitability and adequacy of the CISG’s solutions for the merchandise 
in question’.30

• Since there are qualitative differences between software and non-software 
data, accepting software’s classification as goods for the purposes of 
CISG article 1(1)31 does not in itself determine that non-software data is 
classified in that same way.32

In this Part, CISG article 1(1)’s goods criterion is applied in the non-software 
data context: noting for completeness that CISG article 2’s exclusions do not 
capture either software or data trade.33 While an emerging body of literature 
has started to explore the CISG’s digital application beyond software, there is 
no existing scholarship that rigorously applies the CISG’s legal test for goods 
to non-software data. The closest existing contributions have been Eggen’s and 
Schmitt’s German language analyses of the CISG’s application to digital goods 
and intangible goods, respectively. While Eggen’s analysis addresses both CISG 
articles 1(1) and 3,34 which are the basis of the framework of ‘To Boldly Go, Part 
I’, Eggen does not address the suitability of the CISG’s provisions as the decisive 
factor in applying CISG article 1(1)’s goods criterion. After briefly reviewing the 
operation of the CISG’s substantive provisions to digital goods trade, Eggen treats 
their application as following on from the CISG’s initial applicability.35 Schmitt’s 
systematic interpretation of the CISG does assess the operation of some of its 
provisions in addressing whether or not the CISG governs intangible goods trade, 
though only a small number of core obligations are analysed.36 As ‘To Boldly Go, 

[36]; Pilar Perales Viscasillas, ‘Article 7’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas 
(eds), UN Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH 
Beck, 2nd ed, 2018) 112, 116 [12].

28 Schwenzer and Hachem, ‘Article 1’ (n 16) 33 [16].
29 Ibid. See also Schwenzer, Hachem and Kee (n 27) 98 [7.05], 103 [7.23]; Muñoz (n 15) 285–6.
30 Muñoz (n 15) 285.
31 Peter Schlechtriem, ‘Article 1’ in Peter Schlechtriem and Ingeborg Schwenzer (eds), Commentary on 

the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 2nd ed, 2005) 
23, 28–30 [21]; Thomas Neumann, ‘Dominant Control: A Proposal for the Classification of International 
Transactions of Modern Software’ (2017) 21(2) Vindobona Journal of International Commercial Law and 
Arbitration 109, 110, 112, 127.

32 Cf Wulf (n 18) 42–55; Hachem, ‘Annex’ (n 9) 81 [10]. See also Hachem, ‘Annex’ (n 9) 83 [16], 88–9 
[40].

33 Except, under CISG article 2(a), in the consumer context.
34 Eggen (n 15) 230. This reference omits mention of CISG article 3, though that provision is addressed 

elsewhere in Eggen’s article.
35 Eggen (n 15) 233–4. Similarly, Wulf assesses the fit of the CISG’s performance provisions with virtual 

goods trade only after determining that the CISG applies to such trade in principle: Wulf (n 18) 159–74.
36 Schmitt (n 18) 34–8.
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Part I’ established, the correct analysis must be more extensive than Schmitt’s, and 
must be conducted in reverse as compared to Eggen’s. It is the applicability and 
adaptability of the CISG’s provisions to non-software data trade that provides the 
legal basis for characterising data as goods for the purposes of CISG article 1(1). It 
is this test that is applied, for the first time, in this Part.

B   Methodology: Analysing the ‘Muñoz Provisions’ in the Non-software 
Data Context

Assessing any sales law’s adequacy to govern trade in digital subject-matters 
‘is immensely complex and cannot be answered without an extensive examination 
of [its] … different parts’.37 Although it is widely recognised that the CISG’s ‘core 
provisions on rights and remedies can be applied, if necessary with appropriate 
accommodation’ in the software context,38 it is interesting to note that most CISG-
software scholarship does not actually address the CISG’s substantive provisions in 
any kind of detail.39 Research recently published by Muñoz is a notable exception. 
That research assesses the compatibility of a range of key CISG provisions with 
software trade: namely CISG articles 31–3, 35, 38–9, 42, 66–7 and 79–80.40 In order 
to ensure the consistency of my analysis with that of Muñoz, and to ensure that 
I address a range of legal issues sitting amongst sales law’s ‘primary concerns’,41 
this Part will address those same ‘Muñoz provisions’ (and select additional CISG 
rules) in the non-software data context.

Part II(D) addresses the seller’s delivery obligation, with reference to CISG 
articles 31–3. Part II(E) analyses the seller’s conformity obligations, as set out in 
CISG article 35, with additional reference being made to CISG article 25’s test 
for fundamental breach and CISG article 82(1)’s restitution rule. In Part II(F), 
examination and notice under CISG articles 38–9 are considered, whilst Part 
II(G) looks to CISG article 42’s rules regarding third party intellectual property 
(‘IP’) claims. Part II(H) addresses the passing of risk under CISG articles 66–7, 
whilst Part II(I) considers CISG articles 79–80’s liability exemptions. In each case, 
notwithstanding the inevitable potential for fact-based difficulties, the CISG’s 
provisions are able to be applied and adapted to non-software data trade. This 
justifies non-software data’s classification as goods for the purposes of CISG 
article 1(1).

C   Non-software Data Trade and the CISG’s Default Status
Before addressing those provisions, however, an initial observation is 

necessary concerning their default status. Like all of the CISG’s rules,42 the 

37 Sarah Green and Djakhongir Saidov, ‘Software as Goods’ [2007] (2) Journal of Business Law 161, 178.
38 Schlechtriem, ‘Article 1’ (n 31) 30 [21].
39 See, eg, Neumann (n 31) 121; Green and Saidov (n 37) 177–80. See especially ibid 28–30 [21].
40 Muñoz (n 15) 287–9, 293–301.
41 Green, ‘Sales Law’ (n 12) 85: ‘the passing of title and risk, the quality of the goods concerned, their 

fitness for purpose as well as conformity to their description’.
42 With the exception of CISG article 12, concerning written form declarations made under CISG article 96: 

see CISG (n 6) art 6.
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provisions analysed in this Part apply absent contrary party agreement.43 In some 
circumstances, contrary party agreement might be routine or expected, at least in 
the traditional goods context. For example, contracts commonly contain their own 
examination44 and notice45 regimes, as well as their own risk provisions.46 In the 
data context, parties may ‘be specific’ about what happens to non-software data 
upon their contract’s termination, as well as that data’s initial delivery.47

A contract’s express terms are necessarily adapted to the transaction at hand. 
Parties are considered the best judges of their own self-interest, and are thus 
capable of making choices concerning the extent of the CISG’s application to 
their contracts.48 Where the parties’ own agreement in non-software data contracts 
displaces specific provisions of the CISG, their agreement is by definition suitable 
for their transaction.49 In addition to Parts II(D)–(I)’s analyses, the CISG’s default 
status thus further confirms the CISG’s compatibility with non-software data trade.

D   The Seller’s Delivery Obligation: CISG Articles 31–3
The seller’s delivery obligation, addressed in CISG articles 31–3, follows on 

from the seller’s general obligations contained in CISG article 30 to ‘deliver the 
goods, hand over any documents relating to them and transfer the property in the 
goods, as required by the contract and this Convention’.50 As delivery constitutes 

43 See, eg, Huber and Mullis (n 15) 106, 151, 314; Ingeborg Schwenzer, ‘Article 38’ in Ingeborg Schwenzer 
(ed), Schlechtriem & Schwenzer: Commentary on the UN Convention on the International Sale of Goods 
(CISG) (Oxford University Press, 4th ed, 2016) 636, 641 [11], 650 [29]; Ingeborg Schwenzer, ‘Article 
39’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: Commentary on the UN Convention on 
the International Sale of Goods (CISG) (Oxford University Press, 4th ed, 2016) 652, 672 [40]; Stefan 
Kröll, ‘Article 38’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN Convention on 
Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 2018) 552, 555 
[12], 556–7 [18]; Stefan Kröll, ‘Article 39’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas 
(eds), UN Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH 
Beck, 2nd ed, 2018) 586, 591 [15]; Muñoz (n 15) 298.

44 Huber and Mullis (n 15) 150–1; Schwenzer, ‘Article 38’ (n 43) 641 [11]; Kröll, ‘Article 38’ (n 43) 557 
[19].

45 Kröll, ‘Article 39’ (n 43) 591 [16].
46 Huber and Mullis (n 15) 314–15; Pascal Hachem, ‘Article 67’ in Ingeborg Schwenzer (ed), Schlechtriem 

& Schwenzer: Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford 
University Press, 4th ed, 2016) 968, 969 [4]; Johan Erauw, ‘Article 67’ in Stefan Kröll, Loukas Mistelis 
and Pilar Perales Viscasillas (eds), UN Convention on Contracts for the International Sale of Goods 
(CISG): A Commentary (CH Beck, 2nd ed, 2018) 861, 862 [3], 865 [24]; B Nicholas, ‘Article 67’ in CM 
Bianca and MJ Bonell (eds), Commentary on the International Sales Law (Giuffrè, 1987) 487, 489 [2.1].

47 ‘Maximising Value from Data’ (n 11) 0:12:08–0:12:19.
48 Chief Justice Sundaresh Menon, ‘Roadmaps for the Transnational Convergence of Commercial Law: 

Lessons Learnt from the CISG’ (Speech, 35th Anniversary of the Convention on Contracts for the 
International Sale of Goods (‘CISG’), 23 April 2015) 19 [21] <https://www.supremecourt.gov.sg/docs/
default-source/default-document-library/media-room/cisg-speech-(final---230415).pdf>.

49 Hachem, ‘Annex’ (n 9) 85 [24] regarding the CISG’s delivery and risk provisions. See, eg, ‘Maximising 
Value from Data’ (n 11) 0:08:31–0:08:50, 0:09:12–0:09:52.

50 Corinne Widmer Lüchinger, ‘Article 30’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 
Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 
4th ed, 2016) 514, 514–15 [1]–[2]; Burghard Piltz, ‘Article 30’ in Stefan Kröll, Loukas Mistelis and Pilar 
Perales Viscasillas (eds), UN Convention on Contracts for the International Sale of Goods (CISG): A 
Commentary (CH Beck, 2nd ed, 2018) 393, 394 [5]–[6].
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‘the seller’s primary obligation’,51 these provisions are an apt starting point for this 
Part’s analysis.

The CISG’s delivery provisions were drafted with physical goods in mind.52 
Of all the provisions addressed in this article, CISG articles 31–3 involve the most 
straightforward analogy with existing CISG-software analyses.53 Notwithstanding 
the qualitative differences between software and non-software data identified 
above (and explored in ‘To Boldly Go, Part I’), this follows from CISG articles 
31–3’s focus on the means of transmitting goods, rather than their particular 
characteristics. As data is the fundamental unit of exchange for both software and 
non-software data trade, it stands to reason that the electronic delivery of both will 
invoke equivalent principles. This is not to say that applying CISG articles 31–3 to 
non-software data trade is easy.54 Competing interpretations of these provisions are 
evident in existing scholarship addressing the CISG’s digital operation.

In the software context, Muñoz argues that the means of software’s storage 
and delivery are ‘irrelevant’, with the ‘key principle’ being that software’s delivery 
‘occurs at a given time and place in accordance with the agreement of the parties or 
the Convention pursuant to Articles 31–33 of the CISG’.55 Software’s intangibility is 
not incompatible with its capacity to be delivered.56 The same can be said in relation 
to non-software data. CISG article 33 sets the time for delivery as the date fixed or 
determinable from the contract,57 a date within a period fixed or determinable from 
the contract,58 or in any other case, ‘within a reasonable time’ after the contract’s 
conclusion.59 This provision’s application to software trade is straightforward,60 
and the same is true regarding non-software data contracts. While this conclusion 
is easy to reach, it is important: the time for delivery determines when a buyer is 
entitled to seek non-delivery remedies under the CISG.61 The most problematic 
aspect of CISG article 33’s application to non-software data trade, in practice, is 
likely to be the factual determination of what constitutes reasonable time. This 
depends upon the circumstances of each case.62 One relevant factor will be whether 
the seller already has the relevant non-software data to hand, or whether that data 
requires production or procurement.63 Since CISG article 33 regulates the seller’s 

51 Widmer Lüchinger, ‘Article 30’ (n 50) 515 [3]. See also Huber and Mullis (n 15) 106; Piltz, ‘Article 30’ 
(n 50) 394 [6].

52 Hachem, ‘Annex’ (n 9) 83 [18].
53 Cf ibid 84 [18].
54 Cf ibid 88–9 [40].
55 Muñoz (n 15) 286.
56 Cf Gillette and Walt (n 15) 50.
57 CISG (n 6) art 33(a).
58 Ibid art 33(b).
59 Ibid art 33(c).
60 Muñoz (n 15) 288.
61 Corinne Widmer Lüchinger, ‘Article 33’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 

Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 
4th ed, 2016) 571, 572 [2].

62 Huber and Mullis (n 15) 125–6; Burghard Piltz, ‘Article 33’ in Stefan Kröll, Loukas Mistelis and Pilar 
Perales Viscasillas (eds), UN Convention on Contracts for the International Sale of Goods (CISG): A 
Commentary (CH Beck, 2nd ed, 2018) 456, 465 [27].

63 Widmer Lüchinger, ‘Article 33’ (n 61) 579 [16]; Piltz, ‘Article 33’ (n 62) 466 [27].
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delivery obligation and not the buyer’s taking of delivery,64 delays in transmitting 
non-software data that are caused by technical difficulties arising after that data’s 
legal delivery are not the seller’s responsibility under this provision.

CISG article 31 addresses the content of the delivery obligation, and its place 
of performance.65 This provision is also functionally important in establishing 
the existence of a seller’s breach, and a buyer’s corresponding entitlement to 
remedies.66 It is here that diverging opinions exist regarding digital delivery under 
the CISG. CISG article 31’s application to non-software data trade thus requires 
careful interpretation.

CISG article 31 distinguishes between two categories of case:67 cases involving 
‘carriage of the goods’,68 and cases involving goods being put ‘at the buyer’s 
disposal’.69 If downloading is the modern form of provision for intangible goods,70 
which category of case does it belong to? Muñoz argues that software’s electronic 
transfer ‘is comparable to’ carriage, and for this reason, suggests that CISG article 
31(a) applies.71 On the other hand, specifically addressing data trade, Hachem 
suggests that data is usually put at a buyer’s disposal via download, and that CISG 
article 31(b) applies instead.72

On Muñoz’s view, sellers effectively ‘[hand] the goods over to the first carrier 
for transmission’73 by dispatching software from their servers ‘for transmission to 
the buyer through the routing system of different Internet “carriers”’.74 This carriage 
analogy seems stronger than Hachem’s alternative view, since carriage cases involve 
different places for the acts of delivery and taking thereof.75 In the case of non-
software data trade, the seller’s and buyer’s servers will be in different locations, 
even if a buyer downloads the data they have purchased by clicking on a link.

The Internet infrastructure required for the transfer of non-software data is 
external to the seller.76 Data transfers are therefore different from situations involving 
traditional goods being transported via a seller’s own vessel or employees, which 
are not carriage cases under the CISG.77 Collection analogies also appear artificial 

64 Piltz, ‘Article 33’ (n 62) 457 [3].
65 Corinne Widmer Lüchinger, ‘Article 31’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 

Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University 
Press, 4th ed, 2016) 520, 521 [1]; Burghard Piltz, ‘Article 31’ in Stefan Kröll, Loukas Mistelis and Pilar 
Perales Viscasillas (eds), UN Convention on Contracts for the International Sale of Goods (CISG): A 
Commentary (CH Beck, 2nd ed, 2018) 409, 410 [1].

66 Widmer Lüchinger, ‘Article 31’ (n 65) 522 [5].
67 Piltz, ‘Article 31’ (n 65) 413 [13].
68 CISG (n 6) art 31(a).
69 Ibid arts 31(b)–(c).
70 Schmitt (n 18) 36.
71 Muñoz (n 15) 288.
72 Hachem, ‘Annex’ (n 9) 84 [19].
73 CISG (n 6) art 31(a).
74 Muñoz (n 15) 288.
75 Piltz, ‘Article 31’ (n 65) 413–15 [14]–[16].
76 Melissa de Zwart, ‘Electronic Commerce: Promises, Problems and Proposals’ (1998) 21(2) University of 

New South Wales Law Journal 305, 309.
77 Huber and Mullis (n 15) 111.
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as a result of the CISG’s presumption in favour of carriage,78 and the parties’ own 
autonomy to define what delivery act the seller has to perform.79 Interpreting data 
transfers as involving carriage is also, importantly, consistent with CISG article 
7(1)’s interpretative directive regarding ‘the observance of good faith in international 
trade’. Muñoz’s delivery-via-carriage interpretation facilitates the CISG’s most 
logical manner of application to a context that its drafters could not possibly have 
foreseen. The application of CISG article 31(a) should therefore not be limited, as 
Hachem suggests, to situations involving data being transferred via third parties.80

Outside of Muñoz and Hachem’s analyses, Gillette and Walt critique the 
potential operation of CISG article 31(c)’s ‘residual provision’ in the software 
context, where a seller must make goods available to a buyer at the seller’s place of 
business.81 Both Muñoz and Hachem’s views avoid this provision’s application by 
invoking CISG articles 31(a) and 31(b) respectively. While there is no difference 
between them concerning CISG article 31(c), for the reasons outlined above, 
the better view is that non-software data trade is accommodated by CISG article 
31(a)’s delivery-via-carriage rule.

If this is correct, three further delivery-related observations can be made. 
First, CISG article 31(a) does not require goods to be dispatched from a particular 
place, unless one is specified in the contract.82 This point, whilst ostensibly benign, 
is actually critical to the CISG’s commercially reasonable operation in the non-
software data context. Mobile communications are ubiquitous in commerce, 
implicating ‘combined mobility of both persons and communications’.83 Given 
the Internet’s borderless nature, data is mobile too. Non-software data might 
be dispatched by sellers from servers housed at their place of business, outside 
that place but still within their State, or in some other place (for tax reasons, for 
example).84 For CISG article 31(a)’s purposes,85 these variations – all being realistic 

78 Piltz, ‘Article 31’ (n 65) 415 [17], 424 [36].
79 Ibid 416–17 [20].
80 Hachem, ‘Annex’ (n 9) 84 [20].
81 Gillette and Walt (n 15) 50.
82 Widmer Lüchinger, ‘Article 31’ (n 65) 522 [4]. See also Piltz, ‘Article 31’ (n 65) 415–16 [18].
83 Ulrich G Schroeter, ‘The Modern Travelling Merchant: Mobile Communication in International Contract 

Law’ (2015) 10(1) Contratto e impresa/Europa 19, 19–20 (emphasis added) (‘The Modern Travelling 
Merchant’). See also Luca G Castellani, ‘The Electronic CISG that Already Is: UNCITRAL Texts on 
Electronic Contracting’ in Ingeborg Schwenzer and Lisa Spagnolo (eds), The Electronic CISG: 7th MAA 
Schlechtriem CISG Conference (Eleven International Publishing, 2017) 41, 50.

84 Schmitt (n 18) 72.
85 And also for the purposes of CISG article 1(1)’s internationality criterion: Wulf (n 18) 56, 58.
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practical possibilities86 – are irrelevant. Provided that ‘data leaves the server under 
the seller’s control’, CISG article 31(a)’s delivery obligation is discharged.87

Secondly, CISG article 31’s application has procedural law, as well as 
substantive law, implications. That provision may serve to establish jurisdiction88 if 
relevant private international law rules determine jurisdiction based upon the place 
of performance (as assessed by reference to a contract’s governing substantive 
law).89 Since CISG article 31(a) does not require that goods be dispatched from 
a particular place, delivery (for jurisdictional purposes) is taken to occur at the 
seller’s place of business: a solution which avoids the potential for manipulation of 
this jurisdictional issue.90 Whilst not affecting CISG article 31’s suitability for non-
software data trade per se, this solution is particularly workable in that context. 
As non-software data may be dispatched by sellers from servers anywhere in the 
world, the location of which may not be evident to the buyer, this interpretation of 
CISG article 31(a) avoids artificial jurisdictional results. This reading of the CISG 
is thus also consistent with CISG article 7(1)’s interpretative directive regarding 
‘the observance of good faith in international trade’.

Finally, CISG article 31(a)’s application triggers CISG article 32’s 
complementary rules.91 A slight factual adaptation to their application is necessary 
regarding non-software data trade. CISG article 32(1) requires notice of non-
software data’s ‘consignment’ as the Internet’s procedure for transferring data 
packets ‘makes it impossible for the buyer to identify the full software [or in this 
case, data] purchased while it is carried through the routing system’.92 A seller’s 
‘simple communication’, notifying the buyer of data’s electronic dispatch, 
would likely suffice.93 CISG article 32(2) also requires sellers to make carriage 
arrangements: that is, ‘such contracts as are necessary’ for non-software data’s 
electronic delivery. These could include contracts with data service providers, 

86 See, eg, Castellani (n 83) 53–4; Schroeter, ‘The Modern Travelling Merchant’ (n 83) 25, 39: regarding 
the United Nations Convention on the Use of Electronic Communications in International Contracts, 
opened for signature 23 November 2005, 2898 UNTS 3 (entered into force 1 March 2013). See also 
United Nations Commission on International Trade Law, Report of the Working Group on Electronic 
Commerce on its Thirty-Eighth Session (New York, 12-23 March 2001), UN Doc A/CN.9/484 (24 April 
2001) 19–20 [97]–[100]; Jacqueline Mowbray, ‘The Application of the United Nations Convention on 
Contracts for the International Sale of Goods to E-commerce Transactions: The Implications for Asia’ 
(2003) 7(1) Vindobona Journal of International Commercial Law and Arbitration 121, 131–2: regarding 
CISG article 1(1)’s internationality requirement; Lee A Bygrave and Dan Svantesson, ‘Jurisdictional 
Issues and Consumer Protection in Cyberspace: The View from Down Under’ (Conference Paper, 
Cyberspace Regulation: eCommerce and Content, 24–25 May 2001) [1] <http://www.austlii.edu.au/au/
other/CyberLRes/2001/12/> in the consumer contracts context.

87 Muñoz (n 15) 288.
88 Widmer Lüchinger, ‘Article 31’ (n 65) 523 [5]; Piltz, ‘Article 31’ (n 65) 427 [46].
89 Widmer Lüchinger, ‘Article 31’ (n 65) 550 [83]. See, eg, Petra Butler, ‘CISG and International 

Arbitration: A Fruitful Marriage?’ (2014) 17(1) International Trade and Business Law Review 322, 
326–7.

90 Widmer Lüchinger, ‘Article 31’ (n 65) 556–7 [93]. Cf Piltz, ‘Article 31’ (n 65) 424 [37].
91 Piltz, ‘Article 31’ (n 65) 410 [1]; Burghard Piltz, ‘Article 32’ in Stefan Kröll, Loukas Mistelis and Pilar 

Perales Viscasillas (eds), UN Convention on Contracts for the International Sale of Goods (CISG): A 
Commentary (CH Beck, 2nd ed, 2018) 442, 442 [1], 444–5 [9]–[10].

92 Muñoz (n 15) 288–9. See also Piltz, ‘Article 32’ (n 91) 445–6 [11]–[13].
93 Huber and Mullis (n 15) 119–20.
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such as Internet service providers or mobile networks. These would be contracts 
relating to the ‘means of transportation appropriate under the circumstances’,94 for 
non-software data as a particular type of goods.95

E   The Seller’s Conformity Obligations: CISG Article 35
Like the CISG’s delivery provisions, the adequacy of CISG article 35’s 

conformity rules for non-software data trade is of significant practical importance. 
Conformity issues are believed to arise in the ‘majority’ of sales law disputes,96 
CISG article 35 constitutes the ‘foundation’ of the CISG’s non-conformity regime,97 
and it also helps parties allocate commercial risks.98 Being ‘inextricably linked’ to 
the seller’s delivery obligation, CISG article 35 helps ‘define’ CISG article 1(1)’s 
goods criterion,99 as explained in Part II(A).

In contrast to Part II(D)’s examination of delivery, it is here that my analysis 
sharply diverges from existing CISG-software scholarship. Non-software data has 
its own particular features and uses, affecting CISG article 35’s potential application. 
To take just one example, non-software data might not malfunction the same way 
that software can, where it is non-functional in and of itself.100 Although the CISG 
is widely accepted as applicable to electronic software trade, some commentaries 
doubt CISG article 35’s suitability even in that context.101 Putting that question to 
one side, this Part demonstrates that CISG article 35 does constitute an appropriate 
conformity regime for non-software data contracts.

1   CISG Article 35(1): The Parties’ Own Contractual Standards
The ‘primary test’ for conformity, under CISG article 35(1), looks to ‘the 

requirements of the contract’.102 Pursuant to CISG article 35(1), sellers ‘must deliver 
goods which are of the quantity, quality, and description required by the contract 
and which are contained or packaged in the manner required by the contract’.

94 Piltz, ‘Article 32’ (n 91) 447 [16].
95 Huber and Mullis (n 15) 120; ibid 450 [24].
96 Stefan Kröll, ‘Article 35’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN 

Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 
2018) 485, 487 [1]. See also Djakhongir Saidov, ‘Article 35 of the CISG: Reflecting on the Present and 
Thinking about the Future’ (2013) 58(4) Villanova Law Review 529, 529 (‘Article 35 of the CISG’). Cf 
Butler (n 89) 330.

97 Kröll, ‘Article 35’ (n 96) 488 [8].
98 Saidov, ‘Article 35 of the CISG’ (n 96) 529.
99 Ibid.
100 Schlechtriem, ‘Article 1’ (n 31) 29 [21].
101 Gillette and Walt (n 15) 50, 53; Mowbray (n 86) 145; Marcus G Larson, ‘Applying Uniform Sales Law to 

International Software Transactions: The Use of the CISG, Its Shortcomings, and a Comparative Look at 
How the Proposed UCC Article 2B Would Remedy Them’ (1997) 5 Tulane Journal of International and 
Comparative Law 445, 454–6. Cf Muñoz (n 15) 293–8, 301; Green and Saidov (n 37) 180.

102 Ingeborg Schwenzer, ‘Article 35’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: Commentary 
on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 4th ed, 2016) 
591, 594 [6]. See also Huber and Mullis (n 15) 130–1; Kröll, ‘Article 35’ (n 96) 487 [3], 496 [37]; CM 
Bianca, ‘Article 35’ in CM Bianca and MJ Bonell (eds), Commentary on the International Sales Law 
(Giuffrè, 1987) 268, 272 [2.1].
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This provision is easily applied to non-software data trade.103 As explained in 
Part II(C), contractual terms are necessarily adapted to the transaction at hand, 
making it commercially reasonable to apply CISG article 35(1) to non-software 
data trade notwithstanding its strict liability basis.104 Some types of non-software 
data, including audio and video files, have traditional physical equivalents.105 Given 
CISG article 35(1)’s routine application to those traditional goods, the application of 
its standards to their digital counterparts should be without difficulty.106 Otherwise, 
the following non-exhaustive list of examples illustrates the suitability of CISG 
article 35(1)’s standards for non-software data trade:

• The ‘quantity’ standard could include the number of apps transferred, the 
number of devices that apps are authorised for use on, or the volume of 
raw data sold. That volume, in turn, might be measured by file size or 
by the number of data points. The quantity standard’s meaning in non-
software data cases is therefore flexible and would adapt to the needs of 
each case. In general, the extent and detail of non-software data would 
be covered here, as well as its correctness and permissible error rates.107 
Missing data would breach this standard.108

• As identified in ‘To Boldly Go, Part I’, ‘quality’ can relate to the non-
physical features of traditional goods. In the non-software data context, 
CISG article 35(1)’s quality standard might include an app’s commercial 
uses, and the provision of proper instructions for its use.109

• Non-software data’s ‘description’ might refer to its ‘nature’.110 For example, 
media files would need to be delivered in their contractually specified file 
format.111

• Quality and description might both cover compatibility obligations, 
relating to hardware and operating system environments.112

• Packaging requirements, though most obviously relevant in cases involving 
traditional goods, would be adapted to refer to non-software data’s digital 
structure. This adaptation is described in more detail in relation to CISG 
article 35(2)(d) below.

103 Hachem, ‘Annex’ (n 9) 85 [25].
104 Muñoz (n 15) 293.
105 Including, but not limited to, CDs and DVDs.
106 Cf Larson (n 101) 454–6.
107 Hachem, ‘Annex’ (n 9) 85–6 [25], [27].
108 Ibid 85 [25].
109 Kröll, ‘Article 35’ (n 96) 493 [27], 499 [51]. See, eg, Bundesgerichtshof [German Federal Court of 

Justice], VII ZR 309/95, 4 December 1996 [tr Birgit Kurtz and William M Barron] <http://www.cisg-
online.org/files/cases/6234/translationFile/260_31876178.pdf>: though the claim in this case, based 
upon the provision of inadequate instructions for a printing system, failed on account of the buyer’s 
insufficiently detailed notice of non-conformity. 

110 Schwenzer, ‘Article 35’ (n 102) 597 [11].
111 Such contractual specifications are common: Hachem, ‘Annex’ (n 9) 85 [25]. See also ‘Maximising Value 

from Data’ (n 11) 0:13:06–0:13:17.
112 Muñoz (n 15) 294.
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2   CISG Article 35(2): The Convention’s Default Conformity Regime
CISG article 35(2) ‘applies in so far as the contract does not contain any, or 

contains only insufficient, details of the requirements to be satisfied by the goods 
for the purposes of Article 35(1)’.113 According to this provision, goods must be 
fit for their ordinary purposes,114 fit for their particular purposes,115 possess the 
qualities held out via any sample or model,116 and be packaged in their usual (or 
in an adequate) manner.117 As with CISG article 35(1)’s standards, these four 
‘supplementary’ conformity rules118 are capable of application and adaptation 
to non-software data trade. This conclusion is particularly significant from a 
commercial perspective, as CISG article 35(2) purports to be a ‘codification’119 that 
is ‘based on the normal expectations of parties’ to international sales.120

(a)   CISG Article 35(2)(a): Fitness for Ordinary Purpose
Pursuant to CISG article 35(2)(a), goods must ‘primarily, be fit for commercial 

purposes’.121 In the abstract, these generally include resale and other purposes that 
are ‘decided by reference to the objective view of a person in the trade sector 
concerned’.122 Durable goods are required to ‘remain fit for their ordinary purpose 
for a certain period’.123

This conformity standard can be applied to non-software data, as that data’s 
ordinary purpose can be determined based upon its type. Media files, for example, 
will need to be accessible in a commercial setting via relevant software or apps. 
Some media files will have additional ordinary purposes. Audio or video recordings 
of continuing professional development (‘CPD’) seminars, for example, will need 
to be recognised for CPD purposes by the relevant profession’s accrediting body. 
The ordinary purpose of an app would be its use in a commercial setting. Raw 
data, on the other hand, will ordinarily be used for analysis. CISG article 35(2)(a) 
will therefore be breached if raw data is falsified. In practice, it is likely that CISG 
article 35(2)(b)’s particular purpose standard will take priority in the non-software 
data context, given that businesses will purchase data to serve specific commercial 
needs.124 However, CISG article 35(2)(a) still remains relevant in at least the 
contexts described above, and in particular where the requirements for CISG article 
35(2)(b)’s application are not satisfied. As non-software data is not perishable, and 

113 Schwenzer, ‘Article 35’ (n 102) 599 [13]. See also Bianca, ‘Article 35’ (n 102) 272 [2.1].
114 CISG (n 6) art 35(2)(a).
115 Ibid art 35(2)(b).
116 Ibid art 35(2)(c).
117 Ibid art 35(2)(d).
118 Kröll, ‘Article 35’ (n 96) 502 [64].
119 Ibid 503 [67].
120 Ibid 503 [66].
121 Schwenzer, ‘Article 35’ (n 102) 600 [15]. See also Bianca, ‘Article 35’ (n 102) 274 [2.5.1].
122 Schwenzer, ‘Article 35’ (n 102) 600–2 [15].
123 Ibid 601–2 [15].
124 Ibid 600 [13].
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is instead more akin to durable goods, CISG article 35(2)(a) requires that it remain 
fit for its ordinary purposes for a relatively longer period of time.125

To be fit for their ordinary purposes, goods must be ‘free from defects normally 
not expected in such goods’.126 This principle provides CISG article 35(2)(a) with 
a necessary degree of flexibility in the non-software data context. For example, it 
is common practice to issue updates for apps (after their initial release) that add 
functionality, fix bugs, or address security issues.127 Reasonable app purchasers 
should not, therefore, normally expect a flawless product upon its initial delivery.128 
On the other hand, some defects may breach CISG article 35(2)(a) from the outset, 
if sufficiently serious: such as the deliberate inclusion of malicious programming 
or spyware in an app.129 CISG article 35(2)(a)’s flexible standard is informed by 
the price charged for goods,130 and their seller’s identity.131 Again using apps as an 
example, quality expectations do vary in this market according to price point132 
and a developer’s reputation.133 These observations further confirm CISG article 
35(2)(a)’s suitability in this context.

As with CISG article 35(1)’s quality standard, CISG article 35(2)(a) may 
require the provision of instructions for apps and other types of non-software data 
for which instructions would reasonably be required.134

(b)   CISG Article 35(2)(b): Fitness for Particular Purpose
CISG article 35(2)(b) requires that goods be fit for a buyer’s particular purpose 

where that purpose was expressly or impliedly made known to the seller, before 
or at the time of the contract’s conclusion, except where the buyer did not rely (or 
where it was unreasonable for them to rely) upon the seller’s skill and judgment.

At first glance, the requirement to make known a particular purpose may seem 
ill-fitting for non-software data transactions. The online purchase of digital music, 
for example, immediately evokes connotations of a take-it-or-leave-it transaction: 
no facility permitting the communication of a buyer’s purpose exists on systems like 
the iTunes platform. However, it is important to keep CISG article 2(a)’s consumer 

125 Muñoz (n 15) 299: in the examination and notice context.
126 Kröll, ‘Article 35’ (n 96) 504 [71]. See also Bianca, ‘Article 35’ (n 102) 274 [2.5.1].
127 Spencer Grover, ‘Best Practices for Updating Your App on the App Store’, Placeit Blog (Blog Post, 12 

September 2019) <https://blog.placeit.net/app-updates-best-practices/>. See also Green and Saidov (n 37) 
178–9.

128 Muñoz (n 15) 293; Green and Saidov (n 37) 179–80. See also Kröll, ‘Article 35’ (n 96) 505 [75], 506 
[78].

129 Wulf (n 18) 172: perhaps also constituting a fundamental breach.
130 Fritz Enderlein and Dietrich Maskow, International Sales Law: United Nations Convention on Contracts 

for the International Sale of Goods, Convention on the Limitation Period in the International Sale of 
Goods (Oceana Publications, 1992) 144 [8]; Kröll, ‘Article 35’ (n 96) 507 [86].

131 Kröll, ‘Article 35’ (n 96) 508 [87].
132 Ryan Matzner, ‘How To: Determine the Right Price for Your Mobile App’, Mashable (Blog Post, 17 

August 2011) <https://mashable.com/archive/price-mobile-app>.
133 Evidenced by the capacity for poor quality apps to damage a developer’s reputation: Ryan Faas, ‘10 

Mistakes That Can Sink an App, a Mobile Site, and a Company’s Reputation’, Cult of Mac (Blog Post, 
1 June 2012) <https://www.cultofmac.com/170828/10-mistakes-that-can-sink-an-app-mobile-site-and-a-
companys-reputation/>.

134 Kröll, ‘Article 35’ (n 96) 514 [108].
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contracts exclusion in mind here. CISG article 35(2)(b) is only concerned with 
commercial transactions: a context in which buyers might more readily be able to 
communicate their particular purposes.135

A number of particular purposes might arise in relation to non-software data that 
are comparable to those arising with respect to physical goods. This is indicative 
of CISG article 35(2)(b)’s suitability for non-software data trade. For example, a 
machine might be used in unusual climatic conditions,136 whilst an app might be 
used within specific (and perhaps even atypical) hardware or operating system 
environments.137 Also as with physical goods, a buyer might require apps to have ‘a 
certain operational lifetime’:138 implying the need for developer support throughout. 
Raw data, on the other hand, might be required for a marketing campaign:139 such 
as a soft drink manufacturer seeking data from a social media platform regarding 
consumer habits in order to apply this data to its marketing strategy. Raw data might 
alternatively be intended to inform a buyer’s development of other commercial or 
consumer goods.140 Particular purposes like these might affect the scope and level of 
detail that non-software data is required to possess.141 As with CISG article 35(2)(a), 
however, a reasonable understanding of a buyer’s particular purpose should take into 
account routine update practices in the app market.142

Some practical problems remain with CISG article 35(2)(b)’s application to 
non-software data. These reflect the limits of its practical operation, rather than 
its inadequacy for data trade. For example, even though the requirement to make 
known a particular purpose is ‘less restrictive’ than a contractual agreement,143 
there may be no opportunity to do so even in commercial contexts. Non-software 
data might be purchased via completely automated systems, for example.144 A 
difficult variation of this scenario, though perhaps one unlikely to arise in practice, 
might involve a buyer disclosing their particular purpose but only to an automated 
chatbot. There is no requirement for a seller to have ‘actual knowledge’ of a 
particular purpose if the buyer fulfils their task of making it known, though sellers 
must still be able to ‘deduce the particular purpose from the information passed’.145 
The key question here will be whether ‘a reasonable person in the position of 
the seller would have recognised the purpose’.146 This is doubtful in this chatbot 

135 Hachem, ‘Annex’ (n 9) 86 [30].
136 Schwenzer, ‘Article 35’ (n 102) 606 [21].
137 Muñoz (n 15) 294–5.
138 Kröll, ‘Article 35’ (n 96) 517 [124].
139 ‘The Importance of Branding to Digital Transformation’, The Allen & Overy Podcast (Allen & Overy, 16 

April 2020) 0:16:31–0:17:19 <https://allenovery.podbean.com/e/the-importance-of-branding-to-digital-
transformation/> (‘Branding’).

140 ‘Maximising Value from Data’ (n 11) 0:01:39–0:01:54.
141 Hachem, ‘Annex’ (n 9) 85 [26].
142 Muñoz (n 15) 293.
143 Schwenzer, ‘Article 35’ (n 102) 607 [22]. See also Huber and Mullis (n 15) 138; Enderlein and Maskow 

(n 130) 145 [11].
144 See generally Wulf (n 18) 92–9; United Nations Commission on International Trade Law (n 86) 21 [105], 

[108].
145 Kröll, ‘Article 35’ (n 96) 516 [116]–[117].
146 Huber and Mullis (n 15) 138–9.
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example. Where a chatbot’s automation is obvious to the buyer, the lack of reliance 
(or lack of reasonable reliance) exceptions may also apply.147

Another practical limitation of CISG article 35(2)(b)’s application to non-
software data trade is the tendency for a buyer’s precise specifications to factually 
nullify their reliance on a seller’s skill and judgment. Returning to the soft drink 
manufacturer example identified above, instead of asking for data relating to 
consumer habits, the manufacturer might instead seek to purchase data capturing 
particular aspects of users’ social media histories where those users fall within 
tightly defined demographics. This again poses no problems as a matter of 
principle. This same limitation applies in relation to the provision of specifications 
for physical goods.148

Finally, with respect to CISG article 35(2)(b), consideration must be given to 
the effect of data protection regulations. Although data protection laws are public 
law instruments, they have an important area of overlap with the CISG: commercial 
trade in non-software data (particularly personal data as a form of raw data) may 
breach privacy rights. Where this is the case, is there also a breach of contract? 
CISG articles 35(1), 2(a) and 2(b) collectively provide a solution to this problem, 
via existing case law addressing non-compliance with public law standards.149

In this regard, the famous150 New Zealand Mussels Case explains that a seller 
is not expected to comply with specialised public law standards in the buyer’s 
country unless one of the following three scenarios applies:

• The seller has been made aware of those standards.
• The standards are the same as those in the seller’s country.
• The seller has existing knowledge of the standards as a result of special 

circumstances.151

A seller may also be required to comply with public law standards in its own 
State, though the Court was not required to definitively decide that point in the 
New Zealand Mussels Case.152

Applying these principles to data protection laws and non-software data trade, 
it can be deduced that:

147 Kröll, ‘Article 35’ (n 96) 518 [129]. This might not be the case, however, where a chatbot is particularly 
sophisticated: see, eg, ‘Not Just Doom & Gloom: Technology’s Positive Impact on the Retail Sector’, 
DLA Piper TechLaw Podcast Series (DLA Piper, 18 December 2018) 0:05:52–0:07:22 <https://
soundcloud.com/user-70946062/speaker-announcement-chloe-forster-ruth-hoy-and-gurpreet-durha> in 
the consumer context.

148 Enderlein and Maskow (n 130) 146 [13]; Schwenzer, ‘Article 35’ (n 102) 608 [25].
149 See generally Schwenzer, ‘Article 35’ (n 102) 604–7 [18]–[19], [21]–[22].
150 Nicholas Whittington, ‘Comment on Professor Schwenzer’s Paper’ (2005) 36(4) Victoria University of 

Wellington Law Review 809, 810.
151 New Zealand Mussels Case, Bundesgerichtshof [German Federal Court of Justice], VII ZR 159/94, 

8 March 1995, 5–6 [20]–[22] [tr Birgit Kurtz] <http://www.cisg-online.org/files/cases/6122/
translationFile/144_81006178.pdf>. See also Djakhongir Saidov, ‘CISG Advisory Council Opinion No 
19: Standards and Conformity of the Goods under Article 35 CISG’, Opinions (Web Page, 25 November 
2018) [5.2] <https://www.cisgac.com/Opinion-no19-standards-and-conformity/>.

152 New Zealand Mussels Case, Bundesgerichtshof [German Federal Court of Justice], VII ZR 
159/94, 8 March 1995, 6 [22] [tr Birgit Kurtz] <http://www.cisg-online.org/files/cases/6122/
translationFile/144_81006178.pdf>.
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• CISG article 35(2)(a) arguably requires sellers to comply with data privacy 
standards in their own State.

• CISG article 35(2)(b) requires sellers to comply with data privacy 
regulations in the buyer’s State, in each of the three circumstances 
identified by the New Zealand Mussels Case.

• CISG article 35(1) will require a seller’s compliance with data privacy 
standards in accordance with the terms of the parties’ contract.153

Some authorities advocate developing a property law approach to international 
data protection.154 The CISG is sufficiently flexible to accommodate such a (future) 
legal development, via CISG article 41. Nevertheless, for the time being, CISG 
article 35 provides an appropriate conformity-based solution to this public law 
data protection problem.

(c)   CISG Article 35(2)(c): Conformity with Samples or Models
CISG article 35(2)(c) requires goods to ‘possess the qualities of goods which 

the seller has held out to the buyer as a sample or model’.
In the case of raw data, including personal data and data relating to clinical trials, 

this standard may be breached if the categories of data included in a sample are not 
reflected (or are only sporadically included) in the full data set eventually sold.155

In addition, this standard has particular relevance to app sales. Vendors 
commonly provide free versions of their apps, having limited functionality, with 
buyers being able to buy full versions for a fee.156 A sample, for the purposes of 
CISG article 35(2)(c), ‘is normally taken from an existing quantity’,157 whilst models 
are supplied for examination ‘where the goods themselves are not available’.158 
Models are not necessarily complete representations of the goods to be sold.159 On 
the basis of these definitions, free app versions are likely to constitute models vis-
a-vis their full versions for the purposes of CISG article 35(2)(c). That free apps 
are (by their very nature) incomplete means that buyers will only be able to rely on 
their qualities in so far as corresponding paid apps reflect (or do not reflect) those 
same qualities. CISG article 35(2)(c) will have nothing to say about the features of 
a paid app that are beyond the scope of its free sibling: as models, free apps intend 
‘to point out only some qualities of the goods’.160

153 Ibid 4 [16].
154 Jeffrey Ritter and Anna Mayer, ‘Regulating Data as Property: A New Construct for Moving Forward’ 

(2018) 16(1) Duke Law and Technology Review 220, 223; Jacob M Victor, ‘The EU General Data 
Protection Regulation: Toward a Property Regime for Protecting Data Privacy’ (2013) 123(2) Yale Law 
Journal 513, 515–16. See also Nadezhda Purtova, ‘Property Rights in Personal Data: Learning from the 
American Discourse’ (2009) 25(6) Computer Law and Security Review 507, 507–8. Cf Barbara J Evans, 
‘Much Ado about Data Ownership’ (2011) 25(1) Harvard Journal of Law and Technology 69, 72–7.

155 Hachem, ‘Annex’ (n 9) 86 [28].
156 Samantha Cooney, ‘Lots of Apps Have Free and Paid Versions: Here’s Which Ones Are Worth Your 

Money’, Business Insider (online, 19 June 2016) <https://amp.businessinsider.com/free-vs-paid-apps-
which-should-you-buy-2016-6>.

157 Enderlein and Maskow (n 130) 146 [16].
158 Schwenzer, ‘Article 35’ (n 102) 609 [26].
159 Ibid.
160 Bianca, ‘Article 35’ (n 102) 276 [2.6.2].
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CISG article 35(2)(c)’s standard is appropriate in this context, given the 
commercial purposes underpinning the circulation of free apps. Free apps are 
intended to provide a ‘trial run’,161 enticing customers to pay for an app’s full version.162 
Free apps thus fulfil the same commercial purposes as models of traditional goods: 
they are ‘a concrete way for the seller to specify [their] offer’.163 Confining CISG 
article 35(2)(c)’s operation to a free app’s scope is also commercially reasonable. 
As a matter of principle, buyers should not be entitled to extrapolate too far from 
the model with which they are provided.164 This is especially so where models (as 
is the case with free apps) represent only ‘an approximate description of the goods 
offered’.165 Textual descriptions and video demonstrations given in relation to each 
app version, in app stores, will also affect CISG article 35(2)(c)’s operation.166

CISG article 35(2)(c) is subject to an important limitation: its application 
requires a holding out of the sample or the model by the seller.167 It is not enough 
for a sample or model to ‘merely [be] presented on a non-obligatory basis’.168 
In the non-software data context, this means that a free app’s mere existence is 
insufficient to trigger CISG article 35(2)(c) liability. A buyer should not be able 
to point to a free app’s circulation, after contracting, when they did not access it 
and rely upon its representativeness beforehand. Since an app’s free version may 
be used without its full version ever being purchased, and vice versa, distributing 
a free app should be considered as being without obligation except where it is 
acquired and used first, and where its full version is then purchased and used by 
the same user within a reasonable period of time.

This analysis is consistent with the proposition that buyers have the burden of 
proof under CISG article 35(2)(c).169 It thus reflects a reasonable practical limitation 
on this standard’s application in the non-software data context.

161 Schwenzer, ‘Article 35’ (n 102) 610 [27].
162 Kröll, ‘Article 35’ (n 96) 521 [141].
163 Bianca, ‘Article 35’ (n 102) 276 [2.6.1]. See also Huber and Mullis (n 15) 139; ibid 519 [135].
164 See, eg, Rechtbank van Koophandel Hasselt [Hasselt Commercial Court], AR 05/4177, 19 April 2006 

[tr Kristof Cox] <http://www.cisg-online.org/files/cases/7311/translationFile/1389_75441141.pdf>. In 
this case, a sample of wood from a wooden door ‘was too small for the buyer to be entitled to derive 
from it that there would be no difference in color in the eventual delivery’, in circumstances where ‘[i]t 
cannot be expected of the seller that it would deliver a complete door as a sample’. See also Landgericht 
Regensburg [Regensburg District Court], 6 O 107/98, 24 September 1998 [tr Ruth M Janal, Camilla 
Baasch Andersen (ed)] <http://www.cisg-online.org/files/cases/6482/translationFile/514_46240228.pdf>. 
Here, the provision of a 10cm x 10cm fabric sample did not give the buyer an entitlement to expect that 
fabric would be able to be cut in a particular economical way while making garments, where the fabric 
otherwise conformed to that sample.

165 Bianca, ‘Article 35’ (n 102) 276 [2.6.3]. See also Kröll, ‘Article 35’ (n 96) 520 [137].
166 Enderlein and Maskow (n 130) 147 [16]; Schwenzer, ‘Article 35’ (n 102) 609–10 [27]; Bianca, ‘Article 

35’ (n 102) 276 [2.6.2].
167 Huber and Mullis (n 15) 140.
168 Kröll, ‘Article 35’ (n 96) 520 [135]. See also Schwenzer, ‘Article 35’ (n 102) 610 [28].
169 Rechtbank van Koophandel Hasselt [Hasselt Commercial Court], AR 05/4177, 19 April 2006 [tr Kristof 

Cox] <http://www.cisg-online.org/files/cases/7311/translationFile/1389_75441141.pdf>.
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(d)   CISG Article 35(2)(d): Packaging Requirements
CISG article 35(2)(d) contains the CISG’s fourth and final default conformity 

standard. According to this provision, goods must be packaged in their usual 
manner. This is determined ‘according to the usage applicable in the particular 
trade branch’, with regard being had to ‘the purpose of packaging, ie the appropriate 
protection of the goods during transport’.170

First impressions might suggest that packaging obligations can only ever 
be relevant in cases involving physical goods. After all, it is ‘the peculiarities 
of international transactions, often requiring long distance transportation 
crossing several borders, [that make] packaging of the goods … of considerable 
importance’.171 Hachem’s CISG data analysis refers, for example, to physical data 
carriers in this regard.172 Still, CISG article 35(2)(d)’s standard is flexible, and even 
packaging obligations relating to traditional goods can create difficulties where ‘a 
new kind of product’ is involved.173

This standard can be adapted to non-software data trade without impermissibly 
stretching CISG article 35(2)(d)’s text. This adaptation can be achieved via a literal 
reading of the words ‘contained or’ as extending the following term ‘packaged’, 
which is an interpretative methodology supported by CISG article 7(1).174 Data 
must be subject to some kind of digital containment (ie, assembled according to 
some kind of digital structure) for the purposes of its transmission. CISG article 
35(2)(d)’s packaging standard can be applied to this digital structure. Since 
CISG article 35(2)(d)’s application is affected by the destination of goods,175 its 
adaptation to non-software data trade should also take into account whether the 
volumes of data being delivered in accordance with a particular digital structure 
are appropriate given the Internet infrastructure existing at the point of receipt.

The legitimacy of CISG article 35(2)(d)’s application to non-software data’s 
digital structure is confirmed by the relationship of its obligations to the parties’ 
delivery agreement,176 and their dependence upon what is usual for the goods 
and industry concerned.177 Assuming that non-software data is being transmitted 
electronically, it cannot possibly be contained or packaged in any other way.

170 Schwenzer, ‘Article 35’ (n 102) 611 [31]. See also Huber and Mullis (n 15) 141–2; Kröll, ‘Article 35’ (n 
96) 522 [145].

171 Kröll, ‘Article 35’ (n 96) 495 [34].
172 Hachem, ‘Annex’ (n 9) 86 [29].
173 Bianca, ‘Article 35’ (n 102) 277 [2.7.3].
174 Ingeborg Schwenzer and Pascal Hachem, ‘Article 7’ in Ingeborg Schwenzer (ed), Schlechtriem & 

Schwenzer: Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford 
University Press, 4th ed, 2016) 119, 129 [21]; Viscasillas (n 27) 127 [37]. See also Sieg Eiselen, ‘Literal 
Interpretation: The Meaning of the Words’ in André Janssen and Olaf Meyer (eds), CISG Methodology 
(Sellier European Law Publishers, 2009) 61, 74–7, 88–9. See, eg, MCC-Marble Ceramic Center, Inc v 
Ceramica Nuova D’agostino, SpA, 144 F 3d 1384, 1387, 1391 (11th Cir, 1998): referring (on two separate 
occasions) to the CISG’s ‘plain language’.

175 Kröll, ‘Article 35’ (n 96) 523 [149].
176 Enderlein and Maskow (n 130) 143 [6]; Bianca, ‘Article 35’ (n 102) 276–7 [2.7.1].
177 Enderlein and Maskow (n 130) 147 [17]; Kröll, ‘Article 35’ (n 96) 522 [145]; Bianca, ‘Article 35’ (n 102) 

277 [2.7.2].
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As explained in Part II(E)(1) above, CISG article 35(1) also refers to packaging. 
Where specific structural obligations for non-software data are set out in the terms 
of the contract, it is CISG article 35(1) (rather than CISG article 35(2)(d)) that 
provides for their enforcement.178

3   CISG Article 35(3): The Safe Harbour
CISG article 35(3) is the core conformity provision’s final component. It 

provides a safe harbour from liability under CISG article 35(2) (only)179 where ‘the 
buyer knew or could not have been unaware of [the] lack of conformity’ at the time 
of contracting.

This liability exemption is easily applied in the non-software data context, 
as its underlying policies remain just as relevant as in cases involving traditional 
goods trade.180 A buyer’s knowledge of data’s non-conformity (according to CISG 
article 35(2)’s default standards) normatively justifies depriving it of protection: 
‘the buyer who knows or ought to know what kind of goods the seller will deliver, 
cannot ask for goods of better qualities and condition’.181 On the other hand, even 
where contractual non-conformity is known, a seller should not be able to escape 
liability under CISG article 35(1) for breaching their contract’s actually agreed 
upon terms.182

4   CISG Articles 25 and 82(1): The Definition of Fundamental Breach, and 
the Obligation to Effect Restitution of the Goods Following Avoidance

Though they are not amongst the original ‘Muñoz provisions’, it is useful to 
consider CISG article 25’s definition of fundamental breach as well as CISG article 
82(1)’s obligation to effect restitution of the goods following avoidance, alongside 
CISG article 35’s conformity rules. This is because fundamental breaches of a 
seller’s conformity obligations sit amongst the circumstances justifying a buyer’s 
avoidance of the contract.183

Starting with fundamental breach, some practical issues may arise in applying 
CISG article 25’s definition of this concept to non-software data trade.184 These 
relate to avoidance’s status as a remedy of last resort,185 with a high threshold for 

178 Kröll, ‘Article 35’ (n 96) 522 [145].
179 Huber and Mullis (n 15) 142; Schwenzer, ‘Article 35’ (n 102) 614–15 [40]–[41]; ibid 498 [48], 524 [158]; 

Bianca, ‘Article 35’ (n 102) 279–80 [2.9.2]. Cf Enderlein and Maskow (n 130) 147–8 [19]; ibid 525 
[160]–[161].

180 Cf Lyria Bennett Moses, ‘Adapting the Law to Technological Change: A Comparison of Common Law 
and Legislation’ (2003) 26(2) University of New South Wales Law Journal 394, 398, 411.

181 Bianca, ‘Article 35’ (n 102) 278 [2.8.1]. See also Kröll, ‘Article 35’ (n 96) 524 [155].
182 Kröll, ‘Article 35’ (n 96) 524–5 [158]–[159]; Bianca, ‘Article 35’ (n 102) 279–80 [2.9.2].
183 CISG (n 6) art 49(1)(a).
184 Cf Hachem, ‘Annex’ (n 9) 88 [36], [38].
185 Ulrich Magnus, ‘The Remedy of Avoidance of Contract under CISG: General Remarks and Special Cases’ 

(2005) 25(1) Journal of Law and Commerce 423, 424.
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activation, given the time and expense usually involved in unwinding international 
sales contracts.186

The high threshold required for avoidance based upon a fundamental breach is 
potentially problematic in the non-software data context as a seller’s ability to update 
some types of data (including apps) means that damages will often be an adequate 
remedy.187 While avoidance’s status as a remedy of last resort does not imply that 
other remedies must be resorted to first, it does emphasise that avoidance rights are 
‘granted reluctantly’ under the CISG.188 For this reason, a buyer’s practical right to 
avoid on the basis of non-conformity is probably narrowed where non-software 
data is updatable. This is consistent with the CISG Advisory Council’s view that 
a fundamental breach does not occur where a seller can remedy a non-conformity 
‘without causing unreasonable delay or inconvenience’.189

Parties to CISG contracts have the ability to contractually specify the 
conformity breaches that will justify avoidance.190 This may be recommended in 
the non-software data context.191 This practical recommendation, however, does 
not demonstrate that CISG article 25 is unsuitable for application to data trade. 
In this regard, non-software data contracts are not unlike commodity sales.192 The 
practical attractiveness of the CISG’s application to commodity contracts remains 
contentious,193 although there is no question as to the CISG’s applicability as a 
matter of principle.194

The high threshold required for fundamental breach based avoidance may 
also be problematic where inexperienced data buyers find it difficult to determine 

186 Andrea Björklund, ‘Article 25’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN 
Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 
2018) 337, 338 [2]; Franco Ferrari, ‘Fundamental Breach of Contract under the UN Sales Convention: 25 
Years of Article 25 CISG’ (2006) 25(2) Journal of Law and Commerce 489, 490–1; ibid 423–5.

187 Eggen (n 15) 233. Cf Hachem, ‘Annex’ (n 9) 88 [39].
188 Magnus (n 185) 424–5.
189 Ingeborg Schwenzer, ‘CISG Advisory Council Opinion No 5: The Buyer’s Right to Avoid the Contract in 

Case of Non-conforming Goods or Documents’ in Ingeborg Schwenzer (ed), The CISG Advisory Council 
Opinions (Eleven International Publishing, 2017) 101, 109 [4.4].

190 Ulrich G Schroeter, ‘Article 25’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: Commentary 
on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 4th ed, 2016) 
416, 442 [44].

191 Eggen (n 15) 233.
192 Morgan Corley, ‘The Need for an International Convention on Data Privacy: Taking a Cue from the 

CISG’ (2016) 41(2) Brooklyn Journal of International Law 721, 721–2. See, eg, Benjamin K Leisinger, 
Fundamental Breach Considering Non-conformity of the Goods (Sellier European Law Publishers, 2007) 
133–5; Michael Bridge, ‘Avoidance for Fundamental Breach of Contract under the UN Convention on the 
International Sale of Goods’ (2010) 59(4) International and Comparative Law Quarterly 911, 934–5, 940.

193 Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas, ‘Introduction to the CISG’ in Stefan Kröll, 
Loukas Mistelis and Pilar Perales Viscasillas (eds), UN Convention on Contracts for the International 
Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 2018) 1, 14–15 [45]–[46]. Reflected, for 
example, in the tendency of standard form commodity contracts to exclude the CISG: Benjamin Hayward, 
Bruno Zeller and Camilla Baasch Andersen, ‘The CISG and the United Kingdom: Exploring Coherency 
and Private International Law’ (2018) 67(3) International and Comparative Law Quarterly 607, 621; 
Katrina Winsor, ‘The Applicability of the CISG to Govern Sales of Commodity Type Goods’ (2010) 14(1) 
Vindobona Journal of International Commercial Law and Arbitration 83, 83–5; Michael Bridge, ‘A Law 
for International Sale of Goods’ (2007) 37(1) Hong Kong Law Journal 17, 39–40.

194 Leisinger (n 192) 121–2.
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whether a fundamental breach has occurred.195 The stakes are high: unjustified 
avoidance may itself constitute a fundamental breach,196 and avoidance based 
upon the nachfrist procedure is unavailable to buyers where breaches involve 
non-conformity.197 Nevertheless, unwinding non-software data contracts might not 
involve the same time and costs that are associated with contracts for traditional 
goods. The CISG’s policy of keeping contracts on foot198 is therefore less relevant 
in this context. CISG article 7(1), if read alongside Vienna Convention on the Law 
of Treaties article 31(1),199 supports referring to this purpose (and its diminished 
relevance) in order to soften the strictness of the fundamental breach threshold in 
non-software data cases.200

On the other hand, a seller’s ability to transfer non-software data via duplication 
raises some practical difficulties concerning CISG article 82(1)’s obligation 
to effect restitution following avoidance. Pursuant to this obligation, following 
avoidance, buyers may be called upon to prove that non-software data is no longer 
in their possession.201 Deleting the data originally sold is probably the best way 
to effect the ‘reverse sale of the goods’202 contemplated by this restitutionary 
process.203 Deletion is at least analogous to the concept of partial restitution,204 as 
well as redelivery of the goods at the buyer’s premises for the purpose of avoiding 
economic waste: this purpose being a general principle of the CISG.205

All of the matters addressed in this Part reflect practical difficulties that may 
or may not arise regarding fundamental breach and restitution in any particular 
case. These difficulties ultimately arise out of issues of fact. While they may be 
challenging to resolve in particular cases, these difficulties do not suggest that it 
is inappropriate (as a matter of law) to apply CISG articles 25 and 82(1) to non-
software data trade.

F   Examination and Notice: CISG Articles 38–9
CISG articles 38–9 set out the CISG’s examination and notice rules. 

Collectively, these provisions determine when buyers retain their rights relating 
to non-conformity.206 Assessing their fit with non-software data trade is once 

195 Eggen (n 15) 234.
196 Markus Müller-Chen, ‘Article 49’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: Commentary 

on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 4th ed, 2016) 
775, 797 [46].

197 CISG (n 6) art 49(1)(b); ibid 783 [15].
198 Björklund (n 186) 338 [2]; Ferrari (n 186) 490–1.
199 Vienna Convention on the Law of Treaties, opened for signature 23 May 1969, 1155 UNTS 331 (entered 

into force 27 January 1980).
200 Eiselen (n 174) 62–3. Cf Schwenzer and Hachem, ‘Article 7’ (n 174) 130 [23].
201 Hachem, ‘Annex’ (n 9) 88 [38].
202 Michael Bridge, ‘CISG Advisory Council Opinion No 9: Consequences of Avoidance of the Contract’ in 

Ingeborg Schwenzer (ed), The CISG Advisory Council Opinions (Eleven International Publishing, 2017) 
209, 216 [3.6] (‘Opinion 9’).

203 Wulf (n 18) 171.
204 Bridge, ‘Opinion 9’ (n 202) 218–19 [3.9].
205 Ibid 220 [3.12].
206 Enderlein and Maskow (n 130) 154 [1].
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again essential. CISG articles 38–9 sit ‘among the most litigated provisions in the 
Convention’,207 and are therefore highly relevant in legal practice.208

Non-software data cannot be visually inspected in the same way that traditional 
goods (like wheat or merchandise) can. Data’s capacity for examination also 
differs from software, where the type of non-software data involved (including 
media files and raw data) is non-functional. These observations pose challenges to 
CISG articles 38–9’s application in the non-software data context. Nevertheless, 
those challenges can be overcome. The CISG’s examination and notice rules have 
already been described as ‘particularly well suited’ for software’s ‘specificities’.209 
As will be seen in this Part, they are also flexible enough to accommodate non-
software data trade.

1   CISG Article 38: Examination of the Goods
The method of examination required by CISG article 38(1) depends upon the 

nature of the goods, as well as all other relevant circumstances.210 Whether or not 
non-software data is itself functional, such data can be examined in the course of its 
use. Analogies can be drawn with the examination of gas contained in canisters211 
and machinery.212 So, for example, apps can be examined when run; media files can 
be examined when accessed via software or apps; and raw data (including personal 
data) can be examined when it is analysed using software or apps. Where large 
quantities of raw data are sold, conducting spot checks across the data set might be 
a valid examination methodology.213

Where complex goods are involved, a ‘complex technological analysis’ is not 
required: the method of examination used under CISG article 38(1) need only 
be ‘reasonable’.214 This further supports the view that non-software data can be 
examined in the course of its use. It also supports the view that buyers are not 
expected to ‘invest unreasonable resources and time in trying to find security bugs 
or vulnerabilities’ in non-software data.215 Non-software data’s factual complexity 
(and its potentially sophisticated or technical nature) can also be accommodated 
by taking a relatively liberal approach to CISG article 38(1)’s ‘as short a period 

207 Huber and Mullis (n 15) 147.
208 Kröll, ‘Article 39’ (n 43) 587 [1].
209 Muñoz (n 15) 298.
210 Oberster Gerichtshof [Austrian Supreme Court of Justice], 1 Ob 223/99x, 27 August 1999 <https://iicl.

law.pace.edu/cisg/case/austria-ogh-oberster-gerichtshof-supreme-court-austrian-case-citations-do-not-
generally-74>; Huber and Mullis (n 15) 151; Enderlein and Maskow (n 130) 155 [1]; Schwenzer, ‘Article 
38’ (n 43) 641–2 [13]; CM Bianca, ‘Article 38’ in CM Bianca and MJ Bonell (eds), Commentary on the 
International Sales Law (Giuffrè, 1987) 295, 298 [2.3]; Eric Bergsten, ‘CISG Advisory Council Opinion 
No 2: Examination of the Goods and Notice of Non-conformity’ in Ingeborg Schwenzer (ed), The CISG 
Advisory Council Opinions (Eleven International Publishing, 2017) 39, 40 (‘Opinion 2’). Note that free 
registration is required to access case law on the Albert H Kritzer CISG Database.

211 Enderlein and Maskow (n 130) 156 [3].
212 Schwenzer, ‘Article 38’ (n 43) 643–4 [14]; Muñoz (n 15) 299.
213 Huber and Mullis (n 15) 151; Enderlein and Maskow (n 130) 157 [6]; Schwenzer, ‘Article 38’ (n 43) 

642–3 [14]; Kröll, ‘Article 38’ (n 43) 561 [36], [39]; Bianca, ‘Article 38’ (n 210) 298 [2.3]–[2.4].
214 Enderlein and Maskow (n 130) 155 [1]; Bianca, ‘Article 38’ (n 210) 298 [2.3].
215 Muñoz (n 15) 299.
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as is practicable’ examination timeframe.216 This is particularly so given that data 
is more akin to durable (rather than perishable) goods.217 As with the method of 
examination, CISG article 38(1)’s examination timeframe depends upon all of the 
circumstances of the case.218

2   CISG Article 39: Giving Notice of Non-conformity
Once examination has occurred, the very same communication technologies 

that underpin non-software trade facilitate the relatively prompt notice which CISG 
article 39(1) requires.219 In the software context, Muñoz advocates allowing ‘for 
more than one notice or exchange of communications, whereby the seller inquires 
further about the specific problems and software operations, allowing the buyer to 
substantiate the lack of conformity’.220 This would be a sensible solution in the non-
software data context too. It is not only consistent with the CISG’s freedom of form 
principle, and thus an available solution via CISG article 7(2)’s gap-filling rules,221 
but is also consistent with a good faith interpretation of CISG article 39(1)222 when 
approached from the perspective of contemporary business expectations.223

In part, CISG article 39(1)’s notice rule is intended to facilitate sellers being 
able to provide an appropriate remedy for the non-conformities that a buyer 
identifies.224 This purpose has a particularly practical application in the app market, 
where updates can be issued which add functionality, fix bugs, or address security 
vulnerabilities. This is not to say that buyers need technical expertise in order 
to comply with CISG article 39(1)’s notice requirements in the non-software 
data context. As to the notice’s content, ‘where the goods … do not work and 
the reason for this is not obvious, it is sufficient that the buyer give an indication 
of the symptoms without having to provide details as to the cause’.225 It is still 
important, however, that a notice be a genuine notice of non-conformity, and not 
a mere request for the seller’s assistance in addressing problems that a buyer has 
identified.226 Buyers of non-software data are still able to give notice ‘in technical 

216 Huber and Mullis (n 15) 155; Enderlein and Maskow (n 130) 155 [2]; Schwenzer, ‘Article 38’ (n 43) 646 
[17]; Bianca, ‘Article 38’ (n 210) 299 [2.5].

217 Muñoz (n 15) 299.
218 Bergsten, ‘Opinion 2’ (n 210) 40. See also Kröll, ‘Article 38’ (n 43) 570 [80].
219 Enderlein and Maskow (n 130) 159–60 [3].
220 Muñoz (n 15) 300.
221 Ibid.
222 CISG (n 6) art 7(1).
223 Schwenzer, ‘Article 39’ (n 43) 656 [7].
224 Huber and Mullis (n 15) 149, 157; Enderlein and Maskow (n 130) 160 [5]; Schwenzer, ‘Article 38’ (n 43) 

638 [4]; ibid 654–5 [6]; Kröll, ‘Article 38’ (n 43) 553–4 [4]–[5]; Kröll, ‘Article 39’ (n 43) 589 [8], 595 
[33]; K Sono, ‘Article 39’ in CM Bianca and MJ Bonell (eds), Commentary on the International Sales 
Law (Giuffrè, 1987) 303, 309 [2.3]; Muñoz (n 15) 298, 300. On the seller’s ability to remedy see generally 
Ingeborg Schwenzer and Ilka H Beimel, ‘CISG Advisory Council Opinion No 21: Delivery of Substitute 
Goods and Repair under the CISG’, Opinions (Web Page, 3–4 February 2020) <http://cisgac.com/opinion-
no-21-/Delivery%20of%20Substitute%20Goods%20and%20Repair%20under%20the%20CISG/>.

225 Huber and Mullis (n 15) 158. See also Schwenzer, ‘Article 39’ (n 43) 657 [8]; Kröll, ‘Article 39’ (n 43) 
596 [35], 597 [39]; Muñoz (n 15) 300.

226 Landgericht München I [Munich I District Court], 8 HKO 24667/93, 8 February 1995 <http://www.cisg-
online.org/files/cases/6177/abstractsFile/203_44704976.pdf>.
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language’, however, if they have the relevant expertise or have had similar past 
experiences.227

3   Contractual Provisions Impacting upon Examination and Notice
As explained in Part II(C), contractual agreements displacing specific CISG 

provisions (including the CISG’s examination and notice provisions) will be 
adapted to the transaction at hand. They will therefore necessarily be appropriate 
solutions for the cases in which they appear. As a result, the CISG’s default nature 
reinforces its compatibility with non-software data trade.

Contractual obligations requiring a seller to support non-software data for 
a particular period of time may raise additional issues, however, concerning the 
point in time at which notice of non-conformity must be given, as well as the 
contractually specified duration’s interaction with CISG article 39(2)’s two year 
long stop period. These matters are equivalent to those already arising with respect 
to traditional goods and periods of guarantee.228 Addressing these issues may 
be factually difficult, as is the case with traditional goods. As a matter of law, 
however, their resolution merely requires careful interpretation and application of 
the CISG’s examination and notice rules (and interpretation of the contract) on a 
case by case basis.

G   Third Party IP Claims: CISG Article 42
Pursuant to CISG article 42(1), sellers are obliged to deliver goods that are 

‘free from any right or claim of a third party based on industrial property or other 
intellectual property, of which at the time of the conclusion of the contract the seller 
knew or could not have been unaware’. This obligation applies in addition to CISG 
article 35’s conformity requirements.229 The IP referred to in CISG article 42(1) 
includes copyright.230 Copyright will typically exist, but will not be transferred, 
where non-software data is sold.231 As explained in ‘To Boldly Go, Part I’, this 
follows from licensing being common practice in the non-software data market. 
That counterpart article analysed copyright issues as they relate to CISG article 
1(1)’s sale criterion. Here, a seller’s (or other entity’s) retention of copyright is 
once again relevant in the context of the parties’ obligations.

227 Muñoz (n 15) 300.
228 Huber and Mullis (n 15) 162; Schwenzer, ‘Article 39’ (n 43) 667–8 [28]–[29]; Kröll, ‘Article 39’ (n 43) 

609 [97]–[98]; Sono (n 224) 312–13 [3.3]–[3.5].
229 Trakman, Walters and Zeller, ‘Trade in Personal Data’ (n 10) 257; Dushica Atanasovska, ‘L’applicabilità 

della Convenzione di Vienna sulla Vendita Internazionale di Beni alle Transazioni aventi ad Oggetto 
Software: Vendita o Licenza?’ [The Applicability of the CISG to Transactions Involving Software: Sale or 
License?] (2016) 5(2) Ricerche Giuridiche 321, 332.

230 Huber and Mullis (n 15) 174; Enderlein and Maskow (n 130) 168 [3]; Ingeborg Schwenzer, ‘Article 42’ 
in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: Commentary on the UN Convention on the 
International Sale of Goods (CISG) (Oxford University Press, 4th ed, 2016) 692, 694 [4]; Stefan Kröll, 
‘Article 42’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN Convention on 
Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 2018) 637, 642 
[13].

231 Cf Hachem, ‘Annex’ (n 9) 87 [33], [35].
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In the software context, where these same licensing considerations apply, parties 
are treated as derogating from CISG article 42 via their CISG article 6 party autonomy 
rights.232 This analysis can be applied to non-software data trade. In addition, given 
that licensing is common in both of these markets, CISG article 42(2)(a)’s proviso 
(setting out an exception to this obligation where ‘the buyer knew or could not have 
been unaware of the right or claim’) might be satisfied in any event.233

In relation to raw data, additional considerations arise from recent analysis 
arguing that data subjects should hold IP rights in their own personal data.234 The 
IP status of personal data is both emerging and contested,235 but in any event, is 
able to be accommodated by CISG article 42. In particular, where data subjects 
provide consent for the downstream use of their personal data,236 there would be 
a nullification of the ‘right or claim’ referred to in CISG article 42 that would 
otherwise (according to this proposal) exist.

Just as copyright issues do not disqualify transactions from constituting CISG 
article 1(1) sales, those same issues also do not pose an obstacle to the application 
of CISG article 42’s obligation concerning third party IP claims.

H   Passing Risk: CISG Articles 66–7
Like many of the CISG’s other provisions, CISG articles 66–70 (addressing the 

passing of risk) ‘are tailored to the handling of tangible objects’.237 Views diverge 
as to whether they only apply to traditional goods,238 or whether these provisions 
are in fact more flexible.239 In 2005, Schlechtriem noted that this particular aspect 
of the CISG’s risk provisions might make the CISG ‘ill suited’ to software 
transactions, but ultimately argued that the CISG’s ‘core provisions on rights 
and remedies can [still] be applied’.240 In this Part, I address CISG articles 66–7’s 
potential application in the non-software data context. As with all of the ‘Muñoz 
provisions’ that I address across Part II, reconciling the CISG’s risk rules with non-
software data trade is an exercise in interpretation.241

Though it is CISG articles 66–70 that address risk, I focus on CISG articles 
66–7 in particular here. These are the provisions implicated in Muñoz’s recent 
software analysis.242 CISG article 66 is the CISG’s basic risk rule, applicable in all 

232 Muñoz (n 15) 287. But see Schwenzer, ‘Article 42’ (n 230) 704 [26].
233 Atanasovska (n 229) 332; Green and Saidov (n 37) 177; Larson (n 101) 463. See also Hachem, ‘Annex’ 

(n 9) 87 [34].
234 Leon Trakman, Robert Walters and Bruno Zeller, ‘Is Privacy and Personal Data Set to Become the New 

Intellectual Property?’ (2019) 50(8) International Review of Intellectual Property and Competition Law 
937, 953, 966–8.

235 Ibid 962, 966.
236 Ibid 962–3.
237 Schlechtriem, ‘Article 1’ (n 31) 29–30 [21]. See also Hachem, ‘Annex’ (n 9) 83 [18].
238 Gillette and Walt (n 15) 53.
239 Muñoz (n 15) 287.
240 Schlechtriem, ‘Article 1’ (n 31) 30 [21].
241 Muñoz (n 15) 287–8.
242 Muñoz’s discussion of risk initially refers to CISG articles 66–77, though this appears to be in error: 

this range of provisions also includes anticipatory breach, instalment contracts, and damages. Muñoz’s 
detailed analysis addresses CISG article 67(2) only. See ibid 287–9.
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cases, whilst CISG article 67 addresses the time that risk passes under contracts 
involving carriage: a category of case which Part II(D) established as including 
non-software data trade. CISG article 68 applies to goods sold in transit, and 
CISG article 69 applies to cases not falling within CISG articles 67–8: neither 
are relevant to this article’s analysis.243 CISG article 70, clarifying the relationship 
between fundamental breach remedies and the CISG’s risk provisions, is also 
irrelevant for present purposes. My conclusion, that the CISG’s risk provisions 
can accommodate non-software data trade, is important for this article’s analysis 
as ‘risk is central to the relationship between the two parties in a sale of goods’.244

1   CISG Article 66: The Effect of Risk Passing
CISG article 66 regulates ‘price risk’, rather than risk in its more ‘general 

senses’: that is, ‘the risk of having to bear the cost of damage to the goods, or loss 
thereof because the buyer remains obligated to pay the purchase price, where that 
loss or damage has happened through no fault of either party’.245 One of the paradigm 
examples of a risk event, where goods are ‘lost at sea due to an unpredictable 
storm’,246 emphasises the concept’s historical connection with physical goods.247

Still, CISG article 66’s underlying principle remains sound in the digital 
environment. Buyers must pay for goods where loss or damage occurs after risk 
passes, and where that loss or damage is not the seller’s fault. This is because, as is 
the case with traditional goods, the subject-matter of non-software data contracts 
needs to be transferred across time and space: even if that transfer is much faster 
than internationally transporting physical goods. The potential therefore remains for 
non-software data to be lost or damaged in transit, regardless of its intangibility.248

Whilst CISG article 66’s underlying principle remains relevant in the non-
software data context, the factual circumstances that might give rise to a risk event 
will differ to those encountered with respect to physical goods. Non-software data 
is not susceptible to being lost or damaged on the high seas. It may, however, be 
affected by viruses; or it may be corrupted as a result of power outages, the impact 
of natural disasters upon Internet infrastructure, or for other reasons.249

As a practical matter, analysis of the CISG’s basic risk rule needs to keep 
in mind the fact that non-software data is infinitely reproducible: subject to any 
contractual terms which might affect the seller’s own retention of the data that they 

243 Cf Hachem, ‘Annex’ (n 9) 85 [22]: applying CISG article 69, based upon a different view as to how the 
CISG’s delivery provisions apply in the non-software data context.

244 Johan Erauw, ‘Article 66’ in Stefan Kröll, Loukas Mistelis and Pilar Perales Viscasillas (eds), UN 
Convention on Contracts for the International Sale of Goods (CISG): A Commentary (CH Beck, 2nd ed, 
2018) 850, 851 [3].

245 Schwenzer, Hachem and Kee (n 27) 479 [38.01].
246 Ibid.
247 See also Pascal Hachem, ‘Article 66’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 

Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 
4th ed, 2016) 958, 959 [5]; Erauw, ‘Article 66’ (n 244) 855 [29].

248 Cf Green, ‘Sales Law’ (n 12) 82.
249 Consolidated Technologies, ‘10 Common Causes of Data Loss’, Consolidated Technologies Blog (Blog 

Post, 17 February 2021) <https://consoltech.com/blog/10-common-causes-of-data-loss/>. See also Quoine 
Pte Ltd v B2C2 Ltd [2020] 2 SLR 20, 90 [196] (Mance IJ); Hachem, ‘Annex’ (n 9) 84 [22].
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have sold. As explained in ‘To Boldly Go, Part I’, data’s reproducibility does not 
disqualify the CISG’s application. For the purposes of the CISG’s risk provisions, 
however, it does mean that another copy of lost or damaged data might easily be 
provided following a risk event.250 Applying the CISG’s risk provisions in these 
circumstances may therefore come down, in a practical sense, to identifying who 
bears the costs of re-providing that data.251

2   CISG Article 67: The Time After Which Risk Passes
CISG article 67 sets out when risk passes in cases involving the carriage of 

goods. Part II(D) established that non-software data contracts do involve delivery 
via carriage, given the nature of the Internet’s data routing system. This conclusion, 
and the nature of that data routing system, directly impact identification of the 
relevant risk-timing rule under the CISG.

Though CISG article 67(1) provides that risk generally passes ‘when the goods 
are handed over to the first carrier for transmission to the buyer in accordance with 
the contract of sale’,252 Muñoz argues that CISG article 67(2) is instead relevant in 
the software context: ‘the architecture of the Internet and similar networks makes it 
impossible for the buyer to identify the full software purchased while it is carried 
through the routing system’.253 This follows from the fact that ‘data bytes travelling 
across the Internet break up into packets, and these do not necessarily have to follow 
the same route – they may travel from one different computer and server to another 
until they reach their destination’.254 Pursuant to CISG article 67(2), risk does not 
pass ‘until the goods are clearly identified to the contract, whether by markings on 
the goods, by shipping documents, by notice given to the buyer or otherwise’.

CISG article 67(2) seeks to prevent sellers ‘abusing’ goods’ lack of identification 
to a contract ‘in order to put the blame for losses or damages on a certain buyer’.255 
The word ‘otherwise’, in the view of Muñoz, prevents risk passing in software 
‘until all software sub-packets can be identified to the contract at its arrival to the 
server under the buyer’s control’.256 The potential abuses that CISG article 67(2) 
seeks to avoid do not arise in the software context, or in cases involving non-
software data, as software or data will be addressed to a particular buyer even if 
it isn’t identifiable (as a whole) during its transmission. Nevertheless, the reading 
of CISG article 67(2) that Muñoz advocates is consistent with the principle that 

250 Hachem, ‘Annex’ (n 9) 84 [21].
251 Ibid 85 [23].
252 Or, where the seller is required to hand the goods over to a carrier at a particular place, ‘the risk does not 

pass to the buyer until the goods are handed over to the carrier at that place’: CISG (n 6) art 67(1).
253 Muñoz (n 15) 289.
254 Ibid 288–9. See also de Zwart (n 76) 309.
255 Enderlein and Maskow (n 130) 268 [9]. See also Nicholas (n 46) 494 [2.7].
256 Muñoz (n 15) 289.
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identifying goods to the contract depends upon the circumstances of each case,257 
and it is also consistent with CISG article 67(2)’s flexible reputation.258

The same Internet routing mechanisms facilitating the electronic carriage of 
software also govern the transmission of non-software data. CISG article 67(2) 
should therefore also apply in non-software data cases. This conclusion is supported 
by the fact that data buyers, unlike buyers of traditional goods, are not necessarily in 
a better position than sellers to assess damage that has occurred during carriage.259 
On the other hand, it is the buyer who should bear the risk of ‘problems in reaching 
[data] already in its server … due to internal problems in the network system’.260 
Applying CISG article 67(2), in the way advocated here, generates this result. Part 
II(D) noted, with reference to CISG article 33, that sellers are not responsible for 
delays in data’s transmission (that are outside of their control) where technical 
issues arise after delivery has occurred. Pursuant to CISG article 67(2), however, 
they remain liable for loss or damage to non-software data that arises up until the 
time that data is reassembled at the buyer’s server.

I   Liability Exemptions: CISG Articles 79–80
Muñoz engages with CISG articles 79–80 only to a limited extent in the 

software context. CISG article 79, Muñoz suggests, may provide relief for sellers 
where software conforms at the time of contracting but becomes non-conforming 
at a later stage ‘due to different circumstances’.261 A seller is not relieved of its 
obligations, however, where ‘foreseeable technology changes, which can be 
overcome, impair the agreed function or software capacity’.262 As Muñoz points 
out, it is only where the specific requirements of CISG article 79 (force majeure 
events) or CISG article 80 (buyer’s contributory fault) are satisfied that sellers will 
be released from damages or full liability, respectively.263 In both of these cases, 
those requirements are not made out where foreseeable technology changes occur 
that are able to be overcome.264

In the software context, CISG articles 79–80 merely confirm that a seller’s 
liability for non-conformity is not always strict. Those provisions are capable of 
fulfilling that same function with respect to non-software data trade. CISG article 
79’s ‘narrow’ operation will limit its ‘practical importance’ in non-software data 

257 Pascal Hachem, ‘Introduction to Articles 66–70’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: 
Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 
4th ed, 2016) 950, 955 [19].

258 Erauw, ‘Article 67’ (n 46) 864 [19].
259 Hachem, ‘Article 67’ (n 46) 969 [5]; Nicholas (n 46) 494 [3.1].
260 Muñoz (n 15) 289.
261 Ibid 297. Cf Alejandro M Garro, ‘CISG Advisory Council Opinion No 7: Exemption of Liability for 

Damages under Article 79 of the CISG’ in Ingeborg Schwenzer (ed), The CISG Advisory Council 
Opinions (Eleven International Publishing, 2017) 167, 175 [13], 186–7 [37]–[39] (‘Opinion 7’).

262 Muñoz (n 15) 297–8. See also Edgardo Muñoz, ‘CISG Advisory Council Opinion No 20: Hardship under 
the CISG’, Opinions (Web Page, 2–5 February 2020) [4] <http://cisgac.com/opinion-no20-hardship-
under-the-cisg/> (‘Opinion 20’).

263 Muñoz (n 15) 298.
264 See generally Muñoz, ‘Opinion 20’ (n 262).
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cases, as is already the case with respect to traditional goods.265 Meanwhile, CISG 
article 80’s flexible theory of contributory fault ensures its applicability to non-
software data cases. It has been suggested, for example, that an ‘infinite number’ 
of fact patterns are capable of falling within CISG article 80’s scope.266

J   Interim Summary, and Matters Remaining Ripe for Further Study
This Part has demonstrated that all of the ‘Muñoz provisions’ are capable of 

being applied and adapted to non-software data trade. As a result, non-software 
data does constitute goods for the purposes of CISG article 1(1). Taken alongside 
my analysis previously undertaken in ‘To Boldly Go, Part I’, this conclusion 
confirms the CISG’s capacity to regulate non-software data trade.

This Part has addressed a range of key CISG provisions. Nevertheless, 
important parts of the CISG remain ripe for further study, in order to assess their 
own compatibility with non-software data trade. CISG article 30 is one example. 
This provision, referred to briefly in Part II(D), requires sellers (amongst other 
things) to ‘transfer the property in the goods’. There are widely diverging views 
about this provision’s digital operation amongst existing scholarly analyses. Eggen 
argues that contracts for digital goods implicate an analogous duty, requiring 
passage of the power of disposal, given that no property can be transferred.267 Green 
and Saidov suggest that this issue is dealt with via either CISG article 42 or CISG 
article 6,268 while Schmitt similarly argues that the parties’ agreement prevails.269 
Larson finds a solution based on CISG article 41 instead.270 On the other hand, 
Gillette and Walt argue that contracts without a transfer of title are ‘not a sale’ and 
thus cannot be governed by the CISG at all.271 Hachem’s view, offered in the data 
context, is similar: adding that CISG article 4(b)’s exclusion of property rules from 
the CISG means that whether or not property can exist in data in the first place is a 
question that must be settled by reference to the otherwise applicable State law.272 
Resolving this divergence of scholarly opinion will be particularly complicated 
given that data’s capacity to be owned, particularly where it is associated with 
artificial intelligence, is a thorny legal issue.273

265 Ingeborg Schwenzer, ‘Article 79’ in Ingeborg Schwenzer (ed), Schlechtriem & Schwenzer: Commentary 
on the UN Convention on the International Sale of Goods (CISG) (Oxford University Press, 4th ed, 2016) 
1128, 1129 [1]. See also Garro, ‘Opinion 7’ (n 261) 169 [2].

266 D Tallon, ‘Article 80’ in CM Bianca and MJ Bonell (eds), Commentary on the International Sales Law 
(Giuffrè, 1987) 596, 598 [2.4].

267 Eggen (n 15) 231, 233.
268 Green and Saidov (n 37) 177–8. See also Wulf (n 18) 24–7.
269 Schmitt (n 18) 36–7, 60.
270 Larson (n 101) 467–8.
271 Gillette and Walt (n 15) 51. See also Mowbray (n 86) 123–4.
272 Hachem, ‘Annex’ (n 9) 82 [14].
273 ‘Can You Own AI?’, Freshfields TQ Podcast Series (Freshfields Bruckhaus Deringer, 23 July 2019) 

0:00:39–0:03:04, 0:08:26–0:09:16, 0:12:19–0:13:29 <https://www.freshfields.com/en-gb/our-thinking/
our-podcasts/technology-quotient-podcast/can-you-own-ai/>; ‘How to Protect IP as Part of a Digital 
Transformation Strategy’, The Allen & Overy Podcast (Allen & Overy, 15 April 2020) 0:22:05–0:22:30 
<https://allenovery.podbean.com/e/how-to-protect-ip-as-part-of-a-digital-transformation-strategy/>; 
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Another matter remaining ripe for further study implicates Neumann’s 
dominant control test, referred to in ‘To Boldly Go, Part I’. As that article explained, 
Neumann’s scholarship puts forward the dominant control test as a means of 
assessing whether or not the CISG governs particular software transactions.274 The 
dominant control test is intended to operate as an analytic simplification, overlaying 
the CISG’s application provisions.275 As I explained in ‘To Boldly Go, Part I’, this 
test does not determine whether non-software data trade is governed by the CISG. 
The dominant control test proceeds from an initial assumption that software is 
within the CISG’s scope.276 No such assumption existed, regarding non-software 
data, prior to my analysis in this article and in its counterpart.

As noted in my counterpart article, determining whether or not the CISG can 
govern non-software data trade requires (in the first instance) a careful interpretation 
of the CISG’s application provisions. It is only after this analysis is undertaken 
that analytic simplifications might be developed. Given my conclusions here and 
in ‘To Boldly Go, Part I’, the pursuit of an analytic simplification corresponding 
to Neumann’s dominant control test might now be usefully explored in the non-
software data context.

Across my analysis of the ‘Muñoz provisions’, it has been apparent that 
applying and adapting the CISG’s rules to non-software data trade is not always 
easy. Nevertheless, the problematic issues that I have identified are practical, rather 
than legal, in nature.277 As a result, they do not preclude the CISG’s application (as 
a matter of principle) to non-software data cases.

III   NON-SOFTWARE DATA TRADE AND THE CISG, APPLIED: 
CRYPTOCURRENCY SALES

Cryptocurrency is an emerging technological phenomenon that is ‘here to 
stay’, and that is described as having ‘unstoppable momentum’.278 Like many 
technological developments coming before it, cryptocurrency presents new 

‘Maximising Value from Data’ (n 11) 0:04:34–0:04:40. See also Trakman, Walters and Zeller, ‘Trade in 
Personal Data’ (n 10) 245–7, 249–51, 254–6, 258.

274 Neumann (n 31) 123–7.
275 Ibid 123–4.
276 Ibid 110, 112, 127.
277 Cf Hachem, ‘Annex’ (n 9) 89 [40].
278 Sarah Green, ‘Cryptocurrencies: The Underlying Technology’ in David Fox and Sarah Green 

(eds), Cryptocurrencies in Public and Private Law (Oxford University Press, 2019) 1, 12 [1.27] 
(‘Cryptocurrencies’). Blockchain technology, upon which cryptocurrencies are based, is described by 
Gary Barnett of Global Data Plc as a ‘super-hyped topic’, but one having limited utility outside of the 
cryptocurrency context: ‘The Opportunities and Challenges of Digital Transformation in the Private/
Public Sectors: Part 1’, DLA Piper TechLaw Podcast Series (DLA Piper, 1 April 2019) 0:03:19–0:03:30, 
0:24:13–0:25:05 <https://soundcloud.com/user-70946062/the-opportunities-and-challenges-of-digital-
transformation-across-the-private-and-public-sectors>. Though blockchain technology is hyped as a 
recent phenomenon, it is more accurately described as a new manifestation of long-existing technologies: 
‘Blockchain: Driving Adoption and Navigating Challenges’, DLA Piper TechLaw Podcast Series (DLA 
Piper, 22 February 2018) 0:05:56–0:06:27 <https://soundcloud.com/user-70946062/blockchain-driving-
adoption-and-navigating-challenges>.
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challenges for the CISG.279 One of these is assessing whether cryptocurrency is 
a valid means of payment for traditional goods under the CISG. This question 
is beyond the scope of my analysis.280 However, more directly implicated is the 
CISG’s potential application to the trade of cryptocurrency against traditional 
State-issued money, and to cryptocurrency-against-cryptocurrency transactions. 
These matters are addressed, respectively, in Parts III(A)–(B) and III(C) below. 
Resolving them requires application of the non-software data analysis undertaken 
in Part II of this article, and in ‘To Boldly Go, Part I’.

A   Cryptocurrency Trade and the CISG’s Scope, in Principle
Is trading cryptocurrency against traditional State-issued money governed 

by the CISG? Answering this question affirmatively would, in part, require 
cryptocurrency to constitute goods for the purposes of CISG article 1(1). Different 
States classify cryptocurrency in different ways, for different purposes.281 
Nevertheless, the CISG’s interpretation must be autonomous here:282 its solution to 
this problem must therefore be its own.

Determining whether or not cryptocurrency trade falls within the CISG’s 
scope involves a two-stage analysis. First, as identified above, it needs to be 
determined whether cryptocurrency satisfies CISG article 1(1)’s goods criterion. 
Secondly, if it does, it then needs to be determined whether the CISG article 2(d) 
‘money’ exclusion applies. Both considerations are equally important, though for 
the purposes of this Part, Part III(B)’s CISG article 2(d) assessment undertaken 
below involves novel analysis not yet undertaken in this article. Part II provides 
a straightforward ‘yes’ response at the first stage: it is necessary to begin here 
as assessing whether CISG article 1(1)’s goods criterion is satisfied is logically 
anterior to applying CISG article 2(d)’s exclusion. Cryptocurrency trades (which 
may be conducted algorithmically) ‘manifest on computer screens or printouts but 
are not otherwise in a physical form’,283 with cryptocurrency tokens ‘represented 
by ledger entries internal to the system’.284 Each unit of cryptocurrency is therefore 
non-software data. Though it has been argued that cryptocurrency’s ‘intangible 
nature’ places it outside of the CISG’s scope,285 ‘To Boldly Go, Part I’ confirmed 
that tangibility is not a pre-requisite to the CISG’s application. As non-software 
data, cryptocurrency constitutes goods for the purposes of CISG article 1(1),286 a 

279 Eggen (n 15) 236.
280 See ibid 235–6; Bayramoğlu (n 23); Takahashi (n 23); Hůlka (n 23) 44–5.
281 Aashna Agarwal and Ananya Bajpai, ‘Status of Cryptocurrencies under Investment Law: Not So Cryptic 

Anymore?’ (2019) 7(2) Indian Journal of Arbitration Law 1, 5. See, eg, Quoine Pte Ltd v B2C2 Ltd 
[2020] 2 SLR 20, 67–8 [143]–[144] (Sundaresh Menon CJ for the majority); Ruscoe v Cryptopia Ltd 
(in liq) [2020] 2 NZLR 809, 815 [19], 831 [69], 840 [102], 843 [120], 846 [133], 853 [168], 856 [187], 
861–2 [209] (Gendall J).

282 CISG (n 6) art 7(1).
283 Quoine Pte Ltd v B2C2 Ltd [2020] 2 SLR 20, 25 [1] (Sundaresh Menon CJ for the majority). See also at 

67–8 [143].
284 Jake Frankenfield, ‘Cryptocurrency’, Investopedia (Web Page, 9 August 2021) <https://www.

investopedia.com/terms/c/cryptocurrency.asp>.
285 Bayramoğlu (n 23). See also Takahashi (n 23).
286 Cf Spohnheimer (n 22) 50 [40].
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legal conclusion consistent with industry understandings of tokens as constituting 
a ‘product innovation’.287

That cryptocurrencies are built upon blockchain and distributed ledger 
technologies does not affect their characterisation as goods, nor their capacity 
to otherwise fall within the CISG’s scope.288 These technologies do differentiate 
cryptocurrency trade from archetypal data trade situations where discrete parcels 
of data are transferred directly between sellers and buyers:289 that is, situations 
where specific data ‘arrives’ at the buyer’s server and at the buyer’s server only.290 
Cryptocurrencies work via ‘the deliberate process of transferring the value inherent 
in the asset so that one asset becomes replaced by another’,291 with ‘everyone 
who might want to use the currency … [having] a copy of the ledger’ recording 
‘every transaction made using that currency’.292 Cryptocurrency transaction 
information is shared with ‘every user’,293 and private keys are then used to control 
a cryptocurrency’s disposition.294

Careful analysis of the CISG’s internationality criterion solves this apparent 
problem. Provided that CISG article 1(1)’s goods criterion is satisfied, which Part II 
establishes would be the case in relation to cryptocurrency, the CISG’s application 
is not contingent upon goods crossing State borders.295 Though one might ordinarily 
expect this to happen where traditional goods are at issue,296 CISG article 1(1) only 
requires that the parties have their ‘places of business … in different States’. The 
CISG applies where buyers and sellers are in different States but traditional goods 
don’t move,297 and also where goods move between third and fourth States.298 The 
location of non-software data is therefore irrelevant to the CISG’s application.299 As 

287 ‘The Future of Cryptoassets’, DLA Piper TechLaw Podcast Series (DLA Piper, 12 April 2019) 0:04:48–
0:04:56 <https://soundcloud.com/user-70946062/techlaw-podcast-the-future-of-cryptoassets>.

288 For the same reason, the emerging phenomenon of trade in non-fungible tokens (commonly referred to as 
NFTs) is also capable of falling within the CISG’s scope, subject to the operation of CISG article 2(a)’s 
consumer contracts exception.

289 Hůlka (n 23) 44.
290 Frank Diedrich, ‘Maintaining Uniformity in International Uniform Law via Autonomous Interpretation: 

Software Contracts and the CISG’ (1996) 8(2) Pace International Law Review 303, 336.
291 Ruscoe v Cryptopia Ltd (in liq) [2020] 2 NZLR 809, 842 [117] (Gendall J). See also UK Jurisdiction 

Taskforce, Legal Statement on Cryptoassets and Smart Contracts (LawTech Delivery Panel, November 
2019) 10 [28]–[31].

292 Green, ‘Cryptocurrencies’ (n 278) 2 [1.03] (emphasis in original).
293 Ibid 2 [1.04].
294 ‘ICOs, Blockchain and the Investment Revolution’, DLA Piper TechLaw Podcast Series (DLA Piper, 

12 January 2018) 0:05:35–0:05:43 <https://soundcloud.com/user-70946062/icos-blockchain-and-the-
investment-revolution>.

295 Wulf (n 18) 55; Mistelis (n 27) 34 [44]; E Jayme, ‘Article 1’ in CM Bianca and MJ Bonell (eds), 
Commentary on the International Sales Law (Giuffrè, 1987) 27, 28 [1.3].

296 Jayme (n 295) 29 [1.5].
297 Benjamin Hayward, ‘The CISG in Australia: The Jigsaw Puzzle Missing a Piece’ (2010) 14(2) Vindobona 

Journal of International Commercial Law and Arbitration 193, 197.
298 See, eg, Luo v Windy Hills Australian Game Meats Pty Ltd [No 3] [2019] NSWSC 862. In this case, 

contracts were entered into by an Australian seller and a Chinese buyer, with the goods to be transported 
from Pakistan to Vietnam. The Court correctly identified that the CISG was applicable, though did not go 
on to apply its provisions (resorting, incorrectly, to non-harmonised Australian law instead).

299 Hachem, ‘Annex’ (n 9) 79 [2].
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a result, the unique means of transferring cryptocurrency does not place it outside 
of the CISG’s reach.300

B   Cryptocurrency Trade and CISG Article 2(d)’s Money Exclusion
Nevertheless, the CISG will not govern cryptocurrency trade if CISG article 

2(d)’s money exclusion applies. Does cryptocurrency constitute ‘money’ for the 
purposes of CISG article 2(d)? Three interpretative principles assist in answering 
this question. First, as noted in Part III(A), CISG article 2(d) must be interpreted 
autonomously. Individual States’ approaches to cryptocurrencies’ legality and their 
status as legal tender301 are therefore irrelevant. Secondly, some of the subject-
matter exclusions in CISG article 2 are merely clarificatory.302 Thirdly, as CISG 
article 2 is a provision containing exceptions to the CISG’s application, it is to 
be read narrowly and is not to be given analogous application, in the interests of 
securing legal certainty.303

CISG article 2(d) might, at face value, appear to exclude cryptocurrency 
transactions from the CISG’s scope ‘without any doubt’.304 A more careful analysis, 
however, identifies this question as being much more complex to resolve.305 
Applying the second and third interpretative principles identified above leads to 
the conclusion that CISG article 2(d) does not, in fact, exclude cryptocurrency 
trade from the CISG’s scope.

Taking those principles together, it becomes apparent that only those CISG 
article 2 exclusions that address transactions otherwise falling within the CISG’s 
scope need to be read narrowly. This follows from the fact that CISG article 2’s 
merely clarificatory exclusions relate to subject matters that would have fallen 
outside of the CISG’s scope in any event, making their width immaterial in a 
practical sense. Since cryptocurrency (as non-software data) is otherwise within 
the CISG’s scope, it can be concluded that CISG article 2(d)’s money exclusion 
must be narrowly construed in this context.

Two competing interpretations might be given to CISG article 2(d)’s ‘money’ 
exclusion. It may be read as referring only to State-issued money, or alternatively 
as also including currency ‘emitted by private entities’,306 although there is arguably 
also a third category of case, falling somewhere in between, where State-issued 

300 Cf Mowbray (n 86) 129–30.
301 See generally Mara Lesemann, ‘Is Bitcoin Legal?: The Legal Status of Bitcoins in the US and Elsewhere’, 

Investopedia (Web Page, 27 August 2021) <https://www.investopedia.com/ask/answers/121515/bitcoin-
legal-us.asp>.

302 Ingeborg Schwenzer and Pascal Hachem, ‘Article 2’ in Ingeborg Schwenzer (ed), Schlechtriem & 
Schwenzer: Commentary on the UN Convention on the International Sale of Goods (CISG) (Oxford 
University Press, 4th ed, 2016) 47, 48 [3]; Spohnheimer (n 22) 49–50 [36], 52 [47]; W Khoo, ‘Article 2’ 
in CM Bianca and MJ Bonell (eds), Commentary on the International Sales Law (Giuffrè, 1987) 34, 38–9 
[2.7]; Eggen (n 15) 230. Cf Enderlein and Maskow (n 130) 35–6 [8].

303 Schwenzer and Hachem, ‘Article 2’ (n 302) 48 [3], 50 [7]; Spohnheimer (n 22) 40 [4], 48 [31].
304 Bayramoğlu (n 23). See also Lorenz (n 22) 36 [8].
305 Eggen (n 15) 236–7.
306 Spohnheimer (n 22) 50 [40].
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money has a souvenir status.307 Narrowly interpreting CISG article 2(d)’s money 
exclusion requires that the State-issued money reading be preferred. If CISG 
article 2(d) only excludes State-issued money from the CISG’s scope, transactions 
involving the exchange of cryptocurrency (as goods) against State-issued money (as 
payment) are unaffected by the provision: even if cryptocurrency was considered in 
any particular jurisdiction to be legal tender.308 This interpretation is consistent with 
the Secretariat Commentary on the 1978 Draft Convention identifying ‘significant 
differences in the application of this Convention’ as a potential problem that 
CISG article 2(d) seeks to avoid.309 Such differences should not arise regarding 
cryptocurrency, provided (as with any type of goods trade) that CISG article 7(1)’s 
autonomous interpretation requirement is observed.

A further nuance arises, however, in relation to a particular sub-category of 
cryptocurrencies: those issued by central banks. Though cryptocurrency fungibility 
is assumed by some existing literature,310 not all cryptocurrencies are alike. Central 
bank digital currencies (‘CBDC’s’) differ from other cryptocurrencies in one 
critical respect for CISG article 2(d)’s purposes: they have State backing, and also 
constitute legal tender in their issuing State for that reason.311 Though CBDC’s are 
not yet common, some States are ‘dabbling’ in this area,312 and China in particular 
has taken significant steps towards launching its digital yuan.313 If CISG article 2(d) 
is read as referring to State-issued money, CBDC trade (as one particular type of 
cryptocurrency trade) would actually be excluded from the CISG’s scope.

At first glance, the CISG’s differing application to these two types of 
cryptocurrencies might appear artificial. It must nevertheless be kept in mind that 
although CBDC’s have no physical representation via notes and coins, traditional 
State-issued money is often transacted electronically in any event:314 even more 

307 Award, China International Economic & Trade Arbitration Commission, CISG/2000/17, 2000 [tr Zheng 
Xie] <http://www.cisg-online.org/files/cases/7533/translationFile/1614_67651696.pdf>. Such cases 
are distinct from those involving old currency that is no longer legal tender but has collectable status: 
Schwenzer and Hachem, ‘Article 2’ (n 302) 57 [26]; ibid; Lorenz (n 22) 36 [8].

308 As is the case now in El Salvador, with respect to Bitcoin: Jose Cabezas, ‘El Salvador Becomes 
First Country in the World to Accept Cryptocurrency Bitcoin as Legal Tender’, ABC News (online, 7 
September 2021) <https://www.abc.net.au/news/2021-09-07/el-salvador-adopts-bitcoin-crypocurrency-as-
legal-tender/100441472>.

309 United Nations Commission on International Trade Law Secretariat, ‘Commentary on the Draft 
Convention on Contracts for the International Sale of Goods, Prepared by the Secretariat’ in United 
Nations (ed), United Nations Conference on Contracts for the International Sale of Goods, Vienna, 10 
March – 11 April 1980, Official Records: Documents of the Conference and Summary Records of the 
Plenary Meetings and of the Meetings of the Main Committees (United Nations, 1991) 14, 16 [7].

310 Eggen (n 15) 229, 236–7.
311 Agarwal and Bajpai (n 281) 4–5. See generally ‘Talking Tech @ Singapore Fintech Festival: Major Shifts 

in AI, Digital Currency and Cybersecurity’, The Clifford Chance Podcast (Clifford Chance, 18 December 
2020) 0:02:37–0:05:09 <https://www.cliffordchance.com/insights/resources/podcast-library/all-podcasts/
singapore-fintech-festival-major-shifts-in-ai-digital-currency-and-cybersecurity.html>.

312 Agarwal and Bajpai (n 281) 7.
313 Peter Kundzic, ‘Chinese Central Bank to Give Away 10 Million in Digital Currency in First Public Trial 

of New Payment System’, ABC News (online, 10 October 2020) <https://www.abc.net.au/news/2020-10-
10/china-to-issue-10-million-digital-yuan-in-first-public-test/12750320>.

314 See, eg, ‘In Credit Podcast: Access to Cash and the UK’s FCA Occasional Paper’, The Allen & Overy 
Podcast (Allen & Overy, 15 December 2020) 0:02:12–0:2:22 <https://allenovery.podbean.com/e/in-

218



2021 To Boldly Go, Part II 1519

so during the COVID-19 pandemic.315 Analogising CBDC’s with traditional State-
issued money, for CISG article 2(d)’s purposes, therefore has at least some practical 
basis.

Differentiating CBDC’s from other cryptocurrencies for the purposes of the 
CISG’s application is not dissimilar to the existing distinction between equivalent 
traditional and digital goods that has plagued sales laws around the world316 and 
that I otherwise remedy (in the CISG context) in this article.317 This particular 
CBDC problem arguably reflects the law’s overall ‘nascent’ ability to deal with 
cryptocurrencies.318 Any inconvenience arising from this particular differential 
treatment issue is outweighed, however, by the many practical and policy 
advantages of analysing the CISG’s capacity to regulate non-software data trade. 
These advantages were explored, in detail, in ‘To Boldly Go, Part I’.

C   Cryptocurrency-Against-Cryptocurrency Transactions and the CISG
Cryptocurrency-against-cryptocurrency transactions are a variation on the 

problem addressed in Parts III(A)–(B) above. As there are ‘many different types 
of cryptocurrency’,319 they are capable of being traded against each other,320 as well 
as against traditional money. To the best of my research, the CISG’s capacity to 
govern cryptocurrency-against-cryptocurrency trade has not yet been addressed 

credit-podcast-access-to-cash-and-fca-occasional-paper/>; ‘EP40 COVID-19: Digitalise to Survive and 
Thrive (Australia)’, Catalyst Podcast Series (Herbert Smith Freehills, 3 June 2020) 0:21:37–0:22:18 
<https://www.herbertsmithfreehills.com/latest-thinking/catalyst-the-podcast-series-for-an-era-of-change>; 
Swedish Institute, ‘A Cashless Society’, Sweden (Web Page, 1 June 2021) <https://sweden.se/life/
society/a-cashless-society>; David B Black, ‘Who Needs Cryptocurrency FedCoin when We Already 
Have a National Digital Currency?’, Forbes (online, 1 March 2020) <https://www.forbes.com/sites/
davidblack/2020/03/01/who-needs-cryptocurrency-fedcoin-when-we-already-have-a-national-digital-
currency/?sh=2efd06ce4951>.

315 Jack Parkin, ‘Cashless Payment Is Booming, Thanks to Coronavirus. So Is Financial Surveillance’, 
The Conversation (Blog Post, 10 September 2020) <https://theconversation.com/cashless-payment-
is-booming-thanks-to-coronavirus-so-is-financial-surveillance-145179>. See also ‘Talking Tech @ 
Singapore Fintech Festival: Perspectives, Predictions and the “Pandemic Push”’, The Clifford Chance 
Podcast (Clifford Chance, 14 December 2020) 0:01:37–0:01:56 <https://www.cliffordchance.com/
insights/resources/podcast-library/all-podcasts/talking-tech-singapore-fintech-festival-paul-landless.
html>; ‘Continued Innovation’ (n 10) 0:04:52–0:05:13.

316 See, eg, Gammasonics Institute for Medical Research Pty Ltd v Comrad Medical Systems Pty Ltd (2010) 
77 NSWLR 479, 480 [5]–[6], 488–9 [44]–[47] (Fullerton J).

317 See generally Green, ‘Sales Law’ (n 12) 78, 93–4; Christopher Kee, ‘Rethinking the Common Law 
Definition of Goods’ in Andrea Büchler and Markus Müller-Chen (eds), Private Law: National – Global 
– Comparative: Festschrift Für Ingeborg Schwenzer Zum 60. Geburtstag (Intersentia, 2011) 925, 931–3; 
Jacob Ziegel, ‘The Scope of the Convention: Reaching Out to Article One and Beyond’ (2005) 25(1) 
Journal of Law and Commerce 59, 61; Dan Jerker B Svantesson, ‘Amlink Technologies Pty Ltd and 
Australian Trade Commission [2005] AATA 359: Software Finally Recognised as “Goods”’ (2005) 13(4) 
Trade Practices Law Journal 232, 233–4. Cf Trevor Cox, ‘Chaos versus Uniformity: The Divergent 
Views of Software in the International Community’ [2000] (3) Business Law International 359, 362–3.

318 Green, ‘Cryptocurrencies’ (n 278) 12 [1.26].
319 Equity Trust, ‘Types of Cryptocurrency Explained’, Investor Insights Blog (Blog Post, 2021) <https://

www.trustetc.com/blog/cryptocurrency-types/>.
320 See, eg, Quoine Pte Ltd v B2C2 Ltd [2020] 2 SLR 20, 25–6 [2], 27 [9], 29 [14] (Sundaresh Menon CJ  

for the majority), 71 [154] (Mance IJ); Ruscoe v Cryptopia Ltd (in liq) [2020] 2 NZLR 809, 814 [5] 
(Gendall J).
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in the literature, and at the time of writing no cases of any kind involving 
cryptocurrency as the contractually described goods are recorded in the CISG-
Online database.321 Given my conclusion that cryptocurrencies satisfy CISG article 
1(1)’s goods criterion, and that they are not excluded via CISG article 2(d) on the 
basis of being money, cryptocurrency-against-cryptocurrency trade emerges as a 
type of exchange of goods: a factual adaptation of barter with respect to traditional 
goods. The CISG’s capacity to govern cryptocurrency-against-cryptocurrency 
trade therefore depends upon the CISG’s more general capacity to regulate barter, 
which remains a matter of debate.322

Resolving this debate is well beyond the scope of this article. In general 
terms, however, it can be observed that accepting barter trade as being governed 
by the CISG rests upon a presumption that the CISG’s price requirement need 
not be satisfied by money.323 If this view turns out to be correct, the conclusion 
that cryptocurrency-against-cryptocurrency trade is governed by the CISG would 
follow. That conclusion, in turn, would be consistent with Part III(B)’s proposition 
that cryptocurrency is not money for the purposes of CISG article 2(d).

IV   CONCLUSION

According to the business community, the future of commerce is digital. 
This much was made clear in the International Chamber of Commerce’s Trading 
Thoughts podcast exchange quoted in the introductory remarks of ‘To Boldly Go, 
Part I’.324 In particular, in that exchange, it was asserted that ‘the future of business 
is clearly changing’, and that ‘[t]he future brick and mortar and Ma and Pa shops 
appear clearly dead’.325 Returning to Trading Thoughts, the following comments 
offered by Tim Conley326 (‘TC’) and Angel Gurría327 (‘AG’) in the COVID-19 
context reinforce this digitalisation message:

321 Determined by searching for decisions involving ‘cryptocurrency’ in the ‘[g]oods as per contract’ field of 
the CISG-Online database’s case law search form: Faculty of Law, University of Basel (n 26).

322 Schwenzer, Hachem and Kee (n 27) 113 [8.18]; Schwenzer and Hachem, ‘Article 1’ (n 16) 31–2 [11]; 
Mistelis (n 27) 29 [30]; David Fairlie, ‘A Commentary on Issues Arising under Articles 1 to 6 of the 
CISG (with Special Reference to the Position in Australia)’ in Singapore International Arbitration Centre 
(ed), Celebrating Success: 25 Years United Nations Convention on Contracts for the International Sale 
of Goods (2006) 39, 46; Peter Schlechtriem, ‘Requirements of Application and Sphere of Applicability 
of the CISG’ (2005) 36(4) Victoria University of Wellington Law Review 781, 787. For a recent analysis 
of this issue: see Marco Torsello, ‘Sales Law beyond Sales Contracts: Applicability and Application of 
the CISG to Non-sales Transactions (the Case of Countertrade and Barter Transactions)’ (2019–20) 38(1) 
Journal of Law and Commerce 273, 294–303.

323 Schwenzer, Hachem and Kee (n 27) 113 [8.18]; Schwenzer and Hachem, ‘Article 1’ (n 16) 31–2 [11]; 
Mistelis (n 27) 29 [30].

324 ‘Trading Thoughts with Gabriel Petrus of ICC’s World Chambers Federation’, Trading Thoughts Podcast 
(International Chamber of Commerce, 3 May 2020) 0:03:04–0:06:05 <https://soundcloud.com/iccwbo/
chambers-of-commerce-in-the-21st-century>.

325 Ibid 0:05:55–0:06:05. See also ‘Branding’ (n 139) 0:15:05–0:15:40.
326 Global Communications Officer, International Chamber of Commerce.
327 Secretary-General, Organisation for Economic Cooperation and Development.
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TC: Digital connectivity is obviously another issue. While large companies have 
generally transitioned their operations digitally, SMEs [small and medium-sized 
enterprises] have lacked the same opportunity. The OECD [Organisation for 
Economic Cooperation and Development] Digital for SMEs Global Initiative has 
hosted roundtable discussions and published resources on the importance of closing 
this gap. What can businesses, international organisations, and governments do to 
support SME digitalisation?
AG: The question of using digital progress, digital technology to benefit the SMEs 
is absolutely crucial. We had here at the OECD, with many ministers attending, a 
ministerial-level discussion precisely on … SMEs and going digital. That was found 
to be one of the most promising, one of the most productive areas of discussion. 
Because you cannot consider that because you have an SME that it is low-tech … 
even if it has only a few employees, it can be relatively sophisticated, relatively 
high-tech, and therefore able to connect with the rest of the world through electronic 
means and technology. So the question … is, I would say, absolutely central to the 
challenge of which SMEs are going to make it …328

The CISG is ‘truly a law for merchants’,329 and its capacity to benefit business 
sits firmly behind Australia’s decision to accede as the CISG’s 16th Contracting 
State.330 Despite the CISG’s text dating from the same year that Commodore’s 
VIC-20, Sinclair’s ZX80, the World Wide Web’s predecessor, and the world’s 
first microcomputer hard drive were launched,331 the CISG has proved remarkably 
adaptable to changing times.332 As ‘To Boldly Go, Part I’ noted, the CISG’s contract 
formation rules support electronic contracting (and possibly also smart contracts), 
its understanding of writing includes electronic communications, and the CISG 
accommodates electronic software trade. While software has been the focus of 
existing CISG scholarship concerning intangibles,333 my analysis has demonstrated 
that the CISG is equally capable of regulating non-software data trade. The CISG 
thus stands ready to boldly go where no existing case law (but where much 
international trade) has gone before. Software has been described as ‘an ally for 
achieving the CISG objectives’.334 The same can now be said for non-software data, 
and (as a result) data as an overall category of goods.

My main focus in this article has been CISG article 1(1)’s goods criterion (in 
Part II), its application to non-software data (also in Part II), and the implications 
of my analysis for cryptocurrency trade (in Part III).335 CISG article 1(1)’s goods 
criterion is the first element of the framework that I previously established in ‘To 

328 ‘Trading Thoughts with OECD Secretary General Angel Gurría’, Trading Thoughts Podcast (International 
Chamber of Commerce, 29 May 2020) 0:08:42–0:10:28 <https://soundcloud.com/iccwbo/icc-trading-
thoughts-oecd-secretary-general-angel-gurria>.

329 Jessica Viven-Wilksch, ‘How Long Is Too Long to Determine the Success of a Legal Transplant? 
International Doctrine and Contract Law in Oceania’ in Vito Breda (ed), Legal Transplants in East Asia 
and Oceania (Cambridge University Press, 2019) 132, 138.

330 Ian Govey and Christopher Staker, ‘Vienna Sales Convention Takes Effect in Australia Next Year’ (1988) 
23(5) Australian Law News 19, 19.

331 Computer History Museum, ‘1980’, Timeline of Computer History (Web Page, 2021) <https://www.
computerhistory.org/timeline/1980/>.

332 Muñoz (n 15) 301.
333 Eggen (n 15) 230.
334 Muñoz (n 15) 301.
335 Green, ‘Sales Law’ (n 12) 78.
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Boldly Go, Part I’. That specific legal framework comprises CISG article 1(1)’s 
goods criterion, CISG article 1(1)’s sale criterion, and CISG article 3’s rules on 
mixed contracts. Applying this framework, as this article and ‘To Boldly Go, Part 
I’ have done, is the correct legal basis for assessing the CISG’s capacity to govern 
non-software data trade.

An application of CISG article 1(1)’s goods criterion demonstrates that non-
software data falls within the CISG’s scope as a matter of principle. However, as 
explained in ‘To Boldly Go, Part I’, CISG article 1(1)’s sale criterion and CISG 
article 3’s rules on mixed contracts are essential additional considerations. They 
determine whether particular non-software data contracts fall to be regulated 
by the CISG. They therefore place essential limitations on the CISG’s capacity 
to govern non-software data trade. This is a matter of significant practical 
importance, as data contracts ‘may take many forms’, not all of which resemble 
the sale of goods.336 Together, these three criteria ensure that the CISG only applies 
to transactions for which it (as a sales law) is genuinely suited. They therefore 
strike a balance between over-inclusiveness and under-inclusiveness in the CISG’s 
digital operation.337 ‘To Boldly Go, Part I’ explored the practical and policy benefits 
of assessing the CISG’s capacity to govern non-software data trade. Despite these 
benefits, the CISG’s application should not be stretched beyond what its principled 
interpretation permits.338

Concluding that non-software data trade can be governed by the CISG may 
sound ‘revolutionary’, but despite the importance of this conclusion, my analysis 
is actually an incremental advance on existing CISG software scholarship.339 This 
is crucial from the perspective of the CISG’s Contracting States, as explored in 
‘To Boldly Go, Part I’. A cautious approach to interpreting the CISG’s application 
provisions is justified by the provisions’ public international law nature.340 
Incremental (rather than radical) interpretative advances concerning those 
provisions are essential in order to ensure the CISG’s continued acceptance by 
States. This is a matter that is just as important for the CISG’s future success as 
its take-up by commercial parties in individual transactions. This article and its 
counterpart take care ‘not to upset such dynamics’.341 In particular, my analysis has 
been consistently grounded in CISG articles 7(1) and 7(2)’s interpretative and gap-
filling rules. These are rules to which States necessarily agree, by virtue of States’ 
accessions to the CISG.342

336 Richard Raysman et al, ALM, Intellectual Property Licensing: Forms and Analysis (online at 2020) 
§2.01.

337 Moses (n 180) 400.
338 Green, ‘Sales Law’ (n 12) 94. Cf Cox (n 317) 378.
339 Cf Michael D Scott, ‘Contemporary Issues in Domestic Transactions for Computer Goods and Services’ 

(1989–90) 3 Software Law Journal 615, 615.
340 Olaf Meyer, ‘Constructive Interpretation: Applying the CISG in the 21st Century’ in André Janssen and 

Olaf Meyer (eds), CISG Methodology (Sellier European Law Publishers, 2009) 319, 329–30.
341 Renaud Sorieul, Emma Hatcher and Cyril Emery, ‘Possible Future Work by UNCITRAL in the Field of 

Contract Law: Preliminary Thoughts from the Secretariat’ (2013) 58(4) Villanova Law Review 491, 492. 
See also Eggen (n 15) 231.

342 CISG (n 6) art 98.
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There will necessarily come a time when the CISG has outlived its usefulness. 
As one commentator has suggested, ‘renovation of the CISG will take place sooner 
or later’.343 Still, that time has not yet come. Although the CISG’s application to 
non-software data trade is a bold next step, there is not yet any indication that it 
will be the CISG’s final frontier.344 The CISG has a history of successful adaptation 
to the many commercial and technological changes that have occurred between 
1980 and today.

As to whether the interpretations I advocate in this article and in its counterpart will 
be consistently applied across jurisdictions in litigation and in arbitral proceedings, 
only time will tell.345 Identification of the law governing online transactions is an 
issue that has been analysed since the very advent of electronic commerce,346 and 
the absence of any supranational court having appellate jurisdiction concerning 
the CISG means this issue will ultimately fall to be decided by individual courts in 
each Contracting State.347 As making reference to scholarship comprises one aspect 
of CISG article 7(1)’s interpretative directives,348 however, my analysis will play its 
part within the CISG’s global jurisconsultorium.349

As explained by Green, a more ‘universal’ understanding of digitised material’s 
capacity to constitute goods for the purposes of sales laws ‘would be ideal’: 
‘not only because it is conceptually sound, but because a unified legal response 
is always to be welcomed in an environment such as the digital marketplace, in 
which geographical boundaries are meaningless’.350 Addressing the CISG as an 
international sales law, the analysis I have conducted in this article (and in ‘To 
Boldly Go, Part I’) is ultimately directed at benefiting merchants, their trading 
activities, their advisers, and the broader economies within which they operate: 
both in Australia, and beyond.

343 Leandro Tripodi, Towards a New CISG: The Prospective Convention on the International Sale of Goods 
and Services (Brill Nijhoff, 2015) 12. See also ‘The CISG and Comparative Law: Prof Alejandro Garro’, 
Cafe Comparatum (International Academy of Comparative Law, 18 November 2020) 0:33:59–0:35:12 
<https://cafecomparatum.podbean.com/e/episode-2-the-cisg-and-comparative-law-%E2%80%94-prof-
alejandro-garro/>.

344 To give one example of another emerging area of CISG study, efforts are currently underway to explore 
the CISG’s potential as a visual contracting tool. This matter was recently addressed by Camilla 
Andersen at a series of presentations given to celebrate the CISG’s 40th anniversary: ‘Celebrating 
the 40th Anniversary of the CISG: CISG as a Tool for Global Trade – Theory and Practice’, Asian 
Academy of International Law (Web Page, 2020) <https://aail.org/cisg/>. For the broader project: see 
generally ‘Welcome to Comic Book Contracts’, Comic Book Contracts (Web Page) <https://www.
comicbookcontracts.com/>.

345 Cf Andersen (n 1) 913–15; Moses (n 180) 416–17; Cox (n 317) 364.
346 de Zwart (n 76) 306.
347 Ben Köhler, ‘For an Independent Development of the CISG beyond Article 7(2): A Stocktake and a 

Proposal’ in Zlatan Meškić et al (eds), Balkan Yearbook of European and International Law 2020 
(Springer, 2021) 3, 7, 20, 23.

348 João Ribeiro-Bidaoui, ‘The International Obligation of the Uniform and Autonomous Interpretation of 
Private Law Conventions: Consequences for Domestic Courts and International Organisations’ (2020) 
67(1) Netherlands International Law Review 139, 149 [3.2.2]. See also ibid 20; Michael P Van Alstine, 
‘Dynamic Treaty Interpretation’ (1998) 146(3) University of Pennsylvania Law Review 687, 788–9.

349 See generally Andersen (n 1) 923. See also Chief Justice Susan Kiefel, ‘The Academy and the Courts: 
What Do They Mean to Each Other Today?’ (2020) 44(1) Melbourne University Law Review 447, 454–7.

350 Green, ‘Sales Law’ (n 12) 82. See also de Zwart (n 76) 306.
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Digital Assets Team
Law Commission
1st Tower
52 Queen Anne's Gate
London
SW1H 9AG

4 November 2022

Dear Digital Assets Team,

Binance: UK Law Commission Consultation on Digital Assets

I am writing to you to express Binance’s support for the work the Law Commission has
conducted around the consultation on Digital Assets published on 28 July 2022.

As the world's largest crypto-asset exchange and blockchain infrastructure provider, Binance is
fully supportive of jurisdictions taking the time to focus on the complex and challenging issues
surrounding the digital asset industry. We are pleased to see such thorough and insightful work
is being done to improve the UK legal framework in this space.

We read the consultation with great interest and support the overall outcomes it seeks to
achieve. Reforming the law to provide legal certainty would lay a strong foundation for the
development and adoption of digital assets in the UK. Along with the Government’s ongoing aim
for the UK to become a global hub for digital assets, we believe the UK is moving in the right
direction to support our industry.

As a global operator active in many areas relevant to digital assets, we would be happy to
support your work in future where appropriate and helpful. Please feel free to reach out to us at
any time.

Yours faithfully,

224



Response ID ANON-4G41-UU95-R

Submitted to Law Commission consultation on digital assets
Submitted on 2022-11-04 18:50:25

About you

What is your name?

Name:

What is the name of your organisation?

Organisation:
Bournemouth University

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Response on behalf of organisation

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

A number of English cases have already answered this question in the affirmative thereby recognising digital assets - crypto-tokens including NFTs - as a 
type of property. 
 
For example, in the case of AA v Persons Unknown & Ors [2019] EWHC 3556 (Comm), Mr. Justice Bryan referring to the UK Jurisdiction Taskforce analysis 
of cryptoassets as property (Nov 2019), stated as follows: 
 
"it is fallacious to proceed on the basis that the English law of property recognises no forms of property other than choses in possession and choses in 
action … I am satisfied for the purposes of granting an interim injunction in the form of an interim proprietary injunction that crypto currencies are a form 
of property capable of being the subject of a proprietary injunction”. 
 
This reasoning has since been followed in cases such as DPP v Briedis and Reskajs [2021] EWHC 3155 (Admin) and Danisz v Persons Unknown [2022] 
EWHC 280 (QB). 
 
Also, earlier this year in 2022, Non-Fungible Tokens (NFTs) were explicitly recognised as a type of property. In Osbourne v Persons Unknown & Anor 
[2022] EWHC 1021 (Comm), Judge Mark Pelling QC granted an injunction and the Court issued an order to the NFT marketplace, OpenSea, requesting that 
they provide the identification details and information of those who had stolen the claimant's NFTs, and further requested that the NFTs be frozen. 
 
In delivering his judgment, Pelling QC went on to say: 
 
"There is clearly going to be an issue at some stage as to whether non fungible tokens constitute property for the purposes of the law of England and 
Wales, but, I am satisfied on the basis of the submissions made on behalf of the claimant that there is at least a realistically arguable case that such 
tokens are to be treated as property as a matter of English law…” .
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Therefore, as detailed in the Digital Assets Consultation Paper and based on the judgments from the Courts of England and Wales, there is evidence
which supports the proposal that digital assets such as crypto-tokens and NFTs be recognised as a third type of personal property. 
 
However, this approach should be taken with caution and should apply to instances where the case in question is separate to issues arising from
intellectual property / other laws and the existing legal system. For example, media files, program files, digital records, in-game digital assets etc are
already covered by existing laws such as information and intellectual property laws. 
 
Therefore, whilst I am in agreement with the Law Commission's proposal in recognising a third type of personal property - different to choses in
possession and choses in action - it has to be approached so as not to interfere with existing laws.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

I am in partial agreement.

Apart from property law, intellectual property (IP) law protects the creators of digital elements such as computer programmes/software. However, IP law
does not protect data per se.

Therefore, it depends on the type of data that is being represented. For example, digital assets such as media files, program files, digital records and
in-game digital assets are already protected by the current legal system. Furthermore, it will also be dependent on the terms and conditions and licensing
terms of the creator of these digital assets.

A third category of personal property is desirable for digital assets which are not currently protected by any of the existing laws, whilst at the same time, a
blanket provision covering all digital assets / data should be done with caution, so as not to interfere with existing laws such as IP / other laws.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

Common law provides the benefit of the law being iteratively and flexibly developed whilst keeping pace with the rapid development of digital assets. 
Alongside the direction provided by the common law, bringing together stakeholders from academia, industry and practice will also provide a platform
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for providing guidance in this area - an approach already adopted by the Law Commission. 
 
In the short-term, this approach will benefit the UK in moving forward, whilst providing clarity for those engaging with digital assets. 
 
In the mid-long term, statutory intervention will be needed and will become necessary as different aspects of the law will be challenged by this new
technology. Targeted statutory intervention, as needed, is therefore recommended in looking ahead to the future.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

The Digital Assets Consultation Paper, describes 'media files' in the following manner:

"(1) some form of informational content; and
(2) some space on a physical storage medium that is used to record that informational content. The physical storage medium could be a hard drive, or a
more portable device such as a Universal Serial Bus (“USB”) flash drive".

It has to be considered, as the Consultation Paper points out, whether media files represent 'informational content' or data per se - i.e., "a set of logical
instructions...to reflect the file’s content in binary code”.

If it is the former, current intellectual property (IP) laws for example, will apply to the literary, images, audio or video content embedded within the media
files. Also, information law in England and Wales is well developed and as recognised in Chapter 3 of the Consultation Paper, it is possible for information
to be structured and form an electronic database which is protected by database rights and copyright law (para 3.7).

Therefore, apart from interference with another branch of law, it could lead to over-regulation. Therefore, I am in agreement that media files should not
form part of digital assets which are being proposed for a third type of personal property.

Yes

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::
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Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

As set out in response to Question 1, a number of English cases have already answered this question in the affirmative thereby recognising crypto tokens 
including NFTs, as a type of personal property. For example, in the case of AA v Persons Unknown & Ors [2019] EWHC 3556 (Comm), Mr. Justice Bryan 
referring to the UK Jurisdiction Taskforce analysis of cryptoassets as property (Nov 2019), stated as follows: 
 
"it is fallacious to proceed on the basis that the English law of property recognises no forms of property other than choses in possession and choses in 
action … I am satisfied for the purposes of granting an interim injunction in the form of an interim proprietary injunction that crypto currencies are a form 
of property capable of being the subject of a proprietary injunction”. 
 
This reasoning has since been followed in cases such as DPP v Briedis and Reskajs [2021] EWHC 3155 (Admin) and Danisz v Persons Unknown [2022] 
EWHC 280 (QB). 
 
Also, earlier in 2022, Non-Fungible Tokens (NFTs) were explicitly recognised as a type of personal property. In Osbourne v Persons Unknown & Anor 
[2022] EWHC 1021 (Comm), Judge Mark Pelling QC granted an injunction and the Court issued an order to the NFT marketplace, OpenSea, requesting that 
they provide the identification details and information of those who had stolen the claimant's NFTs, and further requested that the NFTs be frozen. 
 
In delivering his judgment, Pelling QC went on to say: 
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"There is clearly going to be an issue at some stage as to whether non fungible tokens constitute property for the purposes of the law of England and
Wales, but, I am satisfied on the basis of the submissions made on behalf of the claimant that there is at least a realistically arguable case that such
tokens are to be treated as property as a matter of English law…” . 
 
Therefore, as detailed in the Digital Assets Consultation Paper (chapter 10) and from the judgments of the Courts of England and Wales, there is evidence
which supports the proposal for recognising crypto tokens as digital objects which satisfy the criteria for recognising a third type of personal property. 
 
For these reasons, I am in agreement with recognising digital assets as a third type of personal property - different to choses in possession and choses in
action - and where the recognition of the third type of property does not interfere with existing laws which exist to protect other types of digital objects
such as media files, program files, in-game assets etc. which are already protected under existing laws.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::
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Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)
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Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Yes, there are specific legal issues relating to NFTs that requires different treatment from other crypto-tokens and which are currently under-explored. 
Much work has been carried out by the Government (and its associated bodies) in relation to the UK’s regulatory approach to crypto-tokens, particularly 
in recognising stablecoins as a regulated means of payment. However, there has been less regulatory and particularly, less focus on the Intellectual 
Property (IP) implications relating to NFTs. 
 
These issues are outlined below and some of these issues are discussed in the articles set out below. 
 
D. Mendis, When you buy an NFT, you don’t completely own it – here’s why (August 2021) The Conversation at 
https://theconversation.com/when-you-buy-an-nft-you-dont-completely-own-it-heres-why-166445 
 
D. Mendis, Copyright and NFTs: New Wine in Old Bottles? (2021) World Intellectual Property Review at 
https://www.worldipreview.com/article/copyright-and-nfts-new-wine-in-old-bottles 
 
- There is currently a lack of legal understanding, surrounding intellectual property rights when an NFT is purchased. It has created a surge of litigation in 
the US. There is the opportunity to take small actions to prevent this happening in the UK by raising awareness in relation to the ownership of NFTs from 
the perspective of IP law, so that buyers and sellers understand that they do not have the right to reproduce, adapt NFTs and the underlying work in 
accordance with copyright law, unless stipulated in the terms and conditions. This lack of understanding has led to a stream of cases in the USA and 
unless steps are taken in the UK, the litigation will soon move here also. 
 
- Raising awareness amongst consumers is a difficult task. However, in this instance there is a simple solution. The awareness could be raised by 
implementing a mandatory acknowledgement tick box at the point of tokenising / minting the work on the blockchain and during the sale of the NFT, 
clearly requesting sellers to take responsibility for selling authentic and original works (not those that are pirated or counterfeited) and stipulating that 
purchasers’ do not have the right to reproduce the underlying work etc. 
This pro-active approach which focuses on informed awareness is currently seen when carrying out transactions via online banking or visiting a website 
containing cookies. It makes both the seller and purchaser pause before confirming the financial transaction. 
 
- Furthermore, by separating the tick box and statement out into its own step within the sale and purchasing process, without other items on the 
webpage to distract, it brings the information directly to the consumer’s attention. Whereas simply having a section on ‘Intellectual Property’ under the 
lengthy Terms of Use, is insufficient (as many consumers do not read the Terms). This tick box is a proactive action which sellers and purchasers make at 
the point of sale and purchase, and it is a cheap and easy policy solution which may prevent litigation. 
 
- Artist’s Resale Rights 2006, which currently exists under the copyright framework, grants artists and their heirs the right to receive a fee on the resale of 
their artwork and can be used in the sale of crypto art and NFT art as the blockchain provides a straightforward mechanism for artists to authenticate 
their work by providing the buyers with a certificate of authenticity. It can reduce the administrative burden on collective management organisations 
(CMOs) such as Design and Artists Copyright Society (DACS). Therefore, the Law Commission may wish to recommend that CMOs such as DACS take 
forward the initiative to incorporate blockchain technology into their day-to-day practice to allow for a more streamlined and effective way of dealing with 
crypto and NFT art. This will allow artists to be paid directly, rather than directing all transactions through a CMO. This will remove much of the 
administrative burden and costs which CMOs face. 
 
- The blockchain is a permanent record of every transaction but it cannot know whether the digital asset/underlying work is ‘original’ (i.e., that it has not 
been pirated or counterfeited). This means that someone can reproduce another person’s work and upload it to the blockchain, leaving a permanent 
record of the transaction. In such a situation, it is unclear whether Article 17 (Right to Erasure) of General Data Protection Regulation (GDPR) will apply to 
the blockchain. 
 
- The Right to Erasure (also known as Right to be Forgotten), introduces a right for individuals to have their personal data erased where it has been 
processed unlawfully. A request for it to be actioned, can be done verbally or in writing. Although “there is a general belief that that blockchain technology 
uses anonymous data … that is not really the case” and this legal uncertainty can be "a reason not to use the blockchain” even though the technology 
presents many benefits. At the same time, in a handful of cases, including in the case of Google Spain the Court demonstrated that data can be ‘forgotten’ 
or ‘unlinked’ even it cannot be completely erased. As such, this judgment moved away from ‘erasure’ towards ‘forgetting’ demonstrating how data can be 
unlinked from the original source. 
 
- Even if ‘forgetting’ were possible through a Court order, it may not be practical. It is counterintuitive to the immutability of the blockchain and could be 
very costly. Furthermore, in the case of public blockchains open for anyone to join, it is almost impossible to identify a ‘central data controller’ responsible 
for compliance due to its decentralised nature, which leaves it unclear as to who should deal with the unlinking of the data. This leaves Article 17 and its 
applicability to blockchain technology unresolved in many aspects and the legal application is of concern. 
 
- This provides an opportunity for the Law Commission of England & Wales (or the UK Intellectual Property Office) to address this grey area and 
recommend a way forward to prevent litigation and legal loopholes. 
 
- According to recent case law (Case C-128/11 UsedSoft GmbH v Oracle International Corp [2012] ECDR 19), it is clear that the first sale of a computer 
program will ‘exhaust’ the distribution right. This is less clear in the case of e-books (Case C-263/18 Tom Kabinet Internet BV [2019] ECLI:EU:C:2019:1111) 
and other digital assets - which in effect has an impact on NFTs. This is because a 'copy' of an NFT cannot be both kept by an individual and sold at the 
same time. Each NFT is identified by its own unique TokenID and therefore it is almost impossible for two people to 'own' the same NFT - which is 
different to other digital assets such as music/film/game files. Therefore, it is recommended that the ‘exhaustion doctrine’ be reviewed under the
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copyright framework to ensure that there is clarity in the sale of digital assets in the metaverse. Following Brexit, the UK’s exhaustion doctrine is already
under review; meaning this is the perfect opportunity to incorporate and consider NFTs as part of the existing review. 
 
- Marketplaces which facilitate the buying and selling of NFTs should strengthen their terms and conditions because they are currently not robust and do
not provide enough protection for consumers. This, alongside a lack of awareness of their rights, causes many users to fall victim to fraud theft, piracy
and counterfeiting. Furthermore, the EU’s DSM Directive which came into force in 2019 (although not adopted by the UK) does not place liability on
marketplaces according to Article 17. 
 
- Irrespective of whether UK adopts Article 17 or not, following Brexit, it is imperative that consumers using these marketplaces are better protected. In
conjunction with how these marketplaces can raise awareness about IP ownership as outlined above, an acknowledgement tick-box can be adopted,
which will lead consumers to make a proactive and informed decision, at the point of sale. This can be accomplished by reading a few important
statements (summarised from the marketplaces terms and conditions) to acknowledge consumers understand about ownership of NFTs (based on IP
law), data protection, piracy and counterfeiting and risk of being scammed, before progressing to make the purchase.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?
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Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the 
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
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factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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About you

What is your name?

Name:
Catherine Phillips

What is the name of your organisation?

Organisation:
Gowling WLG

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered
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Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::
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Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

As markets are developing quickly, it seems sensible to utilise the flexibility inherent in common law.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::
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Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered
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Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Agreed, although this may not be the preferred arrangement from the perspective of the collateral provider which will be exposed to the insolvency risk
of the collateral taker.

The consultation document mentions (at para 18.15) the possibility of releasing unsecured surplus exposure generated by an increase in value of the
collateral assets. One would expect that each case would very much need to be taken on its own merits given the known volatility in value of this type of
asset.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Agreed, although there are questions about how to manage some of the issues that arise from the nature of the system. For example: 
1. jurisdictional issues in taking and enforcing security, given the often international nature of these systems and the potential interplay with insolvency 
regimes. It would be useful if guidance could be given on how one can establish (i) whether a system is subject to English law; and (ii) the location of the 
asset (where the crypto-token is not linked to an external asset) as this could impact recognition of certain types of security, enforcement mechanics and 
trust arrangements; 
2. whether collateral takers will need to do due diligence on each system to ensure that any protocols do not conflict with English insolvency law; 
3. how to structure security taken in respect of a crypto-token that is linked to an external asset. In the majority of cases it seems likely that the 
crypto-token will be a record of ownership rather than conferring additional rights to the external asset, but, as discussed in paras 14.43-14.43of the 
consultation document, it would be possible to develop systems which evidence ownership. 
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The floating charge concept seems to lend itself to crypto-tokens that are subject to holding arrangements. But that will be subject to the associated
priority and enforcement processes unless crypto-tokens can be brought within the remit of the FCAR or newly developed legislation providing for the
remedy of appropriation.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

Agreed in the case of native assets.

Please share your views below::

The position is more complex in the case of crypto-tokens associated with an external tangible asset which is capable of being possessed.

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

There are features of crypto-tokens that lend themselves to the same treatment as financial collateral and there are advantages to collateral takers in
adopting this approach (e.g. in benefitting from the remedy of appropriation). However, not all crypto-tokens fit within the current definition of financial
arrangements and there are issues with the application of the concepts of possession and control to crypto-token assets.

There seems to be a risk of compounding the known issues with the FCAR regime by trying to adapt the regulations to suit a product that they were not
intended to cover. This is particularly the case given the expanding range of crypto-token systems and their capacity to be linked to off-chain assets.

It would seem to be preferable for crypto-assets as a class to be subject to the same type of collateral arrangements and for those arrangements to be
distinguished from the financial collateral arrangements where there is currently overlap, so that there is no confusion as to which regime should apply.

In the mainstream lending space, security is commonly taken over all of a corporate entities' assets by means of a debenture which, from a public interest
perspective, has the advantage of being on the public record at Companies House. Documentation acknowledges that the right of appropriation exists to
the extent that the secured assets constitute 'Financial Collateral' and they fall within the main enforcement provisions to the extent that they are not. If a
comparable (but appropriately bespoke) legislative solution could be found for crypto-tokens this could be integrated within mainstream documentation
in a similar way.

Alternatively, if the collateral arrangements agreed between parties are not of a type to be registered at Companies House, could systems be developed
that have the capacity to 'tag' a charged crypto-token and so demonstrate that it is subject to security? Without some record of the security interest,
either embedded within the system or on the public record, a non-tangible asset of this type could have a higher risk of misappropriation.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

In an ideal world, yes. It seems likely that participants in systems utilising self-executing smart contracts will expect to be able to immediately realise an
asset without reference to other insolvency processes (e.g. a moratorium) and that a new framework could achieve this goal without the uncertainty of
the FCAR. It could give clarity to the market and provide scope for experts to consider how best to lay the foundations for a dynamic development of rules
in order that regulation can keep pace with the development of the markets, but with control over legal developments remaining with Parliament or the
judiciary. But it will take time.

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Response to the Law Commission of England and Wales Consultation on Digital Assets 

(November 2022)  

 

This response is provided by a working group of the Centre for Commercial Law at the 

University of Aberdeen. The working group consists of Dr Alisdair MacPherson, Dr Burcu 

Yüksel Ripley, Professor Donna McKenzie Skene, Mr Gabriel Uchechi Emeasoba and Mr 

Mahmoud Ashami.  

 

General Comments 

 

We welcome this consultation and appreciate the opportunity to provide our comments. We 

have a particular interest in this area of law and have been involved in previous consultations 

regarding related matters. Along with other members of the Centre for Commercial Law, we 

responded to the UK Government’s Consultation and Call for Evidence on the UK’s 

Regulatory Approach to Cryptoassets and Stablecoins (March 2021), the Law Commission of 

England and Wales (LCEW)’s Call for Evidence on Digital Assets (July 2021), the LCEW’s 

Consultation on Digital Assets: Electronic Trade Documents (July 2021) and the Scottish 

Government Consultation on Digital Assets in Scots Private Law (June 2022). Our responses 

are available at the following link: https://www.abdn.ac.uk/law/research/centre-for-

commercial-law/public-policy-stakeholder-engagement-1109.php. In addition, Dr 

MacPherson and Dr Yüksel Ripley of this working group are two of the Special Rapporteurs 

for the United Kingdom (UK) and co-authors of the UK Report for the International Academy 

of Comparative Law’s General Report on Cryptocurrencies (Asunción 2022 General Congress, 

Topic IX.C), which gives attention to the law of England and Wales, the law of Scotland and 

private international law/conflict of laws issues, where appropriate. They are also the co-

authors of ‘Digital Assets Law Reform in England and Wales and Prospects for 

Scotland’, Aberdeen Law School Blog, 2022, available at 

https://www.abdn.ac.uk/law/blog/digital-assets-law-reform-in-england-and-wales-and-

prospects-for-scotland/.  

 

As we noted in our response to the LCEW’s Call for Evidence on Digital Assets, we agree that 

there is a need for law reform in the UK in this area to provide legal certainty and predictability 

regarding the legal status of digital assets and to facilitate innovation by appropriate legal 

frameworks in the UK, which is a leading country in the global financial sector and aspires to 

be amongst the most innovative economies. As a testament to this aspiration, the LCEW’s law 

reform projects concerning digital assets are very timely and important. In this respect, we 

emphasise the importance of law reform across the three jurisdictions of the UK to ensure a 

significant level of alignment among them, given the commercial nature of the topic and the 

likely cross-border elements that may exist, and to avoid additional intra-UK conflict of laws 

complications that may otherwise be created. As Dr MacPherson and Dr Yüksel Ripley noted 

in their response to the Scottish Government Consultation on Digital Assets in Scots Private 

Law and their blog post (both cited above), engagement and close cooperation between the 

LCEW, Scottish Law Commission (fed by expert input provided by the Scottish Government’s 

Expert Reference Group on Digital Assets and, in relation to the LCEW’s new project on 

Digital assets: which law, which court?, by the Law Society of Scotland’s International Private 

Law Reference Group) would be helpful to ensure that alignment and to identify the best way 

forward for the UK. Such an alignment would also be useful for the UK-wide regulation of 

digital assets and, in particular, we note the area of tax which would benefit from this alignment 

among the three jurisdictions of the UK on private/property law related aspects. We do, 
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however, think that the background English law and Scots law within which digital assets are 

to function must still be respected and accommodated. 

 

In relation to this consultation paper, we think that this is an impressive and thorough piece of 

work with some ground-breaking law reform proposals. This is a very useful source for the 

judiciary, academia, legal practice and industry in England and Wales, in other jurisdictions of 

the UK, and abroad, regarding property in English law and also with respect to digital assets 

and related novel concepts. The consultation paper brings a lot of useful and up-to-date 

information together with appropriate care and attention. We think that it will remain a highly 

valuable reference point in the area.  

 

We will provide our specific comments in relation to the LCEW’s proposals and other matters 

below for each consultation question, but we initially would like to raise the following points 

for consideration in relation to the consultation paper’s approach.  

- We, in general, are of the view that, in the categorisation of property, a flexible 

approach would be preferable to accommodate a number of different types of property. 

As we will elaborate on in our response to question 1 below, it would be a very 

restrictive approach to limit this law reform to creation of a category for only digital 

assets. To assist with the analysis, it might be useful to mention the comparable Scots 

law position (for further information, please see Dr MacPherson and Dr Yüksel 

Ripley’s response to the Scottish Government Expert Reference Group’s Consultation 

and their blog post, both cited above). As digital assets are not land or a right in relation 

to land, they are moveable property (rather than heritable property) in Scots law. 

Although certain aspects of digital assets may resemble corporeal moveable property, 

tangibility/intangibility (almost always) determines whether property is to be corporeal 

or incorporeal respectively and intangible property can be equated to incorporeal 

property in Scots law. Digital assets can therefore be identified under the category of 

incorporeal moveable property which is a relatively flexible category in Scots law and 

already accommodates a number of different types of intangibles, beyond simply claim 

rights. These other types of incorporeal moveables include shares and intellectual 

property that are transferred using registration or assignation alone (depending on the 

particular asset) instead of by assignation with intimation (as is the case for claim 

rights). An expansive category of intangible personal property, with some 

differentiation across sub-categories would also be useful for English law, including for 

digital assets, but we appreciate that it may not be justified on the basis of the law as it 

currently stands. 

- The consultation paper considers different types of digital assets and provisionally 

concludes that currently only crypto-tokens satisfy the three criteria set out in the 

consultation paper for a thing to be recognised as falling within the proposed third 

category of personal property. Following this, the remaining parts of the consultation 

paper are mainly concerned with crypto-tokens and make proposals specifically for 

them. Given that the LCEW considers that some types of digital assets, which currently 

do not satisfy the three criteria, may satisfy them in the future if they are designed 

differently, we wonder whether these proposals made for crypto-tokens would also be 

applicable to those other types of digital types in the future. If the answer is yes, we 

further wonder if this has been taken into account in formulating the proposals.  

- Under the umbrella of digital assets, crypto-tokens are examined in the consultation 

paper as a category of digital assets. However there seems to be minimal particular or 

separate consideration of different types of crypto-tokens in the consultation paper. We 

therefore wonder whether the LCEW considers that all types of crypto-tokens should 
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be treated in the same way. We particularly raise this question in relation to Central 

Bank Digital Currencies which are generally perceived differently from, for example, 

Bitcoin-like crypto-tokens.  

- Regarding crypto-assets, it has been argued that: “[T]he special feature of crypto assets 

is their unique use in a system which, from a purely factual perspective, assigns 

particular electronic values to a particular person or a particular group of persons and 

thereby enables the possession-like1 attribution of digits to a particular person or 

group. Although the consequences of the control of particular electronic values are 

extremely diverse, the fact that a certain value is assigned to a particular person or 

group constitutes a general feature. It is, therefore, convincing to consider crypto assets 

as digital data or electronic values which can be attributed to a particular person or 

group” (see B Yüksel Ripley and F Heindler, “The Law Applicable to Crypto Assets: 

What Policy Choices Are Ahead of Us?” in A Bonomi, M Lehmann, S Lalani (eds) 

Blockchain and Private International Law (Brill, forthcoming)). Our understanding is 

that ‘attributability’ is not proposed as a criterion in the consultation paper for a thing 

to fall within the proposed third category of personal property, but instead an element 

of the concept of control in para 11.112 identifying a given person as the person in 

control of a data object at a particular moment. Given that the concept of control is not 

among the three criteria set out in the consultation paper for a thing to be recognised as 

falling within the proposed third category of personal property and, instead, the concept 

of rivalrousness is identified as crucial, we therefore raise the question whether 

‘attributability’ should also be among the proposed criteria so that a thing is to be linked 

to a person in order to attract property rights.  

- In addition to the points above and below about data objects, we find Professor David 

Fox’s suggestion that a digital asset may be conceptualised as a specific transactional 

power over unique data entries on a blockchain ledger system (or as an exclusive power 

to make valid transactions on such a system) to be an interesting and persuasive 

argument at least for some types of digital assets. 

 

 

Consultation Question 1.  

We provisionally propose that the law of England and Wales should recognise a third 

category of personal property. Do you agree? 

As we noted in our response to the LCEW’s Call for Evidence on Digital Assets, because digital 

assets do not entirely and easily fit into the division of ‘things in possession’ and ‘things in 

action’, we in general support the idea of creating a category of personal property with a more 

specialised regime for digital assets, drawing on existing rules and concepts as appropriate but 

creating bespoke rules where necessary to recognise the specific characteristics of (different 

types of) digital assets. However, in relation to the LCEW’s proposed category and approach, 

we would like to raise some specific points and make suggestions for consideration.   

First of all, ideally overlaps between categories of property should be reduced for legal 

certainty and predictability in treatment of different types of personal property. Second, it is 

important that categorisation should be future-proof particularly to be able to accommodate 

new types of property in the future. Third, we think that unnecessarily rigid boundaries between 

 
1 See Article 11 of the UNCITRAL Model Law on Electronic Transferable Records and its Explanatory Note para 

13, 105-109. 

245



4 
 

categories could be problematic. If there is to be reform of English property law, it would be a 

very restrictive approach to limit the newly created category to only data objects. A more 

flexible categorisation of personal property might perhaps be preferable for English property 

law, as is the case in Scots property law (on the Scots law position, please see above). As such, 

there could be two main types or categories: 1) tangible property, which includes things in 

possession, and 2) intangible property, which includes things in action as well as digital assets 

among sub-categories. Arguably, further sub-categories already exist under intangible 

property, for example, intellectual property. This suggestion is, in some aspects, similar to the 

suggestions cited in para 4.35 of the consultation paper. One advantage of this approach would 

be that the rules already existent for intangible property could be applied to its sub-categories 

as appropriate. Otherwise, a totally distinct third category would also bring a need for new rules 

to be created from scratch. Fourth, we also wonder about the suitability of the term of this 

proposed category as ‘data objects’, which stands very differently in comparison to the current 

category terms of things in possession and things in action and does not fit well 

terminologically. We think that ‘virtual things’/ ‘virtual property’ or ‘digital things’/ ‘digital 

property’ might perhaps be a better fit and more meaningful for this new category/sub-category 

of property.  

 

Consultation Question 2.  

We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be composed of data represented in an electronic 

medium, including in the form of computer code, electronic, digital or analogue signals. 

Do you agree? 

This seems logical to us based on the LCEW’s proposal of creating a distinct third category of 

personal property for digital assets. However, if a different approach were to be adopted, in the 

way we elaborated on in our answer to the previous question, this criterion might benefit from 

some further consideration in terms of how it would fit in that new categorisation of personal 

property. 

 

Consultation Question 3.  

We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must exist independently of persons and independently of 

the legal system. Do you agree? 

We agree with the first part of the proposed criterion, ie the thing in question must exist 

‘independently of persons’. However, we find the second part of the proposed criterion, ie the 

thing in question must exist ‘independently of the legal system’ rather ambiguous in its 

meaning and potentially problematic.  

To some extent, property, regardless of its type, is dependent on the legal system in terms of 

its recognition in the eyes of the law and accordingly its enforceability under a given legal 

system. Otherwise, it would affirm the argument raised for crypto-tokens that code can replace 

law, which, as seen, is not the case. In addition, even if it is hypothetically accepted that a thing 

can exist independently of the legal system, we are not sure whether the proposed criterion 
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would cover all types of digital assets which should attract personal property rights. For 

example, do central bank digital currencies exist independently of the legal system? In our 

view, they do not as they are issued by an authorised institution of a given country, which is 

usually the central bank of the country, in accordance with that country’s law. If this criterion 

of existing independently of the legal system is applied to them, this would arguably mean they 

are not capable of attracting property rights as they would not satisfy the criterion. In addition, 

if there were to be a statute in the future in relation to aspects of digital assets or of specific 

types, such as crypto-tokens, we are also unsure how this criterion would function for, or be 

applied to, those assets falling within the scope of the statute. This criterion does not seem to 

us as a future-proof criterion.  

The intention in the second part of the proposed criterion might be perhaps referring to being 

existent as a matter of fact (as opposed to as a matter of law). Overall, we think that this criterion 

should be defined very clearly. As far as we understand, the main purpose of the second part 

of the proposed criterion is, in essence, to distinguish this new proposed type of property from 

things in action. This could be perhaps achieved through a different formulation under the 

proposed criterion, such as by simply stating that the thing in question must not fall into the 

category of things in action, or alternatively that the thing in question is not intangible property 

which consists of a claim or right enforceable against a particular obligor or another person, or 

alternatively, as per para 10.64 of the consultation paper, the thing in question “do[es] not 

consist of rights (legal positions between persons vis-à-vis each other and things)”.  

 

Consultation Question 4.  

We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be rivalrous. Do you agree? 

We see the rationale behind the proposal that the thing in question must be rivalrous and it 

seems to us to be an appropriate test to determine whether a thing is property.  

However, we would find further explanation helpful as to why the LCEW prefers the concept 

of rivalrousness over ‘controllability’ or ‘having the capability of being controlled exclusively’, 

given that control is a concept developed for this area and already being used in other legal 

initiatives in the area and that the LCEW considers in para 5.61 that the two approaches are 

very similar and likely to lead to functionally similar results in practice. In addition, some 

aspects of the test of rivalrousness seem to us to make the concept difficult to understand and 

apply, such as that the quality of rivalrousness is not absolute and rivalrousness exists on a 

spectrum as per para 5.74 of the consultation paper. If a new category of personal property 

were created with distinctive features, we wonder whether it might be more appropriate to use 

control which is a concept developed for this area rather than using an existing concept of 

property law.  

As we also noted above in our general comments, ‘attributability’ seems to be an element of 

the concept of control in para 11.112 of the consultation paper but not of rivalrousness. 

Therefore, there might be some advantages in using the concept of control in the absence of an 

additional criterion on attributability to ensure that a thing is to be linked to a person in order 

to attract property rights. 
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Consultation Question 5.  

We provisionally propose that a data object, in general, must be capable of being divested 

on transfer. Do you agree? Please give examples, if any, of when this will not be the case.  

Yes, we agree. We cannot think of any good example when this will not be the case. As a 

general point, we do not think that something needs to be transferable to be considered as 

property. However, if transfer is possible, then divestibility is necessary.   

We provisionally propose that divestibility should be regarded as an indicator, or general 

characteristic of data objects, rather than as a gateway criterion. Do you agree? 

Yes, we agree. 

 

Consultation Question 6.  

We provisionally propose that:  

(1) the law of England and Wales should explicitly recognise a distinct third category of 

personal property; and  

(2) a thing should be recognised as falling within our proposed third category of personal 

property if:  

(a) it is composed of data represented in an electronic medium, including in the form of 

computer code, electronic, digital or analogue signals;  

(b) it exists independently of persons and exists independently of the legal system; and  

(c) it is rivalrous.  

Do you consider that the most authentic and appropriate way of implementing these 

proposals would be through common law development or statutory reform?  

We think that legislation would be a more appropriate way to implement these proposals to 

provide legal certainty and predictability regarding the status of digital assets in English law 

for a number of reasons. First, an explicit recognition of new category of personal property 

with distinct features is a fundamental change and therefore legislation would be a more 

effective way of doing this. Second, from a conflict of laws perspective, there may be cases 

where English law is the applicable law before a foreign court with international jurisdiction 

and having legislation would be helpful in determining those cases by foreign courts. Third, 

legislation in this area would also send a positive signal at global level that English law supports 

and facilitates innovation in the digital space. Fourth, English law could be influential for other 

jurisdictions and English legislation could serve as a model for them in developing their laws 

on digital assets. 

Regarding the common law development route, we think that it may take a considerable period 

of time to implement the proposals through that route, as there would need to be a sufficient 

number of cases to provide clarity regarding various aspects of digital assets from the courts of 

England and Wales. Judges are limited to the facts before them and also many disputes are 
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settled or resolved out of court. The common law may not necessarily develop in the same 

direction based on only guidance, as guidance, although it is useful particularly on technical 

matters, is not binding. Also, over time, judges change which may result in a change of 

approach or attitude in courts. There might be conflicting judgments from different courts on 

aspects of digital assets and it would take time for these issues to reach the UK Supreme Court 

to get a unifying view on these aspects.    

We, therefore, support statutory reform with a minimalistic approach bringing together some 

future-proof fundamental principles in a very clear way and leaving further development to 

courts. Legislation could specify that this is a new type of property and provide some rules on 

transfer and enforcement. Dr MacPherson and Dr Yüksel Ripley suggested a similar approach 

for Scots law that Scotland can take a relatively light-touch approach to legislation on digital 

assets by giving some general provisions for clarity (in particular specifying that digital assets 

are, in principle, property for the purposes of Scots law and they are a special type of 

incorporeal moveable property, and also specifying how digital assets are transferred) and 

leaving further details and application in various contexts to the courts (for further details, 

please see their response to the Scottish Government Expert Reference Group’s Consultation 

and their blog post, both cited above).   

 

 Consultation Question 7.  

We provisionally conclude that media files do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property. Do you agree?  

Yes, we agree. 

Regardless of your answer to the above question, do you think that media files should 

be capable of attracting personal property rights?  

In principle, we do not think that media files should be capable of attracting personal property 

rights based on the analysis in the consultation paper. However, there might be particular 

circumstances in individual cases which could lead to a different result, whereby they satisfy 

the criteria and therefore attract personal property rights.   

 

Consultation Question 8.  

We provisionally conclude that program files do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

Yes, we agree. 

Regardless of your answer to the above question, do you think that program files should 

be capable of attracting personal property rights?  

In principle, we do not think that program files should be capable of attracting personal property 

rights based on the analysis in the consultation paper. However, there might be particular 
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circumstances in individual cases which could lead to a different result. whereby they satisfy 

the criteria and therefore attract personal property rights.   

 

Consultation Question 9. 

We provisionally conclude that digital records do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

Yes, we agree. 

Regardless of your answer to the above question, do you think that digital records should 

be capable of attracting personal property rights? 

In principle, we do not think that digital records should be capable of attracting personal 

property rights based on the analysis in the consultation paper. However, there might be 

particular circumstances in individual cases which could lead to a different result, whereby 

they satisfy the criteria and therefore attract personal property rights.   

 

Consultation Question 10.  

We provisionally conclude that email accounts do not satisfy our proposed criteria of data 

objects and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

Yes, we agree. 

Regardless of your answer to the above question, do you think that email accounts should 

be capable of attracting personal property rights? 

In principle, we do not think that email accounts should be capable of attracting personal 

property rights based on the analysis in the consultation paper. However, there might be 

particular circumstances in individual cases which might lead to a different result, whereby 

they satisfy the criteria and therefore attract personal property rights.  

We note the distinction between e-mail account and mailbox and understand from para 7.12 of 

the consultation paper that the LCEW does not consider the mailbox itself as an object of 

property rights on the ground that “[a]ccess to a mailbox is normally determined by a mailbox 

provider”. We wonder whether there might be unusual cases where this is not so and therefore 

the mailbox itself could be an object of property rights. 

  

Consultation Question 11.  

We provisionally conclude that in-game digital assets do not satisfy our proposed criteria 

of data objects and therefore that they fall outside of our proposed third category of 

personal property. Do you agree? 

Yes, we agree. 
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Regardless of your answer to the above question, do you think that in-game digital assets 

should be capable of attracting personal property rights?  

In principle, we do not think that in-game digital assets should be capable of attracting personal 

property rights based on the analysis in the consultation paper. However, there might be 

particular circumstances in individual cases which might lead to a different result, whereby 

they satisfy the criteria and therefore attract personal property rights.   

 

Consultation Question 12.  

We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria 

of data objects and therefore that they fall outside of our proposed third category of 

personal property. Do you agree? 

Yes, we agree. 

Regardless of your answer to the above question, do you think that (DNS) domain names 

should be capable of attracting personal property rights? 

In principle, we do not think that (DNS) domain names should be capable of attracting personal 

property rights based on the analysis in the consultation paper. However, there might be 

particular circumstances in individual cases which might lead to a different result, whereby 

they satisfy the criteria and therefore attract personal property rights.   

 

Consultation Question 13.  

We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed 

criteria of data objects and therefore that they fall outside of our proposed third category 

of personal property. Do you agree? 

Yes, we agree as they do not satisfy the criterion of ‘existence independent of the legal system’. 

We also note, however, that there might be particular circumstances in individual cases which 

might lead to a different result, whereby they satisfy the criteria and therefore attract personal 

property rights. 

In addition, we wonder whether they would always entirely satisfy the criterion of ‘data 

represented in an electronic medium’, noting that different arguments exist on the issue and 

they may be alternatively seen as a mere record of the thing in question as per para 9.15 of the 

consultation paper. 

    

Consultation Question 14.  

We provisionally conclude that most VCCs do not satisfy our proposed criteria of data 

objects and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

Yes, we agree as they do not satisfy the criterion of ‘rivalrousness’. 
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In addition, we wonder whether they would always entirely satisfy the criterion of ‘existence 

independent of the legal system’. There might be perhaps cases where it would be appropriate 

to presume contractual relationships among participants established by implication based on 

their participation to a given scheme.   

Regardless of your answer to the above question, do you think that VCCs should be 

capable of attracting personal property rights?  

In principle, we do not think that VCCs should be capable of attracting personal property rights 

based on the analysis in the consultation paper. We also see value in having the same treatment 

for statutory and voluntary schemes of the same thing. However, there might be particular 

circumstances in individual cases which might lead to a different result, whereby they satisfy 

the criteria and therefore attract personal property rights.   

We agree that they might be designed differently in the future in a way to satisfy the criterion 

of ‘rivalrousness’. However, as we noted above, there might be cases where they may not still 

satisfy the criterion of ‘existence independent of the legal system’ and therefore will not be 

capable of attracting personal property rights. 

 

Consultation Question 15.  

We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects 

and therefore that they fall within our proposed third category of personal property. Do 

you agree?  

Yes, we agree that crypto-tokens satisfy the proposed criteria of data objects and therefore that 

they fall within the proposed third category of personal property. We also note that there seems 

to be no separate analysis of the ledger in the consultation paper and think such analysis of the 

ledger in the final report might be useful.    

 

Consultation Question 16. 

We provisionally propose that the concept of control is more appropriate for data objects 

than the concept of possession. Do you agree? 

Yes, we agree that the concept of control is more appropriate for data objects than the concept 

of possession, partly due to the arguments set out in the consultation paper. Possession is a 

concept that carries a lot of ‘baggage’ and meaning that are unlikely to be appropriate or useful 

for data objects. It is, by its nature, of relevance specifically to tangible property. If a new 

category of personal property is being created, it is not necessary to import a concept such as 

possession which has implications that are more relevant or applicable to other categories of 

property. Law reform gives the opportunity to use a more appropriate concept for data objects 

such as control. If a legislative route is taken, a bolder approach can be adopted in this area and 

it may be easier to realise a distinctive and bespoke concept of control for data objects, whereas 

if the common law development route is taken, it may be more difficult to create or utilise a 

new concept and there may be a temptation to use the existing concept of possession, albeit 

with some adaptations. 
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Consultation Question 17. 

We provisionally propose that, broadly speaking, the person in control of a data object 

at a particular moment in time should be taken to be the person who is able sufficiently: 

(1) to exclude others from the data object; 

(2) to put the data object to the uses of which it is capable (including, if applicable, to 

effect a passing of, or transfer of, that control to another person, or a divestiture of 

control); and 

(3) to identify themselves as the person with the abilities specified in (1) to (2) above. 

Do you agree? 

The proposal appears reasonable to us based on the points made in the consultation paper. It 

may be queried whether ‘sufficiently’ is necessary as a qualifier here (and indeed it qualifies 

(1)-(3)), but we are persuaded on balance regarding the merits of its inclusion. There is, 

however, some uncertainty regarding the meaning of the term in the context of data objects. 

We note that there is case law in relation to its meaning for tangible objects, but it may be more 

difficult to determine a suitable and consistent meaning in relation to data objects. 

 

Consultation Question 18. 

We provisionally conclude that the concept of control as it applies to data objects should 

be developed through the common law, rather than being codified in statute. Do you 

agree? 

We are uncertain about this proposal. If the concept is being used in a different way compared 

to other contexts, then it may be considered sensible to include it in legislation for clarity and 

certainty. Any such inclusion in legislation could be relatively light touch, with merely a fairly 

broad statutory formulation. It would be a difficult and onerous task for judges to develop the 

concept by themselves, and even with some statutory provision, there is still scope for courts 

to develop the meaning in particular circumstances. In addition, there is a danger that if the 

matter is left to common law development alone, there is scope for the courts to adopt an 

alternative approach (they would not necessarily need to follow what the LCEW recommends 

as such recommendations are not binding on courts) and development would also depend on 

the ‘right’ cases coming before the courts. If cases involved peculiar circumstances, this could 

give a false impression of the law more broadly in this area. It may therefore be preferable to 

have a statutory provision as a base point from which the courts can develop the law further. 

 

Consultation Question 19. 

We provisionally conclude that it would be beneficial for a panel of industry, legal and 

technical experts to provide non-binding guidance on the complex and evolving issues 

relating to control and other issues involving data objects more broadly. Do you agree? 
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We consider this to be a good idea. We expect that there would likely develop a ‘two-way 

conversation’ between the judiciary (through court decisions) and the guidance, with judges 

taking (some) account of the guidance and using it to help with their judgments, while those 

judgments would in turn shape the guidance, and so on. However, we do not consider the 

guidance to override the potential desirability of legislation. If the guidance is non-binding, 

then the courts could simply decide to ignore it, albeit that in most cases they would likely 

welcome the assistance it would offer. If there were to be legislation, the guidance could be 

recognised as something that the courts should have regard to, along with possibly a list of 

other factors, even if they ultimately decided to depart from the guidance. A provision from 

another area of law, Reg 2 of the Cross-Border Insolvency Regulations 2006 (SI 2006/1030), 

could provide something of a template for referring to the guidance (and potentially other 

documents) in order ascertain the meaning of control. 

We consider that the establishment of the proposed panel would also be helpful for parties in 

other jurisdictions of the UK. In Northern Ireland and Scotland the guidance could be usefully 

referred to in interpreting the law. The guidance could also be influential in other jurisdictions 

as judges, lawyers and other interested parties may use it and make reference to it. The fact that 

Chief United States Bankruptcy Judge Martin Glenn has already supported references being 

made to the LCEW’s Consultation Paper on Digital Assets in a case, due to the lack of guidance 

in the US, provides a marker as to how courts in other jurisdictions may use the proposed non-

binding guidance in future – see 

https://cases.stretto.com/public/x191/11749/PLEADINGS/1174910172280000000017.pdf.  

 

Consultation Question 20. 

We provisionally conclude that a transfer operation that effects a state change within a 

crypto-token system will typically involve the replacing, modifying, destroying, 

cancelling, or eliminating of a pre-transfer crypto-token and the resulting and 

corresponding causal creation of a new, modified or causally-related crypto-token. Do 

you agree? 

This requires to be considered by technical experts. However, there perhaps needs to be further 

consideration of the extent to which what is suggested applies to different types of crypto-

tokens in the same way.  

We note the references to divergent views in response to the earlier call for evidence regarding 

factual transfers and we would be interested to find out more about alternative views that have 

been expressed. 

We provisionally conclude that this analysis applies in respect of UTXO based, Account 

based and token-standard based (both “fungible” and “non-fungible” crypto-token 

implementations). Do you agree? 

This question also requires input from non-legal technical experts, such as computing 

scientists. We are uncertain. Care should be taken to ensure that the analysis applies to all forms 

of token that are intended to be included.  
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Consultation Question 21. 

We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that 

effects a state change involves the creation of a new, causally related thing. Do you agree? 

Irrespective of whether or not technically the same thing has been transferred or a new thing is 

created, we consider that the outcome is and ought to be the same, and that the rules of 

derivative transfer should apply. It is sensible and more straightforward to perceive the legal 

transaction in this way. This already seems to be the approach adopted and, if it were not, then 

reform would be necessary to achieve it.  

 

Consultation Question 22. 

We provisionally propose that: 

(1) A special defence of good faith purchaser for value without notice (an innocent 

acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that 

effects a state change. Do you agree? 

In principle, yes, but see below. 

(2) An innocent acquisition rule should apply to both “fungible” and “nonfungible” 

technical implementations of crypto-tokens. Do you agree? 

Yes, if there is to be such a rule, it should apply uniformly for both types.  

(3) An innocent acquisition rule cannot and should not apply automatically to things that 

are linked to that crypto-token. Do you agree? 

Yes, we support this. The rules for crypto-tokens should not necessarily override the rules for 

linked items. We can see there is a potential conflict where e.g. the nemo dat principle applies 

to linked items but an innocent acquisition rule applies to the relevant crypto-token. We agree 

that an innocent acquisition rule cannot and should not automatically apply to the linked 

item(s). However, some further consideration is needed regarding when it should apply to 

linked items and when it should not apply. To do this, it would be helpful to work through 

example scenarios. 

More broadly, we generally agree that there should be protection for good faith purchasers for 

value without notice. It is essentially a policy decision as to whether protection is given to an 

innocent third-party acquirer or a victim of fraud to whom the asset belonged. We think the 

analogies with how money and certain negotiable instruments are dealt with are helpful and 

consider that the justifications for innocent acquisition for such property are also generally 

applicable to crypto-tokens. As noted in the consultation paper, if there is no innocent 

acquisition rule, this will impact negatively on the efficiency and costs of transactions and will 

also damage the market in crypto-tokens overall. However, some further attention may need to 

be given to whether the rule should apply to all types of crypto-asset.  

 

 

255



14 
 

Consultation Question 23. 

We provisionally propose that an innocent acquisition rule in respect of transfers of 

crypto-tokens by a transfer operation that effects a state change should be implemented 

by way of legislation, as opposed to common law development. Do you agree? 

Yes, we support this. It is unclear whether the current law protects an innocent acquirer for 

value. There is a distinct possibility that it does not have such a rule and the common law may 

not develop such a rule and may struggle to do so, particularly since the nemo plus principle 

applies broadly and as the default position in property law. While an innocent acquisition rule 

could be developed at common law through analogy with the position for money and negotiable 

instruments, this is not certain and would no doubt be contested, and would likely take some 

time to be fully fleshed out as cases are awaited. As such, implementation of such a rule by 

way of legislation would be preferable. 

 

Consultation Question 24. 

We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens and that it is possible to separate (superior) legal title from the recorded state of 

the distributed ledger or structured record and/or factual control over a crypto-token. 

Do you agree? 

Yes, we would support this, on the basis of the points made in the consultation paper. 

We provisionally conclude that, over time, the common law is capable of developing rules 

to assist with the legal analysis as to title and/or priority where disputes arise between 

multiple persons that have factual control of a cryptotoken, and that statutory reform 

would not be appropriate for this purpose. We consider that those rules will need to be 

specific to the technical means by which such factual circumstances can arise within 

crypto-token systems or with respect to crypto-tokens. Do you agree? 

We are more favourable to the common law dealing with such matters. The area is relatively 

undeveloped at the moment and there are a multitude of possible scenarios and issues that may 

arise, which would be difficult for legislation to capture and cover. As such, the common law 

is well placed to use the background law here to deal with disputes as they arise. An alternative 

approach would be to have a basic statutory provision stating a general rule and a non-

exhaustive list of factors to be taken into account in relation to title and/or priority. Even if such 

a list of factors was not included in legislation, a Report on Digital Assets by the LCEW could 

explain some of the factors that could be of relevance for a general provision in an 

accompanying draft Bill, and this might (in some circumstances) be used ultimately for 

interpretive purposes. 

 

Consultation Question 25. 

We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous 

to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, 

including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. 

Do you agree? 
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We agree. Crypto-tokens are neither goods nor analogous to goods, as defined in the Sale of 

Goods Act 1979 and other related statutes. They do not fit within the definition of ‘goods’ in 

the legislation, as they are not personal chattels (or, in Scotland, corporeal moveables). They 

are not tangible, and other matters in relation to e.g. possession, remedies and transfer do not 

apply to them or do not apply to them in the same way as they apply to goods. We also provided 

further points regarding this matter in our response to the Call for Evidence on Digital Assets 

and in our response to the Scottish Government Consultation on Digital Assets in Scots Private 

Law, available at – https://www.abdn.ac.uk/law/research/centre-for-commercial-law/public-

policy-stakeholder-engagement-1109.php#panel1114. 

 

Consultation Question 26. 

We provisionally propose that the law should be clarified to confirm that a transfer 

operation that effects a state change is a necessary (but not sufficient) condition for a legal 

transfer of a crypto-token. We consider that this state change condition is more 

appropriate than the potentially wider condition of “a change of control”. Do you agree? 

Do you agree that such a clarification would be best achieved by common law 

development rather than statutory reform? 

We agree with the first part of the question. It is probably appropriate to have a transfer 

operation in the way specified. However, we are unsure how this can and will be done by 

common law development instead of statutory reform. We generally support the notion that an 

element of publicity is necessary for the creation or transfer of a property right, and that a 

transfer operation effecting a state change is more closely aligned with a legal transfer for 

crypto-tokens than a change of control. We think there would be various problems with the 

latter, including that it would support the application of property law effects on the basis of 

private activity, which is inappropriate where the rights acquired would have third party effect. 

In any event, we think a brief statutory provision confirming the position would be preferable 

to relying on the common law.  

Accordingly, we provisionally conclude that allowing title to a crypto-token to transfer at 

the time a contract of sale is formed, but where no corresponding state change has 

occurred, would be inappropriate. Do you agree? 

Yes, due to the points made above and in the consultation paper, property/title should not 

transfer by way of a simple contract alone.  

 

Consultation Question 27. 

Are there any other types of link between a crypto-token and a thing external to a crypto-

token system that you commonly encounter or use in practice? 

We cannot answer this question substantively as we are not involved in practice. 

We provisionally conclude that market participants should have the flexibility to develop 

their own legal mechanisms to establish a link between a crypto-token and something else 

— normally a thing external to the crypto-token system. As such, we provisionally 

conclude that no law reform is necessary or desirable further to clarify or specify the 
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method of constituting a link between a crypto-token and a linked thing or the legal effects 

of such a link at this time. Do you agree? 

We agree and do not have any objections to this. In future, it may be desirable to legislate as 

practices develop. Given that there are different types of links and different types of items to 

be linked, some issues might justify legislation. In addition, given that there is to be no 

automatic application of an innocent acquisition rule for linked items where this applies to 

crypto-tokens (as noted above), if it is intended that such a rule should automatically apply to 

certain linked items (perhaps unless specific conditions apply), then legislation would be 

required.  

 

Consultation Question 28. 

Do you consider that there are any specific legal issues relating to non-fungible tokens 

(“NFTs”) that would require different treatment from other crypto-tokens under the law 

of England and Wales? 

Nothing in particular occurs to us on this matter.  

 

Consultation Question 29. 

We provisionally conclude that it is appropriate to draw a distinction between direct 

custody services (that is, holding crypto-tokens on behalf of or for the account of other 

persons and having capacity to exercise or to coordinate or direct the exercise of factual 

control in terms of both its positive and negative aspects) and custodial or other 

technology-based services that do not involve a direct custody relationship. Do you agree? 

Yes, this seems sensible, on the basis of the reasons given in the consultation paper. 

 

Consultation Question 30. 

We provisionally conclude that, under the law of England and Wales, crypto-token 

custody arrangements could be characterised and structured as trusts, even where the 

underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of 

multiple users, and (ii) potentially even commingled with unallocated entitlements held 

for the benefit of the custodian itself. Do you agree? 

Yes, we are persuaded and agree, on the basis of what is written in the consultation paper. If it 

is determined that this is not already possible, then provision should be made to give effect to 

it. 

We provisionally conclude that the best way of understanding the interests of 

beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy in 

common. Do you agree? 

Yes, this seems appropriate, based on what is written in the consultation paper.  
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Do you consider that providers and users of crypto-token custody services would benefit 

from any statutory intervention or other law reform initiative clarifying the subject 

matter certainty requirements for creating a valid trust over commingled, unallocated 

holdings of crypto-tokens? If yes, please explain what clarifications you think would 

assist. 

For this matter, it may be preferable to leave it to the courts to develop the application of trust 

law and principles to cases as they arise. Otherwise, what may happen is that trust law is 

rewritten for crypto-tokens. It is preferable for crypto-tokens to fit into trust law, rather than 

for trust law to be re-shaped to accommodate crypto-tokens. 

 

Consultation Question 31. 

We provisionally conclude that a presumption of trust does not currently apply to crypto-

token custody facilities and should not be introduced as a new interpretive principle. Do 

you agree? 

Yes, we agree. 

 

Consultation Question 32. 

We provisionally propose that clarification of the scope and application of section 53(1)(c) 

LPA 1925 would be beneficial for custodians and would help facilitate the broader 

adoption of trust law in structuring custody facilities, in relation to cryptotokens 

specifically and/or to other asset classes and holding structures, including intermediated 

investment securities. Do you agree? 

Yes, we think that for this particular matter clarification would be desirable. 

If you think that clarification of the scope and application of section 53(1)(c) LPA 1925 

would be beneficial, what do you think would be the best way of achieving this? Please 

indicate which (if any) of the models suggested in the consultation paper would be 

appropriate, or otherwise outline any further alternatives that you think would be more 

practically effective and/or workable. 

Our preference would be for Option 2(a). We also note that this is the LCEW’s preferred option 

and agree with the reasons provided in the consultation paper.  

 

Consultation Question 33. 

We provisionally propose that legislation should provide for a general pro rata shortfall 

allocation rule in respect of commingled unallocated holdings of cryptotokens or crypto-

token entitlements in a custodian insolvency. Do you agree? 

We consider that some form of legislative intervention is required here. However, we are wary 

of introducing such a change in isolation, without considering the wider aspects of custodian 

insolvency. For example, it may be advisable for there to be a special regime for custodian 
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insolvency, but this will obviously require further exploration and consultation on whether the 

general law of insolvency should apply, perhaps subject to certain modifications, or whether  a 

more specific insolvency regime is necessary. We think that there should be wider consultation 

on the need for a special regime for custodian insolvency and this question should be 

considered as part of that wider discussion. 

 

Consultation Question 34. 

We provisionally conclude that extending bailment to crypto-tokens, or the creation of 

an analogous concept based on control, is not necessary at this time. Do you agree? 

We agree. Bailment itself is not applicable given the absence of possession for crypto-tokens. 

Based on the consultation paper, there does not seem to be an obvious need or demand for an 

analogous concept based on control at present. Trusts and contract already provide what is 

required. The position may, however, change in the future as commercial practice develops. 

If not, please provide specific examples of market structures or platforms that would 

benefit from being arranged as bailments, that could not be effectively structured using 

the trust and/or contract frameworks currently available. 

N/A 

 

Consultation Question 35. 

We provisionally conclude that crypto-tokens, as objects of personal property rights, can 

be the subject of title transfer collateral arrangements without the need for specific law 

reform to provide for this. Do you agree? 

We agree. Crypto-tokens can be the subject of title transfer collateral arrangements as a natural 

consequence of their recognition as an object of personal property rights. Specific law reform 

is not required here unless, for example, it was considered desirable to depart from the normally 

applicable rules.  

 

Consultation Question 36. 

We provisionally conclude that non-possessory securities can be satisfactorily granted in 

respect of crypto-tokens without the need for law reform. Do you agree? 

Yes, we agree. Again, it is a natural consequence of the recognition of crypto-tokens as property 

that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without 

the need for law reform. While we see benefit in review and reform of the English law of 

security rights more broadly, there is no good reason to contend that non-possessory securities 

cannot be granted over crypto-tokens. There are also economic and policy arguments in favour 

of the application of such securities to crypto-tokens. It seems straightforward enough, given 

their natures, that charges and mortgages can be granted in respect of crypto-tokens. In relation 

to charges, as well as being potential collateral under a fixed charge, a crypto-token could be 

covered by a floating charge and would be so if the security covered the entire property and 
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undertaking of the owner of the crypto-token or crypto-tokens were otherwise included in the 

charged property.  

 

Consultation Question 37. 

We provisionally conclude that it is not desirable to make provision for data objects to be 

the subject of possessory securities such as the pledge, or to develop analogous security 

arrangements based on a transfer of control. Do you agree? 

If not, please provide specific examples of market structures or platforms that would 

benefit from the availability of possessory security arrangements, that could not be 

effectively structured using the non-possessory security frameworks currently available. 

We agree. If possession is inapplicable to data objects, possessory securities are also 

inapplicable for such property. From the consultation paper, it also appears as if it is undesirable 

to develop analogous security based on a transfer of control. If such security interests were to 

be developed, transparency and publicity issues would potentially arise, particularly if they did 

not fall under the registration of charges regime for companies.  

 

Consultation Question 38. 

We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 

2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and 

comprehensively encompass crypto-token collateral arrangements. Do you agree? 

Yes, we agree. However, if the broader law here is to be reformed, there should be 

consideration as to whether and how crypto-token collateral arrangements could or should be 

integrated into a wider scheme. 

 

Consultation Question 39. 

We provisionally conclude that it would be beneficial to implement law reform to 

establish a legal framework that better facilitates the entering into, operation, rapid, 

priority enforcement and/or resolution of crypto-token collateral arrangements. Do you 

agree? 

If so, do you have a view on whether it would be more appropriate for any such law 

reform to aim to create: (i) a unified, comprehensive and undifferentiated regime for 

financial collateral arrangements involving both traditional types of financial collateral 

and crypto-tokens; or (ii) a bespoke regime for financial collateral arrangements in 

respect of crypto-tokens? 

Yes, we agree. While we can see some advantages under approach (ii), including that it would 

be easier to achieve, we prefer approach (i) overall. This is especially true if approach (i) were 

to be amended, so that it allows for small amounts of differentiation to accommodate any 

specific issues involving crypto-tokens. Given the issues with the existing law, wider reform is 
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preferable and would bring greater clarity to this area. It is more ambitious and will be more 

difficult to achieve than (ii) but ultimately worthwhile.  

 

Consultation Question 40. 

We provisionally conclude that an action to enforce an obligation to “pay” non-monetary 

units such as crypto-tokens would (and should) be characterised as a claim for 

unliquidated damages, unless and until crypto-tokens are generally considered to be 

money (or analogous thereto). Do you agree? 

Yes, we agree. This seems sensible to us. In relation to the position on insolvency as discussed 

at paras 19.23 and 19.24 of the consultation paper, while we accept that there could be a 

(significant) difference for the creditor depending on how their claim is characterised, we 

consider that it would be significantly easier and more appropriate to deal with such a claim as 

an unliquidated damages claim rather than a foreign currency claim, unless and until crypto-

tokens are generally considered to be money (or analogous thereto).  

 

Consultation Question 41. 

We provisionally conclude that tracing (rather than following) provides the correct 

analysis of the process that should be applied to locate and identify the claimant’s 

property after transfers of crypto-tokens by a transfer operation that effects a state 

change, and that the existing rules on tracing (at equity and common law) can be applied 

to crypto-tokens. Do you agree? 

We agree that tracing (rather than following) provides the correct analysis of the process that 

should be applied to locate and identify the claimant’s property after transfers of crypto-tokens 

by a transfer operation that effects a state change, and that the existing rules on tracing (at 

equity and common law) can be applied to crypto-tokens. 

Do you consider that the common law on tracing into a mixture requires further 

development or law reform (whether generally or specifically with respect to crypto-

tokens)? 

We have no particular comments here, except to say that we think this should be left to the 

common law. 

 

Consultation Question 42. 

We provisionally conclude that the following existing legal frameworks can be applied to 

data objects, without the need for statutory law reform (although the common law may 

need to develop on an iterative basis): 

(1) breach of contract;  

(2) vitiating factors; 

(3) following and tracing;  

262



21 
 

(4) equitable wrongs;  

(5) proprietary restitutionary claims at law; and  

(6) unjust enrichment.  

Do you agree? 

We agree in relation to all of these legal frameworks. Following the recognition of data objects 

as a type of personal property (and dealing with certain other matters mentioned above), we 

consider it should be left to the common law to fit such property into the rest of the law.  

 

Consultation Question 43. 

We provisionally conclude that, in relation to the tort of conversion, there are arguments 

in favour of extending conversion (or a conversion-type cause of action grounded in 

control rather than possession) to data objects. Do you agree?  

We can see the argument in favour of this but are not wholly certain. Perhaps further 

consideration should be given as to why conversion specifically should be extended to data 

objects and why other remedies (or potential remedies) are not sufficient.   

We provisionally conclude that the introduction of a special defence of (or analogous to) 

good faith purchaser for value without notice (at law) would limit the impact of the 

application of strict liability for conversion in the context of data objects. Do you agree? 

This seems logical, if conversion is to apply to data objects. It would be a justifiable exception 

to strict liability and would limit the impact of that form of liability for conversion in the context 

of data objects. 

 

Consultation Question 44. 

We provisionally conclude that existing principles in relation to injunctive relief can 

apply to data objects, without the need for law reform. Do you agree? 

Yes, we agree. We consider this to be important and that there is no reason why such principles 

should not apply to data objects, without the need for law reform. Such relief can be flexible 

and tailored to the relevant circumstances.  

 

Consultation Question 45. 

Are there any other causes of action or remedies you think may be highly or specifically 

relevant to data objects but which require law reform? 

We cannot think of any other causes of action or remedies relevant to data objects which require 

law reform. 
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Consultation Question 46. 

We provisionally conclude that the existing methods of enforcement of judgments (and 

ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree? 

We broadly agree with this. However, some further thought may need to be given as to which 

of the methods of enforcement of judgments are applicable and relevant to crypto-tokens and 

how the law in this area may need to be amended or developed to accommodate such property, 

including to deal with practical problems that are particularly pronounced for crypto-tokens 

(e.g. where there is an uncooperative or obstructive judgment debtor). In addition, there may 

be issues regarding enforcement where assets on distributed ledger are deemed to be located in 

another jurisdiction. Given there is no consensus position regarding where crypto-tokens are 

‘located’, this can give rise to enforcement problems locally.  

 

Consultation Question 47. 

We provisionally conclude that there is an arguable case for law reform to provide courts 

in England and Wales with the discretion to award a remedy (where traditionally 

denominated in money) denominated in certain crypto-tokens in appropriate cases. Do 

you agree?  

Yes, we can see arguments in favour of this, including those outlined in the consultation paper. 

We do though wonder whether this is a step in the direction of treating crypto-tokens as 

analogous to money in terms of their functions, and if this may have intended or unintended 

consequences, e.g. in terms of the ability to enforce such an award or make a relevant claim in 

insolvency. Yet perhaps these are things which should be taken into account in relation to the 

exercise of discretion (see below). In addition, we note that recognising crypto-tokens as 

analogous to money in terms of their functions does not necessarily mean that they are also 

analogous to legal tender. Legal tender has a narrower technical meaning than money. In the 

UK, what is classified as legal tender varies throughout its jurisdictions, and in England and 

Wales it is Royal Mint coins and Bank of England notes (see generally Bank of England, ‘What 

is legal tender?,’ https://www.bankofengland.co.uk/knowledgebank/what-is-legal-tender). Yet 

perhaps these are things which should be taken into account in relation to the exercise of 

discretion (see below).  

If so, what factors should be relevant to the exercise of this discretion? 

We can think of a handful of relevant factors for the exercise of discretion: the intention and/or 

agreement of the parties, commercial expectations; the difficulties a party may have with 

enforcement if the remedy is denominated in crypto-tokens, e.g. as a judgment debtor or in the 

other party’s insolvency. 

Another point to note is that the closer crypto-tokens are considered to approximate money in 

terms of their functions in England and Wales, the more likely it may be that courts will be 

willing to exercise their discretion. In addition, if some crypto-tokens are considered to be more 

akin to money than others, such as exchange tokens, this may also increase the likelihood of a 

court exercising its discretion for such tokens. 
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Response from Charles Kerrigan, Partner at CMS and Susan Draper, General Counsel at 

Global Growth Capital 
Dear DA Team 
Thank you for the excellent consultation paper, which we have discussed with you in 

person in various forums. 
We note that: 
- your paper has proved its worth to a large degree already by (a) becoming established 

as a comprehensive statement of the current law, (b) being used as a trusted reference 

work for issues raised by the relations of current law to digital assets, and (c) being used 

as a guide to the likely developments in English law. 
We have both worked on the IDAC response and will be named contributors in that 

submission. 
We note that responses from industry and law firms show a pattern with law firms being 

more prepared to accept incremental adoption of laws through the courts and industry 

being more inclined to press for earlier answers. On this split we are sympathetic to the 

industry view as being more facilitative of the overall purposes of the consultation. 
We are writing specifically to submit a short joint note to cover a few points of particular 

relevance to our day to day work on secured lending. 
We see many common points with work we have done over the years taking security 

over all types of intangible assets, that is IPR and intangible assets without statutory 

recognition. 
We note that many issues remain outstanding in relation to this topic and therefore to 

some extent they are inherited in the context of digital assets. 
Our points are therefore not new but we wanted to place them on record in this context: 
- the law of security is not straightforward in relation to concepts of 

possession, and things in action and control (including concepts of fixed and floating). 

These areas are not straightforward in relation to existing asset classes and the work on 

law reform in relation to security interests is also relevant to digital assets. 
- while cryptoassets are hard to fit into existing categories – neither obviously in 

possession or a thing in action – this can be done (for example, if possession is defined 

by control, then “control” for the purposes of fixed security would be expected to be a 

guide as things stand). Smart contract terms can establish control and give relevant 

rights of action. 
- in our market, enforcement scenario planning is more difficult for cryptoassets even 

than other intangible assets because of a combination of legal uncertainty and enhanced 

requirements from certain risk and legal departments in clients. This argues for a 

particular focus on certainty and speed of execution/perfection/enforcement for 

cryptoassets. This leads on to the sections on FCAR and the IDAC response. 
- in our personal view, an FCAR-type regime is logically and practically necessary for 

cryptoassets and is an urgent item. As noted above, issues such as control that are still 

uncertain in relation to other types of intangible asset, and should be addressed at the 

same time to have the most impact. 
As a broader final point, we believe that the paper suggests that English law can give 

effect to the work of smart contract developers. We support this wholeheartedly, since 

the new economies are being built by developers and not lawyers. We would like to see 

this point developed in further work perhaps merging the digital assets and the smart 

contracts (in particular the smart/smart legal distinction, which we think we be an 

increasing pressure point over time) projects. 
We support the fact that the paper takes account of the development of technical 

approaches, for example the “destruction and creation” analysis. We see risks in this, 

however. These are both (a) in moving away from the natural understanding of 

transactions involving cryptoassets (in our view even technical experts understand that 

they “transfer” cryptoassets, even if this is not strictly accurate; all technology operates 

in the real world by means of abstractions and we do not need cryptoassets to be 

treated differently or they will seem to be even more difficult than they need be for 

lawyers, other professionals, regulators and the industry to deal with) and (b) in 

suggesting that lawyers should masquerade as technical computer science experts 
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(lawyers must work harder to understand the detail of business model architecture and 

tokenomics etc but they will not generally be competent to make judgements on matters 

involving destruction and creation and the like) so that we will likely see unfortunate 

misunderstandings and unintended consequences. In practice, we are saying that we 

favour an approach that gives weight to the intention of the parties, while acknowledging 

that this may give rise to challenges in cases where natural language documents do not 

exist. It is often the case, however, that “payment” is good evidence of intention in 

these contexts. 
We note that the common law rules of private property have developed in effect to 

provide a toolkit for judges to have numerous ways to solve hard cases, including good 

faith purchaser rules. In our view the point of them is their flexibility and we would like 

to see this retained through the availability of such established rules in relation to 

cryptoassets. In practice, therefore we see a benefit in not giving prescriptive answers to 

direct questions but ensuring that traditional approaches are likely to remain of use in 

the future. 
Best regards 
Charlie and Susan 
M  

********************************************************* 

CMS can work for you from over 70 cities around the world: Aberdeen, Abu 

Dhabi, Algiers, Amsterdam, Antwerp, Barcelona, Beijing, Belgrade, Bergen, 

Berlin, Bogotá, Bratislava, Bristol, Brussels, Bucharest, Budapest, Casablanca, 

Cologne, Dubai, Duesseldorf, Edinburgh, Frankfurt, Funchal, Geneva, Glasgow, 

Hamburg, Hong Kong, Istanbul, Johannesburg, Kyiv, Leipzig, Lima, Lisbon, 

Liverpool, Ljubljana, London, Luanda, Luxembourg, Lyon, Madrid, Manchester, 

Mexico City, Milan, Mombasa, Monaco, Munich, Muscat, Nairobi, Oslo, Paris, 

Podgorica, Poznan, Prague, Reading, Rio de Janeiro, Rome, Santiago de Chile, 
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Outline of this response 

 

This response argues that the Law Commission’s proposal for the explicit recognition of a 

“third” category of personal property distinct from both things in possession and things in 

action is insufficiently justified, disproportionate and not articulated with sufficient clarity 

and precision. It is insufficiently justified because the Law Commission has not set out clear 

and comprehensive policy reasons as to why this intervention is necessary. It is 

disproportionate because it proposes what is fundamentally a radical change to the structure 

of personal property law in order to address issues arising from what is in fact a very small 

category of intangible, namely crypto-tokens. It is not articulated with sufficient clarity and 

precisions because the concepts which it employs in order to delineate the scope of this third 

category are artificial, circular and seem to have been designed to reach a very specific pre-

determined outcome. As such this response is directed to the following questions: 

 

• Question 1: We provisionally propose that the law of England and Wales should 

recognise a third category of personal property. Do you agree? 

• Question 2: We provisionally propose that, to fall within our proposed third category 

of personal property, the thing in question must be composed of data represented in an 

electronic medium, including in the form of computer code, electronic, digital or 

analogue signals. Do you agree? 

• Question 3: We provisionally propose that, to fall within our proposed third category 

of personal property, the thing in question must exist independently of persons and 

independently of the legal system. Do you agree? 

• Question 4: We provisionally propose that, to fall within our proposed third category 

of personal property, the thing in question must be rivalrous. Do you agree? 

 

Question 1: We provisionally propose that the law of England and Wales should 

recognise a third category of personal property. Do you agree? 

 

While we do not object in principle to the recognition of a third category of personal property 

in the law of England and Wales, we have serious concerns about the specific proposal put 

forward by the Law Commission. This is for a number of reasons. 

 

First, beyond observing that a number of other jurisdictions are beginning to treat crypto-

tokens as property, identifying some academic support for such an approach and making a 

few references to the Government’s stated ambition for England and Wales to become a hub 

for digital assets, the Law Commission has not articulated any clear policy grounds to justify 

 
* Lecturer, University of Bristol Law School. 
** Senior Lecturer, University of Bristol Law School. 
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why the proposed intervention is necessary. As the Law Commission itself recognises, a key 

advantage to property rights is that they are recognised against the world; once property 

rights are recognised in something, the effect is to remove that thing from the common 

societal pool of resources. Because of this, the decision to grant property rights to a new 

category of objects has wide-ranging effects, and must therefore be justified by reference to 

strong policy grounds. In [4.73] of the consultation paper, the Law Commission argues that 

the question of whether an object can attract property rights ought to be determined by 

reference to consistent principles, as opposed to value judgements as to whether that 

particular object should attract property rights. However, this is assertion is internally 

contradictory — indeed, the Law Commission itself seems to recognise this, as it also 

concedes in a footnote to this very same passage that, in arguing for a third category of 

personal property, it is in fact making an implicit value judgment that some digital assets 

ought to attract property rights. Principle ultimately flows from policy: it is simply not 

possible to articulate a reasoned and consistent set of principles unless one is clear on what 

the aims of these principles are and why they are necessary. The absence of clear policy 

grounds for recognising property rights in the intangibles under discussion — specifically 

crypto-tokens — is particularly stark given that there are strong reasons for not conferring 

such recognition, in particular the highly negative environmental impact of crypto 

transactions. 

 

Question 2: We provisionally propose that, to fall within our proposed third category of 

personal property, the thing in question must be composed of data represented in an 

electronic medium, including in the form of computer code, electronic, digital or 

analogue signals. Do you agree? 

 

We believe that there is no reason to limit the scope of any proposed third category of 

personal property by reference to its medium. This would be contrary to the Law 

Commission’s own stated aim of ensuring that the law is not bound to references to existing 

technology or technical implementations. Indeed, the consultation paper has identified 

numerous examples of intangibles that do not fit neatly into the traditional categories of 

things in possession and things in action, but are also not necessarily ‘composed of data 

represented in an electronic medium’, such as milk quotas, carbon emission allowances, 

export quotas and waste management licences. Some of these intangibles — and other types 

of similar intangibles — might well benefit from being classified within a third category of 

personal property, but an electronic medium requirement would render that impossible. In 

general, we believe that, to justify the introduction of a third category of personal property, 

the scope of its coverage should be broad enough to include future categories of assets that 

have hitherto not been thought of. In light of this, the requirement of an electronic medium 

seems unduly limiting.  

 

Question 3: We provisionally propose that, to fall within our proposed third category of 

personal property, the thing in question must exist independently of persons and 

independently of the legal system. Do you agree? 

 

The requirement that ‘the thing in question must exist independently of the legal system’ is 

inconsistently conceptualised and applied throughout the consultation paper. In particular, the 
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consultation paper often seems to conflate the ‘thing’ under discussion with the rights that 

attach to it. This is particularly evident where intellectual property is concerned. The 

consultation paper states that this requirement would prevent ‘statutorily created objects of 

property rights, such as intellectual property rights, from falling within our proposed third 

category’. Under an orthodox intellectual property analysis, however, the relevant ‘thing’ (or 

subject matter) would be the creative work (copyright), the invention (for patents) or the sign 

(for trade marks), all of which exist separately from the legal system and could be devised 

even in the absence of an intellectual property framework. It is not the ‘things’ themselves, 

but rather the exclusive rights which attach to each of these ‘things’ that depend on the legal 

system for their existence. This is not helped by the consultation paper’s (somewhat cavalier, 

to our mind) characterisation of these different forms of subject matter (works, inventions and 

signs) as ‘pure information’, and thus incapable of attracting property rights. This 

characterisation runs completely counter to the very fundamentals of intellectual property 

law’s internal logic. For example, it is trite law that copyright does not and cannot protect 

information as such, but only an author’s particular expression of the relevant information. 

To characterise the subject matter of intellectual property law as ‘pure information’ is 

confusing and unhelpful (given that, as the Law Commission itself acknowledges, the term 

‘information’ itself is highly ambiguous and ill-defined) and, when viewed through the lens 

of intellectual property analysis, incorrect. Even if we were to accept that it is the rights 

conferred by law, rather than rather than the subject matter to which they attach, as the ‘thing’ 

under discussion, this still leaves unaddressed the vital question of why this approach is not 

taken in relation to crypto-tokens themselves. Instead, where the latter are concerned, the 

consultation paper takes for granted that it is the crypto-tokens themselves that are the ‘thing’ 

under discussion, rather than any rights (which necessarily depend on the legal system for 

their existence) that might be attached to them. 

 

Question 4: We provisionally propose that, to fall within our proposed third category of 

personal property, the thing in question must be rivalrous. Do you agree? 

 

Similarly to the requirement that ‘the thing in question must exist independently of the legal 

system’, the requirement of rivalrousness is applied inconsistently throughout the 

consultation paper. In relation to crypto-tokens, they are defined as ‘a particular instantiation 

of a data structure within an operating crypto-token system’ and are said take on the 

characteristic of rivalrousness due to the functional properties arising from the rules of the 

system. It is not clear why the same approach is not taken in relation to media files, and in 

particular why media files are defined as consisting of pure ‘informational content’ (thus 

allowing the Law Commission to assert that they are non-rivalrous) rather than each media 

file being treated as a discrete instantiation of data. 

 

Concluding observations 

 

Given the way in which the definitional requirements for the proposed third category of 

personal property have been formulated and applied, it is difficult to shake the suspicion that, 

instead of developing a holistic, comprehensive, wide-ranging third category of personal 

property in order to address the gaps left by the traditional categories of things in possession 

and things in action, the Law Commission is primarily interested in conferring property rights 
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on one specific and limited category of intangibles, namely crypto-tokens. The definitional 

requirements exclude whole categories of intangibles whose property status is liminal (in 

particular those that are not represented in an electronic medium), and they have been applied 

in such a way as to exclude every other type of digital asset considered in the consultation 

paper, unless they are implemented in the same way as crypto-tokens. In some cases, as 

pointed out above, this has been done by applying the definitional requirements seemingly 

differently to other types of digital assets compared to crypto-tokens. If the aim of this 

exercise is to confer property rights on crypto-tokens, then the creation of a new category of 

personal property seems like an overly radical and wholly disproportionate response.  
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1. Introduction 
 

1.1 CILEX (The Chartered Institute of Legal Executives) is one of the three main professional 
bodies covering the legal profession in England and Wales. CILEX’s diverse membership is 
made up of CILEX Lawyers, paralegals and other legal professionals. Our members are 
judges, advocates, partners in law firms and specialist lawyers working across every 
aspect of the law. 

 
1.2 The evolution of technology has provided many legal professionals the ability to further 

expand and evolve the way in which they practice. Accelerants such as the recent COVID-
19 pandemic have seen quick adoptions of new legal tech for practitioners to continue 
providing and growing their market presence. Furthermore, practitioners have been 
expanding their reach by looking to offer services on a digital/remote basis to clients. 

 
1.3 However, with the evolution of legal-specific technology, as well as technology as a 

whole, further considerations must be made as to how those working within the legal 
sector can best advise, facilitate and support clients in the use of new technologies. 

 
1.4 The rapid rise of the use and ownership of digital assets is part of this new wave of 

technology, which is quickly being adopted into many individuals’ lives due to the ease of 
digital applications. 

 
1.5 Such assets are relatively young regarding their use, with ‘Bitcoin’ becoming accessible to 

the public in 2009. In 2022 the use of such assets has quickly spread into many areas of 
life, including the possible purchasing of physical objects through digital currencies. This 
gives rise to considerations as to how such assets should be treated in relation to multiple 
areas of the law. CILEX is therefore pleased to see the Law Commission place a focus on 
how to best classify such assets within the scope of the law. 

 
1.6 We have engaged with CILEX members regarding the consultation’s topics and questions 

and will utilise their evidence within our response along with any previous evidence we 
have submitted regarding the use of such technology. 

 
2. General Points 
2.1 CILEX agrees with the creation of a third category for personal property (3.1) and advises 

that such a category should be independent of both person and legal system to ensure 
fair and proportionate use (3.2) 

2.2 Statutory Law should be considered as the driving vehicle for implementation of such a 
category to help set initial legal outlines (3.4) 

2.3 CILEX members are in general agreement with most items the Law Commission does 
not consider as data objects against their criteria (4.3) 

2.4 Members agree that certain data objects could attract personal property rights, but no 
confirmed disclosure is provided as to which specific ones could attract such 
rights.(4.6) 

2.5  CILEX agrees with the Law Commission regarding the capabilities an individual should 
show in order indicate control of a data object (5.2) 

2.6 A professional panel should be established to create non-statutory guidance for this 
area as well as review the suitability of legal framework and reform (5.5) 

2.7 We advise against the use of crypto-tokens as a similar remedy to current monetary 
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denominations rewarded in court, due to fluctuations in value for such objects (6.7) 
 

3. A Third Category for Personal Property 
 

3.1 CILEX agrees with the creation of a third category for personal property to ensure that 
digital assets can be captured correctly within the scope of the law. Furthermore, we 
agree with the three principled requirements set out by the Law Commission for the 
placement of a data object within this area of property. 

 
3.1.1   Members felt that there is need and requirement to help protect such property 

and that the Law Commission’s suggestion formed a “good starting point”. Another 
member felt that such changes would help ensure digital assets are recognisable in the 
future. One member felt that crypto assets tended to be seen as a person’s asset but 
agreed that it is currently difficult to trace and value such objects. 

 
3.2 Members were mostly in favour of a new category being independent of persons and the 

legal system. CILEX appreciates from member feedback that there will be instances 
where certain types of digital assets will be more familiarly linked to that of a person. 
However, to ensure proportionate and fair use across all items within this third 
category, they should respectively be seen as separate to both personal and legal ties. 

 
3.3 Similarly, members were generally in favour of a data object being divested upon 

transfer. The divestible of a data object was seen as a required necessity more so 
than a general option, placing further emphasis on how such items should be viewed 
in terms of flexibility of the object.  

 
3.4 When considering how such a proposal should be implemented, CILEX is initially inclined 

to agree with the use of statutory law to provide the initial shaping and fundamental 
principals of digital assets. Whilst CILEX appreciates how common law can provide a 
more fluid and organic approach to such an area, which as one member stated will 
work “in accordance with the changing society”, we feel that there should be 
provisional statutory law underpinning such a proposal. Members were generally more 
in favour of statutory law being used to implement such a proposal; the overriding 
theme of clarity appeared within member feedback as a rationale for this viewpoint.1  

 
4. Data Objects 

 
4.1 CILEX was keen to understand if the proposed digital means seen by the Law 

Commission as not satisfying their requirements to be classified as data objects, and 
which therefore fall outside the third category of personal property, were viewed in 
the same way by our members.  

 
4.2  Appendix A illustrates CILEX members’ feedback regarding levels of agreement or 

disagreement with the data objects not seen as being suitably classified as data 
objects for the proposed third category of personal property. 

 
4.3 Media Files, In-Game Assets, Program Files, Digital Records and Carbon Emissions 

 
1 CILEX Member Quote: “This is such a complex area that clear law and regulation would help the subject matter crystallise” 

275



 

 
 

Page 5  

 

Allowances mostly attract member agreement or strong agreement with the Law 
Commissions conclusion of how they do not satisfy criteria to be considered data 
objects within the proposed third personal property category. 

 
4.4 Members are in general agreement that Email Accounts do not match the suitable 

criteria. However, there was a sizable amount, 43% of members, that neither agreed 
or disagreed with the Law Commission stating that Email Accounts are not a suitable 
digital asset for the third proposed personal property category. 

 
4.5   Virtual Credit Cards and Domain Names are more divisive with our members. Whilst 

around a third of members agree with the Law Commission regarding these data 
objects not being suitable to be classed within the proposed third category for 
personal property, an equal number of members disagree with the Law Commission’s 
proposal. CILEX understands how data objects closely linked to personal ownership 
are more likely to divide opinion regarding their placement within the proposed third 
category. As such CILEX agrees with the Law Commission’s thoughts around 
establishing an expert panel and guidance on the matter, which we explore further 
down in our response. 

 
4.6 Members agreed that within the presented data objects there was the possibility of 

them attracting personal property rights. There was some surprise that the data 
objects presented by the Law Commission were not already considered as personal 
property of a creator and thus having property rights attached to them. 

 

5. Concept and Control  
 

5.1   Members are divided as to where “concept of possession” or “concept of control” is the 
most suitable approach towards data objects. “Concept of Control” was seen by most 
as the preferred option, however, there was an amount of members unable to provide 
an answer regarding best option. CILEX sees merit in both with possession offering a 
more fluid ownership albeit complex in nature to quantify and prove. As such we agree 
with the majority of our members in that “Possession of Control” offers a greater 
structured definition as well as a factual relationship between the individual and the 
data object. “Possession of Control” offers a more defined ownership, which CILEX 
believes is important when considering the criteria put forward by the Law 
Commission for the assessment and ownership within the proposed third category for 
personal possessions.  

 
5.2 CILEX agrees with the Law Commission regarding the capabilities 2that should be 

displayed by someone that has control of a data object. CILEX acknowledges that 
such requirements including the third point of the designated individual proving their 
identity to the first two requirements helps to create a robust set of conditions. 

 
2 Law Commission Consultation on Digital Assets:  
11.91 Broadly speaking, we think that the person in control of a data object at a particular moment in time is the person who  is able 
sufficiently:  
 
(1) to exclude others from the data object;  
(2) to put the data object to the uses of which it is capable; 958 and  
(3) to identify themselves as the person with the abilities specified in (1) to (2) above. 
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However, CILEX would be interested in discovering how such capabilities will be 
tested and what appropriate guidance will be provided to ensure any testing is carried 
out correctly.  

 
5.3 Similarly, to both CILEX and our members thoughts regarding the implementation of a 

proposed third category in common or statutory reform (see point 3.4), we are also 
more inclined to agree with the concept of control of data objects being codified in 
statutes rather than common law. Similarly, to our point in 3.4, whilst common law 
provides a more fluid use of the law towards this evolving area, a principled set of 
wider legal guidance should be established to provide clarity. 

 
5.4 Within point 4.5 we recognise the difficulty of placing data objects in certain areas of 

ownership as well as how robust guidance is required to ensure that legal 
professionals and public are aware as to why certain data objects do or do not match 
criteria to fall within the proposed third personal property category. The Law 
Commission suggest the establishment of a professional panel to create a non-
binding guidance. CILEX agrees that such a panel and guidance should be established. 
Legal experts are held as the key individual to be invited to join such a panel by 
members. However, industry experts and technical experts were not met with such a 
unanimous agreement. Furthermore, members informed CILEX that beyond the 
suggested professionals no further categories of invitees should be required. 

 
5.5 CILEX agrees with the Law Commission on the creation of both the panel and non-

binding guidance regarding assessment and control of data objects. Furthermore, key 
representatives within a professional panel should consist of legal experts. 
Nonetheless, we further support the inclusion of industry experts as well as technical 
experts. Such individuals offer a further perspective, which could be overlooked or 
unknown to legal experts that could impact classification of data objects as well as 
general guidance that will help legal experts come to conclusions regarding the 
assessment of control. Additionally, CILEX advises the Law Commission that the 
inclusion of knowledgeable lay members may be beneficial. Such individuals will be 
the source of the data object in question and ensuring that guidance is accessible and 
understandable to this group as well, is important in helping to further increase public 
legal education and awareness. 

 

6. Legal Enforcement   
 

6.1 CILEX members are mostly in agreement that Common Law can establish effective rules 
regarding title and/or priority for disputes involving multiple persons with control of a 
crypto-token. CILEX similarly sees the possible advantage of utilising Common Law 
for a more specific focus of Digital Assets. We previously sided with the use of 
Statutory Law as an effective mechanism to create an entry baseline of law, covering 
and supporting wider legal implementation of data objects and the establishment of a 
third category for personal property. However, in this scenario the use of Common 
Law will allow for a more flexible approach towards an evolving section of the overall 
assessment and control of Digital Assets. 

 
6.2 Most members agree that law reform changes should be considered for title transfer 

collateral arrangements. CILEX sees merit in such reforms due to the nature of data 
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objects in question possibly residing in or outside of the two current established 
categories for personal property. This will further help ensure that existing law is 
reformed to support this area of property evolution. 

 
6.3 Within the Law Commission’s consultation six areas of existing legal framework are 

discussed as being applicable to data objects without the need for Statutory Law 
Reform. These areas are: 

o Breach of Contract; 
o Vitiating Factors; 
o Following and Tracing; 
o Equitable Wrongs; 
o Propriety Restitutionary Claims at Law; and; 
o Unjust Enrichment 

 
6.4 CILEX asked our members if they agreed with the Law Commission regarding which legal 

frameworks did not require Statutory Law Reform. The table for Appendix B indicates 
that Vitiating Factors, Following and Tracing and Equitable Wrongs have a mixed view 
from our members regarding the requirement for Statutory Law Reform. Breach of 
Contract is seen as being currently sufficient regarding the Law Commissions 
proposals around Digital Assets in general.  Propriety Restitutionary Claims at Law 
and Unjust Enrichment are however seen as frameworks that may require further 
consideration in developing this proposal.  

 
6.5 CILEX further adds that the requirement for Statutory Law Reforms to legal framework 

is complex in nature. Whilst digital assets have been utilised within society for a 
period of time, their interaction with various legal frameworks as well as how they are 
impacted when looking forward is still not completely clear. When speaking to CILEX 
members, a possible lack of exposure to, and knowledge of such currencies was 
indicated. Members noted that they had heard of established digital assets such as 
‘Bitcoin’, due to it featuring within mainstream media, however; beyond this their 
knowledge of how such assets are applied to the law and existing frameworks was 
limited. CILEX concludes that there are possible knowledge gaps from those that will 
be engaging with these assets from a legal perspective and as such it is difficult to 
speculate if current legal frameworks are suitable and robust. With such new and 
developing assets comes continual evolution due to the way in which they operate 
digitally. We recommend that if a professional panel is established, the above 
frameworks must be further considered to ensure they are fit for purpose with the 
proposal for a third category of personal property. 

 
6.6 Member opinion is split regarding current enforcing of judgements and ancillary 

mechanisms regarding crypto-tokens. Whilst some felt that current methods were 
appropriate an equal amount felt that they were unable to provide a definitive 
response. 

 
6.7 The majority of CILEX members indicated that it was not appropriate at a courts 

discretion to award crypto-tokens as remedy similar to current money 
denominations. CILEX appreciates the Law Commission’s evidence as to why a policy 
point can be made for the discretion of their use in certain cases. However, we advise 
against the use of them at this current moment in time. Whilst it is true that they are 
steadily growing and being seen as an alternative to other forms of legal tender, the 
stability of such tokens must be called into question. Spikes and troughs within the 
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digital currency market can be less predictable than current established monetary 
exchange rates. A member noted an example that if a debt recovery case was looking 
to claim back the digital currency taken, dependent on length of trial, the initial 
amount taken VS what is recoverable could vastly differ. Unless suitable stopping 
points or assessment of costs can be carried out, CILEX cautions that the use of such 
crypto-token denominations may cause adverse impacts to the outcome of a court 
proceeding. One member raised a concern about the general use of crypto currencies 
as well as the position those working in conveyancing law will be placed in if such 
funds are utilised to purchase property.3   

 

7. Conclusion 
 

7.1 Digital Assets are becoming a more common occurrence within the public domain. From 
their initial inception to their current status, digital assets have constantly evolved to 
become considered as a new and investable object. More importantly they have now 
become interlinked with tangible monetary values as well as being utilised as 
accepted methods of payment. 

 
7.2 CILEX agrees in principle to the Law Commission’s work regarding digital assets, with 

the creation of a third category of personal property as well as ensuring that laws and 
legal framework are modified to assess, capture and place better control on data 
objects, which are seen as digital assets that previously sat between personal 
property laws or fell outside of them, causing a legal mine-field for our members when 
faced with how to best handle them. In this instance we agree with the Law 
Commission’s principled approach. 

 
7.3 However, CILEX adds that one of the bigger challenges potentially faced within the 

scope of this work is the profile, guidance and consistency of work surrounding such 
assets. CILEX members indicated that along with not having vast exposure to such 
assets currently, there is a widely held perception that crypto-tokens and currencies 
were utilised for potentially illegal means, due to the way in which they work and their 
traceability. CILEX appreciates that such assets have evolved over time, however 
formed opinion as well as possible resistance to engage with such assets should not 
be discounted. Regarding guidance and the consistency, CILEX appreciates how the 
Law Commission will look to resolve potential disparities through this body of work. 
Private Client members noted how current instructions on dealing with digital assets 
upon a person’s death are not consistent across the industry, which can cause further 
emotional distress to families when sorting out a loved one’s affairs. We hope that 
such considerations will form part of the Law Commission’s work surrounding final 
outputs, providing further safety around inheritable digital assets with attached 
monetary value.   

 
7.4 CILEX looks forward to hearing the outcome of the Law Commission’s work as well as 

how we can best advise our members practicing within their legal sectors on best 
approach towards such assets. 

 
3 CILEX Member Quote: “it would clearly be contradictory for the court to award crypto tokens as remedy when the widespread 
position by mortgage lenders is currently that crypto is an unacceptable source of funds evidence for property purchase transactions.  
Crypto is either considered "legal" and "safe" or it is not.  All stakeholders at law and in finance need to reach a consensu s on that 
crucial factor before courts can allow it's use as a remedy.  Consider the position of the conveyancer handling a property transaction 
where the buyer has received an award at court of crypto tokens and they are the original source of funds the buyer wishes to  use 
towards a property purchase!” 
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Appendix A: Digital Means Data Object Suitability Table; CILEX Member Agreement & Disagreement 
Results 
*Please note all percentages have been rounded up or down to the nearest whole number. As such some full 
percentages will read as 99% but should be interpreted as 100%.  
**Please note not all CILEX members providing evidence to CILEX gave answers to the below. 
 

Scale of Agreement  
Digital Means Strongly 

Disagree 
Disagree Neither 

Agree or 
Disagree 

Agree Strongly 
Agree 

Media Files 14% 14% 0% 14% 57% 
In-Game 
Digital Assets 

14% 0% 0% 43% 43% 

Program Files 
(DNS)  

0% 0% 14% 57% 29% 

Digital 
Records 

0% 14% 14% 43% 29% 

Carbon 
Emissions 
Allowances 

14% 14% 0% 43% 29% 

Email 
Accounts 

0% 14% 29% 43% 14% 

Virtual Credit 
Card 

13% 29% 29% 0% 29% 

Domain 
Names 

29% 14% 14% 14% 29% 

 
Appendix B: Existing Legal Framework; CILEX Member Agreement and Disagreement with the 
requirement to not perform Statutory Law Reform 
*Please note all percentages have been rounded up or down to the nearest whole number. As such some full 
percentages will read as 99% but should be interpreted as 100%.  
**Breach of Contract option was answered by more CILEX members compared to other 5 options. 
 

Scale of Agreement  
Digital Means Strongly 

Disagree 
Disagree Neither 

Agree or 
Disagree 

Agree Strongly 
Agree 

Breach of Contract 0% 12.5% 12.5% 50% 25% 
Vitiating Factors 0% 14% 57% 29% 0% 
Following and Tracing 0% 29% 42% 29% 0% 
Equitable Wrongs 0% 29% 14% 43% 14% 
Propriety Restitutionary Claims 
at Law 

0% 57% 29% 14% 0% 

Unjust Enrichment 0% 43% 14% 29% 14% 
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Law Commission Consultation on Digital Assets 

 Consultation Question 

Consultation Question 1 

20.1 We provisionally propose that the law of England and Wales should recognise a 
third category of personal property. Do you agree? 

Yes, we provisionally agree that clarification of the law around the category of property 
comprising cryptoassets could be a helpful development, though great care should be taken 
in defining such a category/ property, to avoid creating new uncertainties and/or unintended 
consequences. We also think that it does not necessarily mean creating a new type of property 
and that existing legal concepts may be capable of being utilised, perhaps with adaptation. 

• We understand that the Law Commission's ("LC") Consultation Paper ("CP") 
intends to cover a broad range of assets in its use of the term "digital asset". A subset 
of these will be considered a "data object", which would be the proposed subject of 
the new third category of property. However, Chapters 6 to 10 of the CP make very 
clear that crypto-tokens are the only type of digital asset that falls within the criteria 
for a "data object". It is also strongly desirable to avoid overlaps with digital assets 
which may already be subject to an existing legal regime, and therefore covered by 
the current law relating to things in possession and things in action (such as electronic 
trade documents and intellectual property).  
 

• On the fundamental question of the "third category" of property, the best starting 
place is conveyancing. We are used to thinking of (1) choses in action, which are 
transferred by assignment, (2) rights in physical things, which are transferred by 
delivery, and (3) rights in other sorts of statutory property (shares in companies, 
intellectual property etc.) which are transferred by special statutory mechanisms. 
Cryptoassets do not fit any of these. However, this categorisation is not exhaustive. 
It should be possible to have a right which the law treats as a piece of property and 
which is transferrable by conveyance in the ordinary way. The best examples of these 
are the incorporeal hereditaments. The most apt example for our purposes is a right 
of presentment, whereby the owner has the right to present a new incumbent to a 
vacant parish. There are three points here: (1) the thing which is property is the right 
itself; (2) that property is transferred in the same way as any other item of property – 
i.e. by conveyance; and (3) what is transferred is not a right to a right, but the right 
itself. For cryptoassets, this could be achieved by amending the Law of Property Act 
1925. The principle in Section 30(1) of the Patents Act 1977 ("Any patent or 
application for a patent is personal property (without being a thing in action)"), could 
also be repeated in respect of cryptoassets. 

What constitutes "property"? 

• Our view is that the thing that comprises the property could be characterised as the 
right to amend the ledger (comparable to an incorporeal hereditament, as outlined 
above) or, in other words, the right to have the ledger amended (assuming of course 
that this is consistent with the operating rules/processes of the system which are what 
determine what a person must have/do to hold a cryptoasset, and how the owner can 
transfer it and what rights the holder has); or alternatively the thing that comprises 
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the property could be characterised as the notional thing which is recorded in the 
distributed ledger that is the property, but is not the data (or data strings or data 
structures) which form the ledger. Under the "notional thing" argument, this is similar 
to dematerialised shares or other assets, where the record tells you who is the owner 
but the data constituting the record is not the asset itself. Under the right to amend 
argument, the thing that constitutes the property is the right to amend the ledger or, 
in other words, the right to have the ledger amended (assuming of course that this is 
consistent with the operating rules/processes of the system which are what determine 
what a person must have/do to hold a cryptoasset, and how the owner can transfer it 
and what rights the holder has). The effect of that amendment is to convey the right 
to another person, who in turn acquires the right to amend it. Actual transfer would 
require two things – a contract of sale, and a conveyance giving effect to the 
obligation created by the contract. The conveyance is the amendment of the register, 
which should be recognised as such. It is, of course, perfectly possible for a person 
to transfer a coin to another without intending to transfer full beneficial ownership – 
for example, to hold as trustee or mortgagee. However, all of those situations can be, 
and are addressed by, existing law. 
 

• That leaves the following issues:  
 

o One is the OBG Ltd v Allan [2008] 1 A.C. 1 case, which says that conversion 
is only available for interference with ownership of physical assets. This 
raises the question of what the remedy would be against a hacker who has 
disabled the owner's ability to transfer his/her coins but did not otherwise 
interfere with them – i.e. an interference with rights of ownership short of 
theft. This should be addressed by an amendment to the Torts (Interference 
with Goods) Act 1977, so that the normal remedy would be damages with the 
court enabled to order a transfer of the underlying property in a proper case. 
 

o Another is the nemo dat problem – whether the principle of nemo dat quod 
non habet should apply to wrongful transfers of coins. We would suggest not; 
since the validity of the register is integral to the distributed ledger technology 
("DLT") model. That puts cryptoassets in the same place as bearer bills, 
bonds and promissory notes, which seems appropriate. However, we should 
be wary not to port the ideas of negotiability and transferability from the Bills 
of Exchange Act 1882 – concepts which may not be easily reused in the 
current context. 
 

o There is a question as to whether we need a deemed situs. Our current view 
is that the situs of the coin should be capable of being agreed by the parties, 
explicitly or by necessary implication. This reflects how things will actually 
be dealt with in practice. This is not dissimilar to the US concept of the 
[chosen] governing law of the account control agreement being the lex situs. 
 

o Should a distinction be drawn in instances where the right to amend arises in 
the case of DLT being used as 'pure' accounting records of securities holdings 
- as in the case of a traditional custody structure where the custodian's account 
records are maintained as a distributed ledger. Our view is that the right to 
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amend the securities accounts in a traditional accounting structure is no 
different from the right we are discussing here in relation to DLT, and may 
also constitute a form of property, but does not give rise to a digital asset for 
the following reasons. In the custodian/ DLT context, each permissioned 
participant would have the right to amend the record (constituting ownership 
of that property), but they would use those rights for the amendment of the 
records, which amendment gives effect to the transfer of the beneficial 
ownership rights in the securities held in custody; they would not seek to 
transfer the rights to amend the record/that property, which they would retain 
for their own use (like the traditional custody structure where the right has 
been hypothetically granted to an agent of the custodian). The distinction is 
that in a 'pure' accounting records situation, it is not the structure of the DLT 
system which determines that there is the transfer of assets, but the separate 
terms agreed by the custodian. Quite clearly, the right to amend the record is 
not, itself, a transferable instrument, nor should it be confused with one, in 
those circumstances.  The securities existing independently of that right to 
amend the record although are transferred by the exercise of that right; the 
right itself remains static and held by the amending participant. 
 

• Other points to note: 
 

o We highlight that Bitcoin (and any similar native "coin"), which do not confer 
any rights on the holder, should be distinguished from other types of 
cryptoassets which do purport to confer rights on the holder to a thing or 
things external to the "coin" itself (e.g. rights to use certain functionality in 
the case of utility tokens, economic rights in the case of security tokens). In 
our view, the latter category of cryptoassets can be characterised as falling 
within an existing category of (intangible) property. Therefore, it will be 
important to ensure that any changes to the law to cater specifically for 
Bitcoin (and similar cryptoassets that do not confer rights on the holder) do 
not adversely impact or create new uncertainties for other types of 
cryptoassets or use cases for DLT which share similar attributes when looked 
at through the lens of technology and data but perform very different legal 
functions today. 
 

o It is unhelpful to begin with a form-based definition in which the crypto-token 
is separated from the rights (if any) that the holder enjoys (together, the 
cryptoasset) as is explicitly stated in para. 10.4 of the CP (this is discussed in 
further detail in our response to Question 15).  
 

o Particular issues are raised in respect of transfers. We favour a legal treatment 
where the asset is seen to continue to exist, as opposed to a technologically 
based view in which the cryptoasset is conceptualised as being destroyed and 
created again upon transfer, which would create undesired implications, as 
well as legal and market uncertainty, in areas including, but not limited to, 
the taking of security and tracing property (as discussed in further detail in 
Question 15 and Question 20). 
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o By analogy, when looking at how to transfer a contract which is recorded in 
writing on paper, it is unhelpful to start by looking at how to transfer the 
physical piece of paper as an item of property, independent from the 
intangible asset (i.e. the contractual rights). Instead, you would look 
substantively at how to transfer the contractual rights; the means of recording 
them is largely incidental to this question (other than with respect to legal 
formalities that may apply). 
 

o In addition to the specific points made in this response, we consider that 
certain revisions to UK company law (including the Companies Act 2006 and 
regulations made under it) are likely to be required to enable the effective use 
of blockchain or DLT-based systems for the issuance and transfer of shares. 

Please see our response to Question 15 for a more comprehensive analysis of crypto-tokens 
in the context of the LC's proposed third category.  

Consultation Question 2 

20.2 We provisionally propose that, to fall within our proposed third category of personal 
property, the thing in question must be composed of data represented in an 
electronic medium, including in the form of computer code, electronic, digital or 
analogue signals. Do you agree? 

We disagree with this limb of the proposed definition, which disproportionately focuses on 
the technical make-up of the digital asset. This requirement is so wide-ranging as to also 
include objects recognised as things in action which are digitally recorded or stored. By way 
of example, it would be inappropriate for dematerialised shares to be subject to a technical 
definition requiring them to have an electronic medium, in that it would focus on form over 
substance. Please see the response to Question 6 below.  

Consultation Question 3 

20.3 We provisionally propose that, to fall within our proposed third category of personal 
property, the thing in question must exist independently of persons and 
independently of the legal system. Do you agree? 

Please see the response to Question 6 below. Instead of tying the object to its independence 
of persons and of the legal system, it would be more useful to tie it to its dependence on the 
digital system in which it functions. 

Consultation Question 4 

20.4 We provisionally propose that, to fall within our proposed third category of personal 
property, the thing in question must be rivalrous. Do you agree? 

Rivalrousness seems to be a suitable concept for inclusion in the definition of the third 
category. It acts as a useful separator between pure information and cryptoassets. It follows 
from the reasoning given in Ruscoe v Cryptopia [2020] NZHC 728, with which we agree, in 
which cryptocurrencies were distinguished from other digital assets such as databases or 

285



 

 - 5 - UK-0200-Fintech 

 

 Consultation Question 

photographs where the information could be "infinitely duplicated". The idea of 
cryptocurrencies is to create an item of tradeable value, not simply to impart information.  

The concept of control (discussed further below) should be carefully developed in 
conjunction with the concept of rivalrousness insofar as they relate to cryptoassets. For 
example, where multiple persons have knowledge of the private key of a cryptowallet 
(outside of a multi-signature arrangement) the applicability and nature of rivalrousness and 
control should be carefully considered in relation to that set of persons. 

Consultation Question 5 

20.5 We provisionally propose that a data object, in general, must be capable of being 
divested on transfer. Do you agree? Please give examples, if any, of when this will 
not be the case. 

We provisionally agree, insofar as the digital system under which the cryptoasset functions 
provides for divestibility or transferability in accordance with its rules.  

It is, in our view, unhelpful to place emphasis on the technical modalities of transfer and the 
change of state that is effected when a crypto-token is transferred from one owner to another 
on the blockchain. This causes unnecessary difficulties in reconciling the concept of 
divestibility / transferability with an object which must be destroyed and recreated to effect 
a transfer (thus implying it is a new, not transferred, object). We propose that the feature of 
state change may be considered an indicator of a data object but should not affect its legal 
characterisation beyond that. 

We also note that, from a technical standpoint, there is no specific data identifying a 
particular crypto-token (such as Bitcoin) or a fraction of it. As such, there is no identifier of 
each separate Bitcoin or its fractional parts. When a user transfers one Bitcoin and receives 
another, it may not be technically possible to identify the cryptoasset that has been divested. 
There is, however, no question that the Bitcoin has been divested in accordance with the 
rules of the system, once the blockchain has recorded that transaction as valid (i.e. following 
the resolution of any potential forks). Conversely, it is possible to identify, from the data, a 
particular non-fungible token that is divested; but again, this is not a critical piece of evidence 
in determining whether the divestment has occurred or not. In both situations, the rules of 
the system determine the technical validity of the divestment and thus its legal nature. This 
supports our view above that the legal standpoint should not focus disproportionately on the 
technical nature of the cryptoasset itself but on the rules of the system. As a result, the fact 
that a particular Bitcoin cannot be identified as being divested should not affect the inclusion 
of divestibility as an indicator of a data object / cryptoasset. 

Further, from a judicial perspective, once a claim arises, it is more helpful to consider the 
broader concept of the asset being transferred and shift focus away from the technical 
features of the transfer. In the latter approach, a large amount of technical expert evidence is 
likely to be required in court proceedings to prove that a transfer had occurred. As such, a 
simpler and more intuitive conceptualisation of the cryptoasset being transferred is more 
likely to streamline proceedings and avoid burdening parties with the need to produce 
swathes of technical evidence to prove the existence of a transfer. 
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20.6 We provisionally propose that divestibility should be regarded as an indicator, or 
general characteristic of data objects, rather than as a gateway criterion. Do you 
agree? 

Given the existence or potential creation of cryptoassets which, by design, cannot be divested 
from a technical standpoint (see paras. 10.123 to 10.138 of the CP), we agree.  

Consultation Question 6 

20.7 We provisionally propose that: 

(1) the law of England and Wales should explicitly recognise a distinct third 
category of personal property; and 

(2) a thing should be recognised as falling within our proposed third category 
of personal property if: 

(a)  it is composed of data represented in an electronic medium, 
including in the form of computer code, electronic, digital or 
analogue signals; 

(b) it exists independently of persons and exists independently of the 
legal system; and 

(c) it is rivalrous. 

Do you consider that the most authentic and appropriate way of implementing these 
proposals would be through common law development or statutory reform? 

Please also refer to our responses to Question 1 and Question 15, where we caution against 
defining a third category of property too broadly.  

In general, the LC should be mindful that DLT (and other technologies) may be used for 
different purposes, and so the definition of "data object" (or any new category of property) 
should clearly exclude uses of DLT for record keeping purposes only e.g. where an 
intermediary has decided to maintain its record of assets held for clients by using a DLT 
system. Otherwise, this may restrict the flexible use of DLT that has emerged organically to 
date and result in an odd outcome where the use of a particular record-keeping technology 
creates an asset where parties had not intended to do so. We do not think the law should 
attribute "property" status to instances where DLT is used merely for record keeping 
purposes, e.g. where ownership of assets and the effect of the change to the DLT record is 
determined not by the particular DLT system and operational rules (including the right to 
amend the DLT record) but by the separate terms agreed by the intermediary who has set up 
the DLT system as the record of the persons for whom it holds assets from time to time. Such 
use cases should be excluded from the definition of a "data object". 

We have also identified some specific issues with the proposed definition for a third category 
of personal property as it applies to cryptoassets. Taking each limb in turn: 
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Composed of Data: 

• We disagree with limb (a), in that cryptoassets are not "composed of data" but are a 
notional thing, or a right to amend the ledger, legal title to which is recorded in the 
"electronic medium, including in the form of computer code, electronic, digital or 
analogue signals".  

• This limb (a) runs counterproductively to the LC's own statements that a crypto-token 
is elevated from being purely composed of data as a result of having both form and 
function, which is not otherwise addressed by the proposed definitions. Please see 
our response to Question 27. 

Independent of persons: 

• This is misleading given the technical function of DLT and peer-to-peer networks 
generally. It is hard to see cryptoassets as independent of persons given that they 
depend for existence on the cooperation of participants in the relevant system in 
which it is recorded.  

• We understand the LC's legal argument, for example Baroness Hale's comments in 
OBG Ltd v Allan that property must have existence independent of a particular person 
and independent of a given owner (i.e. that it can be transferred/sold). The CP 
reiterates this argument, stating that the "concept of transferability requires the object 
to be capable of separation from its owner". We think this could be clarified in the 
definition.  

• Additionally, this emphasis on independent existence raises questions surrounding 
the transfer of cryptoassets when considered from a form-based destruction and 
creation approach. It is worth noting our responses to Question 20 amongst others, 
that, for the purposes of the legal treatment, we are not removing and reminting a 
specific instantiation of the blockchain in these cases, but instead referencing in the 
relevant crypto-token system that a new 'state of ownership' exists. As such (and as 
discussed elsewhere), transfers of cryptoassets should not be understood to involve 
destruction of a crypto-token and creation of a new crypto-token (as suggested in 
Question 20) but rather the transfer of a cryptoasset that persists over time. We 
generally advocate for this ideational approach. 

Independent of the legal system: 

• This element of the definition is also misleading; it is hard to see something as 
independent of the legal system if it depends on its recognition as property under new 
legislation. The justification for this is given at paras. 5.28-5.34 of the CP. This 
operates particularly in the case of DNS (Question 12), whose characteristics fulfil 
all aspects of digital assets except for their existence being independent of the legal 
system. The position (CP paras. 8.19-20) that DNS do not exist independently of the 
legal system because of the contractual relationship between the registrant and the 
registry does not accord with the argument that the criterion involves evaluating the 
data object itself against the independent existence criterion (CP para. 5.46). Further 
(or alternatively), it is unclear from Chapter 8 if IP addresses are of themselves 
considered to be digital assets, since an underlying IP address exists as a data object 
(CP 8.2), and arguably does so independently of persons, is rivalrous and divestible. 
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However, the same issue concerning independence from the legal system arises, save 
that an IP address does not require the same services as a domain name requires. 

• We acknowledge that there is merit in the LC's argument to distinguish crypto-tokens 
from property that exists purely on a statutory basis (i.e. intangibles, IP rights), and 
as such excluding these types of property from this third category. However, this is 
not sufficiently specific in the currently proposed definition. Given that we would 
advocate against the form-based treatment of crypto-tokens (as explicitly separated 
from the rights which would attach to such token), we accordingly would not favour 
the inclusion of this limb in its current form. This is because it is unclear to us how 
the rights associated with crypto-tokens could be enforced if independent from the 
legal system.  

Rivalrous: 

• Rivalrous seems generally fine as a concept and works effectively to exclude pure 
information from the definition. An additional point to consider is the proposed 
inclusion of a requirement that the crypto-token is "capable of being retrieved" – see 
para. 5.17 of the CP.  

o Retrievable is a potentially unhelpful concept – retrievable by whom? How 
would this be handled in the context of dissipation? What if there is a 
technical fault resulting in specific instantiations removed from the 
blockchain?  

o We see some potential of this being used in conjunction with the rivalrous 
requirement – perhaps, in accordance with the current proposed crypto-token 
definition, capable of Authentication (perhaps defined as cryptographic or 
computational as in the proposed CP definition of Authentication) would 
make more sense and remove the desired parts, e.g. light and human 
memories (perhaps not captured by rivalrous).  

o We must consider the extent to which something can be "retrieved"/ 
"authenticated". Take the light in a fibre optic cable (used as an example in 
the CP). Individual photons can be trapped e.g. in optical cavities, but 
depending on interpretations of certain theories it isn't necessarily possible to 
identify individual photons – this arguably makes light retrievable but not 
authenticatable.  

Common Law vs. Statutory implementation: 

• Common Law is preferable in the sense that it takes time, is iterative, can respond in 
time as technology develops and can be more asset-specific. It is arguably 
inappropriate to have common law/statutory hybrid of property categories. Common 
law also responds on a case-by-case basis which, given time, may present further 
considerations for the LC to think about. 

• Statutory implementation provides certainty now, which is positive for regulatory 
certainty, market integrity and consumer protection, however if it were to be 
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implemented as it stands it is far too broad. FMLC "Response: Law Commission Call 
for Evidence on Digital Assets", July 2021, para. 2.12: "The FMLC recommends that 
the Law Commission take into consideration the definitions proposed by these 
authorities but that it should seek to create narrower, more focused definitions of 
cryptoassets when recommending legal reform. This is integral to providing market 
participants with the legal certainty that the markets require." Imposing a statutory 
category too early also does not allow for future technological advancements and 
may even stifle innovation as issuers create products that comply with the third 
category's criteria.  

• Further, we note that the Terms of Reference (CP Appendix 1) specifically excludes 
areas of law including data protection (though mentioned in passing at CP paras. 
3.42-44). Developing statutory implementation should include consideration of the 
way that rights are asserted in the round. 

Consultation Question 7 

20.8 We provisionally conclude that media files do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 

Agree. 

20.9 Regardless of your answer to the above question, do you think that media files 
should be capable of attracting personal property rights? 

No. 

Consultation Question 8 

20.10 We provisionally conclude that program files do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 

Agree. 

20.11 Regardless of your answer to the above question, do you think that program files 
should be capable of attracting personal property rights? 

No. 

Consultation Question 9 

20.12 We provisionally conclude that digital records do not satisfy our proposed criteria 
of data objects, and therefore that they fall outside of our proposed third category 
of personal property. Do you agree? 

Agree. 
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20.13 Regardless of your answer to the above question, do you think that digital records 
should be capable of attracting personal property rights? 

No. 

Consultation Question 10 

20.14 We provisionally conclude that email accounts do not satisfy our proposed criteria 
of data objects and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 

Agree. 

20.15 Regardless of your answer to the above question, do you think that email accounts 
should be capable of attracting personal property rights? 

No. 

Consultation Question 11 

20.16 We provisionally conclude that in-game digital assets do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third 
category of personal property. Do you agree? 

Depending on how the game rules/protocols are set up, in-game digital assets could be 
property within this category, but under the rules agreed with the game provider the game 
participants may agree otherwise. 

20.17 Regardless of your answer to the above question, do you think that in-game digital 
assets should be capable of attracting personal property rights? 

As above. 

Consultation Question 12 

20.18 We provisionally conclude that (DNS) domain names do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third 
category of personal property. Do you agree? 

Agree. 

20.19 Regardless of your answer to the above question, do you think that (DNS) domain 
names should be capable of attracting personal property rights? 

No. 

Consultation Question 13 
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20.20 We provisionally conclude that Carbon Emissions Allowances do not satisfy our 
proposed criteria of data objects and therefore that they fall outside of our proposed 
third category of personal property. Do you agree? 

We do not have a view on this for the purposes of this consultation. 

Consultation Question 14 

20.21 We provisionally conclude that most VCCs do not satisfy our proposed criteria of 
data objects and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 

20.22 Regardless of your answer to the above question, do you think that VCCs should be 
capable of attracting personal property rights? 

We do not have a view on this for the purposes of this consultation. 

Consultation Question 15 

20.23 We provisionally conclude that crypto-tokens satisfy our proposed criteria of data 
objects and therefore that they fall within our proposed third category of personal 
property. Do you agree? 

With respect to crypto-assets and crypto-tokens, the LC's approach of defining a new 
category of "data objects" risks drawing the boundary too broadly, as this appears to capture 
uses of DLT to provide a record of who owns an asset, where that record is not intended to 
be, or constitute a notional thing or a right to amend the ledger, which is regarded as property 
in its own right. 

We agree that the definition of "crypto-token" in the CP does appear to fall broadly within 
the definition of "data object" provided, subject to:  

• our comments on amendments required to criterion (a);  

• uncertainties arising with respect to criterion (b) that the data object is independent 
of persons and legal system (please see our response to Question 6); and 

• our response to Question 20. 

Though not the case with Bitcoin and similar native coins, many cryptoassets purport to give 
the holder some form of rights (whether a right to use certain functionality in respect of 
utility tokens, economic rights in respect of security tokens, or other claims against an issuer 
of the token). These rights may exist independently of a DLT system (e.g. in the case of 
tokenised securities) although the DLT system records ownership of the rights, or the tokens 
may be natively issued so that the rights have no independent existence outside the DLT 
(such as embedded rights to access information). In general, a cryptoasset is not the data in 
a crypto-token system or the means by which a participant can change/add to such data, but 
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the notional thing or the right to amend the ledger, in respect of which the crypto-token 
system provides a record of who owns it. 

In this context, we consider it to be unhelpful to begin with a form-based definition in which 
the crypto-token is separated from the rights that the holder enjoys (which together form the 
cryptoasset). Taking the example of a tokenised security, this potentially creates uncertainty 
and duplication, as it becomes necessary to consider how to transfer the data-structure 
forming token as a third category of "property" as well as the substantive bundle of rights 
comprising the security that is attached to such token. If each is treated differently (as is 
envisaged in Question 20 with respect to destruction and creation of crypto-tokens upon 
transfer, when the security itself persists) this could lead to uncertainty and new practical 
challenges for firms seeking to trade and provide services with respect to cryptoassets.   

Further, as noted above, this does not recognise the different functions that DLT may play 
in different cryptoassets (or other structures) where it is not always appropriate (and indeed 
we would argue, not usually appropriate) to treat the data underlying the crypto-token itself 
as property, when divorced from the rights that come along with owning the relevant 
cryptoasset that (i) the crypto-token represents or (ii) of which the crypto-token records 
ownership.  

In addition and as noted in our response to Question 6, the definition of data object should 
clearly exclude uses of DLT for record keeping purposes only. Otherwise, this may restrict 
the flexible use of DLT that has emerged organically to date and result in an odd outcome 
where use of a particular record-keeping technology creates an asset where parties had not 
intended to do so. 

As noted above, by analogy, when looking at how to transfer a contract which is recorded in 
writing on paper, it is unhelpful to start by looking at how to transfer the physical piece of 
paper as an item of property, independent from the intangible asset (i.e. the contractual 
rights). Instead, you would look substantively at how to transfer the contractual rights; the 
means of recording them is largely incidental to this question (other than with respect to legal 
formalities that may apply). 

With respect to Bitcoin and similar cryptoassets that do not give the holder rights against a 
central issuer or other person, we appreciate that there are conceptual challenges in analysing 
how these fit within existing categories of property under English law. However, we note 
that the courts have so far been willing to be flexible and recognise Bitcoin as property, as 
is commensurate with its commercial function and usage. Whilst this is helpful and has 
provided the market with some certainty, we do recognise that further clarity would be 
helpful in categorising Bitcoin (and similar native coins) as a type of property. We also note 
that in each case where Bitcoin has been treated as property by the courts, the judgment has 
not been contested. 

Generally, we think that it will be important for the LC to address the different forms of 
cryptoassets present in the market, including accounting for e.g. their different degrees of 
centralisation, in its continuing work on this topic. 

Consultation Question 16 
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20.24 We provisionally propose that the concept of control is more appropriate for data 
objects than the concept of possession. Do you agree? 

Possession as a concept is nuanced and limited to physical objects under current law. We 
agree that control is the more appropriate concept for cryptoassets, since the extension of the 
concept of possession to such a category risks creating further complexity and legal 
uncertainty.  

In particular, we note that case law tends to support the applicability of control to 
cryptoassets. JA Pye (Oxford) Ltd v Graham [2003] 1 AC 419 states that possession requires 
a person to exhibit a certain type of control over the object, and such control must be 
"exclusive" although need not be singular, and can be consensually shared (Bannerman 
Town v Eleuthera Properties [2018] UKPC 27). The concept of control was also adopted for 
cryptocurrency specifically in the case of Tulip Trading Ltd v Bitcoin Association [2022] 
EWHC 667 (Ch), which illustrated the distinction between ownership of, and control over, 
Bitcoin. 

In the context of multi-signature arrangements and the underlying power dynamics between 
participants in such arrangements, the concept of control should be carefully considered. 
Further, group access to a private key outside of a multi-signature arrangement (or similar) 
could pose problems for a coherent concept of control. Such situations are likely to be best 
addressed in the context of the specific facts at hand and therefore reserved for development 
by the common law rather than through statutory reform. It is worth considering such 
exceptions in advance to ensure that the legal concepts applied continue to be appropriate. 
We believe that control continues to be the appropriate concept. 

We also consider that control is the more appropriate concept from the perspective of 
determining jurisdiction and governing law should a claim arise. Control may better allow 
the CPR provisions on jurisdiction to apply, since control would attach to a natural or legal 
person and therefore provide a fall-back route to determining the lex situs in circumstances 
where the lex situs is not expressly or impliedly agreed between the parties. For these 
reasons, we consider that the concept of control is better suited to an asset which has no 
physical existence. 

Consultation Question 17 

20.25 We provisionally propose that, broadly speaking, the person in control of a data 
object at a particular moment in time should be taken to be the person who is able 
sufficiently: 

(1) to exclude others from the data object; 

(2) to put the data object to the uses of which it is capable (including, if 
applicable, to effect a passing of, or transfer of, that control to another 
person, or a divestiture of control); and 

(3) to identify themselves as the person with the abilities specified in (1) to (2) 
above. 
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Do you agree? 

We agree, though we note that the extent to which each limb applies should be decided on a 
fact-specific basis and bearing in mind the rules and processes of the relevant digital system. 
For example, a crypto system may regard a particular person as the owner of cryptoassets, 
and such person is the only person regarded as the owner and able to transfer the cryptoassets, 
whilst some other person (e.g. software developer, central system operator if relevant) may 
also have control over/can change the record but is not regarded as the owner.  

As noted in para. 11.93 of the CP, the second limb (and indeed the others) should be assessed 
by reference to the purported controlling entity's "ability to use or employ the relevant 
control mechanism". As mentioned previously in the response to Question 16, we note that 
case law shows it is possible for a group of people to control a cryptoasset together.  

The above definition of control may pose problems in certain situations such as (for example) 
a three-way multi-signature arrangement requiring two signatures, where no one participant 
has the power to prevent a transaction. This is not dissimilar to a company having three 
shareholders of equal shareholding. It seems suitably clear that in the multi-signature 
arrangement, control would be exercised by the two participants who agree to proceed with 
a transaction, though not by the third.  

A further problem may arise where multiple people have access to the private key of a single 
cryptowallet. It may be difficult for one member of that group to exclude access to other 
members, put the cryptoasset to the appropriate use and/or identify themselves as having 
those abilities. The cryptoasset over which such an arrangement exists may also have trouble 
satisfying the criterion of rivalrousness. To resolve the problem, it may be sufficient if that 
group can (together) exclude others from access to the private key and therefore be 
considered as having joint control. Issues of joint and several liability may need to be 
developed further in this context. 

Consultation Question 18 

20.26 We provisionally conclude that the concept of control as it applies to data objects 
should be developed through the common law, rather than being codified in statute. 
Do you agree? 

We note that the CP advocates for a new concept of control and that this should be aligned 
to the factual notion of control that forms part of the law on possession. We consider that 
incremental development of this concept would be best suited to take place through the 
common law, though we would not object to legislation which expressly uses the word 
"control" as a starting point.   

Consultation Question 19 

20.27 We provisionally conclude that it would be beneficial for a panel of industry, legal 
and technical experts to provide non-binding guidance on the complex and evolving 
issues relating to control and other issues involving data objects more broadly. Do 
you agree? 
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This makes sense, since what constitutes control in any particular system may well vary 
considerably, but much will depend on the rules and processes of the particular system which 
give control. 

Consultation Question 20 

20.28 We provisionally conclude that a transfer operation that effects a state change within 
a crypto-token system will typically involve the replacing, modifying, destroying, 
cancelling, or eliminating of a pre-transfer crypto-token and the resulting and 
corresponding causal creation of a new, modified or causally-related crypto-token. 
Do you agree? 

• No. Focusing on the concept of a "crypto-token" as a special form of data is 
unnecessary and causes problems, given that:  

o regarding data as property is not consistent with usual English law analysis; 

o the data will change; 

o participants in the relevant crypto-token system regard a transfer of a 
cryptoasset as a transfer of an asset, not the destruction of one asset and 
creation of another; and 

o the transfer of a cryptoasset does not involve the destruction of a cryptoasset 
and minting of a new one. 

• The better view is that a crypto-token system is a record of who owns the crypto-
assets, and the operating rules/processes of that system determine who is regarded as 
the owner of a crypto-asset and how they can transfer it. 

• A cryptoasset "is best understood as an 'ideational construct', any attributable value 
rests on consensus building amongst a network of participants and the broader 
economy" (see FMLC "Response: Law Commission Call for Evidence on Digital 
Assets", July 2021, para. 7.2). 

• It is the 'ideational construct', the notional thing, or alternatively the right to amend 
the ledger, which is transferred. The changes in the crypto-token system record the 
transfer and ensure that all participants in the system recognise it. Conceptually this 
is no different from a change to a share register recording a transfer of a share, the 
main difference being that a crypto-token system has no legislation which states the 
effect of the transfer but relies on the operating rules/process and acceptance by usage 
by participants.  

• The notional thing, or the right to amend the ledger, is held and transferred by 
whoever is recognised by the relevant crypto-token system as having the ability to 
do so (e.g. by holding a private key).  The system protocols may also give the holder 
control over related data (e.g. access to separate information, online art, etc). The 
holder of the notional thing, or the right to amend the ledger, may have rights outside 
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the system because, for example, a third party has agreed to make payments to or 
hold assets for the person who is the holder of the cryptoassets from time to time. 

• If the intention is to amend section 53(1)(c) LPA 1925, there seems little logic in 
thinking of a "transfer" as a "destruction and creation" concept which "typically 
involves the replacing, modifying, destroying, cancelling, or eliminating of a pre-
transfer crypto-token and the resulting and corresponding causal creation of a new, 
modified or causally-related crypto-token" (CP, para. 5.89), rather than a transfer of 
a continuing asset. 

20.29 We provisionally conclude that this analysis applies in respect of UTXO based, 
Account based and token-standard based (both "fungible" and "non-fungible" 
crypto-token implementations). Do you agree? 

For the reasons given above, this is not a useful analysis. 

Consultation Question 21 

20.30 We provisionally conclude that the rules of derivative transfer of title apply to 
crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer 
operation that effects a state change involves the creation of a new, causally-related 
thing. Do you agree? 

• For the reasons given in the response to Question 20, we disagree with analysis based 
on a transfer of a crypto-token creating a new thing. 

• We see no issue with analysing the transfer as being a transfer of the same thing, the 
notional cryptoasset, or the right to amend the ledger, regardless of how the 
technology operates to update the system record of ownership.   

Consultation Question 22 

20.31 We provisionally propose that: 

(1) A special defence of good faith purchaser for value without notice (an 
innocent acquisition rule) should apply to a transfer of a crypto-token by a 
transfer operation that effects a state change. Do you agree? 

(2) An innocent acquisition rule should apply to both "fungible" and 
"nonfungible" technical implementations of crypto-tokens. Do you agree? 

(3) An innocent acquisition rule cannot and should not apply automatically to 
 things that are linked to that crypto-token. Do you agree? 

It is important at the outset to be precise in relation to the existing legal and equitable 
principles that apply in this context: 
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1. the equitable principle of good faith purchaser for value without notice, which 
applies to personal property, such as money, shares and chattels1 (the "Equitable 
Principle"); and 
 

2. the common law defences of good faith purchaser for value without notice, which 
apply specifically to money and negotiable instruments (the "Common Law 
Defences")2.  

 
The Equitable Principle, which operates to extinguish an equitable interest as against a good 
faith purchaser of the legal interest for value, would apply in the context of a transfer of 
cryptoassets (and we see no reason why this would not still be the case even if a third 
category of personal property is created, as suggested above).  

The Common Law Defences, which create a new indefeasible legal title in a transferee who 
takes money or negotiable instruments in good faith for value, would not apply (as the law 
stands) in the context of a transfer of cryptoassets, as they are not money or negotiable 
instruments3. 

The LC's proposal is therefore essentially to create a new statutory Common Law Defence 
that:  

1. would apply both to fungible and nonfungible cryptoassets, for various reasons, 
including to meet existing market expectations, which are likely to be that certain 
cryptoassets are substantially similar to money and negotiable instruments (to 
which the Common Law Defence already applies); and 
 

2. would apply to crypto-tokens themselves, but not to any assets to which they are 
linked (the LC uses the example of an external dataset stored elsewhere). This is 
because there are likely to be external legal rights that apply to these linked assets.  

 
We generally agree with the distinctions that the LC draws in relation to different types of 
cryptoasset. In particular, we agree that there are analogies to be drawn between transfers of 
certain types of cryptoasset and transfers of money and negotiable instruments that mean 
that existing common law principles could be more readily extended to these types of 
cryptoassets, as compared with others (this is in part tied up with the question of whether 
cryptoassets are likely to be characterised for legal purposes as money, which is beyond the 
scope of this response). We also agree that it would not be advisable to seek to extend the 
rule to capture assets linked to crypto-tokens, given the likely impact of external legal rights 
in this context. 

Any new statutory defence would, however, need carefully to distinguish between different 
types of cryptoasset. For this reason, our view is that this is a matter that is better dealt with 

 
1  See Snell's Equity 34th Edition at 4-019. 
2  See, for example, Miller v. Race (1758) Burr 452 and the Bills of Exchange Act 1882, section 29.  
3  We note for completeness at this juncture that we do not agree with the analysis in the UKJT Statement that 

a fresh indefeasible legal title to a cryptoasset is created following a transfer operation that effects a state 
change, for the reasons cited above.  
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through the courts and the application (and likely extension) of existing common law 
principles, rather than through the introduction of a new statutory defence4. We consider it 
would be difficult to formulate the precise scope of any new statutory defence and that any 
attempt to do so might create new uncertainty and/or have unintended consequences. The 
extension of the common law would better cater for the nuances and new developments that 
are likely to arise in this dynamic market. 

Consultation Question 23 

20.32 We provisionally propose that an innocent acquisition rule in respect of transfers of 
crypto-tokens by a transfer operation that effects a state change should be 
implemented by way of legislation, as opposed to common law development. Do 
you agree? 

See answer to Question 22 above.  

Consultation Question 24 

20.33 We provisionally conclude that the rules of derivative transfer of title apply to 
crypto-tokens and that it is possible to separate (superior) legal title from the 
recorded state of the distributed ledger or structured record and/or factual control 
over a crypto-token. Do you agree? 

• Yes.  If a person is recognised by the system as holder of cryptoassets, there is no 
reason why that person cannot hold such cryptoassets on behalf of someone else. 

• We would note that in some circumstances it may in the future be appropriate to 
create a ledger or register which itself reflects definitive legal title – akin to national 
land registries. We would assume this would only be applicable to crypto-tokens 
issued by an authority – e.g. government. 

20.34 We provisionally conclude that, over time, the common law is capable of 
developing rules to assist with the legal analysis as to title and/or priority where 
disputes arise between multiple persons that have factual control of a crypto-token, 
and that statutory reform would not be appropriate for this purpose. We consider 
that those rules will need to be specific to the technical means by which such factual 
circumstances can arise within crypto-token systems or with respect to crypto-
tokens. Do you agree? 

• Yes.  Much will depend on how the relevant crypto-token system operates, who it 
regards as a holder of a cryptoasset and how transfers can be made. We would tend 
to expect a statutory framework with a clear purpose, around which case law could 
develop. 

Consultation Question 25 

 
4  For completeness we note that, as set out above, we do not agree with the LC's stance on transfers that "create 

a state change". 
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20.35 We provisionally conclude that it is not appropriate to treat crypto-tokens as 
analogous to "goods", as currently defined in the Sale of Goods Act 1979 and other 
related statutes, including the Supply of Goods and Services Act 1982 and the 
Consumer Rights Act 2015. Do you agree? 

We agree. The Sale of Goods Act 1979 served to codify centuries of case law relating to 
physical "goods" and its application to cryptoassets would likely create uncertainty and have 
unintended effects in many respects. Further and in any event, the above conclusion is 
consistent with the common law treatment of cryptoassets to date as a type of thing in action 
and other case law relating to information contained in an electronic, rather than physical, 
format.  

For example, in Software Incubator Ltd v Computer Associates Ltd [2018] EWCA Civ 158, 
it was held that a software programme not contained on a physical disk was not "goods" for 
the purpose of the Sale of Goods Act, and that a database stored electronically was intangible 
property, not amounting to "goods". Similar conclusions were reached in Beta Computers 
(Europe) Ltd v Adobe Systems (Europe) Ltd [1996] SLT 604 and Toby Constructions 
Products cv Computer Bar Sales Pty [1983] 8 WLUK 104. 

The case law is clear that, for objects to be treated as goods, they must have some physical 
aspect. Cryptoassets do not meet this requirement. 

We consider also that the definition of "digital content" under the Consumer Rights Act 2015 
is unlikely to be sufficiently wide in scope to include cryptoassets. "Digital content" is 
intended to include content supplied under a contract by a trader to a consumer, which is 
largely or wholly stored and processed remotely.  

Consultation Question 26 

20.36 We provisionally propose that the law should be clarified to confirm that a transfer 
operation that effects a state change is a necessary (but not sufficient) condition for 
a legal transfer of a crypto-token. We consider that this state change condition is 
more appropriate than the potentially wider condition of "a change of control". Do 
you agree? Do you agree that such a clarification would be best achieved by 
common law development rather than statutory reform? 

Do you agree? 

• No.  Reference to a "state change" is unhelpful and unnecessarily complex, since it 
suggests that it is necessary to make a detailed analysis of what has happened in the 
relevant system.  

• The fundamental questions are: 

o What system constitutes the relevant digital asset (i.e. acts as equivalent of 
register of title)? 
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o Under the rules/processes of that system, who is regarded/recorded as the 
holder of the digital asset, i.e. what does a person have to do to become holder 
of the digital asset? 

• A legal transfer of a cryptoasset can only be achieved in accordance with the specific 
requirements of the crypto-token system which constitutes/records the cryptoasset. 

As mentioned in Question 1, by analogy to a right of presentment, it should be perfectly 
possible to have a right which the law treats as a piece of property and which is transferrable 
by conveyance in the ordinary way. For cryptoassets, this could be achieved by amending 
the LPA 1925. We would also suggest repeating the principle in s.30(1) of the Patents Act 
(that "Any patent or application for a patent is personal property (without being a thing in 
action)") with respect to cryptoassets. 

Do you agree that such a clarification would be best achieved by common law development 
rather than statutory reform? 

• Statutory reform would be preferable for clarity, consistency and certainty.   

• Common law development may be more flexible but case law only considers the 
particular facts of each relevant case and can be slow to develop by analogy. 

• Legislative provisions will need to be carefully considered to avoid being too narrow 
and inflexible. 

20.37 Accordingly, we provisionally conclude that allowing title to a crypto-token to 
transfer at the time a contract of sale is formed, but where no corresponding state 
change has occurred, would be inappropriate. Do you agree? 

The analysis of a legal transfer of a crypto-token should track the rules of the system in which 
it operates. This accords with the view expressed in para. 13.141 of the CP that an off-chain 
transfer will be insufficient to transfer legal title. We consider that further input from crypto 
market participants should be obtained to ascertain the commercial value of this method for 
those actively involved in the trading of crypto-tokens or NFTs (for example) before 
implementing such a condition, in order to ascertain whether English law will be at a 
disadvantage by not recognising the validity of off-chain transfers. 

Consultation Question 27 

20.38 Are there any other types of link between a crypto-token and a thing external to a 
crypto-token system that you commonly encounter or use in practice?  

• From a practical perspective, we are not sure what links there could be, other than 
contractual, trust, or embedded data. 

• It is unhelpful to begin with a form-based definition in which the crypto-token is 
separated from the rights that the holder enjoys (together, the cryptoasset) as is 
explicitly stated in para. 10.4 of the CP. We would argue that this is inconsistent with 
the current definitions of cryptoassets used in financial regulation (e.g. Money 
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Laundering Regulations 2017) and the broader UK approach to regulation of 
cryptoassets, including those that do qualify as securities under the Financial Services 
and Markets Act 2000 (Regulated Activities) Order 2001 (SI 2001/544) ("RAO"). 
As such, the proposed approach would cut across the way the existing regulatory 
framework approaches the subject of cryptoasset regulation, i.e. with rights that are 
inextricable.  

• However, the CP does raise the general argument (see para. 10.27), that the tokens 
are essentially just a collection of data in each case, and that they are elevated from 
this by having both form and function. The CP regularly discusses the exclusion of 
pure information of data, and it is true that data is not treated as property under 
English law and hence it is this function that is essential. Arguably, the LC's 
definition of crypto-tokens as a data structure would lead to the need to encapsulate 
this additional function i.e. that "the data structure takes on functionality because 
some allowable operations can be effected in respect of it".  

• Arguably the logical end point for this approach would be for the LC to use the form-
based approach as a basis for the "property" onto which rights could attach, and then 
to complete a more exhaustive framework of definitions for specific cryptoassets 
inclusive of the bundle of rights that attach in each case. As such, the regulation itself 
wouldn't attach to this form-based description (which arguably is a fine definition for 
the actual object of crypto-tokens (potentially through statute)), but to any specific 
applications of the crypto-tokens as part of a cryptoasset (with various rights 
attached). Whilst this may be feasible, this seems an unnecessary complication of the 
system, particularly in light of the courts' handling of Bitcoin in a number of criminal 
cases including AAA Ltd v Persons Unknown in which Bitcoin was considered 
property without requiring a complex approach. 

• The focus of the consultation appears to be on fully decentralised native cryptoassets 
such as Bitcoin. However, if the legal characterisation given to Bitcoin were different 
from the legal characterisation of other types of cryptoassets, this would cause 
practical issues for firms trading in or otherwise dealing with different types of 
cryptoassets. 

20.39 We provisionally conclude that market participants should have the flexibility to 
develop their own legal mechanisms to establish a link between a crypto-token and 
something else — normally a thing external to the crypto-token system. As such, 
we provisionally conclude that no law reform is necessary or desirable further to 
clarify or specify the method of constituting a link between a crypto-token and a 
linked thing or the legal effects of such a link at this time. Do you agree? 

• Yes, there seems no reason why this shouldn't be determined by the terms on which 
cryptoassets are issued/structured. However, we assume that this question largely 
links to the classes of cryptoassets defined in the FMLC response as 'Real World 
Digital Assets' and 'Referable Digital Assets' as we are unclear precisely what this 
would be referring to in the context of 'Digital Only Assets' with no linked rights (e.g. 
Bitcoin, Eth). 
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• We would also flag the point raised under Question 6 above (the first indented bullet 
point below (independent of the legal system), i.e. how would the treatment of the 
cryptoasset be handled were the token to reference an underlying asset that was one 
of these types of properties that exists purely as a statutory concept, IP rights etc.? 
This would create a nuanced issue of classification/regulation. 

Consultation Question 28 

20.40 Do you consider that there are any specific legal issues relating to non-fungible 
tokens ("NFTs") that would require different treatment from other crypto-tokens 
under the law of England and Wales? 

• No.  We cannot see why the fact that participants treat some cryptoassets as fungible 
and others not changes the fundamental point that a cryptosystem is a record of who 
owns/has control of cryptoassets (the notional thing/ideational construct or 
alternatively the right to amend the ledger). The rights ascribed to such cryptoassets 
(if any) depends on how the record/means of control are structured.  For example, 
where the system record shows that a particular person (whether by being the holder 
of a private key or some other mechanism) is the holder/controller of the notional 
thing or the right to amend the ledger (the cryptoasset): 

o the holding may entitle the holder/controller to nothing other than the ability 
to transfer to other system participants; 

o a third party may have agreed to perform certain contractual obligations for, 
and/or hold certain assets for, the persons who are from time to time the 
holder of the cryptoassets; and/or 

o the holding may entitle the holder/controller to access certain information 
such as digital art. 

Consultation Question 29 

20.41 We provisionally conclude that it is appropriate to draw a distinction between direct 
custody services (that is, holding crypto-tokens on behalf of or for the account of 
other persons and having capacity to exercise or to coordinate or direct the exercise 
of factual control in terms of both its positive and negative aspects) and custodial 
or other technology-based services that do not involve a direct custody relationship. 
Do you agree? 

• An entity is generally understood to provide "custody" services where that entity 
holds assets for its client, but the client remains the ultimate owner of the assets and 
the assets are recorded on the balance sheet of the client not the custodian.  (See for 
example RAO Art 40, pursuant to which safeguarding and administration of assets 
(if securities or contractually based investments) "belonging to another" is a regulated 
activity, the FCA rules which clarify what this means (PERG), and rules applicable 
to entities within Art 40, in particular CASS 6 "Custody rules").  
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• The nature of services provided by an entity will ultimately depend on the terms 
agreed with the client, but it is important to minimise confusion regarding the 
expected service by not using the term "custody" (whether in legislation, guidance or 
general discussion) when inconsistent with customary usage. 

• Accurate use of terminology will be particularly important as regulation of services 
relating to cryptoassets develops, and to avoid inconsistency with the existing 
regulatory framework.     

• It is important to clarify what it means to hold cryptoassets (which will depend on 
the relevant system), and therefore when a person holds but on behalf of another 
person.   

• The following are not generally regarded as holding assets in custody: 

o A person receives ownership of assets under a title transfer arrangement with 
a contractual obligation to deliver equivalent assets in future. 

o A person provides administrative assistance to the holder of assets, but is not 
itself the holder of the assets. 

o A person has a security interest over assets but does not hold those assets. 

• Custody services may be provided together with certain other services, such as 
securities lending, or the custodian may have a right of use. If under the related 
services the custodian ceases to hold the assets for the client (because it now holds 
for its own account, or has transferred to a third party under a "loan" or other transfer 
arrangement), the custodian is no longer holding such assets in custody for the client 
(although may have contractual obligations to deliver equivalent assets to the client 
in future).  The distinction is important to avoid confusion as to the client's rights in 
relation to the assets and the custodian.  

Consultation Question 30 

20.42 We provisionally conclude that, under the law of England and Wales, crypto-token 
custody arrangements could be characterised and structured as trusts, even where 
the underlying entitlements are (i) held on a consolidated unallocated basis for the 
benefit of multiple users, and (ii) potentially even commingled with unallocated 
entitlements held for the benefit of the custodian itself. Do you agree? 

Yes, provided this is consistent with the terms agreed and the intentions of the parties. In 
respect of (ii), we agree with the CP which states the importance of maintaining clear 
evidence that the custodian is holding the entire entitlement on trust for itself and the users. 

20.43 We provisionally conclude that the best way of understanding the interests of 
beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy 
in common. Do you agree? 
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Yes.  This is consistent with the better line of reasoning in case law (Re Lehman Brothers 
International (Europe) (in administration); Pearson and others v Lehman Brothers Finance 
SA and other companies [2010] EWHC 2914 (Ch), Briggs J, at paras. 231, 232). 

20.44 Do you consider that providers and users of crypto-token custody services would 
benefit from any statutory intervention or other law reform initiative clarifying the 
subject matter certainty requirements for creating a valid trust over commingled, 
unallocated holdings of crypto-tokens? If yes, please explain what clarifications you 
think would assist. 

• Statutory clarification would undoubtedly assist. As case law expresses a range of 
views, the position is not as clear as market participants would wish. 

• Drafting will need some care to avoid being inflexible or suggesting that trust 
arrangements over pooled assets created prior to legislation are invalid. 

• Legislation could simply state that where a trust has multiple beneficiaries, the fact 
that the trust is created over an identifiable pool of fungible, unallocated assets (or 
over one indivisible asset) does not of itself result in the trust being invalid for 
uncertainty of subject matter, [as such trust may create an equitable tenancy in 
common]5. (There may of course be other reasons why the purported trust lacks 
certainty of subject matter, or is otherwise invalid.)   

Consultation Question 31 

20.45 We provisionally conclude that a presumption of trust does not currently apply to 
crypto-token custody facilities and should not be introduced as a new interpretive 
principle. Do you agree? 

Yes.  Regardless of what the parties call the arrangements, the question of its proper 
characterisation will depend on the facts. Furthermore, an arbitrary distinction between 
crypto-tokens and other assets is unlikely to yield any practical benefit to users of custodian 
services, as it is likely that custodians would look to clearly rebut the presumption as part of 
their terms of engagement. The inclusion of a presumption would also potentially impose 
trust arrangements between custodian and participants in the absence of any clear intention. 

Consultation Question 32 

20.46 We provisionally propose that clarification of the scope and application of section 
53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the 
broader adoption of trust law in structuring custody facilities, in relation to 
cryptotokens specifically and/or to other asset classes and holding structures, 
including intermediated investment securities. Do you agree? 

Yes, legislative clarification would be advisable to increase certainty regarding the 
effectiveness under English law of transfers of both cryptoassets, and interests in 
cryptoassets (or other assets, including securities) held through intermediaries.  To clarify 

 
5  The wording in square brackets is considered preferable for further clarity but not essential. 
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the position for cryptoassets, but not for interests in securities (or other assets) held through 
intermediaries, would create a major inconsistency of approach, which would risk causing 
confusion in the market and inhibiting development of business, and would mean issues 
could still arise where interests in securities are represented by cryptoassets or are otherwise 
part of a cryptoasset structure.  

• Statutory reform would be preferable for clarity, consistency and certainty. Common 
law development may be more flexible but case law only considers the particular 
facts of each relevant case and can be slow to develop by analogy. For instance, one 
potential avenue to explore might be to expand or clarify the law of overreaching 
which is currently primarily (and commonly) used in land transactions where the land 
is held on trust, but serves an analogous function in avoiding similar scenarios to 
those causing concern in connection with a transfer of cryptoassets and securities 
while maintaining protection for beneficiaries. We would be interested in discussing 
and exploring solutions. 

• s.53(1)(c) LPA relates to the "disposition of an equitable interest or trust". However, 
s.136 LPA relates to the assignment of "any debt or other legal thing in action", and 
may also be a potential concern, depending on the nature of the asset transferred. 

• Cryptoassets may be structured in a variety of ways, such that a transfer of a 
cryptoasset may be regarded as the disposition of an equitable interest or assignment 
of a legal thing in action.  For example: 

o A transfer of a digital asset which does not give external rights is unlikely to 
be a disposition of an equitable interest but may be viewed as an assignment 
of a thing in action. 

o A transfer of a digital asset with embedded data/rights may be viewed as a 
disposition of an equitable interest. 

o A transfer of a digital asset giving contractual rights against a third party may 
be viewed as an assignment of a legal thing in action. 

o A transfer of a digital asset giving property rights in another asset may be 
viewed as a disposition of an equitable interest. 

o A transfer of a digital asset held by an intermediary to another client of that 
intermediary (or a different intermediary) may be viewed as a disposition of 
an equitable interest. 

• Cryptoassets may be linked to or represent other assets which are dependent on valid 
transfer of equitable title to other assets (whether cryptoassets or other assets) held 
through intermediaries. 

• Provided that a transfer of cryptoassets is consistent with and regarded as valid by 
the system (i.e. the rules/operational processes of such system and its participants 
and, if relevant, the operator of such system) in which such transfer is made, or in the 
case of transfers of interests in assets (whether cryptoassets or other assets) between 
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intermediaries is consistent with the requirements of, and regarded as effective by, 
the intermediaries, there seems no reason for the transfer to be invalidated by 
arguments based on s.53(1)(c) LPA or s.136 LPA.    

20.47 If you think that clarification of the scope and application of section 53(1)(c) LPA 
1925 would be beneficial, what do you think would be the best way of achieving 
this? Please indicate which (if any) of the models suggested in the consultation 
paper would be appropriate, or otherwise outline any further alternatives that you 
think would be more practically effective and/or workable. 

Given the broad possibilities for cryptoasset structures, care will be necessary in drafting 
appropriate legislative amendment to ensure it is not too narrow or rigid in scope, and does 
not cast doubt on the validity of existing or previous transfers. As noted above, amendment 
is also required to minimise the possibility of issues arising from s.136 LPA. 

• In principle, an amendment should have the result that: 

o any transfer of legal ownership of cryptoassets is regarded as having complied 
with the requirements of s.53(1)(c) LPA and s.136 LPA to the extent 
applicable, provided that such transfer has complied with all requirements of 
the system which records ownership of such cryptoasset for, and is regarded 
by such system as, a valid transfer of legal ownership;  

o where a transferor holds cryptoassets or any other assets with an intermediary 
and settles the transfer of such cryptoassets or other assets to a transferee by 
procuring delivery of the assets to the same or another intermediary who 
holds for the transferee, such transfer by transferor is regarded as having 
complied with the requirements of s.53(1)(c) LPA and s.136 LPA to the 
extent applicable, provided that transferor and transferee have complied with 
the requirements of both intermediaries (if different) for, and the transfer is 
regarded by each intermediary as, a valid transfer. 

We consider it beneficial to clarify the parameters of the existing legislative framework with 
respect to other non crypto-tokens and securities (particularly in the Eurobond space), to 
reduce ambiguity for custodians of non crypto-tokens and to ultimately align the legislation 
as between crypto and other assets. 

Consultation Question 33 

20.48 We provisionally propose that legislation should provide for a general pro rata 
shortfall allocation rule in respect of commingled unallocated holdings of 
cryptotokens or crypto-token entitlements in a custodian insolvency. Do you agree? 

• Yes, but pro rata allocation of shortfall should only apply in situations where there 
is no clear evidence of the person to whom the shortfall should be allocated. 
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• A custody arrangement, unlike a collective investment such as a fund, is not an 
arrangement where the custody clients intend or expect to share in losses resulting 
from the transactions of other custody clients. 

Consultation Question 34 

20.49 We provisionally conclude that extending bailment to crypto-tokens, or the creation 
of an analogous concept based on control, is not necessary at this time. Do you 
agree? 

If not, please provide specific examples of market structures or platforms that would 
benefit from being arranged as bailments, that could not be effectively structured 
using the trust and/or contract frameworks currently available. 

 

• Yes, because it is not clear why this would be necessary. 

• It appears that the intention of a new concept of bailment for cryptoassets, or 
something analogous, would be to create a limited form of relationship based on one 
person holding cryptoassets for another, but with minimal implied obligations arising 
from such relationship. 

• If based on existing law relating to bailment (i.e. same rules apply although the asset 
is not a physical asset in the possession of the bailee), this may cause confusion and 
some unintended consequences, since rules relating to bailment were developed in 
relation to physical assets, and the analysis is not the same as when holding assets 
under a trust (for example, the situation regarding delegation is somewhat different). 

• If a wholly new concept is to be created, without reference to existing law relating to 
bailment, this would require careful thought to ensure that new rules were created to 
cover all (or at least most) issues currently covered by common law for trusts and 
bailment.  This would be a difficult exercise. 

• Since trustee obligations can be limited by contract, it is unclear why bailment or 
something similar is necessary.  

Consultation Question 35 

20.50 We provisionally conclude that crypto-tokens, as objects of personal property 
rights, can be the subject of title transfer collateral arrangements without the need 
for specific law reform to provide for this. Do you agree? 

We agree that crypto-tokens, as objects of personal property rights, can be the subject of title 
transfer collateral arrangements without the need for specific law reform.  

We would expect parties to have additional commercial, operational and/or practical points 
to consider when providing crypto-tokens as title transfer collateral.  For example, a specific 
structure may place additional stress on the title transfer analysis by putting pressure on the 
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concept of "equivalent" assets in relation to the crypto-tokens (for example if it is possible 
to determine that the same assets will always be returned). 

Consultation Question 36 

20.51 We provisionally conclude that non-possessory securities can be satisfactorily 
granted in respect of crypto-tokens without the need for law reform. Do you agree? 

We agree that non-possessory security interests can be satisfactorily granted in respect of 
crypto-tokens without the need for law reform. Please see our responses in respect of 
Question 38 and Question 39, however, as we consider it to be essential for additional 
protections to be granted in relation to such non-possessory security interests in order for 
crypto-tokens to be attractive assets to take security over. 

Consultation Question 37 

20.52 We provisionally conclude that it is not desirable to make provision for data objects 
to be the subject of possessory securities such as the pledge, or to develop analogous 
security arrangements based on a transfer of control. Do you agree? 

If not, please provide specific examples of market structures or platforms that would 
benefit from the availability of possessory security arrangements, that could not be 
effectively structured using the non-possessory security frameworks currently 
available. 

We agree that it is not desirable to make provision for data objects to be the subject of 
possessory securities such as the pledge, or to develop analogous security arrangements 
based on a transfer of control. We note that possessory security interests are very often not 
used in relation to security arrangements for traditional financial instruments. 

Consultation Question 38 

20.53 We provisionally conclude that the Financial Collateral Arrangements (No 2) 
Regulations 2003, SI 2003 No 3226 (the "FCARs") should not be extended to more 
formally and comprehensively encompass crypto-token collateral arrangements. Do 
you agree? 

See our response to Question 39 below. 

Consultation Question 39 

20.54 We provisionally conclude that it would be beneficial to implement law reform to 
establish a legal framework that better facilitates the entering into, operation, rapid, 
priority enforcement and/or resolution of crypto-token collateral arrangements. Do 
you agree? 

If so, do you have a view on whether it would be more appropriate for any such law 
reform to aim to create: (i) a unified, comprehensive and undifferentiated regime 
for financial collateral arrangements involving both traditional types of financial 
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collateral and crypto-tokens; or (ii) a bespoke regime for financial collateral 
arrangements in respect of crypto-tokens? 

We agree with the LC's provisional conclusion that it would be beneficial to implement law 
reform to establish a legal framework that better facilitates the entering into, operation, rapid, 
priority enforcement and/or resolution of crypto-token collateral arrangements. Some of 
these aspects are particularly relevant for crypto-tokens as compared to other established 
forms of financial collateral. For example, the volatility in the valuation of crypto-tokens 
means any delays between the enforcement, valuation and liquidation or appropriation of 
crypto-tokens could have a significant negative impact upon the amount that the 
collateralised party is able to realise from such enforcement. As a result, we consider that it 
would be beneficial for collateral arrangements over crypto-tokens to benefit from a regime 
that provides for the rapid and priority enforcement of such collateral arrangements, such as 
that currently provided by FCARs in respect of financial instruments, cash and credit claims.   

Whist reform could be implemented by the introduction of a bespoke regime for crypto-
tokens, in our view, adapting the existing FCARs to create a unified regime for financial 
collateral arrangements covering both traditional types of financial collateral as well as 
crypto-tokens would be preferable. The FCARs already provide for an established 
framework for financial collateral arrangements which is familiar to the financial markets.  

Given the intrinsic differences between traditional types of financial collateral and crypto-
tokens, it is unlikely to be possible to create a wholly undifferentiated regime covering both 
crypto-tokens and other forms of financial collateral. As a result, it would likely be necessary 
for there to be differences in how certain aspects of a reformed FCARs apply to crypto-
tokens in comparison to other forms of financial collateral. Nevertheless, we still consider 
that it would be preferable to have a single regime (the FCARs) rather than to create entirely 
separate regimes for multiple reasons, including (but not limited to) the following: 

o there is a desire amongst market participants for collateral arrangements over 
crypto-tokens to benefit from a regime that provides for the rapid and priority 
enforcement of such collateral arrangements as soon as possible. It is likely 
to be the case that such a regime could be introduced more quickly through 
amending the FCARs than through the adoption of a new, bespoke regime for 
crypto-tokens.  Introducing such a regime quickly will also assist English law 
(and the UK market as a whole) in remaining globally competitive in this 
space; 

o a new bespoke regime may create uncertainty as regards which regime a 
particular crypto-token falls within depending upon its particular 
characteristics (as some crypto-tokens may fall within the existing FCARs, 
as noted in the CP);  

o if the intention is that qualifying collateral arrangements over crypto-tokens 
should benefit from the same protections as those afforded under the FCARs 
(which we would expect to be the case), it would be more efficient for there 
to be a single regime. In particular, the FCARs are already referenced in other 
legislation and regulation and if a bespoke collateral regime were to be 
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introduced for crypto-tokens all such references would likely need to be 
updated also to reference the new regime; and 

o we anticipate that a growing number of collateral arrangements will involve 
collateral pools composed of both traditional financial collateral and crypto-
tokens. A new bespoke regime may result in market participants having to 
bifurcate collateral baskets within the same arrangement to apply different 
rules and may result in market participants having to draw unnecessary 
distinctions between collateral types. In contrast, if the traditional financial 
collateral and the relevant crypto-tokens all constitute "financial collateral" 
under amended FCARs such challenges should not arise. 

Determinations as to whether a collateral arrangement falls within the scope of the FCARs 
are currently heavily dependent on whether the relevant arrangement falls within the express 
definitions in the FCARs and the judicial interpretation of those definitions. If the current 
FCARs were to be expanded to incorporate crypto-tokens, we are of the view that it would 
be beneficial that such expansion include clarification on the types of crypto-tokens that 
should be classified as financial collateral for the purposes of the FCARs. We would expect 
this classification to be by careful reference to the characteristics of crypto-tokens that should 
constitute financial collateral for the purposes of the FCARs. As an alternative, we 
considered whether it would be preferable to maintain a list of specified crypto-tokens that 
constitute financial collateral to provide certainty to the market on which crypto-tokens fall 
within the regime. We do not consider this to be feasible, however, given any such list would 
likely need to be updated on a regular basis to reflect both the development of new crypto-
tokens and to account for forks in respect of previously specified crypto-tokens. 

Given the existing difficulties in the interpretation of the FCARs (as noted in the CP), we 
are of the view that it would be beneficial for the market generally for there to be law reform 
in respect of certain aspects of the FCARs which currently present difficulties when applied 
to collateral arrangements used in the financial markets. Aspects such as "control" or 
"possession", in particular, can be difficult to apply. As a result, a reform of the FCARs in 
order to add certain types of crypto-tokens as financial collateral would also be an 
opportunity to make other amendments to the FCARs to clarify aspects of the existing 
regime, not least because those same provisions/concepts in the FCARs are likely to be the 
ones which need to be modified or supplemented to accommodate crypto-tokens as financial 
collateral. 

Consultation Question 40 

20.55 We provisionally conclude that an action to enforce an obligation to "pay" 
nonmonetary units such as crypto-tokens would (and should) be characterised as a 
claim for unliquidated damages, unless and until crypto-tokens are generally 
considered to be money (or analogous thereto). Do you agree? 

This question is premised on the fact that actions for agreed sums are traditionally reserved 
to money. The LC points to the courts' historical treatment of foreign currency as a 
commodity rather than money. Thus, historically, an action to enforce a foreign currency 
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obligation was treated as an action for damages for breach of contract for failure to deliver a 
commodity. 

The courts' treatment of foreign currency has since changed, and the courts do now allow 
actions for agreed sums in respect of obligations to pay which are denominated in foreign 
currencies (and for the relevant awards to be denominated in that currency). 

Where fungible crypto-tokens are treated as if it was the currency of account and/or currency 
of payment under the relevant contract, it is difficult to understand what the justification 
would be for not allowing an action for an agreed sum where the paying party fails to perform 
his/her side of the bargain (the position might be different for non-fungible tokens, as to 
which see below). 

The principle that an action to enforce a debt applies only to money is established, and we 
understand that the question of whether crypto-tokens are (or are something analogous to) 
money is outside of the scope of this consultation.  However, we consider that, even if crypto-
tokens are not money, it will be appropriate in certain circumstances to treat at least fungible 
crypto-tokens in the same way. We note also that the alternative claim for unliquidated 
damages is also an action for "money" (see further our response to Question 40).  

We have not been able to identify in the case law the core rationale for limiting actions to 
enforce obligations to pay to money (by contrast to other fungible mediums of exchange 
such as bullion). Reasons might include ease of transfer and economic efficiency. Another 
might be, as the LC recognises in para. 19.165, that few things are as fungible as money.  
However, we do not consider that these are good reasons for not allowing actions for an 
agreed sum in respect of crypto-tokens, many of which are readily transferrable, deemed 
entirely fungible, and do not have a separate economic function.   

We are minded, therefore, not to agree with the LC's conclusion that actions for an agreed 
sum should not be available in respect of obligations to pay which are denominated in 
fungible crypto-tokens.   

We further consider that, in respect of contracts involving an exchange of a non-fungible 
token, specific performance might be an appropriate remedy. Where, for example, an NFT 
is or is connected to an artwork, damages might not be an adequate remedy. As the LC 
recognises in Ch. 14, an NFT might record title to, or an interest in, a range of things which 
are external to the system and in respect of which damages might not be an adequate remedy.   

Consultation Question 41 

20.56 We provisionally conclude that tracing (rather than following) provides the correct 
analysis of the process that should be applied to locate and identify the claimant's 
property after transfers of crypto-tokens by a transfer operation that effects a state 
change, and that the existing rules on tracing (at equity and common law) can be 
applied to crypto-tokens. Do you agree? 
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20.57 Do you consider that the common law on tracing into a mixture requires further 
development or law reform (whether generally or specifically with respect to 
crypto-tokens)? 

If the state change analysis outlined in the consultation document were assumed to be correct 
(i.e. a transfer operation within a crypto-system involving the replacing, modifying 
destroying, cancelling, or eliminating of a pre-transfer token and the resulting and 
corresponding causal creation of a new, modified or causally related crypto-token), we agree 
that tracing would be the correct analysis of the process that should be applied to locate and 
identify a claimant's property. This is because, as is noted in the CP, following is the process 
of following the same assets, whereas tracing is the process of identifying a new asset as the 
substitute for the old. Given the state change analysis, the transfer of a crypto-token would 
therefore arguably be more analogous to the substitution of assets for value rather than the 
transfer of the same asset for following/tracing purposes. 

However, and as noted in our response to Question 20, in our view crypto-token transfers 
should not be understood to involve the destruction of a crypto-token and creation of a new 
crypto-token, but rather a transfer of a crypto-token that persists over time. If this position is 
ultimately adopted, following would then arguably be the correct analysis of the process to 
identify a claimant's asset following a transfer. 

We consider that the current rules on tracing (at equity and common law) can generally be 
applied to crypto-tokens, but, as discussed further below it would be beneficial to reform the 
current tracing rules, in particular to remove the distinction between common law and 
equitable tracing.  

Further and from a more practical perspective, the blockchain and DLT that underpins most 
crypto-tokens should render the following or tracing the chain of transactions practically 
possible, albeit in the context of indirectly held crypto-assets and as with other indirectly 
held securities, tracing may nevertheless be difficult or unworkable in practice. Moreover, 
even if tracing is practically possible, the identification of the actual legal or beneficial holder 
of the relevant crypto-token may be difficult or impossible due to the general absence of 
personal identifying details on the blockchain and the use of technologies which further seek 
to obfuscate ownership (such as crypto mixers and tumblers).  

We also note that the technical and market capabilities to trace crypto-tokens has developed 
in recent years, with many specialist forensic analysts established. 

Consultation Question 42 

20.58 We provisionally conclude that the following existing legal frameworks can be 
applied to data objects, without the need for statutory law reform (although the 
common law may need to develop on an iterative basis): 

(1) breach of contract; 

(2) vitiating factors; 
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(3) following and tracing; 

(4) equitable wrongs; 

(5) proprietary restitutionary claims at law; and 

(6) unjust enrichment. 

Do you agree? 

We agree with the LC's conclusion that existing legal frameworks relating to breach of 
contract, vitiating factors, following and tracing, equitable wrongs, proprietary restitutionary 
claims at law, and unjust enrichment can be applied to data objects, without the need for 
statutory law reform. We note the following: 

Breach of contract: Examples of "real world" contracts that might involve crypto-tokens 
include contracts where crypto-tokens are treated as if they were the currency of account 
and/or currency of payment under the relevant contract, loans, security agreements, over-
the-counter trades or derivatives contracts involving crypto-tokens, and agreements with 
custodians.  We consider that existing legal frameworks relating to breach of contract can be 
applied to all such contracts.  

It is more difficult to envisage circumstances where a smart contract might be said to be 
breached since such contracts might be characterised as "if" statements that are automatically 
executed on fulfilment of the coded conditions. Actions in respect of smart contracts might 
also give rise to difficult questions on jurisdiction and governing law; for example, contracts 
can be executed without knowledge as to who is on the other side of the transaction. We 
consider that such complexities are reasons not to introduce in any statutory reform.   

Vitiating factors: We agree that the principles of vitiating factors can be applied to "real-
world" contracts involving crypto-tokens.   

In respect of smart contracts, we think it is conceivable that parties might argue that there 
had been a mistake as to the terms of the contract ("unilateral mistake or "mutual 
misunderstanding") or that the parties entered into the contract under a misapprehension as 
to the facts or the law ("common mistake"). Such arguments would delineate human 
intention/understanding from the rules of the blockchain, since, from the point of view of the 
nodes, a transaction is valid if it meets the relevant coded conditions. We consider that there 
might be circumstances where the coded conditions can be said to have been mistaken and, 
in general, we consider that existing legal frameworks are applicable. For example, one 
likely argument will be that the code did not reflect the parties' intentions.  Such claims might 
require the normal rule of objective interpretation to be displaced in favour of admitting 
evidence of subjective intention. The courts are already adept at considering claims that the 
other party knew, or ought to have known, there was a mistake as to the terms of a contract, 
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or claims that a written agreement did not embody the terms in fact agreed between the 
parties. 6  

Further, we note that the effect of a contract that is void for mistake is that there is no legal 
relationship between the parties. However, in the case of a smart contract, the transaction 
will be recorded on the blockchain as a validly executed transaction, and that record will 
generally not be reversible. We do not consider that these mechanics should, as a matter of 
principle, preclude the applicability of existing legal frameworks in relation to mistake, 
although we note that the court would have to consider whether rectification could practically 
be effected.  

As for misrepresentation, we consider that a party might be said to have been induced to 
enter into a smart contract by a misrepresentation and that existing frameworks are 
applicable.   

We agree with the LC that rescission should be available notwithstanding that the immutable 
nature of the ledger means that transactions cannot technically be unwound. We agree with 
the LC that appropriate alternatives might include the court ordering an "equal and opposite" 
transaction or restitution (see further below). 

Following and tracing: We have set out our considerations on the application of the 
processes of following and tracing in response to Question 41.  

Equitable wrongs: It is established that crypto-tokens can be held on trust. We also agree 
that such assets should be capable of being held on trust if the LC's proposal for a third 
category of property is adopted (see further our response to Question 30). Equitable wrongs 
should follow and we do not foresee any reasons that existing legal frameworks should not 
be applicable.   

Proprietary restitutionary claims: We agree with the LC that the analysis in Armstrong DLW 
GmbH v Winnington Networks Ltd [2012] EWHC 10 (Ch) can be applied to crypto-tokens, 
and that proprietary restitutionary claims should be available where the claimant has a 
proprietary interest in the crypto-token (and we have explained above that we consider that 
crypto-tokens are capable of being held on trust, including on constructive trust, and that 
they are capable of being followed or traced).   

We note, further, that even where the remedy is personal, we consider there may be 
circumstances in which it might be appropriate for the court to order restitution in crypto-
tokens, for example, in respect of claims equivalent to actions for money had and received 
in respect of contracts where crypto-tokens are treated as the currency of account or currency 
of payment (i.e. they are being used as the price and the method of payment). We consider 
the factors that might be relevant to the exercise of a discretion to award a remedy in crypto-
tokens in response to Question 47.   

Unjust enrichment: Consistent with the above, we agree with the LC that claims in unjust 
enrichment should be available in the context of crypto-tokens. As noted by the LC, the 

 
6  As noted above, there are likely to be complex questions regarding jurisdiction and governing law, which we 

understand are being considered in a separate consultation.  
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courts have already recognised the potential availability of a claim in unjust enrichment in 
Fetch.ai Ltd and another v Persons Unknown and others [2021] EWHC 2254 (Comm). We 
agree that existing legal principles are applicable and that possible novel questions 
determining the nature and value of an enrichment should be considered by the court (and 
that there is no need for statutory reform). As explained above, we consider there may be 
circumstances where it might be appropriate for restitution for claims in unjust enrichment 
to be awarded in crypto-tokens.   

Consultation Question 43 

20.59 We provisionally conclude that, in relation to the tort of conversion, there are 
arguments in favour of extending conversion (or a conversion-type cause of action 
grounded in control rather than possession) to data objects. Do you agree? 

Agree. 

The proposed extension avoids the situation in which a genuine victim may be left without 
a remedy (or at least a straightforward remedy) and it accords with the expectation of market 
participants. Data objects are in a unique position in this context. The owners of other 
intangible assets can claim in respect of damage in a range of dedicated torts and statutory 
protections (economic torts, copyright etc.) that may be difficult to apply to data objects.  
The proposed extension does not require a major change to the law but a refinement of one 
element of an existing tort. The courts already use a fiction to attribute the value of a chose 
in action to a physical document evidencing an interest in the chose in action (as opposed to 
just the value of the paper).   

There is academic support for change and supportive judicial commentary in other common 
law jurisdictions (Singh v Patel & Elite Business Service NZ Ltd [2020] NZHC 2242 and 
Henderson v Walker [2019] NZHC 2184 – the reasoning being apt because conversion was 
not found because the mere copying of a computer file left the original intact, which would 
not be possible with something falling within the definition of data object). 

We acknowledge that this reform could lead to demands for further extension to all 
intangible property (by analogy or request for further reform for a general tort of interference 
in property, particularly contractual rights given the obstacles to a successful economic tort 
claim) and may not be justified because of the effect of a strict liability tort on third parties. 
We do not consider that either argument is an insurmountable obstacle to reform. This is a 
limited and appropriate reform to take account of developments in technology since the 
leading case in the area (OBG Ltd v Allan). It is justified on its own terms (that data objects 
are more analogous to chattels than choses in action in this context) that would not extend to 
all intangibles and/or choses in action. Data objects can be distinguished easily from a 
database or mere information that troubled the court in Your Response Ltd v Datateam 
Business Media Ltd [2014] EWCA Civ 281. 

We recognised that, while the risk for third parties is justified in the case of chattels (where 
it has not been removed by statute, such as in insolvency), it is harder to justify in respect of 
choses in action because of the risk of accidental or unintentional interference with another 
party's rights (contract rights and IP in particular). The economic torts require intention to 
limit the scope of their application. However, in our view this risk is again overstated because 
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of the nature of the technology. Data objects can be interfered with or damaged in a manner 
closely analogous to chattels, i.e. they can be taken, hidden and destroyed but only by 
deliberate action. Even if not intentional, it should not be unreasonable for a party handling 
a data object to take precautions to ascertain that it has the right to do so, as any party 
handling a chattel would not. Moreover, the nature of the technology means that a defence 
of good faith purchaser for value without notice can be introduced (in a way it cannot for 
some intangible choses in action). 

But expanding the tort does lead to the further question of whether there are then adequate 
remedies. Market expectation may be that the court will reverse the effects of a theft for 
example and the LC's passing comment (CP, paras. 19.93 & 19.121) that orders for delivery 
will be rarely made will be questioned by the market. We propose that the normal remedy of 
damages should apply with the court enabled to order a transfer of the underlying property 
in a proper case. 

Finally, in our view, while this change is limited, specific and welcome, it will require 
legislation for two reasons. Firstly, the House of Lords expressed concern in OBG Ltd v 
Allan that the Law Revision Committee had rejected an extension of the tort beyond tangible 
assets in 1971 and the Torts (Interference with Goods) Act 1977 was predicated on a 
Parliamentary assumption that it applied only to chattels (see Lord Hoffman, para. 100). A 
mere recommendation by the LC will put the courts in an invidious position that they are 
unable to navigate absent legislative reform. Baroness Hale acknowledged (at para. 319) that 
the LC faced a challenge in that, when it came to consider the matter, it may prefer to 
recommend that this is a suitable topic for development by the common law rather than 
statutory reform but that was no longer a route available following the majority's decision.  
Secondly, the court's power to order delivery up is contained in the 1977 Act, which 
expressly excludes "things in action and money", which would therefore require amendment. 

20.60 We provisionally conclude that the introduction of a special defence of (or 
analogous to) good faith purchaser for value without notice (at law) would limit the 
impact of the application of strict liability for conversion in the context of data 
objects. Do you agree? 

Agree but specific legislation will likely be required as is the case for applications of the rule 
to chattels. 

Consultation Question 44 

20.61 We provisionally conclude that existing principles in relation to injunctive relief 
can apply to data objects, without the need for law reform. Do you agree? 

Agree.  

The English courts have demonstrated they are comfortable in granting freezing orders and 
proprietary injunctions in respect of crypto-tokens (both cryptocurrencies and NFTs).  
Furthermore, the market may itself develop self-help remedies. One possibility is enlisting 
the support of its miner/node community. For example, in response to the recent BNB Smart 
Chain hack, the developer persuaded the majority of "validator" nodes to shut down the chain 
and stop processing transactions to prevent the hackers from removing BNB coins to other 
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blockchains. 7  Similarly, experiments are taking place in deploying code that would 
permit/require mining nodes to give effect to court orders (e.g. the BSVBA/Craig Wright 
Settlement in Tulip Trading in which the BSVBA introduced a new code that, if accepted by 
nodes, would permit them to receive and give effect to court orders 8 ). Chain native 
arbitrations systems (including provision for interim relief) have also been experimented 
with (e.g. EOS Arbitration Forum). 

However, as a practical matter, given the extent of fraud involving crypto-tokens, we suggest 
that LC recommend that the Ministry of Justice/Judiciary investigate whether a cheaper 
system for obtaining relevant injunctions/freezing orders could be established for low value 
claims or consumers, so that they do not have to go to the High Court. 

Consultation Question 45 

20.62 Are there any other causes of action or remedies you think may be highly or 
specifically relevant to data objects but which require law reform? 

We have not been able to identify any other causes of action or remedies that are highly or 
specifically relevant to data objects which require reform of the law. As explained above, we 
generally consider that existing causes of action and remedies are applicable and that there 
are good reasons to not reform the law, but to instead allow the courts to consider novel 
questions on a case by case basis. For example, the nature of the asset might affect the 
appropriateness of any remedy, including whether the token is fungible or non-fungible and, 
in the case of non-fungible tokens, whether it is linked to something external. Such 
differences are reasons not to engage in statutory reform. 

Consultation Question 46 

20.63 We provisionally conclude that the existing methods of enforcement of judgments 
(and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you 
agree? 

This is a very broad topic but we do not agree that it is possible to conclude generally that 
existing methods of enforcement are satisfactory in the crypto-token context. We have 
identified some specific issues below but, given the complexity of this area and the disparate 
sources of the powers available to the courts, other issues (and which are the most 
problematic) may only emerge once these powers have been tested on a more consistent 
basis. While, therefore, we have suggested some changes to existing statute below, this may 
be a topic to which the LC wishes to return in future. 

We have found it helpful to consider the issue from two perspectives: (i) the enforcement of 
judgments for the transfer of specific crypto-tokens or a sum of crypto-tokens or an award 
of damages expressed in crypto-tokens; and (ii) enforcement of monetary judgments (or 
derivative enforcement of a proprietary judgment) where the judgment creditor seeks to 
enforce against crypto-assets controlled by persons within the court's jurisdiction. While not 

 
7  https://www.forbes.com/sites/qai/2022/10/09/what-happened-with-the-570-million-binance-bnb-hack-and-

what-does-it-really-mean-for-crypto-investors/?sh=3863ccd068a0 
8  https://bitcoinassociation.net/bitcoin-association-for-bsv-tulip-trading-ltd-settlement-statement-and-faq/ 
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strictly within the scope of this consultation, for completeness we have also identified a 
potential issue below with the enforcement of arbitral (or analogous) processes that purport 
to take place on a distributed ledger. 

(i) Judgments for Specific Crypto-Tokens 

The growth of crypto-related litigation may well force the English courts to confront the 
historic hesitancy at ordering mandatory injunctions requiring the transfer of specific 
property. However, this may go hand in hand with the issue of whether the court has adequate 
tools at its disposal to enforce such orders.   

At present, there is an enforcement "gap" because, while crypto-tokens exhibit many 
characteristics of things in possession/chattels, they lack the physical manifestation that 
permits the effective exercise of state (or state-backed) powers of seizure and control.  
Absent access to the private key, writs of execution (delivery, possession or sequestration) 
(CPR 83.1(2)(l)) would be impossible to execute by enforcement offices and powers under 
the Senior Courts Act 1989 to appoint a receiver (s.37) or appoint a third party to execute a 
contract or conveyance (s.39) may not have any practical effect. Similarly, the decentralised 
and multi-jurisdictional nature of distributed ledgers means that there can be no prospect of 
granting the courts power to "rectify" a ledger, such as they can the Land Register.   

If this gap is not filled then judgment creditors may be forced to pursue contempt proceedings 
against judgment debtors, which would risk expanding the exceptional contempt jurisdiction 
into the realm of everyday enforcement, as well as putting judgment creditors to significant 
additional effort and exposing judgment debtors to the unwarranted jeopardy of committal.  
Whether this becomes a major issue in practice will likely depend on whether third parties 
holding or controlling crypto-assets that are subject to successful proprietary claims (e.g. 
exchanges or other custodians) are willing to abide by judgments even where they are based 
outside of the jurisdiction. 

One issue on which the LC (or the Judiciary) may want to keep a watching brief is the extent 
to which the English courts need to give effect to any self-help remedies developed by the 
market (discussed in Question 44 above) which permit the enforcement of court orders on 
chain by controlling nodes (or other controlling entities).  To the extent that such controlling 
entities are identifiable, and putting to one side jurisdictional issues for now, this will give 
rise to the principled issue of whether it is right for an English court to order a modification 
of a distributed ledger in order to give effect to a court order. 

(ii) Enforcement of Money Judgments Against Crypto-Tokens 

Some enforcement powers cannot be used in respect of crypto-tokens because they do not 
fall within relevant statutory definitions. This gives rise to another potential enforcement 
"gap", albeit slightly different from the one described above, which will make it more 
difficult in principle to enforce against a judgment debtor who holds its assets primarily in 
crypto-tokens rather than other property. There is no good policy reason for such a difference 
existing.   

Below are a number of specific issues that we recommend the LC consider in more detail:  
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• Third Party Debt Orders: CPR r72.1(1) explains that this rule provides "for a judgment 
creditor to obtain an order for the payment to him of money which a third party who is 
within the jurisdiction owes to the judgment debtor.". The CPR refers expressly to 
"money" and to "debts" but not to any other form of property. Those debts can include 
foreign currency held in an English account (Choice Investments Limited v Jeromnimon 
[1981] QB 149). If crypto-tokens do not constitute money and an obligation to transfer 
crypto-tokens cannot be characterised as a debt, but merely a contractual obligation to 
transfer property, then it will fall outside of CPR 72.  Even if the CPR was extended, it 
is not just a question of scope. A rule would need to be introduced (under common law 
or statute) that any such order would discharge the original obligation to transfer or pay 
crypto-tokens (the common law rule in relation to debt is reflected in CPR 72.9(2)(b)).  
We see no insuperable problem with CRP 72 being extended in this way but 
acknowledge that it may give rise to more litigation on issues of whether the obligation 
owed to the judgment debtor is unconditional than in debt cases (see Merchant 
International Co Ltd v Natsionalna Aktsionerna Kompaniia Naftogaz Ukrainy [2014] 
EWCA Civ 1603). While there have been reports of a third party debt order being 
obtained in a crypto related case (Ion Science Ltd v Persons Unknown (unreported), 28 
January 2022, (High Court)), it seems that the order was made in relation to a debt in fiat 
currency, rather than in respect of any obligation to pay or transfer crypto-tokens. We 
therefore suggest that, if the LC recommends that judgments should be issued in crypto-
tokens, it should also recommend that suitable amendments be made to CPR 72. 

• Writ of Control: The courts can issue writs of control pursuant to the Tribunals, Courts 
and Enforcement Act 2007 (and CPR 83-85) that permit an enforcement agent to take 
control of and sell a judgment debtor's goods in order to satisfy a judgment. The regime 
is predicated on the concept of "goods", which is defined in Schedule 12, paragraph 3 of 
the 2007 Act as "property of any description, other than land". That can include money 
(including money in different currencies), albeit money is treated separately for these 
purposes as it is used to pay the judgment debt directly. It can also include securities, but 
those defined are all bearer or negotiable instruments whose possession has legal 
relevance and effect ("bills of exchange, promissory notes, bonds, specialties and 
securities for money"). This regime is therefore difficult to apply to crypto-tokens and, 
in any event, none of the forms of "control" that can be exercised by an enforcement 
officer would apply. There is a possibility that a piece of paper containing a private key 
or a hard drive containing a cold wallet that was stored in a judgment debtor's premises 
could be controlled but this may give rise to the issue of whether a writ of control entitles 
an enforcement officer to sell information contained in goods (which to our knowledge 
is an issue that has not been tested in the courts). Overall, and given the strict rules around 
entry to premises and residential premises in particular, this regime is not an ideal vehicle 
for enforcing money judgments against crypto-tokens. 

• Charging Orders: The courts have powers to grant charging orders pursuant to the 
Charging Orders Act 1979. The Act permits orders in respect of a judgment debtor's 
interest in land, certain securities that have some link to the jurisdiction (including 
interest or dividends payable under those securities) and funds in court. Crypto-tokens 
would not fall into the categories set out in the 1979 Act. However, we suggest that the 
LC considers expanding the scope of the 1979 Act (which can be done by statutory 
instrument pursuant to s.3(6)) to include crypto-tokens controlled by persons within the 
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court's jurisdiction and to expand the stop orders powers in s.5(5) to include permitting 
the transfer of a crypto-token. This is not a perfect solution in the case of a recalcitrant 
judgment debtor but would provide a relatively uncomplicated starting point for 
judgment creditors and one that should succeed in the majority of cases given that most 
people will usually comply once it is obvious that enforcement proceedings are being 
pursued seriously. 

(iii) Arbitration and "On Chain" Dispute Resolution 

The courts should support "on-chain" arbitrations (and any decisions rendered and direct 
enforcement on the blockchain) and be willing to enforce arbitral awards expressed in 
crypto-assets. Is the Arbitration Act fit for purpose in this regard and, in particular, can the 
reference to "money" and "currency" in s.48(4) of the Act be read as permitting an award to 
be expressed in crypto-tokens? The current LC consultation on updates to the Act does not 
consider these issues. 

One particular method of "on chain" dispute resolution is multi-signature/multi-key wallets.  
While they have a variety of uses, one is a basic dispute resolution via performance 
verification. On platforms such as Bitrated (https://www.bitrated.com/), Counos 
(https://escrow.counos.io/faq/who-are-the-escrow-agents), Kleros and IBC 
(https://ibcgroup.io/services_old/ido-financial/#escrow-services), neutral third parties are 
given a third key to digital wallets holding crypt-tokens in escrow. The legal status of those 
neutral keyholders is primarily contractual, as with a normal escrow agent. However, 
whether they are also to be treated as arbitrators under relevant legislation (as many websites 
promote them specifically as arbitrators) is so far untested.  We do not propose that this issue 
be addressed by the LC at this stage but it will be interesting to monitor the growth of such 
services and whether trends or issues emerge that may require intervention in future. 

Consultation Question 47 

20.64 We provisionally conclude that there is an arguable case for law reform to provide 
courts in England and Wales with the discretion to award a remedy (where 
traditionally denominated in money) denominated in certain crypto-tokens in 
appropriate cases. Do you agree? 

Agree (in the interest of clarity we assume this Question 47 is based on the assumption 
(contrary to Question 40) that a court can issue a judgment requiring payment of a sum of 
crypto-tokens in respect of either an action for an agreed sum or as unliquidated damages, as 
it is otherwise difficult to see when a judgment would ever be expressed generally in crypto-
tokens). 

This change continues the principle that damages must be expressed in the "currency" in 
which loss was truly suffered (see The Folias [1979] A.C. 685) or benefit is gained in 
restitutionary claims (Dicey, Morris & Collins (16th Ed), para. 37-029). It is justified for 
similar reasons to some of those expressed by the House of Lords in Miliangos v George 
Frank (Textiles) Limited [1976] AC 443, i.e. (i) that creditors should not be untowardly 
benefited or harmed by fluctuating exchange rates between breach, judgement, and 
enforcement (major currencies having recently become floating and therefore giving rise to 
the need for the courts to make just remedies (see Lord Wilberforce at 463)); and (ii) the 
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court was keeping itself commercially relevant (as arbitrators seated in London were at the 
relevant time permitted to make awards in foreign currencies).   

Some of the historic origins of the rule prior to Miliangos are instructive. The underlying 
concern is one of effective enforcement. Judgments could not be expressed in a foreign 
currency because the "sheriff" could not be expected to know what the value was for the 
purposes of enforcement when it would need to be converted into sterling (Dicey, Morris & 
Collins (16th Ed), para. 37-083; Rastell v Draper (1605) Yelv. 80). There are no such 
practical difficulties with crypto-currencies, where exchange rates are readily ascertainable.  

We acknowledge the counterargument, which is that expressing judgments in crypto-tokens 
exposes defendants to the risk of substantial "real" losses (with claimants standing to gain 
huge windfalls) if there are large market movements. This concern was evident in the 
judgment of Simon Thorley IJ in B2C2 Ltd v Quoine Pte Ltd [2019] 4 SLR 17 at [256], 
where he refused specific performance to reverse an already reversed trade on the grounds 
that the claimant was a market maker, rather than an investor, and would have sold all Bitcoin 
received under the original trader almost immediately to realise profits.  

However, the opposite is also true and simply reflects the fact that parties trading crypto-
currency or using it to make payments do so in a volatile market. We do not consider that a 
good reason, without more, not to issue judgments denominated in crypto-tokens. Lord 
Wilberforce had no issue with market fluctuations in Miliangos ([1976] AC 443, 465-466) 
and courts in other foreign currency cases have not had a problem with collapsing currency 
values (see Re Chesterman’s Trusts [1923] 2 Ch. 466 (CA)) and have been willing to 
compensate non-English claimants for exchange rate movements when it had expressed a 
judgment in sterling (Elkamet Kunststofftechnik GmbH v Saint-Gobain Glass France S.A. 
[2016] EWHC 3421 (Pat) concerning a costs order, albeit doubted in MacInnes v Gross 
[2017] EWHC 127 (QB)). 

20.65 If so, what factors should be relevant to the exercise of this discretion? 

Factors in the exercise of discretion may include: 

• The claimant's true loss is "felt" in crypto-tokens, as opposed to fiat currency that they 
would have converted any crypto-token into (see the example in B2C2 Ltd v Quoine Pte 
Ltd referred to above).  

• Crypto-tokens are treated as the currency of account or currency of payment of any 
contract (i.e. they are being used as the price and the method of payment). 

• There is an available market for the relevant crypto-tokens, such that there is no risk of 
the judgment creditor being in breach of any judgment. 

• A judgment expressed in crypto-tokens will not prejudice the claimant's ability to enforce 
a judgment (because of the potential limitations of enforcing against crypto-assets 
discussed in Question 46). 
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• The usual practice of the court also ordering sterling equivalent at the time of payment 
or on the date it orders enforcement should be retained, as well as the right of the 
judgment debtor to pay in the crypto-tokens expressed or in sterling. 
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This response to the Law Commission Digital Assets Consultation Paper dated 28 July 2022 
("Consultation Paper") has been drafted by Clifford Chance LLP ("Clifford Chance") on 
behalf of five international banks exploring the use of distributed ledger technologies and 
digital assets in the context of wholesale financial market transactions. As such the response 
reflects the collective views of these market participants. 

We support the Law Commission's efforts to ensure that the law is capable of accommodating 
both crypto-tokens and other digital assets in a way which allows the possibilities of this type 
of technology to flourish, and that digital assets benefit from consistent legal recognition and 
protection. 

In our response, we focus on practical considerations that are relevant to financial markets with 
respect to the potential creation of a new category of personal property.  We recognise the 
enormous amount of thought and work that has gone into the Consultation Paper and appreciate 
the logic of the arguments put forward in support of the creation of a new third category of 
personal property. We also support the Law Commission's stated aim of creating legal certainty 
and so enabling digital assets to flourish.  

We welcome the opportunity to provide a response to the Consultation Paper, which we believe 
to be essential for addressing legal issues arising in relation to digital assets in practice.  

REPONSE TO SELECT ISSUES 

Instead of expressing views regarding every question raised, we have included below the issues 
which are of practical importance to the business of the international banks that contributed to 
this response. 

1. Proposal to introduce a third category of property, and the "data objects 
definition" (relevant to Questions 1-6, 13-15 and 20) 

1.1 We agree that the law of England and Wales could recognise a third category of 
property, in addition to the existing categories of things in possession and things in 
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action. However, great care should be taken in defining such new category of property, 
to avoid creating new uncertainties and/or unintended consequences. 

1.2 A thriving digital asset industry, marketplace and ecosystem has evolved around digital 
assets that involve no actionable claim against another party (including, Bitcoin). 
Arguably, English law already recognises digital assets as property as supported by 
existing case law, though we agree that providing further clarity around the status of 
digital assets as property (and the category of property to which they belong) would be 
helpful in increasing legal certainty and supporting the digital asset industry. However, 
we consider it is important to recognise the different functions that distributed ledger 
technology ("DLT") may play in different cryptoasset (or other structures) and retain a 
flexible and technology-neutral approach. 

1.3 Similarly, there is a growing market in regulated emission allowances and certain 
voluntary carbon credits ("VCCs"). EU Allowances under the EU Emissions Trading 
Scheme ("EUAs") have already been recognised as a form of intangible property under 
common law (as noted in the CP). In many instances the VCC market already operates 
on the basis that VCCs amount to a form of intangible property as a matter of English 
law, and indeed we consider that this should be recognised and clarified. 

1.4 We are therefore concerned that the proposed "data objects" definition risks drawing 
the boundary of the proposed new category of property both too broadly in some cases 
and too narrowly in others. This therefore risks creation of new legal uncertainties and 
potential market disruption or undermining of market confidence where the proposed 
approach is at odds with the way in which market counterparties currently use DLT (in 
the context of cryptoasset structures as well as other use cases) and with respect to VCC 
markets.    

1.5 Turning to consider the proposed definition of "data object" in further detail: 

(a) Data objects may share some similar characteristics with a thing in action -  
broadly intangibility and control - and it follows that some of the principles 
applicable to things in action may provide a useful starting place for English 
common law to evolve in respect of data objects. 

(b) We can see why the criterion that a data object exists "independently of the legal 
system" has been proposed as a means of differentiating between different types 
of non-material property: property that can only be claimed through legal means 
(IP rights and debt) on one hand, and property existing without invoking the 
legal system (digital assets), on the other. As a criterion to differentiate between 
these two types of property, that to us, seems a helpful one.  

(c) The Law Commission's approach of defining a new category of "data objects" 
risks drawing the boundary too broadly, as this appears to capture uses of DLT 
to provide a record of who owns an asset, where that record is not intended to 
be property in its own right. 

(d) Bitcoin (and other "pure" cryptocurrencies that do not grant any specific rights 
to the holder) should be seen as a special case in the context of a broader digital 
asset class. The vast majority of cryptoassets (and particularly those developed 
for wholesale financial markets use cases) give the holder some form of rights, 
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whether a right to use computing power, economic rights in respect of security 
tokens, or other claims against an issuer of the token. These rights may exist 
independently of a DLT system (e.g. in the case of tokenised securities) but 
DLT records ownership of the rights, or may be natively issued so that the asset 
has no independent existence outside the DLT. In general, a "cryptoasset" is not 
the data in a crypto-token system or the means by which a participant can 
change/add to such data, but the notional thing, in respect of which the crypto-
token system provides a record of who owns it. 

(e) In this context, we consider it is unhelpful to begin with a form-based definition 
in which the status of a crypto-token as property is analysed separately from the 
rights that the holder enjoys by virtue of holding or controlling the crypto-token 
(together, the cryptoasset). We understand that question 27 of the consultation 
envisages that external things (such as contractual rights) may be linked to 
crypto-tokens, but consider there are potential adverse consequences that may 
arise with this approach. Taking the example of a tokenised security, this 
potentially creates uncertainty and duplication, as it becomes necessary to 
consider how to transfer the token as a third category of "property" as well as 
the substantive bundle of rights comprising the security that is attached to such 
token. If each is treated differently (as is envisaged in question 20 with respect 
to destruction and creation of crypto-tokens upon transfer, when the security 
itself persists) this could lead to uncertainty and new practical challenges for 
firms seeking to trade and provide services with respect to cryptoassets.   

(f) Connected this this and as noted above, the proposed approach does not appear 
to recognise the different functions that DLT may play in different cryptoasset 
(or other structures), where it is not always appropriate (and indeed we would 
argue, not usually appropriate) to treat the data comprising the crypto-token 
itself as property, when divorced from the rights that come along with owning 
the relevant cryptoasset that the crypto-token represents or records ownership 
of.  

(g) In particular, the definition of data object should clearly exclude uses of DLT 
for record keeping purposes only (i.e. use of DLT as a record of information, as 
distinct from a record/register which records and determines ownership of an 
asset). Otherwise, this may restrict the flexible use of DLT that has emerged 
organically to date and result in an odd outcome where use of a particular 
record-keeping technology creates an asset where parties had not intended to do 
so. Therefore, there is a risk that the Law Commission's proposed approach to 
defining crypto-tokens could adversely impact existing use cases. Careful case-
by-case analysis would be required to assess what adverse unintended 
consequences may arise from attributing property rights to these types of DLT 
use cases.  

(h) We also propose that crypto-tokens should be excluded from this third category 
of property where the crypto-token records ownership of a cryptoasset 
encapsulating a set of rights against an issuer or other person, or records a 
holder's ownership of another asset. As noted above this potentially creates 
uncertainty and duplication, as it becomes necessary to consider how to transfer 
the token as "property" as distinct from the substantive bundle of rights attached 

326



 - 4 - UK-3020-A2 

 

to such token. We think this is the wrong way to approach the issue and would 
lead to counterintuitive conclusions. 

(i) By analogy, when looking at how to transfer a contract which is recorded in 
writing on paper, it is unhelpful to start by looking at how to transfer the 
physical piece of paper as an item of property, independent from the intangible 
asset (i.e. the contractual rights). Instead, you would look substantively at how 
to transfer the contractual rights; the means of recording them is largely 
incidental to this question (other than with respect to legal formalities that may 
apply). Even where cryptoassets are intended to act as digital equivalents to 
'bearer' securities we consider that the better approach would be to look at who 
has control of the cryptoasset (which may be via controlling a crypto-token) to 
determine ownership, rather than going down the data and technology driven 
analysis proposed in question 20. 

1.6 Regarding the preferability of common law or statutory changes we note the following: 

(a) In our view, statutory changes may be required to provide certainty on targeted 
issues in a reasonable timeframe. We consider that targeted statutory reform 
could help resolve ambiguity quickly and operate as firmer foundation around 
which the common law may further develop.  

(b) However, we are concerned that attempts to define a new third category of 
property precisely (including the proposed definition of "data object" in the 
consultation) give rise to boundary issues, potentially creating property rights 
in instances of DLT where this is not the intention of the parties, and also 
creating greater uncertainty for other intangible property that does not clearly 
fit within the proposed definition, but which is generally treated as property in 
the market (such as in the case of VCCs). In general, changes to the law should 
only be made to the extent absolutely necessary, to minimise implementation, 
cost and compliance issues for market participants. A more targeted approach 
of focusing on identifying and removing specific, practical obstacles may be 
better and would be less likely to result in unintended consequences 

(c) Whilst there risks with statutory reform as noted above, on balance we consider 
this is likely the better approach as the establishment of relevant case law is 
likely to take a significant amount of time and period of uncertainty might stifle 
the growth of the DLT market in the UK. 

(d) Therefore, although the flexibility of approach offered by common law seems 
preferable to statute in the context of defining the details after the boundaries 
are created by legislation, it should not be the primary foundation for legal 
reform in an area based upon innovative technology that breaks down the 
traditional (and highly regulated) roles and responsibilities of actors in securities 
markets. The focus of cases on particular facts and arguments in the interests of 
the parties is unlikely to lead to broadly applicable clarity. In the book-entry 
securities markets, the majority of problems never reach the courts, because the 
actors resolve them between themselves in commercially appropriate ways. 

1.7 We also note that the lack of a consistent legal framework could raise arbitrage issues. 
As such, the UK should be mindful of the approaches taken in other jurisdictions to 
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treating digital assets as property, and consider whether there are any approaches taken 
globally that may be advantageous for the UK to also adopt, to increase legal certainty 
and support UK markets in digital assets (including the UK's role in global markets). 

2. Application to VCCs (relevant to Question 14) 

2.1 We agree that Voluntary Carbon Credit derivatives ("VCCs") do not satisfy the 
proposed criteria of data objects on the basis that they are not themselves "composed 
of data" but are rather evidenced by data set out in the register in which entitlements to 
VCCs are recorded.  

2.2 Nevertheless, we consider that VCCs should be recognised as a form of intangible 
property under English law.  This is consistent with the perceived market value of VCCs 
as well as the way in which the market in VCCs operates today.  

2.3 The fact that VCCs do not meet the Law Commission's definition of "data objects" risks 
creating further uncertainty as to whether or not VCCs are a form of property under 
English law and could potentially undermine confidence in the market. 

2.4 We also support the position expressed by ISDA in its response to the Consultation 
Paper with respect to VCCs. 

3. Issues relating to transfer of crypto-tokens (relevant to Questions 15, 20, 21, 24, 26 
and 27) 

3.1 The Consultation Paper seems focused on finding a solution to "Bitcoin-specific" issues, 
which may arise for Bitcoin and other "pure" cryptocurrencies that do not grant any 
specific rights to the holder. However, it raises other issues for cryptoassets more 
generally, including many types of cryptoassets which give the holder some form of 
rights.  

3.2 As set out in section 1 above, the proposed approach of  starting with a form-based 
definition in which the status of a crypto-token as property is analysed separately from 
the rights that the holder enjoys by virtue of holding or controlling the crypto-token 
seems to be at odds with current regulatory approach to dealing with cryptoassets 
(which looks at substance of the rights and obligations a holder of a cryptoasset has 
when determining if something is a cryptoasset and if so what type of cryptoasset). Here 
we use the term "crypto-token" to refer to crypto-tokens as defined in the consultation, 
and "cryptoasset" as the notional thing, in respect of which the crypto-token system 
provides a record of who owns it (as per section 1 above). 

3.3 Particular issues arise from this proposed approach on transfer of cryptoassets being 
characterised as destruction and replacement of tokens. From our perspective, the focus 
on the concept of a "crypto-token" as a special form of data is unnecessary and causes 
problems, given that:  

(a) regarding data as property is not consistent with usual English law analysis; 

(b) the data will change; 

(c) participants in the crypto-token regard a transfer of a cryptoasset as a transfer 
of an asset, not the destruction of one asset and creation of another; and 
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(d) the transfer of a cryptoasset does not involve the destruction of a cryptoasset 
and minting of a new one. 

3.4 We favour a legal treatment where the asset is seen to persevere in time, as opposed to 
a technologically based view in which the cryptoasset is conceptualised as being 
destroyed and created again upon transfer. The latter approach could create other 
undesired implications, in areas including but not limited to tax implications, 
insolvency implications, hardening periods and ranking of security, creating legal and 
market uncertainty. In contrast, if the crypto-token is not separated from the rights that 
the holder enjoys, the changes in the crypto-token system record the transfer and ensure 
that all participants in the system recognise it. Conceptually this is similar to a change 
to a share register recording a transfer of a share, the main difference being that crypto-
token systems have no legislation which states the effect of the transfer.  

3.5 In light of the above, the better view is (a) to look to the regulatory treatment of an asset 
as a means of determining its legal treatment (i.e. if the asset is a security, then it follows 
that the legal treatment of the asset is as a security) and (b) to define a crypto-token 
system as a record of who owns the crypto-assets, and the operating rules/processes of 
that system determine who is regarded as the owner of a crypto-asset and how they can 
transfer it. In general, we would expect this may require a case-by-case approach to 
instances of use of DLT to distinguish those use cases where DLT has been used to 
create cryptoassets, or whether DLT is used for another purpose (e.g. as accounting 
records) which does not involve creation of cryptoassets. 

3.6 By way of comparison we note that the U.S. have approached this question through 
updates to the Uniform Commercial Code (UCC) to introduce "controllable electronic 
records" as a new type of property. However, there are specific carve outs from this 
definition for controllable accounts, controllable payment intangibles, deposit accounts, 
electronic copies of a record evidencing chattel paper, electronic documents of title, 
electronic money, investment property, or transferable records. If the Law Commission 
did propose introducing a third category of property via statutory amendments, we 
consider that these carve outs from the UCC definition may be a good starting point to 
identify the types of DLT use cases that ought to be carved out of scope of any new 
definition. As noted above, this would need to provide sufficient flexibility for case-by-
case analysis of whether a particular instance of DLT has been used to create a 
cryptoasset or for another purpose where it would not be necessary or appropriate for 
this to fall within the third category of property.   

3.7 With respect to derivative transfers, if a person is recognised by the system as holder 
of cryptoassets, there is no reason why that person cannot hold such cryptoassets on 
behalf of someone else on the grounds of separation of legal title from the recorded 
state of the distributed ledger or structured record and/or factual control over a crypto-
token. 

3.8 We believe that the reference to a "state change" in the context of transfer operations is 
unhelpful and unnecessarily complex, since it suggests that it is necessary to make a 
detailed analysis of what has happened in the relevant system. If it is clear that transfer 
of legal title to the cryptoasset occurs in accordance with the crypto-token system 
rules/operations, an agreement to sell does not transfer title until the transfer is made 
through the crypto-token system (although beneficial interest may transfer following 
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payment by the purchaser, subject to usual legal principles). Therefore, it would seem 
appropriate that beneficial title can change with no corresponding state change. 

3.9 In relation to other types of link between a crypto-token and a thing external to a crypto-
token system that is commonly encountered or used in practice, we reiterate that it 
seems to be unhelpful to begin with a form-based definition in which the crypto-token 
is separated from the rights that the holder enjoys (together, the cryptoasset) as is 
explicitly stated in para 10.4 of the Consultation Paper. We would argue that this is 
inconsistent with the current definitions of cryptoassets used in financial regulation (e.g. 
Money Laundering Regulations 2017) and the broader UK approach to regulation of 
cryptoassets, including those that do qualify as securities under the RAO. As such, the 
proposed approach would cut across the way the existing regulatory framework 
approaches the subject of cryptoasset regulation, i.e. with rights that are inextricable. 

4. Application of the concept of control to cryptoassets (relevant to Questions 16-19) 

4.1 We agree that the concept of control is more appropriate for cryptoassets than the 
concept of possession, on the basis that, in reality, possession is a form of control over 
physical objects.  Since cryptoassets can only be held by having control rather than 
physical possession, control is the appropriate concept which is preferable to be 
developed in reliance on the flexibility of approach offered by common law rather than 
statute, given the nuances of who actually controls a cryptoasset on DLT/crypto system. 

4.2 Although the person in control of a cryptoasset at a particular moment in time may be 
taken to be "the person who is able sufficiently: (1) to exclude others from the 
[cryptoasset]; (2) to put the [cryptoasset] to the uses of which it is capable (including, 
if applicable, to effect a passing of, or transfer of, that control to another person, or a 
divestiture of control); and (3) to identify themselves as the person with the abilities 
specified in (1) to (2) above", this needs to take into account how the rules and/or 
operational processes of a crypto system take into account different levels of control.  
For example, a crypto system may regard a particular person as the owner of 
cryptoassets, and such person is the only person regarded as the owner and able to 
transfer the cryptoassets, whilst some other person (e.g. software developer, central 
system operator if relevant) may also have control over/can change the record, but is 
not regarded as the owner. For these reasons, we support that it would be beneficial for 
a panel of industry, legal and technical experts to provide non-binding guidance on the 
complex and evolving issues relating to control and other issues involving cryptoassets 
more broadly. 

5. Custody of cryptoassets (relevant to Questions 29-33) 

5.1 An entity is generally understood to provide "custody" services where that entity holds 
assets for its client, but the client remains the ultimate owner of the assets and the assets 
are recorded on the balance sheet of the client not the custodian.  

5.2 Notwithstanding the tweaks required in the DLT system, custody of crypto-tokens 
should be seen in a similar manner as any other asset that is held under custody. For 
these purposes, it is important to clarify what it means to hold cryptoassets (which will 
depend on the relevant system), and therefore when a person holds but on behalf of 
another person. When defining 'holding' of cryptoassets, it would be pertinent to analyse 
whether custody also includes holding the key or unique access code on behalf of a 
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person, who is to be treated as the ultimate owner of the underlying cryptoassets in this 
case and how such holding of the key or unique access code should be reflected on the 
balance sheet (i.e. as an asset or as a liability/payable). Terminology will be particularly 
important as regulation of services relating to cryptoassets develops.  

5.3 In general, a distinction should be drawn between custodial services, non-custodial title 
transfer arrangements and non-custodial technology services (as described below) as 
provided with respect to cryptoassets. We believe that the contractual terms agreed 
between the parties should determine whether the arrangements are correctly 
characterised as either custodial, non-custodial title transfer or non-custodial 
technology-based services, which we define as follows:  

(a) custodial-type services - where a custodian is entrusted with safekeeping of all 
or part of the private key. In these circumstances the relevant contracts will 
typically use language stating that the custodian holds the assets “on trust”, as a 
“fiduciary” and/or “on behalf of the client”;   

(b) non-custodial title transfer arrangements - where the service provider takes 
full title transfer to the client’s assets and in return the client has a contractual 
right to the return of an equivalent asset. In these arrangements the client is 
exposed to the credit risk of the service provider but may, when recognised, 
mitigate its exposures through the application of netting and/or set-off of other 
obligations due to the service provider (e.g. master lending agreements); and  

(c) non-custodial technology services - for example a technology provider that 
simply provides wallet software and has very limited or no control over the 
private key (e.g. self-hosted wallets and certain multi-party computation 
solutions). These will likely be characterised as software licences, software as a 
service (SAAS) and/or wallet as a service arrangements (WAAS). 

5.4 With respect to the "custodial-type services" category above, we would also argue that 
the unique aspects of crypto-tokens mean that a simple, single categorisation of 
“holding crypto-tokens'' is not adequate. In particular, the enhanced features of crypto 
assets and private keys allow us to further fine-grain “custodial-type services” between: 

(a) custodian services – where a party controls the private keys associated with the 
relevant crypto asset. We agree that this could be characterised and structured 
as a trust arrangement, even where the underlying entitlements are (i) held on a 
consolidated unallocated basis for the benefit of multiple users, and (ii) 
potentially even commingled with unallocated entitlements held for the benefit 
of the custodian itself, provided this is consistent with the terms agreed and the 
intentions of the parties.  

(b) key-holder services – where a party controls one (or some) of the keys in a 
‘multi-signature’ set-up. This is akin to a party holding one key to a physical 
safe deposit box, with (perhaps) the beneficial owner holding another key etc.  
The key-holder party has a very limited role, and can't abscond with assets, and 
can’t itself move or affect the assets without a sufficient number of other 
keyholders agreeing.  
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5.5 This is relevant because different legal arrangements may exist depending on the ‘type’ 
of arrangement. 

5.6 With respect to custodian services, we agree that a presumption of trust does not 
currently apply to crypto-token custody facilities. Some firms contributing to this 
response also agreed that the presumption of a trust should not be introduced as a new 
interpretive principle, since regardless of what the parties call the arrangements, its 
proper characterisation should depend on the facts and parties' intentions. This was on 
the basis that if the parties intend that the assets are to be held on trust this can clearly 
be expressed in the custodian's terms either by the use of the word "trust" or by other 
language that demonstrates that the custodian holds the assets "on behalf of" or "for the 
benefit of" clients. 

5.7 However, other firms considered that a default assumption of the imposition of a trust 
would be sensible unless the parties specify otherwise, on the basis that this could 
operate to protect underlying beneficial owners as a matter of course through potentially 
multiple intermediaries, while still respecting party autonomy should parties wish to 
adopt a different approach. These firms considered that whilst the adoption of an 
approach founded in trust concepts is not a solution to all market concerns (e.g., this 
does not provide a guarantee against a shortfall of intangible assets where an 
intermediary fails to segregate sufficiently), a common approach nevertheless would 
provide the most clarity for all stakeholders, with statutory or other express clarification 
of the position proposed as a pragmatic approach. They noted that it is typical market 
practice for crypto-token custody arrangements, where the custodian holds the private 
key(s) in respect of the relevant crypto-token, in common law jurisdictions such as 
England and Ireland to be structured as trusts. 

5.8 Although we support the position that the legislation should provide for a general pro 
rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-
tokens or crypto-token entitlements in a custodian insolvency, this rule should apply 
only in situations where there is no clear evidence of the person to whom the shortfall 
should be allocated. This is because a custody arrangement, unlike a collective 
investment such as a fund, is not an arrangement where the custody clients intend or 
expect to share in losses resulting from the transactions of other custody clients.  

5.9 Also, it is important to analyse from the UK insolvency law and resolution planning 
perspective whether in case of the custodian's insolvency unallocated holdings of crypto 
tokens would be seen as custodian's assets or as its debts/liabilities (please see 
paragraph 5.1 above). 

6. Collateral (relevant to Questions 34-36 and 38) 

6.1 It does not appear to be necessary to extend bailment to crypto-tokens, or to create an 
analogous concept based on control, in light of our responses above. Since trustee 
obligations can be limited and tailored by contract, it is unclear why extension of 
bailment or a similar concept to cryptoassets is necessary. 

6.2 Subject to our broader comments about the characterisation of crypto-tokens in Section 
1 above, we agree that crypto-tokens, as objects of personal property rights, can be the 
subject of title transfer collateral arrangements, and on-possessory securities can be 
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satisfactorily granted in respect of crypto-tokens, without the need for specific law 
reform to provide for this. 

6.3 Based on the premise that determining which assets fall within FCARs should be 
determined by their substance and not form, there should be no need to extend FCARs 
to more formally and comprehensively encompass crypto-token collateral 
arrangements. However, there are certain provisions of the FCARs that could usefully 
be clarified in a technology neutral manner. For example, security tokens that would 
fall within scope of the FCARs should not be excluded from scope by virtue of their 
form (e.g. use of DLT). Additional guidance may be needed on how terms such as 
"account" should be understood in this context, and whether tokenised forms of cash 
would fall within scope of concepts of "money" and "pecuniary claims" for the purposes 
of the FCARs. 
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 4 November 2022 
 Commercial and Common Law Team 
 Law Commission 
 1st Floor 
 Tower 
 52 Queen Anne's Gate 
 London SW1H 9AG 
 digitalassets@lawcommission.gov.uk 

 Dear Professor Green, 

 Coinbase  welcomes  the  Digital  Assets  consultation  paper  published  by  the  Law  Commission  of 
 England  and  Wales  as  a  significant  step  forward  for  the  industry  and  legal  certainty  around  the 
 treatment  of  digital  assets.  This  letter  summarises  our  contribution  to  these  important 
 discussions  relating  to  foundations  of  property  law,  custody  and  collateral  for  the  benefit  of  our 
 clients and the wider crypto ecosystem. 

 Coinbase  welcomes  the  opportunity  to  contribute  to  the  Law  Commission’s  Digital  Assets 
 Consultation  Paper  (Number  256)  dated  28  July  2022  (the  “  Consultation  Paper  ”).  This  549  page 
 analysis  of  the  laws  of  England  and  Wales  has  naturally  been  enthusiastically  received  by  Coinbase 
 and  our  industry  more  broadly.  We  appreciate  the  Law  Commission’s  stated  objective  to  provide  a 
 facilitative and legally certain environment in which digital assets can flourish. 

 The  United  Kingdom  is  Coinbase’s  second  largest  market  outside  the  United  States  for  both  retail  and 
 institutional  clients.  It  is  consistent  with  our  mission  and  the  interests  of  our  clients  to  ensure  that 
 the  common  law  of  England  and  Wales  continues  in  its  long  tradition  of  respecting  property  rights 
 and  the  reasonable  expectations  of  commercial  parties.  As  the  law  evolves  to  tackle  the  unique 
 issues  raised  by  digital  ownership  and  the  crypto  economy,  we  welcome  this  opportunity  to 
 contribute. 

 We  also  emphasise  the  importance  of  this  work  in  other  common  law  jurisdictions  and  beyond. 
 English  law  has  long  been  a  preferred  choice  of  law  for  contracting  parties  in  traditional  finance  and 
 international  commerce.  The  impact  of  this  Consultation  Paper  and  the  proposals  set  out  therein  are 
 relevant  to  crypto  market  participants  seeking  to  leverage  the  certainty  and  predictability  of  English 
 common law and to those who benefit from its persuasive influence in other jurisdictions. 

 Coinbase  has  taken  a  leading  role  in  coordinating  and  providing  detailed  responses  to  the 
 Consultation  Paper  via  the  International  Digital  Assets  Counsel  Association  (IDAC)  Working  Group  and 
 through  our  membership  of  the  International  Swaps  and  Derivatives  Association  (ISDA).  We  write  in 
 support of the detailed submissions set out in those responses. 

 In summary our conclusions are as follows: 

 ●  Collateral  -  We  believe  that  there  is  an  urgent  need  for  a  robust  regime  for  crypto  collateral 
 arrangements  with  similar  effect  to  the  Financial  Collateral  Arrangements  Regulations  (“FCARs”). 
 The  FCARs  have  been  highly  successful  in  traditional  financial  markets  providing  market 
 participants  with  increased  certainty,  and  an  enhanced  toolkit  to  take  and  enforce  in-scope 
 collateral  arrangements  for  financial  obligations.  In  our  view,  the  same  policy  considerations  that 
 apply to “financial collateral” also apply to “crypto collateral arrangements”. 
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 For  crypto  markets  to  scale  in  a  safe  and  efficient  manner  it  is  essential  that  crypto  market 
 participants  have  the  same  toolkit  available  to  effectively  mitigate  their  credit  and  liquidity  risks 
 and  in  doing  so  reduce  the  potential  for  systemic  risks.  We  submit  that  crypto  asset  market 
 participants  should  benefit  from  the  same  advantages  as  traditional  financial  market  participants 
 when structuring their collateral arrangements. 

 Our  position  is  that  we  would  like  crypto-assets  to  be  covered  by  a  targeted  amendment  to  the 
 FCARs  (solving  for  centralised  finance  or  “CeFi”  in  the  short  term)  with  a  fuller  consultation  on  a 
 standalone  crypto  regime  (solving  for  decentralised  finance  or  “DeFi”)  in  the  longer  term.  The 
 inclusion of crypto within the existing FCAR regime is an important leap forward for the industry. 

 ●  Third  Category  of  Property  -  We  agree  with  the  Law  Commission’s  proposed  explicit  recognition 
 of  “data  objects”  as  a  “third”  category  of  personal  property.  A  thriving  digital  asset  industry, 
 marketplace  and  ecosystem  has  evolved  around  digital  assets  that  involve  no  actionable  claim 
 against  another  party  (including,  by  way  of  example,  Bitcoin,  Ether  and  various  altcoins).  We 
 therefore  support  the  Law  Commission’s  description  of  “data  objects”  permitting  the  common 
 law to evolve to reflect the idiosyncrasies of this asset class. 

 ●  Custody  -  We  agree  with  the  Law  Commission  that  crypto-token  custody  arrangements  can  be 
 characterised  and  structured  as  trusts.  Trusts  are  powerful  tools  that  are  routinely  deployed  by 
 both  traditional  and  crypto  custodians  to  ensure  that  clients’  assets  are  not  available  to  the 
 general  creditors  of  their  custodian.  We  also  welcome  the  Law  Commission’s  proposals  for 
 targeted  statutory  intervention  for  a  general  pro  rata  shortfall  allocation  rule  in  respect  of 
 commingled  unallocated  holdings  of  crypto  tokens  or  crypto-token  entitlements  in  a  custodian 
 insolvency.  Such  measures  promote  additional  confidence  that  clients’  assets  will  be  returned 
 promptly in the event of a custodian insolvency and thereby allow this industry to flourish. 

 Again,  we  thank  the  Law  Commission  for  addressing  these  important  foundational  questions  and  for 
 considering our response. 

 Yours sincerely, 
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Consultation Question 1  
 

1. We provisionally propose that the law of England and Wales should recognise a 

third category of personal property. Do you agree?  

 

1.1. Authors were divided on this issue with the majority disagreeing with the creation of 

a third category.   

 

1.2. Those who agree recognise that digital assets do not fall neatly into the current 

dichotomy: things in action and things in possession.   

 

1.3. The difficulties in squaring “new forms of property” into these two categories was 

seen in Armstrong v Winnington [2012] EWHC 10 (Ch), [2013] Ch 156, as the Law 

Commission’s Consultation Paper (“LCCP”) points out at para 4.41. Despite these 

difficulties, in our collective experience, courts have been willing to consider whether 

a person has rights of a proprietary nature (whether or not the courts are engaging in 

the difficult debate as to what is “property”), such as asserting priority over unsecured 

creditors in insolvency, even in cases involving novel forms of property. Armstrong 

v Winnington is one example of the court undertaking this exercise. 

 

1.4. Given that the courts have both recognised that (i) digital assets can be the object of 

property rights; and (ii) there are difficulties in fitting new forms of property into the 

recognised categories, those who agree consider that the Law Commission’s proposal 

for a third category of property would be appropriate.  

 

1.5. By contrast, some authors are concerned that an arbitrary distinction has been drawn 

between the approach to digital assets and electronic trade documents. It is unclear 

how the distinct conceptual analyses of (a) electronic trade documents which can be 

possessed and (b) data objects, on the other, to which the Law Commission has 

suggested not to extend the concept of possession will sit together in practice.   

 

1.6. The analysis preventing the extension of the concept of possession to intangible assets 

in the common law – the most valuable precedentially being the House of Lords in 

OBG v Allan [2007] UKHL 21; [2008] 1 AC 1 – is neither particularly strong nor 
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applicable to the modern day. The House of Lords was not unanimous on the issue of 

whether conversion (a possessory cause of action) could apply to intangibles with 

Lord Nicholls and Baroness Hale powerfully dissenting. Baroness Hale makes a 

powerful policy argument for extending the remedy of conversion stating at [309]: 

 
“In a logical world, there would be such a proprietary remedy [i.e. conversion] 
for the usurpation of all forms of property. The relevant question should be, not 
‘is there a proprietary remedy?’ but ‘is what has been usurped property”.  
 

Some authors therefore consider that a preferable course of action would be for 

legislation to clear the way for courts to apply concepts like possession to digital 

assets rather than creating a third category of property which is likely to introduce 

unnecessary complexity into an already extremely complex area of the law. 

 

1.7. There is an argument that, if the law recognises (either by statute or judicial 

precedent) that intangible assets can be “things” and can also be the subject of legal 

possession, there is no reason why they should not form part of the category of things 

in possession. We consider that this could be confusing, although it could be 

distinguished from tangible chattels in possession by calling them “digital things in 

possession”, again a third category, but more traditionally based in form along with 

access to possessory based remedies. 

   

Consultation Question 2  

 

2. We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be composed of data represented in an electronic 

medium, including in the form of computer code, electronic, digital or analogue 

signals. Do you agree?  

 

2.1. No, we do not agree.  

 

2.2. This issue should be left to be developed incrementally by the common law. The 

starting point can be Lord Wilberforce's Ainsworth criteria. We note that the Law 

Commission has already referred to the Ainsworth criteria at some length. We agree 

with the Law Commission’s conclusions at paragraphs 2.39 and 2.43 that “The 
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Ainsworth criteria are, therefore, not a definitive description of all the characteristics 

a thing must have before it can attract property right (…) Nevertheless, they are a 

helpful starting point.” 

 
2.3. There are some who consider that reliance on Lord Wilberforce’s Ainsworth criteria 

is flawed. Professor Swadling refers to the House of Lords’ decision in King v David 

Allen (Billposting) Ltd [1916] 2 AC 54 in which it was held that an assignable licence 

to put advertising posters on the side of a building was not a property right and so 

incapable of binding third parties; yet it clear satisfied Lord Wilberforce’s test. In 

Professor Swadling’s view these cases establish that the list of property rights is a 

closed one. Lord Wilberforce’s test may be a necessary condition of a right qualifying 

as proprietary, but it is not a sufficient one. One must go further and show that the 

right in question is on the list. As it stands, digital1 assets do not presently feature in 

that list meaning that it is for Parliament to legislate. 

 
2.4. However, from the perspective of practitioners who have argued (at least at an interim 

stage) cases involving crypto assets before common law and commercial judges, our 

experience is that courts are willing to at least consider whether a person has rights 

of property in novel circumstances (for example, in the insolvency context as regards 

unsecured creditors). Cases like Armstrong v Winnington are examples of our courts 

doing so in other contexts. 

 
2.5. The obvious benefit of leaving property rights to develop incrementally through the 

common law would be flexibility and longevity in the face of rapidly developing 

technology. Courts can then accommodate new forms of digital assets in the 

definition of property, without the need for statutory revision. In addition, statutory 

intervention would likely lead to undue complexity.  

 

2.6. We do not consider that definitions such as the one put forward in the UNIDROIT 

Working Group (mentioned at paragraph 5.16 of the Consultation), or other 

definitions used in civil law jurisdictions, would be helpful in this jurisdiction.   

 

 
1 ‘Property’ in Burrows (ed), English Private Law (3rd edn, 2013) at paras 4.09-4.13. 
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2.7. We are not attracted to overly prescriptive legislation on a concept (i.e. personal 

property) that has its natural roots in the common law. 

  

Consultation Question 3  

 

3. We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must exist independently of persons and independently 

of the legal system. Do you agree?  

 

3.1. We do not agree for the reasons stated in relation to Question 2.  

 

Consultation Question 4  

 

4. We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be rivalrous. Do you agree?  

 

4.1. We do not agree for the reasons stated in relation to Question 2.  

 

Consultation Question 5  

 

5. We provisionally propose that a data object, in general, must be capable of being 

divested on transfer. Do you agree? Please give examples, if any, of when this will not 

be the case.   

 

We provisionally propose that divestibility should be regarded as an indicator, or 

general characteristic of data objects, rather than as a gateway criterion. Do you 

agree?  

 

5.1. We agree on the basis that this is commonly an indicator of other ‘traditional’ forms 

of property. Indeed, this is one of the issues that the ‘double spend’ issue presented 

by cryptocurrencies which has been resolved by the blockchain and ledger 

technology. 
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5.2. We agree with the LCCP that this should not be a criterion but an ‘indicator’ and 

suggest that the other criterions listed above should, to the extent that a third category 

of property is deemed necessary, have a similar status.  

 

Consultation Question 6   

 

6. We provisionally propose that:   

(1) the law of England and Wales should explicitly recognise a distinct third category 

of personal property; and   

(2) a thing should be recognised as falling within our proposed third category of 

personal property if:   

(a) it is composed of data represented in an electronic medium, including in the 

form of computer code, electronic, digital or analogue signals;   

(b) it exists independently of persons and exists independently of the legal system; 

and   

(c) it is rivalrous.   

Do you consider that the most authentic and appropriate way of implementing these 

proposals would be through common law development or statutory reform?  

 

6.1. We do not agree for the reasons stated above. Subject to those who consider that the 

concept of possession should be possession, we think the criteria for any third 

category of property which is ultimately recommended by the LCCP should be left to 

the courts to develop by way of the common law.  

  

Consultation Question 7   

 

7. We provisionally conclude that media files do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property. Do you agree?   

 

7.1. Yes, we agree.   

 

Regardless of your answer to the above question, do you think that media files should 

be capable of attracting personal property rights?  
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7.2. No.   

 

Consultation Question 8   

 

8. We provisionally conclude that program files do not satisfy our proposed criteria of 

data objects, and therefore that they fall outside of our proposed third category of 

personal property. Do you agree?  

 

8.1. Yes, we agree.  

 

Regardless of your answer to the above question, do you think that program files 

should be capable of attracting personal property rights?  

 

8.2. No.  

 

Consultation Question 9   

 

9. We provisionally conclude that digital records do not satisfy our proposed criteria of 

data objects, and therefore that they fall outside of our proposed third category of 

personal property. Do you agree?  

 

9.1. Yes, we agree.  

 

Regardless of your answer to the above question, do you think that digital records should 

be capable of attracting personal property rights?  

 

9.2. No.  

 

Consultation Question 10  

 

10. We provisionally conclude that email accounts do not satisfy our proposed criteria of 

data objects and therefore that they fall outside of our proposed third category of 

personal property. Do you agree?  
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10.1. Yes, we agree.  

 

Regardless of your answer to the above question, do you think that email accounts 

should be capable of attracting personal property rights?  

 

10.2. No.  

 

Consultation Question 11  

 

11. We provisionally conclude that in-game digital assets do not satisfy our proposed 

criteria of data objects and therefore that they fall outside of our proposed third 

category of personal property. Do you agree?  

 

11.1. Yes, we agree.  

 

Regardless of your answer to the above question, do you think that in-game digital 

assets should be capable of attracting personal property rights?  

 

11.2. No.  

 

Consultation Question 12  

 

12. We provisionally conclude that (DNS) domain names do not satisfy our proposed 

criteria of data objects and therefore that they fall outside of our proposed third 

category of personal property. Do you agree?  

 

12.1. Yes, we agree.  

 

Regardless of your answer to the above question, do you think that (DNS) domain names 

should be capable of attracting personal property rights?  

 

12.2. No.  
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Consultation Question 13  

 

13. We provisionally conclude that Carbon Emissions Allowances do not satisfy our 

proposed criteria of data objects and therefore that they fall outside of our proposed 

third category of personal property. Do you agree?  

 

13.1. Yes, we agree.  

 

Consultation Question 14  

 

14. We provisionally conclude that most VCCs do not satisfy our proposed criteria of 

data objects and therefore that they fall outside of our proposed third category of 

personal property. Do you agree?  

 

14.1. Yes, we agree.  

 

Regardless of your answer to the above question, do you think that VCCs should be 

capable of attracting personal property rights?  

 

14.2. No.  

 

Consultation Question 15   

 

15. We provisionally conclude that crypto-tokens satisfy our proposed criteria of data 

objects and therefore that they fall within our proposed third category of personal 

property. Do you agree?  

 

15.1. The question asks: whether it is agreed that crypto-tokens satisfy the proposed 

criteria of data objects: Depending on the actual nature of the crypto token, we agree.  

 

15.2. It also asks whether that means they fall within the proposed third category of 

personal property: if data objects can be seen as “things” and are capable of being 

possessed, then we do not consider it necessary for there to be a third category. They 
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would be things in possession. If not, then a third category would be sensible. This is 

discussed further above in relation to questions 1-6.  

 
15.3. We agree that a crypto-token, using the narrow description set out above, is composed 

of data represented in an electronic medium, exists independently of persons and of 

the legal system; and is rivalrous. Our difficulty arises, however, when that narrow 

description of a crypto-token is expanded to incorporate the consequences of transfer, 

as described in Chapters 12 and 13 of the LCCP. This can be demonstrated clearly in 

the case of UTXO systems, like the Bitcoin system.  

 
15.4. The LCCP a UTXO system as notional units of account, which are treated by market 

participants as instances of value, being represented by unspent transaction outputs 

drawn from the system’s ledger. These outputs are associated with parameters: the 

value of the output, being the notional units of account that are incorporated 

(information attributes); and the criteria that must be satisfied, being the application 

of a private key, when spending the output (functional or operational attributes). 

When the output is spent, or consumed, the functional attribute is exhausted, but the 

informational attribute remains as an historical record. As the crypto-token is a 

composite construct, built from the notional units of account, together with the need 

for a private key to spend them, once the private key has been applied to the locking 

mechanism of the system, the outputs are spent, that construct of the crypto-token no 

longer exists as such and a new crypto-token, with new parameters, comes into 

existence.  

 
15.5. We offer the following comments on such an analysis.2  

 
Independence  

15.5.1. First, we consider that a crypto-token constructed in the manner described in 

the LCCP fails to satisfy the conditions necessary for it to be a data object. The 

functional attribute of the crypto-token includes a locking script that locks the 

outputs until the relevant private key is applied. The public address, which is 

derived cryptographically from the private key, is therefore part of the 

functional attribute of the crypto-token. In this way, the crypto-token is not 

 
2 See also paras 8-45 to 8-59 of Sagar and Burroughs, The Digital Estate (2nd edn, Sweet & Maxwell), 2022.   
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independent of all persons; it is connected, and relies for its existence on, the 

person controlling its operation. It is different if the token is the satoshi (in the 

case of the Bitcoin system). That construct exists inside the system and is 

unrelated to anything outside it.  

 

Technical analysis  

15.5.2. Once the unspent output has been calculated, it is indivisible: it can be spent 

only in its entirety by a transaction. As an example, if a person (Alice) has a 

public address that is associated with 3 unspent bitcoin, the message that her 

wallet sends to the system for the purposes of a transaction must involve all 3 

bitcoin. If she sends only part (say 1 bitcoin) to another person (Bob), that can 

be achieved only if the wallet sends two messages to the system: one 

instruction to record a transfer of 100,000,000 satoshi to a public address that 

Alice has been given by Bob and the other to record a transfer of the balance 

of 200,000,000 satoshi (the “change”) to a public address that was created by 

the wallet controlled by Alice.  

 

15.5.3. When sent to the system, a transaction instruction does not mention a coin, a 

sender or a recipient. All of these items are constructed by computer software 

after it has interrogated the blockchain for the benefit of a human user. In the 

above example, before Alice’s transfer, her wallet did not have any bitcoin in 

it; it detected from the blockchain an unspent output that could be spent using 

one of the private keys controlled by the wallet and, from that information, 

calculated her bitcoin balance. Alice’s public address was not mentioned in her 

instructions to the system; it was retrieved from the locking script that was sent 

to the system for the previous transfer to her. When Bob “received” the satoshi 

from Alice, an output was created and recorded on the blockchain ledger, 

consisting of two parts: an amount of bitcoin, denominated in satoshi, and a 

cryptographic puzzle, known as a “locking script”. This script contained a key 

referable to Bob’s public address and could be solved by applying his private 

key if he wished to transfer, or “spend”, the satoshi.   

 

15.5.4. These processes provide functionality to the system; they were designed to 

secure it and to prevent double spending. The creation and operation of the 
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UTXO are part of those processes. There can be no UTXO without there being 

basic units from which it is calculated. In the case of the Bitcoin system, the 

basic unit is the satoshi. The satoshi is a construct by the system, as is the 

UTXO. Both are defined by the software of the system (the information 

attribute). The function of the satoshi (the functional or operational attribute) 

is an object that can be the subject of instructions to the system, to be recorded 

on the blockchain.   

 

15.5.5. If Alice’s wallet shows that she has 3 bitcoin to spend (the aggregate of all 

relevant unspent outputs found by her wallet, known as “inputs”) she can 

instruct the system to record a transfer of 1 bitcoin worth of satoshis 

(100,000,000) to Bob because the unit of the system is the satoshi. Although, 

as part of that process the system requires that she sends all of her available 

unspent outputs, that does not mean that the item that she is sending is the 

aggregate of her unspent outputs. She is sending 100,000,000 satoshi to Bob 

and another 200,000,000 satoshi to herself, as change. What she is sending are 

satoshis, not the UTXO.  

 

15.5.6. One important consequence of this analysis is that, instead of being 

extinguished by a transfer of value, the digital asset construct continues to exist 

and passes to the transferee. In the above example, the 100,000,000 satoshi sent 

by Alice are recorded on the blockchain as having been transferred, ready for 

onward transfer by the application of the relevant private key. This is quite 

different from the preference expressed by the LCCP, that an existing asset has 

been extinguished and a new one created.  

 

Capital gains tax  

15.5.7. This difference can be illustrated by describing how Alice’s transfer is treated 

under the capital gains tax legislation. Where there has been a disposal of an 

asset by an individual and the proceeds that are received, or deemed to have 

been received, exceed any allowable costs, any profit, known as a chargeable 

gain, may be subject to the provisions of the Taxation of Chargeable Gains Act 

1992 (“the 1992 Act”). For this purpose, “asset” includes all forms of property 
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and that includes digital assets.3 A disposal can occur where there is a transfer 

of the asset on a sale, an exchange or by way of a gift. By section 24 of the 

1992 Act, “the occasion of the entire loss, destruction, dissipation or extinction 

of an asset” constitutes a disposal for the purposes of the Act, whether or not 

any capital sum by way of compensation is received. This can have two adverse 

consequences in the case of a distinct crypto-token that is characterised as the 

unspent output and associated parameters, which is destroyed by a transfer, 

with the creation of a new crypto-token.  

 

15.5.8. As described above, as a matter of the functionality of the system, the whole 

of the unspent output must be part of the transaction, with any change (in 

satoshis) being recorded as having been transferred to the sender’s wallet. So, 

if for instance Alice has unspent output amounting to 3 bitcoin (the crypto-

token according to the LCCP) and agrees with Bob to transfer to him 1 bitcoin 

for a payment of £17,000 (the market value on the day), after she has sent a 

direction to the system for the transfer:  

A. On the basis of the view taken by the LCCP, Alice’s crypto-token 

(constructed from 300,000,000 notional units of account, or satoshi, 

being unspent output together with various parameters) will be 

destroyed by the transfer and two new crypto-tokens will be created, one 

as unspent output constructed from 100,000,000 satoshi, which requires 

Bob’s private key for onward “transfer”, and the other as unspent output 

constructed from 200,000,000 satoshi, which requires Alice’s private 

key for onward “transfer”.  

B. The extinction of Alice’s crypto-token (constructed from 300,000,000 

notional units of account) will constitute a disposal of the whole of it. 

As it will have been extinguished, it cannot be said that any of it, or any 

right or interest in it, will be transferred to Bob and, as it will no longer 

exist after the disposal, no part of it undisposed of.  Accordingly, there 

will not be a part disposal of Alice’s crypto-token as a result of her to 

transfer it to Bob, with change to herself.  

 
3 For the purposes of this discussion, we, like the LCCP use the expression “digital asset” to refer to something 
with a property right or interest, rather than as a general description of digital functionality, including pure 
information.  
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C. Although Bob will be paying market value for what he will receive 

following the directions to transfer, the disposal of Alice’s crypto-token 

as a whole will have been made otherwise than by way of a bargain made 

at arm’s length, so that the disposal will have deemed to have been at 

the open market value of 3 bitcoin, or £51,000. If Alice paid £1,000 for 

the 3 bitcoin in 2016, a gain of £50,000 will have accrued on the whole 

crypto-token. She would have intended to dispose of, and pay capital 

gains tax on 1 bitcoin, but a capital gains tax charge would be made in 

respect of a gain for the whole crypto-token.  

 

Pooling 

15.5.9. Another way in which the LCCP view affects capital gains tax is in the pooling 

arrangements adopted by HM Revenue & Customs for the calculation of the 

allowable expenditure (generally, the acquisition and other costs) for the 

disposal of cryptoassets.4 If Alice buys one bitcoin today for £17,000 and 

another next month for £20,000, then sells one of them the month after that for 

£22,000, it is necessary to determine the acquisition cost for the disposal. 

HMRC have adopted a pooling system, under s.104 of the 1992 Act, by which 

each of the assets acquired and the allowable expenditure for each acquisition 

are pooled. The assets thereby lose their identity and are treated as if they were 

acquired at the same average cost. On a disposal of one of the assets in the 

pool, a proportionate part of the allowable expenditure is allocated to that 

disposal.   

 

15.5.10. This pooling process applies to “securities of the same class” that are acquired 

”by the same person in the same capacity”. They are to be regarded as 

“indistinguishable parts of a single asset growing or diminishing on the 

occasions on which additional securities of the same class are acquired or some 

of the securities of that class are disposed of”.5 Although cryptoassets are not 

generally considered to be securities, s.104 is applied by HMRC because the 

word “securities” is defined in s.104(3) as including assets “where they are of 

 
4 See CRYPTO22200 - Cryptoassets for individuals: Capital Gains Tax: pooling.  
5 Section 104(1) of the 1992 Act.  
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a nature to be dealt in without identifying the particular assets disposed of or 

acquired”. If the item is a crypto-token, which must by definition be unique 

and always identifiable, in the sense that it comprises unspent transactions 

together with associated parameters, the section would have no application.  

 

The coinbase issue  

15.5.11. The first transaction in every block of the Bitcoin blockchain is the coinbase 

transaction, which is a special transaction. A number of units are recorded—

currently 6.25 bitcoin—as a payment of the reward due to the person 

controlling the mining computer that has solved the puzzle set by the system. 

There is no unspent transaction, because the new units are newly created by 

the system and have never been subject to any locking script. The process is 

that the mining computer adds the 6.25 bitcoin as a transfer to the owner’s (or 

controller’s) public address, in the first transaction of the block. The record of 

the transaction does not include any unspent output or input. It has never been 

associated with any public address. Accordingly, there was never a crypto-

token that included those bitcoin; there were only those 625 million satoshi 

being recorded against the public address of the miner. That those bitcoin can 

exist by themselves highlights that the idea of an unspent output crypto-token 

is not required.6  

 

Liquidity provision  

15.5.12. If, say, ETH tokens are deposited into a liquidity pool smart contract that is 

part of a DeFi protocol offering automated Money Market transactions, those 

tokens are mixed with other tokens deposited into the pool by other users. It is 

not clear how the various holdings can be so intermixed if the crypto-token is 

a collection of tokens associated with various parameters.  

 

Vaults  

15.5.13. Certain DeFi protocols offer users the opportunity to withdraw tokens provided 

they supply to the protocol certain tokens by way of collateral. The offer might 

be that the tokens supplied as collateral will remain in the ownership of the 

 
6 See para 8-57 of Sagar and Burroughs, The Digital Estate. 
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user but, if the collateral becomes insufficient, it will be sold. In such 

circumstances, the agreement between user and the persons controlling the 

protocol is that ownership of the deposited ETH remains in the user. If, 

however, the user’s ETH (or Wei) is destroyed as it is recorded on the 

blockchain as having been transferred to the vault smart contract, it is 

impossible for ownership to remain with the user. There would need to be the 

creation of some kind of trust, giving the user only an equitable interest, and 

that is not what was agreed.   

 

General comments on data objects and how they are defined  

 

15.6. Footnote 263 of Chapter 4 cites in support of the above conclusion a dictum of 

Lewison LJ in the Court of Appeal of the Manchester Ship Canal decision,7 

emphasising that the word “physical” was used within the first element: a “sufficient 

degree of physical custody and control”. It is of note that this case concerned relief 

from forfeiture (or termination) of a licence to discharge surface water and trade 

effluent into a canal. As no proprietary rights over the land had been granted, relief 

could be given only if the licence granted possessory rights. The possessory rights 

did not need to be in land, they could be possessory rights in the infrastructure or even 

the airspace enclosed by the infrastructure (in other words inside the pipes) The 

footnote mentioned above states that the Manchester Ship Canal case was “about 

possession of land, but the statement is of a more general application”. We do not 

agree. In the Supreme Court, Lord Briggs prefaced his citation of the dictum with the 

words, “[t]he Court of Appeal [2019] Ch 331 had no difficulty in identifying a 

sufficiently certain concept behind the phrase possessory rights in relation to land”.8 

As the proceedings related to land, the decision is distinguishable from a case relating 

to a data object.  

 

15.7. The Armstrong v Winnington case concerned a carbon emissions trading scheme and 

the provisional conclusion in Chapter 9 of the LCCP is that such schemes do not 

 
7 [2019] Ch 331 at [59].  
8 [2020] AC 1161 at [42].  
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satisfy the prosed criteria of data objects. As such, the decision is distinguishable from 

a case relating to a data object.  

 
15.8. The case of Your Response Ltd v Datateam Business Media Ltd9 is a case which 

concerned a database containing pure information (namely, electronic records). The 

Court of Appeal held that the database could not be the subject of a possessory lien 

because it was intangible. As the proceedings related to pure information, the decision 

is potentially distinguishable from a case relating to a data object.  

 
15.9. In the Court of Appeal, the actual decision was that the claimant did not in fact 

exercise such exclusive control over the database during the currency of the contract 

as would equate to the continuing possession required for the exercise of a lien.10  Of 

interest is a discussion by Moore-Bick LJ on possession and control. He said:  

 

“It is true that practical control goes hand in hand with possession, but in my 
view the two are not the same. Possession is concerned with the physical control 
of tangible objects; practical control is a broader concept, capable of extending 
to intangible assets and to things which the law would not regard as property at 
all … In the present case the claimant was entitled, subject to the terms of the 
contract, to exercise practical control over the information constituting the 
database, but it could not exercise physical control over that information, which 
was intangible in nature.”11  

 

Control 

15.10. Control is one of the factors that are necessary for the possession of land and corporeal 

chattels. But it is a distinct concept from possession. For land, it requires an 

appropriate degree of physical control, and the facts that constitute that physical 

control depend on various factors, including the nature of the land and the manner in 

which land of such nature is commonly used or enjoyed. The test is objective. The 

classic method of achieving control is by enclosure by fencing. Control of a flat with 

a front door is different from control of an unfenced moor or hillside.12 For corporeal 

chattels, it varies according to the circumstances. A person may be in control of a 

 
9 [2015] QB 41 at [11].  
10 At [30] and [31].  
11 At [23]. 
12 Simpson v Fergus (2000) 79 P&CR 398, at p. 401.  
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shotgun if he has it in his physical custody or, if not, if it is under his control by his 

agent or at a place other than where he is for the time being situated.13  

 

15.11. In The Tubantia,14 Sir Henry Duke said that finding whether someone has had 

possession of a shipwreck involves: 

 
“inquiries such as these: what are the kinds of physical control and use of which 
the things in question were practically capable? Could physical control be 
applied to the res as a whole? Was there a complete taking? Had the plaintiffs 
occupation sufficient for practical purposes to exclude strangers from 
interfering with the property? Was there the animus possidendi? I have also 
taken this to be a true proposition in English law: A thing taken by a person of 
his own motion and for himself, and subject in his hands, or under his control, 
to the uses of which it is capable, is in that person’s possession.”  

 

15.12. In Webb v Chief Constable of Merseyside Police,15 the police seized money in the 

possession of a claimant on suspicion that it constituted the proceeds of drug 

trafficking. The seizure was made under a statutory power to do so if there was 

reasonable suspicion of an offence. The claimant was not convicted of drug 

trafficking and sought the return of the money. It was held that the claimant had been 

in possession of the money and, once the statutory power was exhausted, the claimant 

was entitled to rely on his right to possession at the date of seizure as conferring a 

relative title, even if the police could prove that the money was the proceeds of drug 

trafficking. The police took custody or control under the relevant power. That did not 

give them possession, which would have required an intention to possess, which they 

did not have because they were acting under the statutory power to control. All they 

did was temporarily divest all rights of possession during the period of retention.  

 

15.13. In Bridges v Hawkesworth,16 the plaintiff found a package of banknotes on the floor 

of a shop that he was visiting on business. He showed it to the shopkeeper, whom he 

requested to keep the notes until the owner showed up. The shopkeeper advertised 

the discovery in a newspaper. After three years the owner had not appeared. The 

plaintiff asked the shopkeeper for the return of the notes, but his request was refused, 

 
13 Sullivan v Earl of Caithness [1976] QB 966; Hall v Cotton [1987] QB 504  
14 [1924] P 78.  
15 [2000] QB 427.  
16 21 LJQB 75.  
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and the plaintiff brought a claim. It was found as a fact that, when handing over the 

notes to the shopkeeper, the plaintiff had not intended to give up any title to the 

banknotes that he might have had. It was held the steps taken by the shopkeeper were 

as agent for the plaintiff and the plaintiff, as a finder a of a lost article was entitled to 

the notes as against all persons except the real owner.  

 
15.14. In Hannah v Peel,17 the defendant owned a house, but he had never occupied it. The 

house was requisitioned during the war and used as a sick-bay. A soldier was one of 

the patients in the house and he discovered a brooch that had been hidden in the room 

in which he was stationed. He handed it to the police. It was found as a fact that the 

owner had no knowledge of the existence of the brooch, and it was held that the police 

were right to hand it back to the soldier—as finder he was entitled to the possession 

of the brooch as against all others than its owner. The owner had custody or control 

of the brooch but, as he had no knowledge of its existence, he did not have possession 

and, therefore, acquired no proprietary rights in it.  

 
15.15. In these cases, the intentions of the parties were crucial. Without knowledge of the 

existence of the relevant chattel, there was no possession and, therefore, no 

proprietary interests came into existence.  

 

Legal Significance of a concept of control in relation to data objects 

15.16. In relation to paragraph 15.109 of the LCCP, we consider that the whole point of the 

person owning or controlling the mining or staking computer running the appropriate 

software and (in the case of mining at least) incurring the possibly significant costs 

involved is to acquire the block reward if possible and that must postulate an intention 

to control, or possess, the tokens received in his wallet.   

 

15.17. The LCCP also states that control is relevant to transfers of tokens. If Alice’s wallet 

sends a message to the system directing that a certain number of tokens be recorded 

on the blockchain as having been transferred to Bob, Bob will have control of the 

tokens once the transaction has been processed and that control could satisfy the 

conditions set out in paragraph 11.91 of the LCCP.  In the absence, however, of his 

having an intention to control the tokens, the transfer means nothing. Once he intends 

 
17 [1945] KB 509.  
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to control them, that is equivalent to legal possession, if that concept can be applied 

to intangible items and, as we have shown above, there is no reason why that cannot 

be the case.  

 
15.18. It is said that the concept of control also plays an important role in facilities and 

arrangements in which holders relinquish a degree of control over how and by whom 

their data objects can be used and accessed. One possible example of this occurs 

where a person transfers tokens to a smart contract. This can be for the purposes of 

what is known as being held in escrow, which does not have the same meaning as it 

has for the purposes of the sale of property.18 For instance, when making an offer for 

an item on the Foundation NFT dApp, the offeror must transfer the tokens for his 

offer to a smart contract that is within the Foundation protocol and which holds those 

tokens for 24 hours or, if earlier, the offer is accepted.19 If the offer is accepted, the 

tokens are transferred to the seller; if not, they are returned to the offeror. During that 

period, the tokens are not in the control of any party, only the smart contract. Until 

the offer is accepted, it cannot be the case that ownership of the tokens has transferred 

to Foundation, because it states that it has no control of the smart contract, or to the 

seller, because no contract has been agreed. Ownership remains with the offeror, as 

would, in the case of a tangible item, the right to possession. It may be in this example 

that the offeror’s possession has been suspended during the period of the offer and 

that Foundation, as the person deploying the smart contract on the blockchain, is the 

digital equivalent of a bailee in relation to the tokens.  

 

15.19. It is said that the concept of control also plays a useful role in the context of collateral 

arrangements. Where collateral arrangements are offered by DeFi protocols, any 

tokens transferred to the relevant smart contract will have the same consequences as 

were described above in relation to custody arrangements. One important possible 

consequence of this is in the fulfilment of the contract between the user and the 

persons controlling the DeFi protocol. If the offer made is that the deposit of tokens 

for the purposes of giving collateral will retain ownership of the tokens until the 

relevant withdrawal (known as a loan) is redeemed, the possession of the person 

 
18 It also applies in most DeFi protocol transactions.  
19 See https://help.foundation.app/hc/en-us/articles/4561241975451-A-complete-guide-to-collecting-NFTs-on-
Foundation.  
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depositing the tokens is again suspended with the protocol controllers being digital 

bailees.  

 
15.20. If the concept of control for data objects is equivalent to possession but the word is 

used because of the apparent prohibition of possession of intangibles, then we do not 

see why that is necessary or appropriate. If a submission is made to a judge that she 

can get round the prohibition of a digital possession by calling it control, why would 

she accept that? If digital possession is available, then the consequences can be 

worked out by the court as necessary to resolve the disputes before them. The courts 

have not shied away from deciding novel points.  

 

Consultation Question 16   

 

16. We provisionally propose that the concept of control is more appropriate for data 

objects than the concept of possession. Do you agree?  

 

16.1. We do not agree.  

 

Consultation Question 17   

 

17. We provisionally propose that, broadly speaking, the person in control of a data object 

at a particular moment in time should be taken to be the person who is able 

sufficiently:  

(1) to exclude others from the data object;  

(2) to put the data object to the uses of which it is capable (including, if applicable, to 

effect a passing of, or transfer of, that control to another person, or a divestiture of 

control); and  

(3) to identify themselves as the person with the abilities specified in (1) to (2) above.  

Do you agree?  

 

17.1. We agree  

 

Consultation Question 18  
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18. We provisionally conclude that the concept of control as it applies to data objects 

should be developed through the common law, rather than being codified in statute. 

Do you agree?  

 

18.1. We agree  

  

Consultation Question 19   

 

19. We provisionally conclude that it would be beneficial for a panel of industry, legal and 

technical experts to provide non-binding guidance on the complex and evolving issues 

relating to control and other issues involving data objects more broadly. Do you 

agree?  

 

19.1. We agree with this provisional conclusion in circumstances where the nature and use 

of digital assets and distributed ledger technology are constantly evolving likely to 

necessitate further guidance in the future. In this regard, we note that non-binding 

guidance such as that provided by the Ministry of Justice’s Industry Working Group 

on “Electronic execution of documents interim report” (1 February 2022) has proven 

to be helpful for lawyers and industry participants.  

 

Consultation Question 20   

 

20. We provisionally conclude that a transfer operation that effects a state change within 

a crypto-token system will typically involve the replacing, modifying, destroying, 

cancelling, or eliminating of a pre-transfer crypto-token and the resulting and 

corresponding causal creation of a new, modified or causally-related crypto-token.   

 

20.1.1 We do not agree. We specifically rely upon our contrary analysis set out in the sub-

paragraphs to 15.5 above. We note, for example, that the factual analysis of the LCCP 

on this issue does not reflect the relevant technical analysis nor the reality of 

transactions transferring digital assets. Moreover, from a legal perspective, the LCCP’s 

analysis that a transfer operation involves the disposal of a prior crypto-token and the 

creation of an entirely new crypto-token is likely to give rise to significant legal 
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difficulties including the application of the provisions of the Taxation of Chargeable 

Gains Act 1992.  

 

We provisionally conclude that this analysis applies in respect of UTXO based, Account 

based and token-standard based (both “fungible” and “non-fungible” crypto-token 

implementations). Do you agree?  

 

20.1.2 We do not agree for reasons set out in the preceding answer and our contrary analysis 

set out in the sub-paragraphs to 15.5 above. 

 

Consultation Question 21   

 

21. We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that 

effects a state change involves the creation of a new, causally related thing. Do you 

agree?  

 

21.1. As noted at Question 20 above, we do not agree with the premise that the transfer of 

a crypto-token will necessarily or typically involve a state change and the creation of 

a new, causally related thing. If no state change is involved, then it is clear that the 

rules of derivative transfer of title apply. 

 

21.2. However, even if the state change analysis were to apply, we agree that the rules of 

derivative transfer of title nevertheless apply, essentially for the reasons set out by the 

Law Commission at LCCP paras 13.19 to 13.21.   

 

21.3. The Law Commission’s analysis at paras 13.19 to 13.21 is further supported by the 

fact that,  if an on-chain transfer of a crypto-token were to involve a state change and 

the creation of a new object, as Professor Fox points out there is nevertheless a 

“transactional link” between the transferor’s and the transferee’s crypto-tokens and 

they are related “by the flow of monetary value that they are understood to represent” 

(Fox, ‘Cryptocurrencies in the Common Law of Property’ in Fox and Green, 

Cryptocurrencies in Public and Private Law (2019) (“Fox 2019”) at paras 6.18 and 
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6.53; cited in LCCP, para.12.17). In this regard, there is a close analogy between the 

transfer of money and the transfer of a crypto-token.  

 

Consultation Question 22  

 

22. We provisionally propose that:  

(1) A special defence of good faith purchaser for value without notice (an innocent 

acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that 

effects a state change. Do you agree?  

 

22.1. As regards on-chain crypto-token transfers, we agree that the arguments set out by 

the Law Commission at LCCP paras 13.54 to 13.80 weigh strongly in favour of the 

proposal. The proposal is in fact a relatively modest addition to the equitable principle 

of the good faith purchaser for value without notice, which will usually apply in cases 

of crypto-token theft or fraud (see e.g., Fox 2019 at [6.66]).   

 

22.2. There is a wider point and a potential counter-argument to the proposal. The effect of 

the proposal would be to treat crypto-tokens, in this respect, on the same footing as 

money. LCCP paras 13.66 to 13.72 set out persuasive economic reasons for 

prioritising security of crypto-token transactions over security of property rights. That 

order of priorities appears to us to reflect current market practice in relation to crypto-

tokens. It is ultimately a socio-economic question for the legislature to decide whether 

the appropriate balance is being struck by allowing crypto-tokens to continue to 

develop as a system that directly rivals money in the sense of its “role in facilitating 

impersonal relations between market agents” (Fox, Property Rights in Money (2008) 

at para.2.18; cited in LCCP para.13.69). The rise in volume of crypto-token 

transactions has potential wider socio-economic implications, for example in relation 

to whether fiscal and monetary policy can continue to be operated effectively if a high 

proportion of transactions take place via crypto-tokens rather than money. Some may 

say that crypto-tokens should not be encouraged to continue to develop into a widely 

adopted alternative to money in facilitating impersonal relations between market 

agents, in which case it may be that the balance between security of property rights 

and security of transactions would be struck differently. Others would say that that 
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horse has already bolted. However, such wider issues are beyond the scope of this 

consultation response.  

 

22.3. We also consider that there is potential for off-chain transfers of legal title to crypto-

tokens. We address this below under Question 26. If it is accepted, as we suggest, that 

legal title may be transferred off-chain, then the question arises whether the innocent 

acquisition rule should also be introduced or confirmed for off-chain transfers. The 

arguments in favour of the innocent acquisition rule are less compelling for off-chain 

transfers than they are for on-chain transfers, both in terms of (a) existing market 

expectations and (b) the need for transactional certainty, because our experience is 

that many market participants regard off-chain transfers as inherently less secure and 

reliable than on-chain transactions and/or not equivalent to transferring money.  

 

(2) An innocent acquisition rule should apply to both “fungible” and “non-fungible” 

technical implementations of crypto-tokens. Do you agree?  

 

22.4. We agree, for the reasons in LCCP paras 13.82 to 13.83.  

 

(3) An innocent acquisition rule cannot and should not apply automatically to things 

that are linked to that crypto-token. Do you agree?   

 

22.5. We agree with the caveat to the Law Commission’s proposal. There are numerous 

possibilities for things which could be linked with a crypto-token, which are far too varied to 

be able to apply an innocent acquisition rule generally. We agree that parties should have 

freedom to structure their transactions as they choose and that this issue can be left to 

development by the common law.  

 

Consultation Question 23   

 

23. We provisionally propose that an innocent acquisition rule in respect of transfers of 

crypto-tokens by a transfer operation that effects a state change should be 

implemented by way of legislation, as opposed to common law development. Do you 

agree?   
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23.1. We agree that the innocent acquisition rule should be implemented by way of 

legislation if it is to be implemented for on-chain and/or off-chain transfers of crypto-

token. It is uncertain whether the common law will develop in the way proposed, 

given the lack of precedent. It would promote certainty for the market for any 

innocent acquisition rule to be implemented in legislation (whether in respect of 

transfers effecting a state change and/or transfers involving a change of control or 

possession without effecting a state change).  

 

Consultation Question 24   

 

24. We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens and that it is possible to separate (superior) legal title from the recorded state 

of the distributed ledger or structured record and/or factual control over a crypto-

token. Do you agree?  

 

24.1. We agree. See our responses to Question 21 above and in relation to Chapters 16, 18 

and 19 below.   

 

We provisionally conclude that, over time, the common law is capable of developing 

rules to assist with the legal analysis as to title and/or priority where disputes arise 

between multiple persons that have factual control of a crypto-token, and that 

statutory reform would not be appropriate for this purpose. We consider that those 

rules will need to be specific to the technical means by which such factual 

circumstances can arise within crypto-token systems or with respect to crypto-tokens. 

Do you agree?  

 

24.2. We agree. LCCP paras 13.101 to 13.111 illustrate the wide range of factual scenarios 

that could arise. The common law is better suited than legislation to deal with such 

issues.  

 

Consultation Question 25   

 

25. We provisionally conclude that it is not appropriate to treat crypto-tokens as 

analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other 
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related statutes, including the Supply of Goods and Services Act 1982 and the 

Consumer Rights Act 2015. Do you agree?  

 

25.1. We agree that crypto-tokens are clearly not “goods” or analogous to “goods” as 

defined in the Sale of Goods Act 1979 and related statutes, for the reasons in LCCP 

paras 13.135 to 13.140.   

 

Consultation Question 26   

 

26. We provisionally propose that the law should be clarified to confirm that a transfer 

operation that effects a state change is a necessary (but not sufficient) condition for a 

legal transfer of a crypto-token. We consider that this state change condition is more 

appropriate than the potentially wider condition of “a change of control”. Do you 

agree? Do you agree that such a clarification would be best achieved by common law 

development rather than statutory reform?  

 

Accordingly, we provisionally conclude that allowing title to a crypto-token to 

transfer at the time a contract of sale is formed, but where no corresponding state 

change has occurred, would be inappropriate. Do you agree?  

 

26.1. As noted above, we do not agree that an on-chain transfer of a crypto-token will 

necessarily or typically involve a state change (see Question 20 above), and therefore 

we do not agree that it would either confirm the existing law or be desirable to require 

that a state change is a necessary pre-condition for a transfer operation.  

 

26.2. Further, we also consider that there can be off-chain transfer of legal title (see e.g., 

UKJT Legal Statement, paras 48 and 86(c)). At its simplest, Alice holding the private 

key to Wallet A and Bob holding the private key to Wallet B could agree to swap 

their keys and therefore exchange control of the crypto-tokens in the respective 

wallets; there is then a change of ownership without any state change.   

 

26.3. We do not consider that an off-chain transfer of legal title is inherently objectionable, 

albeit that it: (a) exposes the transferee to the risk of double-spending by the transferor 

(UKJT Legal Statement, para.86(e)); and (b) may be recorded less reliably than an 
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on-chain transfer will be. We note that Professors Fox and Gullifer warn against 

opening the door to off-chain transfers of legal title and that allowing legal title “to 

pass by contract alone would undermine the transparency and certainty of the 

[distributed] ledger [or structured record]” (LCCP, para.13.141). However, this is not 

necessarily the case, particularly if an innocent acquisition rule were introduced for 

on-chain crypto-token transfers. In a priority dispute, a good faith on-chain purchaser 

for value without notice would then normally be able to defeat the interest of an off-

chain transferee, reinforcing the “certainty” of the distributed ledger whilst not 

encroaching on the freedom of contract of the off-chain parties. Nor would such off-

chain transfers of legal title undermine the “transparency” of distributed ledgers, 

which do not depend on the identity of the holder of the relevant wallet (in the above 

example, it does not matter to the system whether it is Alice or Bob who holds the 

private key to Wallet A).  

 

26.4. There are valid reasons why an individual holding crypto-tokens may wish to 

undertake off-chain transactions, not least because this often involves greater speed 

and lower transaction costs. Therefore, we are not convinced that off-chain transfers 

of legal title (including via a simple contract of sale) are necessarily to be discouraged 

by imposing a requirement for a state change in order to transfer legal title.    

 
26.5. If a requirement were introduced for there to be a state change in order for legal title 

to pass, it seems to us there may be potentially complex issues over whether off-chain 

transfers would nevertheless give rise to equitable proprietary interests, since “equity 

regards as done that which ought to be done” (Lysaght v Edwards (1876) 2 Ch D 

499). Such proprietary interests may include: (a) the equitable interest acquired by 

the transferee; (b) the transferor’s lien on the crypto-token(s) to the extent that the 

purchase price remains unpaid; and (c) the transferee’s lien for any part of the price 

which is paid. It is not clear to us that the innocent on-chain acquirer would be any 

better off in this scenario, or that it would improve transparency and certainty of the 

crypto-token system.   

 
26.6. It seems to us if a state change requirement were to be introduced, then this would 

need to be done by statute because it is far from clear (for the reasons above) that the 
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common law would find that there is such a requirement or typical practice in respect 

of either on-chain or off-chain transfers.  

 

Consultation Question 27   

 

27. Are there any other types of link between a crypto-token and a thing external to a 

crypto-token system that you commonly encounter or use in practice?  

 

27.1. No  

 

We provisionally conclude that market participants should have the flexibility to 

develop their own legal mechanisms to establish a link between a crypto-token and 

something else – normally a thing external to the crypto-token system. As such, we 

provisionally conclude that no law reform is necessary or desirable further to clarify 

or specify the method of constituting a link between a crypto-token and a linked thing 

or the legal effects of such a link at this time. Do you agree?  

 

27.2. We agree. To the extent a link is created, we think our courts will be well placed to 

(1) make any necessary factual findings and (2) apply any relevant legal principles 

(property or contract law) on a case-by-case basis.   

 

Consultation Question 28   

 

28. Do you consider that there are any specific legal issues relating to non-fungible tokens 

(“NFTs”) that would require different treatment from other crypto tokens under the 

law of England and Wales?   

 

28.1. We agree that NFTs are properly conceptualised as capable of being objects of 

personal property rights following the first instance judgment in Osbourne v (1) 

Persons Unknown and (2) Ozone Networks Inc trading as Opensea [2022] EWHC 

1021 (Comm). In this sense, they are to be treated no differently from 

cryptocurrency.   
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28.2. Outside of their shared proprietary status, however, NFTs are distinguishable from 

cryptocurrency principally because they are unique cryptoassets which are not 

mutually interchangeable (i.e. ‘fungible’), meaning that they are not susceptible to 

dissipation and so can be followed across the Blockchain from wallet to wallet.    

  

28.3. The LCCP correctly identifies at  paras 15.30 and 15.38 that there is a need to 

distinguish between the NFT and the underlying asset(s) it represents and/or conveys 

rights and/or obligations in relation to. All too often, the token and external things, 

(whether that be the underlying asset(s) and/or intellectual property rights in the 

underlying asset(s) for example), are incorrectly conflated. We consider that this is in 

part due to the prevailing use of language of ‘NFT art’ or variations thereof, (e.g. see 

para 15.28) which fails to appreciate this dichotomy and the functionality of NFTs as 

representative tools for packaging rights. We note that the LCCP does not consider 

that legislative reform is needed to address this distinction. Indeed, it is stated at para 

15.30 that the conceptualisation of the ‘links’ between the NFTs and external matter 

is at the discretion of market participants.  

 

28.4. While we agree with this statement in principle, (provided of course that the rights 

conveyed are the vendors to convey in conformity with applicable local laws), we 

note with concern that consumers of NFTs are exposed to enhanced risk of 

misidentifying the ‘item’ they seek to purchase (see para 15.40), particularly where 

advertising material such as white papers fail to provide sufficient clarity. 

Compounding this risk is the fact that an NFTs do not likely fall within the current 

definitions of “goods” under the Sale of Goods Act 1979, Consumer Rights Act 2015 

and the Supply of Goods and Services Act 1982, as we have commented on in our 

response to Question 25 above. This casts doubt over whether the courts would 

conclude that there is a sufficient legislative footing for consumer rights and 

contractual claims against NFT vendors and others.    

 

Consultation Question 29   

 

29. We provisionally conclude that it is appropriate to draw a distinction between direct 

custody services (that is, holding crypto-tokens on behalf of or for the account of other 

persons and having capacity to exercise or to coordinate or direct the exercise of 
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factual control in terms of both its positive and negative aspects) and custodial or 

other technology-based services that do not involve a direct custody relationship. Do 

you agree?  

 

29.1. The distinction that the Consultation Paper seeks to draw between “direct custody” 

and “indirect custody” seems to focus on who has control over the relevant private 

key (eg para 4.46 fn 319).  This seems to us in many cases to conflate two separate 

functionalities:  first, the exchange functionality provided by an intermediary, and 

second the wallet functionality which may be provided by the same 

intermediary.  The latter can be one where the intermediary controls the private key 

or one where the “owner”20 holds the private key.  There is no universal practice in 

the industry in referring to the first as “custodial” wallets, and in fact it is not 

uncommon for the former to be referred to as a “hosted” wallet (by contrast to a “self-

custody” wallet).21  

 

29.2. More generally, we doubt whether the facilities or arrangements referred to in para 

20.41 should be referred to as “custodial” arrangements at all,22 and whether the 

providers of those facilities or arrangements should be called “custodians”, rather 

than simply “intermediaries”.23  It seems even less appropriate to call “indirect 

custodial relationships” as “custodial”.  

 

29.3. In the wholesale fiat markets, “custody” (esp “global custody”) is a well-established 

term among market participants, and it does not necessarily imply a trust relationship 

but it usually will24 (and as Yates & Montagu state (4th edn para 3.29) the implications 

 
20 Although this term needs to be used with caution where the nature of the wallet is a transfer of full legal title to 
the crypto-tokens.  
21 Eg Coinbase:  https://www.coinbase.com/learn/crypto-basics/what-is-the-difference-between-coinbase-and-
coinbase-wallet [accessed on 2 November 2022].  
22 The digital asset space is replete with legally inappropriate terms, such as “smart contracts”, which (if it can be 
avoided) are best not encouraged.  While “smart contract” seems in such widespread use that it is difficult to stop 
it, and a clear and useful distinction can be drawn between “smart contracts” and “smart legal contracts” (as the 
Law Commission does in its Advice to Government on Smart Contracts), it is more difficult to ameliorate the 
risks referred to below with the term “custody”.  
23 Eg para 16.58 refers to “intermediary custodians” when “intermediaries” would do (see the text following this 
footnote); para 16.103 refers to “intermediary custodians and custodial exchanges” where again “intermediaries” 
would do - an exchange is in effect intermediating between an “owner” and the relevant blockchain. 
24  Gullifer and Payne Corporate Finance Law (3rd ed) paras 8.3.2.3.2(b) and 9.2.6.2. 
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of a custodian in the capital (fiat) markets not holding assets on trust “would be 

serious”).25  

 
29.4. We acknowledge that in the crypto-token market it is common to refer to “custodial” 

wallets and “self-custodial wallets”, for example.    

 
29.5. Our concern is that propagating the term “custody” in respect of a system to which 

consumers have direct access (as the crypto-token system is, as part of the 

disintermediation of “financial” products) creates a risk that users will take greater 

comfort than they should. As para 16.100 notes, UNIDROIT itself uses “custody 

relationship” as effectively meaning a trust relationship.  Yet, the question of whether 

any trust is thereby created is something which, as paras 16.56ff rightly state, is a 

matter of analysis of each particular case.26  To the non-lawyer, the term “custodial” 

may well imply the safekeeping of assets on behalf of another, in circumstances 

which one might well expect the assets to be kept safe, regardless of the solvency of 

the “custodian” – in other words, that one would expect to have what the law would 

classify as a proprietary interest in those assets.  The recent collapse of FTX 

highlights the very real risks that exchanges do not have a segregated pool of assets 

in “custody” to meet claims. 

 

 
25 The reference to the definition of “custody” from Ruscoe at [173] (which itself takes it from Black’s Law 
Dictionary) should not be taken as any evidence that the term conveys some sort of bailment or trust – ie that the 
original owner continues to “own” the property subject to custody.  In Lehman RASCALS [2010] EWHC 2914 
(Ch) at [129] Briggs J noted that LBIE’s practice was “wholly incompatible with the global settlement practice, 
pursuant to which, far from keeping LBF’s securities in a separate custody account, subject only to pooling with 
the securities of other clients, as required by the MCA [Master Custody Agreement], the settled practice was for 
all securities held for the account of an affiliate to be aggregated with LBIE’s own securities in a house depot 
account, and used for financing purposes by LBIE for its own account”.  However that did not prevent Briggs J 
from concluding that LBIE held such securities on trust for LBF: at [233], [239] and [248]; upheld on appeal at 
[2011] 2 BCLC 151 (CA), at [75].  In that light, the typical global settlement practice is clearly likely to constitute 
a trust.  
26 The reference to the definition of “custody” from Ruscoe [173] (which itself takes it from Black’s Law 
Dictionary) should not be taken as any evidence that the term conveys some sort of bailment or trust – ie that the 
original owner continues to “own” the property subject to custody.  In Lehman RASCALS [2010] EWHC 2914 
(Ch), at [129] Briggs J noted that LBIE’s practice was “wholly incompatible with the global settlement practice, 
pursuant to which, far from keeping LBF’s securities in a separate custody account, subject only to pooling with 
the securities of other clients, as required by the MCA [Master Custody Agreement], the settled practice was for 
all securities held for the account of an affiliate to be aggregated with LBIE’s own securities in a house depot 
account, and used for financing purposes by LBIE for its own account”.  However that did not prevent Briggs J 
from concluding that LBIE held such securities on trust for LBF:  at [233], [239] and [248]; upheld on appeal at 
[2011] 2 BCLC 151 (CA), at [75].  In that light, typical global settlement practice is clearly likely to constitute a 
trust.  
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29.6. Such considerations are, we suggest, particularly relevant in light of the collapse of 

Terra/Luna which involved the (mis)use of the term “stable coin”.    

 
29.7. We therefore suggest that the Law Commission does not perpetuate the use of 

“custody” in general terms in respect of crypto-token intermediation, and while the 

Law Commission cannot obviously change how intermediation service providers 

themselves describe their services (we do not propose any law change to ban such a 

term), the Law Commission could certainly deprecate the continued use of that term 

outside the context of a trust relationship.  

 
29.8. We believe that any distinction between who holds the private key can be made 

without the introduction of the concept of “custody” or any distinction between 

“direct custody” and “indirect custody”, simply by referring to who has control over 

the private key.  (Although the private key itself is not property, the Consultation 

Paper rightly recognises that the concept of “control” should be one which can be 

developed to deal with different circumstances:  para 11.104.)27  

 
29.9. So we suggest that the concept / term “intermediary” is sufficient, in lieu of “custody” 

/ “custodian”, and that the question of control over the private keys be addressed in 

those terms.28  We note that the definition on page 13 of the Consultation Paper of 

“Immediate intermediary” envisages the relationship with the “ultimate investor” as 

being either contractual or trust-based.  We would add that such intermediation could 

give rise to a fiduciary relationship falling short of a trust.29  

 

29.10. Turning back to the distinction between direct and indirect “custodial” 

relationships:  paras 16.15 and 16.50 make clear that a direct custodial relationship is 

one where the custodian has an “obligation to exercise that [positive and negative] 

 
27 Generally see Snell (34th edn) para 21-040 (fns omitted):  “A trust must be distinguished from a power. A power 
is an authority vested in a person (called a “donee”) to deal with or dispose of property that is not his own. It can 
take a number of forms. A power of attorney is simply a special type of agency which allows another to act on 
behalf of the principal in dealing with property. Administrative powers are powers to manage particular items of 
property. Finally, and most significantly for the distinction with trusts, are powers of a dispositive nature. These 
are powers of appointment that authorise the creation or grant of beneficial interests in property.”  Even within 
the category of trustees, there can be a distinction between “custodian trustees” and “management trustees”:  eg 
Public Trustee Act 1906, s. 4.  
28 Similarly, the adjective “intermediated” is more natural than “custodied” (cf para 16.93).  
29 The definition of “Intermediary” on p. 14 however confines “intermediaries” to those who hold “on 
trust”.  Query whether that is intended.  
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control on behalf of, or for the account of, any other persons” (quote from para 

16.50), and that an indirect custodial relationship is where that obligation is missing.  

 
29.11. However, despite the reference to “on behalf of, or for the account of”, the category 

of “direct custodial services” is not of course confined to where there is a “trust” 

relationship (para 16.8).  We agree:  acting “on behalf of, or for the account of” can 

indicate merely an agency and/or a fiduciary relationship or (in the case of “for the 

account of”) purely a contractual relationship to account (such as where there is full 

title transfer to the intermediary with the intermediary only under a contractual 

obligation to return equivalent assets; analogous to the relationship between the 

parties under the “on leg” of a repo).30  

 

29.12. A related point arises from the suggested implied term set out in para 16.48: that to 

give business efficacy the intermediary would be obliged “not deliberately or 

negligently to lose control of, or access to, the tokens held in custody”.  We are not 

sure whether this is given simply as a hypothetically potential implied term (if so, we 

agree that it is) or whether it is suggested that there is (or is likely, or may well) be a 

basis for any such implied term in a typical title-transfer “direct custodial” 

arrangement.  We do not see any argument for such a term being required for 

“efficacy”.  As previous paragraphs of the Consultation Paper point out, short of there 

being a trust, the investor would simply have a personal claim (albeit one which might 

be expressed in terms of the intermediary having to redeliver the same, but not 

necessarily the identical, crypto-tokens which were first transferred, and even if the 

intermediary is in a fiduciary position vis a vis the investor).  Whether the 

intermediary retains control/access to tokens which have been transferred to it is a 

matter for it, and any suggestion that there is an implied term that the “custodian” has 

to, in effect, maintain a certain level of “capital adequacy” is, we respectfully submit, 

a matter for regulators, not a matter to be addressed by doctrinal law (if indeed that 

was ever the intention of para 16.48).  

 

29.13. We agree with the proposition at para 16.37 that property (crypto-tokens) can be held 

in such a way that no positive or negative control is exercised – eg if they are held in 

 
30 In relation to repos:  Lehmans RASCALS case shows: [2011] 2 BCLC 151 (CA), at [76] and [126].    

370



 36 

a smart contract.  The reason for that is principally because there is no natural or legal 

person who exercises such control.  Unless and until code itself is accorded some 

form of legal personality (and we await with interest the Law Commission’s 

consultation on DAOs), the fact that one might say that some bit of autonomous or 

open-source software exercises such factual control does not seem to be of any legal 

relevance.  We note the qualification in that paragraph that some centralised control 

might be relevant, but observe that this is premised upon there being a natural or legal 

person exercising such control.  

 
29.14. As to the statement at para 16.38 that “the risk would be minimal for developers that 

merely comprise an unidentified, shifting class of persons without any formal 

organisational structure and whose ability to exert positive and negative control was 

remote and essentially hypothetical”:  the Law Commission will no doubt need to 

take account of any eventual judgment in the appeal from Mrs Justice Falk’s judgment 

in the Tulip Trading case.31  But in any case, contrary to the implication in para 16.40, 

we do not think that it is necessary to establish a common law duty of care or a 

fiduciary duty to show that the crypto-tokens are property held by the developers (or, 

by analogy, intermediaries).  As Falk J noted, it is arguable that such developers owe 

a duty not to introduce bugs or even to correct bugs once identified. That does not 

seem to require any property to be held by the developers.  

 
29.15. We do not comment on the summary of commercial circumstances / use cases in 

which issues of custody may arise.  

 

Consultation Question 30   

 

30. We provisionally conclude that, under the law of England and Wales, crypto-token 

custody arrangements could be characterised and structured as trusts, even where the 

underlying entitlements are (i) held on a consolidated unallocated basis for the benefit 

of multiple users, and (ii) potentially even commingled with unallocated entitlements 

held for the benefit of the custodian itself. Do you agree?    

 

 
31 [2022] EWHC 667 (Ch). 
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30.1. Yes.  However, as the Law Commission’s Smart Contracts Advice to Government 

has had the helpful effect of clarifying the views of the Law Commission, we believe 

it would be very useful for the Law Commission’s final report to set out its reasoning 

and conclusions on this point.  

 

30.2. In particular we agree that Briggs J’s judgment in the Lehman case cited at para 16.71 

(sometimes referred to as the Lehman RASCALS decision32) provides a good basis for 

the conclusions reached.33    

 

30.3. A further argument in support of the general conclusion that a trust must be possible 

is the fact that a creditor can assign a part of a debt or fund, without having to 

“identify” (or even being able to identify) the particular part of that debt or fund which 

is being assigned, even if it is not possible to “segregate” the assigned part (ex 

hypothesi, even if the assigned part is not in fact segregated):  Brice v Bannister 

(1878) 17 QBD 569 (CA).  It therefore should be equally possible for a trust to exist 

over a part of a fund without having to be able to identify the particular part of that 

fund over which the trust applied.34  

 

30.4. We also agree that the exceptionalist approach summarised in para 16.72 is equally 

supportive of the LCCP’s conclusion.35 We would add, however, that it is not 

unprecedented for courts, when considering the scope of proprietary interests, to 

discard what had previously been thought to be doctrinal (or conceptual) bars to the 

finding of a proprietary interest if in fact there is no practical utility in them.  For 

instance, the supposed principle that a bank could not take a charge over its own 

indebtedness to a customer was swept away in Re BCCI (No. 8) [1988] AC 214, 228, 

on the basis that the principle was simply irrelevant since there was no need in 

 
32 This analysis (creation of a beneficial co-ownership in an identified fund) was not actually contested at trial, 
nor was it on appeal: [2011] 2 BCLC 151 (CA), at [71].  
33 Note that the House of Lords in [1994] 1 WLR 614 dismissed permission to appeal from Hunter v Moss after 
their Lordships (including Lord Templeman, who was on the panel which dismissed permission) had heard 
argument in Re Goldcorp Exchange Ltd (in receivership) [1995] 1 AC 74.  
34 Smith The Law of Assignment (1st edn) para 7.44. 
35 As to the potential objections set out at the end of para 16.73:  the criticism in Cooper [2001] JIBFL 751, 752-
753, is premised upon the assertion that individual bitcoin are not identifiable.  However they are, and fractional 
interests in an individual bitcoin are also (we assume) similarly identifiable.  To that extent the analogy with an 
identifiable block of registered shares (Harvard Securities) is appropriate.   
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practice for the bank as chargee to sue itself; it merely needed to pay itself.  Similarly, 

it could be said that there is no need for the allocation principle since the fungibility 

of the assets means that there has to be sufficient certainty of subject-matter.  

 

30.5. We note in passing that earlier, at para 16.24(1), there seems to be a suggestion that 

factionalisation is a necessary element of fungibility.  However that may not be what 

is intended, since para 16.69(2) refers (correctly, in our view) to fractionalisation as 

only one possible aspect of crypto-tokens which are themselves fungible.    

 
 

We provisionally conclude that the best way of understanding the interests of 

beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy 

in common. Do you agree?   

 

30.6. Yes.  We agree that this most simply avoids the allocation problem.  

 

Do you consider that providers and users of crypto-token custody services would 

benefit from any statutory intervention or other law reform initiative clarifying the 

subject matter certainty requirements for creating a valid trust over commingled, 

unallocated holdings of crypto-tokens? If yes, please explain what clarifications you 

think would assist.  

 

30.7. No.  See the question above.  

 

30.8. We agree with the proposition at para 16.82 that, in the case of full-title transfer 

intermediation, where crypto-tokens are transferred to the intermediary on terms that 

allow the intermediary to use them for its own commercial purposes, the finding of 

the requisite intention to create a trust will be difficult.  The arrangement is more akin 

to a repo transaction, which (as the Lehmans RASCALS case shows: [2011] 2 BCLC 

151 (CA), [76], [126]) confers absolute property on the purchaser under the on-leg of 

the repo (which is equivalent to the intermediary of crypto-tokens in this 

case).  However, as noted at para 16.83 and in the Lehmans RASCALS case itself, 

such rights of use (at least if accompanied by an obligation to restore the customer’s 

account with equivalent fungible crypto-tokens) is not incompatible with a trust 
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arising:  [2010] EWHC 2914 (Ch), [233], [239] and [248]; [2011] 2 BCLC 151 (CA), 

[75].  

 
30.9. We note that the sort of use contemplated in para 16.84 includes staking, but the 

apparent suggestion that the “right to swap” (as envisaged in para 16.83) could be 

satisfied simply by the intermediary holding for the beneficiary (user/”owner”) “a 

right against the borrower of the token to have an equivalent crypto-token entitlement 

transferred back at a later date” does not seem to us likely to provide sufficient 

evidence of an intention to create a trust, since a crypto-token is being swapped 

merely for a seemingly personal right against a third party (“… against the borrower 

…”) to have the third party return an equivalent crypto-token.  This may not have 

been what was intended in the passage quoted above.  

 

Consultation Question 31  

 

31. We provisionally conclude that a presumption of trust does not currently apply to 

crypto-token custody facilities and should not be introduced as a new interpretive 

principle. Do you agree?     

 

31.1. Yes.  Given the prevalence of intermediaries and the multitude of operating models 

they may adopt, we believe that any such presumption is inappropriate.  This is 

particular so since it may call into question the relevance of existing case law on an 

intention to create a trust, which are not addressing the question whether any 

presumption in favour of a trust should be displaced, which analytically is an entirely 

different question. 

 

31.2. Also, the pseudonymity of the holding of crypto-tokens, and (until more recently, at 

least) the fact that many intermediaries did not have a specific on-boarding procedure 

for corporates but only for individuals, means that an intention to displace the 

presumption it is likely to be much more difficult to identify where the intermediary’s 

counterparty is a commercial entity as distinct from a non-commercial investor.  Yet 

it is precisely in the commercial context that, as para 16.99 notes, courts have been 

particularly hesitant to conclude that an intermediary owes trust or fiduciary duties.  
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31.3. Moreover, introducing such a presumption aligns crypto-token intermediators more 

with FCA-regulated financial institutions who are subject to the CASS regime, 

whereas even payment service providers and e-money providers are not required to 

hold fiat provided by users on trust for users:  Re ipagoo [2022] EWCA Civ 

302.  Such a presumption would then in a sense provide greater insolvency protection 

to users of crypto-token intermediation (who may be knowledgeable commercial 

investors) than the law currently provides to customers of PSPs or EMPs.  

 
31.4. Concern over transparency can, we suggest, be sufficiently addressed (as noted in 

response to Question 29) by avoiding the term and concept of “custody”, save where 

a true trust relationship exists.  A focus on “intermediation” serves to leave open the 

question as to what rights a user has as a consequence.  

  

Consultation Question 32 (para 17.58)  

 

32. We provisionally propose that clarification of the scope and application of section 

53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the 

broader adoption of trust law in structuring custody facilities, in relation to 

cryptotokens specifically and/or to other asset classes and holding structures, 

including intermediated investment securities. Do you agree?  

 

32.1. Yes.  We particularly support the proposed approach that legislative clarification be 

“for the avoidance of doubt”. However such a reform would be particularly important 

if the digital asset were not seen as being destroyed and created afresh when 

transferred (at least as typical blockchains function), but if the asset persisted through 

transfers notwithstanding the underlying mechanics of the blockchain for achieving 

creation of the new block of data.   

 

If you think that clarification of the scope and application of section 53(1)(c) LPA 1925 

would be beneficial, what do you think would be the best way of achieving this? Please 

indicate which (if any) of the models suggested in the consultation paper would be 

appropriate, or otherwise outline any further alternatives that you think would be 

more practically effective and/or workable.  
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32.2. We agree that Option 2(a) is the best for the reasons given in para 17.43-17.45, and 

since the legislature (through FCAR and modifications in respect of CREST shares) 

has already demonstrated that s. 53(1)(c) should be carved back in the interests of 

commercial certainty.  

 

32.3. As to para 17.53, we agree that requiring “writing” external to an intermediary’s 

platform or (if not intermediated) the relevant DLT is wrong in principle and would 

set up an unjustified distinction between transfers of legal and equitable 

interests.  However we note that there is a broader practical issue arising from the 

lack of any external records of an “owner’s” rights to intermediated crypto-tokens:  in 

practice, such owners often do not keep their own records off-line.  As a consequence, 

upon insolvency there may not be funds to keep the platform’s servers operational 

with the consequence that users may be unable to evidence claims to make in the 

insolvency.  As noted, we do not think that amendment to the formality requirements 

of s. 53(1)(c) is the solution,36 and it may be that there is nothing that can sensibly 

done outside regulatory requirements of disclosure, if and when activities fall within 

the FCA’s perimeter.  

 

Consultation Question 33  

 

33. We provisionally propose that legislation should provide for a general pro rata 

shortfall allocation rule in respect of commingled unallocated holdings of 

cryptotokens or crypto-token entitlements in a custodian insolvency. Do you agree?  

 

33.1. Yes, for the reasons given in para 17.66.  It also avoids both the question of what 

tracing rules apply to crypto-tokens in any given circumstance, as well as the practical 

issue of applying the applicable tracing rules.  That is conducive to market efficiency, 

but the rule also has the attraction of being fair as between all “owners”.   

Consultation Question 34 

 
36 Cf Hin Liu “Transfers of Equitable Interests”, (2022) JIBFL, at p. 329, where he suggests that writing could 
require “something permanent initiated by the beneficiary” (which is proposed in order to leave something in the 
beneficiary’s hands). 
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34. We provisionally conclude that extending bailment to crypto-tokens, or the creation 

of an analogous concept based on control, is not necessary at this time. Do you agree?  

If not, please provide specific examples of market structures or platforms that would 

benefit from being arranged as bailments, that could not be effectively structured 

using the trust and/or contract frameworks currently available. 

 

34.1. The modern day trust is flexible enough to provide many of the functionality of 

bailment (i.e. the elements of a trust can be stripped back quite a lot so that their 

requirements are pretty 'bare' under the case law).  

 

34.2. However to the extent that the concept of control falls short of “ownership”, then it 

would seem that there is (at least in theory) a place for an analogue of possessory 

remedies such as bailment to provide recourse in respect of those who merely control 

but do not “own”. 

 
34.3. There is a minor procedural benefit, too:  the County Court only has jurisdiction in 

respect of trusts up to £350,000.37  By contrast, bailment disputes can be litigated in 

the County Court without monetary limit.  Limiting claimants seeking to establish 

“proprietary”38 rights in crypto to rely on trusts, forces more such disputes into the 

High Court. 

 
34.4. The difficulty, we recognise, is that the rules of bailment have been described as sui 

generis and not liable to be extended.39  Yet if a way were identified of applying the 

rules of bailment to a control-based asset, that would provide a greater palette of rights 

and remedies which parties could use to structure their commercial relationships.  

Given that the law cannot foresee what crypto-token structures might prove 

commercially attractive,  to provide a narrower set of rights and remedies than is 

available to fiat equivalents would seem to be a pity.40  The argument here is similar 

to that summarised in respect of extending conversion (at para 19.104). 

 
37 Section 23, County Courts Act 1984 and section 3, County Court Jurisdiction Order 2014/503.  Prior to that it 
was only £30,000. 
38 Using this broadly as referring to remedies which enable a party to vindicate proprietary rights, including both 
those relating to possession and ownership itself. 
39 Chitty (34th edn) para 35-004 fn 28; Yearworth v North Bristol NHS Trust [2010] QB 1, at [48]. 
40 We note that the LCCP cites several passages of Palmer which are in support of extending bailment to crypto-
tokens:  see paras 17.98 fn 1605 and 17.99 fn 1607, as well as support from the legal community (referred to in 
para 17.90).   
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Consultation Question 35   

 

35. We provisionally conclude that crypto-tokens, as objects of personal property rights, 

can be the subject of title transfer collateral arrangements without the need for 

specific law reform to provide for this. Do you agree?  

 

35.1. We agree.   

 

Consultation Question 36   

 

36. We provisionally conclude that non-possessory securities can be satisfactorily granted 

in respect of crypto-tokens without the need for law reform. Do you agree?  

 

36.1. We agree. 

   

Consultation Question 37   

 

37. We provisionally conclude that it is not desirable to make provision for data objects 

to be the subject of possessory securities such as the pledge, or to develop analogous 

security arrangements based on a transfer of control. Do you agree?   

 

If not, please provide specific examples of market structures or platforms that would 

benefit from the availability of possessory security arrangements, that could not be 

effectively structured using the non-possessory security frameworks currently 

available  

 

37.1. We agree.   

 

Consultation Question 38  

 

38. We provisionally conclude that the Financial Collateral Arrangements (No 2) 

Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more 
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formally and comprehensively encompass crypto-token collateral arrangements. Do 

you agree?  

 

38.1. Yes, we agree.  Please see our response to Question 39. 

 

Consultation Question 39  

 

39. We provisionally conclude that it would be beneficial to implement law reform to 

establish a legal framework that better facilitates the entering into, operation, rapid, 

priority enforcement and/or resolution of crypto-token collateral arrangements. Do 

you agree?  

 

If so, do you have a view on whether it would be more appropriate for any such law 

reform to aim to create: (i) a unified, comprehensive and undifferentiated regime for 

financial collateral arrangements involving both traditional types of financial 

collateral and crypto-tokens; or (ii) a bespoke regime for financial collateral 

arrangements in respect of crypto-tokens?  

 

39.1. There is a strong case for legislative reform and that this should take the form of (1) 

implementing a bespoke regime for financial collateral arrangements in respect of 

crypto-tokens and (2) disapplying the FCARs with respect to crypto-

tokens.  However, first, considered debate  and consultation amongst relevant 

stakeholders is required to inform the weight that any legislative reform should apply 

to different policy concerns.   We would encourage the Law Commission to address 

this area of reform as soon as possible. 

 

39.2. The need for legislative reform – Rapid growth in the use of crypto-tokens to access 

additional capital (e.g. for margin trading or taking out a loan) has been accompanied 

by rapid growth in the taking of security (or what a stakeholder understands to 

constitute security).  Unsurprisingly, therefore, stakeholders seek clarity on the extent 

to which the FCARs may apply to a particular crypto-token and arrangement. While 

it appears reasonably clear that some will be covered by the FCARs, there is lack of 

clarity as to the outcome with many others.  In particular, it is unclear whether  

particular crypto-tokens fall within the definition of “cash” or “financial instruments” 
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and whether the “possession or control” requirement is met in relation to particular 

locking or multi-sig arrangements.   

 
39.3. The regime should be bespoke – There are two reasons for this.  Firstly, the FCARs 

were designed for transactions in traditional financial assets.  The features, market 

environments and (likely) policy considerations differ as between these and crypto-

tokens.  Secondly, the underlying rationale for the FCARs regime is less than clear 

and the regime is recognised by many as being unsatisfactory.  

 
39.4. Therefore, any legislative reform in relation to financial collateral arrangements and 

crypto-tokens should start with a clean sheet, commencing with identifying the 

relevant policy objectives.   

 
39.5. In this regard, we have found the arguments of Hin Liu and Professor Louise Gullifer 

QC (Hon), in “Financial collateral arrangements in the digital asset world”, (2022) 

JIBFL, at p.527 persuasive, and we refer the Law Commission to this article for a 

more detailed analysis of the above points.   

 
39.6. We would add that we understand that some stakeholders, such as lending platforms 

and professional services practitioners that they instruct, may favour an extension of 

the FCARs regime to crypto-tokens.  We appreciate that this may, on the face of it, 

appear more attractive on the basis that it could be a quicker “fix”.  However, we 

believe that reform by way of extension of the extant FCARs regime is likely to create 

more problems than it would solve. 

 
39.7. The disapplication of the FCARs to crypto-tokens – Should a bespoke regime for 

crypto-tokens be introduced, the FCARs should also be amended such that they are 

disapplied in relation to crypto-tokens.  This will prevent or at least reduce 

considerably the uncertainty and complexity that is otherwise likely to arise due to, 

e.g., the current FCARs applying to cash/financial instruments linked to crypto-

tokens and another regime applying to other crypto-tokens.  

 

Consultation Question 40  
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40. We provisionally conclude that an action to enforce an obligation to “pay” 

nonmonetary units such as crypto-tokens would (and should) be characterised as a 

claim for unliquidated damages, unless and until crypto-tokens are generally 

considered to be money (or analogous thereto). Do you agree?   

 

40.1. We agree with the provisional conclusion expressed in paragraph 19.26 for the 

reasons set out in paragraphs 19.19 to 19.24 inclusive.  

 

40.2. We regard the distinction drawn by Mr Justice Zacaroli in the passage cited in 

paragraph 19.24 between (i) a foreign currency claim and (ii) a damages claim for 

failing to deliver a commodity as both apt and helpful.  

 
40.3. We note the statement in paragraph 19.19 that discussions around whether crypto-

tokens are money are outside the scope of the consultation paper. Whilst some 

individual members of our associations may (and very possibly do) have views on 

this question, we would not regard such discussions as falling within our primary area 

of expertise as lawyers.  

 
40.4. We would nevertheless observe that, to us:  

 
40.4.1. the word “money” has connotations of issuance by or on behalf of a sovereign 

government;  

 

40.4.2. the word “commodity” is used to describe a non-homogeneous group of raw 

materials some of which (in particular, gold and other precious metals) are 

generally considered to be a store of value even if they are not “money” 

properly so called.  

 
 

40.5. We appreciate that the expression “unless and until crypto-tokens are generally 

considered to be money (or analogous thereto)” is unlikely to have been intended as 

a term of art. It does, though, seem to us to be one which raises almost as many 

questions as it answers. If a decision is to be postponed, what should be the trigger 

for reconsideration?  
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40.6. We note that two sovereign states, the Republic of El Salvador and the Central 

African Republic, are reported to have “adopted Bitcoin as legal tender”. We have 

not researched precisely what formal status those jurisdictions have given to Bitcoin 

under their national laws or precisely what steps their governments are currently 

taking to facilitate the circulation of Bitcoin. We anticipate, though, that this may 

represent the start of a trend, not least because it seems to be generally accepted that 

the use of cryptoassets as a store of value can be attractive to citizens of sovereign 

states where, for whatever reason, trust in the national fiat currency is lacking. The 

same, however, might be said of gold.  

 
40.7. This raises various questions for the future. If a sovereign state were to issue its own 

crypto-tokens, should these be considered as money (or analogous thereto) even if 

other crypto-tokens were not so considered? How many sovereign states would have 

to do this before crypto-tokens generally might be considered as money (or analogous 

thereto)? Would it be detrimental to the attractiveness of the Business and Property 

Courts to international litigants were a claim against a defendant resident in one 

jurisdiction to be classified as a claim for liquidated damages but a claim against a 

defendant resident in another (perhaps neighbouring) jurisdiction to be classified 

differently?  

 
40.8. Whilst we do not pretend to have definitive answers to these questions, we do 

consider that the distinction drawn by Mr Justice Zacaroli should be applied on a 

principled basis rather than as a matter of convenience. We also consider that, whilst 

we agree with the provisional conclusion as to the status quo, this is a matter which 

may need to remain under review.  

 

Consultation Question 41  

 

41. We provisionally conclude that tracing (rather than following) provides the correct 

analysis of the process that should be applied to locate and identify the claimant’s 

property after transfers of crypto-tokens by a transfer operation that effects a state 

change, and that the existing rules on tracing (at equity and common law) can be 

applied to crypto-tokens. Do you agree?  
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Do you consider that the common law on tracing into a mixture requires further 

development or law reform (whether generally or specifically with respect to 

cryptotokens)?  

 

41.1. In relation to the first limb of the provisional conclusion in paragraph 19.52, we 

consider the description of the process of tracing set out in paragraphs 19.43 to 19.43 

inclusive to be an accurate summary of the existing law.  

 

41.2. If the correct test is, as we believe it to be, that set out in paragraph 19.48, i.e. whether 

a crypto-token is, following “a transfer operation that effects a state change”, “the 

same asset as it moves from hand to hand”, we would regard the answer to that 

question in any particular case as a matter of factual analysis of the structure and 

effect of the relevant arrangements rather than a matter of law of general application.  

 

41.3. In our answer to Question 20, we state that we do not agree with the proposition that 

a transfer operation that effects a state change within a crypto-token system will 

typically involve the replacing, modifying, destroying, cancelling, or eliminating of 

a pre-transfer crypto-token and the resulting and corresponding causal creation of a 

new, modified or causally-related crypto-token. 

 
41.4. Had we seen no reason to challenge the results of the discussion in Chapter 12 as 

summarised in paragraph 19.47, i.e., that what is acquired by a transferee will 

normally be a “new, modified or causally-related thing”, it would have followed that 

we would agree with the first limb of the provisional conclusion in paragraph 19.52. 

As it is, on the basis of our answer to question 20, we would not rule out the 

applicability of the process of following.  

 
41.5. As to the second limb of the provisional conclusion in para 19.52, we see nothing 

in Foskett v McKeown to suggest that the existing rules on tracing (at equity and 

common law) might vary according to the nature of the claimant’s original property 

or the nature of the property held by the defendant which is said to represent that 

original property. As is noted in the first sentence of para 19.50 in relation to tracing 

at common law, the question of whether tracing is available in a given case is 

essentially a question of fact. Accordingly, we agree with (i) the second limb of the 
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provisional conclusion in para 19.52, i.e., that the existing rules on tracing (at equity 

and common law) can be applied to crypto-tokens and (ii) the proposition implicit in 

the second sentence of para 19.49 that the application of those rules at equity will 

often result in the process of tracing being successful.  

 
41.6. We consider that, if there was a need for further development or law reform in relation 

to common law tracing into a mixture, that need would have existed regardless of the 

advent of crypto-tokens. We accept the validity of judicial and academic criticism of 

the lack of consistency between the process of tracing at common law and the 

equivalent process in equity. We are, though, mindful of the fact that this may merely 

be a paradigm example of the flexibility of equity in mitigating the rigour of the 

common law. We would also question whether, in practice, the lack of consistency 

creates problems for litigants. As is observed in the penultimate sentence of para 

19.51, the proprietary remedy available in equity will often be preferable to the 

additional or alternative personal remedies which might be available at common law: 

see the final sentence of note 1817.  

 

Consultation Question 42 

 

42. We provisionally conclude that the following existing legal frameworks can be applied 

to data objects, without the need for statutory law reform (although the common law 

may need to develop on an iterative basis): (1) breach of contract; (2) vitiating factors; 

(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims 

at law; and (6) unjust enrichment. Do you agree? 

 

42.1. We agree with the gravamen of the overall provisional conclusion set out in para 

19.87. We see no reason to suppose that, in applying and adapting existing legal 

principles, courts would not be alert to the nuances and idiosyncrasies of crypto-

tokens (indeed, we consider there to be evidence to the contrary in the form of the 

detailed legal analysis undertaken by the courts in cases such as Quoine). 

 

42.2. As to (1) breach of contract and (2) vitiating factors, we would observe that one of 

the principle nuances and idiosyncrasies of transactions in crypto-assets is the fact 

that, on the one hand, they might be thought to bear similarities to electronic banking 
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transactions and yet, on the other, there is often a lack of readily identifiable counter-

parties (a key ingredient in the formation of a contract). This is, in many ways, the 

nub of the problem. However, the market landscape is fast moving; there must be a 

clear danger that, by the time any statutory reform were enacted, it will be, in some 

respects, out of date. 

 

42.3. As to this, we would make two observations. First, it seems almost inevitable that, in 

attempting to regulate the crypto sector, governments will seek to increase the extent 

to which market participants can be identified, this in turn increasing the potential 

applicability of the law of contract. Over the course of history, the law of contract has 

shown itself to be sufficiently flexible to cope with a wide variety of subject matter; 

we see no reason to suppose that it would be incapable of coping with another 

technologically novel type of subject matter. 

 

42.4. Secondly, where a contractual relationship does exist, cases such as Quione indicate 

that the courts are capable of adapting and applying existing principles in relation 

vitiating factors (in that case, mistake). 

 

42.5. As to (4) equitable wrongs, (5) proprietary restitutionary claims at law and (6) unjust 

enrichment, we ask ourselves whether, if crypto-tokens are capable of being property, 

they possess characteristics so radically different from hitherto existing forms of 

property that the legal principles applicable to those other forms of property are 

incapable of being adapted and applied. We do not consider this to be the case and 

would, therefore, broadly agree with the provisional conclusions expressed in paras 

19.66 to 19.69 inclusive (in relation to equitable wrongs), 19.73 to 19.76 inclusive (in 

relation to proprietary claims at law) and 19.80 to 19.86 inclusive (in relation to unjust 

enrichment). Indeed, we would observe that, if the characteristics of crypto-tokens 

were so radically different that those existing legal principles were incapable of being 

adapted and applied, that might point towards crypto-tokens not being property at all 

(a ship which seems long since to have sailed). The key quality of crypto-tokens for 

these purposes seems to us to be their intangibility but, as is recognised in paras 19.73 

and 19.74, the existing law finds no conceptual difficulty in distinguishing between 

tangible and intangible property in relation, for example, to the tort of conversion. 
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Consultation Question 43 

 

43. We provisionally conclude that, in relation to the tort of conversion, there are 

arguments in favour of extending conversion (or a conversion-type cause of action 

grounded in control rather than possession) to data objects. Do you agree?  

 

43.1. We agree.  Moreover, we believe that barriers to such an extension should be removed 

by legislation (necessary in light of the majority in OBG v Allan [2008] 1 AC 1).  We 

repeat the comments made above in respect of Question 34 (bailment) and agree with 

the argument in paras 19.103-19.104, and 19.113.   

 

43.2. We consider that there is a lacuna in the remedies available for the misappropriation 

of intangible property. Currently, victims are generally forced to resort to claims 

based in unjust enrichment which does not reflect the proprietary nature of their rights 

that have been infringed. Extending a cause of action like conversion will close that 

lacuna and will conceptually reflect the proprietary interest that has been infringed.  

 

43.3. The dissenting opinion of Baroness Hale in OBG at [310] also supports the principle 

of extending conversion to intangibles.41  There are already however the beginnings 

of an argument that theft of money in any of its forms should give rise to a cause of 

action in conversion, even if the money is purely electronic, given that conversion is 

available to the victim of theft of notes, coins and cheques, with damages payable not 

by reference to the value of the physical paper or metal converted but by reference to 

the face value of the money or instrument (OBG [105]).  And if that is the case in 

respect of money in an electronic form, there is only a further small nudge for 

conversion to apply to crypto-tokens.   

 
43.4. We agree that the requirement of possession could be replaced by that of control. 

However, this is subject to our comments above questioning the need and utility of 

doing so rather than simply extending the concept of possession.  

 

 
41 “The reliance on a document or some other tangible token of the existence of the obligation may be 
understandable as a relic of the history, but it is not principled”. 
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We provisionally conclude that the introduction of a special defence of (or analogous 

to) good faith purchaser for value without notice (at law) would limit the impact of 

the application of strict liability for conversion in the context of data objects. Do you 

agree? 

 

43.5. We agree. But we nevertheless support the introduction of such a defence, subject to 

the comments made in respect of Question 22 above. 

 

Consultation Question 44   

 

44. We provisionally conclude that existing principles in relation to injunctive relief can 

apply to data objects, without the need for law reform. Do you agree?  

 

44.1. We agree with the LCCP’s conclusion that the existing principles pertaining to 

injunctive relief has application to data objects without the need for law reform.   

 

44.2. Turning first to the proprietary nature of cryptoassets; the High Court of England and 

Wales has confirmed in several cases since the leading authority of AA v Persons 

Unknown v Others [2019] EWHC 3556 (Comm) that cryptoassets, comprised of both 

cryptocurrency and NFTs , can form the subject matter of proprietary injunctions and 

freezing orders. Indeed, an illustrative example is Danisz v Persons Unknown [2022] 

EWHC 280 (QB), [2022] All ER (D) 107, where Mr Justice Lane granted a package 

of injunctive relief, including a proprietary injunction and worldwide freezing order 

to prevent the dealing in the Claimant’s and Defendants’ Bitcoin.   

 
44.3. The courts of England and Wales have proactively and consistently applied existing 

principles pertaining in particular to (i) urgency (ii) absence of notice and (iii) service 

out by alternative means in support of the grant of injunctive relief in cryptoasset 

recovery cases.   

 
44.4. As was first recognised by Bryan J in AA at [77], seeking injunctive relief in respect 

of cryptoassets is urgent since cryptoassets “…can be moved at the click of the 

mouse”. It follows, therefore, that interim injunctive relief seeking to ringfence 

cryptoassets must be granted urgently at a private hearing so that defendants are not 
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‘tipped off’, enabling them to deal in claimants’ cryptoassets or their own. Beginning 

with Bryan J in AA, as subsequently upheld in proceeding judicial precedent; CPR 

39.2(3)(a) and CPR 25.3(1) have been cited in judgments as the legal basis for 

proceeding with interim injunctive applications urgently at private hearings held 

without notice to defendants. Moreover, Claimants routinely provide service and 

other undertakings, including cross-undertakings in damages, in the usual way to 

satisfy the Court that the grant of the relief is just and convenient applying section 37 

of the Senior Courts Act 1981.  

 
44.5. The courts have also been receptive to granting claimants permission to serve freezing 

and injunction orders out of the jurisdiction and/or by alternative means under CPR 

6.36, (with reference to the jurisdictional gateways at PD6B, in the usual way), CPR 

6.15, CPR 6.27 on the facts of each case.  

 
44.6. The recent reforms to the jurisdictional gateways (especially the creation of a new 

gateway 25 for the service out of disclosure orders in order to identify a defendant or 

to trace property) will further improve the remedies available to victims of fraud.  

 

Consultation Question 45   

 

45. Are there any other causes of action or remedies you think may be highly or 

specifically relevant to data objects but which require law reform?   

 

45.1. In addition to theft and fraud, we consider regulatory matters and in particular, money 

laundering offences and data breach to be highly relevant.   

 

45.2. The Joint Statement from the UK Financial Regulatory Authorities on Sanctions and 

the Cryptoassest Sector which was published on 11 March 2022 made clear that the 

use of cryptoassets to circumvent economic sanctions is a criminal offence under the 

Money Laundering Regulations 2017 and regulations made under the Sanctions and 

Anti-Money Laundering Act 2018. In July 2021, the London Metropolitan Police 

seized £180m worth of Bitcoin believed to be linked to money laundering, following 

the confiscation of £114m of cryptocurrency the previous month. We consider that 
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money laundering offences will likely continue to be highly relevant. We do not 

propose any law reform of this area at this stage.  

 
45.3. Data breach and privacy concerns are also likely to be highly relevant in the area of 

digital assets. In the UK, the Data Protection Act 2018 sets out the data protection 

law in the UK and sits alongside and supplements the UK General Data Protection 

Regulation (“GDPR”) which is based on the EU GDPR (EU) 2016/679. The GDPR 

framework was written with the assumption that personal data would be stored in a 

centralized system and that there would always be an identifiable entity responsible 

for determining the purpose and means of processing personal data. It also imposes a 

requirement for individuals to be given the ability to revise or delete their personal 

data. Given that the core technology of blockchains revolves around decentralised 

networks and in light of the fact that blockchains are immutable and generally cannot 

be changed once a block is created, we consider it questionable whether there may be 

an inherent conflict between blockchains and the GDPR which may require further 

consideration. This may pose a particular problem with public permissionless 

blockchains.    

 
45.4. Class actions are likely to be highly relevant, for example in potential claims relating 

to mis-selling and mismanagement of digital assets. Costs and in particular, 

contingency fees and group costs order are likely to be relevant in this area although 

not specific to digital assets. We do not propose any law reform of this area at this 

stage.  

 
45.5. In terms of remedies, we note that the Queen’s Speech delivered on 10 May 2022 

outlines a new Economic Crime and Corporate Transparency Bill which seeks to 

amend the Proceeds of Crime Act 2002 (“POCA”) to make provision in connection 

with cryptoassets and confiscation orders, and to amend POCA to make provision for 

a civil recovery regime in relation to cryptoassets. The bill is currently at the 

Committee stage. We do not propose any further law reform at this stage.   

 

Consultation Question 46   
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46. We provisionally conclude that the existing methods of enforcement of judgments 

(and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you 

agree?   

 

46.1. We agree that at the present time, existing methods of enforcement of judgments and 

ancillary mechanisms in the context of crypto-tokens are satisfactory. We note that 

there are a few enforcement decision in the crypto-token space which demonstrate 

that existing methods are adequate. See in particular:  

 

46.1.1. A delivery-up order against the Huobi exchange in Mr Dollar Bill Limited v 

Huobi Global Limited and others (unreported), 14 January 2022, BL-2021-

001223.  

 

46.1.2. A third party debt order was made by Master Cook in Ion Science Ltd v Persons 

Unknown (unreported), CL-2020-000840, 28 January 2022 (High Court) 

against Payward Limited (a subsidiary of the Kraken exchange). 

 

46.2. However, this is a quick moving area which needs to remain under constant review. 

In particular, with the development of smart contracts which are said to be self-

executing and self-enforcing by nature, it may be necessary to revisit this issue of 

enforcement at a later date.  

 

Consultation Question 47  

 

47. We provisionally conclude that there is an arguable case for law reform to provide 

courts in England and Wales with the discretion to award a remedy (where 

traditionally denominated in money) denominated in certain crypto-tokens in 

appropriate cases. Do you agree?  

 

47.1. Yes – we agree for the reasons set out in the LCCP.   

 

47.2. We are also of the view that whether cryptocurrency is considered ‘money’ or not 

may be subject to change and is an issue that needs to be kept under review. The 
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question of what is money can be viewed through various lenses, including that of an 

economist, sociologist or from a legal perspective.   

 
47.3. The definition of money is set out in statute in Canada. Section 1 of the Personal 

Property Security Act RSO 1990 provides that money is defined as the “medium of 

exchange authorized or adopted by the Parliament of Canada as part of the currency 

of Canada or by a foreign government as part of its currency’”.   

 
47.4. The English courts have also set out a definition – “that which passes freely from 

hand to hand throughout the community in final discharge of debts and full payment 

for commodities, being accepted equally without reference to the character or credit 

of the person who offers it and without the intention of the person who receives it to 

consume it or apply it to any other use”.   

 
47.5. Therefore, although it is not currently considered money in the UK, the possibility of 

it being so at a point in the future cannot be ruled out. Indeed, El Salvador has become 

the first country to adopt Bitcoin as legal tender, followed by the Central African 

Republic.   

 
47.6. The courts in England and Wales are also accustomed to granting specific relief in 

certain cases. This would include specific performance such as for the payment of 

crypto-tokens.   

 
47.7. However, the practical reality of crypto assets means that cases that would merit the 

Court exercising its discretion to make such an award are likely to be limited.   

 
47.7.1. First, crypto-currencies are exceptionally volatile, such that a judgment for a 

certain number of crypto assets might be completely different in its fiat 

equivalent between the date of judgment and the date of payment (usually 21 

days). This reality is very different from the fiat currency markets where the 

fluctuations are far more restricted. It seems that a “money judgment” 

denominated in crypto should be given a shorter time frame for payment to 

reduce the risk of volatility though there is probably no realistic time frame 

that would be short enough to minimise this risk sufficiently.   
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47.7.2. Second, orders for specific performance are very rarely granted by the Court 

and only in respect of assets that are unique (e.g., plot of land or vintage car). 

This might be appropriate over the delivery of possession of certain NFTs, but 

while crypto assets unlike banknotes are identifiable, they are also fungible 

such that an order for specific performance does not seem appropriate.   

 

47.7.3. Third, a further relevant factor for the Court when exercising the discretion to 

make such an award could be the strength of the evidence (particularly if such 

an award is of specific performance, rather than a money judgment) that the 

Defendant possesses the crypto asset in question. Unlike a plot of land, the 

anonymous nature of crypto assets makes such orders dangerous if linked to 

an identifiable asset and may be abused by Claimants to threaten Defendants 

with the possibility not just of a money judgment if they lose the case, but also 

of contempt of court in order to influence settlement negotiations.   

 

47.8. Therefore, though we support granting the Court the power to make such judgments, 

we are of the view that the Court ought to exercise this power very sparingly in 

particular situations where it would be justified.   

 

If so, what factors should be relevant to the exercise of this discretion?  

 

47.9. We consider that a test similar to that applied for specific performance may be 

helpful.   

 

47.10. An order for specific performance will be granted only if it is considered by the court 

that damages would be an inadequate remedy. The claimant will usually be required 

to show that the subject matter of the contract is unique, i.e. there is no market 

substitute or damages would not be effective financially.   

 
47.11. At present, in the case of shares and other intangible assets, a distinction is drawn 

between whether the shares are those of a public company or a private company. In 

general, a contract for the sale of shares in a public company will not be specifically 

enforceable whereas the contract is more likely to be specifically enforceable where 

the shares are not readily available in the market.  
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47.12. We consider that it may be helpful to subject digital assets to a similar test, on the 

basis of whether damages would be an inadequate remedy or not. The more important 

question will be how expansive or restrictive the test should be which may need to be 

determined on a case by case basis depending on the context and the digital asset in 

question.  
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Consultation by the Law Commission on digital assets 

Response of the City of London Law Society Company Law Committee  

 

The views set out in this note have been prepared by a working party of the Company Law 

Committee of the City of London Law Society (CLLS).  The CLLS represents approximately 17,000 

City lawyers through individual and corporate membership, including some of the largest 

international law firms in the world.  These law firms advise a variety of clients from multinational 

companies and financial institutions to Government departments, often in relation to complex, 

multijurisdictional legal issues.  The CLLS responds to a variety of consultations on issues of 

importance to its members through its 19 specialist committees. The working party is made up of 

senior and specialist corporate lawyers from the CLLS Company Law Committee who have a 

particular focus on issues relating to company law and equity capital markets.  

The Company Law Committee has seen the response from the Financial Law Committee of the City 

of London Law Society to the Law Commission’s Digital Assets Consultation and endorses the 

concerns in that response regarding the potential problems that could arise from linking shares in 

UK companies to crypto assets.  

In particular, we consider that if a crypto token were to be treated as an item of property distinct from 

a share which it represents, there should be no scope for conflict between different rules of perfection 

and priority (including a potentially different innocent acquirer rule) such that a transferee of the 

token might be prevented from taking title to the token itself free and clear of the adverse interest or 

claim of a third party, whereas under the corresponding rules for the share the transferee acquires 

good title free and clear of such an interest or claim. This would mean that the register for the share 

(i.e. the DLT record of the token) could not be entered up to reflect the transfer or would require 

rectification (because of the defect in the title of the transferee to the token under the priority rules 

applicable to the token as a separate item of property), even though the holder (qua shareholder) 

has good title to the share and requires such an entry up to perfect their good legal title. This would 

be an absurd and legally uncertain result.  

Therefore, if a token is used to constitute or evidence legal title to a share, it should be clear that the 

token is a mere mechanism for the holding and transfer of legal title to the share. Any proprietary 

issue relating to the holding or transfer of title should be determined exclusively by reference to the 

rules (e.g. as to perfection, priority or innocent acquisition) that govern the share. 

 

For further information, please contact: 

 

 

 

 

4 November 2022 
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February 3, 2023 

 
 
Commercial and Common Law Team 
Law Commission 
1st Floor, Tower,  
52 Queen Anne's Gate 
London SW1H 9AG 
digitalassets@lawcommission.gov.uk  
 

BY EMAIL 

Re: Law Commission’s Digital Assets Consultation Paper dated (July 28, 2022)  

Response to the Law Commission Digital Assets Consultation Paper  
 

The Crypto Council for Innovation ("CCI") submits this letter in response to the Law 
Commission's Digital Assets Consultation Paper dated 28 July 2022 ("Consultation Paper"). 
CCI welcomes the opportunity to share its expertise and views on this important issue of how 
English law on personal property does and should apply to cryptoassets. 
 

CCI appreciates the opportunity to share its information, expertise, and views on these 
vital issues with the United Kingdom Law Commission. cryptoassets represent one of the most 
significant innovations in finance—and beyond—in many years, with the potential to alter 
ownership structures, commercial applications, cross-border payments, transaction processing 
and settlement, access to capital, investment opportunities, and much more. These 
developments contribute to equitable growth and financial inclusion, as well as investor and 
consumer choice and security. 
 
About CCI 
 

CCI is an alliance of crypto industry leaders with a mission to communicate the benefits 
of crypto and demonstrate its transformational promise. CCI members include some of the 
leading global companies and investors operating in the crypto industry, including Andreessen 
Horowitz, Block (formerly Square), Coinbase, Electric Capital, Fidelity Digital Assets, 
Gemini, Paradigm, and Ribbit Capital. CCI members span the crypto ecosystem and share the 
goal of encouraging the responsible global regulation of crypto to unlock economic potential, 
improve lives, foster financial inclusion, protect national security, and disrupt illicit activity. 
CCI and its members stand ready and willing to work with the Law Commission members to 
accomplish these goals. 
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Introductory remarks 

Crypto assets and the underlying distributed ledger technology ("DLT") represent some 
of the most significant innovations in many years, with the potential to alter ownership 
structures, commercial applications, cross-border payments, transaction processing and 
settlement, and access to capital and investment opportunities. Additionally, Web 3.0 is the 
next evolutionary stage in internet development that offers redistributive and novel models for 
contributors and, consequently, novel and exciting applications for users. Web 3.0’s new 
internet ecosystem is powered by blockchain and digital assets, and the development of a 
flourishing Web 3.0 relies upon not only a foundation of optimistic innovators but also on laws, 
regulations, and policies that guide policymakers, investors, businesses to facilitate long term 
value.  Accordingly, we support the Law Commission's efforts to ensure that English law is 
capable of accommodating cryptoassets in a way that grants cryptoassets consistent legal 
recognition and protection and which allows the possibilities of this type of technology to 
flourish. 

We recognise the significant amount of thought that has gone into the Consultation 
Paper and the Law Commission's proposed approach to the creation of a new category of 
personal property. However, we do have concerns with the proposed approach of defining 
cryptoassets (or "crypto-tokens" to use the terminology of the Consultation Paper) as a type of 
"data object" as discussed in our response to the Consultation Paper below. In our response, 
we identify key questions to which English law ought to provide clear answers in order to 
achieve the Law Commission's stated aim of creating legal certainty and so enabling 
cryptoassets to flourish. Focusing on practical considerations relevant to cryptoassets, we 
propose how English law might answer these questions, including through targeted statutory 
amendments.  

Response to select issues 

Instead of expressing views regarding every question raised, we have structured our 
response around the following key issues, which are of practical importance for providing legal 
certainty and enabling markets in cryptoassets to flourish. 

1. Approach 

First, we recognise that there is a broad spectrum of cryptoassets that have emerged to date, 
and we expect this trend to continue as the technology matures. Accordingly, there is 
currently no universally accepted way of categorising cryptoassets, but we find it useful for 
the purpose of this letter to divide cryptoassets broadly into four main classes.  

The first is cryptoassets which have an existence solely on the ledger in which they are 
recorded and are not backed with outside collateral. These are referred to as 
cryptocurrencies; Bitcoin is probably the best-known example. The second is cryptoassets 
which are intended to embody a stable money value and are backed by some money claim. 
This may be either a claim on an underlying pool of monetary assets, or a promise by an 
issuer (such as a bank) to pay that value. The third is cryptoassets which confer economic 
rights in an asset. These may be either claims to a share of the value of a single underlying 
asset or claims to a specific asset (such as NFTs). Fourth, cryptoassets may confer rights to 
participate in the operation of an activity (such as a DAO). 
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In many of these cases, DLT has been deliberately chosen in order to facilitate transfers 
and settlement of transactions in the relevant cryptoassets in a robust manner on the 
distributed ledger. The use of DLT as the basis for such assets necessarily implies an 
intention that the asset is capable of being robustly and frequently transferred1.  

This is important because legal policy with regard to property transactions has for many 
years been bifurcated according to whether transactions are "commercial" or not. The basic 
distinction is that for commercial transactions, protection of the market takes precedence 
over protection of individual rights. In particular, the ordinary principle that the buyer 
should be required to investigate the title of the seller before transacting, and that if he does 
not do so he does so at his own risk, is generally displaced in favour of an approach that 
transactions should be upheld unless they can be shown to have been executed dishonestly. 
In this regard, there is a direct line of legal development connecting the bills of exchange 
cases decided by Lord Mansfield in the 18th century, the Factors Act 1887 and the Financial 
Markets and Insolvency (Settlement Finality) Regulations 1999 (the "SFRs"). 

We believe that cryptoassets should be approached as falling within this "commercial" 
framework from an English law perspective. In particular, we believe that protections such 
as those provided to transactions in financial assets under the SFRs should by default be 
provided to transactions in cryptoassets. In considering the applicability of rules such as 
those protecting netting to contracts in cryptoassets, we believe that the default approach 
should be that such rules should apply, and that it is for those who argue otherwise to make 
their case.   

2. Practical importance of clarifying the status of cryptoassets as personal property 
under English law 

We agree that it is important to understand not only whether cryptoassets are personal 
property under English law but also what type of personal property they are and in 
particular how they can therefore be transferred.  

This is critical for commercial usability. Put at its simplest, if the wrong mechanism is used 
to transfer an asset (for example, an attempt to assign an instrument which can only be 
validly transferred by physical delivery), the transfer will (usually) simply fail and be 
legally invalid. Thus, uncertainty as to characterisation leads directly to uncertainty as to 
legal validity of transfer. This type of uncertainty would render this class of assets unusable 
for Web 3.0 participants and uninvestable for many investors. 

We also note that the issue of legal certainty is necessary for the development of broad 
markets in these assets. We are aware that some of the submissions that you have received 
(particularly from the legal profession) have argued that the significant legal uncertainties 
which surround these assets at the moment are best left to be unraveled through litigation 
in due course. We would therefore like to emphasise that those market participants who are 
required, either by regulation or by their status, to take a prudent approach to investment, 
will generally be unwilling to acquire assets unless they can obtain a relatively high degree 
of legal comfort that they are acquiring good, unchallengeable and transferrable title to 
those assets. Crypto assets are also considered a critical building block for Web 3.0, and 

 
1  Whilst consensus mechanisms mean that transfers on DLT can be slow in practice, it remains the case that 

the intent behind the creation of cryptoassets on DLT systems is typically to facilitate their transfer in a robust 
and commercially reliable manner. 
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there is a risk that their utility could be seriously undermined if there remains a lack of 
certainty that cryptoassets attract property rights or how title to cryptoassets can be properly 
transferred by settlement of a transaction on the blockchain. We are, therefore, of the view 
that the work which the Law Commission is doing is invaluable in this regard and should 
lead to facilitating primary legislation. 

3. Unintended consequences of defining "data objects" as a third category of property 

With respect to the Law Commission's proposed definition of "data object" as a new 
category of personal property, we consider that it is generally unhelpful to think of data as 
a "thing" attracting personal property rights. Existing data protection legislation protects 
personal data differently from property law, and it is unclear how the two would interact. 
We foresee that this could also create difficult interactions with potential future expansion 
of data-related law and regulation, for example, in the context of open banking (or open 
finance) and plans for a digital ID. Leaving aside the specific statutory contexts of 
intellectual property and protection of personal data, it seems clear that someone can 
communicate data to a third party, but the idea that they can sell data as property to a third 
party (i.e. thereby transferring proprietary rights to that data) is an odd one from an English 
law perspective. 

This approach of defining a third category of property by reference to data also seems to 
lead to a disproportionate focus on the technical make-up of the cryptoasset, giving rise to 
some counterintuitive conclusions, for example, in connection with how cryptoassets are 
transferred. In particular, the idea that cryptoassets recorded in token-based blockchain 
systems such as Bitcoin are destroyed and created upon transfer from one person to another 
is at odds with how these transactions are understood by market participants. This is 
demonstrably not the case with respect to specific types of cryptoassets, such as many 
NFTs. It would also have undesirable implications and create uncertainty with respect to 
the taking of security and tracing property. We therefore favour a legal treatment where the 
cryptoasset persists throughout a transfer process, as opposed to a technology-driven view 
in which a token-based cryptoasset is conceptualised as being destroyed and re-created 
upon transfer. 

The primary reason for this is that this is, in fact, how market participants think of 
transactions in cryptoassets today. It is clear that this is not a decisive consideration, but we 
say that the law should, as far as possible, seek to support rather than supplant the beliefs 
and intentions of the parties as to the nature of the transaction which they have engaged in. 
This would also avoid the undesirable consequence that the legal analysis of transfer of 
cryptoassets is dependent on the technical details of how the relevant software on the 
relevant DLT system operates to "transfer" cryptoassets (where there are currently different 
processes employed on different DLT systems, for different types of cryptoassets).   

4. Proposed analysis of cryptoassets as property comprising a right to have the ledger 
updated 

We therefore put forward an alternative analysis of cryptoassets as property. In our view, 
where a person owns a cryptoasset, the thing which constitutes property is the right to have 
the ledger updated (and not the data which forms the ledger) in accordance with the relevant 
protocols of the distributed ledger, where the exercise of this right may have the effect of 
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conveying the "right to update" to another person, who in turn acquires such right.2  Under 
this understanding of cryptoassets as property consisting of a right to have the ledger 
updated, actual transfer of the cryptoasset would require two things: (i) a contract for sale 
of the cryptoasset; and (ii) a conveyance (i.e. updating of the ledger) giving effect to the 
obligation created by the contract. 

We consider that this characterisation of cryptoassets as property is consistent with an 
intuitive understanding of ownership of cryptoassets whereby (to take a simple example) if 
the owner of a cryptoasset broadcasts a sale of the cryptoasset on a DLT network that is 
validated according to the relevant consensus mechanism, this should result in updating of 
the ledger in line with the DLT network's protocols. Or in other words, the owner of a 
cryptoasset has the right to have the ledger updated to reflect the sale or other transfer of 
such cryptoasset, as requested by them in accordance with the DLT network's protocols. 
However, if someone broadcasts a transaction purporting to be for the sale of a cryptoasset 
that is not associated with their private keys on the DLT network, this should fail as they 
do not have the right to have the ledger so updated in this scenario. 

This characterisation of cryptoassets as property draws on the existing English law 
principles of conveyancing for transfer of property. In particular, it should be possible to 
have a right which the law treats as a piece of property, and which is transferrable by 
conveyance in the ordinary way. Indeed, whilst cryptoassets do not fit neatly into existing 
categories of property under English law of (i) choses in action, which are transferred by 
assignment, (ii) rights in physical things, which are transferred by delivery, and (ii) rights 
in other sorts of statutory property (shares in companies, intellectual property etc.) which 
are transferred by statutory mechanisms, this existing categorisation is not exhaustive. 

English law comprises a number of transferrable pure rights. Historically such rights were 
characterised as having the legal nature of the asset to which they are related – thus, a right 
over real estate (such as a right of presentment) was characterised as a real estate asset, and 
was transferable by conveyance. This approach cannot be applied here, since the property 
is the right to amend the ledger, and the legal nature of the ledger is not clear. However, 
the principle – that a right to procure a particular outcome is a property asset capable of 
transfer – does not seem to be in doubt. 

In our view, the best approach would be to amend the Law of Property Act 1925 to 
expressly provide that a right to have a digital ledger amended should be regarded as a 
property right, and that the making of any such amendment should have the effect of 
transferring ownership of that right to the person who, as a result of the transfer, acquires 
the right to instruct the amendment. We agree that it should be explicitly specified that such 

 
2  Ownership of a cryptoasset may also give the holder other linked rights, for example, the right to participate 

in the operation of an activity such as a DAO or contractual rights to commercially exploit intellectual 
property associated with an NFT. Exercise of such linked rights would not typically result in those rights 
being conveyed to another person. This is analogous to a shareholder having voting rights that it may exercise 
without impacting its ownership of the share. It may also be possible to agree to transfer those linked rights 
to another person (e.g. under a smart contract), which again could be seen as analogous to a shareholder 
appointing a proxy to exercise voting rights associated with their shares.  

However, for the purpose of achieving clarity on the status of cryptoassets as property, we are seeking to 
isolate the essential characteristic or attribute of every cryptoasset that constitutes "property" without 
impacting the flexibility of market participants to develop cryptoassets which may also give the holder a wide 
range of other linked rights.    
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a right is neither real estate, goods, services nor a chose in action, but a new category of 
property.  

We consider this approach of making a targeted statutory amendment would provide legal 
certainty for market participants both as to the legal status of digital assets as property under 
English law and also with respect to how they can be validly transferred under English law 
– i.e. by conveyance effected by updating of the ledger in accordance with the protocols of 
the relevant DLT system.  

Our proposed approach to defining cryptoassets as property does give rise to some 
questions, including whether a distinction should be drawn with uses of DLT for pure 
accounting or record keeping purposes (i.e. where there is no intention of the parties using 
the DLT to create cryptoassets attracting property rights). In our view, the key distinction 
that can be drawn between cryptoassets and other uses of DLT is that in a 'pure' accounting 
context, the right to have the ledger updated is not transferable (or transferred in practice). 
This is to some extent similar to the Law Commission's proposed requirement that 
cryptoassets must be "rivalrous" to qualify as property. We discuss this further in section 6 
below, in the context of custody arrangements for cryptoassets (where custodians may 
record beneficial entitlement to cryptoassets on their own systems, which may run on DLT 
or another technology). 

Of course, it is possible for a person to transfer a cryptoasset to another without intending 
to transfer full beneficial ownership, for example, to hold as a trustee or mortgagee. 
However, all of those situations can be, and are addressed by, existing law. 

5. Comparison with US approach to defining cryptoassets as property under Article 12 
UCC 

We think it is helpful to consider how the American Law Institute has addressed these 
issues in the United States of America. In particular, they have approached the question of 
clarifying the status of cryptoassets as property through proposed amendments to the 
Uniform Commercial Code ("UCC") rather than relying purely on incremental 
developments via case law.  In addition, they do not seek to define cryptoassets as property 
based on a data-driven or technology-driven analysis. Rather, the proposed new Article 12 
UCC defines "controllable electronic records" as a new type of property, namely a record 
stored in an electronic medium that can be subjected to control. The concept of control set 
out in Article 12 UCC requires that the person with "control" has (i) the power to enjoy 
substantially all the benefit; (ii) the exclusive power to prevent others from enjoying 
substantially all the benefit; and (iii) the exclusive power to transfer or cause another person 
to obtain control, of the controllable electronic record.3  

The approach to defining cryptoassets as controllable electronic records under the UCC 
framework does differ in some details from our proposed analysis of cryptoassets under 
English law. In particular, the references in points (i) and (ii) above to the "benefit" of a 
controllable electronic record could be taken to imply that the cryptoasset affords some 
rights or benefits to holders over and above the ability to sell the cryptoasset in return for 

 
3  This is also similar to the proposed definition of a "digital asset" set out in the UNIDROIT consultation on 

draft principles on digital assets and private law published in January 2023 and available at 
https://www.unidroit.org/work-in-progress/digital-assets-and-private-law/digital-assets-and-private-law-
public-consultation/.  
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consideration. We do not think it is necessary for this to be an inherent part of an English 
law definition of a cryptoasset and if element of the definition is stripped away, in our view, 
point (iii) then substantively amounts to a right to have the ledger updated, as described in 
section 3 above.  

We note that this approach to defining cryptoassets as controllable electronic records under 
Article 12 UCC does rely and build upon other elements of the UCC framework, which 
differ from the English law position, particularly in relation to the way in which rules on 
transfers of ownership and security interests are codified under the UCC. Article 12 UCC 
expressly addresses how transfers of property rights in cryptoassets (or controllable 
electronic records) can be achieved and provides that a "qualifying purchaser" of a 
controllable electronic record benefits from a "take-free" protection (similar to existing 
Article 8 UCC) whereby the qualifying purchaser acquires an ownership interest in the 
controllable electronic record free from competing property claims. Broadly speaking, this 
gives controllable electronic records the characteristic of negotiability, which is, in our 
view, appropriate (as discussed further in section 5 below). 

These UCC amendments also provide a statutory mechanism for how security interests 
attach to controllable electronic records, how they can be perfected and rules of priority. 
However, these are based on existing UCC rules on security interests, which differ from 
the position under English law.  We do not think it appropriate to follow the UCC approach 
in this respect but rather approach the questions of how to take security over cryptoassets 
under English law based on the existing concepts and principles of English law (including 
the ability to separate legal and beneficial title and grant charges over property), as 
discussed further in section 7 below.   

However, as a general matter, we do think it important that English law provides clear 
answers to the questions addressed by these UCC amendments, including whether 
cryptoassets are property, how they can be transferred (including whether they have a 
characteristic of "negotiability") and how security can be taken over them. In our view, 
these are important building blocks for good commercial law, which is capable of 
supporting the development of broad markets in cryptoassets. We have discussed the first 
of these questions in section 3 above and turn to consider the others below.  

In addition, we do think that our proposed approach to defining cryptoassets as property is 
broadly compatible with the US approach under Article 12 UCC (and the proposed 
UNIDROIT definition of a digital asset), such that the differences in approaches ought not 
give rise to vastly different characterisation of cryptoassets, and in particular how they are 
transferred, which will be of practical importance in cross-border contexts. 

6. Providing certainty for transfers of cryptoassets 

As noted above, it is important to understand how to validly transfer a cryptoasset under 
English law. We propose a targeted amendment to the Law of Property Act 1925 to clarify 
that this can be done by conveyance of the right to have the ledger updated, effected by 
updating of the ledger. 

This leaves a set of issues relating to settlement finality and whether the principle of nemo 
dat quod non habet should apply to wrongful transfers of cryptoassets. In our view, it 
should not.  
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The key here is that physical money has the highest form of settlement finality protection 
possible because that is inherent in its ability to perform its task as a payment medium. For 
anything else to perform that function reliably, it must have equivalent protection. This was 
the rationale for the introduction of the concept of "negotiability" for bills of exchange 
when they started being passed from hand to hand as a means of payment. The law 
recognised that they should be treated in this regard in the same way as cash, giving rise to 
the doctrine of negotiability. For digital coins to perform the function of money, they need 
to be treated as such. For other types of cryptoassets, putting these on a similar footing as 
bearer bills, bonds and promissory notes also seems appropriate, particularly since the 
validity of the register is integral to the DLT model (and is broadly consistent with the 
approach taken under the UCC as described above, which is helpful in an international or 
cross-border context).  

Of course, it should also be noted that this does not mean that there are no circumstances 
under which transfers of cryptoassets may be challenged or economically reversed. In 
particular, there would still be an English law right for transactions to be "reversed", for 
example, in cases of fraud or duress (which, in the context of cryptoasset transactions 
recorded on an immutable distributed ledger, we consider should be understood and 
interpreted as a right for the injured party to be made whole4). 

Turning to consider how best to achieve this outcome in practice, we propose using 
Chalmers' approach to negotiability under the Bills of Exchange Act 1882 as a starting 
point. The issue here is that Chalmers' drafting did not create a new legal principle, but 
merely codified the existing law. The essence of the English Law position on bills of 
exchange had been for many centuries that the protection of good faith transactions 
"trumped" the "buyer beware" principle, and the principle of negotiability simply gave legal 
form to this policy.  

The basis of this statutory codification of the principle of negotiability is that where a 
person receives an instrument before it is overdue, without notice of any default in respect 
of it, and has otherwise obtained it in good faith, for value, and without notice of any pre-
existing claims to it (broadly the definition set out in s. 29 of the Bills of Exchange Act 
1882), that person should be and have all the rights of an owner in respect of that 
instrument. In this context, that means that they will take title to the cryptoasset clear of 
any defect in the title of his transferor. Therefore, the holder in due course of a cryptoasset 
(i.e. the person with the right to have the register updated) is to be assumed to be the owner, 
and third parties acting bona fide may treat with him as owner. 

We do not advocate the wholesale importation of the law of negotiable instruments as it 
currently stands into the law of cryptoassets – it is no longer the case that commercial men 
(or even lawyers) are readily familiar with this body of law, and it would be a significant 
onerous task for them to become so. However, the concepts which lie behind the law of 
negotiable instruments match closely the structural elements which a law of cryptoassets 
should achieve, and this body of law provides some useful conceptual scaffolding which 
could be relatively easily adapted to the position in respect of cryptoassets. 

 
4  We would propose that this is expressly clarified, so as to guard against risks of judicial or other remedies 

having the effect of introducing forks in ledgers to "reverse" a transaction, which we consider would cast 
doubt on the immutable nature of the digital ledger technology and undermine confidence in DLT structures.  
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7. Use of intermediaries to hold cryptoassets and separation of legal and beneficial title 

In practice, large investors and active participants in Web 3.0 may want to use service 
providers to hold – and administer – cryptoassets for them, for many of the same reasons 
as they may choose to hold traditional securities via custodians. This gives rise to a set of 
questions about the basis on which a custodian or other intermediary may hold cryptoassets 
for a beneficiary and indeed whether it is possible to hold cryptoassets on trust or otherwise 
separate legal and beneficial title. Again, from a practical and commercial perspective, it is 
important that there is legal certainty about the basis on which custodians hold cryptoassets 
for their clients. 

Custody arrangements for securities today are largely characterised at English law as being 
based on a trust analysis. Many of the difficulties which have arisen for custodians 
regarding the legal analysis of cryptoassets would be resolved by a clear statutory provision 
to the effect that such assets are in fact a separate class of property. This would make clear 
that the conventional market analysis can be applied to this new class of assets.  

We note, however, that there are significant overlaps between the legal and the regulatory 
spheres in this area. In particular, the provision of custody services in respect of financial 
assets is itself a regulated activity. Regulators will have to decide where to place the 
regulatory perimeter in this regard – in particular, whether the provision of wallet services 
is a form of regulated custody or not.  

Possibly more importantly, it should be up to regulators to determine what arrangements 
should be made in respect of cryptoassets held in custody.5  It may be appropriate for 
regulatory requirements to be introduced requiring custodians and other entities holding 
cryptoassets for customers to do so in a bankruptcy-remote manner, which can be achieved 
in practice under English law in the same way as for other types of custody assets. We 
understand that protection of customer assets (including cryptoassets) is an important issue 
for policy makers and regulators particularly in light of the recent collapse of FTX. 
However, these regulatory policy questions go beyond the scope of the English property 
law issues under consideration in the Law Commission's consultation, so we do not address 
them further here.6  

For the purpose of the Law Commission consultation, the question is therefore as to 
whether, if regulators were to decide that such assets should be held on a segregated basis, 
this would require any change in the law relating to property. In our view, it would not. 
Although current client money and client asset provisions have some statutory backing in 
the Financial Services and Markets Act 2000, it is not in doubt that the effect of these 
provisions can be entirely replicated in a properly drafted client money trust deed. We are 
therefore of the view that the imposition of statutory requirements on providers of 

 
5  We note that HM Treasury published a consultation on a future regulatory framework for cryptoassets, 

including regulation of custody services, on 1 February 2023. This indicates that once cryptoasset custody is 
brought within the regulatory perimeter, the FCA would be responsible for developing detailed rules of the 
cryptoasset custody regulatory framework. 

6  Similarly, we note that other initiatives seeking to clarify the status of cryptoassets as property as a matter of 
private law, such as under Article 12 UCC in the US, or under the UNIDROIT consultation, do not seek to 
address questions such as whether cryptoasset custodians should be obliged to hold cryptoassets in a particular 
bankruptcy-remote manner, recognising that this is a question that should be left to financial services policy 
makers and regulators. 
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administration and safeguarding services in respect of cryptoassets is neither necessary nor 
desirable.  

The importance of such arrangements is, of course, to ensure that the assets concerned are 
safeguarded in the insolvency of the service provider, and are returned as rapidly as possible 
to the true owners of those assets in such an insolvency. As noted above, we regard the first 
of these as being capable of being achieved through the law in its current state. As regards 
the second, however, the issue is primarily an issue of insolvency law. In this regard, it may 
be necessary to make some amendment to UK insolvency law to ensure that such claims 
are not only legally valid but also speedily resolved. In this regard, we agree that the 
mechanism developed in the post-Lehman review through the Investment Bank Special 
Administration Regulations 2011 should be applied to wallet providers7. We understand 
that the effect of these regulations is that any shortfall in the pool of available assets is 
shared pari passu amongst all holders. However, we believe that the nature of this market 
is such that a rapid distribution of the majority of assets is preferable to an extended period 
of paralysis in which all such claims remain in suspense. 

From a technical perspective, such a custody service offering will typically involve the 
intermediary custodying or storing private keys associated with the public address(es) 
where the client's cryptoassets are recorded, giving it the power or right to update the ledger, 
in accordance with the client's instructions. However, from a legal perspective this is very 
similar to the way in which traditional securities custodians typically hold securities for 
their clients. In particular, for securities recorded in book entry form in a central securities 
depository, the legal title holder is the entity recorded on the register, typically holding the 
securities on trust for a client. In intermediated securities structures, there are typically 
several custodians each holding their interest in the security on trust for a client, up to the 
ultimate beneficial owner8.  

We do not consider that the creation of an intermediated holding structure is of concern in 
the context of cryptoassets. This is a structure with which market participants are familiar 
today. In our view, it is helpful that intermediaries can hold cryptoassets for investors in a 
legally similar manner to the way they custody traditional securities, particularly if 
custodians seek to offer services with respect to both traditional securities and cryptoassets.  

Where custodians use DLT (or indeed a different record keeping system) to record clients' 
entitlements to assets this gives rise to the question of whether the custodian's right to 
update their own ledger or record itself amounts to a cryptoasset on our proposed definition. 
We consider that it should not do so on the basis that in this example, the custodian retains 
the right to update its own ledger or records throughout. Therefore, there is no transfer or 
conveyance of the right to update the ledger or register. In this case, it is not the structure 
of the DLT system which determines that there is the transfer of assets, but the separate 
terms agreed by the custodian with its clients. The cryptoassets that exist independently of 
the custodian's right to update its ledger or record are however transferred by the exercise 
of that right (and exercise of an underlying right the custodian has to have an underlying 

 
7  In this regard, we note that this would not have the effect of imposing day-to-day reporting or other regulatory 

obligations on wallet providers.  
8  For example, see the Law Commission's scoping paper on Intermediated Securities, available at 

https://www.lawcom.gov.uk/project/intermediated-securities/.  
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ledger updated on which cryptoassets or a right to cryptoassets are recorded); whereas the 
right itself remains static and held by the custodian.  

8. Taking security over cryptoassets 

Traditional English law title-based security mechanisms based on title divide into three:- 

(i) Title Transfer - where the grantor has nothing more than a contractual right to 
the return of equivalent assets;  

(ii) Mortgage - where the grantor transfers ownership of an asset but retains a 
property interest in that asset; and  

(iii) Charge - where the grantor retains ownership of the asset, but the beneficiary 
can compel him to sell the charged asset and apply the proceeds in discharge of 
the secured obligation. 

Title transfer is legally possible whenever an asset can be validly transferred. However, 
title transfer provides almost no protection to the collateral giver. We note that regulated 
firms are therefore restricted in their ability to provide service on this basis to certain types 
of client (notably private clients). However, this is a regulatory and not a legal policy point. 

We believe that it should be possible to create the same sorts of security over cryptoassets 
as over any other kind of property.  

The primary obstacle to the grant of security over any type of asset is the necessity to be 
able to identify the legal claims to the asset concerned. Thus, in general, security over 
personal property assets is generally granted using possessory rather than title-based 
security. Possessory security (pledge and lien) are based on the idea of assets being 
physically segregated, and their possession being transferred to the security taker. Such 
segregation and transfer can be effected either by a physical transfer of assets, or by a 
custodian (such as a warehouse operator) confirming that they hold for the transferee rather 
than the transferor ("attornment"). 

In the context of securities, security interests are usually based on the segregation of assets 
held by custodians, with the segregation being effected within the books of the custodian. 
Such segregation constitutes a separate, identifiable pool of assets, and that pool, once 
created, can be either charged or transferred. Thus, all three forms of title-based security 
can be created. It should be noted that in the context of securities market transactions it is 
common to refer to securities being "pledged" This is a historic legacy from the days when 
debt securities took the form of negotiable paper, and security over them was created by a 
physical pledge.  

We are therefore of the view that the optimal legal structure for the creation of security 
interests under English law would have the effect that the segregation of cryptoassets within 
the books of a custodian or wallet provider would create an asset capable of being 
mortgaged or charged.  

A further issue in this regard is that UK law invalidates charges and mortgages created by 
UK firms unless they are registered under the UK Companies Act 2006. For financial 
transactions this requirement is disapplied by the Financial Collateral Arrangements (No.2) 
Regulations 2003 (2003/3226). Regulation 4 of these regulations also disapplies s.53(1)(c) 
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and s.136 of the Law of Property Act 1925 as well as s.4 of the Statute of Frauds Act 1677. 
We believe that this treatment should be extended to transactions in cryptoassets where the 
purpose of the security arrangement is to secure the financial obligations of the grantor of 
the security. For the reasons given above, we believe that these regulations should be 
applied to cryptoassets generally. This could be accomplished with some minor 
amendments to the Regulations. 

We are aware that this proposal raises the issue as to whether such registration is necessary 
for some other policy reason. In general, the arguments for registration are based on the 
idea of "false wealth". However, we perceive this as a confusion based on a 
misunderstanding of the intended effect of the false wealth doctrine. In Re Vandervell9 
Lord Upjohn said that the "false wealth" principle should be applied in pursuance of the 
objectives of the Statute of Frauds, and that the aim of that statute was to "prevent hidden 
transactions in fraud of those truly entitled". A transaction which is recorded on a publicly 
accessible register is not a "hidden" transaction. It is as easy or as hard to discover as a lien 
created by a physical transfer of a document of title – indeed, since it leaves a permanent 
record, where a physical transfer does not, it is less objectionable on this basis. 

9. Enforcing title to a cryptoasset 

The question of how to enforce title to a cryptoasset is an important practical and legal 
question for parties holding and dealing in cryptoassets. There are two aspects to this. One 
is as to how a proprietary remedy in respect of a cryptoasset might be granted. The other is 
as to how damages for interference with control of a cryptoasset might be quantified and 
awarded. 

As we set out above, in our view the legal essence of a cryptoasset is the power to have the 
ledger updated (as described further in section 4 above). The enforcement of property rights 
over a power can be effected by the appointment of a receiver over the power – see Tasarruf 
v Merrill Lynch [2011] UKPC 17. There may well be a case for legislative confirmation of 
the court's right to make an in personam order over the holder of a right instructing him to 
exercise that right in a particular way, but it may be that the Tassaruf power is sufficient. 
However, this is only of relevance before the power to amend has been exercised. The 
important question is as to what the position should be after the power is exercised. 

This, however, leads to the question of the available remedy where a proprietary remedy is 
not available. In general, there are two potentially applicable approaches to this issue. One 
is that the person whose rights over the cryptoasset have been interfered with should be 
compensated on the basis of the loss which he has actually suffered (the "compensatory 
measure"). The other is that, where a person has been deprived of a thing, they should be 
entitled to the value of that thing at the time of the interference (the "conversion measure"). 
The primary difference between the two is that in the former case issues such as culpability 
and contributory negligence will be considered, and the amount the claimant is awarded 
may differ significantly from the value of the asset of which he has been deprived. In the 
latter case, he is entitled to his asset or its value without discount or assessment.  

The conversion measure is the remedy usually applied in the context of interference with 
proprietary rights. Thus, for example, if I own a promissory note to the value of £100, and 
it is misappropriated, my claim is for £100. In our view, the conversion measure should be 

 
9 [1967] 2 A.C. 291 
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applied in respect of cryptoassets. We perceive these assets as being most closely akin to 
negotiable instruments such as bonds and promissory notes, and we believe that this is the 
approach which corresponds most closely with the way in which market participants 
currently think about assets of this kind. 

There is also a practical aspect to this approach. The application of the conversion measure 
provides a simple analysis of any situation where an asset is misappropriated – the person 
entitled to the asset is entitled either to the return of the asset or to the payment of its value. 
By contrast, where the compensatory measure is applied, the person entitled to the asset 
must show that he has suffered loss by reason of the deprivation, must show that he was 
not contributorily negligent in respect of the deprivation, and is subject to valuation risk as 
regards changes in the value of the asset. 

This approach would require amendment of the Torts (Interference with Goods) Act 1977 
– inter alia to specify that cryptoassets should be treated as "goods" for this purpose10. 

Finally, it should be noted that interference with ownership rights in respect of cryptoassets 
may take one of two forms. Typically, such interference would be effected by amending a 
register to transfer assets away from the owner to a third party. This sort of activity fits 
neatly into the "conversion" analysis described above.  

There is an alternative form of interference whose effect is to obstruct the owner's access 
to an asset. This typically arises in "ransomware" and "hi-jacking" attacks, where 
cryptoassets have not been stolen or otherwise transferred but the owner is unable to access 
and use them. A fundamental distinction should be made here between these two types of 
interference (i.e. someone who obstructs access and uses property on the one hand, and 
someone who merely obstructs access but does not use the property on the other). In legal 
analytical terms this latter type of interference is a form of detinue – what is obstructed is 
not the property, but the owner's right to it. In our view, in the field of cryptoassets (at least) 
this should be treated as a form of conversion and the usual principles of English law ought 
to determine who is liable for such interference. 

10. Set-Off 

It is a general principle of English law that whereas money claims may be set off at common 
law, proprietary claims may not. Where parties are in a pre-existing contractual relationship 
set-off between them is usually addressed by contractual provisions which permit such set-
off. However, we believe that as regards the sub-set of cryptoassets that are created to 
perform the function of monetary instruments (such as stablecoins), it should be made clear 
that such claims may be set off against each other in the same way that money claims may 
be set off. 

Implementation of this measure would require at least an amendment of CPR 16.6 to 
expand the meaning of the term "money" as used therein. However, it would be better to 
apply the simple provision of reg. 12 of the Financial Collateral (No 2) Regulations 2003 
to provide that contractual netting provisions are generally effective.  

 
10  And this purpose only – we agree that the extension of the Sale of Goods Act 1979 to digital assets would be 

undesirable. 
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Conclusion 

In conclusion, we consider that the status of cryptoassets as property under English law 
(comprising a right to have the ledger updated, as outlined in this letter) should be clarified via 
facilitating primary legislation. In our view, providing legal certainty in this way will be critical 
for commercial usability of cryptoassets and is a necessary prior condition for the development 
of broad markets in cryptoassets. CCI appreciates the opportunity to provide these comments 
and appreciates your consideration of our feedback. We would be pleased to further engage on 
the comments contained in this letter issues relating to the legal characterisation of cryptoassets 
generally. 

 

Sincerely,  
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This paper sets out the views of D2 Legal Technology (“D2LT”) on the Law Commission’s 
Law Commission Digital Assets Consultation Paper dated 28 July 2022 (the “CP”). 

D2LT is a legal data and change consulting firm, sitting at the intersection of FinTech and 
LegalTech.  With offices in London, Frankfurt, New York, Charlotte, Hong Kong, Singapore 
and Sydney, it provides inter alia, strategic advice and implementation services to c. twelve 
leading investment banks and various other financial firms on the digitisation of legal 
agreements and opinions, digital assets and smart contract implementations.  This has 
assisted its clients in the areas of resource management (such as capital, liquidity and 
collateral), regulatory reporting and compliance (such as qualified financial contract reporting 
(often colloquially known as “living wills reporting”), client assets and money compliance and 
ECB close-out netting reporting) and operational management.   

D2LT’s work has included leading document and legal opinion digitalisation programmes for 
major trade associations in the capital markets industry, such as the International Swap and 
Derivatives Association (ISDA), International Capital Markets Association (ICMA) and the 
International Securities Lending Association (ISLA).  This has included creating for these 
clients, an industry Clause Taxonomy and Library for their published master agreement 
documentation, which is regarding as an important stepping-stone and legal agreement data 
standard to facilitate the use of smart contracts in the OTC derivatives, repo and securities 
lending industries respectively. 

As part of our engagements at major investment banks to set up and provide expertise to 
LegalTech and Legal Innovation teams, we have been involved in a number of Smart 
Contracts, and Digital Asset related projects over the last few years (including in relation to 
the operational infrastructure required). 

Our responses have been mainly provided by: 

Akber Datoo – founder & CEO of D2LT.  Akber is a computer science graduate, having 
worked in the early part of his career as an IT developer at UBS.  After leading a number of 
industry initiatives (e.g. FpML – a markup language for communicating the terms of 
transactions between the derivatives industry) and developing various trade platform and 
pricing applications, Akber grew frustrated with his in-house team and a growing gap 
between the legal function and the use of technology and systems in the management of 
financial instruments (that ultimately simply consist of contractual obligations). He re-
qualified as a solicitor (of England and Wales) and trained and practiced as a derivatives 
lawyer at Allen & Overy LLP.  In 2011, he founded D2LT, utilising his dual-skill set as both 
technologist and lawyer.  Akber is the chair of the Law Society’s subcommittee of Smart 
Contracts and Digital Assets1, as well as an appointed member of its Technology and Law 
Committee.  As well as being a P.R.I.M.E. Finance Expert, he is a professor at the 
University of Surrey and teaches undergraduates and masters students on topics such as 
legal data, distributed ledger technologies, digital assets, smart contracts, fintech Policy and 
AI & Ethics.  He has published a leading practitioner text published by Wiley, “Legal Data for 
Banking”, covering topics such as digital assets and smart contracts. 

Jeffrey Golden KC (Hon), Senior Adviser to D2LT.  Jeffrey is the founder and chair 
emeritus of The P.R.I.M.E. Finance Foundation in The Hague and one of its experts. He is 
1 Please note that Akber Datoo has led a similar response to the Consultation Paper in this regard for the Law 
Society, however the views expressed in this D2LT response differ slightly based on D2LT context and 
experiences. 
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currently joint head of chambers at 3 Hare Court, having retired from international law firm 
Allen & Overy LLP which he joined as a partner in 1994, a founding partner of its US Law 
practice. Jeffrey acted extensively for ISDA and principal author of its master agreements, 
also acting as an arbitrator and expert witness in several high-profile derivatives cases. He is 
the general editor of the Capital Markets Law Journal (Oxford University Press) and his most 
recent book (co-edited with Carolyn Lamm) International Financial Disputes: Arbitration and 
Mediation is also published by Oxford University Press. 
 
Claire Gerrand – Consultant at D2LT. Since graduating from the University of Oxford with 
a law degree, she has worked on a variety of projects relating to legal technology and 
contract negotiation, utilising her background in international law and a special interest in the 
operation of legal technology within financial services.  
 
Stewart Bates – Consultant at D2LT. After studying modern languages at the University of 
Cambridge, Stewart worked for an intellectual property translation company. During this 
experience Stewart became particularly interested in the role of the law in facilitating 
innovation, and decided to study the Graduate Diploma in Law at the University of Law. 
Since graduating, Stewart has been working at D2LT on a variety of projects at the 
intersection between FinTech and LegalTech.   

D2 Legal Technology (D2LT) welcomes the opportunity to respond to the CP, which 
represents a significant contribution to the digital asset markets. Of it itself, it has greatly 
assisted market participants to observe the desire of the judicial system of England and 
Wales, to support this industry to develop and flourish. We agreed with much of the analysis 
in the CP and commend the tremendous effort that has clearly gone into producing it. We 
also look forward to the Law Commission’s forthcoming consultation on the rules relating to 
conflicts of laws as they apply to emerging technologies, as well as details resulting from the 
scoping study on Decentralised Autonomous Organisations, which we believe each play 
vitally important roles in together supporting this area. 

We strongly support the Law Commission’s stated objective of creating a facilitative and 
legally certain environment in which digital assets can flourish. Legal certainty is integral to 
developing safe and efficient digital asset markets. The CP, in and of itself, is already 
serving to promote legal certainty under English law, and we expect the effect will be further 
amplified once the final report is published. We welcome the Law Commission’s further 
efforts to enhance legal certainty under the laws of England and Wales, in areas where 
uncertainties (or perceptions of uncertainty) linger.  

We look forward to continuing to engage with the Law Commission in this vital area, to support 
the growing digital agenda and to support the progress to date. 
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Executive Summary 

We draw on the quote provided at para 1.7 of the CP from Professor Fairfield, and suggest 
that in order to embrace the increasingly digital agenda, there is a need to encourage 
property-like rights in respect of data objects.  This will encourage the increased maturity of 
these “things” to support society and commerce. In order to do this, there is a need for a 
clear, consistent and technology-neutral legal framework that would apply - that can develop 
alongside the evolutionary development of these things.  Perhaps of paramount important at 
the moment, is the clear indication to market participants, of the desire of the laws of 
England and Wales to support these areas fundamental to the digital economy.    

The origins of some digital assets, such as cryptocurrencies such a Bitcoin, is rooted in the 
desire to be able to, as a collective, avoid the need for a central authority in which trust 
needs to be placed (or represents a centralised point of failure).  Whereas such aims cannot 
be supported in all contexts, this direction of travel, that is apparent in many aspects of 
society and life (such as the mechanisms through which social media operates), requires the 
law to evolve and adapt to successfully establish its centrality to well functioning society and 
commerce.  Reforming the legal framework in respect of digital assets in a controlled 
manner offers such an opportunity. 

We also note the need to create a place for digital assets within legal theory, answering 
fundamental and abstract questions as to the nature of these things and the type of property 
rights they ought to attract.  Our view is that the CP represents the foundation for this 
developing legal theory through the detailed and comprehensive analysis that it has 
undertaken. 

As a firm engaged with many actors in the digital assets space, D2LT has seen the growing 
perception that our laws have to some extent, been overtaken by the steps taken by other 
jurisdictions (including the US, albeit in a “back-walking” approach as is identified at 
paragraph 4.52).  This has manifested itself in the jurisdiction staring to lose status in the 
area of modern and developing financial services. The CP represents a clear and firm 
indication to make it clear this will not be allowed to happen, and we hope a number of the 
proposals made in the CP can be followed through in earnest to demonstrate tangible 
outcomes from the work to date.  This would help to build the laws of England and Wales as 
a pre-eminent jurisdiction for this area of digital assets, especially in the context of financial 
services. 

We note a number of dissenting or sceptical voices, correctly raising nuanced issues with 
some of the proposals.  We believe this is inevitable, and in the context of such a complex 
and novel area (in embracing a virtual world from the position of an essentially tangible and 
physical world to date) - to be expected.  However, this should not detract from bold steps of 
change, recognising the need to address these points of detail over time and the benefit of 
specific fact patterns.  We are therefore, generally in favour of statutory reform for major 
items, with clear flexibility retained through the common law to add specific detail.  

As an overall observation, we note the approach taken that (in line with the UKJT), 
transactions should not be characterised as the transfer of an unchanging thing.  Whereas 
we appreciate the detailed “physical-based” view of the steps involved in both UTXCO and 
account-based crypto-token systems in arriving at this view, we would suggest that this goes 
to the very essence of the difference between the physical and virtual data object worlds.  It 
is therefore imperative to recognise that through the informing of the data object of the 
transfer the prior state, the transfer results in a modified data object – however, this is the 
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same data object. To suggest otherwise would deny the very feature that enables these data 
objects to successfully exist in the physical world. 

 
Question 1: 
 
There is a risk that, if a third category is not recognised, courts may compromise the logic of 
current property law in order to give property rights to these digital assets. In particular, 
courts may attempt to extend the definition of ‘chose in action’ beyond its original meaning 
(an object which comes into being ‘in action’). This approach is suggested in Fetch.AI 
Limited v Persons Unknown (2021). It is our view that establishing a third category would 
allow the law to develop in a way which is consistent with its roots. Therefore we 
overwhelmingly agree with the Law Commission’s view that a third separate category of 
personal property should be established.  
 
One of the main proposals in the CP is that for a "thing" to fall within the third category of 
personal property, the thing in question must exist independently of the legal system.  We 
understand that the primary purpose of this test is that property which already constitutes a 
chose in possession or a chose in action should not fall within the third category of personal 
property.  We note from discussions relating to the CP amongst stakeholders, that there is 
concern that market participants will be unable to determine whether a digital asset falls 
within the third category of data objects without undertaking an analysis as to whether the 
digital asset constitutes a chose in possession or a chose in action. There is of course, a 
range of views in the market and there are difficulties already faced by the courts as to 
whether digital assets constitute choses in action. As a practical matter, it can be difficult or 
impossible for market participants or their legal counsel to determine whether a digital asset 
satisfies a requirement that the asset does not fall within one of the existing categories of 
personal property due to lack of access to sufficient information and a practical impossibility, 
as noted in the LC at 11.97 (in the context of "control") of having to prove a negative. This 
would be particularly pronounced in the context of a crypto-token which is issued by a 
person who holds an underlying linked asset (such as a security) and declares that the token 
represents an interest in that linked asset.  Market participants may not have sufficient 
information to determine whether the token is simply being used for record-keeping, whether 
it represents a claim against the issuer, or whether it represents a claim in respect of the 
linked asset. The consequence of this potential uncertainty is also further pronounced to the 
extent that a separate personal property regime applies to the third category (e.g. if a 
financial collateral regime applies to data objects, and that regime is different to the regime 
applicable to other types of financial collateral, market participants will need sufficient 
certainty as to which type of property is represented by a particular digital asset to be able to 
identify which financial collateral regime applies to it). 
 
Accordingly, we are very supportive of the development of a mechanism by which market 
participants are able to clearly distinguish between data objects and other types of personal 
property and make an accurate assessment of “rivalrousness” (please see our response to 
question 4 below in this regard) at a particular point in time (past, current and projected).  
We believe that the market should be encouraged to facilitate this through better disclosure 
and the use of opinions by suitable experts as a guide.  We note that this would not solely be 
a legal opinion (which would usually exclude matters of fact); rather it would additionally 
require specific analysis of relevant disclosed facts. 
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Many of D2LT’s prudentially regulated clients rely on legal opinions in connection with the 
maintenance of regulatory capital, for which a reasoned legal memoranda of law covering 
issues such as whether they have legally enforceable netting or collateral arrangements is 
required. Together with Standard Chartered Bank, Juris Corp (the Indian law firm providing 
the industry close-out netting opinions to ISDA, ICMA and ISLA) and SETL (a blockchain 
provider), we have shown that companies can represent reliance on a legal opinion through 
the use of an NFT2.  We believe that this concept could, in line with a digital approach, be 
extended to opinions that cover the appropriate form of property (if at all), of a specific 
“thing”. 

 
The proposed “data objects” category does not purport to function as a residual category, 
and appears to exclude certain assets which are in many cases, currently categorised as 
property under English law but which may not be things in action nor things in possession. 
That  naturally raises the question of a potential fourth category of property being recognised 
under English law. Those other assets include regulated emissions allowances and certain 
Voluntary Carbon Credits. Accordingly, we believe that the introduction of the third category 
of personal property of “data objects” should not preclude a residual further category of 
personal property, or seek to alter the position under English law that may exist in relation to 
things falling into this residual category. 
 
Question 2: 
 
Yes, we agree. However, care should be taken so as not to limit future innovation in 
computing and information processing. 
 
Question 3: 
 
We note the rationale provided at paragraphs 5.24 and 5.25.  This is inline with the very 
essence of distributed ledger technology and therefore conceptually in tune with the direction 
of travel in respect of digital assets. 
 
Question 4: 
 
Yes – we again highlight that this is inline with the ethos of this area, for example, the 
underlying utility of Bitcoin in solving the double spending problem. The fundamental point of 
property rights is to manage competition over a limited resource. As such, if a thing was not 
rivalrous, it would not be an appropriate subject of property rights and would be more suited 
to a contractual arrangement. 
 
The CP notes, at paragraphs 10.100 – 10.114, that the criterion of “rivalrousness” is not a 
binary matter, rather exists on a spectrum of rivalrousness, and may change over time in 
relation to the same thing. We agree with a number of the trade associations such as ISDA 
and ISLA that this is likely to be complex and highly fact-specific assessment (including, for 
example, an assessment as to the degree of centralisation of the system). Users of the 
system may not be aware or have at their disposal the means of assessing certain factors, 
such as centralisation, that influence a data object’s rivalrousness, or otherwise. Although 
that leads to the unsatisfactory outcome that a data object could cease to be capable of 
being the object of property rights owing to circumstances unknown (and potentially 

 
2 See https://www.ft.com/content/d00d9ee4-55bf-49a3-b047-58e7373f514d and 
https://d2legaltech.com/legal-opinions-on-the-blockchain/  
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unknowable) to the users of the system, this is a market issue that needs to be addressed in 
terms of greater transparency and disclosure of such matters – and where not forthcoming, 
ideally the markets would be at liberty to make certain presumptions in this regard.  
Accordingly this will create an expectation within the digital assets community of the 
provision of greater information required to assess the data object. 
 
Question 5: 
 
We are in agreement with the proposal that a data object must, in general, be capable of 
being divested on transfer, but that divestability should be regarded as an indicator only.  We 
see no compelling reason to add divestability as a gateway criterion.  
 
Question 6:  
 
We strongly consider that statutory reform would be the most appropriate way of 
implementing these proposals. It would be too great of a conceptual change for common law 
of itself.  Furthermore, reliance on the common law would not send the desired message to 
market participants that English law can facilitate the development of digital assets with 
greater flexibility and certainty. Following statutory reform, the courts can continue to iterate 
and innovate on the path carved out for them.  

We believe that this would achieve the optimum balance of certainty, whilst acknowledging 
the extremely fluid nature of technological developments and innovation. 
 
Question 7 
 
Yes - they fall outside of the proposed third category of personal property  
 
No 
 
Question 8 
 
Yes - they fall outside of the proposed third category of personal property  
 
No  
 
Question 9 
 
Yes - they fall outside of the proposed third category of personal property  
 
No 
 
Question 10 
 
Yes - they fall outside of the proposed third category of personal property  
 
No 
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Question 11 
 
Yes - they fall outside of the proposed third category of personal property.   We note 
however the need for greater consumer protection/awareness in this area regarding the 
contractual rights and other rights held in relation to in-game digital assets (or lack thereof).  
 
No  
 
Question 12 
 
Yes – they fall outside of the proposed third category of personal property.  
 
No 
 
Question 13 
 
Yes - they fall outside of the proposed third category of personal property.  They are 
however, in our view a form of statutory property. 
 
Question 14 
 
We agree with the approach of the Law Commission that a VCC should only be considered 
capable of attracting property rights if the verification organisation’s system is sufficiently 
robust to ensure that multiple credits cannot be created for the same unit. Property rights 
exist in order to facilitate a market, and it is impossible to operate a functioning market where 
participants cannot trust that each credit is rivalrous.  
 
A VCC under a suitable governance structure should be capable of attracting personal 
property rights. There is considerable scope for growth in the VCC market. Having legal 
certainty regarding VCCs will allow regulatory structures to be developed, which in turn will 
enable the market to grow in a safe, transparent way.  
 
We consider that it is not advisable to view VCCs as a bundle of contractual rights. While 
contractual relationships with the verification organisation do play an important role in the 
creation of VCCs, viewing the VCC as simply a contractual right will inhibit standardisation 
attempts because the contractual relationship would have the potential to be different for 
each VCC. Moreover, as the Law Commission notes, transfer of contractual rights can only 
happen through novation or assignment, and the formalities required to enact these 
processes would inhibit growth of the market.  
 
We note that while giving VCCs private property rights under English law would be an 
important step in growing the market, such growth would be limited if other jurisdictions did 
not also provide clarity on the legal status of these VCCs.   
 
General comment re: paragraph: 10.4  
We welcome the specific use of the term crypto asset and believe that the definitional 
approach utilised is appropriate in the light of market developments and emerging use 
cases. 
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General comment re: paragraph: 10.14  
We are very supportive of the given definition of property as: 
 
“not a thing at all but a socially approved power-relationship in respect of (or between a 
person and) a socially valued asset, thing or resource”.   
 
We believe the incorporation of the law and legal systems into the “social approval layer” is a 
vital step in order to unlock the potential of the digital assets world, without which, its 
potential cannot be realised fully given our day to day reliance on physical constructs and 
the existing treatment of intangibles in law such as things in action.   
 
Question 15: 
Yes - they satisfy the proposed criteria of data objects and therefore fall within the proposed 
third category of personal property. 
 
Question 16:  
Yes, we agree that the concept of control is more appropriate for data objects than the 
concept of possession.  We refer to the statement at paragraph 10.51 of the LC that states: 
 
“The more in-sync the law can be with the expectations of parties that interact with crypto-
tokens, the more robust the social layer can become, to the benefit of all who interact with 
crypto-tokens and crypto-token systems.” 
 
We would suggest that this presents a clear rationale for the use of the concept of control 
rather than possession. 
 
Question 17:  
We tentatively agree with the proposal, noting that this an area that will require further 
evolution and iteration in order to adequately define. 
 
Question 18:  
Yes, building on our response to question 17, we strongly believe that this should be 
developed through the common law rather than being developed in statute. 
 
Question 19:  
Yes, we believe that the creation of such a panel of industry, legal and technical experts 
would be hugely beneficial.  The composition of such a panel will be a key determining factor 
in respect of its success and will need to be taken into account when determining its 
constitution.  
 
We note that there are other existing examples of expert guidance playing an important role 
in areas where it is difficult for legislation to be too prescriptive, e.g. the GAAR Advisory 
panel and the statutory guidance for the UK PSC register.  We would suggest the success 
(and or difficulties) in the operation of these other panels is considered. 

 
The Law Commission may wish to consider the creation of specialist “Data Object” courts. 
This would follow the existing precedent of the Technology and Construction Court (which 
itself could be reconfigured for use in these cases). We are not aware of any other 
jurisdiction allocating judicial resources wholly to this new industry.  However, this does 
require the “appetite” for an introduction of such specialist courts and we are aware, for 
example, that the specialist finance courts took some time to introduce.  In this sector there 
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is an additional challenge as universal agreement amongst technical, legal and policy 
subject matter experts is a considerable way off. 
 
Question 20:  
 
We agree with the provisional conclusion that a transfer operation that effects a state change 
within a crypto-token system will typically involve the replacing, modifying, destroying, 
cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding 
causal creation of a (in some limited3 cases, new) modified or causally-related crypto-token. 
 
We wish however, to reemphasise our view expressed in our executive summary, that 
usually viewing the data object post transfer as a new data object, incorrectly views the very 
feature that allows these “things” to merit treatment as property as creating a new “thing”.  
This is a misapplication of the creation of a new “thing” that ought not to apply to the data 
object world. 
 
Question 21: 
 
Notwithstanding our comments in respect of question 20, we agree that the rules of 
derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-
token by a transfer operation that effects a state change, ought to – in limited circumstances 
– be regarded as involving the creation of a new causally-related thing. 
 
Question 22 & 23: 
 
We agree that an innocent acquisition rule should apply to the transfer of a crypto-token that 
effects a state change, given that it reflects current market practice as pointed out in the CP 
and would likely increase liquidity in a marketplace which trades in fungible assets. 
 
Certain tokens that signify a unique identity or confer certain usage rights (for example, the 
Law Commission points to tokens that signify proof of completion or “proof-of-humanity” or 
“soul-bound” tokens at 10.126) should not be subject to this rule, even if there exists some 
factual method of transferring ownership on the blockchain. Similarly, governance tokens 
where the token grants the owner the right to “vote” should not be transferrable subject to an 
innocent acquisition rule – this rule should operate within the confines of the system or 
platform rules, where transfer may be required to be made with certain formalities; for 
example, a delegation of voting rights could be allowed but only with consent of the other 
members or on the basis of proof of contribution or greater usage. For these reasons a 
blanket rule for all crypto-tokens would be problematic given the wide range of rights that 
crypto tokens seek to capture and transfer. It would be desirable if the courts were able to, 
on a case-by-case basis, develop rules (similar to those which apply to negotiable 
instruments) to apply an innocent acquisition rule to certain types of tokens, using the Law 
Commission’s foundational work in this consultation, including the general statement that the 
innocent acquisition rule should apply to many types of crypto-tokens like Bitcoin, and the 
upcoming DAO consultation. As broad and technology neutral as the definition in Appendix 4 
may be, we anticipate significant difficulties that arise in formulating a statutory definition of 
crypto-token that includes crypto-tokens like Bitcoin but excludes for example governance 
tokens; statutory intervention should take into account further consultation and ensure that 
the courts are given flexibility to determine the types of crypto-token the clause applies to.  

 
3 Note caveat added 
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Question 24: 
 
We agree with the provisional conclusion that the rules of derivative transfer of title apply to 
crypto-tokens and that it is possible to separate (superior) legal title from the recorded state 
of the distributed ledger or structured record and/or factual control over a crypto-token.  
 
Question 25: 
 
We agree that it is not appropriate to treat crypto-tokens as analogous to “goods”, as 
currently defined in the Sales of Goods ac 1979 and other related statutes. 
 
Question 26: 
 
We do not disagree with this in principle. However, it would be helpful to clarify that legal title 
can also be transferred off-chain, albeit that it will be defeated by a subsequent (and 
conflicting) on-chain transfer. We consider it important to enable legal title to transfer off-
chain, in order to provide sufficient flexibility for the market to flourish. 
 
Question 27: 
 
We agree that no law reform is necessary or desirable. 
 
Question 28: 
 
We note that this is an area that would benefit from regulations to assist with consumer 
protection.  
 
Granting property rights for NFTs in circumstances where many NFT providers/platforms do 
not in turn grant their purchasers full rights of ownership, could create a misalignment in the 
rights people expect, and the rights people actually own.  
 
With regards to artwork captured through NFTs specifically, artists under UK law are entitled 
to royalties on the resale of their artworks subject to the Artist’s Resale Right regime. The 
language of the EU Directive upon which the UK resale regulations are based, is generally 
taken (though untested in caselaw) to apply only to physical artwork, and therefore it does 
not apply to NFTs that are linked to digital artworks. The Law Commission should seek to 
provide greater clarity on the applicability of resale rights, notwithstanding that NFTs can 
provide for some forms of automatic resale royalties payments in code. Greater clarity of 
rights for payment upon resale for digital artwork recorded through NFTs has the potential to 
fuel creative or in-game marketplaces. The idea of automated payment upon resale is 
attractive to artists because of the opportunity for complete transparency and the tracing of 
ownership in the blockchain, and because of its automaticity. This may lead artists to 
assume that the resale of their art in digital form  is being monetized, or to rely on the 
transfer of an ownership certificate of physical artworks linked to crypto-token (NFT); in the 
latter, they may be unknowingly giving up rights they would have otherwise had with different 
non-electronic methods of transfer. However, if an NFT is resold through a different NFT 
platform or marketplace, the smart contract which provides for automated payments is likely 
to not be copied over and function in the same way. An amendments to statute should be 
introduced to clarify the applicability of resale rights for NFTs, to allow for creators of digital 
artworks to benefit from the same legal framework as creators of physical art.  
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Furthermore, some, but not all, NFT contracts of sale purport to transfer copyright. Copyright 
transfers under UK law must be effected by assignment in writing signed by or on behalf of 
the assignor (UK Copyright Designs and Patents Act 1988). Furthermore, smart contract 
transfers of ownership may also present a problem under the Consumer Rights Act 2015, 
where consumer protections provide for consumer buyers (as compared to business buyers) 
to receive transparent contract terms – a code-based contract does not necessarily meet 
these formalities. Further consultation and clarity is needed to examine where the sale of 
NFTs and the accompanying contracts are governed by appropriate legislation and 
formalities, especially where there is widespread misunderstanding of what sorts of rights 
are being transferred to non-business buyers.   
 
Question 29: 
 
We believe it is critical to draw the distinction between direct services and other, for example 
technology-based services which do not involve a direct custody relationship. 
 
Question 30: 

We agree that that, under the law of England and Wales, crypto-token custody 
arrangements could be characterised and structured as trusts, even where the underlying 
entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, 
and (ii) potentially even commingled with unallocated entitlements held for the benefit of the 
custodian itself. 

We agree that that the best way of understanding the interests of beneficiaries under such 
trusts are as rights of co-ownership in an equitable tenancy in common.  

 
We do not believe there to be sufficient merit in any statutory intervention or other law reform 
initiative clarifying the subject matter certainty requirements for creating a valid trust over 
commingled, unallocated holdings of crypto-tokens. We agree that the courts are best 
placed to develop the required evolution of legal principles. 
 
Question 31: 
 
We agree that the presumption of trust does not currently apply to crypto-token custody 
facilities and should not be introduced as a new interpretive principle.  We note, per 
paragraph 16.106 of the CP, that consumer protection is required – as well as greater clarity 
and transparency in the disclosure and description of risks and legal rights applicable – 
although this is not a matter for private law principles of interpretation. 
 
Question 32: 
 
We agree with the conclusion in paragraph 17.40 of the CP that there are strong arguments 
for asserting that dealings in book entry and tokenised equitable entitlements to crypto-
tokens fall outside the scope of section 53(1)(c) LPA 1925. To the extent that there is 
considered to be residual uncertainty, we would be supportive of authoritative legal guidance 
or statutory clarification to resolve such uncertainty, provided that this does not undermine 
confidence in existing arrangements in either the crypto-token or intermediated securities 
markets.  
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Question 33: 
 
We agree that law reform clarifying and simplifying the apportionment of shortfall losses 
arising out of comingled crypto-token holdings held on trust by an insolvent custodian would 
be beneficial and that common law volution of the law would not be achieved in a reasonable 
timeframe.  We are, however, unsure as to whether a general requirement for pro rata 
apportionment of shortfall losses that cannot be remedied post custodian insolvency is a 
better option than more structured approaches to this. 
 
Question 34: 
 
We agree that this is not necessary. 
 
Question 35:  

We agree that that crypto-tokens, as objects of personal property rights, can be the subject 
of title transfer collateral arrangements without the need for specific law reform to provide for 
this. 

Question 36: 

We agree that that non-possessory securities can be satisfactorily granted in respect of 
crypto-tokens without the need for law reform (and that the issues that exist under English 
law with non-possessory securities are much broader than in respect of crypto-tokens). 

Question 37: 

Yes, we agree that that it is not desirable to make provision for data objects to be the subject 
of possessory securities such as the pledge, or to develop analogous security arrangements 
based on a transfer of control. 

Question 38: 

We agree that an extension to encompass crypto-token arrangements would not be 
appropriate. 

Question 39: 

We are supportive of efforts to ensure legal certainty in relation to collateral arrangements 
involving data objects.  We therefore support the Law Commission's suggestion of 
establishing a legal framework that facilitates the entering into, operation, rapid priority 
enforcement and / or resolution of crypto-token collateral arrangements.   

We believe that the primary impact of such a framework, from a domestic English law 
perspective, will be in the context of security collateral arrangements over crypto-tokens.  
This is because law reform would not be necessary, from a purely domestic legal 
perspective, to ensure robust and effective title transfer collateral arrangements.  

In the context of security interest collateral arrangements, the primary impact of the FCARs 
from a domestic English law perspective has been to disapply perfection requirements, to 
remove or limit the scope of English insolvency law which might delay or otherwise interfere 
with the ability of a secured creditor to enforce security, and to provide for the ability of the 
secured creditor to use the collateral. 

The FCARs have therefore facilitated market participants being able to put in place robust 
collateral arrangements which balance, on the one hand, the ability of the collateral taker to 
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enforce the security in timely fashion with, on the other hand, protections for the collateral 
provider against the credit risk of the collateral taker.  

We consider that these benefits of a financial collateral regime would apply equally to 
collateral in the form of crypto-tokens.  In the absence of an equivalent regime applicable to 
crypto-tokens, it is likely that market participants seeking to collateralise their exposures 
would be encouraged to use title transfer collateral arrangements, which as noted above do 
not suffer from some of the limitations under domestic English law as those applicable to 
security interests.  This unintended consequence may be unwelcome, as it limits the ability 
of the parties to effectively mitigate the credit risk of both the collateral provider and the 
collateral taker. 

In relation to the Law Commission's conclusion in paragraph 18.69 of the CP that it is 
possible to argue that tokenised securities fall within the existing financial collateral regime; 
while we agree that there may be circumstances in which this is the case, it will be highly 
fact dependent. Uncertainty may arise if the crypto-token is a separate asset to, and falls 
within a different personal property regime from, the asset to which it is linked, which may 
raise questions as to whether the token (as distinct from the linked security) constitutes a 
right, privilege or benefit "attached to or arising from" the linked asset, particularly if that 
linkage occurs after issuance rather than being an integral part of the security itself. 

While we recognise the difficulties that have existed in relation to the FCARs, we do not 
believe that these difficulties should constitute a reason for having a separate regime 
applicable to data objects.  Having a separate, more favourable, regime for data objects 
could potentially have a distortive effect over the types of asset are used as financial 
collateral, as it may encourage the use of data objects over traditional asset classes.  We 
agree with the principle behind your suggestion in paragraph 18.94 of the CP that it may be 
appropriate to minimise the risk of collateral regime arbitrage. 

Many collateral arrangements, for example in the OTC derivatives and the securities lending 
and financing markets typically provide for broad categories of eligible collateral, with the 
collateral provider being entitled to choose which collateral to provide from a pre-defined list 
of eligible collateral.  The collateral that is provided can therefore, at any given time, 
comprise a combination of different assets.  The list of eligible assets is determined 
bilaterally by reference to a number of factors, including any applicable regulatory regime.  
Which assets are provided from time to time from that list of eligible collateral is then 
determined by the collateral provider (or an agent on its behalf) by reference to a 
combination of other factors, including liquidity in the relevant asset.  As a result, if a 
separate collateral regimes were to apply to data objects, it would be difficult in practice, and 
potentially unworkable, to have data objects fall within the same list of eligible collateral as 
traditional collateral.  Market participants may be forced to either isolate the different types of 
collateral and provide them separately, or to apply the "strictest of" approach to determining 
which requirements apply to the different types of collateral (which itself raises its own 
difficulties).  Accordingly, we would not be in favour of a separate regime for data objects 
(above and beyond traditional asset classes) (although would be hugely supportive of law 
reform across both data objects and traditional asset classes). 

Question 40: 

We agree that an action to enforce an obligation to “pay” non-monetary units such as crypto-
tokens would (and should) be characterised as a claim for unliquidated damages, unless and 
until crypto-tokens are generally considered to be money (or analogous thereto). 
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Question 41: 

On a theoretical level, we consider that adopting the laws of ‘following’ would be more 
consistent with the view that transfer of tokens is a derivative transfer. The law should reflect 
the fact that it is the same asset, notwithstanding the factual state change. On some level it 
then seems incongruous to prefer tracing ‘clean substitutes’, as opposed to following the 
asset as it passes from hand to hand. 

However, in terms of practicalities, we accept that the laws of tracing can be significantly 
more flexible than the laws of following. In particular, we consider that equitable tracing 
offers much more flexibility in situations where the misappropriated asset is mixed.  

We welcome further consultation and reform in this area; it is our view that such reform 
should take place on a general level, and not specifically in relation to digital assets. 

Question 42: 

We agree that the listed existing legal frameworks can be applied to data objects, without the 
need for statutory law reform (although the common law may need to develop on an iterative 
basis). 

Question 43: 

We agree that, in relation to the tort of conversion, there are arguments in favour of 
extending conversion (or a conversion-type cause of action grounded in control rather than 
possession) to data objects.  

We agree that the introduction of a special defence of (or analogous to) good faith purchaser 
for value without notice (at law) would limit the impact of the application of strict liability for 
conversion in the context of data objects. 

Question 44: 

We agree that the existing principles in relation to injunctive relief can apply to data objects, 
without the need for law reform. 

Question 45: 

We are not aware of any other causes of action or remedies that may be highly or 
specifically relevant to data objects but which require law reform. 

Question 46: 

We provisionally agree that the existing methods of enforcement of judgments (and ancillary 
mechanisms) in the context of crypto-tokens are satisfactory.  

Question 47: 

We agree that there is an arguable case for law reform to provide courts in England and 
Wales with the discretion to award a remedy (where traditionally denominated in money) 
denominated in certain crypto-tokens in appropriate cases. We think that an analysis should 
be done in respect of market participant expectations which may help to understand whether 
such a radical step is justified (noting the arguments presented in the CP).  
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Law Commission Digital Assets Consultation Response 

Dr David Gibbs-Kneller, Associate Professor, University of East Anglia 

 

Below I set out a brief response to the Consultation Question 34 regarding bailments. The response, 

however, may have some overlap with the discussion in the consultation, ch 11, on using the concepts 

of possession and control to digital assets. 

This response is based on my forthcoming publication in the Law Quarterly Review, Jan 2024. If the 

Law Commission is interested, I will be happy to share the accepted draft subject to any limitations 

imposed by the journal.   

The consultation question asks whether it is necessary to extend bailments to crypto-tokens. Chapter 

11 also considers that one of the benefits of extending the concept of possession to digital assets is 

that it can be “plugged directly into an existing network of commercially useful legal devices”. In short, 

I agree, the concept of bailments should not be extended to digital assets, generally or to specific 

types. I would also argue a reason that ‘possession’ of digital assets should not be a touchstone for 

liability is because it would attract questions of bailments liability, albeit, I admit, this is a limited 

argument against doing so, and there may be more persuasive arguments for extending possession to 

digital assets. However, a solution that would accommodate an extension of possession to digital 

assets while excluding bailments is mentioned below. 

The reasons for this answer are that bailments is a discretionary aspect of private law that will 

introduce uncertainty into the legal system contrary to an aim of the consultation, which is to try and 

clarify the law for market participants.  

During one of the roundtable discussions, a participant argued that retention of bailments was useful 

because it would ‘fill gaps’ left by the formal rules of other concepts, such as tort and contract. The 

participant had assumed what full protection should look like and not considered why a bailment 

should impose liability where concepts such as contract and tort would not despite resting on the 

same justificatory principle for a cause of action as those concepts. What the participant did was raise 

the description of bailments into a reason for distinction from contract and tort. They wish to treat 

the formal rules of contract and tort as transparent to the reason for liability and that is not a rational 

distinction, because it is to distinguish cases according to the language spoken: contract/tort or 

bailments.  

This is a problem because bailments is not certain. Since bailments is utilised to get around the formal 

rules of other concepts, there are no independent, substantive reasons for distinguishing it from those 

other concepts. It is not like how one can distinguish tort liability, based on carelessness, from fiduciary 

liability, based on disloyalty. It is only the descriptive terms of bailments that distinguish it. Those 

descriptive terms of what constitutes a bailment are slippery and can be lightly manoeuvred at the 

court’s discretion because they do not have to substantively reason why bailments produces a 

different result to those other concepts. By speaking the language of bailments it is a fait accompli 

that the formal rules of contract and tort will be ignored but the lack of independent, substantive 

reasons for liability also produces inconsistent and arbitrary outcomes. For a simple example of the 

arbitrariness involved in bailments, there is no rational reason why there is a bailment when there is 

a voluntary assumption of responsibility for another’s property but not when there is possession via 

the operation of law. To say it is because they “volunteered” is to offer a description, not an 

independent, substantive reason for treating the parties differently.  
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Therefore, we cannot and should not persist with a situation where courts are inconsistently and 

arbitrarily deciding whether there is a bailment to avoid the consequences dictated by another legal 

category. The risk of bailments applying to digital assets will create unnecessary uncertainty for 

market participants and risk injustice. If parties do not know which language the court will speak, they 

cannot plan their affairs with certainty, there will not be equality before the law, and parties may act 

opportunistically by avoiding the formal limitation of one legal category by suing in another. The 

bailments judge cannot say one thing, while the contract or tort judge says another.  

This means I would disagree with the assertion at 17.88 that the “technical obstacles of the 

formulation of a bailment concept… could be overcome”. There are principled and technical reasons 

why that is not and should not be possible. 

A simple solution to this problem would be to bar the possibility of bailments from applying to digital 

assets in any legislative statement, rather than leaving the matter silent. Silence will only allow a judge 

to manoeuvre the terms of bailments at their discretion to reach the outcome they wish should the 

opportunity and inclination present itself to them. As I put it in the forthcoming paper, the common 

law solution should be to discuss what the formal rules of other concepts should be, if they contain 

‘gaps’. We should not be resorting to duplicative rules.  

My final point is that I would strongly disagree with the views put forward in favour of bailments being 

extended to digital assets in paras 17-90-94. Principally, most fall into the semantic trap bailments 

sets. They argue in favour of bailments because they do not like the results other concepts give them. 

For example, the view of the Centre for Commercial Law at the University of Aberdeen and the 

Financial Markets Law Committee characterise their examples as “one of bailment”. It is not. It is a 

contractual relationship for the transfer of property. Bailments adds nothing rational to distinguish it 

from other contractual and property relationships. Likewise, Prof. Tettenborn’s example, the term 

‘bailments’ adds nothing rational to distinguish it from any tortious or contractual liability the “friend 

or relative” may owe.  

However, it is the Norton Rose Fulbright point, at 17.90 (see also, at 18.34), that requires a little more 

attention. Bailments should not be extended to any form of security interest. It will reorder the rules 

of priority in secured credit arrangements. Property claims are superior to personal claims. This 

benefits society. It allows creditors to lend more cheaply and for property to remain liquid. If bailments 

applies to property and the rule of bailment on terms also applies, those who trade on credit terms 

may find their property claim subordinated to the personal claim. If A transfers property to B with 

retention of title clause and grants B a right to use and sub-transfer the property on terms to C, A may 

find that their retention of title clause is subordinated to C’s personal right of use if bailments instead 

of property and contract rules apply. The rational response from A is to increase the price of credit or 

limit the use of the property. Neither are desirable. What needs to be clarified here is simply what 

form of security they are or should be, and not subject them to bailments.  
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This response is written on behalf of DeCaDe, the UKRI funded Centre for the decentralised 
digital economy. DECaDE is a multi-disciplinary collaboration between the Universities of 
Surrey, Edinburgh and the Digital Catapult. https://decade.ac.uk/ The response was drafted 
and coordinated by  Professor Burkhard Schafer, University of Edinburgh 

 
 
As part of our work, we conducted two stakeholder events where we presented the 
consultation paper to our industry partners and other stakeholders. He two events were 
attended by 40 participants. We also carried out an experimental study, “Token Gesture”, 
that invited members of the public to create their own NFTs and explore their sense of 
ownership control and possession over them. Our responses benefited from their input and 
feedback. 
 
Q1:  
 
We welcome the imitative of the Law Commission and broadly support its goals and 
solutions. If data is the new oil, as has been claimed numerous times, it is indeed quite 
remarkable that the fourth industrial revolution managed to prosper without a property 
regime for its most valuable assets.  
 
 The “End of Ownership” that Aaron Perzanowski and  Jason Schultz foresaw in 2018 has led 
to a widening and increasingly problematic gap between the way ordinary people think 
about and perceive their digital assets, and the way the law treats them. Such discrepancies 
between lived experience and legal categorisation pose not just abstract threats to the 
legitimacy of the law, they can also lead to risky or otherwise ill-informed decision making 
and unwise allocation of resources. A persistent theme in the recent interest in NFTs in 
particular are widespread misunderstandings of the type of title that the acquisition of NFTs 
entails . At the same time, both from the discussion and literature surrounding NFTs, but 
also very strongly from the stakeholder events we organised, especially within the creative 
industries the desire to have “property type” rights (again) is extremely strong.  
 
The Commission does, of course, not propose to create ownership rights over data or 
information as such. But opening up the conceptual space for new forms of ownership in 
the digital world is nonetheless an important development to realign our digital economy 
with legal ideals that are deeply embedded in our legal system.  
 
When property law went into retreat from the digital domain, other legal  disciplines were 
“commandeered”, over the last three decades, to fil the void, most importantly copyright 
and data protection law. Neither however was designed for this role. This has often resulted 
in their overreach, using their underlying normative logic and value systems for issues they 
are ill-suited for.  Conversely, the perceived need to shoehorn problems into either system 
has also impacted negatively on their performance for those field they were designed for  
The common misconception of personal data as something owned by the data subject in 
particularly is harmful for adequate privacy protection regime.  
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Recognising a third category of personal property is an important first step to reclaim 
territory lost to other legal regimes. It can help to realign public perception and 
understanding their normative relation with the digital objects that they encounter in their 
lives with the legal understanding of this relation. This will enhance legal certainty and bring 
more transparency to some of the emerging business models in the decentralised digital 
economy.   It can also act as a catalyst to encourage more innovative thinking about the law 
of the digital economy, and also encourage investment into new computational design 
solutions now that some of the possible features and affordances, especially with regards to 
user control, may receive legal recognition.  
 
 The stakeholder feedback and discussion we received was favourable towards the principle 
too.  Where criticism or disagreement was voiced was mainly whether the proposal was far 
reaching and bold enough. The creation of a new form of property sounded radical and 
promising for many – but once the details became clear, and in particular the limited 
applicability of the new category, there was with some participants a sense of 
disappointment.  Similarly, the recognition that what is proposed here is in large parts a 
restatement. Albeit a more systematic one, of what courts have already begun to develop. 
While the principle of a third category of property thus found widespread support, the 
proposed limitations created concerns if 
 

- Given the limited applicability of the new category the inevitable disruption was 
worth the effort, especially if the new regime leads to frictions for cross-border 
transfer of assets with other jurisdictions, Scotland within the UK and everyone else 
outwith it. The Commission, rightly in our view, emphasises here how its proposals 
align with international developments, and we agree that “doing nothing: could 
create similar issues as the world moves on. However, concerns about different parts 
of the UK developing at different speeds was raised by our stakeholders (especially, 
unsurprisingly, those north of the border). And if the main benefit of the proposal is 
to increase clarity and certainty, then using the rules of International Private Law as 
a backstop solution would be counterproductive: while lawyers and courts 
understand them, for laypeople or smaller businesses they are far remote of their 
experience of the law.  The more the proposals lead to harmonisation beyond 
England therefore, the better 

- If consolidating the jurisprudence on digital assets and the creation of a third 
category now could either prematurely pre-empt more radical law reform proposals, 
and/or hinder the future development of the field by the courts in the future 

- While the proposal of a third new category “looks” like a suitably abstract and 
general approach, whether it is in practice not too tightly tailored to  a very specific, 
current technology – one which not only is still lacking convincing and sustainable 
sue cases despite considerable interest in it, and one that furthermore has a 
probably unsustainable environmental footprint in its current incarnation. With 
other words, is the proposal really as technology neutral as Q1 initially indicates, and 
if not, does it even back the right technology? 

 
These more critical voices will be discussed in more detail in our response to some of the 
other questions. Overall, we strongly approve of the creation of a third type of property. We 
note that the doctrinal basis to claim that there are only two types of property is on weak 
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grounds to begin with, and one could debate, as the Commission indicates, if this is really a 
third type of property, or already a fourth, or fifth. The practical implications of this question 
seem limited. However, emphasising that much of what the commission proposes is 
consolidating existing creative solutions from the courts may limit also some of the 
disruption that some of the participants feared, and may make it also easier in cross-
jurisdiction cases involving foreign courts to help these putting the new category into the 
appropriate “conceptual map”  
 
Q2: 
 
This seems like a sensible defining criterion, that emphasises the uniqueness of the new 
category without unnecessarily limiting its scope. There have been some attempts to 
harness storage and computation media other than traditional electronic devices, such as 
DNA computing and chemical computing (Paun, Gheorghe, Grzegorz Rozenberg, and Arto 
Salomaa. DNA computing: new computing paradigms. Springer Science & Business Media, 
2005.) But despite some initial enthusiasm none of these have achieved commercial 
applications, and even if development were to accelerate, they don’t seem the type o 
technologies suitable for the type of use cases that the proposal tries to address. In any 
case, it would probably be possible by analogous interpretation of “electronic medium” to 
cover these if needed.  
 
Very different are some attempts to give bitcoins and other crypto-currencies “physical 
reality” such as  https://www.artmarcovici.com/bitcoin-treasury The best way to think of 
these is probably as external objects linked with a token, as discussed in the Consultation 
discussion on NFTs rather than a non-electronic token. Even if this interpretation were 
deemed inappropriate, edge cases like it may be useful to test the limits of the proposed 
definition, but are unlikely to create real life problems.  
 
The electronic nature of the proposed assets does however create particular challenges for 
this new type of asset. It makes them in particular considerably more vulnerable than other 
types of assets. It is true, as the Commission notes, that we recognise ownership in 
(physical) objects that are also often fleeting and short-lived. This alone is not a reason to 
deny them ownership status. However here the dependency of the objects on a complex, 
external and privately owned and governed infrastructure is so much more radical that it 
needs to be reflected in the legal regime governing them. A comparison to choses in action 
may clarify this point. While chose in possession are “self-contained” and survive qua 
physical objects, even a breakdown of society and its infrastructure, chose in action require 
for their existence the continuing existence of something external to them, the legal system 
that creates and enforces them, ultimately tied to the continuing existence of the state. This 
“ontological dependence” makes them more vulnerable in principle – a radical discontinuity 
in a legal system, through revolution or conquest, could extinguish them. And once we 
move beyond abstract notions of “legal system” to the socio-legal reality that embodies it, 
we can see some of this in practice: a nationwide strike of lawyers (or judges etc)  for 
instance could make the effective use of such a property title difficult for a period of time. 
But of course we understand that a temporary strike by lawyers (or the cleaners in the land 
registry’s office) does not extinguish choses in action, “the legal system” endures. With 
assets in electronic however, we move even further away from the independent existence 
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of a thing. They are dependent in their continuous existence on a highly complex techno-
social infrastructure. This goes beyond the duties of crypt-custodians and their insolvency 
that the Commission discusses. Third and fourth (and so on) parties with little or no direct 
connection to the asset holder can through their actions massively impact on whether the 
asset continuous to exists, and in what form.  
 
This is not a reason to reject them as suitable candidates for objecthood, and we continue 
to maintain that this is a good move. But it does mean that their dependence on other 
parties needs to be considered when drafting an appropriate legal regime. Here we noted in 
particular that the Commission does not at this point plan to develop a doctrine of 
conversion for digital assets. They note, rightly, that this would be a “step change” for the 
law. But in its absence, and given the volitive nature of digital assets, this is (to say with our 
analogy, or metaphor) akin to saying that “chose in actions depend on the legal system”, but 
leave out any discussion what the relevant duties and liabilities of the agents of this system 
are (or indeed which of them exist) . Because digital assets depend on the continuing 
existence on a commercial digital infrastructure, numerous actors can now “interfere” with 
them, or even extinguish them.  Avoiding at least some ground rules on their duties, or 
liabilities, is not just being silent for now on some of the implications that the creation of 
such assets would entail, it leaves the very concept of “digital asset” in our view 
underspecified. It also risks creating significant legal uncertainty. This was also one of the 
few concerns raised in our events: Some of the “infrastructure providers” for DLT expressed 
concern that they may become liable for torts of conversion to potentially significantly 
large, and for them unknown, groups of people, if their services, currently risk-managed by 
contractual performance obligations, that structure liability if these services were to fail. For 
cryptocurrency custodians, strict and explicit rules are increasingly common, the fear was 
that new liabilities cold be created ”by accident” more than design.  
 
Q3  
This too seems an appropriate way to define the new asset. One could wonder if the 
“independent of persons” criteria is not already covered by the requirement that they are 
represented in an electronic medium (unless one expands the scope of “electronic medium” 
to cover the electric current in a human brain, which arguably would render the concept 
useless). Possible edge cases could be electronic devices implanted in a human body, the 
“Internet of Bodies” in such a way that they are inseparable from its wearer, but the 
information that is  typically found in this type of  equipment (e.g. its software code) will 
almost certainly be excluded on some other ground. Including the “separability from a 
person” as an explicit  part of the definition and covering it by “electronic medium” would 
have one advantage- some of the reasons the Commission gives for  insisting on this aspect 
seem to be inconsistent with some of the unique features that digital assets are supposed to 
have. In particular, when the Commission cites the Ainsworth criteria, or the speech by 
Baroness Hale, these all seem to focus ultimately on divestability. But the Commission, 
righty in our view, wants also to exclude divestability as a standalone criterion. What is 
more difficult to see is what remains of the “independent from persons” criterion if 
“divestibility” is stripped of it.  
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That they should be independent of the legal system demarcates them from chose in action 
– and it can be left to legal philosophers to debate if any type of right, strictly speaking 
exists independent of the law. For all practical purposes, this is clear enough.  
 
Q4:  
We agree that the concept of rivalrousness, more so than that of excludability, is a suitable 
and necessary element of the definition of a digital asset and in particular  safeguards the 
concept to expand into realms where for good reasons, we do not want ownership. This 
includes ownership over bare data or information, where already the over-extension of IP 
law, mentioned above, creates harm for the public sphere.  
 
We agree in particular with Prof Fox’ argument that there can be various degrees of 
simultaneous control or use that can be made of a thing. We would argue however that this 
can create difficulties for the concept of digital asset that may not be resolved simply by a 
focus on rivalrousness instead. We noted above that in the absence of a digital property 
regime, copyright and data protection law have become the de-facto regimes that structure 
legal control over digital assets. Creating new property rights over (some) digital objects will 
help rebalancing this, but won’t on its own undo the function these two are playing, nor 
should it. This however can mean that claims under either system may not only co-exist with 
the new property rights, but sometimes be held by different persons. This is at least worth 
thinking about. In its discussion on NFTs, the Commission is very careful to distinguish 
ownership in the token itself from any claims over objects associated with this token, either 
off-chain or on-chain. Some of these linked objects may be the copyright of a third party (if 
the token did not also confer copyright), others may contain personally indefinable data 
which makes them subject to erasure or correction request by the data subjects.  For this 
reason alone, we agree with this careful distinction between ownership in the NFT/token 
and claims in any linked object, even though it severely limits the utility of the new right. 
But even when talking exclusively about tokens, it is possible that they contain features that 
create claims under IP or DP law. A token that records in its metadata not just a current 
owner but also ownership transfer for instance would contain (potentially) personal 
identifiable data of a third party (past owners), which under DP law (for the time being, and 
being mindful that the K government also plans a reform of data protection law), giving this 
party certain rights against the data controller, including a right to erasure. As an analogy 
we could think of these as limitations on the use of property by a non-owner against the 
owner, created by statute – such as the right of national collections or, in certain 
circumstances, private collections to make matching offers for cultural property of national 
importance before an export license is granted.  
 
 The code that expresses a smart contract itself could furthermore be subject to copyright. 
While many smart contracts currently would probably display insufficient creativity or 
originality. However, in the offline world we have seen an increasing tendency by law firms 
to claim copyright protection in their filings or contract templates. For more complex smart 
contracts or cryptotokens that come with complex functionalities, it is not inconceivable 
that they would attract copyright of their own.  
 
This conflicting regimes of legal control may require some more thought on how conflicts 
are resolved, but as the analogy of the statutory limitations on moving certain types of 
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property across borders indicate, these too are not entirely new or limited to digital assets. 
They make however rivalrousness a simper gateway criterion than excludability.  
 
While these are potential problems, the more malleable nature of control over digital assets 
also creates opportunities that remain currently under-explored in the consultation. While 
these issues could go well beyond what the Commission is willing to consider at the 
moment, it may be worth thinking about them. The Consultation document uses in its 
discussion on rivalrousness an interesting analogy: Ownership in land is clearly rivalrous, yet 
it can come with burdens that give control partly to other parties – including, in the case of 
a right of way, potentially to the everybody. As the example indicates, we find them 
typically in the field of immovable property as a sub-category of chose in possession. 
Covenants (in English law) or real burdens (in Scotland) can bind successive owners of land, 
and are registered, and in this way satisfy the publicity principle for property – one reason 
why we do not find the same possibility for movable property.  
 
We do find a somewhat similar construction in one field of law, the artists’ resale rights. 
Directive 2001/84/EC, implemented in UK law in the The Artist’s Resale Right Regulations 
2006 (and as with all EU-derived legislation of uncertain future) The droit de suit that it 
creates for some qualifying artwork means that the original creator is entitled to a certain 
percentage of the resale price whenever the artwork is sold, “following” the work across 
ownership transfers and thus giving the artist a degree of legal control (while difficult to 
classify doctrinally, it behaves a bit like a positive covenant, though for a movable property).  
 
In the discussion on NFTs, the Commission notes that a very similar system can be encoded 
into smart contracts in such a way that every subsequent transfer automatically generates a 
payment to the original creator. The Commission right recognises that it is functionality like 
this that  makes smart contracts and NFTs so interesting for creators, and generally one of 
the ways in which smart contracts and cryptoassets can lead to innovative new business 
models, where the technology creates additional value. In question 16, the Commission asks 
if it is sound to focus on the concept of control rather than the concept of possession for 
data objects. We strongly agree, and this is indeed one of the most significant changes and 
differences between “old” and “new” property. However, one this is accepted, it seems 
plausible to extend the analysis not just to (positive) possession but also to the control over 
all limiting aspects of a token. With other words, one could treat encoded, automatic 
transfer of parts of any resale price back to the original creator as a form of positive 
covenant (the analogy, arguably, works better here with Scottish real burdens) , encoded 
limitations on who can acquire a digital asset as a restriction of disposal etc. For the ‘Token 
Gesture” experiment, we limited through code the transferability of the crypto asset. We 
also considered, and discussed with the participants, to writ the code in such a way that a 
person could acquire some, but not all of the tokens that were generated at the event. 
Moving from the tokens briefly to their associated artwork, this could mean that no 
collector would ever hold all items, but would have to work together with others to organise 
an exhibition of the entire rage of NFTs from that set. Generally, where the tokens have 
additional functionality, such as requirement may force people to collaborate to realise the 
full benefits of “their” token. This fluidity of control through code was seen by the 
participant in the events as a key benefit of the technology, and they would have 
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appreciated the same legal recognition of these limitations as the transfer of control from 
one wallet to another itself.  
 
We have not, of course, traditionally permitted the creation of this type of burden outside 
immovable property, so this could seem as a radical step. However, it is worth bearing in 
mind that cryptotokens, as the paradigmatic form of the new property, come with a public 
register. We do agree with the Commission that the ledger should be given only evidential, 
not a constitutive role. Still, the existence of such a record that does not just register 
(changes in) access/control of a token, but also a whole range of limitations that travel with 
that object could allow an analogous understanding of these limitations to covenants/real 
burdens.  
 
A final point on rivalrousness. As the Commission notes, rivalrousness comes on a spectrum, 
and digital objects by their very nature may enable multiple simultaneous uses in the way a 
physical cup does not. This will be important to bear in mind when clarifying the criteria for 
rivalrousness, so that they do not become overly restrictive. Some of the token ecosystems 
are dependent on a strong sense of communal belonging and shared purpose. As 
Guadamuz’ evidence on NFTs demonstrated, it is this shared sense of common purpose  
that allows NFT’s to function without and despite the lack of valid copyright transfer in the 
underlying art. Many functional tokens gain their value by being passports to such 
communities. Allowing experimentation with new forms of joint control, sharing,  and 
openness towards multiple (though not unlimited) controllers should not be unnecessarily 
hampered by a concept of rivalrousness that mimics physical objects too much.   
 
Q5: 
 
We agree that while divestability is an important indicator for something being a data 
object, but should not be a gateway criterion. In or “Token Gesture” experiment, 
participants created with their smart phones a digital artwork, which was then linked to a 
token that they mined. We intentionally made the tokens non-divestible. This was partly to 
address ethical concerns about the experimental design, but also allowed us to explore the 
understanding of the “creator-controllers” . While some of the participants would have 
appreciated the ability to trade, swap or gift their tokens, many others did not – some saw 
in it “added value” albeit as a symbolic rejection of the commercialisation of the NFT space. 
None of the respondents however felt that they were as a result less the “owner” of the 
token – rivalrousness and the ability to exclude others was the dominating criterion. 
Participants felt their control over the token was the just reward for the effort they put into 
the process (a very Lockian perception of property as the result of mixing one’s labour with 
an object) and also as a unique certificate of participation. An analogy that was explored as 
part of this experiment was the similarity to a military campaign medal: the physical object 
may well be transferable, but of course not the associated “record that the holder fought in 
Normandy”. This type of certification may fall foul of the Commission’s “independent of a 
person” criterion, but it was the way some participants expressed their relation to the 
token, and property-thinking was clearly present. A question could be what benefits, if any, 
would come from labelling such a token as “owned” if it can’t be transferred. Here again we 
refer back to what was said above about the tort of conversion – the main benefits for the 
participant lay in a defensive right against third parties to take away, destroy or otherwise 
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interfere with “what was rightfully theirs”. This might be based on the “property fallacy” 
that Ben McFarlane and Simon Douglas analyse in Property, Analogy and Variety, as cited by 
the Commission, and the analogy between protection of physical properties with those of 
the new digital assets might be premature, but it seems clear that for many participants in 
the digital economy, it is there where the main benefits would lie.  
 
A potentially related issue that came up in the discussions is if there is a difference to be 
made here with divestability understood as a transfer of control from one party to another 
through a contract or similar mechanism, versus transfer through inheritance upon the 
death of the original owner. In the latter case, we would not have the “extinction of one 
token and causally related creation of a new and “almost identical one” that the 
Commission describes, correctly in our view, as the method of transfer. Rather, the heir 
would get access to the keys, and the original wallet. This is different also from the way in 
which other digital objects are transferred – or more often than not, not transferred, upon 
death. As the relation between a person and the platform that hosts e.g. their digital 
photos, or their e-library, is a personal contract that unless stated otherwise terminates 
upon death of the person, it is often left to the discretion of the platform provider if the 
heirs of the deceased will get access to the files, or if these are simply deleted. Edwards, L., 
& Harbinja, E. (2013). “What Happens to My Facebook Profile When I Die?”: Legal Issues 
Around Transmission of Digital Assets on Death. In Digital legacy and interaction (pp. 115-
144). Springer, Cham.) The knowledge that access to one’s crypto-assets will be passed on 
after death, even if the way they are set up prevents sale or gifting, was perceived as 
valuable reassurance. 
 
 
Q6 
As indicated above, we are strongly supportive of the substantive part of this proposal. As to 
the question whether this is best done by common law or statutory reform, this is a difficult 
question indeed.  
 
The answer also depends to a degree on that given to some of the other questions below, 
especially the question whether media files and in-game items should qualify for inclusion. 
The exclusion of these objects was for some of the contributors to our stakeholder events a 
significant anti-climax. This feeling became even more prevalent when NFTs and the relation 
between the token and any external object was discussed. We agree with the approach that 
the Commission is taking here (question 27), strictly separating the issue of ownership and 
transfer of the token from that of ownership and transfer of any linked items. Given the 
diversity of “tokenised’ objects, and the legal regimes that will already tightly regulate some 
of them, it has to be left to market participants to develop appropriate mechanisms, in 
compliance with otherwise applicable law.  
 
Taken together however they mean that some of the most common dissatisfactions with 
the current law of digital objects are not addressed. We intuitively “feel” that we should be 
allowed to sell our copy of an e-book to a second-hand shop just the same way as we do 
with the, equally priced, physical copy, or lend it to friends, provided we lose access in some 
way to the “original”. Especially when we annotated the copy (a functionality now regularly 
provided)  and added our labour, we feel it unjust that the platform owner can simply delete 
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them (as in the case of the 1984 copies on the Kindle reader). We feel even more strongly 
that we should be able to bequeath our digital photos, or for that matter the annotated 
copy of our e-books,  to our heirs – after all here death does ensure that the original owner 
is “disinvested”. The situation with NFTs is slightly more opaque, here, as several recontends 
to the Commission showed,  public understanding of the “ground rules” is even further 
away from the way in which the law considers these transfers, in particular the copyright 
implications. 
 
The way the Commission lays out its proposal could give hope that these issues will finally 
be addressed – and this is how some participants in our events thought about it based on 
the introductory part. But this is not what is proposed here. Even though the general 
concept of a new category of property rights seems on the face of it bold, abstract and far 
reaching, the way the Commission applies its criteria – with sound reasons in our view – 
means that only a relatively small group of digital objects will ultimately qualify. 
Furthermore, and maybe more worrying, the qualifying objects seem to be tied to a rather 
specific technology, one whose longevity is by far certain (several of the participants at our 
events were very sceptical about the lack of “demonstrated benefits” of DLT applications) 
and which has at least in its current form  a terrible ecological footprint. 
 
This issue bears on the question of statutory intervention vs common law developments in 
various ways. As the Commission notes, the common law has been remarkably flexible in 
adapting to these new developments already, and where it was hesitant, this may have 
been in a misinterpretation of one key precedent, Colonial Bank, which as Professor Fox 
argued may be much less limiting than some perceive it to be.  A statutory intervention that, 
as the current proposal does, solidifies these “first green shoots” could, as the Commission 
argues, give reassurance to the judiciary that the law is developing in the right direction. But 
it could also have the opposite effect, solidifying the status quo and discouraging further 
judicial innovation. Codification, as the historical experience of the continental codification 
projects shows, does not negate the need for judicial interpretation and development of the 
law, but it does close down certain avenues of development, and especially in the 
immediate aftermath can be more hostile to judicial innovation. Using the example of media 
files, it seems e.g. eminently, possible, and indeed likely, that innovative new forms of 
digital rights management could replicate sufficiently the “sense” of control, divestability 
and rivalrousness that physical objects have,  but entirely outside the DLT framework. At the 
very least, great care would have to be taken in drafting a statutory framework to not pre-
empt the recognition of such enhanced media files as digital assets, or force their 
developers in unsuitable and potentially harmful technologies just to meet the legal criteria.   
 
The clearest benefits from a statutory intervention then would be by increasing legal 
certainty, in particular for people who can not and do not follow the developments in the 
courts – software developers, especially for smaller companies, and ordinary users of the 
technology. The Commission proposal mentions increased certainty for the courts – but 
these may be the least in need for this type of certainty. If this analysis is right, then much 
would depend on whether the ideas contemplated by the Commission can be cast into 
statutes in a way that is accessible. The discussion in the consultation paper is extremely 
nuanced, and in many ways exemplary, both in terms of doctrinal analysis and also in its 
appreciation of the technology, which is far superior to that on display in most of the 
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current government-driven reform proposals for the digital economy. How much of these 
nuances however could survive codification AND still create an accessible document that 
increases legal certainty for the groups that most need it is a difficult question. It would be a 
concern for instance if in the NFT space, aggressive promotors of these items could point to 
the legislation, glance over the limitations and clarifications,  and claim it in support for 
mistaken or overstated promises of ownership (as already happens on a large scale now). 
 
Ultimately, some of the greatest beneficiaries, also based on the feedback we received, 
could be software developers. They are likely to interpret a statute as  a source of  “design 
parameter” or requirements.  Building systems that have the type of functionality and 
affordances the Commission identifies as crucial for the status of digital asset will then 
become an objective. This can have positive implications for innovation. It can however also 
exacerbate the danger that comes with legal codification already, a loss of flexibility. Once 
complex computing infrastructures have been built, they are difficult to change. A more 
incremental, common law approach by contrast would demand also from them to remain 
open for change.  
 
The Commission makes a strong case that the proposal is broadly in line with international 
developments. The Commission also notes that conflict of law rules are outside its remit. 
However, if the main benefit of a statutory intervention is increased legal certainty for users 
and developers, then a key aspect of success will be how much additional complexity and 
difficulties for cross border litigation such as proposal would bring. In particular, “regulatory 
arbitrage” between England and Scotland would be highly undesirable also given the more 
“every day” implications of some of these proposals such as the treatment of these assets 
upon death.  The Financial Services and Markets Bill does contain provisions on cryptoassets 
for the whole of the UK. As these assets are also the paradigmatic case of the Commission’s 
proposal, one could wonder if legislation for England now will hinder the creation of a 
uniform regime for cryptoassets. In another field of technology regulation, autonomous 
vehicles, both commissions have worked together to deliver an equally impressive joint 
report. Data travels across jurisdictional boundaries even faster than cars. Again, the reason 
to raise this in the context of question 6 is that the main benefits of a statutory intervention 
in our view is increased certainty for non-lawyers, a benefit that is more likely to occur in a 
harmonised rather than a fragmented system. 
 
On balance, and reflecting here in particular the software developers among our 
stakeholders, we consider some statutory intervention for beneficial. 
 
Q 7-14 
 
This section applies the proposed definition to concrete examples, and as noted above, 
created a certain degree of anti-climax, as only a very small group of objects, all linked to a 
specific technological paradigm, survived. 
 
Especially the exclusion of media files and in-game items was for some of our stakeholders 
and event participants disappointing. Here, the difference between the way in which 
ordinary users understand what they are doing and acquiring, and how the law treats the 
same process, is most pronounced. It seems for many incomprehensible that two 
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functionally identical objects – a physical copy of a book and the same when bought for he 
Kindle e-reader – bought from the same retailer and increasingly at the same price, should 
have such radically different legal properties. Especially if an understanding of the 
differences requires an advanced law degree and plenty of time to read through and make 
sense of the T&Cs that govern the legal relation to the latter.  The more the functionality of 
the digital object is capable to mimic the behaviour of the physical object, the more difficult 
it becomes to justify the difference. If, as in the ReDigi case, transferring the object means I 
lose for all intents and purposes access to it, and the transferor and only the transferor 
acquires it, what is the normative difference. This is an important aspect of the analysis. The 
Commission is probably right in their analysis that we can find subtle differences in the 
“ontology” of the candidate objects discussed in q7-14 to allow distinguishing those that 
meet their criteria and those that don’t. A different question altogether however is if these 
differences merit normatively a distinct classification. We permit the buyer of a book to sell 
it to someone else after they read it, gift it or pass it on to their heirs. The author (or 
retailer) got in this case their fair compensation. If more than one person wants to read the 
book at the same time, both have to pay for their separate copy, here, rivalrousness of the 
object creates a tangible and important benefit to the original creator. If now the way a 
media file is configured replicates this functionality in an identical fashion, so that the 
author is paid once for each item that can be read at the same time, is there an interest 
violated that the law ought to take cognisance of? It cannot be the ease of copying the 
original item by the first buyer, in circumvention of any DRM system. It is also very easy to 
make a copy of a slim volume of poetry using a physical photocopier, but we would not 
deny property rights in books only because they are slim, or because there are good 
photocopiers  
 
As an aside, we note a general structural problem with the Commission’s analysis. For some 
systems such as cryptotokens, the assessment focuses on the system working “as intended”, 
with the possibility of errors and manipulation discussed (e.g. “sleepminting”) but left to be 
addressed later, possibly by appropriate legal sanctions. In other contexts, in particular 
Carbon Credits, the possibility of false or forged registries is seen already on the conceptual 
level a reason to deny asset status. This disparity may require a rethink, also because the 
security of the DLS arguably higher than often depicted (which the commission implicitly 
acknowledges when it treats ledgers as evidential only).  
 
Nor is the analysis that “deletion does not mean destruction” compelling. This depends 
entirely on the set-up of the system. Forensically secure deletion of files is of course 
possible.  Especially when contrasting the “second model” of media files with the analysis of 
cryptotokens, the distinctions become wafer thin. The analogy “between  the collective 
human agreement on how media files can be accessed at the logical layer  could be seen as 
analogous with a particular active crypto-token system that is maintained and operated by a 
network of users” may not be perfect, and analogies never are, but are there relevant 
normative differences if the human agreement is reinforced by technological standards? In 
the worst case, this could push content providers in using an inappropriate and 
environmentally harmful storage medium in the form of DLTs when there are better, less 
energy consumptive and functionally equivalent solutions available.  
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This points to one further problem with the analysis of the Commission. Understandably, 
the cases on which they base the analysis typically involved a conflict (otherwise they would 
not have been litigated), typically between an original rights holder and another party that 
copied works of this rightsholder, as in the ReDigi case. Once the issue is framed as one of 
conflict between creator and user, the analysis makes sense. But this is partly the logic of 
litigation, partly the above-mentioned tendency to use copyright as the main regulatory 
paradigm of the digital world. A different picture emerges when a creator wants  an easy 
way to transfer full property rights to a buyer. This could be to have a competitive 
advantage over “license only” competitors. Or because they do not want to be involved in, 
say, the death, insolvency or divorce of the buyer and prefer the distribution of assets to 
happen along the general principles of property law. Preventing them from using suitable 
technologies, or software companies form developing suitable technologies, that mimic 
sufficiently the behaviour of physical objects should not be legally disadvantaged over 
tokens without good reasons. It is true that currently, most media files do not display the 
functionality of rivalrousness and divestability in this sense. And the Commission wisely 
leaves open the possibility that future technologies other than DLT could change their 
assessment. Nonetheless, there is a concern that the current proposal will a) prevent the 
common law from adapting to these technologies and b) is overly prescriptive on the deep 
technological “nature” of such a system as opposed to the way it functions and operates in 
practice.  The Commission proposes to use “control” instead of possession, and also 
recommends to leave it to the courts to refine this concept. We agree with both points, but 
emphasise that this would be a suitable avenue to bring in some form of media files under 
the umbrella of the new term.  
 
For in-game items the Commission correctly states that under the T&Cs as currently 
understood, the player only acquires a license, and not ownership of the object. This is a 
business model that game platform host may want to continue. But this is not dependent on 
denying in-game items asset status. One could as well accept that they form digital assets, 
just that ownership rests with the platform, and the players are merely given a temporary 
right of use. While in this case, different entities would exercise simultaneously different 
degrees of control over the object, the platform and the player. But shared control is a 
feature also of some scenarios for tokens, so that this would not create an issue in itself. In 
such a world, the platform could, if they so chose, also transfer property title. The object 
would remain fragile, and in its existence dependent on the platform continuing to provide 
its services. But this fragility is shared with all digital items, including cryptotokens.  
 
In short, the creation of a new type of property is to be welcomed. The broad diagnostic 
criteria are convincing. But a focus more on the experienced functionality rather should and 
could allow an expansion of this category beyond a narrow and overly technology-specific 
category 
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

The consultation paper sets out in detail in paragraph 4.29 – 4.47 examples of: (i) things in action being used as a broad residual class of property; (ii)
property rights being established without a need to establish whether the property is a thing in possession or thing in action; and (iii) property rights
being established where the category of property is held to be neither a thing in possession nor a thing in action.

The correct conclusion is that the law of England and Wales therefore already recognises all manner of intangible property (which would include
cryptoassets) through some combination of residual category, no need to categorise, or a third category which already exists.

While we do not agree with the premise of this question (that a third category of property does not already exist) – we do agree with the consultation
paper, subject to the caveats below, that the law of England and Wales should establish a clear basis for digital objects to be property.

Care must be taken in defining the parameters of the new right to ensure there is limited overlap with other areas of law, for example Intellectual
Property (“IP”). Some aspects of the ‘property’ that may be caught by the new right may already be protected by IP rights – e.g. the underlying artwork of
an NFT, or a digital database. The new property right should be carefully framed to ensure things already protected, by IP law for example, do not get an
artificially increased or unintended level of protection as a result of the new legislation. In that regard, see our comments below regarding question 3.

We set out in question 6 why our view is that this change should be implemented by legislation. Accordingly, it is important that the new legislation
defines the characteristics of the new personal property category with sufficient precision to understand the parameters of what is captured, whilst
allowing flexibility for the further development of the concept by case law.
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Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Yes, we agree in principle, but suggest that the drafting be clarified.

We agree that data represented in an electronic medium takes on the characteristics of an object of property rights by its specific instantiation within a
generated network or system. However, we believe it is not helpful or necessary to provide example language here if the definition is properly drafted.

Some of the examples given of ’included’ categories are clearly within the ‘electronic medium’ definition (computer code, and electronic signals), but some
may not be an ‘electronic medium’ at all (e.g. a fibre-optic transmission, a CD, or an analogue tape – none of which are electronic as they are based on
light, physical shape, or magnetics, respectively). If digital or analogue signals form part of the definition (of being a thing represented in an electronic
medium), then this should be set out and also the relationship between the digital, analogue and electronic, and whether ‘signals’ and ‘mediums’ convey
different meanings in this context, should be made clear.

The remainder of the criteria for a data object provide important restrictions on the perimeter of the property right, and so we would suggest that a
technology neutral approach (which may be broader than ‘electronic medium’) would be appropriate.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

We agree.

As stated in response to question 1 however, this proposition has the potential to be problematic because of the interplay with intellectual property and
the danger of the underlying IP asset gaining enhanced protection where pre-existing intangible rights in the underlying asset are overlaid with the
additional property right afforded by compliance with the requisite technical criteria for the proposed third category of personal property.

Accordingly, legislators would have to take care over how they frame the new property right. The criteria for the protection of rights are logical. However,
the nuance will exist in how it is applied to different categories of data objects to ascertain whether something is or is not protected. This assertion is
particularly relevant in the case of NFTs linked to digital files.

Per paragraph 5.36 of the consultation paper, the second criterion (independent of the legal system), serves to prevent intellectual property rights from
falling within the proposed third category of property. Accordingly, if a data object is already protected by copyright, or database right, or even the law of
confidence, then it will not exist independently of the legal system and therefore cannot be protected by the new right. If that is the case, then
presumably what we would be left with is a distinction between the underlying IP asset (e.g. the linked artwork or other media file) which is protected by
IP law (but not the new property right), and the technological means by which that IP is owned/accessed i.e. the NFT token (which might be protected by
the new property right)?

Given this nuance, legislation will therefore need to be drafted appropriately to ensure the proposed third category of property is able to deal with data
objects composed of constituent bundles of rights, in particular in respect of transfers of such data objects, such as the balance of rights between
innocent acquirers and legal owners (where there is potential/risk of the linked thing not being treated in the same way as the data object).

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

We agree with the proposition in principle. Conceptually, the use of rivalrousness as a criteria holds merit, noting particularly that it is more analytically 
direct (para 5.61), and avoids some of the shortfalls of using “excludability” as a criterion. 
 
However, the current formulation of rivalrousness is problematic, particularly the idea of a spectrum of rivalrousness which is conceptually vague and 
could lead to significant uncertainty and potential litigation. Unless appropriate care is taken to clarify where on the rivalrousness spectrum the criterion 
starts to apply, this will prove difficult to interpret. This difficulty is present even within the paper itself. We note the following at paragraph 5.84: 
 
“We therefore prefer to say that an object is non-rivalrous if one person’s use does not necessarily prejudice the ability of anyone else to use the same 
asset at the same time.” 
 
This sits at odds with the conceptualisation of rivalrousness as at para 5.66:
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“[I]n the case of land — a highly rivalrous object — a person’s possession of the land may be subject to another person’s right of use, as where a
neighbour has an easement conferring a right of way over it. But the land is still rivalrous” 
 
In the first instance, the concept of “prejudice” in para 5.84 would need to be clarified, i.e. to what extent would somebody else need to be inhibited from
using the asset at the same time before the asset would become rivalrous. As it stands, the implementation of the concept is potentially unclear. We think
the apparent disconnect could be rationalised, however, by a factual analysis of whether the controller’s use of the asset does, absent the creation of
secondary rights (which likely exist only as a result of the legal system), enable the controller to prejudice the ability of anyone else to use the same asset
at the same time. Returning to the example of land, rights of use such as easements exist and are enforceable only as a result of the legal system
whereas the land itself exists independently of the legal system. It may be possible to apply a similar analysis to data objects to determine whether the
object in question is, of itself, rivalrous. 
 
That said, careful consideration must be given to the concept of inherent rivalrousness in the context of data objects. The rivalrousness may not be
inherent in the object itself but manifested through the technological systems/infrastructure that the data object sits on. These systems may fluctuate,
and are not innate to the data, but rather are innate to the (ever-changing) system that the data exists in. 
 
The means of clarifying the concept is important. It would take some time to develop appropriate clarity through case-law. This would leave those who
are subject to the provisions in a state of flux while the courts attempt to bring coherence. The concept ought therefore to be carefully formulated and
addressed in legislative provisions to avoid these potential issues.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

We agree with the proposal that divestibility should be used as an indicator of the general characteristics of data objects rather than as a gateway
criterion itself; more specifically we suggest that divestibility is better used as an indicator of rivalrousness and not of whether the object can exist
independently of persons and of the legal system. This is on the basis that for an item to be rivalrous it has to be capable of being divested on transfer
and thus deprive its former owner of the ability to exercise control, over the item, following the transfer.

Yes

Please expand on your answer::

Like many of the binary-seeming properties of distributed ledgers, divestibility can exist along a spectrum. Transfers might be only permitted to certain
groups, or at certain times, before or after a trigger event, in tranches, capped or limited by other amounts, or market prices etc. This supports the
proposal that divestibility is not a criterion, but an indicator.

Even in respect of data objects which are not-divestible by a state change (‘soulbound’ tokens), we think the role of, and ability, to do non-state change
transfers is important here. We take a different view to the consultation paper, further on (see response to question 26), in respect of non-state-change
transfers, which would change the ‘divestibility’ status of these types of tokens. The connection between these two questions should be borne in mind as
policy and law is developed.

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

We agree with this proposal subject to our responses to the previous and related questions.

We believe that the new right should be implemented by way of new legislation. This is because developing the new property right by common law alone
would be too cumbersome and slow given the many interrelated and complex areas of law that would need to be addressed. It would take many cases
over a long period of time in order to develop a coherent and robust legal framework. Further, development of the new right through precedent will
result in piecemeal updates leading to uncertainty and a lack of clarity, as well as extensive litigation and substantial legal costs for litigants.

We acknowledge there are trade-offs to implementing the proposals through statutory reform: that there may well remain uncertainty of the boundary of
data objects in certain situations, there is the risk of the implementing legislation overriding other areas of law, and that further judicial interpretation
may still be needed. Nevertheless, our view is that these risks can be mitigated through careful consultation and drafting, and in any event a coherent
package of reforms is preferable.
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Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree with this proposal in principle, and based on the application of the criteria provided in 2.36 of the consultation paper.

Yes

Please expand on your answer::

The content of a media file/program file/digital record may be protected by copyright, or is at least eligible to be considered for protection under
copyright or other law. As such, property in that content does not exist independently of the legal system. Therefore, the only aspect of a media file that
could be protected by the new right is the electronic medium in which it is stored and/or the technological process of how the content is accessed.

In that regard, we do not envisage property to extend to the 'shell' of where the information is stored as the file itself can exist or be replicated
independently from that shell. As noted by the consultation paper, pure information itself does not satisfy the first criterion while the actual file itself is
not rivalrous - it is only the storage mechanism that may give it rivalrousness.

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree with this conclusion, on the same analysis as that applied to media files in response to question 7.

Yes

Please expand on your answer::

We agree with this conclusion, on the same analysis as that applied to media files in response to question 7.

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

We agree with this conclusion, on the same analysis as that applied to media files in response to question 7.

Not Answered

Please expand on your answer::

We agree with this conclusion, on the same analysis as that applied to media files in response to question 7.

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Email accounts can be provided as a service, as the consultation paper sets out, or they can be self-hosted, which the consultation paper does not 
contemplate. 
 
 
 
We agree that an email account provided as a service is best categorised as a legal relationship (‘thing in action’), where the End User License Agreement 
(EULA) defines the relationship between the service provider and user (not owner) of the account.
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As an aside, we are not sure that the service provider should be referred to as a ‘licensor’ of the account (para 7.18), on the basis that the email account in
that scenario is not a thing that can be licensed. 
 
 
 
This must be contrasted with the self-hosting of email. Even if a niche activity for individuals, it is more common in a commercial setting, and must be
considered in order to have a complete analysis of email accounts as property. The necessary components for self-hosting email are a powered server,
internet connection, appropriate software (available as free / open source software, but could be written from scratch), and domain name/nameserver
records that point to your server. The only part that requires an ongoing relationship with a third party is the domain name. It follows that the analysis on
whether a self-hosted email account can be property will be the same as in question 12 relating to DNS records. To put it another way, one cannot be an
owner of alice@hotmail.com any more than one can be the owner of hotmail.com, as the email account is a configuration of the domain, or a service
provided by the person who has control of the configuration of the domain.

Not Answered

Please expand on your answer::

The consultation paper also implies that a mailbox only exists as a contractual right against a mailbox provider. If the mailbox is the collection of
messages, this is plainly not right. A mailbox can be downloaded, stored off-line, self-hosted, etc. Some mailbox protocols (e.g. IMAP) are intended to exist
in a server-host dynamic (which in any case could be done by 1 person), but others (e.g. POP) are not. A mailbox can readily exist without a relationship
between 2 persons. The mailbox as a collection of messages, dissociated from the user account, is however most comparable to a media file, and so the
reasoning for media files summarised in our response to question 7 would apply to a mailbox when separated from an email account.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

The analysis relating to rivalrousness in paragraphs 7.49 – 7.54 seems incomplete (‘in game digital assets are not property because the EULA says so’ – but 
what if it doesn’t? – and para 7.38 states that the Linden EULA did not say this), and also does not appear to address the definition of rivalrousness (after 
the first paragraph). Based on the definitions in chapter 5, an in-game digital asset could well be rivalrous: a game that puts the asset owner’s 
avatar/promotion/message on the loading screen for all players, for example. The layout of a MMORPG will have co-ordinates, and, if all players interact 
with the same world, then a right to control the representation of space at one location, means another person does not have that right – akin to a DNS 
entry which is rivalrous. That ‘control the representation of space’ might be the ability to put a sign outside a shop, which happens through a co-operation 
between the gamer and game provider, and so the asset fails the ‘independent of legal system’ test – but will likely pass the rivalrousness test. 
 
 
 
The ‘potential areas of future development’ section seems to undermine the provisional conclusion of this section of the consultation paper (that no 
in-game digital assets satisfy the proposed data objects criteria). We propose a better conclusion is that some digital assets which have an interactive 
multimedia manifestation are data objects, and some are not – depending on whether they exist independent of legal relationships. 
 
 
 
To expand on this: 
 
 
 
There is no clear dividing line between a game and an interactive digital experience – the ‘gaming’ element does not seem relevant and is potentially an 
arbitrary distinction in practice. It seems more useful to analyse a multimedia arrangement where there is an interaction between a processing engine 
(source code running on a real or virtual machine), a user device and software (console, browser, phone app, etc.), a user account (username/password, 
public/private key authentication, etc.), a data store (a blockchain, a Linux server, etc.), (perhaps) a user, and (perhaps) an operator. This is broad (it 
includes streaming video services, MMORPGs, single player games phone games, flash games in browser, AAA console games, etc.). At its simplest, it 
could also include a custom animation image alone. The important point is that complexity, P2P interactivity, the presence of a game mechanic, lean-in vs 
lean-back, each exist on a spectrum. For purposes of this analysis, we refer to this category as a “virtual environment”. 
 
 
 
There is no need for a virtual environment to have a centralised operator or centralised server. This requirement seems to be the key assumption of the 
‘in game digital assets are not data objects’ conclusion, but the ‘future development’ section indicates it is not a robust assumption. Virtual environments 
already exist which are partly or fully decentralised in technical terms. This is not so common today, but technological advancements are likely to (i) 
provide large increases in the computing power / transactions per second of distributed computing systems and ledgers (e.g. Ethereum sharding); and (ii) 
give better mechanics for computing processes and transactions to be performed on side-chains, and then incorporated back into the ‘level 1’ ledger (e.g. 
Ethereum roll-ups). 
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More and more complex virtual environment source code will be able to be processed using a decentralised computing environment, with no centralised
operator, and ‘independently of a legal system’. 
 
 
 
The ‘data store’ / digital asset might also include the instructions for operating it (further negating the need for a centralised operator / EULA. 
 
 
 
With an image or a video, there are standards to display how to define and how to interpret a digital asset (e.g. jpeg, or mp4). On the other end of the
spectrum, programming languages are the rules by which to interpret computer source code. In both cases, instructions are interpreted by a computer
according to an agreed standard process. There is a lot of room in the middle for: (a) more and more complex and interactive digital objects, that can be
interpreted according to a standard; and (b) digital objects that have their own instructions (which a common programming language can interpret)
embedded in them. 
 
 
 
We are seeing more and more of both of these. For example, consider ‘generative art’ which has an instruction set (source code), that a processing engine
uses to display, present, play, etc. a static, or dynamic, digital asset. 
 
 
 
In this construct, more and more complex digital assets can exist without the need of a separate centralised computing system provided by a third party,
and so the dividing line between ‘virtual environments’ and ‘media files’ is blurred. 
 
 
 
P2P interactivity of virtual environments also exists along a spectrum. This spectrum includes real time interaction (e.g. a first-person shooter), shared
editable worlds (e.g. designing a store in a virtual world that others can visit), and indirect network effects (e.g. other users movie ratings on a video
streaming service, or a leader board for a single player game). Both rivalrous and non-rivalrous digital assets can exist in these environments, (e.g. a game
where multiple users can yield an Excalibur (non-rivalrous), vs a game where there only exists one Excalibur (rivalrous), or the ability to design the town
hall in a virtual town that other users inhabit (rivalrous), vs the ability to design the town hall for your own (one of many) private world (non-rivalrous),
etc.). The degree (high volume vs low volume) and category (synchronous vs asynchronous) of interaction between users is not relevant – the key is
whether there is a robust control system to propagate messages between users, that enforces rivalrous exclusion. 
 
 
 
Taking into account these observations, it seems the key is how tightly bound the processing engine, user device /software, user account, and data store
are. We suggest that where these aspects are tightly bound, co-dependent, and the system requires no centralised party to operate any part of it, then a
rivalrous digital asset can exist, independent of legal persons.

No

Please expand on your answer::

We agree that in-game digital assets within gaming environments operated by a service provider do not satisfy the proposed criteria of data objects and
therefore fall outside the proposed third category of personal property. This is because the in-game digital assets are available to the user only as a result
of the EULA, and therefore does not exist independent of the legal system.

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree. 
 
 
 
Domain names are not independent of the law or legal system. Firstly, in order to obtain use of a domain name, the domain name has to be registered by 
a registrant, with the applicable domain name registrar. For this, a contract needs to be entered into between registrant and registrar. It follows that the 
right to acquire / use a domain name is a contractual right emanating from the agreement between registrant/registrar. 
 
 
That said, we do not agree with the characterisation in the consultation paper that suggests a domain name is a place on internet. A domain name is a
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string of text that maps to (typically) one numeric IP address used to access a website. We say “typically” because the DNS system is not a single ‘source of
truth’ lookup table. DNS servers have different records, DNS updates do not ‘propagate’ ‘down’ (they expire and are then refreshed, so in fact they
converge), and also one DNS server, in respect of major websites, may direct the query to a geographically proximate server (IP address), while a different
DNS server might return a different IP address in respect of the same query. A domain name has a 1:many relationship with IP addresses, which make
clear the role of third party (persons) in mapping a domain name to an IP address for users.

No

Please expand on your answer::

Domain names are comprised of the wording after “www.” i.e. the ‘top level domain’ (e.g. .com or .co.uk) and the second level domain which sits before
the top-level domain and after “www.” (i.e. Google, or BBC). Given the nature of the second level of the domain name, it is very common for this to
incorporate brand names of registrants. It therefore follows that domain names are often interlinked with IP rights. In that regard, use of a domain name
which incorporates a third party’s brand is likely to be an infringement of the brand owner’s rights (trade mark infringement and possibly passing off).
While some cases have been brought before the courts, it is more common to use the relevant domain name dispute resolution procedure for the
top-level domain. The rules for those domain name dispute resolution procedures rely on, as a first criteria, the fact that a complainant has IP rights in
the relevant domain. Accordingly, for this reason also, domain names cannot be seen as independent of the legal system.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree that Carbon Emissions Allowances (CEAs) do not satisfy the criteria of data objects and thus fall outside the scope of the third category of
personal property.

CEAs are instruments constituted by legislation and provide a shield from a state fine. They do not exist independently from the legal system as they can
be created/extinguished by the application of legal rules. This is in contrast to data objects which exist independently of legal rules.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree with the consultation paper conclusion that whether units of a particular VCC are rivalrous (particularly in respect of double-spending) is fact
dependant, and no general conclusion can be reached. A robust system might achieve rivalrousness in practice, or it might be flawed (in design,
implementation or both), such that it suffers from double-issuance, double-spend, etc. – making the units non-rivalrous.

It seems a more helpful conclusion can be reached – that with the use of a system and method that provides rivalrousness (and much of the rest of the
consultation paper includes an implicit assumption that this is achievable using a distributed ledger), and with controls that connect the VCC to that
system – then a VCC can be a data object.

Not Answered

Please expand on your answer::

See above.

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree with this provisional statement, while noting the below complications which require further analysis in order to ensure that the ‘functional’ 
aspect which distinguishes a crypto token from pure information is defined with sufficient clarity to distinguish it. 
 
 
 
Paragraphs 10.51 to 10.21 are correct – the core units of a cryptocurrency (the ‘form’) are data/information, which take on a different form in the context 
of in the ‘function’ of a linked system connecting the data with the active operation of a crypto-token system or network by users. The consequence is that
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an observer cannot tell from the data alone if it is a ‘data object’ – extra information on the state of a system is needed to make that assessment. 
 
 
 
The challenge posed by setting a workable standard that could set a threshold of functionality that would qualify a data object for protection under this
new property right is significant. 
 
 
 
Moreover, we raise the concern that crypto tokens may fluctuate their ‘data object’ status if the systems they are part of experiences downtime, or even
lose their ‘data object’ status when shut down, which is not an uncommon occurrence even for established crypto-tokens. The timing as to the generation
and cessation of data object property rights might be very important – e.g. in a high value liquidation. Major centralised, and decentralised crypto-token
based finance systems have suspended, resumed, and ceased their operations. Major distributed blockchains have suffered downtime measured in days.
As the ‘sole lifeline’ for a crypto-token to be classified as a data object is the status and functionality of a network, we would suggest that a clear test, or at
least clear guidance, is needed as to the threshold level of activity, and features the network must provide, and over what time frame.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

We agree with the proposition. The concept of control is more appropriate for data objects than the concept of possession. However, the notion of 
control may still present some issues. “Control” will cease if the relationship between the person and the object ceases to meet the criteria as laid out at 
paragraph 11.91. Accordingly, control would need to be carefully defined to ensure that appropriate provisions are in place to clarify the state of data 
object where there is loss of control. If a digital object were to fall out of control per the criteria at 11.91, what would its state of existence be? We draw on 
two key examples to illustrate the point. 
 
Example 1: downtime on a blockchain. 
 
In this instance, the person previously in control no longer satisfies the criterion as outlined at paragraph 11.91, specifically the second limb (‘to put the 
data object to the uses of which it is capable’). In the first instance, an outage would deprive the controller of their ability to put the data object to the uses 
of which it is capable. This goes to the observations in question 15 regarding the presence of a ‘system’ to have a data object, but the second limb here 
has an equivalent reliance on such a system to determine control. 
 
 
 
Example 2: leakage of the private key relating to a data object. 
 
If an intruder compromises the private key relating to a data object such that both the owner and the intruder have a copy of the private key and 
therefore neither the owner nor the intruder can satisfy the criteria of control, a few questions arise: 
(i) Does the owner still have control if they did not know of the private key leakage? What if the leakage is theoretical, or relates to a known, but not 
performed, exploit, etc. 
 
(ii) Does the ambiguity around control affect the legal relationship between the owner and the data object? 
 
 
Tangible objects can have a variety of ‘possession’ like statuses: in someone’s hands, unlocked on their property, locked on their property, locked on 
someone else’s property (in each case, the key might have its own possession situation), lost (on public/private land), abandoned, etc. The degree of ‘lost’ 
versus ‘abandoned’ might depend on the mental state or memory of the owner. In most of these scenarios however, possession tends to pass from a 
person to a person, because most physical space is controlled by a legal person. The situation is far more complex with ‘control’ of a data object. All of the 
above applies, but it is also far more likely for ‘control’ to be lost without a third party being involved (lost private key), or for control to be shared or split 
(multi-sig wallets). 
 
 
 
Further, it seems that a person without control (the owner or an intruder) can transfer control to a third party (by an on-chain transfer). ‘Control’ is 
created by means of the transfer itself, where it didn’t exist before. The analogy is not quite fair because control is not ownership, but at first glance it 
contravenes the ‘nemo dat…’ principle. This ‘transfer’ therefore is not a transfer of ‘control’ (because there was none before), and not necessarily a 
transfer of ownership (consider the intruder as transferor), but it is a mechanic to create control where there was none before. Presumably the digital 
object exists throughout this process, and is not created or destroyed by it, but these subtle and counter-intuitive consequences should be planned for, 
and made clear in guidance, if they are the direction that the law adopts. 
 
 
We consider that definition of control, and any related guidance should be drafted to manage plan for these scenarios, otherwise there is the risk that the 
abandonment of control (without a third party acquiring control), or the sharing of control (in complex governance mechanisms) could have unexpected
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consequences. This might be a question of emphasis, rather than new substantive rules: however, the very tight coupling of control and ownership of
crypto tokens in many people’s view (‘not your keys, not your coins’) mean clarity on this (and how control and ownership are not the same) is needed. 
 
 
 
At paragraph 11.118, the proposal is for similar rules relating to the relativity and/or priority of competing interests to apply as currently exist for
possession, however we consider that given how central those rules are to the operation of the concept of control that they should be addressed in the
proposed legislation.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

As above, we suggest that some aspects of the definition of control would need to be expanded on and clarified to ensure that a control lacuna does not
arise where it is not intended. The key point is that control is typically achieved with a private key, but the control is over a digital object. The definitions of
‘control’ however have an emphasis on digital object, and so it quickly becomes inconclusive in many ‘private key duplication’, or escrow/multi-sig type
fact patterns.

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

No

Please expand on your answer::

Our view is that the concept of control on data objects, in a third category separate from things in possession and things in action, should be developed
through legislation. The change from a ‘possession’ test to a ‘control’ test is one of category, not degree, and this size and type of change benefits from a
‘big bang’ moment. An iterative change by common law risks leaving a series of muddled middle-ground tests which provides no clarity until the law
settles. Inevitably the details of a ‘control’ test made by legislative change would receive judicial interpretation giving helpful interpretative precedent,
however the changes can be implemented as a cohesive package (even if they subsequently need or receive ‘judicial polishing’).

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

Yes, we do agree a panel of industry, legal and technical experts would be beneficial to provide non-binding guidance on the issues relating to control,
touched on above, and other issues involving data objects. We agree that the Government group that will be established, the Cryptoasset Engagement
Group, will be beneficial alongside the UKJT and other industry experts, to help consult on this topic in terms of definition, categorisation and regulation.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

No
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Please expand on your answer::

We disagree with the conclusion in the consultation paper here.

The analysis in this section fluctuates between descriptive (‘the correct analysis of an on-chain crypto transfer is….’) and prescriptive (‘the result of an
on-chain transfer should be….’).

In terms of the descriptive position, we do not see the basis on which a crypto-token transfer is a derivative transfer, and we think that the UKJT
statement is right (footnote 1070), in this regard. The UKJT paper takes the facts as they are; there is no unchanged item that passes, instead the
transferor brings into existence a new cryptoasset, with new data ledger entries, a new address, and a new private key. The data representing the “old”
cryptoasset persists in the network, but with a consensus that the ledger is now empty. This contrasts with an off-chain ‘transfer’ where a private key
might change hands for a fee, where there are no on-chain ledger entries making or recording the transfer – which we would describe as a true derivative
transfer of title.

This can be contrasted with a prescriptive view, of what the law should be. The reasoning in the consultation paper for the descriptive analysis, is based
on prescriptive grounds -e.g. Professor Fox in paragraph 3.20 (“the law should aim for…”, “it is justifiable to treat…”) – effectively that it is a better outcome
to have derivative transfers of title in respect of state-change cryptoasset transfer operations – and the analysis in the consultation paper seems to
therefore state that it is therefore so.

This conclusion seems presumptive and without a sound basis – and we would suggest that a change in law would be needed for the rules of derivative
transfer of title apply to crypto-tokens. In line with the consultation paper, we agree that this legal fiction would be beneficial to support the pragmatic,
just and effective treatment of crypto-tokens under English law.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

We agree with the proposal to create a special defence for the innocent acquisition rule in respect of state change crypto token transfers. The arguments
of the balance between the sanctity of transactions balanced against the sanctity of property rights, in the consultation paper, are sound. The
consultation paper however does not explore an important feature of public ledger systems, that could help to mitigate the risk of potential loss of title
by the original property owner. A core feature of (most) crypto based public ledger systems is the ability to send signed messages. There seems to be a
great benefit in a solution that involves an on-chain ‘notice’ system through which the owner (or any involved person) can flag cryptoassets as having a
discrepancy between their control and their title (perhaps even with a clear taxonomy of types of discrepancy). This mechanism could then provide an
extra protection for the title holder, against the innocent acquirer: that the innocent acquisition rule requires the innocent acquirer to both have no
notice, and that the official ledger of ‘discrepancy notices’ in respect of the cryptoasset does not include notice of the claim by the relevant title holder
(and that the system does not contain a general opt-out – see next paragraph). This approach would reduce the amount that the introduction of the rule
would encroach on the rights of the title holder, but without suffering the high ‘information costs’ that Professor Fox describes in paragraph 13.68.

This technical solution could also include any ‘opt-out’ signal or message if the system is intended to have no innocent acquisition defences – the ability to
‘opt-out’ at a system level of having an innocent acquisition defence (and to message this) being another ‘shield’ for the property owner.

Software wallets can implement features to make these statuses visible to users in good time.

Yes

Please expand on your answer::

We agree that the innocent acquisition rule should apply to both fungible and non-fungible crypto-tokens. Without this, a portion of users often not
appreciating that the legal basis, and balance between property rights and transaction sanctity, might vary based on ‘hidden’ properties of a token
transfer. Furthermore, as the consultation paper sets out is that fungibility is not an absolute property – every flavour of actual, or de facto, fungibility is
possible with crypto-tokens, and so an arbitrary test would have to be defined –for no clear legal benefit.

Yes

Please expand on your answer::
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We agree with the proposal that flexibility should be allowed cryptoasset by cryptoasset as to whether the innocent acquisition rule should apply, and
whether it applies to things lined to the cryptoasset. We disagree that the default should be that the rule does not apply to things linked to the asset. We
suggest that the default should be the other way around, on the basis that the core value and proposition of NFTs / cryptoassets linked to IP and
contractual rights is the linked thing. We think that allowing (and setting a default establishing) the divorce of the cryptoasset from the linked thing, would
likely be counter to user and community expectations. Given that this proposal would, we think, need to be established via new and specific legislation,
we suggest that such legislation should also cover things properly and sufficiently linked to the cryptoasset.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Please see our response to question 22.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

We do not agree that the rules of derivative transfer of title apply but we do agree that they should apply.

No

Please expand on your answer::

If a change in law was made such that they did apply, we do not see a reason that superior legal title should necessarily follow the recorded state of the
ledger, or vice versa. Duress, undue influence, non-capacity, illegality, unfair contract terms, etc. all provide legally conventional grounds for the law to not
give superior legal title to the state of the ledger.

We agree that the common law is capable of developing riles to assist the analysis, but not that statutory reform is not appropriate. The two can work in
concert. For example, our view is that a special application of innocent acquisition defence should have in-built nuance as to technical forms of notice of a
prior claim that the acquirer is deemed to have been provided – this could be set out on a legislative basis.

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

We agree with the view crypto-tokens should not be regarded as the same as “goods” as in the Sale of Goods Act 1979 etc.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

No

Please expand on your answer::

We do not agree with this proposal. There are many situations in which parties might intend a legal transfer without a state change (be it spouse,
partners, affiliates in a group, intestacy, etc.). It seems stubborn for the law to not allow these arrangements to amount to a legal transfer (no matter the
clarity and conviction of contractual terms that that is the intention?).

On the basis that these transfers should be respected, and so it is not always necessary to have a state change, we conclude that ‘change of control’
(despite the shortcomings of the proposed definition of ‘control’) is a more appropriate condition for a legal transfer.

No

Please expand on your answer::

We do not agree that common law development is the most appropriate method to achieve this. The ‘control’ test would be a new method of assessment 
(as opposed to ‘possession’), and the related innocent acquisition rule provisions would be a step-change which, as set out in our response to question
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22, we believe would be more appropriately provided for in legislation. Our view is that these changes have interlocking cogency, and a series of common
law decisions, the timetable or order of which cannot be predicted by participants, would both place a burden on users/consumers to keep up, and also
would not provide a clear timetable that can be relied on by businesses and investors.

Not Answered

Please expand on your answer::

See above.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

We agree with the starting point proposition of an NFT being an individually identifiable crypto-token and thus an appropriate object of a personal
property right. The consultation paper, however, seeks to limit that protection exclusively to the token itself, stating expressly that the internal dataset
and/or linked external dataset are carved out.

Paragraph 15.52 recognises the requirement under the UK Copyright Designs and Patents Act 1988 that assignment of copyright is in writing signed by or
on behalf of the assignor – this will be a key section in helping to determine how the UK will regulate copyright disputes surrounding NFT transfer. As
discussed, some NFTs rely on copyright transfer agreements, whereas others do not, so this bears the question of whether or not there should be an
umbrella requirement for transfer of NFTs in the UK jurisdiction, as there is in some others, e.g. Switzerland.

We agree that the private law of England and Wales is well-suited to facilitate solutions to the complexity of NFT transfer and that the treatment of the
NFT token should not be broadly different to the treatment of other crypto-tokens. However, we note that there may need to be new legislation and
guidance on the linking between a crypto asset and linked rights, and how legal transfers of each should influence the other.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

We agree it would be appropriate to draw a distinction between direct custody and other technology-based services (e.g. provision of underlying software
or technology to enable the custodying of digital assets). We also agree that direct custody arises where the relevant person can exercise (or coordinate
the exercise) of factual control, in both the positive and negative sense. We believe that it is important to include and further expand on this description
of the nature of direct custody in order that the law be as clear as possible as to when a custody relationship arises – or, in the case of provision of
software or technology – does not arise.

This distinction and clarity would allow parties to establish contractual relationships that produce the rights and obligations in law that the parties intend.
To this end, we suggest that the Law Commission’s final report should include a description of the concept of direct custody as it applies to crypto-tokens,
and a recommendation that this be the subject of further industry and regulator guidance.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?
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Yes

Please expand on your answer: :

We agree that the law of England and Wales is (subject to legislation clarifying that data objects are the subject of personal property rights), capable of
characterising and structuring crypto-token custody arrangements as trusts, even where the underlying entitlements are (i) held on a consolidated
unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the
custodian itself. We believe that this is similar to the analysis applied to traditional securities and that it is logical that the same analysis would apply to
crypto-tokens.

Yes

Please expand on your answer::

We believe that it is coherent to apply the same analysis to trusts over crypto-tokens as would apply to trusts over securities. Notwithstanding the present
complexity of the analysis regarding the latter, we consider that the better view is that the beneficiaries’ interests are rights of co-ownership in an
equitable tenancy in common. This is because the intangible asset exception approach relies on nuanced (and not fully agreed by the courts) distinctions
as to the nature of assets, which are less likely to produce predictable outcomes in the event of litigation. If, in connection with the work in relation to
intermediated securities, the Law Commission makes a recommendation to clarify this position, we would suggest that such recommendation should
apply equally to crypto-tokens.

Yes

Please share your views below::

We think there could be utility in clarifying the application of property rights in a cryptoasset in the event of a fork. Processes such as tracing may assist,
particularly in the event that value shifts from the original asset to the new forked token, but the process by which that value shifts is different from the
process by which value shifts in relation to a tangible asset (as the forked token is a replica of the original token rather than the original token having
been adapted or converted). We recommend further discussion on this aspect with a view to industry guidance being issued with recommendations that
would set out, for persons wishing to benefit from the application of English and Welsh law to their crypto-token arrangements, how a crypto-token
and/or a related contractual arrangement could be structured to achieve certain outcomes.

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

We agree that no presumption of trust presently applies to crypto-token custody facilities. We note there is no such presumption of trust in relation to
custody of other types of asset, including securities. English and Welsh law starts from the principle of the freedom of the parties to agree the nature of
their arrangements, and crypto-token arrangements do not merit a different approach. We consider that it is for the courts to determine, by reference to
the entirety of an arrangement, whether a trust in fact arises.

There are a variety of solutions for crypto custody in the market ranging from custodial wallets, non-custodial non-wallets, hardware for cold storage, hot
storage with crypto exchanges etc. and the legal constructs of each of these relationships may or may not qualify as provision of custodian services in
which the custodian can exercise both positive and negative control over the crypto tokens.

We note that Parliament proposes to introduce legislation to give powers to regulate the provision of services in relation to cryptoassets (as defined in
that legislative proposal). If such powers are granted in legislation, then the effect of those powers, together with legislation clarifying that data objects
are a category of personal property, should mean that government and regulators would be able to provide oversight of such facilities were provided in
the jurisdiction. Further, it is already open to government and regulators to undertake public awareness campaigns so that investors are aware of the
importance of understanding their rights in the arrangements they enter into.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

We agree that, given the potential or perceived uncertainty as to the application of section 53(1)(c) LPA 1925 for certain intermediated securities, it would 
be in the general interest of certainty of English law to clarify the position for assets that are structured and held in electronic and/or intermediated form, 
including but not limited to crypto-tokens.
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On this basis, we think that recommendations should be coordinated as between intermediated dematerialised securities and crypto-tokens and drafted
on the basis of “clarificatory, for the avoidance of doubt and only to the extent necessary to eliminate any present perceived ambiguity” (per para 17.49).
This approach would not only allow for coherence of concepts but also for coherence of legal, contractual and systematic processes given that custody
clients will very often have both types of asset and want them all to be managed under the same custody arrangement. 
 
 
 
Having statutory clarity that debits and credits to securities ledgers are legally valid without further requirements as to form, writing etc will help ensure
that custodial arrangements can be established with legal certainty – and this may provide additional certainty in cases where custody records move to
other forms of technology such as distributed ledgers since the law would be clarified in a way that is technology - and asset-neutral.

Please share your views below::

While amendments to the LPA would manage the LPA risk, a more general statutory provision as to recognition of electronic transfer instructions may be
more effective and future-proof in mitigating concerns that might arise in other legislation / regulation. Examples may include requirements in regulation
to retain records of instructions to transfer assets – when such instructions are made using distributed ledger systems it is more difficult to identify the
“instruction” – if it were clear that the transaction as effected on the DLT platform, by its nature (due to the validation processes inherent in smart
contract operation), constitutes the instruction, the validation of the ledger as satisfying the writing and signature formalities, and the record that the
regulated entity is required to store, then English law would be clear as to the processes and standards required and claimants would be clear as to their
rights and evidential burden. Issues arising from the probabilistic determination of crypto assets (ie. a transaction instruction does not necessarily get
selected to be included in a block, particularly if insufficient ‘gas’ or equivalent is included) should and could also be addressed in this legislation or
accompanying guidance.

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

We agree with the principle that shortfall allocation in the event of insolvency of a custodian of crypto-tokens needs to be clear in English and Welsh law.
We also agree that having rules of general application, whilst losing some element of potential nuance, are likely to be more useful in the event of an
insolvency in ensuring efficient return of assets. Beyond that, given that the potential amendments to the current Financial Services and Markets Bill to
include cryptoassets (as defined in the proposed amendment text) means that the public policy regarding the perimeter of regulation of crypto-token
related activity is under active discussion, we think it is premature to recommend a particular course of legislative action. We suggest that the Law
Commission final recommendations in relation to Question 33 be presented as a general statement (along the lines of the statement in that question)
rather than presenting particular recommendations regarding specific pieces of legislation or insolvency regimes.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

It is difficult to envisage a scenario where bailment would be needed if the statutory developments proposed in the consultation paper are implemented.
On that basis we agree it is not necessary.

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

On the assumption that the law to recognise crypto-tokens as objects of personal property rights is implemented via legislation as proposed, then we
agree that no additional law reform would be needed for those assets to be capable of being the subject of title transfer collateral arrangements.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::
454



We agree that law reform does not appear necessary. We consider that the concept of “control” rather than “possession” will support the use of triparty
non-possessory security arrangements to crypto-tokens because the security interest can be applied at the level of the control of the asset. (For example,
a crypto-token can be placed under the control of a third party custodian who can be required to acknowledge that the charge has a security right over
assets that are under the control of that custodian.)

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

We find it hard to see a use case for such securities that would necessitate such a provision.

Such a provision might also create an arrangement that would be anomalous in comparison with arrangements possible in the case of dematerialised
securities, creating potential areas for contractual and practical uncertainty in the event of security rights having to be enforced (with protracted litigation
often being a result of such uncertainty).

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

We agree that amendment to the FCARs does not appear expeditious. Please see our response to Question 39 for more detail on the basis for this view.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

We agree that law reform in this area would be beneficial, in that the clarity and certainty offered by English law is what makes it attractive to businesses
and clients.

Please share your views below::

The current process of review by the government and regulatory bodies of a significant body of English law following the UK’s exit from the EU (which
includes, for example, the Wholesale Markets Review and the Future Regulatory Framework review, as well as the Financial Services and Markets Bill)
would appear an opportune occasion to review the FCARs as a whole. As noted in other of our responses, at the time of writing an amendment is
proposed to the Financial Services and Markets Bill to enable Government and regulators to make provision for regulation of cryptoassets (as defined in
the proposed amendment). Government could use this enabling power to prepare a new, unified, comprehensive and undifferentiated regime for
financial collateral arrangements involving both traditional types of financial collateral and crypto-token. That regime could also provide for new and
future for technological developments in ownership, possession, control and use of assets. In a future where a portion of financial instruments such as
bonds are created in cryptoasset/token form, it is foreseeable that collateral baskets may comprise dematerialised financial instruments and cryptoassets
/ tokens.

In such a case, having a coherent rule set to manage that basket of traditional types of financial collateral and crypto-tokens would facilitate resolution
better than having two sets of regulations depending solely on the technology on which the relevant assets in the basket happen to be constructed. This
coherent regime would support English law as a regime of choice for financial markets transactions.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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4 November 2022 
 
 
The Law Commission 
1st Floor, Tower, 52 Queen Anne’s Gate,  
LONDON SW1H 9AG 
By email: digitalassets@lawcommission.gov.uk    
 
Dear Sir/Madam,  

Law Commission consultation on digital assets 

Introduction 

The Law Council of Australia (LCA) is the peak national body representing the Australian 
legal profession on national and international issues, on federal law, and on the operation 
of federal courts and tribunals. It promotes the administration of justice, access to justice, 
and general improvement of the law.  

This submission is provided by the LCA’s Business Law Section (the Section), which deals 
with all business law matters. It provides a forum through which lawyers and others 
interested in the laws affecting business can discuss current issues and contribute to the 
process of law reform in Australia. It also provides the opportunity to enhance professional 
skills.   

The Digital Commerce Committee (DCC) is one of several specialist committees operating 
within the Section and focusses upon commercial and government/regulatory transactions 
with business and consumers using digital and related technologies and platforms including 
digital marketing, procurement, supply and service delivery, contracting, authentication, 
signing and consents. The DCC’s remit includes emerging legal issues in digital commerce 
and the effects of regulatory regimes like anti-money laundering and privacy on digital 
commerce and vice versa. 

The DCC wish to thank the Law Commission for inviting submissions to its consultation on 
digital assets, opened on 28 July 2022. Given the cross-border nature of digital assets, and 
the historical shared origins of the Australian and English legal systems, Australian legal 
practitioners are watching this consultation closely. Accordingly, the DCC provides below 
some submissions on a selection of the Law Commission’s various proposals and 
questions, outlined in its Consultation Paper (No. 256) (Consultation Paper). 

Consultation Question 1 

 We provisionally propose that the law of England and Wales should 

recognise a third category of personal property. Do you agree? 

The DCC broadly agrees with the Law Commission’s proposal. It is obvious, for the reasons 
cited in the Consultation Paper, that the growth in the technology sector and its role in 
contracting has challenged the traditional binary taxonomy of personal property, comprised 
of choses in possession and choses in action. Digital assets, notably cryptocurrencies and 
related crypto-tokens, are becoming increasingly popular within global economies and are 
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now relatively established features of modern commerce. These assets do not cleanly fit 
within the two classic categories of personal property. The reasons for this are addressed 
extensively and effectively in the Consultation Paper.  

One notable concern as to the proposed third category of personal property is that it seems 
incapable of accommodating the majority of digital assets analysed in the Consultation 
Paper. The proposed criteria for ‘data objects’ – being the third category of personal 
property proposed by the Law Commission – were applied to nine types of digital assets. 
Only one of these, crypto-tokens, was considered to satisfy the criteria and count as a ‘data 
object’. The table below provides more detail as to the types of digital assets considered 
and how the data object criteria applied to them: 

Category of digital asset 

 

Data 
object? 

Digital files and digital records 

Media files No 

Program files No 

Digital records No 

Email accounts and in-game digital assets 

Email accounts No 

In-game digital assets No 

Domain names No 

Carbon emissions schemes 

Statutory carbon emission allowances No 

Voluntary carbon credits No 

Crypto-tokens Yes 

 

To the DCC, it seems a little counterintuitive and greatly unhelpful to generate a novel 
category of personal property with nuanced criteria to accommodate novel forms of digital 
personal property when the category itself appears too restrictive to do so. Only one of the 
nine now common categories of digital asset considered by the Law Commission satisfied 
the ‘data object’ criteria.  

The DDC therefore qualifies its broad agreement with the Law Commission’s broad 
proposal to introduce a third category of personal property by suggesting that the criteria be 
reconsidered in light of their scope. Otherwise, the introduction of the third category may 
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ultimately prove futile and present another set of difficult legal questions for the courts and 
practitioners to have to attempt to answer regarding where in the personal property 
taxonomy these ‘stray’ digital assets fit. Of course, the DDC acknowledges that some types 
of digital asset may simply be incapable of satisfying any test or set of principles in this 
regard. However, given the objective of reforming this area of law to accommodate digital 
assets, it would be expected that greater numbers of digital assets satisfy the proposed 
criteria for data objects.  

It might also be considered whether novel forms of personal property such as digital assets 
might be explicitly recognised and designated as falling into particular categories of 
personal property through existing statutes, rather than through new common law doctrines 
or statutes. As an example, copyright is recognised as a proprietary right pursuant to the 
provisions of the Copyright Act 1968 (Cth) (see, for example, pts III and IV of the Act). This 
method might obviate the need for the generation of a third category of personal property 
to accommodate emerging digital assets that do not fit neatly into the existing binary 
taxonomy of choses in possession and choses in action. 

Consultation Question 6 

 … Do you consider that the most authentic and appropriate way of 

implementing these proposals would be through common law 

development or statutory reform? 

 

In traditional common law fields such as property law, the natural development of the 
common law should be generally preferred over regulatory intervention. There is, however, 
a compelling case to be made for legislative reform in circumstances such as this where 
technological change has occurred relatively quickly, new forms of property do not fit neatly 
into the existing taxonomy, and legal certainty is required to promote economic exchange 
and resolve disputes. Legislative reform should enable further common law development 
through a broad principles-based approach rather than prescribing specific digital assets or 
data objects.  

Consultation Question 19 

 We provisionally conclude that it would be beneficial for a panel of 

industry, legal and technical experts to provide non-binding guidance on 

the complex and evolving issues relating to control and other issues 

involving data objects more broadly. Do you agree? 

 

The DCC agrees with the Law Commission’s conclusion on this point. Given the highly 
technical nature of ‘data objects’ and digital assets generally, and the fact such technologies 
are in contemporary times being routinely utilised or otherwise considered by members of 
the legal profession and industry, it makes absolute sense to consult with these 
stakeholders so as to inform the development of non-binding guidance relating to data 
objects. In the DDC’s respectful view, endeavouring to generate law of the ‘hard’ or ‘soft’ 
varieties in this space is perilous without first consulting with those actively involved within 
the space. 

459



Law Commission consultation on digital assets   Page 4 

Appendices 

The DCC includes, as part of its submission, the attached documents, comprised of: 

• A published article by DCC member Dr Mark Giancaspro and colleagues 

Professor Paul Babie, Associate Professor David Brown, and Dr Ryan Catterwell, 

considering the application of the law of personal property to cryptocurrencies 

generally and to pertinent case law on point. Citation: Paul Babie, David Brown, 

Ryan Catterwell and Mark Giancaspro, ‘Cryptocurrencies as Property: Ruscoe and 

Moore v Cryptopia Limited (In Liquidation) [2020] NZHC 728’ (2020) 28 Australian 

Property Law Journal 106. 

 

• A pre-print of a forthcoming journal article by DCC member Dr Mark Giancaspro 

and his colleague Professor Paul Babie, both of the University of Adelaide Law 

School, theoretically analysing the Law Commission’s proposed third category of 

personal property. Citation: Mark Giancaspro and Paul Babie, ‘Cryptocurrency, 

Crypto-Tokens and Crypto-Assets as “Data Objects”: A Novel Form of Property’ 

(2022) forthcoming in Penn State Law Review. 

In order to honour copyright obligations, the DDC asks that the published article(s) provided 
with this submission not be uploaded anywhere. If copies are required for this purpose, the 
DDC can provide pre-print versions of the articles, which can be freely distributed. 

Please contact the Chair of the DDC  
or Committee Member  if you wish 
to discuss any aspect of this submission.  

Yours faithfully   
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Commercial and Common Law Team,  

Law Commission, 1st Floor, Tower,  

52 Queen Anne’s Gate, 

London, SW1H 9AG 

 

By email only: digitalassets@lawcommission.gov.uk  

 

Digital Law Association Submission: 

Law Commission of England & Wales Digital Assets Consultation Paper  

The Digital Law Association (the DLA) welcomes the opportunity to engage with the 

important issues surrounding the legal treatment of digital assets and the foundational work 

being carried out by the Law Commission (the Consultation).  

The DLA is an organisation dedicated to the promotion of a fairer, more inclusive, and 

democratic voice at the intersection of law and technology. Our mission is to encourage 

leadership, innovation, and diversity in the areas of technology and law by: 

▪ bringing together the brightest legal minds in the profession and in academia to 

collaborate; and 

▪ developing a network that promotes digital law, and particularly female leaders in 

digital law. 

The DLA’s global membership includes over 1,000 lawyers, academics, industry participants 

and community members who are interested in the intersection of law and technology.  

The DLA is accordingly able to leverage a powerful network of people with wide and diverse 

expertise, who can provide valuable views and input into the Consultation process. We bring 

our members together to review, comment upon and discuss the issues relevant to this 

Consultation.  

Over the course of the Consultation period, DLA members participated in detailed discussion 

facilitated by LawFiDAO discussion groups. Recordings are available here: 

https://www.youtube.com/@LawFiDAO 

The DLA endorses the responses to the Consultation submitted by LawFiDAO.  

 

The DLA appreciates this opportunity to contribute to the Consultation, and would be 

pleased to engage in further aspects of the Consultation. 

Please contact  for further information.  
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Disclaimer and Copyright  
While the DLA endeavours to ensure the quality of this publication, it does not accept any responsibility for the 
accuracy, completeness or currency of the material included in this publication and will not be liable for any loss or 
damage arising out of any use of, or reliance on, this publication.  
© The Digital Law Association (DLA)  
This work is licensed under the Creative Commons Attribution 2.0 Australian Licence.  
(CC BY 3.0). This licence allows you to copy, distribute and adapt this work, provided you attribute the work and 
do not suggest that the DLA endorses you or your work. To view a full copy of the terms of this licence, visit 
https://creativecommons.org/licences/by/3.0/au/. 
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Response ID ANON-4G41-UU9R-N

Submitted to Law Commission consultation on digital assets
Submitted on 2022-11-03 17:21:33

About you

What is your name?

Name:

What is the name of your organisation?

Organisation:
Digital Pound Foundation

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Response on behalf of organisation

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Yes, the DPF is broadly in agreement with this proposal, although great care should be taken in defining such new category of property, to avoid creating
new uncertainties and/or unintended consequences.

In general, the Law Commission should be mindful that DLT (and other technologies) may be used for different purposes, and so the definition of "data
object" (or any new category of property) should clearly exclude uses of DLT for record keeping purposes only. Otherwise, this may restrict the flexible
use of DLT that has emerged organically to date and result in an odd outcome where the use of a particular record-keeping technology creates an asset
where parties had not intended to do so. We do not think the law should attribute "property" status to instances where DLT is used merely for record
keeping purposes, and so these use cases should be excluded from the definition of a "data object".

We note that the courts have so far been willing to be flexible and recognise Bitcoin, for example, as property, as is commensurate with its commercial
function and usage. Whilst this is helpful and has provided the market with some certainty, we do recognise that further clarity would be helpful in
categorising cryptoassets as a type of property. We also note that in each case where Bitcoin has been treated as property by the courts, the judgement
has not been contested.

We also observe that a cryptoasset is not the data in a crypto-token system but the notional thing, respecting which the crypto-token system provides a
record of who owns it. The operating rules/processes of the system determine what a person must have/do to hold a cryptoasset, and how the owner can
transfer it and what rights the holder has. Why is this different from, say, dematerialised shares or other assets, where the record tells you who is the
owner but the data constituting the record is not the asset itself?

Chapter 5: The characteristics of data objects
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Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Yes, we agree.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Yes, we agree.

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Yes, we agree.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes, we agree.

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

The DPF believes that statutory recognition of a distinct third category of personal property and its characteristics will be helpful, given the level of
specialist and technical expertise required to understand this new category. This should not preclude the further development of its treatment through
common law development, which will provide the flexibility to accommodate emerging use cases in this still-nascent sector.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, we agree. A media file does not meet the proposed criteria around rivalrousness nor is it divested on transfer.

Not Answered

Please expand on your answer::

No response.
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Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, we agree. A program file does not meet the proposed criteria around rivalrousness nor is it divested on transfer.

Not Answered

Please expand on your answer::

No response.

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, we agree. A digital record does not meet the proposed criteria around rivalrousness nor is it divested on transfer.

Not Answered

Please expand on your answer::

No response.

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, we agree. An email account does not meet the proposed criteria around rivalrousness as it can be accessed and utilised by multiple users
concurrently.

Not Answered

Please expand on your answer::

No response.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::
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No response.

Not Answered

Please expand on your answer::

No response.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Whilst technically, yes, crypto-tokens would meet the definition proposed for data objects as a proposed third category of personal property, in this
context, we also consider it to be unhelpful to begin with a form-based definition in which the crypto-token is separated from the rights that the holder
enjoys (together, the cryptoasset). Taking the example of a tokenised security, this potentially creates uncertainty and duplication, as it becomes
necessary to consider how to transfer the token as a third category of "property" as well as the substantive bundle of rights comprising the security that is
attached to such token. If each is treated differently (as is envisaged in question 20 with respect to destruction and creation of crypto-tokens upon
transfer, when the security itself persists) this could lead to uncertainty and new practical challenges for firms seeking to trade and provide services with
respect to cryptoassets.

Further, as noted above, this does not recognise the different functions that DLT may play in different cryptoassets (or other structures) where it is not
always appropriate (and indeed we would argue, not usually appropriate) to treat the data comprising the crypto-token itself as property, when divorced
from the rights that come along with owning the relevant cryptoasset that (i) the crypto-token represents or (ii) of which the crypto-token records
ownership.

Generally, the definitions (and the CP as a whole) fail to address the different forms of cryptoassets present in the market and do not account for, e.g., the
different degrees of decentralisation.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

Yes, we agree.
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Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Yes, but this needs to take into account how the rules and/or operational processes of a crypto system take into account different levels of control. For
example, a crypto system may regard a particular person as the owner of cryptoassets, and such person is the only person regarded as the owner and
able to transfer the cryptoassets. whilst some other person (e.g. software developer, central system operator if relevant) may also have control over/can
change the record, but is not regarded as the owner.

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

Yes, we agree, as this will be a nuanced area that will likely be tested in a range of as-yet-unforeseeable scenarios and is best suited to development
through common law..

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

Yes, we agree, given the level of specialist and technical expertise required to understand this new category. Non-binding guidance, developed with
expert input, can help ensure consistency in the development of common law with respect to data objects and their control.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

No

Please expand on your answer::

No. Focus on the concept of a "crypto-token" as a special form of data causes problems, given that:
· regarding data as property is not consistent with usual English law analysis;
· the data will change;
· participants in the crypto-token regard a transfer of a cryptoasset as a transfer of an asset, not the destruction of one asset and creation of another; and
· the transfer of a cryptoasset does not involve the destruction of a cryptoasset and minting of a new one.

A cryptoasset "is best understood as an 'ideational construct', any attributable value rests on consensus building amongst a network of participants and
the broader economy" (see FMLC "Response: Law Commission Call for Evidence on Digital Assets", July 2021, para 7.2). It is the 'ideational construct', the
notional thing, which is transferred. The changes in the crypto-token system record the transfer and ensure that all participants in the system recognise
it.

The notional thing is held and transferred by whoever is recognised by the relevant crypto-token system as having the ability to do so (e.g. by holding a
private key). The system protocols may also give the holder control over related data (e.g. access to separate information, online art, etc). The holder of
the notional thing may give rights outside the system because, for example, a third party has agreed to make payments to or hold assets for the person
who is the holder of the cryptoassets from time to time.

Not Answered

Please expand on your answer::

No response.

Chapter 13: Legal transfers of crypto-tokens
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Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered
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Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

No response.

Not Answered

Please expand on your answer::

No response.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

No response.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Yes, we agree. An entity is generally understood to provide "custody" services where that entity holds assets for its client, but the client remains the 
ultimate owner of the assets and the assets are recorded on the balance sheet of the client not the custodian. (See for example RAO Art 40, pursuant to 
which safeguarding and administration of assets (if securities or contractually based investments) "belonging to another" is a regulated activity, the FCA 
rules which clarify what this means (PERG), and rules applicable to entities within Art 40, in particular CASS 6 "Custody rules"). 
 
The nature of services provided by an entity will ultimately depend on the terms agreed with the client, but it is important to minimise confusion by not 
using the term "custody" when inconsistent with expectations. Terminology will be particularly important as regulation of services relating to cryptoassets 
develops. It is important to clarify what it means to hold cryptoassets (which will depend on the relevant system), and therefore when a person holds but 
on behalf of another person. 
 
The following are not generally regarded as a custody of assets: 
A person receives ownership of assets under a title transfer arrangement with a contractual obligation to deliver equivalent assets in future 
A person who provides administrative assistance to the holder of assets, but is not itself the holder of the assets 
A person who provides software or software services to enable a holder of assets to self-custody or self-manage their assets. This would include personal 
wallet (also known as self-hosted wallet or unhosted wallet) software. 
A person who has a security interest over assets but does not hold those assets 
 
Custody services may be provided together with certain other services, such as securities lending, or the custodian may have a right of use. If under the 
related services the custodian ceases to hold the assets for the client (because it now holds for its own account, or has transferred to a third party under a
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"loan" or other transfer arrangement), the custodian is no longer holding such assets in custody for the client (although may have contractual obligations
to deliver equivalent assets to the client in future). The distinction is important to avoid confusion as to the client's rights in relation to the assets and the
custodian.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

No response.

Not Answered

Please expand on your answer::

No response.

Not Answered

Please share your views below::

No response.

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

No response.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

No response.

Please share your views below::

No response.

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

No response.No response.

Please share your views below::

No response.
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Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Yes, we agree.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

No response.

Please share your views below::

No response.

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

No response.

Please share your views below::

No response.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?
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Not Answered

Please expand on your answer::

No response.

Please share your views below::

No response.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

No response.

Not Answered

Please expand on your answer::

No response.

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

No response.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

No response.

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

No response.

Please share your views below::
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No response.
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DTIF Response – ‘Response to UK Law Commission Digital Assets Consultation Paper’ 

 www.dtif.org 

 

1 

 

 

 

✉   

4 November 2022 

 

DTIF Consultation Response: ‘Proposals for law reform in respect of certain digital assets as 

objects of property rights.’ 

 
We anticipate an increase in the use of digital assets both by the general public and within the financial industry 

and support the efforts of the UK Law Commission to reform the law so that it is appropriate for the digital assets 

industry. 

 

We would like to bring to your attention the ISO 24165 Digital Token Identifier standard (DTI). 

 

The DTI caters for identification of digital assets and includes representation of tokenized financial instruments, e-

money tokens as well as other digital assets such as cryptocurrencies, virtual currencies, utility tokens, stablecoins, 

etc.  

 

The DTI uniquely identifies a digital token based on objective and publicly verifiable technical characteristics of 

the digital token and the Distributed Ledger Technology (DLT). Inclusion in the registry and the issuance of a DTI 

guarantees the existence of the token and its 1:1 relationship to its identifier in all circumstances, including after 

complex events such as forks on a blockchain.  

If a hard fork were to occur on the chain where a DLT financial instrument resides, the original token will have new 

‘copies’ on both forks. It will be important to identify unambiguously which fork and token represents the ‘real’ DLT 

financial instrument. The DTI can perform this identification, because following a hard code, each ‘copy’ of the 

token will receive its own DTI, thereby allowing unambiguous identification of which one is the ‘real’ DLT financial 

instrument. 

As mentioned in Appendix 3 of the Digital Assets Consultation Paper, section 3.5, each different token “works in a 

technically different way”. DTI is technology neutral and abstracts the technical complexity of DLTs. It facilitates 

interoperability by providing heterogeneous systems a standard way to refer to different DLTs and different digital 

tokens on different DLTs.  

 

DTI supports both, the “native” DLT tokens and crypto-tokens that are specified using a token standard, such as 

ERC-20. 

 

DTI went live in September 2021 and currently lists 849 digital tokens with many more being added from customer 

requests and through regular addition of the most commonly traded digital assets. 

 

DTIF core governance, including its Product Advisory Committee, was established in August 2021. 

 

The DTIF would be happy to engage with and support the UK Law Commission on any matters related to digital 

tokens. Please do not hesitate to contact us if you have any questions on the DTI standard or digital asset 

identification. 

 

Thank you and regards, 

Digital Token Identifier Foundation 
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Digital Assets Consultation  

 

I am replying to this consultation as an individual. I am Professor of Business Law at the 

University of Leeds. I have expertise generally in personal property law and trusts and wrote 

The Principles of Personal Property Law (2nd edn Hart Oxford 2017). Paragraph numbers on 

their own refer to the Digital Assets consultation. 

My first point is a simple one. I think you are right to highlight the differences in the way 

people think about what property actually is and to try to distil some indicia that can used to 

assess the status of digital assets. I do not myself find all of the Ainsworth criteria (discussed 

at paras 2.37-2.61) particularly useful, but I agree that for a thing to be an object of property 

rights it needs to be definable, reasonably permanent in form, separable from the owner, 

rivalrous and excludable. I agree that information per se does not meet these criteria, although 

there are some interesting parallels which I draw out in ‘Information, Tracing Remedies and 

the Remedial Constructive Trust’ [2005] RLR 82.  

Third Type of Property? 

Your first consultation question is whether English law should recognise a third type of 

personal property. The answer must be yes in that by definition digital assets of the type you 

are concerned with (eg bitcoin, NFTs) are not tangible nor are they realistically rights against 

anyone else. They are something else and as you observe other things accepted as property do 

not easily fit in the traditional chose in possession/action binary divide. I might point out that 

we know from statute that patents are not choses in action. I confess I’m not sure how far 

deciding that there is a third type of property and defining it actually gets us. Once you define 

data object at para 5.10 you spend a good deal of chs 6-10 comparing the definition with other 

assets and including or excluding them. I will come to an example later, but I think the 

important question is not – is this an example of the tertium quid? – but is rather – how do we 

treat this legally? Put differently I would say it is better for English law to explicitly recognise 

that objects of property need not be tangible or involve rights actionable in court than for it to 

say that there is a defined third category, which might not be exhaustive. And your third 

category is not exhaustive of the other things that might be objects of property. I do not think 

that a third category of property along the lines you propose will be recognised explicitly by 

the courts and I think it would need to be introduced by statute (see your discussion at paras 

5.112 ff). I would not, however, recommend a statute. The courts are incrementally dealing 

with and solving the questions as they come up and I think should be left to do so.  

Your first criterion is that the thing must be composed of data represented in an electronic 

medium… (paras 5.14-5.20). Since your focus is on digital assets I cannot really complain. 

Your second criterion of independent existence is also fair. The first limb (paras 5.28-5.34) is 

in essence the separability criteria. The second limb draws a neat line with choses in action 

(paras 5.35-5.38). This is important. You quote concerns of the Cloud Legal Project re data 

objects “that embody or represent a legal right.” Going back to my earlier point about how we 

wish to treat assets legally, it seems to me we might wish to treat these assets differently. If a 

carbon emissions allowance represents a right to emit carbon questions arise that do not arise 

re bitcoin or NFTs. Against whom is this right held? If there is a clear entity against whom the 

right is held we would want to treat the asset differently. I think there is: it is in effect a 
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Hohfeldian liberty held against the state (which has a corresponding Hohfeldian no-right that I 

not emit the carbon) and this might lead carbon emissions allowances to be protected 

differently to digital assets as you define them. This is what is important not whether (para 

9.20) they fall in or out of your third category. I also agree that the object must be rivalrous to 

be an object of property rights. That is simply a general criterion of “property-ness”. 

Divestibility or assignability might be a common indicium, but I agree it is not a general 

criterion of “property-ness.” All these criteria do appear to apply to crypto-tokens eg bitcoin 

and NFTs and so the answer to your question 15 is yes (para 10.139) 

I argued above that defining a third category might not get us far. Let us take domain names 

which you deal with in chapter 8. Is a domain name an object of property? Like Kremen v 

Cohen I think it is. I think it is definable. I think it separable from its owner and I think it is 

rivalrous. I think it is excludable and susceptible to possession or control. I will say more about 

your idea of control later. Do I think they are independent of the legal system? Not entirely, no 

and so they do not meet your third category criteria. However, going back to my point about 

the important thing being how you treat them, ask whether we might want to protect them in 

the same way as digital assets like bitcoin or NFTs. It is not obvious to me that we would not 

want to protect the ownership of both types of asset in the same way. This might be by way of 

conversion or some analogue action; Kremen v Cohen 337 F 3d 1024 (2003) left the issue rather 

murky in US (or at least Californian) law as to whether conversion applies. On the facts of 

Kremen the tort of deceit might work in England, but what if there was no fraud but an innocent 

misrepresentation? Conversion – or something similar-  might be needed. One final point might 

be that it would be peculiar for completely different rules to apply depending on the technical 

architecture of the system if the outcome and purpose is much the same. It might then be odd 

to treat DNS domain names differently from ENS domain names (discussed at para 8.25). 

The Concept of Control and Acquisition of Legal Title 

Chapter 11 deals with control. I have significant worries here, because I am not sure your idea 

of control as opposed to possession is a stable idea. I want to demonstrate this by reference to 

the way in which control is defined but also used. As a preliminary point – and you 

acknowledge this (para 11.53) – you recommend electronic trade documents be possessable. 

In my response to your consultation on electronic trade documents I said  

“I agree that it is necessary that to be possessable the document must be independent in 

its existence, susceptible to control (positive or negative control) and that it must be 

divestible… and I also agree that expanding possession to include such documents more 

easily brings electronic trade documents into the same regime as paper ones… other 

“things” than just electronic trade documents such as bitcoin meet these criteria. That 

remains my view and it will be important that any legislation specifically make clear 

that it applies only to these documents.” 

Control as you define it is (para 11.91) ability to exclude others from the object; ability to put 

the object to the uses to which it is capable and to be identified as that person. As you yourself 

say, the first two criteria amount to positive and negative control (also present in the definition 

of possession re ETDs). The digital asset (like the document) must be independent in its 

existence. The only real difference is whether divestibility is a necessary criterion and of course 

if ETDs were non-divestible they would not do their job. What then is the difference between 

control and possession? The answer seems to be nothing much. When you discuss possession 
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you discuss two elements: factual control and intention, but I assume you do not mean for 

people unintentionally and unknowingly to be in control? Further control ends up re-

introducing some of the baggage you wish to jettison. Jettisoning some of the baggage is, I 

think, important. You canvass as one of the advantages of extending possession to intangibles 

as the immediate grant of commercial functionality, including the ability to be bailed or subject 

to possessory security, but this raises a number of problems.  

The issues come in on your proposals when you discuss methods of derivative transfer of such 

assets. You are right that the mere factual record on the ledger cannot necessarily be legally 

determinative. However, you talk at para 13.2 of the ledger not being a “definitive record of 

(superior) legal title…” This is where it gets messy because superior or inferior legal title is an 

aspect of possession. Legal title to choses in possession is the same thing as entitlement to 

possess. I agree with your comments (para 13.35) that where a transferor has made a 

fundamental mistake (eg that he is transferring an ether ETH not a bitcoin BTC), or lacks 

mental capacity legal title should not pass, but you suggest that the transferee would “obtain a 

control-based interest in the crypto-token good against the world except for the transferor…the 

transferor would retain the (superior) legal title… even though it did not retain control over the 

crypto-token.” 

In my book, The Principles of Personal Property Law (2nd edn Hart Oxford 2017) I divide 

possession into three types at p 11: de facto, legal and constructive possession. I say 

There are several types or forms of possession 

1. De facto possession is the closest to the lay meaning of the term. It is actual control of, or detention of, 

the thing. It consists of two elements a) the fact of physical possession - corpus possessionis, or manual 

indicium and b) the intention to possess - animus possidendi, or cognitive indicium.  

2. Legal possession may be retained by someone who is not in actual possession. 

3. Constructive possession is the right to take actual possession from a party who may be in de facto 

possession.  

 

In the scenario you posit, I would say that the transferee has de facto possession (control). This 

brings with it a right to possess as against the world (except for the transferee). It gives the 

transferee possessory (control-based) title. The transferor has constructive possession (control) 

and legal possession (control). Constructive possession (constructive control) is a right to 

demand actual de facto possession/control and brings with it a relatively superior title. If this 

analysis is right and you suggest that it is right at para 13.104 you have re-introduced part of 

the messiness you want to get rid of. On pp 13-14 I say,  

In a bailment the bailor hands over the asset to the bailee often but not always purely for safe keeping. If 

a bailee holds possession completely at the bailor’s will, both bailee and bailor have rights to immediate 

possession. Because the bailor is not physically in control of the asset he is said to be in constructive 

possession…. Qualified constructive possession arises where a person only has a right to possess if a 

given condition is fulfilled. Bailees may for example have the right to retain possession even against the 

owner for a period of time. Such are called term bailees and the best example is a pledgee who has the 

right to retain possession until he is paid or until the obligation secured by the pledge is discharged. The 

term bailor has no immediate possessory interest in the asset. A pledgor therefore only has the right to 

demand the asset back when the debt for which the pledge is security is redeemed. In these cases the 

bailee or pledgee is said to have legal possession, and the bailor constructive, but not legal, possession. 
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Put differently part of the definition of bailment/pledge is that there is a party (the bailor or 

pledgor) with superior legal title and one (the bailee or pledgee) with inferior. You do appear 

to have sold the conceptual pass. Left to the common law the pressure to allow bailments and 

pledges if this is to be the analysis will simply grow. Let us test the proposition a little: if A 

transfers a bitcoin (BTC) to B but is fundamentally mistaken about B’s identity/pseudonym 

and so retains (superior) legal title as against B, but B has “lesser” title vis-à-vis the rest of the 

world, what happens when C hacks the system and reallocates the bitcoin. Should B be able to 

sue C? If yes, there is no reason not to allow bailment and pledges. It would be bizarre to allow 

this outcome involuntarily and not let parties create it consensually.  

My answer to question 24 (para 13.112) is therefore yes it is possible to separate legal title 

from the facts recorded on the ledger but I am not sure that you would wish to do it by way of 

creating a system of relative title. It would be better to state that it is possible to transfer title to 

the digital asset derivatively and that this should be done via the particular technical mechanism 

of the crypto-system in question; I agree with what you say (para 13.132) about it not being 

useful to separate the instrument of transfer from the crypto-token system itself. As you note 

the details of the mechanism differs between eg the Ethereum and Bitcoin networks but can 

still be seen as a transfer involving “the replacing, modifying, destroying or cancelling of a pre-

transfer crypto-token and the resulting and corresponding causal creation of a new…crypto-

token.” (para 12.63). This would need to be intentional and the transferor capax etc. Legally 

speaking if the mistake is sufficiently fundamental therefore the transferee would receive de 

facto control but no rights of any sort vis-à-vis anyone and an order for re-conveyance could 

be made against him. B in my example above cannot sue C. A can. In other cases (eg duress, 

undue influence) B might obtain legal title subject to an equity to rescind in A. That equity 

might equally need to be put into practice via an order for re-conveyance. In practice therefore 

there might be very little difference between these scenarios. It means that control becomes an 

essentially factual matter, whereas as currently formulated your proposals do not make it such. 

The upshot is that conceptually “control” does not work in the same way as “possession.” 

This does not mean – and I have a lot of sympathy for your reasoning – that if B transfers to C 

and C is a bona fide purchaser then C should acquire good title free from A’s legal claim (in 

fundamental mistake) or equitable claim (in eg undue influence). I think this is right and so my 

answer to question 22 (para 13.91) is yes, I agree. My answer to question 23 is also yes. I think 

it would be easier to make this change by legislation. The common law might develop the rule, 

but there’s no telling when and there is logic in rendering the ledger as transparent a record of 

actual title as possible, or in allowing third parties to rely on the ledger as such. The logic also 

extends to questions 25-26. I agree digital assets are not goods. If they were, a transfer of legal 

title would take place when it was intended to do (Sale of Goods Act 1979, s 17) and a change 

of state transfer would not be needed. I agree that it should be: a sale of a specific crypto-token 

should not pass title the moment the contract is made (para 13.146) and there is (and it is worth 

stressing this) logic in rendering the ledger as reliable a record as possible for the benefit of 

third parties. A side benefit of this is that there is no chance of the difficult buyer or seller-in-

possession provisions of the Sale of Goods Act 1979 or Factors Act 1889 applying, rendering 

the nemo dat rules much easier to apply.  

479



Appreciating that you do not say much about original acquisition of crypto-assets, I do not 

think your analogy with occupatio stacks up in cases of mining; the analogy again illustrates 

the dangers of linking control too closely with possession. If I successfully validate a block of 

transactions and am rewarded with bitcoin I essentially create bitcoin from scratch. The real 

analogy (paras 13-15-13.16) is likely with specificatio, but even that is a bit flawed. I have title 

because the rules of the system allocate it to me. I have control because I own the newly created 

bitcoin. It is not that I own the bitcoin because I have reduced it to my control (unlike the lions 

of Roman law examples where it is because I am the first to possess/control that I own.) It is 

precisely the other way round. I might have control or I might not as an owner; it is neither a 

necessary nor a sufficient condition to own a crypto-token that I control it. Indeed there might 

be a loose analogy with unregistered land. I have title to the land because I can trace a “good 

root of title” back far enough. I have good legal title to the bitcoin because I can trace a valid 

or effective transactional history back to its creation.  

Custody 

I agree that custody arrangements could take a variety of forms including both trust 

arrangements where the custodian holds on trust and where it has unencumbered legal title 

subject to contractual rights of the “depositors”. It seems to me to be clear from Ruscoe v 

Cryptopia [2020] NZHC 728 and B2C2 v Quoine [2020] SGCA (I) 02 that a trust is possible. 

In answer to your question 30 therefore I agree wholeheartedly that custody arrangements could 

be structured as trusts. I see no reason why adequate answers could not be arrived at by use of 

the standard rules re certainty of intention, subject matter etc discussed at paras 16.57-16.74. I 

think the certainty of intention rules are clear and can be adequately addressed through 

construction of the contract or other arrangements between the parties – a presumption that a 

trust is intended seems to unduly privilege one mechanism of structuring a commercial 

arrangement over another and is not needed (question 31 at para 16.107). In addition I do not 

see these rules on subject matter as being tangible vs intangible, but generally fungible vs non-

fungible. I agree though that a commingled mass of bitcoin BTC or ether ETH or other fungible 

crypto-tokens would be held on trust in pro rata shares (ie an equitable tenancy in common). 

No statutory intervention would be needed here. It is an interesting question whether similar 

rules would apply to NFTs. If for example I declared a trust over half my BAYC tokens (each 

linked to unique images) does that declare a trust over a 50% share in each token or is it void? 

I tend to think in English law as it currently stands it is void, but I’m not sure I can think of a 

good reason for this! 

My understanding of the purpose of section 53(1)(c) LPA has always been that it is concerned 

with evidential clarity as to the location of the beneficial equitable interest. Where crypto-

tokens are held on trust within an intermediated structure transfers recorded on the various 

internal ledgers with associated digital signatures and possible smart contracts there is no 

evidential uncertainty. In that sense there is no reason not to say the requirements are satisfied. 

That will be necessary as the paragraph will apply. I see the transactions as directions by the 

beneficiary to the trustee which fall within the ambit of the provision in the same way that the 

instructions in Grey v IRC [1958] Ch 690 did. As far as I understand, this works quite well with 

intermediated securities held in a similar way. You accept that it is legitimate to conclude (at 
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para 17.41) that there is no real (as opposed to perceived) lack of clarity and no real prospect 

of practical issues vis-à-vis intermediated crypto-tokens and indeed that would be my view. 

Not every instance where there is a perceived lack of clarity requires legislation. It may be 

enough for there to be a strong restatement of the position – ie that nobody has cause to worry. 

I am not therefore persuaded by the argument for statutory reform, specifically regarding 

crypto-tokens. That said, I might be in favour of a more general reform of section 53(1)(c) LPA 

but that is for another day! 

On the subject of bailment (paras 17.82ff) my comments return to what I said above about 

control. I think it would be possible to construct an idea of how a bailment would work. The 

technical obstacles can be overcome – and this is particularly easy if you accept that relativity 

of title can exist vis-à-vis digital assets. Once we reject the notion of relativity of control-based 

title in any form, it becomes harder to construct. And unnecessary. A trust or other 

equitable/fiduciary mechanisms will adequately protect. Incidentally I question Andrew 

Tettenborn’s example discussed at para 17.94. If I leave my digital signatures in your safe-

keeping and disappear abroad, I think in most cases I make you my agent. You will be 

authorised to use the private key to deal with the assets in some ways (but maybe not all) and 

will be accountable for breach of the agency agreement and accompanying fiduciary duties if 

things go wrong. I do not think you are necessarily a bailee.  

Collateral 

The first point is that the legal logic of no bailment is that possessory security is also impossible 

and I hold to the view expressed in my response to your call for evidence (quoted at para 18.38) 

that there is no real practical benefit to a pledge versus a charge. The remedies are basically the 

same. I might not have to register the security, but do I have to insure the crypto-token against 

theft/hacking?   

As for non-possessory security interests, I agree there are no particular issues with charging or 

mortgaging crypto-tokens. There are questions as to whether the FCARs regime should apply 

to crypto-tokens. I suppose there might well be a question as to whether the UK continues with 

the FCARs regime at all post-Brexit. That said, some crypto-tokens may fall within the 

definition of financial collateral. Tokenised equity or bond issues for example clearly will 

because they are linked to a qualifying asset (para 18.65). I do not think crypto-currencies ever 

count as money – even stablecoins – so I do not think they will ever fall into the definition of 

cash (see paras 18.57-18.60). If this analysis is right, then the statutory consequences in terms 

of disapplication of formality etc provisions follow, assuming the collateral provider is 

dispossessed, so that the collateral taker is in possession and control. At para 18.77 you discuss 

how you understand this idea to work. As you say, it must necessarily include a legal right of 

negative control and that might well be sufficient (even subject to the ability to remove excess 

collateral or substitute equivalent collateral on the part of the collateral provider – in policy 

terms this qualification seems defensible because the collateral taker’s concern is that he has 

enough to secure the loan.) 

I am not sure on first impressions that this requirement is so difficult to apply to crypto-tokens. 

If there is an escrow smart contract (para 18.78), the collateral provider has no positive control 
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(either factual or legal). The collateral taker has negative control in that he can legally prevent 

the provider from using the collateral; indeed the automaticity of smart contracts means this is 

simply done for him. In any case this is not a peculiar crypto-issue, non-crypto assets could be 

placed in escrow. I am likewise not sure why the issues of excess withdrawal etc not being 

solely at the discretion of the collateral taker should be a peculiarly crypto-issue. Third parties 

might be involved in valuation in other cases. Again I do not see the automaticity of smart 

contracts as an issue. Once the parties have agreed the terms the taker has negative control (as 

agreed) but this is executed automatically on his behalf. Nor do I really see why the 

interposition of an intermediary should necessarily cause problems. A better way of thinking 

about legal negative control might be this. Instead of the taker having a positive ability to 

choose to act to prevent the provider doing x, we should think of the provider being legally 

precluded from doing x and precluded from this for the taker’s benefit. Crypto-token systems 

simply provide more effective ways of protecting the collateral taker’s interests, if thought of 

in this way, as they are automatically protected and the collateral taker has made a prior positive 

choice to preclude the provider from acting in every case.  

All that said, I do not think in answer to your question 39 (para 18.113) that the FCARs provide 

a particularly apt means of protecting collateral takers of crypto-tokens. My preference, 

alongside this, for a reform of a regime that causes difficulty with floating charges because of 

its possession and control requirements means that I would suggest a bespoke crypto-token 

scheme alongside a reformed financial collateral scheme. I do think that control might be an 

important part of such regimes in terms of as perfection requirement. It is beyond the scope of 

your consultation – and I would need to think about it further anyway – but I wonder if control 

as used in some (but not all) of the commonwealth Personal Property Security Acts might 

provide some guidance.  

Tracing and Protection of Legal Title 

I am not sure I understand what you think the law of following is (paras 19.47ff) because I do 

not think it is a meaningful category of law. My sense is that you have made things much more 

complicated than they need to be. A steals B’s crypto-token. Since A has hacked the wallet and 

created a transaction allocating the token to A, technically there might be a new token, but so 

what? It does not seem credible to me that the answer differs depending on whether you think 

we’re following or tracing. The essence of the transaction is B used to have a token and now 

A has a token and these facts are causally and transactionally linked and B never consented to 

this. Stepping back from the technical details (as we do when we say a sale or gift of the token 

is a derivative acquisition of title rather than an original acquisition of title), we are following 

a token. Deep in the details we might say there is a clean substitute (para 19.50), but in either 

case there is little doubt we can provide a remedy at common law. It becomes a bit more 

difficult of the token stolen is then mixed in a commingled fund (a fund like you find in cases 

like Ruscoe v Cryptopia). Then I think we need to ask who we are suing. If B wants to sue A, 

I don’t think it can possibly matter. B still gets damages. If A then transfers a token to C the 

question might arise whether C has got B’s token. But I doubt this matters in practice because 

C will almost always be a bona fide purchaser and, as noted above, I agree with your proposals 

that crypto-tokens should have a more expansive bona fide purchase defence than tangible 
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goods. The only scenario where it might matter is if an argument is raised that an order for 

redelivery is impossible because of the mixture. I agree with what you say at para 19.106 that 

an amendment to the Torts (Interference with Goods) Act 1977 would probably be needed to 

allow for an order for re-conveyance in any event. Such an amendment could include a 

provision for an order of equivalent fungible tokens to be conveyed when B’s token is mixed. 

I do not think the common law on mixtures needs any general or specific reform or that any 

reform of the equitable tracing rules would be needed in cases where eg a beneficiary of a trust 

seeks a proprietary remedy (question 41; paras 19.52-19.53), and this goes for the range of 

legal structures you ask about in question 42 at para 19.88. No statutory reform needed.  

In terms of the application of the tort of conversion, I have qualms about an analysis that 

supports its availability on the basis of whether an asset displays some indicia of possession in 

the context of a denial that possession should be relevant re that class of assets. I have qualms 

therefore with the application of the Green/Randall analysis to data objects (discussed at para 

19.98) – and actually I have qualms with it regarding choses in action generally; I discuss the 

analysis in The Principles of Personal Property Law (2nd edn Hart Oxford 2017) pp 185-187. 

In the context of things in action I argue – with Amy Goymour and Stephen Watterson ‘Testing 

the Boundaries of Conversion: Account Holders, Intangible Property and Economic Harm’ 

[2012] LMCLQ 204 – that they are adequately protected in other ways. In strict precedential 

terms as well I think an argument might be made that OBG v Allan [2007] UKHL 21 only bars 

the application of conversion in the case of things in action. If data objects were held not to be 

choses in action the way would be open for a reconsideration of conversion’s application at 

common law. I think some consideration would have to be made of what other protection is 

available to the owner of a crypto-token, but it is clearly right to say that there must be effective 

protection or the assets will not function as live economic assets (para 19.104). Are there cases, 

however, where the economic torts might assist, eg where there is an account style relationship 

between two parties interfered with by a third party? Another caveat. At para 19.115 you again 

raise the possibility of a control-based analogue to possessory title. As I have tried to indicate 

above I believe this risks, particularly given the definitional similarities between possession 

and control and the extension of possession to ETDs, bringing much of the possessory baggage 

you want to jettison in through the back door. Once we accept that the transferee of a data 

object transferred by fundamental mistake (say) has nothing at all, we have to accept that a 

conversion-analogue action does not protect control or rights to control but a unitary idea of 

ownership which is (often, but not always) evidenced by control/links to your pseudonymous 

address.  

Conclusion 

While I agree with many of your proposals I do have qualms about your concept of control. To 

stress I think that bringing in any control-based analogue to possession-based relative title risks 

bringing back all the possessory baggage. This is not to say I do not think control is not relevant 

or important. Pending some consideration of the details it might well be important as a 

perfection mechanism for security interests, but it may play less role in derivative acquisition, 

which should revolve around transfers using the technical mechanisms of the particular system 
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and a valid intention to do so. Changes in who has practical factual control may therefore be 

associated with a change of ownership but may not.  

Duncan Sheehan  
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Law Commission 

(submitted by email) 

 

 

11 November 2022 

 

Dear Law Commissioners, 

 

Re: EMA response to the Law Commission’s consultation on digital assets (CP 256) 

 

We welcome the opportunity to comment on the Law Commission’s proposals relating to the 

introduction of a new category of personal property, data objects.  

 

The EMA is the European trade body representing electronic money issuers, cryptoasset firms and 

alternative payment service providers. Our members include leading payments and e-commerce 

businesses worldwide, providing online payments, card-based products, electronic vouchers, mobile 

payment instruments and cryptoasset services.  

 

In what follows below we are commenting on some aspects of the Law Commission’s proposals as 

they relate to cryptoassets and electronic money. The views expressed here are those of the EMA 

rather than of individual members, of which a list is provided at the end of this document. 

 

I would be grateful for your consideration of our comments and am at your disposal should you have 

any questions. 

 

Yours sincerely,  
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EMA responses 

1. Cryptoassets 

Question 11: “We provisionally conclude that in-game digital assets do not satisfy our 

proposed criteria of data objects and therefore that they fall outside of our proposed 

third category of personal property. Do you agree?” 

 

Response: 

We think that a broader and more inclusive approach to the delineation of data objects would be 

appropriate, not only in relation to in-game digital assets but also in relation to other assets that 

share the same functional attributes as objects that fall within the new category of personal 

property. Specifically, we refer here to electronic money, which we elaborate on below. A more 

inclusive approach could encompass digital assets that are based on centralised technical 

arrangements, providing for greater technological neutrality.  

 

There is a danger of the legal construct influencing the technological solutions that are adopted to 

achieve the same or similar products and services. For instance, in relation to in-game digital assets, 

the Law Commission’s (“Commission”) view is that these would not give rise to personal 

property, as they are contingent for their existence on the technology within which they are 

sustained, which is accessed under licence. However, while such assets are currently issued 

centrally, future iterations of these products and services could move towards interoperability. 

This would allow artefacts from one game to be transferred to another and thus exist beyond the 

environment in which they were created. For an open standard that welcomes participants, it is 

conceivable that the object would be more and more independent of the supporting infrastructure, 

the more instances of interoperable games that participated.  

 

We therefore request that the Commission re-considers the independence test as currently 

envisaged, recognising that legal independence is a spectrum of arrangements and could be 

conceived for multiple technologies. For instance, even in relation to distributed ledger designs, 

one can envisage entirely open and permissionless arrangements on the one hand, and 

permissioned and limited in the extent of participation on the other. It would be better if data 

objects could be contemplated in a functional manner, considering the roles and value that they 

were endowed with, and for these to be capable of expression irrespective of the technological 

design choices that are made.  

 

A more technologically neutral approach, which recognises that legal independence in the digital 

environment must always be contingent to some greater or lesser extent on access to the 

infrastructure, the operations and technology that give form to it would be desirable. This should 

then allow multiple frameworks that give rise to game artefacts to exist and for the artefacts to 

be traded, without specifying the technological implementation. It should allow such artefacts, 

avatars and various forms of property to be owned, exchanged and transferred in multiple 

environments, however implemented. We believe the significance of the outcome is likely to 

increase as plans for virtual environments or ‘metaverses’ crystallise over the coming years, and 
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different operators adopt technological solutions that meet their needs, but which may vary in 

their design. 

 

Question 19: “We provisionally conclude that it would be beneficial for a panel of 

industry, legal and technical experts to provide non-binding guidance on the complex 

and evolving issues relating to control and other issues involving data objects more 

broadly. Do you agree?” 

 

Response: 

We concur with this approach; there will be abroad range of digital assets that will be impacted 

by the new classification, and the more the discussions are informed by business and expert 

opinion, the more benefits are likely to ensue and the more disruption is avoided. 

 

The EMA would like to express its interest in participating in such a panel and we would be happy 

to nominate a suitable individual. 

 

 

Question 22: “We provisionally propose that:  

(1) A special defence of good faith purchaser for value without notice (an innocent 

acquisition rule) should apply to a transfer of a crypto-token by a transfer operation 

that effects a state change. Do you agree?  

(2) An innocent acquisition rule should apply to both “fungible” and “non-fungible” 

technical implementations of crypto-tokens. Do you agree? 

(3) An innocent acquisition rule cannot and should not apply automatically to things 

that are linked to that crypto-token. Do you agree?” 

 

Response: 

We concur with the Commission that the innocent acquisition rule should apply for some crypto-

tokens but think that it should not be applied to all. While parties to transfers of crypto-tokens 

that are intended to function in an analogous manner to money or to negotiable instruments may 

have such expectations, parties to transfers of other valuable assets may not.  

 

We have discovered in recent years that instant transfers of funds bring both convenience and 

certainty, but also create increased opportunities for criminals to move funds repeatedly and in 

real time to obfuscate law enforcement and losers’ attempts to retrieve such funds. The application 

of the innocent acquisition rule to all crypto-tokens will in certain respects contribute to a legal 

framework that advantages the perpetration of financial crimes. This could, for example, manifest 

in recipients of tokens exercising less care when purchasing digital assets. We concur that the rule 

is beneficial in relation to payment products and also in a number of related contexts. We caution 

against its application to all tokens, however. One significant category of tokens will be that of 

non-fungible tokens (“NFT”), representing various property rights.  

 

NFTs describe a broad category of products, and serve a range of purposes, including the 

representation of rights attached to collectibles or other tangible and intangible property. Where 
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such NFTs are transferred, there is not likely to be an expectation of the application of the 

innocent acquisition rule. We are not therefore of the opinion that the rule should be equally 

applicable to all crypto tokens.  

 

We acknowledge that, in proposing a universal application of the rule to all crypto-tokens, the 

Commission is seeking to avoid inconsistency in its application. We also note the proposed 

solution of distinguishing the transfer of NFTs from that of the rights linked to them. Our concern 

is that this may potentially provide insufficient certainty for products that would benefit from the 

rule on the one hand, such as payment products, while on the other hand creating doubt in relation 

to ownership of products that would likely not benefit from the rule. A more customised 

application where business can choose to apply the rule by contract, based on a statutory 

framework, would be preferable in our view.  

 

The possibility of applying the ‘innocent acquisition rule’ to assets for which it is appropriate from 

a functional perspective would be greatly welcomed. This would enable commercial transactions 

to flow freely and facilitate the migration of tangible instruments from paper into the electronic 

and digital sphere without losing key attributes. Refraining from universal application but allowing 

for customised introduction would be our favoured approach. There is concern that if financial 

crime were to increase as a result of universal application, that this would discourage take-up of a 

range of products, including NFTs.  

 

 

Question 31: “We provisionally conclude that a presumption of trust does not 

currently apply to crypto-token custody facilities and should not be introduced as a 

new interpretive principle. Do you agree?”   

 

Response: We agree with the Commission’s conclusion that that a presumption of trust should 

not be introduced at this point in time. Trust relationships involve complexity that may be both 

costly and inappropriate for many product propositions. For instance, there may be instances 

where the custodian is required to act in a manner that is comparable to an absolute title holder, 

and which may not be possible within a trust arrangement. Such arrangements may arise in the 

context of multifunction and multi-service platforms that may be deployed as the industry evolves. 

We therefore welcome the Commission’s willingness to support flexibility for firms in structuring 

the relationships involved in the custody services that they offer.  

 

In the absence of easily accessible information for consumers on the form that custody takes, it 

may be helpful to ensure good communication and disclosure by service providers. This would 

enable better decision making and promote the setting of expectations in relation to the services 

that will be delivered. These could include the risks that are borne by the customer and the extent 

of custody obligations.    
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Question 40: “We provisionally conclude that an action to enforce an obligation to 

‘pay’ non-monetary units such as crypto-tokens would (and should) be characterised 

as a claim for unliquidated damages, unless and until crypto-tokens are generally 

considered to be money (or analogous thereto). Do you agree?” 

 

Response: There will be classes of crypto-tokens that will either be analogous to money in their 

functionality or will in fact be regarded as money in legislation – e-money-like stable coins may for 

example be regarded as such. In such circumstances it would be appropriate to provide for an 

action in debt where payment has been pledged using crypto-tokens. The proposed application of 

the innocent acquisition rule to such products lends strength to this approach, confirming their 

use as a substitute for other forms of money. It would then be logical to regard the failure to pay 

as a monetary debt rather than as a failure to deliver a commodity. There are obvious advantages 

to an action in debt over claims for unliquidated damages and making these advantages available in 

disputes relating to payments in crypto-tokens will support their development (and particularly 

that of stablecoins) as alternative means of payment on an equal footing with more traditional 

means of payment. 

 

 

 

2. Electronic money 

Our comments in relation to electronic money (‘e-money’) do not relate to a specific consultation 

question, but we hope that the Commission will take them into account, nonetheless. Regulation 2(1) 

of the Electronic Money Regulations 2011 defines e-money as: 

“electronically (including magnetically) stored monetary value as represented by a claim on the 

electronic money issuer which— 

(a) is issued on receipt of funds for the purpose of making payment transactions; 

(b)is accepted by a person other than the electronic money issuer. . . .” 

 

We note that e-money has not been considered for the new category of data objects. We think this 

is an important omission that will create legal uncertainty, particularly as some cryptoassets (such as 

fiat backed stablecoins) will likely be regulated as e-money in the near future. Categorising e-money 

as data objects would ensure equal treatment for all e-money, whether conceived within centralised 

systems or tokenised in distributed form.  

 

E-money meets the three criteria for data objects: 

i) Data represented in an electronic medium, including in the form of computer 

code, electronic, digital or analogue signals 

E-money is electronically recorded value in ledgers maintained by e-money issuers 

(although it is also possible to record this value on payment instruments, such as cards, 

directly). The value recorded is not a mere reflection of a claim right against the issuer 

but presents a thing that exists independently of persons and the legal system (see ii) 

below). 

 

ii) Existence that is independent of persons and independent of the legal system 
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E-money exists as an electronic value recorded in the issuer’s systems, independently 

from both the issuer and from the owner of the value, the customer. It is separate from 

the owner, and therefore capable of being owned, as contemplated at paragraph 5.28 of 

the consultation.  

  

Whilst e-money provides for a claim for redemption against the issuer, its utility is as a 

means of payment that functions without the claim being exercised. It exists in the ledger 

of the issuer but is independent in its function from the issuer. It is transferable between 

persons as identifiable value that can be exchanged for goods or services or transferred 

as a gift to other parties. 

 

E-money can therefore be conceived as existing independently of the legal system, it is 

not a mere thing in action. While e-money provides for a redemption right (i.e., the claim 

on the issuer to have returned funds to the value of the e-money held), this right is 

secondary in function to its use as a means of payment, which requires transfer of the 

value itself. This is for example distinct for a deposit, which represent a chose in action 

and which require the exercise of the holder’s rights against the bank in any transfer, e-

money can be transferred without the need to exercise any rights against the issuer. Once 

e-money has been purchased in exchange for funds, it can be used by the holder for direct 

transfers of value to any recipient within the e-money system. Within that system, the 

use of the e-money will be subject to the issuer’s terms, but these terms do not involve 

the exercise of the right of redemption when making payment.  

 

While e-money may be conceived as a centrally administered system, it may also be 

interoperable with other issuers, and may comprise a network or a single significantly 

large issuing system. The choice of technical arrangement is again dependent on a range 

of factors, and this should not be a determining factor in establishing whether a digital 

asset falls within the category of data objects.   

 

It is conceivable that a centrally organised e-money system could in fact become 

interoperable with a distributed system or may act as a hybrid structure. As long as other 

elements of the criterial for data objects are met, we believe that (central) technical 

arrangements should not exclude e-money from being regarded as data objects. This is 

consistent with our submission in relation to question 11 above, we think that the law 

should be technologically neutral in this respect.    

 

   

 

iii) Rivalrousness 

E-money is rivalrous, in that access and use by one person prevents the same by another. 

Every transfer of e-money results in corresponding debit and credit entries in the 

accounts of transferor and transferee. Accounting processes and security systems ensure 

the integrity of the ledger.    
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We hope that this demonstrates how e-money falls within the category of data objects, and that this 

can be made explicit in the Commission’s findings, paving the way for technological consistency 

between centrally issued e-money and that dependent on a distributed infrastructure.  
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Full list of Members of the EMA, as of November 2022: 
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Submitted to Law Commission consultation on digital assets
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About you

What is your name?

Name:

What is the name of your organisation?

Organisation:
Eversheds Sutherland

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Response on behalf of organisation

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

The current problem is that crypto assets do not fit into either category but straddles both current property classes. Having a third category would
provide clarity.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Not Answered

Please expand on your answer::

Yes (conditionally).

A particular issue is trying to future proof with such a definition. The difficulty in putting a definition on it now is that it may confine what is covered and it
may not keep up with the pace of new technology. It therefore runs the risk of new forms of crypto assets falling outside the definition. But equally, if too
broad it runs the risk of things falling into the definition that you would not want it to.

The definition needs to be flexible, and we recommend using ‘data objects’ as opposed to ‘digital assets’ for the third category as it is sufficiently broad so
that we limit the risk of crypto assets outgrowing the definition.
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Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Translating this back to the current standards for personal property, the asset has to be separate from the person (owner/item relationship).

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Yes (conditionally). But we acknowledge that there might be some circumstances where it would not be an absolute criterion, due to such things as the
pace of technology.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

Without statutory reform, we could be waiting years for a judgment to confirm what digital objects falls within personal property. The judiciary has
already provided a steer to inform the statutory position as they are providing strong indications that crypto assets are property.

We do however have concerns around any statutory definition to be clear to avoid ambiguous terms that are likely to lead to satellite litigation.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?
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Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes
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Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

Ownership is separate to control, as it is for possession.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

We consider that a basic definition of ‘control’ could give courts a framework by which they could give further interpretation in complex cases.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

We are not convinced that non-binding guidance is going to help and instead believe that legislation to define and provide the rules is the better way
forward, even if this is just a base line.

The Sale of Goods Act 1979 or the Consumer Rights Act 2015 (the Acts) are a good starting point for any guidance. Contained within the Acts are a whole
matrix around when title passes, when possession passes, defences, etc. Something similar could be applied to digital objects.

Control is a key component that would need to be included within any such legislation.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::
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That is why we believe a legal framework around crypto tokens is needed. The blockchain is how it works but it doesn’t confirm who owns it.

Currently, there are not that many registries that record title and not much that can be called a ‘definitive’ record. Even if it could, we would suggest it is
still open to manipulation or simply going wrong. The Land Registry is the closest thing but even that has limits.

A key issue for crypto tokens is around control due to their anonymous nature and not being visible tangible assets. As such they are not anchored,
although the courts are starting to do that for jurisdiction.

We do query whether some of these changes undermine the purpose of blockchain (decentralisation) as they will add a central level of approval.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

No

Please expand on your answer::

The key issue here is in relation to control and ownership. Control can be evidenced through ability to access, for example, a wallet and with the ability to
deal with the crypto assets therein but that doesn’t necessarily evidence ownership. Evidencing ownership is complex again due to the anonymous nature
of the blockchain. Presumably, ownership needs to be evidenced in an easier fashion than through say showing a flow of funds into a wallet or source of
the original funds.

There is a problem with a fraudster who has access to the wallet and sells on to an innocent purchaser – why should that innocent purchaser get title?
Key point is anonymity – what due diligence does one have to show to evidence to show a transaction is legitimate? The blockchain is not a definitive
recognition of ownership.

Given the nature of crypto assets a certain level of due diligence would be required to confirm the title. This would not be an ironclad position, but the
data should align.

As already mentioned, the added element of anonymity with crypto tokens makes it more challenging. As does how to ascertain fair value for crypto
token due to its volatility - for example, the fair value could be 20X the price.

No

Please expand on your answer::

Not Answered

Please expand on your answer::

If there is no innocent acquisition rule, there should be no need to make this distinction.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

See our expanded answer to question 22

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

As anyone can check the blockchain, we would be keen to understand what steps will be in place to pin an identity to a crypto token and how far will an
entity have to go to considering pseudo-anonymity?

By way of example – an ex-director has access to a company’s wallet. Even though they are no longer an employee, what would happen if they took the
wallet, and they have the seed phrase. In such a circumstance you would have to show the flow of funds into the wallet and show you (the company)
owned the funds originally and also that you have the source of funds (i.e., the ex-director is unlikely to have the funds in question). The problem with
such a scenario is that this is really cumbersome and what would be easier is if every wallet was linked to an individual or corporate entity like a bank
account is through customer due diligence.
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Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Crypto tokens are not goods that could be shoehorned into the Sale of Goods Act 1979 (SGA).

Goods have particular definition in the SGA, and we would want to understand what it means if crypto tokens were considered goods - are there certain
standards that wouldn’t work for crypto?

We would suggest that you cannot redefine the SGA.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

No

Please expand on your answer::

If someone has crypto assets in a wallet and they enter into agreement to give another person those crypto assets, then there is an agreement. If that
person also provides the seed phrases, why can’t the other person own it, even though there has been no transfer operation?

Alternatively, what if someone dies and the crypto in a wallet is inherited. In this instance, there is no state change, but they should be able to evidence
ownership through a will.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Yes. Whether they are different or not , they are attempting to be different. As such you are likely to have more joy applying more traditional IP
rights/licencing/ownerships.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

They are two different things: the first being akin to a bank account and thus amendable to a trust relationship. It makes sense to treat them differently.
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Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

Subject to the usual requirements for the creation of a trust are met, a crypto token custody arrangement could be structured as a trust relationship and
therefore characterised as the same.

Against (i) - although an interest in a comingled account presents issues in relation to the certainty of subject required to form a trust.

Against (ii) - although such an arrangement creates even greater certainty of subject issues and presents potentially significant problems on the
insolvency of the custodian.

Yes

Please expand on your answer::

However, such an understanding presents potential documentary difficulties if the crypto assets so comingled are to be a frequently changing pool of
assets, for instance where, as is often the case, there is frequent dealing.

Not Answered

Please share your views below::

Possibly yes. However, this runs the risk of creating a new form of statutory trust. If it does, then to what extent is it a new branch of law/treated
differently? And, to what extent do existing rules apply (and what are the implications for doing this both for crypto and other forms of trust)?

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

We recognise that this addresses a number of our concerns already outlined above about comingled accounts. However, our concern about comingling is
not just in relation to insolvency. This fix for insolvency only serves to highlight that comingling is also a problem in various solvent circumstances.

While we think it is possible to resolve subject matter certainty issues for trusts in relation to comingled assets, we are concerned that such structures will
not prove attractive to either fund managers used to the depositary/custodian model or to consumers used to the bank account model as they will likely
want the certainty of a segregated account, even if such arrangements are made subject to the CASS rules which apply to shares which are held in
comingled accounts.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::
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Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Yes, tracing through a mixed fund should be allowed both in common law and in equity.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?
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Yes

Please expand on your answer::

Agree with all of it

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

This is linked to our answer to question 22 in relation to innocent purchaser. Please refer back to that as the same principles apply. We agree that the tort
of conversion should include crypto assets, but we do not consider that there should be an innocent purchaser defence.

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

As already mentioned, causes of action will be sufficient.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

We do not necessarily agree as we wonder how you would get back possession of a wallet from someone - how could you, for example, compel them to
provide seed phrases?

There is the added difficulty of the pseudo-anonymity of the blockchain. This makes it very difficult to identify fraudsters/wallet holders, especially owners
of “cold” wallets.

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

This is important.

If you have an ownership claim to crypto assets you want to get the actual crypto asset back and specific performance should be available as a remedy in
probably every case.

Please share your views below::
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4th November 2022……………… 

 
Law Commission Consultation Paper on Digital Assets 

 
Response of the City of London Law Society 

 
This response is on behalf of the City of London Law Society ("CLLS") Financial Law 
Committee ("FLC").  It addresses the questions raised in the Law Commission 
Consultation Paper on Digital Assets issued in July 2022. More detail on these issues is 
also to be found in the attached paper submitted by the CLLS to the UKJT, which was 
prepared by a working group of the Financial, Company and Regulatory Law Committees.  
Further information about the CLLS and the Financial Law Committee appears at the end 
of this response; we do, however, note upfront that Linklaters LLP is submitting a 
response to the Law Commission in which it takes a different view on a number of issues 
from that expressed in this FLC response. Accordingly, the member of the FLC who is a 
partner of Linklaters LLP and who has taken no part in the preparation of the submission, 
has notified the Chair of the FLC that he and his firm does not wish to be associated with 
this paper by reason of his being a member of the FLC. 
 
Introductory remarks 
 
The FLC greatly appreciates the detailed and thorough work and analysis of the Law 
Commission on the important topic of digital assets. We recognise the pressing need to 
develop a coherent, well-founded and clear legal response under English law to the 
substantive (and private international law) issues arising out of the growing use of 
blockchain and DLT-based technologies for the holding and transfer of digital assets. 
These issues raise some novel questions about what English law recognises as personal 
property and how it should do so. 
 
As a general matter, the FLC would welcome clarification of the law on this matter. 
However, we consider that in identifying new categories of property, it would be better to 
take a more inclusive approach which would enable the law easily to recognise new forms 
of property as they evolve. This is preferable to a narrow definition employing somewhat 
arcane terminology and including core elements generative of potential interpretative 
uncertainty. We are also concerned to avoid cutting off the ability of common law (and 
equity) to define property in the evolutionary manner that has applied to date.  Our 
response reflects that concern but builds on the excellent work of the Law Commission 
team and their ideas in what we hope is a constructive manner. 
 
We also have a fundamental concern that, while the Law Commission has indicated that it 
is minded to avoid making digital assets in the third category amenable to possession 
(which we consider to be the right conclusion), much of the ensuing analysis in the 
Consultation Paper (for example, on "relative title" concepts, extension of the tort of 
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conversion and "control" as applying to relevant digital assets) derives from treatises, 
case-law and reasoning firmly founded in the law on possession, tangible personal 
property and related matters. The very term, "data object" - which suggests something 
that can be seen or touched in contrast to the more neutral term, "asset" - as a descriptive 
label for the proposed new third category of personal property, points to the analytical 
influences resulting in a number of the Law Commission's provisional proposals (based on 
a physical reification of the new class of personal property).   
 
Specifically, we are not in favour of the provisional proposals made in the Consultation 
Paper that, first, "control" of a digital asset in the third category might properly found some 
form of relative legal title to the asset short of (i.e. lesser than) legal ownership; second, 
that a person who is vested with any such relative legal title may, in law, enforce or 
vindicate any rights constituted by or attached to the digital asset; or that, third, the tort of 
conversion should be extended to third party interference with the right, title or interest of 
a person in or in relation to a digital asset in the third category. In this context, we firmly 
agree with those academic writers who state that any such proposals are "alien, illogical 
and contrary to authority"1. In fact, we would go further and maintain that any such reform 
of English law, as applying to any digital assets as intangible personal property, would 
materially undermine legal certainty and the attraction of English as a law under which to 
constitute digital assets in the third category and/or to govern a blockchain or DLT-based 
system for the holding and transfer of such digital assets.  
 
We consider the existing rules of common law and equity as currently applicable to 
intangible personal property can be appropriately and adequately extended to the 
proposed "third category" of personal (intangible) property held and transferred through 
blockchain or DLT-based systems (and not constituted as choses in possession or choses 
in action). They already provide well-founded and well-understood principles to support 
proprietary rights, title and interests in or in relation to a digital asset in the third category 
(including the resolution of priority disputes and the proper characterisation of a person's 
legal or equitable relationship with the digital asset); and can do this in a way that provides 
required flexibility sufficiently responsive to the evolving nature of the markets in digital 
assets and the desired commercial objectives of the participants in those markets. The 
inevitable strictures of the laws relating to possession (or similar concepts) as proposed 
by the Law Commission (based, as they are, on the oldest form of title known to the 
common law) are not, in our view, suitable for a modern legal system governing the 
holding and transfer of digital assets in the third category.            
 
We also observe that the regulation of successful and widely used blockchain and DLT-
based systems is likely to result in greater clarity on choice of law and jurisdiction as well 
as the identification of the jurisdiction with which any particular system may have its 
closest connection.  This in itself will remove a number of difficult issues by increasing 
transparency so that many more claims relating to these systems will fit within the 
traditional definition of a chose in action (which may, particularly, be the case in relation to 
private, permissioned systems). 
 
In relation to "stapled", "tethered" or "linked" assets, where a crypto-token is used to 
constitute or evidence legal or equitable, or (potentially) possessory, title to an exogenous 
asset (e.g. a share or credit balance in a bank account), we also strongly advocate 
(contrary to the position taken in the Consultation Paper) that the crypto-token should not 
be considered or treated as a separate or independent asset from the linked share, credit 

 
1 See paragraph 19.131 and footnote 1178 of the Consultation Paper in reference to M.Bridge, L.Gullifer, K.Low and G. 
McMeel in The Law of Personal Property (3rd Edition, 2021) at para. 15-127. 
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balance or other exogenous asset itself. In such cases, the crypto-token is better 
considered as a mere mechanic for the holding and transfer of the relevant title to the 
linked asset; and, as such, is simply an adjunct or incident of the linked asset itself. To 
avoid legal uncertainty or conflict between competing priority or other rules in such cases 
(i.e. those rules otherwise applicable to a native, endogenous crypto-token and those 
rules applicable to the linked asset), our preferred "one asset" analysis means that the law 
governing or constituting the linked asset alone should determine issues such as: how to 
take a security interest over the asset (and only one security interest should be required); 
how to perfect such a security interest; the rules of priority where there is a competing 
third party claim or claims to the asset; and the statutory or other laws on "financial 
collateral" applicable to such security interest.   
 
We consider that the most difficult issue arising from the architecture of blockchain or 
DLT-based systems is the question whether English conflict of laws rules will require 
parties to look to some other legal system in circumstances, for example, where the 
location of a digital asset held in such a system is not clearly England or Wales.  The 
multinational parallel operation nature of these systems and, in a number of cases, lack of 
a responsible administrator makes this a particularly acute issue affecting the question of 
validity and third party effectiveness of security taken over digital assets held in such 
systems – e.g. if English law were to require formalities in that jurisdiction to be complied 
with at the date of creation of a charge, the inability to determine which is the relevant 
jurisdiction undermines confidence in the use of an English law charge. We would very 
much welcome the Law Commission bringing forward their planned work in this area, so 
as to provide clear, well-founded and enforceable English private international law 
solutions to these issues. 
 
Consultation Question 1. 
20.1 We provisionally propose that the law of England and Wales should recognise a 
third category of personal property. Do you agree? 
Paragraph 4.101 
 
We agree that it is desirable to clarify that the classification of property in English law is 
not limited to real property, choses in possession and choses in action.   
 
While early legal interest in cryptoassets has focused on the question whether they are 
choses in action or some other form of personal property, we note that as regulation 
enters this sphere it becomes more likely that the counterparty to transactions settled in a 
blockchain or DLT-based system will be identified or readily identifiable as a person using 
and participating in the system on and subject to contractual and/or statutory rules and 
other protocols of the system. In that event, and with particular regard to private, 
permissioned systems, the claimant is likely to have some form of chose in action in the 
traditional sense in relation to the digital asset held and transferred through the system; 
and, to that extent, the subject-matter of that claim will be recognised under traditional 
English law concepts as a form of incorporeal property.   
 
We also note that in AA v Persons Unknown [2019] EWHC 3556, Mr Justice Bryan found 
that the seminal cryptoasset, Bitcoin, was property within the four criteria set out in Lord 
Wilberforce's classic definition of property in National Provincial Bank v Ainsworth [1965] 1 
AC 1175 as being definable, identifiable by third parties, capable in their nature of 
assumption by third parties, and having some degree of permanence. He noted that this 
was also the conclusion of the Singapore International Commercial Court in B2C2 Limited 
v Quoine PTC Limited [2019] SGHC(I) 3 at [142].  
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We recognise that, to the extent it is determined (for public policy or other reasons) that 
"special" proprietary or other rules of law should be applicable to digital assets in the third 
category (or a sub-category of digital assets), it would be necessary to define a third 
category of personal property that is clearly and with legal certainty distinguishable from 
shares, other securities, claims (including debts and credit balances in an account) and 
other choses in action. For example, if different proprietary rules (inlcuding as to priority, 
perfection, financial collateral or title) were to be developed for digital assets in the third 
category (or a sub-category of digital assets), that are distinct from and inconsistent with 
those applicable to relevant classes of choses in action, we would need a transparent and 
practically applicable set of criteria to determine a bright dividing line between an asset 
that falls within the new third category (subject to its specific proprietary rules) and an 
asset that is properly characterisable as a chose in action (subject to the proprietary rules 
applicable to choses in action or the relevant sub-category of choses in action). If this 
clarity were not provided in these circumstances, parties dealing with a digital asset 
constituted or otherwise governed by English law would  not have the requisite degree of 
legal certainty that they are following the correct proprietary rules when taking collateral or 
otherwise acquiring a proprietary interest in or in relation to the specific digital asset. This 
would undermine domestic and international market confidence in the use of English law 
to constitute or otherwise in relation to digital assets in the third category (or the relevant 
sub-category of such assets) – and indeed, potentially, have wider adverse ramifications 
for traditional markets in shares, securities or other choses in action due to the potential 
contagion effect of any resulting legal uncertainty.     
 
Consultation Question 2. 
20.2 We provisionally propose that, to fall within our proposed third category of 
personal property, the thing in question must be composed of data represented in 
an electronic medium, including in the form of computer code, electronic, digital or 
analogue signals. Do you agree? 
Paragraph 5.21 
 
We think that this potentially risks being too narrow a definition in some respects, leading 
to fourth and subsequent categories of personal property. For example, voluntary carbon 
credits in a scheme which does not have statutory backing are dealt with as personal 
property and are not "composed of data" in the sense that the Law Commission 
describes.  In order to avoid an ever-growing list of personal property categories, we 
would favour a more general and inclusive definition building on the language of Lord 
Wilberforce along the following lines: 

 
"English law also recognises as property assets corporeal or incorporeal which are 
definable, identifiable by third parties, capable in their nature of assumption by 
third parties and having a degree of permanence, regardless of whether the 
requirements for physical existence or for a chose in action are met".  

 
Guidance by the Law Commission to the effect they consider this to be the law could be 
particularly valuable (cf the Law Commission's 2019 paper on Electronic Signatures2).  
 
This definition would have the advantage of covering both property types derived from 
statute (e.g. shares, intellectual property rights) and those derived from the behaviour of 
those creating a novel form of property without a statutory basis. This approach also 
recognises that property is very much what those who deal in it treat as property. If there 

 
2 Law Commission, Electronic execution of documents (HC 2624), Law Com. No. 386. 
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were a concern that this could make pure information into a form of property, this could be 
addressed by a form of appropriate exclusion.  
 
We should also like to see it made abundantly clear that the concept of possession (and 
any related concepts derived from the law of possession e.g. as to "relative" legal title, the 
tort of conversion or negotiability) are limited to things which have a physical 
manifestation, save where expressly provided by statute (e.g. to the extent relevant, in 
relation to electronic trade documents under the Electronic Trade Documents Bill 
introduced into Parliament on 12 October 2022).  Generally, incorporeal property has 
been dealt with over many centuries (and for sound policy reasons) on the basis that it 
cannot be possessed. To introduce concepts of or derived from possession (whether 
expressly or through the proposed application of the "control" concept as set out in the 
Consultation Paper) into incorporeal property is, in our view, highly undesirable. It is likely 
to cause confusion, unnecessary litigation and a rejection of English law as the legal basis 
to constitute affected digital assets in the third category (or to govern blockchain or DLT-
based systems for the issue, holding and transfer of affected digital assets). This is 
especially the case for long-existing forms of incorporeal property, such as securities, that 
are dealt with in systems that have rejected concepts based on the law of possession – 
even where the securities held in such systems replicate securities that, when held 
outside of the system, take tangible form subject to the laws on possession (e.g. eligible 
debt securities issued, held and transferred in the CREST relevant system under the 
Uncertificated Securities Regulations 2001 (the "USRs") as registered securities).   
 
In essence, the public policy considerations behind the development of the laws on 
possession (and related concepts, including "relative" legal title) are apposite for tangible 
assets, but have no rational or juridical place in application to intangible assets – 
including, digital assets (in the third category). The person in possession of a tangible 
asset is best placed to assess, manage and mitigate risks relating to its physical 
protection, value and insurance. As such, it is reasonable for English law, first, to impose 
obligations on the person in possession of a tangible object to protect the asset (e.g. 
through the laws on bailment); and, second, to give rights and powers to enforce or 
vindicate claims in relation to the tangible object (e.g. through an action in conversion).  
 
In contrast, English and wider common law jurisdictions have always taken the policy 
position that the only person who should have the right to enforce or vindicate claims in 
relation to an intangible asset is the person with legal (ownership) title to the asset – 
whether as absolute owner or as (bare or other) trustee holding the legal title: see CGU 
Insurance v One Tel [2010] HCA 26 at para. [36]. The common law has never developed 
a form of legal title, short of ownership, as a means of giving rights or powers of 
enforcement or vindication in relation to an intangible asset (or any concomitant 
obligations to protect the asset): see Goode and McKendrick, Commercial Law at paras. 
2.25 – 2.27 and Professor David Fox, "Relativity of Title at Law and in Equity" (2006) 65 
CLJ 330. Further, the English law of trusts creates an "ownership-management" 
relationship with an intangible asset, and not a "control-management" relationship 
(appropriate for agency or bailment): see Underhill and Hayton, Law of Trusts and 
Trustees, at para. [1.4]. 
 
In relation to intangible assets, our common law has only ever created and allowed to 
subsist legal (ownership) title and equitable title (equitable title, but not legal title, being 
capable of relative interests). We see no reason in principle, policy or authority to change 
this fundamental juristic position under English law in application to digital assets (in the 
third category) as forms of incorporeal property. To do so (through the Consultation 
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Paper's proposed treatment of "control" of a digital object) will introduce proprietary rules 
(founded in principles under the law of possession) which will be novel and unclear in their 
application to digital assets (in the third category) as intangible property. Such a 
development, aside from creating legal uncertainty, is unnecessary as English law already 
has well-developed common law and equitable principles for intangible assets (e.g. to 
determine priority disputes) that can be readily applied to digital assets (in the third 
category of personal property).  
  
Another reason for rejecting the concept of possession (or possession-like concepts 
through "control") for incorporeal assets of any type is that English law requires 
compliance in relation to physical objects capable of possession with the law of the place 
where the object is located (see Blue Sky One Limited & Others v. Mahan Air & Another 
[2010] EWHC 631 (Comm)). 
 
This is a rule which is already impractical for equipment that frequently moves between 
different jurisdictions (e.g. planes, rolling stock, construction equipment), to the extent that 
it has been disapplied in relation to registrations of UK mortgages over aircraft in the 
international register established by the Cape Town Convention. This rule has always 
been recognised as impractical for traditional incorporeal assets and different methods 
have been adopted of identifying whether and which other system of law should be taken 
into account by English law (for the determination of the law to govern proprietary issues 
affecting the assets).   
 
This rule is self-evidently wholly unworkable for incorporeal assets, such as crypto-tokens, 
held in a blockchain or DLT-based system which, by its very nature, involves parallel 
holdings of data in computers (or "nodes") in numerous jurisdictions participating in the 
system and, often, the absence of other features giving a clear answer to the question 
"where is the asset located".  
 
We note that the possessory approach adopted for electronic trade documents will make 
their acceptability for security problematic, until it is made clear that where a corporate 
habitually resident in England or Wales creates a charge over an electronic trade 
document it is not necessary to comply with the formalities on creation of that charge 
under any law other than English law, regardless of any other possible deemed location of 
that electronic trade document.  This will require to be addressed by legislation, ideally by 
amendment of the Electronic Trade Documents Bill already before Parliament. 
 
Consultation Question 3. 
20.3 We provisionally propose that, to fall within our proposed third category of 
personal property, the thing in question must exist independently of persons and 
independently of the legal system. Do you agree? 
Paragraph 5.41 
 
We find some difficulties with this language and we consider it is likely to create material 
legal uncertainty (especially in its application to digital assets held and transferred through 
private, permissioned blockchain or DLT-based systems). 
 
As regards the requirement to be "independent of persons", a blockchain or DLT-based 
system which is permissionless and has no administrator is on one view a creature of the 
persons who participate, just like a club or other unincorporated organisation: it would be 
unfortunate to find the assets held in such systems excluded.   We think the language 
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"identifiable by third parties and capable of assumption by third parties" would be more 
effective, as well as having sound judicial authority.  
  
As regards the requirement to be "independent of the legal system", we note things within 
the proposed definition of data object (namely Bitcoin) have already been held by the 
English courts to be personal property (see AA v Persons unknown, supra).  At that level, 
there would be a material concern that they cannot, therefore, be something that exists 
independently of the legal system as English law currently stands.  We think the intention 
is to define an incorporeal asset which is not a chose in action. If the inclusive approach 
outlined above were adopted this would not be necessary, but if a narrower definition is 
used we think it would be better to specify that this category was for incorporeal assets 
which are not choses in action (as interpreted as limited to claims and other rights 
enforceable and justiciable by way of action before a court of law) and not limit it to items 
"comprised of data".   
 
We also have a specific concern as to the application of the "independent of the legal 
system" criterion in relation to digital assets recorded in a private, permissioned 
blockchain or DLT-based system. Such systems will be operated, managed and 
administered under contractual and/or statutory rules and protocols. They will or are likely 
to create private law rights and obligations as between participants and the 
operator/administrator in relation to the maintenance of the distributed ledger/structured 
record and settlement processes (for the holding and transfer of title to the digital assets 
recorded in the systems). The existence of such private rights and obligations is likely to 
obfuscate the analysis as to whether the digital assets themselves (issued, held and 
transferred by means of such a system) can properly be considered as existing 
"independently of the legal system". It may, for example, be extremely difficult in practice 
to distinguish between the distributed ledger/structured record functions performed by the 
operator/administrator and/or the participants in the relevant consensus mechanism, 
under contract, from the registrar functions performed by a domain name registrar (which, 
in accordance with the analysis contained in paras. 8.13 to 8.25 of the Consultation 
Paper, are inconsistent with the qualification of a domain name as a "digital object").  
 
This raises the real concern that there could be material confusion as to the proper 
characterisation of a digital asset recorded in a private, permissioned blockchain or DLT-
based system – is it a chose in action (subject to those proprietary rules applicable to a 
chose in action or the relevant class of chose in action) or is it a "digital object" (subject, 
on the basis of the Law Commission's proposals for priority and other proprietary rules in 
its Consultation Paper, to different proprietary rules)? This is an issue of legal uncertainty 
created by the proposed "independent of the legal system" criterion.   
 
Consultation Question 4. 
20.4 We provisionally propose that, to fall within our proposed third category of 
personal property, the thing in question must be rivalrous. Do you agree? 
Paragraph 5.73 
 
We are not sure what this adds substantively to a definition of a category of personal 
property. It is possible that a requirement that the asset must be one capable of being the 
subject of competition will be confusing in a more specific definition and, if it is thought 
necessary to include this element (or something comparable) in the definition at all (which 
we are not convinced about), it may be better to say it is capable of being traded. This 
also raises for debate whether unique data objects, such as a verified electronic signature 
which is personal to the individual it has been linked to and not intended to be tradeable, 
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would fall within the class - although the verifier may charge for its creation.  This would 
probably not be property within the general definition suggested above since it could not 
be assumed lawfully by a third party. 
 
In any event, we consider that the word "rivalrous" should not be used, as it is an arcane 
word not in common usage.  Any new definitional terms should aim to be in plain English. 
We recognise that the use of some arcane terms with a wealth of well-developed existing 
legal meaning, such as "chose in action", does seem inevitable in this area. 
  
Consultation Question 5. 
20.5 We provisionally propose that a data object, in general, must be capable of being 
divested on transfer. Do you agree? Please give examples, if any, of when this will 
not be the case. 
20.6 We provisionally propose that divestibility should be regarded as an indicator, or 
general characteristic of data objects, rather than as a gateway criterion. Do you 
agree? 
Paragraph 5.105 
 
We agree with the principle, but think that divestibility would be included in the concept of 
"assumption by a third party" from Lord Wilberforce's definition and/or the concept of 
"tradability" discussed above.   
 
Consultation Question 6. 
20.7 We provisionally propose that: 
(1) the law of England and Wales should explicitly recognise a distinct third 
category of personal property; and 
(2) a thing should be recognised as falling within our proposed third category of 
personal property if: 
(a) it is composed of data represented in an electronic medium, including 
in the form of computer code, electronic, digital or analogue signals; 
(b) it exists independently of persons and exists independently of the 
legal system; and 
(c) it is rivalrous. 
Do you consider that the most authentic and appropriate way of implementing 
these proposals would be through common law development or statutory reform? 
Paragraph 5.142 
 
We think that it is unlikely that we will have a clear and authoritative statement of the law 
in this area in the reasonably near future - outside statutory reform. This cannot be left to 
the chance of a suitable case reaching the Supreme Court, so, unless there is a 
mechanism for a declarative opinion from that body, then legislation would be necessary. 
As regards to substance of what should be included in that legislation, please see our 
answers to Questions 1 – 5 above: in particular, our suggestion on an inclusive approach 
in answer to Question 2 and our comments on the content of a more specific definition in 
our responses to Questions 2 - 5. We would see that as confirmation of personal property 
as comprising any definable incorporeal asset (whether or not comprised of data) which is 
recognised as property by third parties and tradable. We also think that it needs to be 
made abundantly clear that possessory attributes (and related English laws, principles 
and rules) only apply to physical/tangible objects, and not to intangible assets such as 
digital assets (in the third category).  
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It is also essential in our view to be clear whether and in what circumstances English law 
will have regard to other systems of law in relation to incorporeal assets, for which there 
are currently no specific conflict of laws rules.  For example, in relation to registrable 
securities, English law will look to the location of the register (e.g. for a foreign company 
quoted and traded on the London Stock Exchange) and the law under which the security 
is constituted; for uncertificated units of a security, it will look to the location of the records 
of the authorised record-holder for such units (e.g. the Operator registers maintained by 
Euroclear UK & International Limited as operator of the CREST relevant system) and the 
law under which the units are constituted; and, in the case of intermediated securities 
(equitable interests in or in relation to securities), to the place which is the habitual 
residence of the immediate intermediary holding the relevant record of the interests (and 
any other elements relevant to the application of the "PRIMA" test for the place where the 
relevant account is considered located or maintained).  
 
Given the international nature of blockchain or DLT-based systems, it is necessary as a 
matter of some urgency to either determine that there is no need to look to any other legal 
system than English law for an issue before an English court relating to digital assets (in 
the third category) held in the system - unless a different law is specifically chosen by the 
participants of the system to govern the relevant issue - or tackle the difficult questions of 
trying to define what system of law should be applied by an English court to determine 
proprietary or other issues affecting the relevant assets held in the system. In this latter 
case, the law should specifically provide for parties to be able to exclude (by contract or 
otherwise) any rule of English private international law which would otherwise require 
regard to be had to another legal system in deciding the validity or effectiveness of any 
action relevant to the system. This seems essential given the uncertainty whether such a 
rule would apply (it clearly would if concepts of possession are used) and the difficulties 
that the architecture of blockchain and DLT-based systems raise in determining what 
other system of law might then be applicable.   
 
Consultation Question 7. 
20.8 We provisionally conclude that media files do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
20.9 Regardless of your answer to the above question, do you think that media files 
should be capable of attracting personal property rights? 
Paragraph 6.52 
 
We consider media files and computer code etc. should probably only be capable of being 
treated as personal property to the extent that intellectual property rights attach to them, 
but as practice evolves and the holding of files becomes separate from the ownership of 
those intellectual property rights, this may require revisiting.  We believe that the law in 
this area would not recognise pure information as property, but may recognise a 
representation or encoding of information as giving the creator of that representation or 
encodement copyright, design right or similar rights in respect of that particular 
manifestation of the information.  We note that the relevant code may be stored both 
linked to a physical object (e.g. a hard disk) or in dematerialised form (e.g. in the Cloud) 
and that this may lead to recognition of separate ownership of code and intellectual 
property rights in it.   
 
There may also be confidential know-how which the holder is entitled to maintain 
confidence in and which can be traded – e.g. under a licence/information sharing 
agreement in which the right to use the confidential information imparted is granted.   
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Consultation Question 8. 
20.10 We provisionally conclude that program files do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
20.11 Regardless of your answer to the above question, do you think that program files 
should be capable of attracting personal property rights? 
Paragraph 6.62 
 
Please see our answer to Question 7.  
 
Consultation Question 9. 
20.12 We provisionally conclude that digital records do not satisfy our proposed criteria 
of data objects, and therefore that they fall outside of our proposed third category 
of personal property. Do you agree? 
20.13 Regardless of your answer to the above question, do you think that digital records 
should be capable of attracting personal property rights? 
Paragraph 6.68 
 
Please see our answer to Question 7.  
 
Consultation Question 10. 
20.14 We provisionally conclude that email accounts do not satisfy our proposed criteria 
of data objects and therefore that they fall outside of our proposed third category 
of personal property. Do you agree? 
20.15 Regardless of your answer to the above question, do you think that email accounts 
should be capable of attracting personal property rights? 
Paragraph 7.31 
 
Please see our answer to Question 7. Emails are treated in law as forms of written 
communication and there is plenty of legal precedent on relevant copyright issues. We 
note that letters, emails etc. and related copyright are tradeable, so we would expect the 
case for data comprising emails to have the character of incorporeal property separate 
from copyright to be worthy of consideration, just as a physical letter would have the 
character of physical property separate from copyright.  What appears different is that a 
digital copy cannot really be traded separately from the copyright: it can, however, be 
stored digitally, e.g. in the Cloud, so that the data is held by a person who is not the 
copyright holder.  This requires very careful consideration, but this is perhaps the sort of 
issue that could be left to judicial development.  
 
Consultation Question 11. 
20.16 We provisionally conclude that in-game digital assets do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third 
category of personal property. Do you agree? 
20.17 Regardless of your answer to the above question, do you think that in-game digital 
assets should be capable of attracting personal property rights? 
Paragraph 7.59 
 
Please see our answer to Question 7. This subject-matter is not within our expertise, but 
we do note that in-game digital assets appear to be tradeable in some cases.  
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Consultation Question 12. 
20.18 We provisionally conclude that (DNS) domain names do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third 
category of personal property. Do you agree? 
20.19 Regardless of your answer to the above question, do you think that (DNS) domain 
names should be capable of attracting personal property rights? 
Paragraph 8.26 
 
Please see our answer to Question 7. Domain names are traded and can be transferred: 
this may occur independently of trading in the trademark or copyright in the name used. 
Again we would be inclined to think further careful consideration should be given as to 
whether this is a form of personal property. 
 
Further, as we have noted in our response to Question 3, the Law Commission's analysis 
with respect to domain names does raise issues for the holding and transfer of digital 
assets in private, permissioned blockchain or DLT-based systems. The contractual 
framework that is likely to be put in place to govern the operation of the distributed 
ledger/structured record for relevant native or endogenous digital assets, and entries 
made to the ledger/record, in such a system has clear parallels with the registrar functions 
performed in relation to domain names. This raises a material issue as to whether what is 
essentially the same type of native digital asset would be treated as a "data object" (when 
held and transferred in a public, permissionless system), but as failing to be "independent 
from the legal system" (and, therefore, not a "data object") when held and transferred 
through a private, permissioned blockchain or DLT-based system. This is likely to be a 
counter-intuitive and confusing result for market participants (and the courts) where the 
economic value and design features of the relevant digital asset itself are viewed as being 
the same (e.g. they are not constituted as a claim on an issuer) – irrespective of the type 
of blockchain or DLT-based system in which they are held (which might be fairly viewed 
as no more than a mere mechanism for the issue, holding and transfer of the type of 
digital asset concerned). This is an issue created by the uncertain scope and content of 
the "independent from the legal system" criterion in the definition of "data object".       
 
Consultation Question 13. 
20.20 We provisionally conclude that Carbon Emissions Allowances do not satisfy our 
proposed criteria of data objects and therefore that they fall outside of our 
proposed third category of personal property. Do you agree? 
Paragraph 9.22 
 
While these assets fall outside the Law Commission's definition of "data object", we 
consider that it would be highly desirable, if any doubt about whether these and similar 
tradeable assets constitute personal property, that any such doubt should be resolved in 
favour of treating them as such form of property. Of course, any statutory scheme may 
give CEAs the character of property. Both our inclusive definition and the more specific 
definition we propose would, we think, include them.  
 
Consultation Question 14. 
20.21 We provisionally conclude that most VCCs do not satisfy our proposed criteria of 
data objects and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
20.22 Regardless of your answer to the above question, do you think that VCCs should 
be capable of attracting personal property rights? 
Paragraph 9.45 

512



10/56600071_1 12 

 
Please see our answer to Question 13. 
 
Consultation Question 15. 
20.23 We provisionally conclude that crypto-tokens satisfy our proposed criteria of data 
objects and therefore that they fall within our proposed third category of personal 
property. Do you agree? 
Paragraph 10.139 
 
We agree with the Law Commission's conclusion on this point, at least where the crypto-
token is independent of other (exogenous) property forms and is not "constitutively" linked 
to that other asset (i.e. the crypto-token is endogenous and its holding does not constitute 
or evidence legal or equitable (proprietary), or possessory, title to the linked asset).  Such 
endogenous crypto-tokens would also fall within the alternative definitions we propose for 
the third category of personal property.  
 
However, we think the key question in relation to crypto-tokens arises where they 
represent or appear to represent title to other forms of incorporeal property.  For example, 
in the event that a blockchain or DLT-based system were being used as a share or other 
securities register, any token would not be (and should not be treated as being) 
independent of the security to which it relates. It would be merely some form of evidence 
of ownership of a number of a finite quantity of shares, stock or bonds in issue.  The same 
would apply where such a system holds interests in intermediated securities, where any 
token would evidence the nature and quantum of the interest in or in relation to the 
underlying asset.  
 
In any such case, we see no reason (and potential legal uncertainty and inefficiencies) in  
viewing the crypto-token itself as subsisting as a separate item of personal property – 
there is only one asset, the linked exogenous asset, in or in relation to which the holding 
and transfer of the crypto-token is the agreed means to hold and transfer relevant title.  
The advantages of this "single asset" analysis, as opposed to the "two asset" analysis 
suggested by the Law Commission (see e.g. paras. 5.42 – 5.47 of the Consultation Paper) 
are: 
 
1. we think it more accurately reflects the true nature of the asset that the relevant 

investor/participant believes it is holding, can transfer and in which the economic 
value is stored (i.e. the financial instrument, cash or credit claim title to which is 
constituted or evidenced by the holding of the crypto-token); 

 
2. in relation to any collateral arrangement, it avoids any concern that it might be 

necessary to create, perfect and potentially enforce two separate security interests 
– one over the crypto-token itself and one over the linked asset; 

 
3. as any question relating to title to the linked asset should be governed exclusively 

by the terms of issue of the linked asset, and the law under which the linked asset 
is constituted, it explains why the relevant proprietary rules to be applied (e.g. as to 
priority or perfection of an interest in or in relation to such a linked asset) should be 
exclusively those applicable to the type of linked asset concerned (and not those 
applicable to the crypto-token were it otherwise constituted as a native, 
endogenous data object – which proprietary rules could, conceivably, conflict with 
those applicable to the linked asset so as to give rise to material legal uncertainty 
in the event of a title dispute); and 
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4. it provides a coherent and rational solution as to why, in relation to a financial 

collateral arrangement over any such crypto-token, it is the financial collateral 
regime applicable to the financial instrument, cash or credit claim constituted as 
the linked asset (and not the separate financial collateral regime applicable to data 
objects) that should apply and govern the relevant financial collateral arrangement.   

 
In contrast, where a blockchain or DLT-based system is a shadow or tracker, not backed 
by actual securities or interests in a security, the crypto-token would in itself be a native, 
endogenous tradeable asset and fall within the definition.  It would, however, never be 
capable of giving any rights outside the system: e.g. as against the issuer of the shares 
shadowed. We believe that the increased application of regulation and attention to legal 
terms will tend to result in the rules of the system being clear as to the legal and 
regulatory status of any "token". However, an independent application of the definitions 
we have considered seems less likely to produce confusion than concentration on the 
data aspects as representative of an item of personal property.  
  
Consultation Question 16. 
20.24 We provisionally propose that the concept of control is more appropriate for data 
objects than the concept of possession. Do you agree? 
Paragraph 11.111 
 
We agree that the concept of possession is wholly unsuitable for this category of personal 
property. It is incorporeal property and should not be saddled with rules only appropriate 
for a physical object – please see on this the points we make above in our response to 
Question 2.  
 
However, we remain very concerned that the Consultation Paper develops a concept of 
"control" that has many of the features of possession – it is a possessory wolf in control's 
clothing! Specifically, we have the following substantive concerns with the concept of 
control as set out by the Law Commission.  
 
1. The Law Commission provisionally proposes that "control" over a digital asset (in 

the third category) should, in a similar way to possession, found some form of 
relative legal title to the asset (short of legal ownership). We think this is an 
unhelpful and retrograde step for intangible assets, such as digital assets within 
the third category. As we have set out in our response to Question 2, English law 
has never recognised such a form of lesser legal title to intangible personal 
property. It has reached that position for sound policy reasons based upon the 
fundamental distinction between the characteristics associated with tangible 
property in contrast to those associated with intangible property. In essence, the 
specific physical features and physical presence of tangible assets make it 
appropriate to recognise "possessory" title to found both rights and obligations in 
relation to the relevant asset. However, these features are not present for 
intangible assets and, as a result, English and other common law jurisdictions 
have placed the fundamental power to enforce or vindicate the rights constituted 
by or appurtenant to an intangible asset (and any concomitant obligations) solely 
in the holder of legal (ownership) title to the asset – whether as absolute owner or 
as (bare or other) trustee: see the case-law and academic authorities referred to in 
our response to Question 2. There is no clear policy reason to support or justify the 
recognition of legal title to digital assets (in the third category) other than legal 
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ownership – either a person is the legal owner of the asset or they have no legal 
title to the asset (although their title may be equitable). 

 
2. The imposition of a form of relative legal title in a person who has control of a 

digital asset (in the third category), but who is not the legal owner, will in fact limit 
and restrict the flexibility for participants in the relevant markets for digital assets to 
structure their relationship with respect to the asset in the way they wish.  

 
For example, in relation to a cash balance, it is possible for an investor to give 
mandate control over a bank account held in the name of the investor to a third 
party (e.g. a custodian) without creating any form of proprietary title in or in relation 
to the account in favour of the third party.  Under such a mandate relationship, the 
third party is a mere agent of the investor (as principal). The investor retains the 
exclusive legal relationship with the account-provider and exclusively controls the 
enforcement of its rights, and the account-provider's contractual or other legal 
obligations, with respect to the account.  
 
Similarly, the owner of a digital asset (in the third category) might wish to appoint a 
person as its agent with respect to the asset and, for that purpose, give control 
over the private key to the asset – but without in any way wishing to cede any 
proprietary or other title (so as to give proprietary or other similar rights and 
remedies) to the person acting as agent and who has such control. This is a far 
more nuanced, and flexible, solution (under which the proprietary or other 
relationship to be constituted or evidenced by control with respect to the relevant 
digital asset must be determined by reference to the objective intention of the 
principal), than is permitted by the blanket equation that control invariably equals 
some form of relative legal title – where such legal title might potentially give rise to 
independent and direct rights and powers, separate from and not "in right of" the 
principal's own legal title, contrary to the intention of the principal. We see no 
reason why English law should be reformed, through the development of such a 
concept of control for digital assets (in the third category), so as to prevent the kind 
of agency (mandate) arrangement that is common for other types of intangible 
asset. Such a development is likely to make English law unattractive to 
participants seeking the autonomy and range of structuring options for their digital 
assets, as presently available to them for cash or other intangible assets.      

 
3. The relevant proprietary analysis as relating to control over a digital asset (in the 

third category) needs to be reflective of existing English law principles (to support 
legal certainty); and responsive to the business requirements of market 
participants determining the law under which to constitute such assets or the law 
to govern the blockchain or DLT-based system through which such assets are held 
and transferred. The proper proprietary analysis as to the effect of control over 
relevant digital assets should, in our view, be as follows. 

 
(a) While we agree that control of the private key for a digital asset (in the third 

category) is a necessary, but not sufficient, element in the asset's legal 
ownership, this is not by reason of any relative legal title analysis. Rather, it 
is an aspect of the fact that whether or not a person has legal (ownership) 
title to the asset must be determined by reference to the factual matrix in 
which the control vests and the objective intention of the parties to the 
arrangement as to whether such control vests so as to confer or transfer 
legal (ownership) title or not. 
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(b) Where the distributed ledger or structured record recording a digital asset 

is not constituted as the primary record of entitlement to the digital asset, 
the best evidence of legal title to the asset is determined by reference to 
the person who (in accordance with the rules and protocols of the 
blockchain or DLT-based system) can in fact exercise (as against the other 
participants in the system and other third parties) the incidents of 
ownership e.g. the power of disposal and the privileges, benefits or 
rewards attached to or arising from the relevant digital asset. This is the 
person who has factual control of the private key associated with the public 
address under which the relevant asset is recorded.  

 
(c) However, the person who has such factual control may or may not have 

legal title to the asset. The issue must and can only be determined by an 
objective assessment of the circumstances in which such control has 
vested in that person and the objective intention of that person (and any 
transferor of the control to that person). Subject to such analysis in each 
case where control is exercised or exercisable over the asset, such control 
may either: (i) vest legal title in a person as absolute beneficial owner, as a 
trustee or as a legal mortgagee; or (ii) vest no legal title. No legal title may 
vest in the person with factual control in a case where the legal owner of 
the digital asset has transferred control to another person as agent only. In 
such a case, the factual exercise of control by the agent is solely in right of, 
for and on behalf of the principal who, as against the agent, has the de jure 
right to determine how control is to be exercised over the asset by the 
agent under the authority of the principal.   

 
(d) It follows from the analysis in (a) to (c) above that, in our view, it is possible 

to transfer legal (ownership) title to a crypto-token to a person through a 
transfer of factual control of the relevant private key to that person 
(supported by the requisite objective intention for such a transfer of legal 
title) – and to do so, even without a related status change to the ledger or 
structured record. This can only occur where the controlled token remains 
under the public address of the person vesting control in the new legal 
owner. This device might be used, for example, to transfer legal title to a 
relevant endogenous digital asset (in the third category) to a custodian or 
to a legal mortgagee. Our analysis in relation to the corresponding 
operational procedure for an exogenous asset (that is "constitutively" linked 
to another asset) is set out in (g) below. 

 
(e) A transfer of legal title can also, of course, be effected by a status change 

to the distributed ledger or structured record to record the relevant digital 
asset under the public address (and factual control) of the transferee – 
whether as absolute beneficial owner, (bare or other) trustee or legal 
mortgagee. We also consider that an equitable interest (whether by way of 
security or otherwise) can be created over a digital asset (in the third 
category) by a declaration of trust or other irrevocable appropriation of the 
asset by the legal owner for the benefit of the beneficiary or chargee under 
such terms as may be determined by the legal owner.   

 
(f) A person may have "inchoate" control of a digital asset (in the third 

category), so as to vest an equitable proprietary interest (but not a legal 
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proprietary interest) in that person. This situation might arise in the 
circumstances described in para. [46] of the UKJT Legal statement on 
crypto-assets and smart contracts (November 2018). Where a transferor 
has broadcast a transaction to the consensus mechanism in a blockchain 
or DLT-based system for validation, the transferor has done everything in 
their power (prior to the relevant status change on the ledger or structured 
record) to divest themselves of the asset and (subject to validation) to give 
factual control to the asset under the private key of the transferee. In such 
a case, and on the basis of the principle in Re Rose [1952] Ch 499 (see the 
discussion on this principle in Underhill and Hayton at paras. [11.31] – 
[11.44]), the transferee under the relevant transaction will be vested with an 
equitable proprietary interest in the asset pending the entry of the asset 
under their public address in the ledger/record (after validation under the 
consensus mechanism). Pending such entry, the transferee's equitable title 
to the digital asset remains vulnerable to being defeated by a third party 
who (without relevant notice of the original transferee's equitable title) is 
able to get in the legal title to the asset (as "equity's darling") before the first 
transferee – e.g. where the original transferor fraudulently or negligently 
"double-spends" the asset before the relevant status change to the 
ledger/record can be effected in favour of the first transferee. 

 
(g) We also consider that, for exogenous crypto-tokens "constitutively" linked 

to a share or other security, transfer of control of the token itself could be 
used to effect a transfer of equitable title (e.g. by way of equitable 
mortgage or fixed equitable charge) to the controlling party. If the relevant 
distributed ledger or structured record is the register of securities for the 
linked security (i.e. the ledger/record is constituted as the primary record of 
entitlement to the linked security as against the issuer of the security), then 
a transfer of control of the related crypto-token (without a state change to 
the ledger/record) will not (it cannot) effect a transfer of legal (ownership) 
title to the new controlling party. However, as legal title to the linked share 
or other security cannot be transferred by the legal holder without the 
consent and co-operation of the person vested with factual control of the 
related token, and if the arrangements between the parties evidence an 
intention to transfer equitable ownership to the linked asset by way of 
security, we consider that such an operation would be effective to create an 
equitable mortgage over the linked shares or other security in favour of the 
party who is given control over the token. An analogy might be made in 
such circumstances with equitable mortgages created in the certificated 
environment by giving possession by way of security of the share certificate 
(or other certificate of title) coupled with a blank proper instrument of 
transfer (and related security power of attorney); or the use of the "escrow" 
facility by way of security in relation to uncertificated units of a security in 
CREST.           

 
4. We strongly oppose the extension of the tort of conversion to interference with a 

person's immediate right to control a digital asset (in the third category). First, we 
consider that such an extension is unnecessary to protect the rights of the legal 
owner of the relevant digital asset – who will have recourse to existing causes of 
action and related remedies (e.g. under a proprietary restitutionary claim at 
common law and/or in unjust enrichment). Second, we consider the jurisprudential 
justification for such an extension, namely the existence of some form of relative 
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legal title in the controller of the digital asset, to be highly problematic for the 
reasons we have outlined in 1 to 3 above. Third, we suspect that the uncertain 
scope of what actions might constitute actionable interference with a person's 
immediate right of control will give rise to legal uncertainty and, potentially, 
unexpected liability exposures for operators or administrators of blockchain or 
DLT-based systems for the issue, holding and transfer of affected digital assets – 
especially in the case of private, permissioned systems. This last point will be of 
particular concern to CSDs and other intermediaries who operate settlement 
and/or custody systems for shares and other securities where no risk of 
conversion claims arise under current English law. If such entities come to operate 
blockchain or DLT-based systems for digital assets (in the third category), subject 
to potential claims under an extended tort of conversion, their risk management 
processes may require them to take "defensive" actions (to minimise the risk of 
strict liability under a conversion action) which would reduce the efficiency and 
effectiveness of their systems (contrary to the wider interests of the relevant 
market in the digital assets concerned and its participants). This would make 
English law an unattractive option for the constitution of affected digital assets 
and/or to govern a blockchain or DLT-based system for the issue, holding and 
transfer of such assets.     

 
We would also make the point that, while the concept of control is prima facie attractive, 
unfortunately English law precedent in the context of the Financial Collateral 
Arrangements (No 2) Regulations ("FCAR") 2003, has declared that the concept of control 
(for the purpose of perfecting a financial collateral arrangement) has the same 
characteristics as when the term is used in English law to distinguish a fixed charge from 
a floating charge.  Lesser measures of factual or legal control, which are almost inevitable 
in the context of the practical operation of control arrangements in a blockchain or DLT-
based system, would run the risk of not being recognised by the English courts as 
constituting sufficient control to found a legal or equitable proprietary title to a relevant 
digital asset (in the third category); and this area would remain unsatisfactory with regard 
to taking security over this category of property, as well as over other forms of financial 
collateral (i.e. financial instruments, cash and credit claims). 
 
We attach a paper which the CLLS Financial Law Committee has prepared with the 
intention of seeking changes to the FCAR to deal with this and certain other uncertainties 
in the context of financial instruments and cash.  The broad structural solutions proposed 
would work equally well in the context of other forms of incorporeal property where it is 
necessary to determine which parties have a right to deal with the property and in what 
circumstances.  We believe this could be used to develop a code related to these issues 
for digital assets held in blockchain or DLT-based systems.  This can be done 
independently of changes to the FCAR and we should be happy to work with the Law 
Commission to develop this aspect.  
 
Consultation Question 17. 
20.25 We provisionally propose that, broadly speaking, the person in control of a data 
object at a particular moment in time should be taken to be the person who is able 
sufficiently: 
(1) to exclude others from the data object; 
(2) to put the data object to the uses of which it is capable (including, if 
applicable, to effect a passing of, or transfer of, that control to another 
person, or a divestiture of control); and 
(3) to identify themselves as the person with the abilities specified in (1) to (2) 
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above. 
Do you agree? 
Paragraph 11.112 
 
Please see our response to Question 16.  
 
We suspect that the range of operational arrangements, both present and in the future, in 
which parties will seek to acquire legal or equitable title (whether by way of security or 
otherwise) in or in relation to a digital asset (in the third category), and the paramount 
need for legal certainty as to whether any such arrangement is in any given case effective 
to vest such title, will require a more flexible and nuanced approach to this issue of 
control. This includes a well-founded and clear legal basis for the criteria to achieve  
effective control (which we think will include operational and policy considerations over 
and above those described in Question 17) and an expert assessment of whether those 
criteria are satisfied with respect to any individual type of operational arrangement that 
becomes prevalent in the market for the digital asset concerned.  
 
In this context, it is necessary to have a more extensive regard to the sharing of actions as 
between relevant parties (e.g. the chargor and chargee) and we would support the 
development of a statutory scheme that: first, sets out the key indicators for a 
determination of when control effectively vests over a relevant digital asset; second, 
recognises the power of a suitably competent panel, body or authority to give guidance on 
the application of those indicators to market practices that aim to effect control for a party 
or parties over a digital asset (in the third category) in support of the creation of a valid 
and effective legal or equitable right, title or interest; and, third, requires an English court 
to have regard to such guidance when making any relevant determination as to whether 
control has effectively vested in a party or parties in any operational arrangement 
assessed by such guidance so as to support the grant of a legal or equitable right, title or 
interest in or in relation to the asset concerned. We also contemplate that any relevant 
competent panel, body or authority should be vested with the power to propose changes 
to the statutory scheme to address evolving market practices or issues that are not 
adequately addressed by the legislative framework underpinning the "control" concept. 
 
Consultation Question 18. 
20.26 We provisionally conclude that the concept of control as it applies to data objects 
should be developed through the common law, rather than being codified in 
statute. Do you agree? 
Paragraph 11.128 
 
We believe that an appropriate statutory scheme (designed along the lines we have 
outlined in our response to Question 17) is the only way to achieve legal certainty in 
relation to the use of the "control" concept for digital assets (in the third category) as a key 
element in the creation of a proprietary interest over them (whether for the purpose of 
taking security or otherwise) in relatively short order.  As mentioned during the meeting on 
11th October 2022 on aspects of the Consultation relating to collateral, the market 
currently uses New York law to avoid the known difficulties related to English law with 
respect to the concept of "control".  
 
Consultation Question 19. 
20.27 We provisionally conclude that it would be beneficial for a panel of industry, legal 
and technical experts to provide non-binding guidance on the complex and 
evolving issues relating to control and other issues involving data objects more 
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broadly. Do you agree? 
Paragraph 11.133 
 
Please see our preferred (but closely related) proposal in this area, as set out in our 
response to Question 17. We believe that such a panel would be beneficial, but it would 
also need to have the power to propose changes to legislation if uncertainties in this area 
are to be addressed in reasonably short order. It would be extremely beneficial to English 
law for these issues to be resolved, so as to allow the markets to operate smoothly using 
English law for collateral, security and other arrangements based upon the "control" 
concept relating to any form of incorporeal property, including those relating to data 
objects and other digital assets in the third category.  
  
Consultation Question 20. 
20.28 We provisionally conclude that a transfer operation that effects a state change 
within a crypto-token system will typically involve the replacing, modifying, 
destroying, cancelling, or eliminating of a pre-transfer crypto-token and the 
resulting and corresponding causal creation of a new, modified or causally-related 
crypto-token. Do you agree? 
20.29 We provisionally conclude that this analysis applies in respect of UTXO based, 
Account based and token-standard based (both “fungible” and “non-fungible” 
crypto-token implementations). Do you agree? 
Paragraph 12.61 
 
Yes, we agree with both propositions set out here (but see footnote 3). We believe that 
technically in the blockchain and DLT-based systems we have examined the process is 
materially equivalent to a novation of contractual or other rights (in much the same way as 
shares or other securities are "transferred" across a register, or equitable entitlements in 
or in relation to securities are "transferred" by debit and credit book-entries to securities 
accounts maintained by a custodian, broker or other relevant intermediary). However, 
while we think that this is the correct legal analysis governing the legal mechanism by 
which a state change transfer of crypto-tokens is effected in a blockchain or DLT-based 
system, we do not think that in practice there is merit in overly focusing on this -  rather, it 
should be simply recognised that the law should support the fact that functionally these 
transactions are regarded by participants as equivalent to (and effect) a transfer of (title 
to) property.3  
 
This pragmatic observation is particularly pertinent where, for example, (in the 
circumstances we have outlined in our response to Question 15 above) legal title to a 
digital asset (in the third category) is transferred otherwise than by a state change to the 
ledger/record. A novation or equivalent legal analysis to explain how legal title is 
transferred in such circumstances does not adequately reflect the operational process (as 
the data set the subject of the change of control does not change and is not replaced, so 
there does not appear to be a "new" crypto-token upon transfer). However, the new 
controller will be able (as owner and principal, if that is consistent with the objective 
intention of the arrangement) to exercise the incidents of ownership over the token after 
such transfer of the related private key and, in our view, should be considered legal owner 
(in accordance with the rules and protocols of the system). This position should not affect 

 
3  We would note that at least one law firm represented on the FLC does not agree with the "state change" 

analysis under which a crypto-token is taken to be destroyed and created as a new asset under a 
novation or other similar process upon transfer. Their view is that this analysis could create adverse 
implications for the taking of security, tracing property, priority disputes and other relevant legal matters. 
As such, and if that is correct, there may be benefits in not accepting the "state change" as novation or 
similar process analysis. 
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the same and equal application of the rules of derivative transfer of title (including an 
innocent acquisition rule) to a transfer of legal title to a crypto-token by way of state 
change and such a transfer by way of change of control under the same public address in 
the blockchain or DLT-based system (please see on this our response to Question 21 
below).    
 
Consultation Question 21. 
20.30 We provisionally conclude that the rules of derivative transfer of title apply to 
crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer 
operation that effects a state change involves the creation of a new, causally related 
thing. Do you agree? 
Paragraph 13.90 
 
Yes, we agree with the Law Commission's conclusion on this point. Just as is the case for 
registered shares or other securities, and for intermediated securities, we see no 
inconsistency as a matter of law between an application of rules for the derivative transfer 
of title (including an innocent acquisition rule) and a legal analysis supporting the transfer 
of title to a digital asset (in the third category) by way of a novation or similar legal 
mechanism. 
 
However, we consider that the relevant rules should be founded not on the relative legal 
title approach provisionally adopted by the Law Commission in its Consultation Paper (in 
which control is per se viewed as supporting some form of legal title short of legal 
ownership), but upon the traditional proprietary rules (including as to priority) based on the 
concept of legal (ownership) title and equitable title to intangible assets. We would avoid 
reference for this purpose to title or priority concepts based in the law of possession of a 
tangible, physical object.  
 
This means that a transferee of legal (ownership) title to a digital asset (in the third 
category), who acquires that title through control in the circumstances we have outlined in 
our response to Question 16, should acquire that title free from any defect in title of its 
transferor (or an equitable or other right, title, interest or other claim of a third party) only if 
at the relevant time the transferee did not have notice (we would favour actual notice over 
constructive notice) of the relevant defect in title or adverse third party claim. The 
"conscience" of such a transferee is, under English law, affected by the defect or adverse 
claim where they have relevant notice, so as to prevent their acquisition of legal title free 
and clear of the relevant defect or adverse third party claim – and this is true, irrespective 
of whether they acquire that legal title to the derivative (causally related) asset through a 
novation or similar legal process.        
 
Consultation Question 22. 
20.31 We provisionally propose that: 
(1) A special defence of good faith purchaser for value without notice (an 
innocent acquisition rule) should apply to a transfer of a crypto-token by a 
transfer operation that effects a state change. Do you agree? 
(2) An innocent acquisition rule should apply to both "fungible and "non-fungible"   
technical implementations of crypto-tokens. Do you agree? 
(3) An innocent acquisition rule cannot and should not apply automatically to 
things that are linked to that crypto-token. Do you agree? 
Paragraph 13.91 
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We agree that a special defence for a good faith purchaser for value without (actual as 
opposed to constructive) notice should apply upon the transfer of legal (ownership) title to 
the crypto-token (in the third category) to a transferee. However, we would make the 
following observations in relation to the proposed defence.  
 
1. For the reasons we have set out in our response to Question 16 above, it is our 

view that legal (ownership) title to a crypto-token (in the third category) is capable 
of being vested in the person given factual control of the token without a state 
change being effected to the distributed ledger or structured record. This will be 
the case, for example, where the legal owner gives control over the crypto-token 
recorded under its public address in the blockchain or DLT-based system to a 
transferee with the intention of transferring their legal title to the transferee (e.g. as 
a trustee or legal mortgagee).  

 
2. We consider that our rejection of the relative legal title approach for the proprietary 

rules applicable to digital assets (in the third category), which would otherwise 
make a person with control an "acquirer" for the purpose of the innocent 
acquisition rule even if that person's title falls short of legal ownership, also makes 
for a more coherent and well-founded basis for the rule consistent with other 
international initiatives in this area.  The person whose "conscience" should be 
determinative of whether or not there is relevant notice of a defect in title or an 
adverse third party claim should only be the person who is otherwise to acquire 
legal (proprietary) title to the digital asset – and no other person. For example, if on 
the basis of our analysis in our response to Question 16 above, a person acquires 
control as a mere agent for a principal who is intended to be the legal owner, any 
notice of the agent of a defect in title or third party claim should not prevent the 
acquisition of legal title by the principal (free and clear of the transferor's defect in 
title or an adverse third party claim), unless the relevant circumstances of the 
acquisition require the notice of the agent to be imputed to the principal: see 
Bowstead & Reynolds On Agency (22nd Edition) at paras. 8-208 to 8-216. Any 
notice of such an agent should not automatically affect the vesting of legal title in 
the principal – which it would otherwise do if, in accordance with the Law 
Commission's preliminary proposals for some form of (lesser) legal title in a 
controller who is not intended to be the legal owner, the agent were considered to 
be a de facto "acquirer" of the crypto-token.  

 
3. This is consistent with the corresponding innocent acquisition rule proposed, for 

example, by the UNIDROIT Working Group which makes clear that for the rule to 
be triggered there must be a "change of a proprietary right from one person to 
another person" (see Principle 8(1)(a) and the use of the term "transferee" as a 
component of an "innocent acquirer" under Principle 9(1)(a)). In our view, this 
requires a transfer of legal ownership to the acquirer, and not some form of legal 
title (based on mere control) short of ownership.  

 
4. Where a crypto-token is "constitutively" linked to an exogenous asset (so that the 

holding of the token vests legal or equitable (proprietary), or possessory, title to the 
linked asset), we have outlined in our response to Question 15 (and elsewhere in 
this response paper) that we would prefer to view the token as a mere mechanism 
for the holding and transfer of title to the linked asset itself – and not as a separate 
and independent asset subject to its own (separate) proprietary rules. In such a 
case, the proprietary rules applicable to the linked asset (including any relevant 
innocent acquisition rule) should alone govern whether a transferee acquires title 
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to the linked asset (through a change of control over the linked token) free of any 
prior defect in title of the transferor or adverse third party claim. This would avoid 
any potential conflict between the scope and content of the innocent acquisition 
rule applicable to the token (as a separate, independent item of personal property) 
and the corresponding rule applicable to the linked asset – which would lead to 
considerable legal uncertainty in the event of a title dispute to the linked asset 
acquired through a change of control in the linked token.  

  
Consultation Question 23. 
20.32 We provisionally propose that an innocent acquisition rule in respect of transfers of 
crypto-tokens by a transfer operation that effects a state change should be 
implemented by way of legislation, as opposed to common law development. Do 
you agree? 
Paragraph 13.94 
 
We do not agree, for the reasons we set out in our response to Question 22 above, that 
the proposed innocent acquisition rule should only be triggered by a transfer operation 
that effects a state change to the distributed ledger or structured record. It should apply 
wherever there is a transfer of legal (proprietary) title to a crypto-token in the third 
category – this would occur upon such a state change, but also (where this is consistent 
with the objective intention of the parties to the arrangement) upon a change of control of 
the private key for the token under the same public address in the blockchain or DLT-
based system. 
 
However, subject to that point (and the other observations we make in our response to 
Question 22 above), we would support implementation of an appropriate innocent 
acquisition rule for crypto-tokens (in the third category) by way of legislation.  
 
Consultation Question 24. 
20.33 We provisionally conclude that the rules of derivative transfer of title apply to 
crypto-tokens and that it is possible to separate (superior) legal title from the 
recorded state of the distributed ledger or structured record and/or factual control 
over a crypto-token. Do you agree? 
20.34 We provisionally conclude that, over time, the common law is capable of 
developing rules to assist with the legal analysis as to title and/or priority where 
disputes arise between multiple persons that have factual control of a crypto-token, 
and that statutory reform would not be appropriate for this purpose. We 
consider that those rules will need to be specific to the technical means by which 
such factual circumstances can arise within crypto-token systems or with respect 
to crypto-tokens. Do you agree? 
Paragraph 13.112 
 
As to the statement in 20.33, for the reasons we have set out in our response to Question 
16 above, we would not support the development of proprietary rules (including rules of 
derivative transfer of title and innocent acquisition) for crypto-tokens (in the third category) 
on the basis of relative title concepts – and so we would not refer to "separate (superior) 
legal title". In our view, consistent with existing principles applicable to intangible property 
under English law, there should only be one type of legal title applicable to tokens – that 
is, legal ownership. A person may have legal ownership of a token or be vested with an 
equitable title, right or interest in or in relation to the token. There is no place for a second 
type of legal interest (short of ownership) by analogy with possessory-type concepts 
applicable to tangible objects. Our preferred approach for the application of the rules of 
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derivative transfer of title (including the innocent acquisition rule), and the relationship 
between factual control over and proprietary title to a crypto-token (in the third category), 
are set out in our responses to Questions 15 to 22 above. 
 
As to the statement in 20.34, we have set out in our response to Questions 17 and 18, our 
proposed solution for the difficult issues that arise out of the practical application of the 
concept of "control" to operational arrangements (present and in the future) underpinning 
the holding and transfer of digital assets (in the third category) – whether under collateral 
arrangements or otherwise. This is a combined statutory and practical guidance solution 
(with practical guidance being formalised and prepared by a suitably competent panel, 
body or authority of experts to which an English court would be required to have regard in 
making any relevant determination). 
 
It is clear that there may be a marked difference in market opinion between how 
proprietary rules for digital assets (in the third category) should be developed – for 
example, as we have explained above, we would not support the Law Commission's 
provisional relative legal title solution for relevant digital assets (derived from laws 
applicable to tangible, physical objects) and would prefer the application of traditional 
rules of common law and equity for intangible assets to such digital assets. As a result, 
and bearing in mind we would recommend a combined statutory/formal guidance solution 
to govern relevant legal issues relating to the concept of "control", we think that it will be 
necessary (in the interests of legal certainty under English law) either to develop a wider 
statutory framework for the proprietary rules (e.g. as to title, perfection, priority and 
financial collateral) that should apply to digital assets in the third category, or to provide 
authoritative guidance as to how it is contemplated English law proprietary rules will so 
apply. Certainly, as regards collateral, it seems to us the need for legislation on the 
"control" concept is urgent.    
 
Consultation Question 25. 
20.35 We provisionally conclude that it is not appropriate to treat crypto-tokens as 
analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and 
other related statutes, including the Supply of Goods and Services Act 1982 and 
the Consumer Rights Act 2015. Do you agree? 
Paragraph 13.144 
 
We agree. They are not goods, nor do they have analogous characteristics.  We see them 
as a form of incorporeal property.  
 
Consultation Question 26. 
20.36 We provisionally propose that the law should be clarified to confirm that a transfer 
operation that effects a state change is a necessary (but not sufficient) condition 
for a legal transfer of a crypto-token. We consider that this state change condition 
is more appropriate than the potentially wider condition of “a change of control”. 
Do you agree? Do you agree that such a clarification would be best achieved by 
common law development rather than statutory reform? 
20.37 Accordingly, we provisionally conclude that allowing title to a crypto-token to 
transfer at the time a contract of sale is formed, but where no corresponding state 
change has occurred, would be inappropriate. Do you agree? 
Paragraph 13.145 
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We have set out in our responses to Questions 15 to 22 above how we envisage title 
issues relating to crypto-tokens (in the third category) should be addressed. Without 
affecting the wider analysis set out in those responses, we believe that: 
 
1. factual control should be a necessary element in acquiring legal ownership; 
 
2. such control must be over the private key associated with the public address under 

which the token is recorded in the blockchain or DLT-based system; 
 
3. English law should not be reformed so as to recognise some form of legal title 

short of legal ownership – a person either legally owns the token through their 
control of it or they have no form of legal title (although they may have an equitable 
interest in or in relation to the token); 

 
4. whether or not factual control vests legal (proprietary) title to the token will need to 

be determined by reference to the factual matrix pertaining to the control 
arrangement and an analysis as to whether the objective intention of the relevant 
parties to the arrangement was that legal title should vest in the person given 
factual control;  

 
5. legal title could (subject to these points) vest in a person with control otherwise 

than through a state change to the ledger/record;  
 
6. title priority disputes in relation to crypto-tokens (in the third category) should be 

determined by reference to the traditional rules of common law and equity 
applicable to corresponding disputes affecting intangible assets (subject to the 
development of an appropriate innocent acquisition rule based on actual notice); 
and 

 
7. while we do not think that legal title to a crypto-token should be capable of being 

transferred otherwise than through a change of control in or through the system 
(subject to considerations of objective intention), it should be possible for an 
equitable interest in or in relation to the crypto-token to vest off-chain (including at 
the time of a contract of sale) if the relevant requirements in equity (e.g. as to 
specific performance) for the appropriation of the token to the relevant transaction 
are otherwise satisfied.  We consider there is no reason to suppose that the law 
would not recognise the interests in equity of a purchaser pending completion of a 
transfer.  What steps are involved to achieve that completion will be factually 
specific to the particular system under consideration and we do not think it is 
appropriate to legislate in an area where these circumstances are likely to change 
and to differ as between systems and/or the relevant factual scenarios.  

  
Our wider views on the need for legislation and/or formal guidance on the issues of 
"control" and the proprietary rules applicable to crypto-tokens (in the third category) are 
set out in our responses to Questions 17, 18 and 24. 
 
Consultation Question 27. 
20.38 Are there any other types of link between a crypto-token and a thing external to a 
crypto-token system that you commonly encounter or use in practice? 
20.39 We provisionally conclude that market participants should have the flexibility to 
develop their own legal mechanisms to establish a link between a crypto-token 
and something else — normally a thing external to the crypto-token system. As 
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such, we provisionally conclude that no law reform is necessary or desirable 
further to clarify or specify the method of constituting a link between a crypto-token 
and a linked thing or the legal effects of such a link at this time. Do you agree? 
Paragraph 14.114 
 
The main links we encounter (or conceive that we could encounter) in practice between a 
crypto-token and another asset are:  
 
1. the distributed ledger or structured record for the token could, under the terms of 

issue for a share or other security, be constituted as the primary record of 
entitlement to the share or a unit of the security as against the issuer (and so the 
holder of the token will be vested with legal title to the share or unit); 

 
2. the ledger or record may be a record of the token-holder's equitable entitlement in 

or in relation to the linked asset(s) (e.g. an omnibus account held in the name of 
the trustee or its nominee at the central bank or a pool of securities/securities 
entitlements held by or for the trustee) under the terms of a trust declared by the 
trustee; and 

 
3. the ledger or record may be a record of the person(s) to whom a bailee "attorns" 

individual, non-fungible and specifically identified or identifiable tangible assets 
held by or for it so as to create a possessory title for such persons in the linked 
assets. 

  
We think this is a factual, commercial matter best left to autonomous, structural choices 
made by participants in the markets for digital (and other) assets that use blockchain or 
DLT-based systems. As such, legislation is not needed and might in fact unduly constrain 
flexibility in our markets. 
 
Consultation Question 28. 
20.40 Do you consider that there are any specific legal issues relating to non-fungible 
tokens (“NFTs”) that would require different treatment from other crypto-tokens 
under the law of England and Wales? 
Paragraph 15.74 
 
We have not identified any specific additional legal issues relating to NFTs that would 
require different treatment from other crypto-tokens under English law. However, much 
would depend on the individual circumstances governing the arrangements for a particular 
NFT (or the terms of its constitution) as to whether new or additional legal risk issues 
could arise that have not been identified in the Consultation Paper. We have suggested in 
our response to Question 17 that we would support the statutory recognition of a suitably 
competent panel, body or authority with the power to raise issues of legal uncertainty for 
legal reform – e.g. where they have arisen as a result of market developments (including 
those that might affect NFTs).   
 
Consultation Question 29. 
20.41 We provisionally conclude that it is appropriate to draw a distinction between direct 
custody services (that is, holding crypto-tokens on behalf of or for the account of 
other persons and having capacity to exercise or to coordinate or direct the 
exercise of factual control in terms of both its positive and negative aspects) and 
custodial or other technology-based services that do not involve a direct custody 
relationship. Do you agree? 
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Paragraph 16.41 
 
We believe this is primarily an issue for regulators, who would wish to build on their 
regulatory work in relation to holdings of securities in e.g. intermediated settings.  There 
are settled rules applicable e.g. in insolvency. 
 
Consultation Question 30. 
20.42 We provisionally conclude that, under the law of England and Wales, crypto-token 
custody arrangements could be characterised and structured as trusts, even 
where the underlying entitlements are (i) held on a consolidated unallocated basis 
for the benefit of multiple users, and (ii) potentially even commingled with 
unallocated entitlements held for the benefit of the custodian itself. Do you agree? 
20.43 We provisionally conclude that the best way of understanding the interests of 
beneficiaries under such trusts are as rights of co-ownership in an equitable 
tenancy in common. Do you agree? 
20.44 Do you consider that providers and users of crypto-token custody services would 
benefit from any statutory intervention or other law reform initiative clarifying the 
subject matter certainty requirements for creating a valid trust over commingled, 
unallocated holdings of crypto-tokens? If yes, please explain what clarifications 
you think would assist. 
Paragraph 16.75 
 
We agree that the trust analyses set out in 20.42 and 20.43 are correct. However, we 
would emphasise the point that we have made in our responses to Questions 2 and 16 
above. A trust creates an "ownership-management" relationship for the trustee in relation 
to the trust asset – a mere "control-management" relationship is insufficient to found a 
trust (control without ownership might support an agency or bailment relationship). A 
custodian will only have a trust relationship in relation to the relevant digital assets, as 
custody asset(s), if its control vests it with (as a matter of objective intention under the 
custody arrangement) legal (ownership/proprietary) title in the relevant digital assets. It is 
possible, much in the same way as a custodian (as agent) is given "mandate" powers 
over a client's bank account, that the custodian's control over a relevant digital asset is 
conferred by the client solely under a principal-agent relationship (under which no legal or 
other proprietary title is intended to pass to the custodian). This is an important point 
because, for insolvency, regulatory or other reasons, it will be necessary to consider 
carefully the factual matrix relating to the custodian's control to determine the true nature 
of its title, as well as its substantive rights and obligations with respect to the custody 
asset(s).  
 
We do not consider the proposition supported by the decision in Armstrong v Winnington 
Networks Ltd. [2013] Ch 156 that English law recognises a trust of a legal title in intangible 
personal property short of ownership (i.e. a relative legal title) to be correct. If the control 
of the custodian is not objectively intended to confer or transfer legal (ownership) title 
on/to the custodian in relation to relevant digital asset(s), then the custodian will not be 
acting as a trustee in relation to that asset. It may be acting as an agent or have some 
other form of mere contractual relationship with the asset. 
 
We think the question of whether intervention is desirable for e.g. consumer protection or 
to protect the stability of financial markets is a matter for regulators. We do not, however, 
consider that there is any material substantive legal uncertainty as to whether it is possible 
under English law to create a valid and effective trust over commingled and unallocated 
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holdings of crypto-tokens (in the third category). On this basis, we agree that no statutory 
intervention or further law reform initiative is necessary in this area.     
 
Consultation Question 31. 
20.45 We provisionally conclude that a presumption of trust does not currently apply to 
crypto-token custody facilities and should not be introduced as a new interpretive 
principle. Do you agree? 
Paragraph 16.107 
 
We think this is a matter which will be settled on the basis of established legal principles, 
and this should become clear as the law develops for the reasons and in the way stated in 
our responses to Questions 15 to 22, 26 and 30 above. The regulatory system is also 
likely to develop appropriate responses to the public policy issues created by a 
custodian's control over its client's crypto-tokens (in the third category). We agree, 
therefore, that there should not be a presumption of trust as a matter of law – such a 
presumption may indeed, for the reason we outlined in our response to Question 30, be 
contrary to the commercial intentions of the parties to the custody arrangement (subject to 
any overriding regulatory prohibitions or restrictions that are, or might come to be put, in 
place to protect investors).  
 
Consultation Question 32. 
20.46 We provisionally propose that clarification of the scope and application of section 
53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the 
broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens 
specifically and/or to other asset classes and holding structures, including 
intermediated investment securities. Do you agree? 
20.47 If you think that clarification of the scope and application of section 53(1)(c) LPA 
1925 would be beneficial, what do you think would be the best way of achieving 
this? Please indicate which (if any) of the models suggested in the consultation 
paper would be appropriate, or otherwise outline any further alternatives that you 
think would be more practically effective and/or workable. 
Paragraph 17.58 
 
We agree with the Law Commission's provisional proposal in 20.46. However, in addition 
to a disapplication of section 53(1)(c) LPA 1925, we also think (in a similar way to 
regulation 38(5) of the Uncertificated Securities Regulations 2001) that it should be 
clarified that section 136 LPA will not apply to a transfer of: (a) an interest in or in relation 
to such crypto-tokens (in the third category); (b) crypto-tokens "constitutively" linked to a 
share, other security or other legal or equitable chose in action; or (c) (to the extent not 
falling within (b)) intermediated securities. Section 136 LPA 1925 may impose formality 
requirements on the transfer of both legal and equitable choses in action: see Chitty On 
Contracts at para. 22-012. As such, it might have an adverse effect on, for example, the 
validity of a transfer through a blockchain or a DLT-based system of a crypto-token that is 
constituted as a (legal) claim on an issuer of a debt security or other debtor, or as an 
equitable entitlement (under a trust i.e. an equitable chose in action) in or in relation to a 
linked asset.   
 
As far as 20.47 is concerned, our preference would on balance be for Option 2(b). This 
clearly and with the required high degree of legal certainty (favoured by the financial 
markets) removes any formality requirement under English law that might otherwise affect 
the validity or effectiveness of a transfer of any of the asset categories outlined in (a) to (c) 
above through a blockchain or DLT-based system. It would pick up the section 136 LPA 
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1925 issue that we have identified above (which is not addressed by Option 2(a) as set 
out in para. 17.55 of the Consultation Paper). It would also allow for the adoption of an 
internationally-recognised solution for this formality issue (i.e. with reference to the like 
solution adopted in the Geneva Convention on Substantive Rules for Intermediated 
Securities) uniformly across all affected asset classes. 
 
We also consider that the relevant disapplication of any potential invalidating formality 
requirements should apply to the asset classes outlined above, irrespective of whether 
they are held and transferred through a system operated or managed by a professional 
custodian. First, an issuer of a debt security or other claim that is represented by the entry 
of a crypto-token on a distributed ledger or structured record may not use relevant 
systems or services operated or managed by a professional custodian. Second, relevant 
formality issues could affect crypto-tokens constituted as equitable entitlements in relation 
to a cash account (e.g. an omnibus account held at the central bank). A (bare) trustee 
under such a pure cash arrangement (outside of the safeguarding and administration of 
securities or other types of investment-like digital assets in the third category) may not 
readily be viewed by the market as acting as a "custodian" (even if it may be providing 
"professional" services as a trustee). Third, we think the failure to extend relevant 
protections to the relevant asset classes held and transferred by means of blockchain or 
DLT-based system that are not operated or managed by a professional custodian would 
make English law an unattractive choice of law to govern such a system (or England and 
Wales - an unattractive jurisdiction for the "location" or "close connection" of the system or 
the determination of proprietary issues affecting the holding and transfer of relevant digital 
assets through the system). We see no evident compelling public policy reason to make 
the distinction between professional custodian and non-professional custodian blockchain 
or DLT-based systems in the manner provisionally proposed by the Law Commission. It 
unduly narrows the protections proposed to be afforded to the relevant asset classes held 
and transferred by means of blockchain or DLT-based (crypto-token) systems.    
 
Consultation Question 33. 
20.48 We provisionally propose that legislation should provide for a general pro rata 
shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens 
or crypto-token entitlements in a custodian insolvency. Do you agree? 
Paragraph 17.81 
 
Yes, we agree. We believe that rules consistent with those for interests in or in relation to 
intermediated securities should be adopted (e.g. as under the IBSAR). 
 
We would, however, make two specific observations that the Law Commission should 
take into account in this area. 
 
1. If there is law reform to develop a shortfall allocation rule in relation to crypto-

tokens in the event of a custodian insolvency which sits alongside (but is separate 
from the corresponding regime under the IBSAR), it will need to be readily and 
transparently determinable as to which regime is to apply to the various asset 
classes that may be held by the insolvent custodian – shares and other securities 
under the IBSAR regime, and crypto-tokens (in the third category) in the new 
regime. This underscores the desirability, in our view, (as outlined in our 
introductory remarks at the start of this response paper and in our response to 
Question 15) of viewing a token that is "constitutively" linked to a share or other 
security as being an incident only of (and so not a separate and independent asset 
distinct from) that share or other security – what we have described as the "one 
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asset" or "single asset" analysis. Where a business provides custody services in 
relation to shares or other securities recorded both in legacy and blockchain or 
DLT-based systems, this "one asset" approach would point clearly to one single 
shortfall allocation rule under the IBSAR (assuming the entity otherwise qualifies 
as an "investment bank"). This avoids any legal uncertainty as to the proper 
shortfall allocation rule (and under which insolvency regime) to be applied to 
crypto-tokens that are "constitutively" linked to shares or other securities in such a 
case.     

 
2. As we have explained in our response to Question 30 above, it may not always be 

the case that a custodian's control over a crypto-token (or pool of crypto-tokens) 
constitutes the custodian as a trustee of the tokens. The relevant custody 
arrangement may evidence an objective intention that such control is to be 
exercised as an agent of, and not as a trustee for, the client. In such a case, the 
custodian will not have any legal title to the tokens that it holds on trust for a client 
or clients; and the proposed shortfall allocation rule will have no application to any 
tokens that are the subject of the principal-agency arrangements.     

 
Consultation Question 34. 
20.49 We provisionally conclude that extending bailment to crypto-tokens, or the creation 
of an analogous concept based on control, is not necessary at this time. Do you 
agree? 
If not, please provide specific examples of market structures or platforms that 
would benefit from being arranged as bailments, that could not be effectively 
structured using the trust and/or contract frameworks currently available. 
Paragraph 17.103 
 
For the reasons we have explained in some detail in our introductory remarks to this 
response paper, and in our responses to Questions 2 and 16 above, we do not favour the 
adoption of possession (or possession-like) concepts (including through "control") to 
digital assets (in the third category), as forms of intangible property. We do not think 
bailment is generally a relevant concept for incorporeal assets, although analogous 
security effects are achieved through the creation of security over incorporeal assets in 
the form of equitable charges/mortgages and legal mortgages.   
 
Consultation Question 35. 
20.50 We provisionally conclude that crypto-tokens, as objects of personal property 
rights, can be the subject of title transfer collateral arrangements without the need 
for specific law reform to provide for this. Do you agree? 
Paragraph 18.17 
 
Yes, we agree with this proposition as a general principle. However, English law currently 
has some key uncertainties in this area – please see our answers to Questions 16 to 19 
with regard to the concept of "control".  These need to be addressed for these assets, as 
well as for other forms of incorporeal property. The only method which would produce 
improvement in a reasonable timescale would be legislation, supported by appropriate 
formal guidance given by a suitably competent panel, body or authority (to which an 
English court would be required to have regard when making a determination on any 
relevant issue the subject of such guidance). 
 
Consultation Question 36. 
20.51 We provisionally conclude that non-possessory securities can be satisfactorily 
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granted in respect of crypto-tokens without the need for law reform. Do you agree? 
Paragraph 18.26 
 
Yes, we agree with this as a general principle, but please see our answer to Question 35 
above: without appropriate law reform on the concept of "control" (or "provision") as 
relating to financial collateral, while non-possessory security can be created, it will be 
limited in form and lack market responsiveness, leading to the choice of other systems of 
law where this is possible.  
 
Consultation Question 37. 
20.52 We provisionally conclude that it is not desirable to make provision for data objects 
to be the subject of possessory securities such as the pledge, or to develop 
analogous security arrangements based on a transfer of control. Do you agree? 
If not, please provide specific examples of market structures or platforms that 
would benefit from the availability of possessory security arrangements, that could 
not be effectively structured using the non-possessory security frameworks 
currently available. 
Paragraph 18.44 
 
Yes, we agree – please see our introductory remarks to this response paper, and our 
responses to Questions 2 and 16 above.  A pledge in English law involves the transfer of 
possession to a physical thing with a known location by the pledgor to the pledgee and 
under English law this location has significant consequences for the validity of any 
security created. It is not a suitable form of security for an incorporeal asset, such as a 
digital asset (within the third category). 
 
Consultation Question 38. 
20.53 We provisionally conclude that the Financial Collateral Arrangements (No 2) 
Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to 
more formally and comprehensively encompass crypto-token collateral 
arrangements. Do you agree? 
Paragraph 18.47 
 
We consider this is an issue of form rather than substance. The FCARs require revision, 
in any event, as to the issue of "control" as indicated in our responses to Questions 16 to 
19 above.  The same types of clarification will be needed for financial collateral in the form 
of crypto-tokens. As we have indicated in our separate paper attached to this response, 
on a statutory and related guidance solution for the concept of "control" as relating to 
financial instruments and cash (see our response to Question 16), we would favour (as 
also proposed by the Law Commission) the development of the more flexible concept of 
"provision" (in the context of financial collateral) both for financial instruments and crypto-
tokens (in the third category). This concept is likely to be more responsive to financial 
market demands for efficient, effective and practical means to take security over financial 
instruments and relevant crypto-tokens.   
 
For the reasons explained in our analysis relating to the "single asset" solution for crypto-
tokens that are "constitutively" linked to a share, other security or cash (see our response 
to Question 15), we envisage that if a separate financial collateral regime is developed for 
crypto-tokens (in the third category) such "linked" tokens will in fact remain subject to the 
existing FCARs regime. Such tokens are properly to be regarded as an incident of the 
financial instrument or cash for which they act as a mere mechanism for holding and 
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transferring title. They are not a separate, independent asset to be made subject to the 
separate financial collateral regime.  
 
We also anticipate that regulated blockchain or DLT-based systems connected with the 
financial markets will wish to be free of the registration (perfection) requirements under the 
Companies Act 2006 (and to have the other protections from insolvency law provided for 
by the FCARs in relation to assets held by or through their systems).  This will require 
legislation analogous to the FCARs. It may be easier to make these changes within a 
single piece of legislation replacing the FCARs, which, as a form of retained EU law, may 
in any event require replacement, in the event that legislation currently before Parliament 
goes ahead.  
 
We would have a concern as to the potential distortions to market activity that might result 
if the respective statutory financial collateral regimes for financial instruments/cash and 
crypto-tokens were to become materially mis-aligned. If the same material policy 
considerations behind the protections afforded to financial collateral arrangements over 
financial instruments/cash are considered (broadly) equally to apply to the grant or 
extension of the same or similar protections for crypto-tokens (in the third category), there 
would appear little reason to have any such mis-alignment. For the reasons explored in 
our responses to Questions 17 to 19 above, we favour responsive, practical and flexible 
financial collateral regimes for both financial instruments/cash and relevant tokens. This is 
an urgent requirement, as we consider the current position under the FCARs may already 
be adversely affecting the attraction of English law to govern financial collateral 
arrangements (whether over financial instruments/cash or relevant crypto-tokens).     
 
Consultation Question 39. 
20.54 We provisionally conclude that it would be beneficial to implement law reform to 
establish a legal framework that better facilitates the entering into, operation, rapid, 
priority enforcement and/or resolution of crypto-token collateral arrangements. Do 
you agree? 
If so, do you have a view on whether it would be more appropriate for any such 
law reform to aim to create: (i) a unified, comprehensive and undifferentiated 
regime for financial collateral arrangements involving both traditional types of 
financial collateral and crypto-tokens; or (ii) a bespoke regime for financial 
collateral arrangements in respect of crypto-tokens? 
Paragraph 18.113 
 
Yes, we agree - please see our answer to Question 38 above. 
 
Consultation Question 40. 
20.55 We provisionally conclude that an action to enforce an obligation to “pay” 
nonmonetary units such as crypto-tokens would (and should) be characterised as a 
claim for unliquidated damages, unless and until crypto-tokens are generally 
considered to be money (or analogous thereto). Do you agree? 
Paragraph 19.26 
 
We agree.  We think it doubtful that any, but a very limited category of, crypto-tokens will 
ever be considered to be money. Clearly non-fungible tokens are not suitable for this 
treatment in any event, nor would tokens representing interests in shares and other 
securities be suitable for this treatment as they represent interests in a finite resource.  
Money supply can have a different quantum at different levels in the market.  
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Consultation Question 41. 
20.56 We provisionally conclude that tracing (rather than following) provides the correct 
analysis of the process that should be applied to locate and identify the claimant’s 
property after transfers of crypto-tokens by a transfer operation that effects a state 
change, and that the existing rules on tracing (at equity and common law) can be 
applied to crypto-tokens. Do you agree? 
20.57 Do you consider that the common law on tracing into a mixture requires further 
development or law reform (whether generally or specifically with respect to 
crypto-tokens)? 
Paragraph 19.52 
 
As to the statement in 20.56, we agree as this appears to follow from the analysis (with 
which we agree) that a state change to the distributed ledger or structured record creates 
a new, modified or causally-related crypto-token to the transferor's asset.4   
 
Tracing is essentially an equitable remedy or process which we believe would be available 
in the context of cryptoassets, but we are uncertain as to whether there is any advantage 
in seeking to develop the common law outside the field of equity.   
 
Consultation Question 42. 
20.58 We provisionally conclude that the following existing legal frameworks can be 
applied to data objects, without the need for statutory law reform (although the 
common law may need to develop on an iterative basis): 
(1) breach of contract; 
(2) vitiating factors; 
(3) following and tracing; 
(4) equitable wrongs; 
(5) proprietary restitutionary claims at law; and 
(6) unjust enrichment. 
Do you agree? 
Paragraph 19.88 
 
Yes, we agree (subject to our view on following v tracing as expressed in our response to 
Question 41 above). 
 
Consultation Question 43. 
20.59 We provisionally conclude that, in relation to the tort of conversion, there are 
arguments in favour of extending conversion (or a conversion-type cause of action 
grounded in control rather than possession) to data objects. Do you agree? 
20.60 We provisionally conclude that the introduction of a special defence of (or 
analogous to) good faith purchaser for value without notice (at law) would limit the 
impact of the application of strict liability for conversion in the context of data 
objects. Do you agree? 
Paragraph 19.123 
 

 
4  As we have indicated in our response to Question 20, at least one law firm represented on the FLC is not 

in favour of the "stage change" analysis under which a crypto-token should be taken as destroyed and a 
new token created upon transfer. They prefer to characterise the process as under one under which the 
token continues to subsist through a chain of transfers. If that view prevails, then following rather than 
tracing is likely to provide the correct analysis of the process that should be applied to locate and identify 
the claimant's property. 
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No, we do not agree that it would be sensible to introduce law reform to extend the tort of 
conversion to digital assets (in the third category) – please see our analysis on this in our 
introductory remarks to this response, and our answers to Questions 2 and 16 above.  
 
In essence, we consider that such an extension is unnecessary to protect the interests of 
the true owner of the digital asset (i.e. the legal owner), who have adequate causes of 
action in restitution and unjust enrichment; it would be contrary to principle and existing 
legal authority; it would create legal uncertainty (because its juridical justification is a form 
of relative legal title equivalent to possession, and based on control, which we consider 
would introduce a form of legal title that is not recognised in English law for sound policy 
reasons); and would create unacceptable legal risk (as a strict liability tort) for 
operators/administrators of private, permissioned blockchain or DLT-based systems for 
the holding and transfer of such digital assets (who, in order to mitigate against the new 
risk of strict liability associated with their processing of such assets – which might 
constitute a type of "interference" with the immediate right of control -  may take 
"defensive" measures that adversely affect the efficient and effective operation of their 
systems in support of the relevant financial market). 
 
All of these considerations would make English law less attractive as the law under which 
to constitute an affected digital asset and/or the choice of English law to govern a 
blockchain or DLT-based system for the holding and transfer of title to such assets. 
 
We do not consider that our concerns would be adequately addressed by the proposed 
"good faith purchaser" defence to the conversion tort as set out in 20.60. For example, it 
would provide no protection to third parties (such as operators/administrators of 
blockchain or DLT-based systems), that might innocently interfere with an immediate right 
of control, but who do not themselves acquire any title to the affected digital asset.  
     
Consultation Question 44 
20.61 We provisionally conclude that existing principles in relation to injunctive relief can 
apply to data objects, without the need for law reform. Do you agree? 
Paragraph 19.148 
 
Yes, we agree with the Law Commission's provisional conclusion here as to the 
availability of injunctive relief under existing equitable principles.  
 
Consultation Question 45. 
20.62 Are there any other causes of action or remedies you think may be highly or 
specifically relevant to data objects but which require law reform? 
Paragraph 19.149 
 
No. 
 
Consultation Question 46. 
20.63 We provisionally conclude that the existing methods of enforcement of judgments 
(and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you 
agree? 
Paragraph 19.158 
 
Yes, we agree. 
 
Consultation Question 47. 
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20.64 We provisionally conclude that there is an arguable case for law reform to provide 
courts in England and Wales with the discretion to award a remedy (where traditionally 
denominated in money) denominated in certain crypto-tokens in appropriate cases. Do 
you agree? 
20.65 If so, what factors should be relevant to the exercise of this discretion? 
Paragraph 19.168 
We note that some such awards would be possible under the discretion to award specific 
performance remedies. We find it rather odd to have a specific remedy of this sort other 
than for crypto-tokens in any class regarded as equivalent to money, where we agree that 
this reform would add flexibility and potentially allow for a fairer remedy in some 
circumstances.  As regards any crypto-token treated as equivalent to money, the provision 
would be in line with the right of the courts to make awards in foreign currencies. 
 
  
Information about the CLLS and the FLC 
 

The City of London Law Society (“CLLS”) represents approximately 17,000 City solicitors 
through individual and corporate membership including some of the largest international law 
firms in the world. Its specialist Committees comprise leading solicitors in their respective 
fields. These solicitors and their law firms operating in the City of London act for UK and 
international businesses, financial institutions and regulatory and governmental bodies in 
relation to major transactions and disputes, both domestic and international.   
 
The members of the Financial Law Committee are expert in the law related to lending, 
raising loan capital and the taking of security for loans, both domestic and international, 
including the issues related to security over digital assets. Full details of the Members of 
the Committee appear on the CLLS website. 
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1. Introduction and Background 

1.1. The role of the Financial Markets Law Committee (the “FMLC” or the 

“Committee”) is to identify issues of legal uncertainty or misunderstanding, 

present and future, in the framework of the wholesale financial markets which 

might give rise to material risks and to consider how such issues should be 

addressed.  

1.2. Following its Call for Evidence on Digital Assets1, the Law Commission has 

published its Digital Assets: Consultation Paper (the “Consultation Paper”) 

setting out its recommendations for the development of English private property 

law in relation to digital assets and seeking views on its proposals.2   

1.3. In July 2021, the FMLC responded to the Law Commission’s initial Call for 

Evidence, putting forward its views on how the law could be reformed to improve 

legal certainty in this area for the wholesale financial markets (the “FMLC 

Paper”).3  

1.4. This paper builds on the FMLC Paper, responding to questions posed by the 

Consultation Paper.  The Committee has chosen to focus on the questions which 

are most relevant to the wholesale financial markets and therefore does not seek 

to address all the questions posed by the Law Commission.4 

2. Third Category of Personal Property and Crypto-Tokens 

2.1. Consultation Question 1: We provisionally propose that the law of England and 

Wales should recognise a third category of personal property. Do you agree? 

[Paragraph 4.101 of the Consultation Paper] 

Yes, we agree.  See paragraph 3 of the FMLC Paper for further comment on the 

development of a third category of personal property.   

2.2. Consultation Question 2: We provisionally propose that, to fall within our 

proposed third category of personal property, the thing in question must be 

composed of data represented in an electronic medium, including in the form of 

computer code, electronic, digital or analogue signals. Do you agree? [Paragraph 

5.21 of the Consultation Paper] 

Yes, we agree. 

 
1 Law Commission, Digital Assets Call for Evidence (30 April 2021), available at: 

https://www.lawcom.gov.uk/project/digital-assets/#digital-assets-call-for-evidence 

2 Law Commission, Digital Assets: Consultation Paper (July 2022), available at: https://s3-eu-west-

2.amazonaws.com/lawcom-prod-storage-11jsxou24uy7q/uploads/2022/07/Digital-Assets-Consultation-Paper-

Law-Commission-1.pdf 

3 FMLC, Response: Law Commission Call for Evidence on Digital Assets (July 2021), available at: 

http://fmlc.org/response-to-law-commission-call-for-evidence-on-digital-assets/ 

4 Accordingly this paper is organised by topic and does not address the questions in chronological order in all 

places.   
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2.3. Consultation Question 3: We provisionally propose that, to fall within our 

proposed third category of personal property, the thing in question must exist 

independently of persons and independently of the legal system. Do you agree? 

[Paragraph 5.41 of the Consultation Paper] 

Yes, we agree. 

2.4. Consultation Question 4: We provisionally propose that, to fall within our 

proposed third category of personal property, the thing in question must be 

rivalrous. Do you agree? [Paragraph 5.73 of the Consultation Paper] 

Yes, we agree. 

2.5. Consultation Question 5: We provisionally propose that a data object, in 

general, must be capable of being divested on transfer. Do you agree? Please 

give examples, if any, of when this will not be the case. 

We provisionally propose that divestibility should be regarded as an indicator, or 

general characteristic of data objects, rather than as a gateway criterion. Do you 

agree? [Paragraph 5.105 of the Consultation Paper] 

The Committee agrees with the idea that the data object must be capable of 

being divested on transfer.  We think this is consistent with the concept of the 

data object being rivalrous.  We cannot think of any examples of tokens that do 

not operate in this way although we note there is debate as to whether upon 

transfer a crypto-token is actually transferred or whether the crypto-token held 

by the transferor is extinguished and a new crypto-token created to be held by 

the transferee.  Please see paragraph 3.4 of this paper for further comment on 

this.   

We agree with including this concept as an indicator rather than as one of the 

gateway criteria; such inclusion allows for greater flexibility and we believe that 

the rivalrous requirement will in many cases mirror whether or not the data 

object can be divested. 

2.6. Consultation Question 6: We provisionally propose that: (1) the law of England 

and Wales should explicitly recognise a distinct third category of personal 

property; and (2) a thing should be recognised as falling within our proposed 

third category of personal property if: (a) it is composed of data represented in 

an electronic medium, including in the form of computer code, electronic, digital 

or analogue signals; (b) it exists independently of persons and exists 

independently of the legal system; and (c) it is rivalrous. Do you consider that the 

most authentic and appropriate way of implementing these proposals would be 

through common law development or statutory reform? [Paragraph 5.142 of the 

Consultation Paper] 

The Committee recognises that both options, either common law development or 

statutory reform, have their benefits and their drawbacks.  Ultimately we 

appreciate that the decision will require policy makers to determine what their 

policy priorities are in order to decide on the appropriate approach.  On balance, 

in our view we consider common law development the most appropriate way to 

implement the Law Commission’s proposals on a third category of personal 

property.  

As noted in the Consultation Paper at paragraphs 4.39 to 4.47, the English courts 

have begun to recognise crypto-assets as property for the purposes of English 

law, and have at the same time noted that such assets do not neatly fall into the 
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two existing categories.  The courts have also begun to recognise things as 

property despite recognising that they do not in fact fall into the two existing 

categories, for example emission allowances.5  A key advantage of the common 

law is its flexibility, and it is the Committee’s view that English courts have the 

tools (including the Law Commission’s recommendations in its Consultation 

Paper) to recognise a third category of personal property which is able to adapt to 

the constantly evolving technologies associated with crypto-assets.   

In addition to the flexibility afforded by the common law, development by 

common law would be more consistent with the existing articulation of property 

and would allow the third category to benefit from the significant body of common 

law that already considers how the existing types of property can be transferred, 

held and used as collateral.   

The FMLC is aware of the disadvantages of waiting for common law development 

(and the corresponding advantages of statutory reform) particularly the need for 

appropriate cases to be heard by sufficiently senior courts, such cases being 

limited to the facts at hand and the need for willing parties and sufficient funding.  

The Committee also recognises that until sufficient precedent has been 

established, a level of uncertainty may remain which in itself can impact the types 

and quantity of cases that will reach the court.  However, on balance, the 

flexibility of common law and consistency with the existing approach to property, 

outweighs these possible disadvantages in our view.  The Committee would also 

argue the procedure for bringing test cases could be used to mitigate some of 

these issues, as this can be done fairly quickly and does not require very lengthy 

and costly litigation (as evidenced by the precedent set in the business 

interruption cases brought as a result of the disruption caused by COVID-19). 

Although statutory reform may provide some certainty and comfort to the market 

in the short term, inevitability the statute risks being so narrow as to become out 

of date soon after it is drafted (particularly given the nature of this constantly 

evolving area) or so wide as to be reliant on further interpretation by the court to 

provide certainty as to its application and operation.  While others may argue that 

statutory reform is usually faster that the common law, given the Government’s 

recent decision to tackle retained EU law and the likely full parliamentary 

timetable up until the new general election, statute on this matter is unlikely to 

be in force for a number of years in any case.   

2.7. Consultation Question 15: We provisionally conclude that crypto-tokens satisfy 

our proposed criteria of data objects and therefore that they fall within our 

proposed third category of personal  property. Do you agree? [Paragraph 11.139 

of the Consultation Paper] 

Broadly, we agree.  However, the pace of change in this area means that we 

cannot rule out the possibility of crypto-tokens being created in the future that do 

not neatly fit within the definition.  This follows our support for common law 

development of the third category of personal property to ensure flexibility in 

light this constantly evolving area.  

2.8. Consultation Question 27: Are there any other types of link between a crypto-

token and a thing external to a crypto-token system that you commonly 

encounter or use in practice?  

 
5 See Armstrong DLW GmbH v Winnington Networks Ltd [2012] EWHC 10 paragraphs 58 – 61. 
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We provisionally conclude that market participants should have the flexibility to 

develop their own legal mechanisms to establish a link between a crypto-token 

and something else — normally a thing external to the crypto-token system. As 

such, we provisionally conclude that no law reform is necessary or desirable 

further to clarify or specify the method of constituting a link between a crypto-

token and a linked thing or the legal effects of such a link at this time. Do you 

agree? [Paragraph 14.114 of the Consultation Paper] 

The Committee has not encountered any other types of link that are not already 

outlined in the Consultation Paper.  

We agree that market participants should have flexibility in establishing a link 

between a crypto-token and something else and that no law reform is required.  

3. The Concepts of Control and Possession  

3.1. Consultation Question 16: We provisionally propose that the concept of control 

is more appropriate for data objects than the concept of possession.  Do you 

agree? [Paragraph 11.11 of the Consultation Paper] 

As a foundation for considering the acquisition of property rights, transfers, 

custody arrangements, etc., but without being determinative of legal title, we 

agree that ‘control’ is a more applicable concept than ‘possession’ (which can 

include ‘occupancy’ of a chose and may also imply legal rights).  Control of a data 

object including the private key to such data object giving the ability to act upon 

that data object (e.g. to buy, sell or otherwise exchange it; or to use the private 

key for access to the ledger) is more operative than ‘possession’ which is a 

bundled concept and ‘occupancy’ of a data object is difficult to establish.   

3.2. Consultation Question 17: We provisionally propose that, broadly speaking, the 

person in control of a data object at a particular moment in time should be taken 

to be the person who is able sufficiently: (1) to exclude others from the data 

object; (2) to put the data object to the uses of which it is capable (including, if 

applicable, to effect a passing or transfer of that control to another person, or a 

divestiture of control); and (3) to identify themselves as the person with the 

abilities specified in (1) and (2) above.  Do you agree? [Paragraph 11.112 of the 

Consultation Paper] 

While we agree with the criteria set out in (1) and (2) above, in our view these 

should be reversed in terms of order.  The initial question should be whether or 

not a person is able to put the data object to the uses it is capable of, and then 

whether they are able to exclude others from doing the same.  As a starting point 

“to exclude others from the data object” could be read more broadly as blocking 

others from having any access to the data object (whether they are able to make 

use of it or not).  We do not agree with (3) as the ability to identify oneself as 

having the abilities set out in (1) and (2) is not is not a necessarily a relevant 

characteristic of having control.  As with the traditional forms of property, a 

person may have control and/or possession of the property without necessarily 

being aware they have acquired it.   

3.3. Consultation Question 18: We provisionally conclude that the concept of 

control as it applies to data objects should be developed through the common 

law, rather than being codified in statute. Do you agree? [Paragraph 11.128 of 

the Consultation Paper] 

The Committee agrees that common law development where robust elements of 

existing law are adapted and applied to fact patterns involving data objects is a 
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better approach than codification.  This would better align with the development 

of the concept of possession in relation to choses in possession.  

3.4. Consultation Question 20: We provisionally conclude that a transfer operation 

that effects a state change within a crypto-token system will typically involve the 

replacing, modifying, destroying, cancelling or eliminating of a pre-transfer 

crypto-token and the resulting and corresponding causal creation of a new, 

modified or causally-related crypto-token.  Do you agree? [Paragraph 12.61 of 

the Consultation Paper] 

The FMLC has previously expressed its disagreement with this characterisation, 

please see our comments in paragraph 7 of the FMLC Paper.  While we agree that 

this may describe the technological sequence of events that may be involved in a 

transfer, we do not think this best describes what is happening from a legal 

perspective and may not reflect what market participants see as happening (in 

relation to certain implementations, there may be more support for the view of 

continuity between the data object in the hands of both transferor and 

transferee).  We also consider that it should be possible for transfers to occur off-

chain (see our response to Question 24 at paragraph 4.4 of this paper) and 

therefore think the focus on this type of analysis is problematic when taking into 

account the range of transfers which may be undertaken.  While this may be an 

appropriate characterisation in some instances, it will depend on the facts.   

4. Factual and Legal Transfers  

4.1. Consultation Question 21: We provisionally conclude that the rules of 

derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer 

of a crypto-token by a transfer operation that effects a state change involves the 

creation of a new, causally-related thing. Do you agree? [Paragraph 13.90 of the 

Consultation Paper] 

We generally agree, although we would note that the rules on derivative transfers 

of title are not a unitary body of law that either applies or does not apply, but 

rather constitute a complex set of rules that have largely been developed by the 

courts in response to particular circumstances through the evolution of the 

common law and equity.  The application of those rules in the context of crypto-

tokens is therefore more nuanced than would appear to be suggested by the 

statement that they simply apply (as indeed is recognised in Chapter 19 of the 

Consultation Paper).  

For example, if a transfer of a crypto-token by an operation that effects a state 

change involves the creation of a new, albeit causally-related, asset (see our 

comments on this at paragraph 3.4 of this paper), then legal title cannot pass 

from transferor to transferee.  This is because legal title cannot survive the 

destruction of the asset to which it relates.  We therefore agree with the 

Consultation Paper’s conclusion in paragraph 19.48 that the process of following 

at common law is likely to be of little relevance in the event of such a transfer.  

Furthermore, although we agree it is a question of fact, our understanding is that 

transfers of crypto-tokens do not generally involve the clean substitution of one 

crypto-token for another.  This means that, although theoretically available, the 

process of tracing at common law is also unlikely to be available in practice for 

many crypto-tokens as currently structured (see our comments in paragraph 7.2 

of this paper regarding tracing).  The rules on derivative transfers of title 

nevertheless do remain relevant, insofar as they take effect in equity, notably 

under the rules on equitable tracing.  (We would note that this is also the position 

for most transfers of incorporeal money, notwithstanding that a transfer of 

incorporeal money operates to extinguish the claim of the transferor against its 
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bank, and to give rise to a fresh claim in the hands of the transferee against the 

transferee’s bank.)  By contrast, if there is a continuous asset in the hands of 

both transferor and transferee, the rules on derivative transfers of legal title will 

also be available.  

This means the applicability (or otherwise) of particular rules on derivative 

transfers of title may depend on the technical implementation of a particular 

crypto-token.  For example, there may be cause to distinguish between UTXO-

based and account-based crypto-tokens (to the extent these more clearly align 

with the Commission’s favoured destruction and creation analysis), on the one 

hand, and certain implementations of NFTs, on the other (noting the Committee’s 

comments on the destruction and creation analysis more generally).  In many 

cases, notwithstanding these differences, the common law and equitable rules will 

provide substantively equivalent outcomes in terms of remedies.  Nevertheless, 

differences in outcome may remain, which the FMLC would not consider to be a 

satisfactory outcome in line with market expectations.  For that reason, 

particularly if the “destruction-creation” analysis is to persist, the FMLC would 

view this as further support for the development of an innocent acquisition rule 

applicable regardless of the particular features of the underlying technology (see 

our further comments in paragraph 4.2 of this paper).  

We would also note that the application of the rules on derivative transfers of title 

is subject to the question of the negotiable status (or otherwise) of crypto-tokens.  

We note the view expressed in the Consultation Paper that it “seems clear […] 

that a crypto-token is not a negotiable instrument, as that term is currently 

understood” (at paragraph 13.43).  This coincides with the UKJT Statement, 

which noted that the authors were not aware of any mercantile usage treating 

crypto-assets as negotiable.  The FMLC notes that the evidence required for the 

establishment of a new category of negotiable instrument is that of its “passing 

by delivery from hand to hand” (Bechuanaland Exploration Co v London Trading 

Bank Ltd [1898] 2 QB 658), and that it does not matter that a practice is recent 

provided that there is evidence of it being established (Edelstein v Schuler & Co 

[1902] 2 KB 144).  The FMLC would observe that crypto-tokens in many cases 

pass from transferor to transferee without inquiry of the underlying chain of title, 

with the market expectation generally being that a good faith transferee does not 

take the crypto-token subject to prior equities.  There is currently no direct 

authority to the effect that the courts would be ready to apply the rules in relation 

to the establishment of a mercantile custom in relation to negotiable instruments, 

which have to date evolved in the context of transfers of tangible instruments 

(and, therefore, reliant on possessory concepts such as delivery), as applicable to 

intangible assets that are incapable of being possessed in the traditional sense.  

To the extent they were, however, and a relevant market practice established, it 

is important to note that to that extent, the rules on derivative transfers of title 

would apply only subject to the rules applicable to transfers of negotiable 

instruments.   

4.2. Consultation Question 22: We provisionally propose that: 

4.2.1. (1) A special defence of good faith purchaser for value without notice (an innocent 

acquisition rule) should apply to a transfer of a crypto-token by a transfer 

operation that effects a state change. Do you agree? 

The FMLC agrees that a special defence of good faith purchaser for value without 

notice (an innocent acquisition rule) should apply to a transfer of crypto-token, 

even where the transfer operation is considered to effect a causally connected 

state change.  The growing decentralised finance industry is based on the 

transferring of digital assets for later use and, by applying the special defence of 
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good faith purchaser for value without notice to crypto-tokens, the law would 

promote the security of transactions.  

Noting the Commission’s position at paragraphs 13.37 to 13.50 of the 

Consultation Paper that the defences of good faith purchaser for value without 

notice that apply to negotiable instruments and money are unlikely to apply to 

crypto-tokens because they likely do not constitute money or negotiable 

instruments, and our agreement in response to Question 25 in paragraph 4.5 of 

this paper that it is not appropriate to treat crypto-tokens as analogous to 

“goods” under the Sale of Goods Act 1979 and other related statutes, there are 

good reasons why a similar defence should be developed by analogy with the 

existing defences.  As the Consultation Paper observes, it is likely that market 

participants expect that an innocent acquisition rule already applies to the 

transfer of crypto-tokens.  Furthermore, we agree that the implementation of a 

specific innocent acquisition rule in this context would provide certainty, even if 

there are arguments that the technical characteristics of a transfer operation 

that effects a state change might mean that such a defence is not strictly 

needed. 

The FMLC further notes similar recommendations for the introduction of an 

explicit innocent acquisition rule in the context of crypto-tokens by both the 

Uniform Law Commission’s Uniform Commercial Code and Emerging 

Technologies Committee, which was adopted among the “Amendments to the 

Uniform Commercial Code (2022)” that were finalised in July 2022, and the 

UNIDROIT Digital Assets and Private Law Working Group and considers, that in 

the absence of international co-ordination, the application of a similar position   

under English law would reduce the possibility of a conflicts of law issues in this 

area.   

The FMLC also notes the recommendation made by the Law Commission in its 

Scoping Paper titled “Intermediated securities: who owns your shares?” that the 

Government should consider undertaking further work to make the position for 

innocent purchasers certain, clear and fair in relation to intermediated securities.  

Given intermediated securities and crypto-tokens share similar characteristics, 

we would recommend that reform is this area is considered for both types of 

assets to ensure consistent treatment and mitigate any unintended 

consequences of different treatment.  

4.2.2. (2) An innocent acquisition rule should apply to both “fungible” and “nonfungible” 

technical implementations of crypto-tokens. Do you agree? 

The FMLC agrees that the special defence of good faith purchaser for value 

without notice should in principle apply to transfers of all crypto-tokens. 

4.2.3. (3) An innocent acquisition rule cannot and should not apply automatically to 

things that are linked to that crypto-token. Do you agree? [Paragraph 13.91 of 

the Consultation Paper] 

The FMLC agrees that the innocent acquisition rule cannot and should not apply 

automatically to things that are linked to that crypto-token.  Proceeding from the 

Commission’s observations at paragraph 13.87 of the Consultation Paper that 

whether any external legal rights of the (former) holder were preserved 

notwithstanding the transfer to an innocent acquirer would depend on how those 

rights were structured, the FMLC agrees that an automatic application of the 

defence to things that are linked to the crypto-token may result in a certain 

degree of inflexibility for market participants, which in turn could harm legal 

certainty.  As set out in our response to Question 27 in paragraph 2.8 of this 

544



 8 

paper, we agree the market participants should be afforded legal flexibility when 

establishing links between crypto-tokens and things external to the crypto-

token.  

4.3. Consultation Question 23: We provisionally propose that an innocent 

acquisition rule in respect of transfers of crypto-tokens by a transfer operation 

that effects a state change should be implemented by way of legislation, as 

opposed to common law development. Do you agree? [Paragraph 13.94 of the 

Consultation Paper] 

The FMLC agrees that it would better ensure legal certainty to implement an 

innocent acquisition rule in respect of transfers of crypto-tokens by way of 

legislation, this being consistent with the Law Commission’s recommendations in 

relation to intermediated securities.  However, common law negotiability should 

not be excluded for crypto-tokens as it would allow for market customs to 

develop over time thereby providing flexibility for participants in structuring their 

arrangements, as the technology further develops. 

4.4. Consultation Question 24 

4.4.1. We provisionally conclude that the rules of derivative transfer of title apply to 

crypto-tokens and that it is possible to separate (superior) legal title from the 

recorded state of the distributed ledger or structured record and/or factual control 

over a crypto-token. Do you agree? 

With respect to the conclusion on the rules of derivative transfer of title, we refer 

to our response to Question 21 at paragraph 4.1 of this paper. 

With respect to the question of the separation of superior legal title from the 

recorded state of the distributed ledger and/or factual control over a crypto-

token, the Committee agrees and considers that it is a distinguishing feature of 

crypto-tokens that they are amenable to the recognition of a form of relative legal 

title based on a factual state of affairs associated with control, as distinct from 

absolute title (and, to that extent, have a degree of commonality with tangible 

property, as opposed to things in action, which are not susceptible to relative title 

by their very nature).  By extension, there would appear to us to be no reason 

that the law should not develop to recognise forms of constructive, in addition to 

actual, relative legal interests (just as the law currently recognises constructive 

possession as a legal, proprietary interest).  

Furthermore, we consider there to be no compelling reason for the law to curtail 

the legitimate commercial arrangements of parties seeking to transfer absolute 

title off-chain through an effective transfer of control.  We therefore do not agree 

with the statement that the transfer operation that effects a state change is a 

necessary but not sufficient condition for a transfer of the superior legal title (at 

paragraph 13.18 of the Consultation Paper), and do not see a clear basis for 

concluding in paragraph 13.142 of the Consultation Paper that “this is already the 

position at law”.  If it is possible to separate (superior) legal title from the 

recorded state of the distributed ledger or structured record, then a transfer 

operation that effects a state change (which necessitates a change in the 

distributed ledger or structured record) cannot be necessary for a transfer of title.  

 

 

 

545



 9 

 

4.4.2. We provisionally conclude that, over time, the common law is capable of 

developing rules to assist with the legal analysis as to title and/or priority where 

disputes arise between multiple persons that have factual control of a 

cryptotoken, and that statutory reform would not be appropriate for this purpose. 

We consider that those rules will need to be specific to the technical means by 

which such factual circumstances can arise within crypto-token systems or with 

respect to crypto-tokens. Do you agree? [Paragraph 13.112 of the Consultation 

Paper] 

Yes, we agree.  

4.5. Consultation Question 25: We provisionally conclude that it is not appropriate 

to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of 

Goods Act 1979 and other related statutes, including the Supply of Goods and 

Services Act 1982 and the Consumer Rights Act 2015. Do you agree? [Paragraph 

13.144 of the Consultation Paper] 

Yes, we agree.  The Sale of Goods Act 1979 is clearly intended to deal with 

tangible movable objects.  The implied terms in that Act, other than arguably the 

term on quiet possession, are not appropriate to crypto-assets.  There is no 

“description” of the goods: crypto-assets could be said to be described by their 

name, and possibly in the white paper accompanying them, however that white 

paper will not describe their quality or condition, at most white papers would 

touch on a token’s functionality.  Buyers will not make a purpose known to the 

seller, and therefore it would not be possible to ensure such assets are “fit for 

purpose” (noting that sellers can generally safely assume that the assets are 

being bought either for investment or speculative purposes). 

4.6. Consultation Question 26: We provisionally propose that the law should be 

clarified to confirm that a transfer operation that effects a state change is a 

necessary (but not sufficient) condition for a legal transfer of a crypto-token. We 

consider that this state change condition is more appropriate than the potentially 

wider condition of “a change of control”. Do you agree? Do you agree that such a 

clarification would be best achieved by common law development rather than 

statutory reform? Accordingly, we provisionally conclude that allowing title to a 

crypto-token to transfer at the time a contract of sale is formed, but where no 

corresponding state change has occurred, would be inappropriate. Do you agree? 

[Paragraph 13.145 of the Consultation Paper] 

4.6.1. (1) The law should be clarified to confirm that a transfer operation that effects 

a state change is a necessary (but not sufficient) condition for a legal transfer of a 

crypto-token, and the state change condition is more appropriate than the 

potentially wider condition of “a change of control”. 

No, we do not agree. In the Committee’s view and as per our response to 

Question 24 in paragraph 4.4 of this paper, it is possible to transfer title of a 

crypto-token without there being a state change, for example in certain custody 

arrangements, or the sharing of a private key in certain circumstances.  If there 

has been a state change, then this should lead to the conclusion that there has 

been a change of title, but the absence of such a state change, for example in the 

case of off-chain transfers of title, should not automatically lead to the opposite 

conclusion. 

4.6.2. (2) The clarification regarding the state change condition would be best 

achieved by common law development rather than statutory reform? 
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See our response above regarding our disagreement with the state change 

condition.  However, we generally agree that common law development of legal 

principles surrounding the title and transfer of crypto-tokens would be best, 

allowing for flexibility as market practice and technology evolves.  

4.6.3. (3) Allowing title to a crypto-token to transfer at the time a contract of sale is 

formed, but where no corresponding state change has occurred, would be 

inappropriate. 

We would disagree with this proposal.  As noted above, there can be a transfer of 

title without a state change and the possibility of a transfer of a crypto-token 

should be allowed off-chain as well as on-chain.  The FMLC supports market 

participants’ ability to enter into legitimate commercial arrangements to this 

effect.  

5. Custody 

5.1. Consultation Question 29: We provisionally conclude that it is appropriate to 

draw a distinction between direct custody services (that is, holding crypto-tokens 

on behalf of or for the account of other persons and having capacity to exercise or 

to coordinate or direct the exercise of factual control in terms of both its positive 

and negative aspects) and custodial or other technology-based services that do 

not involve a direct custody relationship. Do you agree? [Paragraph 16.41 of the 

Consultation Paper] 

The Committee agrees that it is appropriate to draw a distinction between what 

the Consultation Paper refers to as “direct custody services” and other services 

which do not involve a direct custody relationship.  We agree there is a need to 

distinguish and treat these types of services and relationships differently with 

respect to the obligations owed to the ultimate owner.   

However, the Committee notes that there will be a spectrum of relationships and 

services, where some may clearly fall on either side of the spectrum (on one side 

relationships which look like, and are documented, in a similar manner to 

custodial arrangements for traditional assets and on the other, manufacturers of 

hardware which are used to “store” digital assets), there may be edge cases 

where on the face of the service or relationship it is not clear.  It is also the 

Committee’s view that multiple services and relationships along that spectrum are 

a typical part of holding, owning, transferring or otherwise controlling digital 

assets.  As each of these aspects (holding, owning, transferring or otherwise 

controlling digital assets) is capable of taking multiple physical forms as well as 

digital-only forms they need to be considered in their appropriate context.  

Properly drafted contractual relationships between all parties involved will help to 

avoid ambiguity and confusion between the parties as to their respective 

responsibilities and obligations, and disputes in relation to the ownership of, 

particularly of fungible, crypto-tokens. 

The Consultation Paper suggests that much of the legal framework could be left 

to private law and that it would be up to the parties (the custodian or custody 

service provider and client) to agree the commercial terms under which the 

crypto-tokens are held (i.e., under outright transfer of title or on trust, for 

example) as well as any terms that would exclude or limit the custodian’s liability 

for breach, including negligence.  Whether such arrangements would provide 

suitable protection, particularly for consumers given the increasing use of crypto-

token as a means of investment for retail clients, is a policy issue which is outside 

of our remit.  

547



 11 

 

5.2. Consultation Question 30  

5.2.1. We provisionally conclude that, under the law of England and Wales, crypto-token 

custody arrangements could be characterised and structured as trusts, even 

where the underlying entitlements are (i) held on a consolidated unallocated basis 

for the benefit of multiple users, and (ii) potentially even commingled with 

unallocated entitlements held for the benefit of the custodian itself. Do you 

agree? 

The Committee agrees that crypto-token custody arrangements could be 

structured as trusts even in the case of commingled unallocated entitlements held 

for the benefit of multiple users, and even where commingled with unallocated 

entitlements held for the benefit of the custodian itself.  In such a case, however, 

the arrangements must also meet the criteria for a trust under English law, i.e., 

(i) certainty of intention to hold on trust; (ii) certainty as to both the beneficiary 

and the subject matter of the trust; and (iii) no commingling of assets subject to 

the trust with assets not subject to the trust.  

The characterisation of the trust under which crypto-tokens could be held is, 

however, in the Committee’s view, still open to some debate.  As set out in Lord 

Hope’s judgment in In Lehman Brothers International (Europe) (In 

Administration) and In the matter of the Insolvency Act 1986, [2012] UKSC 6., 

under English law the mere segregation of fungible assets such as money into 

separate bank accounts is not sufficient to establish a proprietary interest in those 

funds in anyone other than the account holder and a certainty of intention to 

create a trust over the balances standing to the credit of the segregated accounts 

is needed to protect those funds in the event of the firm’s insolvency.  The court 

in Lehman Brothers International went on to state that segregation alone is not 

enough to provide that protection - nor is a mere declaration of trust.  The court 

found that both elements must be present to give the degree of protection 

against the insolvency risk of the person holding client money.  

If a third category of personal property is adopted in respect of data objects, 

including crypto-tokens, then the Committee is of the view that there must be 

sufficient definition to establish the “three certainties” noted in the Consultation 

Paper.  These are that a trust has been declared, the identification of the 

beneficiaries that are the objects of the trust and the identification of the crypto-

tokens which constitute the subject matter of the trust.6  These principles were 

adopted by section 137B of the Financial Services and Markets Act 2000 (“FSMA 

2000”) when the rule making powers conferred on the Financial Services 

Authority relating to the handling of client money were being formulated.  The 

nature of the trust may present some difficulties with other types of data object 

(specifically NFTs) but it is likely that in relation to crypto-tokens these criteria 

can be satisfied. 

5.2.2. We provisionally conclude that the best way of understanding the interests of 

beneficiaries under such trusts are as rights of co-ownership in an equitable 

tenancy in common. Do you agree? 

Yes, we agree that the equitable co-ownership approach is the best way of 

understanding the interests of beneficiaries.  Cases involving crypto-token 

custody arrangements should be analysed along similar lines to those applied to 

 
6 Consultation Paper, Para. 16.56. 
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fungible intangible assets such as dematerialised shares and securities.7  Noting 

the Law Commission’s comment at paragraph 16.70 of the Consultation Paper 

that “where there are no express contractual provisions providing for an equitable 

co-ownership, the analysis [with respect to equitable co-ownership] could be 

regarded as being somewhat artificial”, we would argue that it would be even 

more difficult to consider the interests as anything else without express 

contractual agreement by the owners of the assets to that effect.  For example, it 

would not be appropriate or consistent with the relationship between the owners 

for them to be treated as joint tenants.    

5.2.3. Do you consider that providers and users of crypto-token custody services would 

benefit from any statutory intervention or other law reform initiative clarifying the 

subject matter certainty requirements for creating a valid trust over commingled, 

unallocated holdings of crypto-tokens? If yes, please explain what clarifications 

you think would assist. [Paragraph 16.77 of Consultation] 

The Committee supports the Commission's provisional conclusion that no 

statutory reform is required to clarify the legal position in relation to subject 

matter certainty requirements for creating a valid trust over commingled, 

unallocated holdings of crypto-tokens.  The Committee considers the courts would 

refer to existing case law, including that noted in the Consultation Paper in 

relation to intermediated securities, and apply similar judgements when faced 

with crypto-tokens.  

Furthermore, if it is the intention of the regulatory authorities to include custody 

and safeguarding of crypto-tokens as a regulated activity8 under the FSMA 2000, 

it is likely that any safeguarding rules would reflect existing legal and regulatory 

requirements, including segregation of assets belonging to customers from the 

custodian's own assets, record-keeping, use of third-party providers, annual audit 

and insurance or guarantee arrangements.9   

5.3. Consultation Question 31: We provisionally conclude that a presumption of 

trust does not currently apply to crypto-token custody facilities and should not be 

introduced as a new interpretive principle. Do you agree? [Paragraph 16.107 of 

the Consultation Paper] 

Yes, the Committee agrees with the Law Commission’s conclusion that a new 

statutory presumption of trust should not be introduced.  To institute a statutory 

presumption of trust could interfere with the valid transfer of data objects10 and 

could limit the remedies (personal or proprietary) available to users and custody 

providers.  As the Consultation Paper sets out at paragraph 16.105, the law as it 

stands is sufficiently flexible that a court may find the existence of a trust where 

 
7 See Pearson, Lomas v Lehman Brothers Finance S.A. [2010] EWHC 2914 (Ch).  
8 See Financial Conduct Authority, Policy Statement Guidance on Cryptoassets Feedback and Final Guidance to 

CP 19.3 (PS 19/22).  See also FCA CryptoSprint initiative which includes identified gaps in applying the existing 

custody framework for cryptoassets, particularly the FCA CASS Sourcebook. CryptoSprint has identified issues 

relating to the definition of “custody”, the evidence of ownership (specifically in case of a custodian’s 

insolvency), the bearer nature of private keys and other technological devices and issues relating to cross-

border insolvencies involving crypto-assets including crypto-tokens.  

9 Financial Conduct Authority, Finalised guidance, Coronavirus and safeguarding customers’ funds: additional 

guidance for payment and e-money firms, 9 July 2020. 

10 See Wang v Darby [2021] EWHC 3054 (Comm). 
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appropriate in the circumstances, and the lack of a new statutory presumption 

would not prevent this.   

Such a statutory presumption would not necessarily achieve the desired result in 

relation to claims arising from the insolvency of the custodian, as even without a 

statutory presumption it would be open to users to establish whether the 

arrangements constituted a Quistclose-type trust or other characterisation 

(express or resulting trust) and to use tracing to establish ownership or beneficial 

interest in the crypto-token assets under equitable principles.   

5.4. Consultation Question 32  

5.4.1. We provisionally propose that clarification of the scope and application of section 

53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the 

broader adoption of trust law in structuring custody facilities, in relation to 

cryptotokens specifically and/or to other asset classes and holding structures, 

including intermediated investment securities. Do you agree? 

Yes, the Committee agrees such clarification should be made.  Section 53(1)(c) of 

the Law of Property Act 1925 (“LPA 1925”) imposes various limitations on the 

transfer or disposal of trust-based assets which are subject to it.  However, issues 

remain as to the uncertainty of the application of sections 53(1)(c) and 136 LPA 

1925 to intermediated securities (see our further comments below).   

Any modification to the scope or application of section 53(1)(c) of the LPA 1925 

should reflect industry concerns regarding the potential for fraudulent or criminal 

(including hacking) misappropriation of crypto-tokens held in custody.  The use of 

DLT records introduces additional issues in relation to book entry and the record-

keeping requirements of this section and the impact which these would have on 

transfers or dispositions of crypto-tokens.  

For crypto-tokens, the Committee agrees that this risk can and should be 

adequately addressed for the different transfer types by the ledgers on which 

they would be settled (whether decentralised, external or professionally-

maintained, centrally controllable) and the associated transaction instructions by 

which they would be executed or initiated. 

5.4.2. If you think that clarification of the scope and application of section 53(1)(c) LPA 

1925 would be beneficial, what do you think would be the best way of achieving 

this? Please indicate which (if any) of the models suggested in the consultation 

paper would be appropriate, or otherwise outline any further alternatives that you 

think would be more practically effective and/or workable. [Paragraph 17.58 of 

the Consultation Paper] 

The options presented by the Law Commission are to:  

1. Do nothing. 

2. Statutory Reform: 

a.  Amend the LPA 1925 to disapply section 53(1)(c) to specified 

dealings in equitable entitlements and express recognition of 

various electronic communications satisfying “in writing” and 

signature formalities (as part of a wider agenda of reform and not 

specifically to deal with data objects and crypto-tokens). 
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b. To expressly extend the LPA 1925 to cover equitable entitlements 

undertaken through centralised custodial arrangements and 

centrally controlled ledgers such as DLT records. 

3. Clear and authoritative legal guidance (by the courts and/or a panel of 

industry experts, legal practitioners, academics, and judges,) as to the 

application of section 53(1)(c ) rather than changing the LPA 1925.  

Of these options, the Committee agrees with the Law Commission’s view that 

Option 2a is likely the best approach for the reasons set out in paragraph 17.57 

of the Consultation Paper.  The FMLC has highlighted the uncertain application of 

the this section of the LPA 1925 to transfers of intermediated securities in the 

past11 and supports a broader reform of this section not limited to crypto-tokens.  

The Committee would note that any changes to the scope and application of this 

section should be made consistent with other changes to the law on the electronic 

execution of documents. 12    

5.5. Consultation Question 33: We provisionally propose that legislation should 

provide for a general pro rata shortfall allocation rule in respect of commingled 

unallocated holdings of cryptotokens or crypto-token entitlements in a custodian 

insolvency. Do you agree? [Paragraph 17.81 478 of the Consultation Paper]  

No.  The Committee considers that given the wider considerations on the impact 

of insolvency on crypto-tokens held in “custody” a general pro rata shortfall 

allocation rule would not be helpful unless in the context of comprehensive 

distribution rules similar to those under the Financial Conduct Authority's CASS 

Rules.13  Such a stand-alone rule could lead to extended litigation and, given the 

complexity of custody chains in relation to commingled unallocated crypto-tokens, 

particularly on a cross-border basis, could give rise to conflicts between the 

governing laws of platforms and exchange and those under which the custody 

arrangements are held.  

5.6. Consultation Question 34 

5.6.1. We provisionally conclude that extending bailment to crypto-tokens, or the 

creation of an analogous concept based on control, is not necessary at this time. 

Do you agree? 

Yes, the Committee does not believe it is necessary or desirable to specifically 

extend bailment to crypto-tokens.  As the FMLC Paper sets out14, bailment would 

not generally be a useful concept in the context of digital assets (with the 

exception of staking) and the concept of bailment would be rendered unnecessary 

if proof of stake protocols can be effectively managed under contractual or trust 

frameworks.  To the extent such a concept would be useful for digital assets in 

 
11 See paragraph 14.19 of the FMLC Paper.  

12 Law Commission, Electronic execution of documents (Law Com No. 386) See also Financial Markets Law 

Committee letter to the Law Commission on 14th Programme of Law Reform including section 53(1)( c) of the 

Law of Property Act, 30 July 2021. (http://fmlc.org/wp-content/uploads/2021/07/FMLC-response-to-Law-

Commission-Consultation-on-14th-programme.pdf) 

13 Matteo Solinas, Investors’ Rights in (Crypto) Custodial Holdings: Ruscoe v Cryptopia Ltd (in Liquidation). 

(2021) (84)(1) Modern Law Review 155 at 165-166. 

14 FMLC Paper, Para 11. 
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the future, this should be open for development by the courts with the support of 

market commentary.  

5.6.2. If not, please provide specific examples of market structures or platforms that 

would benefit from being arranged as bailments, that could not be effectively 

structured using the trust and/or contract frameworks currently available. 

[Paragraph 17.103 of the Consultation Paper] 

No comment.  

6. Security and Collateral 

6.1. Consultation Question 35: We provisionally conclude that crypto-tokens, as 

objects of personal property rights, can be the subject of title transfer collateral 

arrangements without the need for specific law reform to provide for this. Do you 

agree? [Paragraph 18.17 of the Consultation Paper] 

The Committee agrees with the conclusion in the Consultation Paper that crypto-

tokens, as objects of personal property rights, can be the subject of title transfer 

collateral arrangements without the need for specific law reform to provide for 

this.  

We recognise that there may be operational and practical considerations which 

transacting parties will need to work through as part of a title transfer collateral 

arrangement to ensure that a transfer of title has indeed taken effect at law and 

is not at risk of being recharacterised as a security arrangement (for example, if 

the transferee is required to transfer back the same crypto-token at the end of 

the arrangement rather than “equivalent” crypto-tokens, this may weaken the 

argument that the arrangement is one of title transfer).  Such operational and 

practical considerations, however, do not, in our view, merit a need for specific 

law reform.  

As a side note, there may also be reasons why collateral takers will not favour the 

title transfer mechanism.  In particular, banks and other entities may suffer from 

punitive regulatory capital costs from direct exposures.  Similar considerations 

may apply in relation to a security interest effected by way of mortgage. 

6.2. Consultation Question 36: We provisionally conclude that non-possessory 

securities can be satisfactorily granted in respect of crypto-tokens without the 

need for law reform. Do you agree? [Paragraph 18.26 of the Consultation Paper] 

The Committee agrees with the conclusion in the Consultation Paper that non-

possessory securities can be satisfactorily granted in respect of crypto-tokens 

without the need for law reform.  However, this is subject to the points raised in 

our response to Consultation Questions 38 and 39 in paragraph 6.4 of this paper, 

and in particular: 

• We believe registration of a non-possessory security interest may be a 

barrier to the development of the types of legally enforceable smart 

contract collateral arrangements that might otherwise be possible.  While 

there may be public policy reasons (as summarised in paragraph 18.39 of 

the Consultation Paper) in favour of maintaining a registration 

requirement, there are also market-based reasons for exemptions in 

certain cases, similar to those that drove the creation of the financial 

collateral arrangements regime (e.g., improving the efficiency and liquidity 

of crypto-asset markets) as well as providing a legal foundation to a 

practice that is already happening (particularly in a DeFi context).  We 
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agree it would be helpful to develop technology-specific means of 

publicising the interest in lieu of registration (as per the proposal in 

paragraph 18.100 of the Consultation Paper). 

• The methods of enforcement available pursuant to non-possessory security 

interests may not reflect market practice (particularly in a DeFi context), 

which underlines the importance of the points raised in our response to 

Consultation Questions 38 and 39 in paragraph 6.4 of this paper. 

6.3. Consultation Question 37: We provisionally conclude that it is not desirable to 

make provision for data objects to be the subject of possessory securities such as 

the pledge, or to develop analogous security arrangements based on a transfer of 

control. Do you agree? If not, please provide specific examples of market 

structures or platforms that would benefit from the availability of possessory 

security arrangements, that could not be effectively structured using the non-

possessory security frameworks currently available. [Paragraph 18.44 of the 

Consultation Paper] 

The FMLC agrees that no statutory provision for this should be made.  However, 

we note that if a concept of “control” is developed through the common law in 

relation to crypto-tokens in particular (which we think it should be, as per our 

response to Question 18 in paragraph 3.3 of this paper), we think a consequence 

of this should be that possessory style security interests in relation to crypto-

tokens could be supported by English law. This would be accelerated by market 

commentary coalescing around a possessory-style concept of control, which we 

would be in favour of. 

In terms of the merits of this: 

• In the context of wholesale financial markets, the Committee  notes  that 

possessory security interests are not typically used in relation to security 

arrangements for traditional financial instruments.  Although it is not 

uncommon for a security interest to be described as a lien, there is 

typically a power of sale included and as a result the security interest 

would constitute a charge.  The main reason for this is likely to be the 

prevalence of the intermediated securities model and use of other forms of 

purely intangible financial collateral (such as cash in bank accounts) in 

wholesale markets structures and financial collateral arrangements. 

• That said, we recognise that outside wholesale financial markets there may 

be different considerations at play, and conceptually we can see that there 

may be conflicts of laws benefits to recognising such arrangements, as: (i) 

jurisdictions which do not easily recognise English law trust arrangements 

may more easily recognise a form of possessory security arrangement; 

and (ii) established English law private international law principles that are 

applied to possessory security interests could be adopted. 

6.4. Consultation Questions 38 and 39: We provisionally conclude that the 

Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the 

“FCARs”) should not be extended to more formally and comprehensively 

encompass crypto-token collateral arrangements. Do you agree? [Paragraph 

18.47  of the Consultation Paper] 

We provisionally conclude that it would be beneficial to implement law reform to 

establish a legal framework that better facilitates the entering into, operation, 

rapid, priority enforcement and/or resolution of crypto-token collateral 

arrangements. Do you agree? 
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If so, do you have a view on whether it would be more appropriate for any such 

law reform to aim to create: (i) a unified, comprehensive and undifferentiated 

regime for financial collateral arrangements involving both traditional types of 

financial collateral and crypto-tokens; or (ii) a bespoke regime for financial 

collateral arrangements in respect of crypto-tokens. [Paragraph 18.113 of the 

Consultation Paper] 

Questions 38 and 39 give rise to similar considerations. Accordingly, our response 

below applies to both.  

The Committee agrees that it would enhance legal certainty, and therefore be 

beneficial, to implement law reform to establish a legal framework that facilitates 

the entering into, operation, rapid, priority enforcement and/or resolution of 

crypto-token collateral arrangements. As indicated in our response to Question 36 

in paragraph 6.2 of this paper, this would require important policy matters to be 

determined such as the appropriateness of applying the same similar relief from 

registration and other formalities, insolvency safe harbours and remedies to 

crypto-token collateral arrangements as to traditional financial collateral 

arrangements, and how such regulations may be adapted for crypto-tokens to 

ensure legal certainty.  Leaving these aside, however, there are pros and cons for 

legal certainty to both proposed models for such reform.  

Echoing the ‘same risk, same regulatory outcome’ principle of financial regulation, 

a unified regime, which could be an amended FCARs regime (see below), may 

result in a more coherent and comprehensive framework that builds on existing, 

recognised principles but risks paying insufficient regard to the specific 

characteristics of crypto-tokens.  The Consultation Paper comprehensively 

identifies the key areas of potential “bifurcation” between crypto-tokens and 

traditional assets that should be taken account of in developing the legal 

framework to accommodate crypto-tokens.  However, a bespoke regime risks 

incoherence, especially as developments in the technologies emerge that may fall 

between the traditional and bespoke regimes.  In this regard, the FMLC observes 

in relation to the Law Commission’s commentary in paragraph 18.84 of the 

Consultation Paper regarding the possibility that a unified regime could encourage 

markets to fall back on “traditional” centralised structures, that the concentration 

of the holding and settlement of securities, in central securities depositories, is a 

relatively recent development; originally, securities holdings, via bearer 

instruments, were distributed.  There are reasons which drove the shift towards 

intermediated securities that could drive a similar shift with respect to crypto-

tokens in the future.  Therefore, there is a risk to legal certainty in making too 

much of the differences between crypto-tokens and the (now) traditional financial 

collateral assets classes.  

On balance, we consider that the optimal approach to be to expand the reach of 

the FCARs in a manner that does not unnecessarily restrict future innovation or 

require parties to make a determination as to whether an asset is a crypto-token, 

cash, credit claim or financial instrument.  Subject to the policy choices 

mentioned above, this could be achieved, for example, by providing that: (i) 

crypto-tokens which meet the definition of “financial instruments” can constitute 

“financial collateral” (i.e., FCAR protections apply to all financial instruments 

irrespective of the form in which they are evidenced or constituted),  (ii) other 

crypto-tokens, that it would be desirable to include within the FCARs, are an 

additional category of financial collateral and (iii) that there is an alternative test 

to "possession or control", or appropriate characterisation/clarification of how 

possession or control could be applied in the context of crypto-tokens, which is 

designed not to limit innovation (to be applied, as appropriate, both to crypto-

tokens which constitute financial instruments and those falling within the 
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proposed additional category).  If a bespoke regime was adopted then there is a 

risk of unclear boundaries creating more legal uncertainty than is resolved by the 

creation of the regime.  This assessment is based on the fact that, as the 

Consultation Paper observes in paragraphs 18.54 to 18.80, the application of the 

FCARs to crypto-tokens is unclear.  In our view, it is likely that certain crypto-

tokens are “financial collateral” under the FCARs and there may be ambiguity as 

to which regime is applicable if a dual regime approach is adopted.  This approach 

would not prevent other helpful clarifications of the FCARs (e.g., in respect of 

"possession" or "control").  This approach can also be adapted to suit whatever 

definition of crypto-tokens reflects the policy choices that are made (e.g., as to 

whether NFTs should qualifying as “financial collateral”). 

International coordination in this area would also be beneficial.  While such 

coordination has proved elusive in relation to intermediated securities (and Brexit 

has exacerbated the fragmentation in this area), it is likely that conflicts of laws 

issues in this area could only properly be resolved by international treaty or, if not 

achievable, domestic legislation that is consistent with the legal frameworks of 

other major jurisdictions. 

7. Remedies   

7.1. Consultation Question 41 

7.1.1. We provisionally conclude that tracing (rather than following) provides the correct 

analysis of the process that should be applied to locate and identify the claimant’s 

property after transfers of crypto-tokens by a transfer operation that effects a 

state change, and that the existing rules on tracing (at equity and common law) 

can be applied to crypto-tokens. Do you agree? [Paragraphs 19.43-19.52 of the 

Consultation Paper] 

Yes, we agree with both these propositions. 

7.1.2. Do you consider that the common law on tracing into a mixture requires further 

development or law reform (whether generally or specifically with respect to 

crypto-tokens)? 

We believe there are good reasons for treating tracing at law and in equity as 

part of a unified process, as favoured by Lords Steyn and Millett in Foskett v 

McKeown [2001] 1 A.C. 102 at 113 and 128-9 (and the commentary to which 

they refer).  We would welcome any steps the Law Commission could take to 

cement this view 

7.2. Consultation Question 42 

We provisionally conclude that the following existing legal frameworks can be 

applied to data objects, without the need for statutory law reform (although the 

common law may need to develop on an iterative basis):  

(1) breach of contract;  

(2) vitiating factors;  

(3) following and tracing;  

(4) equitable wrongs;  

(5) proprietary restitutionary claims at law; and  
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(6) unjust enrichment. 

Do you agree?   

[Paragraphs 19.54-19.88 of the Consultation Paper] 

Yes, we agree. 

7.3. Consultation Question 47 

7.3.1. We provisionally conclude that there is an arguable case for law reform to provide 

courts in England and Wales with the discretion to award a remedy (where 

traditionally denominated in money) denominated in certain crypto-tokens in 

appropriate cases. Do you agree? [Paragraphs 19.159-19.168 of the Consultation 

Paper] 

Yes, we believe that most, if not all, market participants, would expect the courts 

in England and Wales to be able to grant awards denominated in crypto-tokens in 

appropriate circumstances.  We agree with the reasoning on this point 

propounded by the Law Commission in the Consultation Paper. 

7.3.2. If so, what factors should be relevant to the exercise of this discretion? 

Our instinct is that any discretion should be broadly drafted (e.g., where it 

considers it just to do so / where the interests of justice require) so that the 

Court can make an appropriate decision on the facts before it. 

8. Conclusion 

8.1. The FMLC welcomes the Law Commission’s Digital Assets Project and its 

willingness to propose law reform to help provide legal certainty.  In particular 

the Committee supports the Commission’s conclusions regarding a third category 

of personal property and have provided our views on how this should best be 

implemented.  

8.2. The Committee does support more flexible approach in relation to the criteria for 

transfers, believing that the focus on a “state change within a crypto-token 

system” and the ”replacing, modifying, destroying, cancelling or eliminating of a 

pre-transfer crypto-token and the resulting and corresponding causal creation of 

a new, modified or causally-related crypto-token” analysis does not reflect all 

types of possible transfer, all technologies or how transfers are perceived.    

8.3. We would flag that some of the areas of reform identified in the Consultation 

Paper, apply not only to digital assets, but also traditional intermediated 

securities.  The FMLC would urge that both asset classes are considered in 

relation to any such reforms to ensure legal certainty and to mitigate any 

unintended consequences.   
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Response ID ANON-4G41-UUY4-Q

Submitted to Law Commission consultation on digital assets
Submitted on 2022-09-25 18:12:45

About you

What is your name?

Name:

What is the name of your organisation?

Organisation:
gunnercooke llp

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Response on behalf of organisation

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

We agree with this proposal.

One point that will need further consideration, however, is how best to treat this new type of property, since it may by its nature lack the pre-existing
common law that applies to other types of property.

In this respect, a potential starting point is to compare the new type of property with the definition of “things in action”, as there is a similar starting point
– the property is by reference to an external – however the core difference is that the external is e.g. a blockchain protocol, or an electronic database (an
“external”) rather than a right against a person / as a result of the legal system. As such, conceptually, an attribute of the new type of property is better
reflected by virtue of its relationship with the external, and it may make more sense to treat it conceptually as akin to a chose in action. On the other
hand, where the property aspect is not by reference to the external, then it may make more sense to treat it as something akin to a thing in possession.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::
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We generally agree with the approach, and it would be interesting in this respect to further explore the concept of rivalrous. In particular, unlike physical
items, the concept of rivalrous within digital property is a man-made concept.

This has interesting practical implications, outside the scope of crypto-tokens directly. For example traditionally:

- A disk with a copy of Adobe PDF programme can be treated as goods, i.e. property, under the Sale of Goods Act.

- A copy of the same programme downloaded from the internet would lack the qualities to be property (there not being any element of e.g. tangibility) –
and so would not have the same protections, even though, from the perspective of the general public they would “feel” like they had acquired the same
thing,

and as such there has been a traditional disconnect between public perception (I have “bought Adobe PDF”) and legal reality (I have “bought a disk with
Adobe PDF on it” and “I have a licence to use Adobe PDF”), which could be fixed under the new definition of property – with more of a focus on rivalrous
than tangibility. The question the new type of property then creates, given this focus, is whether a crypto-token (for example) could be move into and out
of the definition of property, depending on r the man-made rivalrous nature of the property, and if so what that would look like in practice.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Please see response to question 2.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

In our view, the better solution would be statutory. We would suggest that this be phrased as a clarification of the pre-existing ability to recognise this
type of property under common law, rather than bringing in a “new” law, as then:

(i) the courts would have scope to starting to take account of the third type of property whilst the legislation goes through parliament;

(ii) it gives additional scope for the courts to apply pre-existing property concepts to the third type of property, rather than have argument that
pre-existing common law should not be applied to the new type of property (creating unneeded uncertainty regarding how the new type of property
should be treated legally);

(iii) (depending on wording) there would be additional scope for additional types of property to be recognised in the future, as the type of property would
not be seen as definitive nor exhaustive; and

(iv) it may be easier to draft on this basis.

Chapter 6: Digital files and digital records
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Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

In our view, in-game digital assets are already capable of attracting personal property rights in the event that the asset takes the form of a crypto-token –
and the key issue here is whether the asset falls within the definition of property as applied to the crypto-token.

We are aware for example of some gaming projects where the rewards are NFTs, and the NFT have an existence separate, and value, to the game itself.
This may be the case, for example, in the play to earn model – where the asset may be given an intrinsic value separate to the game. Where this is the
case, the nature of the asset is more than the usual in-game digital asset, and this should be recognisable from a property law perspective.

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered
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Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree with this conclusion for the reasons provided. Importantly, we view the analysis as correctly distinguishing between cryptoassets which act as a
voucher for an external good or service, and which therefore are not property but may be a record of who owns external property, from crypto-tokens
whose value is not linked to an external, which may be considered property.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

We agree – indeed, the vague nature of the concept of possession lends itself to this, as possession can be seen as simply a type of physical control, and
so indeed the concept of control may in some respects be a better concept for determining the proprietary nature of a thing generally in any event.
Please see also our response to question 20 regarding scenarios where a control analysis makes sense.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

We agree that it would be better to develop this in common law, as statute is too blunt an instrument, and there are certain areas where a more 
incremental approach based on the specific facts makes more sense, such as:
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- the relationship between multisig and tokens – if multiple sigs are needed to control a token, then there can is interesting questions regarding the
implications for the definition of control. 
 
- where a smart contract or “bot” independently controls a crypto-token.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

No

Please expand on your answer::

We are cautious of this proposal, as thought would need to go into how this panel is constituted, in terms of who can be accepted, the basis on which
guidance is provided and the level of enforceability of the guidance it provided. Additionally, we would be concerned with conflicts of interest arising.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

We agree that this is a basis for transferring tokens, and would note that in the context of staking there may be an act of transfer without the
“pre-transfer” element – as there is no pre-existing crypto-token to e.g. destroy, but rather the “transferral” from the protocol to the recipient involves a
new token coming into being without any previous token. (Akin to the operation to accession by natural means or possession, depending on operational
set-up).

We feel that there are other ways for transferring tokens as well. In particular, if the private key is transferred from one person to another, then this may
operate to transfer the token without any state change.

To give some examples:

- firms that provide both custody and exchange functionality may change the ownership of token traded by updating their internal record of who owns
what, rather than moving the token from one wallet to another.

- on death Bob wants to give Alice his tokens, and so in his will gives her his private key access code – so effectively change of ownership by changing who
has control of the token via the private key.

It may well, in our view, make sense to apply the general proprietary analysis proposed to transfer by virtue of state change to a transfer by virtue of
private key change or internal record change (in particular it would makes sense to apply the proposed changes to enable the application of the nemo dat
principle to such scenarios).

Conversely, there may be a state change without a transfer – if the owner of the token decides to change a feature of the token.

As such, a state change of the nature described would in our view be indicative, but not determinative, of transfer.

Yes

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?
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Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Agreed, however a point to consider is the concept of “notice”. Given the creation of new tools, which can for example track crypto-tokens linked to a
theft, there is a question of to what extent the purchaser of tokens, who might have access to such tools, could be said to have notice of the lack of title
by virtue of having the ability to trace the transaction history of a cryptoasset. This is in some ways linked to the broader issue of money laundering and
avoiding handling the proceeds of crime.

As this issue is one which is likely to be very fact specific and to evolve over time, it makes sense in our view to enable the defence at the statutory level,
but to allow common law to develop the detail of what does or does not constitute notice in this context.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Agreed. We would also note that whilst the state change analysis works in the case where ownership transfers by virtue of transfer of the token, in the
case of the scenarios set out in our response to question 20, the change of control approach may make more sense. A way forwards here might be to see
the change of state criterion as a presumption of the transfer of title, which could be overridden if the facts / intentions of the parties deem it
inappropriate.

Yes

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Please see response to question 24 regarding our preference for the key test to be one of control, and change of state being more of an indicative nature,
in order to cover the scenarios outlined at question 20.

Whilst the Consumer Rights Act 2015 as a whole may more naturally apply to tangible property, we would note that it reflects broader public policy issues
in play, and so it may make sense to apply parts / principles of the Consumer Rights Act 2015 to tokens (e.g. those aspects regards transparency of terms,
and with a view to levelling the bargaining power between a merchant and a customer). We would note that, already, various market participants are
seeking to comply with the Consumer Rights Act 2015 on a best efforts basis – and the main issue from a consumer protection perspective is the fact that
consumer contracts may benefit from a cooling off period that would equate to a one way option if the value of the relevant crypto-tokens fall. (There are
exemptions to this cooling off period for certain financial services, however has not yet been tested whether cryptoassets would fall within this exemption
to the cooling off period requirement).

It may be that common law applies the relevant principles from the Consumer Rights Act 2015 as appropriate, however it would reduce uncertainty if in
statute there was clarification as to which aspects of the Consumer Rights Act should be considers applicable from a public policy perspective to
crypto-tokens.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?
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No

Please expand on your answer::

Please see responses to questions 20 and 25.

Yes

Please expand on your answer::

Please see responses to questions 20 and 25.

No

Please expand on your answer::

Please see responses to questions 20 and 25.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

We would note that the focus of this chapter has been on goods, and that there are in addition various cryptoassets linked to services (the holder of the
cryptoassets obtains rights to receive certain services) or status (e.g. membership of an artists’ club).

Yes

Please expand on your answer::

We agree that no legal reform is needed for the reasons set out in the chapter.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Not in the context of whether property. However, there will be areas where different treatment makes sense – for example, in the context of insolvency,
there are various principles (such as relating to the fair distribution of assets), which are premised on an assumption of fungibility – and which therefore it
may make sense to rebut for NFTs compared to other cryptoassets.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

We agree with this approach, and indeed in our view it reflects a broader general regulatory concept of “holding out”. This concept is simply that the
treatment of a person from a regulatory perspective is in part determined by what that person holds him/herself out as doing. A direct custodian would
hold itself out as responsible for the crypto-tokens, and as such would assume the fiduciary consequences. A technology provider, for example, would not
hold itself out as assuming such a duty, and as such not take on the fiduciary obligations.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

Yes
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Please expand on your answer::

Yes

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

Agreed. Whilst we acknowledge that there is a differential in terms of the risk profile caused by the basis on which crypto-tokens are held, it makes more
sense to deal with this as part of the disclaimers to users (so that they fully understand the consequences of the services they use), than to bring in a
presumption that will create uncertainty (as to when and how it applies) and an arbitrary distinction between crypto-tokens and other assets (which could
get particularly complicated if there is a mix of assets, for example in an insolvency). It is also likely that such a presumption would simply result in a
clause rebutting the presumption being added to the standard terms for those who do not wish to set-up a trust, and so it would have little practical
helpful effect.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

We agree that clarity on this point would be helpful, and that this would be best achieved by an express statute to interpret what is meant by for example
“writing” and “signed” in the context of crypto-tokens. We feel that such a clarification of the interpretive rules for the LPA would be of use generally, and
should not be limited to crypto-tokens held by custodians (and indeed this would reflect the nature of the statute as being clarificatory). We would
therefore endorse Option 2(a).

We do not see a panel assisting here, as we do not see how it would be clearer than simply applying the existing common law.

Please share your views below::

See response above.

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

We agree that it makes to have this as a presumption, however there may be particular reasons not to apply it in certain circumstances, and so the
presumption should be disapplied where there is a clear and unambiguous intention among the parties involved that it should not apply.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

No

Please expand on your answer::

We do not have a strong view, however note that there is difficulty when dealing with non-UK persons in getting them to understand and be comfortable
with the concept of a trust. Jurisdictions without the trust concept often do, instead, have their own concept akin to bailment, and as such it may be easier
to use a bailment structure when dealing with non-UK persons, than to try to explain the concept of a trust. Whilst we agree the concept of bailment may
not be “necessary”, it may be facilitative to non-UK persons, who are not familiar with the trust concept, using UK law.

Please share your views below::

See response above.

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?
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Yes

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

We agree with this. In our view, a core aspect of the pledge is that the act of it being physically with another person effectively acts as a proxy notice that it
may be encumbered. This does not exist for digital assets, as such there would need to be a clear additional benefit to justify creating an equivalent to the
pledge to data objects.

That being said, we are conscious that the technology here is evolving, and as such in the future there may be a mechanism for “pledging” cryptoassets in
such a way as to justify making the arrangement legally enforceable as akin to a possessory pledge (and in such a case, it may be that this develops at
common law). We do not, however, feel that there is a justification for taking specific legal action on this issue currently.

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

In our view it would be appropriate to establish such a legal framework and that it is a bespoke regime for financial collateral arrangements in respect of
crypto-tokens. This is because the specific features of crypto-tokens are in our view different to other assets, in particular the potential for speedy
resolution and the transparent nature of the blockchain on which they are based, which justifies taking a different approach to other assets.

Please share your views below::

See response above

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

In our view, the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. In fact, we note that there now are various ways of 
evidencing and recording the movement of cryptoassets from one wallet to another, and as such it is practically easier to trace cryptoassets compared to
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other assets.

Please share your views below::

In terms of law reform, we would clarify that the mere fact that a cryptoasset has a change in state as it moves from wallet to wallet should not defeat
tracing, because to all intents and purposes the nature of features of the asset have not changed, but rather simply the record on which it is held has
changed to reflect its new controller.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Please share your views below::

We agree that there is an arguable case for the reasons provided. We would suggest the following would be relevant factors in determining whether
crypto-tokens would be a better reflection of the innocent party’s loss:

- Whether the crypto-token is already treated as money-equivalent by a community.

- The ease with which the crypto-token can be acquired / disposed of (including the liquidity of the crypto-token).

- Whether the volatility or other features of the crypto-token makes it impractical to value – for example because it is highly speculative what rights or
features the crypto-token will have / evolve over time.
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Dear Matthew, 
Delighted to meet you today. The Law Commission consultation paper was an excellent piece of 
work and we would not want to detract at all from the very helpful and encouraging direction of that 
report with some comparatively minor points. However, as a civil fraud practitioner and as 
promised, here are some brief thoughts on the bona fide purchaser defence: 

• ·The fact that the applicability of the equitable BFPV defence depends on whether or not the 
property was initially given lost as a result of theft or a trick is impossible to justify (i) given 
the variety of modern frauds (ii) the lack of knowledge or control which a recipient will have 
on the manner in which the original owner came to be separated from their crypto. There is 
therefore on the surface considerable attraction in extending the money common law BFPV 
defence by analogy. 

• ·However, in practice I have real concerns that this will make it incredibly difficult for fraud 
victims to ever recover. In the real world people tacitly rely on (i) mainstream banking and 
KCY (ii) inferences to be drawn from shady behaviour including concealing one’s identity 
(which might be linked to avoiding the mainstream banking system) (iii) open source 
intelligence available on the identities. None of this applies with any or any equivalent force 
to the ledger. The space is largely de-regulated, pseudonymity is a legitimate feature and 
hence open source intelligence is not going to be available. 

• ·One further potential problem is the failure of the common law to recognise constructive 
notice. Only people with actual notice (which extends to blind eye where the court reasons 
evidentially that the recipient had actual notice) would be considered to have notice. Given 
the pseudonymous nature of the ledger this will be difficult for claimants to disprove 

• ·Constructive notice, however, may in practice not be much of an improvement. It would fix 
a recipient with the knowledge he would have had with reasonable inquiries. But again, 
unless the standard becomes that everyone runs their currency through tracing software, 
this is unlikely to get claimants any further forward. Even if tracing software is the way 
forward, query what relevance the information should have on the issue of whether 
someone has constructive notice 

• ·Policy wise I am not convinced that recipients of crypto ought to be protected in the same 
way recipients of fiat or other property ought to be. Crypto is not mainstream. It is known to 
shelter illegitimate users in a way that the mainstream banking system does not. In my view 
there is not the same policy need to protect transactions and transfers. Recipient risk should 
be built into the system 

• ·In my view, the best approach would probably to have a list of factors which would be 
relevant to determining whether someone had actual knowledge or ought to be deemed to 
have actual knowledge. These would include the nature of the coin (privacy coin etc), 
whether the transaction can be traced to a mixer, whether other privacy enhancing devices 
or tools have been used (this is deliberately vague to allow for adaption to new 
technologies), whether the defendant had access to but failed to use software which is 
aimed at tracing tainted coins, and whether the transaction was for a fair market value. 

I also have real concerns about current uncertainty over the proper way to trace (or follow) crypto. 
From a technical point of view I understand there are several different alternatives which all produce 
different results. Typical crypto frauds see the crypt traced through many different addresses. 
Traditional rules based on whether the address is owned by a wrongdoer will be difficult to apply. A 
mixed asset pool with another innocent party may be the best approach if one were limiting oneself 
to fiat tracing. 
I hope these thoughts are beneficial to the Law Commission. I look forward to reading your final 
recommendations. 
Kind regards, 
Helen 
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Are you responding to this consultation in a personal capacity or on behalf of your organisation?
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What is your email address?
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If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

We agree that a third category of personal property should be introduced and recognised to incorporate digital assets. The current categories of
property, namely things in possession or things in action, and the application of the law to those do not neatly fit to the characteristics of digital assets as
identified by the report.

Rather than attempting to fit the existing classic definitions which never accounted for digital assets and its modern phenomena, society will be better
served by the recognition of this new category of asset.

We also agree that, given the evolving nature of these assets, the application and development of this criteria should be left to the common law.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

We believe this definition accurately reflects present understanding of digital assets.
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Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Our current understanding and use of digital assets renders this true.

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

We agree. Without rivalrousness there is arguably no ownership over an asset and, thus, no need or ability to assert a legal right and seek protections in
respect of it.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

We agree. Without that ability a digital asset likely has no "value" and, thus, there is no need to assert any rights in or over it. Likewise, it ought to be
capable of being separate from the legal person.

Yes

Please expand on your answer::

We agree. In the context of digital assets there may well be instances where divestibility cannot occur though we profess that we cannot readily think of
an example.

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

We consider that the common law system is best placed to deal with and react to this evolving area of law.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

We agree that they do not fall within the proposed criteria and, crucially, that they do not themselves need to be incorporated within property rights given
their absence of rivalrousness and divestibility. Above all, on the basis that a media file is simply a digital representation or "metaphor" it has no "value"
which requires protection.

Yes

Please expand on your answer::

In our view they should. They occupy a digital space and in many instances the information contained within them may be of great import to an individual
legal person. There needs to be a separation between digital assets which are rivalrous and carry financial value and assets which carry pure information.

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?
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Yes

Please expand on your answer::

See consultation question 7 above.

Yes

Please expand on your answer::

In our view they should. They occupy a digital space and in many instances the information contained within them may be of great import to an individual
legal person. There needs to be a separation between digital assets which are rivalrous and carry financial value and assets which carry pure information.

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

As above.

Yes

Please expand on your answer::

As above.

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

While we agree, we have concerns that the conclusion reached is largely based on the fact that email accounts are largely supplied to end users under
licences.

We consider that perhaps thought should be given to the possibility of email accounts which are not subject to such licences and which may themselves
have value.

It is clear that email accounts can have value on the black market when subject to hacking and, in theory, there is no reason why they could not have
value on the open market if not bound by such licences.

Yes

Please expand on your answer::

See above.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

But see our response to Consultation Question 10.

Yes

Please expand on your answer::

See above.

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?
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Yes

Please expand on your answer::

For the reasons reached in the report.

No

Please expand on your answer::

We do not consider that any change is currently needed to their treatment.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

They appear to fall within the definition of statutory property akin to intellectual property rights.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

For the reasons set out by the report.

No

Please expand on your answer::

While we note that VCCs can be linked to data objects such as crypto tokens, those underlying data objects would attract property rights under the
Commission's proposals.

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

They are rivalrous, divestible, separate from the legal system, have value and, as recent case law has demonstrated, in desperate need of being properly
categorised and regulated.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

We do agree although have concerns about what constitutes "control" as highlighted in the report. For instance, in respect of data objects whose records
are held on a blockchain and accessed by a private key, presumably "control" would vest in the holder of the private key. However, there are cases where
more than one person holds a private key.

If we compare this to a tangible object such as a car, the inference would be that all parties holding a set of keys could, in theory, argue control and, thus,
ownership. Clearly the law needs to be sufficiently flexible to address any such disputes. This, in our view, further supports common law being the most
appropriate forum in which to develop these rules.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in 
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses 
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
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and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

See above.

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

See above.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

For the reasons above and given that this is an evolving area of law.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

However, this is based on an understanding and analysis of current crypto-token systems and transfer. It may be that this evolves over time and so the
law will need to evolve.

Yes

Please expand on your answer::

See above.

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

We consider this is vital in ensuring and protecting effective transfers of crypto-tokens.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

This reflects the law more broadly.

Yes

Please expand on your answer::
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We believe such protections are necessary.

Yes

Please expand on your answer::

This boils down to principles of equity and unjust enrichment.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

We agree as it readily enshrines an already accepted property principle in law.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

We believe this is reflects the factual position.

Yes

Please expand on your answer::

We entirely support this conclusion. The common law is, in our view, the most appropriate means by which to address any such issues and disputes.

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

They are not goods in the sense of a commodity or chose in possession.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

We agree that this is necessary to ensure an accurate record or account of a transfer. This, as the report note, better facilitates tracing. Of course, the law
should still enable remedies where the requirements for a legal transfer have not been met by the imposition of equitable remedies.

Yes

Please expand on your answer::

See above.

Yes

Please expand on your answer::

See above.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::
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None that we commonly encounter.

Yes

Please expand on your answer::

We agree. We consider that while regulation is necessary to protect the public, so too is the freedom to allow participants to develop mechanisms within
a free but protected digital market space.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Not necessarily. NFTs do, however, bring with them issues such as licencing, royalties, intellectual property etc. We agree with the Commission that the
nuances, flexibility and latitude in terms of legal structuring make NFTs a highly innovate and iterative area but that our legal system is well placed to deal
with them.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

We believe the default rule works well.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

See above.

Yes

Please expand on your answer::

We agree, subject to the courts being open to considering alternative arguments over co-ownership.

No

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

We agree and consider that an automatic presumption would not assist. It is also noted that trust arrangements are not recognised in many jurisdictions.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::
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We cannot see what harm this would do. We agree with the Commission that greater certainty and clarification will encourage the crypto-token sector to
the use of trusts.

Please share your views below::

We agree that option 2(a) is the most sensible.

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

This reflects current legal principles.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

We share the Commission's view that bailment is not well-developed in respect of these types of arrangement and until market participants have created
their structures with bailment in mind there is no point in applying bailment to them.

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

On the basis that it is already possible to enter into title transfer collateral arrangements in relation to crypto-tokens we do not consider reform is
needed.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

We agree with the Commission that, at this stage, no reform is needed though believe that this is an area which requires close scrutiny.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

For the reasons cited though we profess we do not have specific experience or knowledge of this.

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

As above.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that 
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
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agree?

Yes

Please expand on your answer::

As above.

Please share your views below::

We can see merits to both but, given that the question is beyond the scope of the report, believe this requires separate consideration.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

This is particularly so given their volatile nature.

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

While we consider that the law on following and tracing more broadly could do with a review / reform, in the context of the question we agree that tracing
is more appropriate.

Please share your views below::

Yes. We believe that tracing at common law should reflect the equitable position.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

We agree with the comments in the report.

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

We agree with the comments in the report.

Yes

Please expand on your answer::

We agree with the comments in the report.

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

We agree with the comments in the report.
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Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Not at this stage though we acknowledge this is a developing area.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

As recent cases have demonstrated, our common law legal system is well placed to deal with these issues. Where problems arise is in relation to how
feasibly one can enforce abroad or in the context of "Persons Unknown".

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Yes, provided the value is "like for like" individuals should be free to choose the means of award. However, we consider that any such crypto-tokens ought
to be brought within a regulatory framework and, potentially, be a Central Back Digital Currency.

Please share your views below::

See above.
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Yes, but I would argue for a more technology-specific approach. I would suggest that the underlying technology and rules governing each sociotechnical 
system or network (hereinafter ‘electronic network’) should be the decisive factors in determining whether a third category of personal property should 
be recognised or whether the digital asset might operate as a thing in action. 
 
The third category of personal property should be recognised in self-custodied tokens that are based on permission-less electronic networks. If they are 
held through an intermediary platform/wallet provider they could better be classified as a thing in action, because they can be enforced by legal action 
against the intermediary platform and possibly another counterparty. Similarly, if they are self-custodied tokens based on a permissioned DLT they may 
be better classified as a thing in action because they can be enforced by legal action against the defendant and the full nodes. 
 
This approach has already started to be recognised by the Courts. In the case Fetch.ai v Persons Unknown, which involved crypto assets held in the 
exchange platform Binance, Judge Pelling QC described the assets credited to the first applicant's accounts on the Binance Exchange as things in action. 
This is an important insight because it departs from the reasoning set out in UKJT and in AA v Persons unknown ‘that a crypto-token could be property 
even if it was not a thing in action in the narrow sense’ and it reveals that when crypto-tokens are held by an intermediary custodial platform they can 
constitute indeed things in action. 
 
On the other hand, systems that do not have an identifiable issuer or intermediary and they are truly decentralised, such as bitcoin, should be 
characterised as things in control or ‘controllable things’. As shown in Tulip Trading v Van Der Laan & Ors [2022] EWHC 667 (Ch) [74], these assets cannot 
be enforced by legal action against an intermediary, the full nodes or the ‘core developers.’ They resemble things in possession in that they have an 
existence independent of the legal system and that they can be subject to exclusive control. However, as intangibles cannot be possessed, they are things 
that are susceptible to ‘control’ (preferably defined as the functional equivalent to digital possession). This will leave some space for the courts to decide 
which concepts that are based on possession can be applied to ‘data objects’, but it will indicate the Law Commission’s understanding that they are akin
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to things in possession and that most concepts that are based on possession would logically apply analogously. 
 
Comment on naming the third category ‘data objects’: 
 
The term ‘data objects’ has inherent limitations as it creates confusion with how this term is used in computer science. To avoid confusion with computer
scientists’ terminology my suggestion would be to go back to the factual relationship that a person can have with the ‘thing’, that is control. This approach
would also be more consistent with the classification of personal property in the current law. It is therefore suggested that the factual concept of control
should be used as a definitional characteristic of data objects: ‘things in control’, ‘controllable electronic things’ , or even ‘things intangible’ might
constitute three alternatives. 
 
The fact that these assets are not referred to as ‘controllable electronic things’ and the like in day-to-day life does not pose any issues as existing objects
of property rights are not referred to as ‘things in action’ or ‘things in possession’ in day-to-day life either. The term ‘things intangible’ could be then used
as an umbrella term comprising things in action, controllable electronic things, intellectual property, shares, and any other intangible items that the law
recognises as property.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Yes, I agree. It might be worth considering using the word ‘information’ instead of ‘data’ in the context of the same sentence. Datum is generally defined
as ‘a piece of information’ and data is the plural. Therefore, the use of the word information can do the same work as the word data. The added value is
that the word ‘information’ might align better with UNIDROIT Working Group’s definitions: an ‘electronic record consists of information stored in an
electronic or other intangible medium, which is capable of being retrieved’ and a ‘digital asset’ is ‘an electronic record which is capable of being subject to
control.’

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?
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Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, I agree. Email accounts may be characterised as things in action (a right against the mailbox provider). This raises the question of whether blockchain
tokens, such as NFTs, virtual items or even cryptocurrencies, that are also sometimes ultimately supplied to end users under licences by platform
providers should be prevented from falling within the suggested third category of personal property rights.

Yes

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::
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Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, I agree. They are more appropriately regarded as forms of statutory property and are most analogous to certain types of intellectual property rights.
A step further might be to clarify what happens in the case that digital records (e.g., NFTs) linked with CEA that can be data objects. Would it be that the
personal property right in the NFT and the statutory property right (analogous to IP) embodied in the NFT run in parallel? Or that the statutory property
right somehow is absorbed in the NFT? I am not entirely sure whether this should be left to private ordering.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

I agree partially. I think the definition of crypto-tokens is not sufficiently clear. A typology of crypto tokens might need to be discussed as they do not
constitute a coherent whole. Some might fall within the third category of personal property. Some others may be properly classified as things in action.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

This is sound in principle, to maintain a clear differentiation between the rules for tangibles and the rules for the proposed third category of personal 
property. However, there is a potential inconsistency with the Electronic Trade Document Bill (ETD Bill). In the ETD Bill, the Law Commission suggested 
that possession and not control is the preferable applicable legal concept to ETDs. This was justified on the basis that it allows ETDs to receive the same 
legal treatment as paper trade documents. 
 
It is possible that electronic trade documents (ETDs) as defined in the ETD Bill would fulfil the criteria a thing should satisfy to be recognised as falling 
within the proposed third category of personal property. ETDs, thus, may be perceived as a subset of data objects. As CargoX, an IGP&I-approved 
electronic trade document platform, mentions in its website: "[…] for tokenized asset transfer, ownership registration, or statement – for example, 
documents of title – non-fungible tokens are needed. Tokens of this type represent unique assets, and they are not mutually interchangeable. This is a 
stark contrast to cryptocurrencies and enables a new set of functionalities on the blockchain, as well as the development of the new distributed 
application. These enable global applications, such as the distributed CargoX Platform for Blockchain Document Transfer (BDT).” 
 
The ETD Bill, thus, implicitly recognises that the design choice of the system and the intended functionality of the NFT are critical factors for the legal 
treatment of each type of NFT. However, this piecemeal approach creates a potential inconsistency in the law, which might undermine legal certainty. If 
digital assets are not amenable to possession but ETDs are, then we have unequal treatment of similar cases, because in their substance ETDs may be 
nothing more than NFTs. 
 
For example, a commercial invoice is unlikely to qualify as a trade document for the purposes of Section 1 of the ETD Bill because possession of the 
document is not required as a matter of law or commercial custom, usage or practice for a person to claim performance of the obligation recorded 
therein. Therefore, an NFT functioning as a commercial invoice would be unlikely to qualify as an ETD for the purposes of the ETD bill while an NFT 
functioning as a bill of lading can qualify as an ETD for the purposes of the ETD Bill insofar as the requirements set out in the ETD Bill are satisfied. 
 
This would create the consequence that the holder of these two NFTs will have possession of the first NFT (non-fungible ETD) but merely control of the 
second NFT (non-fungible commercial invoice). If possession is a factual concept, the following paradox arises: How can someone physically possess an
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NFT if that NFT is used as an ETD but not be able to possess that same token if it is a piece of art or another document, outside of the ETD Bill’s remit?
(same goes for control - vice versa). All the concepts relevant to possession will apply automatically to the first NFT but their applicability remains
uncertain for the second NFT. By way of illustration if a hacker unlawfully deprives the holder of the two NFTs only the first of these NFTs will be protected
by the tort of conversion, and attract relevant remedies, such as damages and specific delivery, while the means of protection of the second (commercial
invoice NFT) remain uncertain. 
 
One justification is that ‘other digital assets, in general, do not seek to replicate the legal functionality of a specific form of tangible personal property in
the same way that electronic trade documents attempt to replicate exactly the legal functionality of paper trade documents’. However, this seems slightly
overstated. Bitcoin was created exactly to replicate the functionality of tangible cash by creating a ‘peer-to-peer electronic cash payment system.’

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

No

Please expand on your answer::

There are various definitions of control. At the CP the existence of ‘animus possidendi’ is identified as a main differentiating factor between control and
possession (see CP para 11.76). In the CPR 1998, r 31.8(2), a document for the purpose of disclosure in court proceedings in a person's control if (a) it is or
was in his physical possession; (b) he has or has had a right to possession; or (c) he has or has had a right to inspect or take copies of it. For the purposes
of s 2(1) of the Electronic Trade Documents Bill a person exercises control of a document when the person uses, transfers or otherwise disposes of the
document (whether or not the person has the legal right to do so), and persons acting jointly are to be treated as one person. The concepts of factual
negative and positive control as used in Consultation Question 17 above are also helpful.

As a general comment, I think the concept of control might need to be defined closer to ‘digital possession’ than it currently is - as the functional
equivalent of possession for digital assets that do not constitute things in action. This would not apply the legal concept of possession wholesale to data
objects, but it will provide a stronger indication that these assets are to be treated not identically but analogously to things in possession. Parties can
remain free to structure their arrangements in the ways that best suit them as some tokens may still be designed as things in action (e.g., if they are
represented by a claim on a known issuer).

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::
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Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)
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Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements
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Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

No

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?
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Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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4 November 2022 
 International Digital Assets Counsel Association and CryptoUK 

 
a joint response to the Law Commission’s Digital Assets Consultation Paper (Number 256) 

 
 
 

The International Digital Assets Counsel Association (“IDAC”) and CryptoUK (together, the “Working Group”) welcome the opportunity to contribute to the 
Law Commission Digital Assets Consultation Paper (Number 256) dated 28 July 2022 (the “CP”).  
 
The Working Group applauds the Law Commission’s objective to provide a facilitative and legally certain environment in which digital assets can flourish. 
We submit that the Law Commission has already been highly successful in advancing its objectives through the CP’s unparalleled depth of analysis of the laws 
of England and Wales as applied to digital assets, its contribution to domestic legal certainty and the evident persuasive authority of the CP in other common 
law jurisdictions and beyond.1  
 
IDAC is a group formed in London in early 2022 to bring together the community of lawyers working in the crypto and digital assets industry. It is comprised 
of in-house and private practice lawyers with subject matter expertise in crypto assets, traditional financial markets and technology. IDAC’s current membership 
includes over 30 organisations (including digital assets exchanges, custodians, prime brokers, technology providers and law firms) represented by over 60 
individuals.  The group was formed with the aim of reducing uncertainty and increasing standardisation in relation to matters of law and regulation in our 
markets.   
  
The IDAC group meets once per month.  Each meeting is an open forum with all members speaking on news, the markets, current legal and policy issues and 
reporting on the progress of projects that the members set for the group. The current membership is mainly in London, but firms in Asia and the US are also 
now represented.  Although most individual members are English lawyers, given the nature of the industry, it is important to have an international perspective 
and most businesses represented are global. The group has an open agenda and members are encouraged to suggest topics for discussion in meetings and further 
work by sub-teams. There is currently no cost to join or take part for either individuals or firms and the group follows usual trade body practice in relation to 
competition law issues. 
 
CryptoUK is the UK’s trade association representing the digital asset sector. Our members, comprising over 150 leading organisations from across the sector, 
believe that crypto and digital assets can help enhance the way we undertake financial transactions, to the benefit of consumers, business and security. We are 
working to help educate policy makers and regulators about the crypto and digital asset industry, and to work with them to develop a balanced and fit-for-
purpose regulatory framework for the UK and Europe. Our members believe that by working together with policy makers and with each other, we can ensure 
that the UK fulfils its potential to be a global leader in this exciting new industry. 
 

 
1 The CP was cited on by MARTIN GLENN Chief United States Bankruptcy Judge in re: CELSIUS NETWORK LLC, et al., United States Bankruptcy Court Southern 
District of New York (https://cases.stretto.com/public/x191/11749/PLEADINGS/1174910172280000000017.pdf) 
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We have focused our responses on the questions set out in the CP that are most relevant to our members and their clients. Set out below are some key positions 
extracted from our more detailed responses attached hereto. 
 
● Third Category of Property - We agree with the Law Commission’s proposed explicit recognition of “data objects” as a “third” category of personal 

property and the three criteria outlined in the CP as the optimal long term solution. A thriving digital asset industry, marketplace and ecosystem has evolved 
around digital assets that involve no actionable claim against another party (including, by way of example, Bitcoin, Ether and various altcoins). That said, 
we believe that today digital assets are, or would be, recognised as a form of ‘property’ by the courts, and that common law would adequately interpret the 
existing law of property to adjust to the realities of this new type of asset. We welcome targeted statutory intervention as a ratification of this existing reality.   
Our concern with a laissez-faire common law approach is not with the ability of the common law to do so, but how this would occur. Increased certainty 
on this point will be positive for all market participants, and establishing this solely through common law will take an unknown amount of time, especially 
for this to be considered “settled law”. For this reason we would consider the more expedient approach is for statutory intervention to establish the principle 
that data objects are a category of property, and then allow common law to further refine and integrate this into the existing body of law in future. 

 
● Custody - We agree that crypto-token custody arrangements can be characterised and structured as trusts and note that this is currently common practice 

for crypto-token custody arrangements in common law jurisdictions such as England and Wales. In our response we provide further details of market 
practices, holding patterns and structures, including commentary of what it means to “hold crypto-tokens” in this context. Where crypto-tokens are held on 
a full custody basis (i.e. where a third party entity holds all the private keys to the relevant crypto-tokens, on trust or otherwise, for the beneficial owner), 
we welcome the Law Commission’s proposals for targeted statutory intervention for a general pro rata shortfall allocation rule in respect of commingled 
unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency (provided that parties can contractually agree to alternative 
arrangements (e.g. title transfer)). Where the parties have agreed on a full ‘custodial’ arrangement, such measures are likely to promote additional confidence 
to clients and thereby allow this industry to flourish. However in other types of ‘crypto holding’ arrangements such as where an entity is just ‘passing 
instructions’ to another third party that holds the private keys, or where an entity is just holding one private key in a multi-signature set-up, those proposals 
may not be appropriate or applicable, and it is important that any such proposals are carefully drafted.  

 
● Collateral - We submit that there is an urgent need for a robust regime for crypto collateral arrangements with similar effect to the Financial Collateral 

Arrangements Regulations (“FCARs”). The FCARs have been highly successful in traditional financial markets providing market participants with 
increased certainty, and an enhanced toolkit to take and enforce in-scope collateral arrangements for financial obligations. In our view, the same policy 
considerations that apply to “financial collateral” arrangements also apply to “crypto collateral” arrangements. For crypto markets to scale in a safe and 
efficient manner it is essential that crypto market participants, especially institutional market participants in crypto lending and borrowing markets,  have 
the same toolkit available to effectively mitigate their credit and liquidity risks and in doing so reduce the potential for systemic risks. We submit that 
crypto asset market participants should benefit from the same advantages and protections as traditional financial market participants when structuring their 
collateral arrangements. Our position is that we would like crypto-assets covered by a targeted amendment to the FCARs (solving for centralised finance 
or “CeFi” in the short term) with a fuller consultation on a standalone crypto regime (solving for decentralised finance or “DeFi”) in the longer term. In our 
view "perfect should not be the enemy of the good" and the inclusion of crypto within the existing FCAR regime as a starting point is an important leap 
forward for the industry. 
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The Working Group’s responses to the CP have been prepared in consultation with the IDAC membership and CryptoUK by the named individual contributors 
set-out in the Appendix attached hereto. The working group has been co-chaired by Thomas Morgan (Coinbase) and Laura Bates (Hidden Road Partners UK 
LLP) with Charles Kerrigan (Partner, CMS Cameron McKenna Nabarro Olswang LLP) as secretary.  
 
 
 
 
 

 

 
                                                                                              

 
 
 

 
 
 

 

591



 
 

Due: 4 November 2022 
 

Number and 
Location 

Question Proposed Answer 

Q.6 
 
(Paragraph 5.142) 

We provisionally propose that: 
 
(1) the law of England and Wales should explicitly 
recognise a distinct third category of personal 
property; and 
 
(2) a thing should be recognised as falling within 
our proposed third category of personal property if: 
 
(a) it is composed of data represented in an 
electronic medium, including in the form of 
computer code, electronic, digital or analogue 
signals; 
 
(b) it exists independently of persons and exists 
independently of the legal system; and 
 
(c) it is rivalrous. 
 
Do you consider that the most authentic and 
appropriate way of implementing these proposals 
would be through common law development or 
statutory reform? 
 

We agree that a third category would be the most optimal long term solution.  However, we 
believe that English law already recognises a third category of property that is broadly similar to 
“data objects” and that, in the near term, common law is capable of interpreting existing English 
law appropriately to ensure that digital assets such as bitcoin and other crypto-tokens constitute 
“property”. 
 
A thriving digital asset industry, marketplace and ecosystem has evolved around digital assets 
that involve no actionable claim against another party (including, by way of example, Bitcoin, 
Ether and various altcoins). In our view “data objects” are best represented as a distinct category 
and we consider that recognition as such permits the common law to evolve in a way that 
reflects the idiosyncrasies of this third category of property.  
 
Whilst we appreciate that data objects may share some similar characteristics with both (i) a 
thing in action (broadly intangibility and control) and (ii) a thing in possession (noting crypto is 
routinely described as a digital bearer instrument or digital cash) -  it follows that some of the 
principles applicable to each of these characterisations  may provide a useful starting place for 
English common law to evolve in respect of data objects. We struggle with any suggestion that 
“data objects” can simply be shoehorned into a more expansive catch-all interpretation of things 
in action, primarily because many of these “data objects” exist independent of legal action or 
proceedings. Similarly we are conscious there may also be value in applying possessory 
principles of negotiability, relative title and the availability of possessory security interests - 
particularly in the context of the availability of custodial liens and DeFi. To the extent that the 
law needs to define what possession means in the context of data objects we think this naturally 
returns and equates to the discussion of what is meant by control. We discuss some of these 
considerations below.  
 
We believe that given the chance, common law would rightly recognise data objects such as 
digital assets as ‘property’, either as ‘things in possession’ (adapting existing caselaw to permit 
digital objects to be ‘possessed’ by control, or similar, and removing the antiquated notion that 
only physical items may be ‘possessed’), or as a new category of ‘chose in action’, or indeed by 
establishing a third category. 
 
In our view the most expedient way of implementing these proposals to ensure the law of 
property is clear regarding digital objects would be by targeted statutory reform to ratify this 
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existing position. This not because statutory intervention is strictly necessary, nor that common 
law will struggle to achieve the same outcome, it is because enhanced certainty for all market 
actors would be welcome, rather than waiting for successive common law to establish this as 
“settled law”, perhaps over years or decades. Relying on case law alone would depend on cases 
on relevant matters being brought before a court and being argued in the right way, which can 
not only be unpredictable in terms of the outcome but may also take a significant amount of 
time before the legal position is clarified. In a global marketplace, where digital services, capital 
and choice of law can flow across borders, it sends a clear and unambiguous signal that English 
law recognises the legitimate expectations of market participants and individuals that their “data 
objects” are recognised as their property and their rights will be respected.  This is especially 
the case if the UK government intends to succeed in its plans to make the UK a global crypto 
asset technology hub and to preserve English law’s status as a jurisdiction of choice for the 
growing crypto (and digital object) economy. 
 

Q.15 
 
(Paragraph 10.139) 
 

We provisionally conclude that crypto-tokens 
satisfy our proposed criteria of data objects and 
therefore that they fall within our proposed third 
category of personal property. Do you agree? 
 

We agree, subject to the points made above, that we consider that the courts do and would 
consider digital objects to already be considered ‘property’ as a matter of English law albeit we 
consider a third category of property to be desirable for clarity. 
 
We are aware that some respondents intend to raise concerns with regards to the second criteria 
that the data object must "exist independently of persons and exist independently of the legal 
system". The main purpose of this limb is to distinguish data objects from the two other existing 
categories of property. We understand that these concerns focus on the practical consideration 
that this criterion may be challenging to apply in practice. We think this second limb is an 
important characteristic of the major crypto assets including BTC and ETH that distinguish 
them from a chose in action and is important for their explicit recognition as property. However, 
we appreciate this may not always be certain for all crypto-tokens and would therefore be 
supportive of including a mechanism by which market participants are able to clearly 
distinguish between data objects and other types of personal property should they not fully 
exclude the possibility that a crypto-token has some features that resemble a chose in action. 
Alternatively, it may be beneficial to recognise data objects as a third type of property but 
nonetheless extend the useful consequences of such characterisation to a much broader range of 
crypto assets that may also include those involving a chose in action (e.g. security tokens).  

Q.18 
 
(Paragraph 11.128) 

We provisionally conclude that the concept of 
control as it applies to data objects should be 
developed through the common law, rather than 
being codified in statute. Do you agree? 
 

We partially agree.  
 
We believe the optimal approach would be for statute or statutory instruments (or explanatory 
notes or guidance accompanying statute or statutory instruments) to establish certain categories 
of “control” and “possession”, and establish (for instance) that control is an expansive term that 
can establish various arrangements, and/or that “possession” is a term that can include control 
over digital objects, such as control over the (or the requisite majority of the) private keys 
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relating to digital objects. This should not exclude existing common law interpretations of 
control or possession but would establish legislative intent which can then be further expanded 
and interpreted by common law.  Our hope is that this could also be achieved expeditiously 
because (we hope) this is a relatively technical update that is unlikely to be contentious, 
politically or otherwise. 
 
The rationale here is one of pragmatism. As a new area of law, there will be an unknown period 
before there is sufficient body of common law relating to control in the context of crypto assets 
for this to be considered a “settled” area of law.  Until this time, market participants will 
nevertheless require legal certainty, which is usually obtained by written advice from law firms, 
for instance in memo form or a legal opinion.  Without sufficient certainty, such as aspects of 
“control” set out in statute or at minimum in guidance accompanying statute, we anticipate that 
law firms will be generally unwilling to issue firm legal opinions on the validity and 
enforceability of control arrangements, thereby hampering their practical utility in the market.  
We note that even with the FCARs and existing fixed/floating charge analysis – where there is a 
large amount of certainty in the drafting and common law interpretation – law firms are 
nevertheless often reluctant to give firm opinions on whether something is or is not a “fixed 
charge” or is or is not a “security financial collateral arrangement”. Whilst the market has 
adapted to reasoned opinions based on assumptions and qualifications, this is not optimal for 
any party. We should take this opportunity to provide maximal certainty, whilst leaving 
common law free to provide further interpretation in future noting that any statutory 
intervention should at least give due consideration to existing market practice in this area. 
Whilst improvements upon the well-identified gaps in the definition of control within any 
regulation relating to collateral and crypto assets would be welcomed, we understand the 
potential wider concerns should the same improvements not be added to the broader spectrum 
of instruments covered under the FCARs. 
 

Q.26 
 
 
 

We provisionally propose that the law should be 
clarified to confirm that a transfer operation that 
effects a state change is a necessary (but not 
sufficient) condition for a legal transfer of a crypto-
token. We consider that this state change condition 
is more appropriate than the potentially wider 
condition of “a change of control”. Do you agree? 
Do you agree that such a clarification would be 
best achieved by common law development rather 
than statutory reform? 
 

We disagree. We do not agree that “state change” at the main (‘layer-1’) blockchain level would 
be needed for transfer of legal ownership of the relevant crypto-asset.   This concept assumes 
that all transfers will be reflected on the blockchain itself.  If a concept of “state change” is to be 
used, then it must be appropriately defined, sufficient to encapsulate methods of legal transfer, 
such as via layer 2 solutions such as the Lightning Network, or transfers of the private keys 
associated with the crypto-token.  
 
In our view this should be achieved through common law and not statute.  We believe that 
common law is more than capable of interpreting existing law on transfers to fact patterns 
involving crypto-assets (for instance we are not aware of any argument or contention that “a 
transfer of bitcoin over the Lightning Network isn’t actually a transfer of bitcoin”, quite the 
contrary, and disagree with the assertions at paragraph 13.141 and 13.142 of the paper). 
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As noted above, in any discussion on transfers of crypto-tokens, scaling solutions must be 
considered and included so that transfer of ownership over a scaling solution (e.g. a layer-2 
solution such as the Lightning Network) remains a valid method for legal transfer.  In our view 
this would naturally be the case today, and we do not see any policy rationale for statute or 
common law to change this position. To the extent knowable at this stage, scaling solutions 
appear likely to play a large part in the evolution of blockchain networks and crypto-assets. Any 
definition of “state change” should encompass a transfer of the relevant crypto asset pursuant to 
a Layer 2 Solution, such as a Rollup or a State Channel.  For example, if a person transfers 
bitcoin to another person over the Lightning Network, this should be considered to be a valid 
method of legal transfer of a crypto-token (bitcoin in this case). Similarly, if the transfer is 
included as part of a roll-up or side-chain that should be sufficient to transfer legal ownership. 
Due to the design of scaling solutions, this may not be reflected on the underlying blockchain 
itself (or if it is, this may be via a future “channel rebalancing” which is not linked to any 
particular transaction). Millions of individual transactions may be carried out over the Lightning 
Network or other scaling solutions, and these are very promising ways for ‘layer-1’ blockchains 
to scale in a safe, efficient, effective way.  
 
There are also edge cases to consider where an expansive meaning of “change of control” 
would likely be more appropriate. Due to the nature of crypto-tokens as akin to ‘digital bearer 
assets’, legal ownership may be established via a form of “digital possession” i.e. by holding the 
(or a requisite majority of the) private keys to the crypto-token giving the holder the ability to 
control the crypto-token (noting that beneficial ownership may be different, for instance due to 
custody or trusts as discussed in Q29 and Q30).  In a hypothetical scenario where there is one 
private key to a crypto-token, and person A hands that private key to that crypto-token over to 
person B and retains no knowledge of it, B in many senses becomes the legal owner of that 
crypto-token, assuming that is the intent of A and B. This is akin to the current legal position for 
physical cash such as banknotes or coins and other tangible assets and can be seen in practice 
for crypto-tokens with products such as “OpenDime” for bitcoin.  We do not see a policy reason 
why a person should not be able to transfer legal ownership of a crypto-asset to another person 
by handing over the private keys (akin to parting with possession of tangible assets), assuming 
this is the intent of the parties, or why an “on-chain” transfer would be required in this instance. 
 
In addition, whilst technically beneficial transfer rather than legal transfer, we would note that 
in custodial networks transfer of ownership may be achieved via a change in beneficial 
ownership or control. For example, a transfer by one custodial user to another may be effected 
by a books-and-records transfer of beneficial ownership at the custodian, without the need to 
reflect this as a state change on the relevant blockchain of the crypto-token.  This is well 
established in traditional finance and financial arrangements and indeed, is a well-used and 
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well-recognised model within the institutional crypto industry.  In our view common law would 
recognise this transfer of ownership in any event, but if any statutory intervention was planned 
it should be made clear that transfer of ownership need not be reflected in a “state change” at 
the blockchain level to the exclusion of other methods of ownership transfer, such as beneficial 
“books and records” transfers. 
 

Q. 29 
 
(Paragraph 16.41) 

We provisionally conclude that it is appropriate to 
draw a distinction between direct custody services 
(that is, holding crypto-tokens on behalf of or for 
the account of other persons and having capacity to 
exercise or to coordinate or direct the exercise of 
factual control in terms of both its positive and 
negative aspects) and custodial or other 
technology-based services that do not involve a 
direct custody relationship. Do you agree?  

Yes, we agree that there is a clear distinction between custodial services, non-custodial title 
transfer arrangements and non-custodial technology services (as described below).   We also 
believe that further clarity and thought should be put in to clearly define what it means to “hold 
crypto-tokens” in this context, and that legal developments should also focus on control over the 
private keys relating to the digital assets as a determining feature – for instance different 
considerations that apply to entities that do not hold private keys, or to those that only hold 
one/some keys in a multi-signature set-up. We should take care not to be “skeuomorphic” in 
mistakenly applying mental models from traditional forms of custody for traditional assets to 
new modes of custody for digital assets, and in doing so limit the possibilities of this new 
technology. 
 
We believe that the contractual terms agreed between the parties should determine whether the 
arrangements are correctly characterised as either custodial, non-custodial title transfer or non-
custodial technology-based services. In particular:  
 
(i) custodial services - where a custodian is entrusted with safekeeping of all or part of the private 
key. In these circumstances the relevant contracts will typically use language stating that the 
custodian holds the assets “on trust”, as a “fiduciary” and/or “on behalf of the client”;   
 
(ii) non-custodial title transfer arrangements - where the service provider takes full title transfer 
to the client’s assets and in return the client has a contractual right to the return of an equivalent 
asset. In these arrangements the client is exposed to the credit risk of the service provider but 
may, when recognised, mitigate its exposures through the application of netting and/or set-off of 
other obligations due to the service provider (e.g. master lending agreements). We note the current 
uncertainty with respect to netting provisions in our responses below; and  
 
(iii) non-custodial technology services - for example a technology provider that simply provides 
wallet software and has very limited or no control over the private key (e.g. self-hosted wallets 
and certain multi-party computation solutions which enable users and/or the software to recover 
seed phrases and/or the private keys). These will likely be characterised as software licences, 
software as a service (SAAS) and/or wallet as a service arrangements (WAAS).  
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We would also argue that the unique aspects of crypto-tokens mean that a simple categorisation 
of “holding crypto-tokens'' is not adequate. Traditional financial assets such as shares are 
fundamentally aggregations of contractual rights into easily conceptual ‘bundles’ such as a 
“bond” or a “share”. In reality however a “bond” is merely a conceptualisation of the bundle of 
rights that the rights-holder (bondholder) has against the rights-owner (issuer), which has been 
enshrined by legislation, regulation, and case-law. Therefore any ‘intermediary’ such as a 
traditional ‘custodian’ in financial markets is actually the rights-holder, usually necessitating an 
arrangement such as a trust where they hold those rights for their customers not for their own 
account. This chain of intermediaries between the ultimate beneficial ‘owner’ of the rights (the 
bond) and the issuer is complex and somewhat fragile – one bad actor in the chain could abscond 
or adversely deal with the rights or become insolvent affecting everyone in the chain downstream.  
Crypto-tokens are different. The holder of the private keys has absolute control over the crypto-
token (akin to the rights of a physical holder of a bearer instrument, in a digital context). 
Therefore, reliance on intermediaries is subtly, but profoundly, different, and should be reflected 
in considerations of ‘custody services’ in the legal context.  
 
For instance, the enhanced features of crypto-tokens and private keys allow us to further fine-
grain “custodial services” between: 
 
(A)  custodian services – where a party controls the private keys associated with the relevant 
crypto-token. This could be a trust arrangement (see Q30).  
 
(B)  intermediary services – where a party is an intermediary who engages a third-party custodian 
to hold the private keys, but does not hold private keys themselves.  This party may give 
instructions to the custodian but is a true intermediary and can’t themselves abscond with assets.  
 
(C)  key-holder services – where a party controls one (or some) of the keys in a ‘multi-signature’ 
set-up. This is akin to a party holding one key to a physical safe deposit box, with (perhaps) the 
beneficial owner holding another key etc.  The key-holder party has a very limited role, and can't 
abscond with assets, and can’t itself move or affect the assets without enough of the other 
keyholders agreeing.  It may not be appropriate to consider that a party holding 1 key out of 5 
keys in a 3/5 multi-signature set up (for example) is a “custodian” in the same sense as today’s 
custodians of financial instruments (who, analogously, hold 1/1 keys). 
 
This is relevant because different legal arrangements may exist depending on the ‘type’ of 
arrangement. For instance (i)(A) and (i)(C) could be ‘trust’ arrangements (see Q30) whereas 
(i)(B) or (i)(C) could be a purely contractual arrangement on the basis that the relevant party 
doesn’t “hold assets” in a meaningful sense. 
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Q. 30 
 
(Paragraph 16.75) 
 

16.75 We provisionally conclude that, under the 
law of England and Wales, crypto-token custody 
arrangements could be characterised and 
structured as trusts, even where the underlying 
entitlements are (i) held on a consolidated 
unallocated basis for the benefit of multiple users, 
and (ii) potentially even commingled with 
unallocated entitlements held for the benefit of the 
custodian itself. Do you agree?  
 
16.76 We provisionally conclude that the best way 
of understanding the interests of beneficiaries 
under such trusts are as rights of co-ownership in 
an equitable tenancy in common. Do you agree?  
 
16.77 Do you consider that providers and users of 
crypto-token custody services would benefit from 
any statutory intervention or other law reform 
initiative clarifying the subject matter certainty 
requirements for creating a valid trust over 
commingled, unallocated holdings of crypto-
tokens? If yes, please explain what clarifications 
you think would assist. 

16.75 Yes.  
 
We strongly agree that crypto-token custody arrangements where the custodian holds the private 
key(s) in respect of the relevant crypto-token can be structured as trusts. We note that it is 
typical market practice for crypto-token custody arrangements in common law jurisdictions 
such as England and Ireland to be structured as trusts.  
 
Additionally we agree that such arrangements can be characterised and structured as trusts even 
where the underlying entitlements are: 
 
(i) held on a consolidated unallocated basis for the benefit of multiple users (i.e. typically 
described as “omnibus” accounts or wallets); and  
 
(ii) commingled with unallocated entitlements held for the benefit of the custodian itself. 
 
In relation to (i) above, many crypto custodians hold assets in an omnibus environment (similar 
to traditional securities custodians). Omnibus environments confer certain benefits on the crypto 
custodian and its clients. The ability to settle transactions directly on the custodian’s books and 
records rather than on-chain: 
 

(a) reduces the risk of erroneous on-chain transfers (e.g. sending assets to an incorrect 
wallet address resulting in a transfer that cannot be reversed); 

(b) reduces transaction fees (e.g. gas fees); 
(c) may allow near instantaneous settlement without the risk of delayed on-chain 

movements (e.g. settlement finality achieved on custodians books and records); and 
(d) may provide access to greater liquidity within an internal order book.    

 
In relation to (ii) above, we also agree that users should benefit from equitable co-ownership 
rights and be protected in the event of the custodian’s insolvency. We note that in traditional 
securities markets there are circumstances where custodians may hold proprietary assets in the 
same account as the custodian’s clients’ assets. Some examples are set out in the UK Financial 
Conduct Authority’s CASS 6.2.5R and 6.2.6R rules (e.g. fractional entitlements, shortfalls, 
operational or compliance issues). We believe that a similar rationale applies to many crypto-
token custody arrangements and clients should therefore remain protected provided that the 
custodian has maintained accurate records of the client’s entitlements on its books and records.  
 
16.76 Yes, we agree that such trusts are best characterised as rights of co-ownership in an 
equitable tenancy in common. 
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16.77 We are of the view that no further statutory clarification is required on this point. 
     

Q. 31 
 
(Paragraph 16.107) 

We provisionally conclude that a presumption of 
trust does not currently apply to crypto-token 
custody facilities and should not be introduced as 
a new interpretive principle. Do you agree? 

Yes.  
 
Whilst interpretive principles could be helpful clarification, we are of the view that this is not 
strictly required and should only be so as to clarify that the parties may utilise trust principles 
(and should clearly describe it as a trust if that is their intention), rather than this being a 
presumption. If the parties intend that the assets are to be held on trust this can clearly be 
expressed in the custodian’s terms either by the use of the word “trust” or by other language that 
demonstrates that the custodian holds the assets “on behalf of” or “for the benefit of” clients.  
Furthermore as noted above in our answer to Q29, there may be subtle differences between 
types of arrangements that may be colloquially described as “custody”, some of which may not 
be rightly characterised as trust arrangements as a presumption.  
 
 

Q. 32 
 
(Paragraph 17.58) 

We provisionally propose that clarification of the 
scope and application of section 53(1)(c) LPA 
1925 would be beneficial for custodians and would 
help facilitate the broader adoption of trust law in 
structuring custody facilities, in relation to 
cryptotokens specifically and/or to other asset 
classes and holding structures, including 
intermediated investment securities. Do you agree? 
 
20.47 If you think that clarification of the scope 
and application of section 53(1)(c) LPA 1925 
would be beneficial, what do you think would be 
the best way of achieving this? Please indicate 
which (if any) of the models suggested in the 
consultation paper would be appropriate, or 
otherwise outline any further alternatives that you 
think would be more practically effective and/or 
workable. 

We agree that clarity on this point would be helpful, and that this would be best achieved by an 
express statute to interpret what is meant by for example “writing” and “signed” in the context of 
crypto-tokens. Whilst we feel that such a clarification of the interpretive rules for the LPA would 
be of use generally, and should not be limited to crypto-tokens held by custodians, we understand 
that there is some resistance to change from traditional market participants in the context of 
intermediated securities. This is on the basis that the law is "tolerant of what is meant by signed 
and in writing" and there are "good arguments that s53(1)(c) doesn't apply to intermediated 
securities holdings". In our view this should not prevent the modernisation of 53(1)(c) to 
accommodate the highly automated and digital crypto asset markets. We would therefore endorse 
Option 2(a). 

We also believe that similar intervention should be carried out at the same time to clarify 
aspects such as powers of attorney and deeds in the context of crypto-tokens (such as reform of 
the Powers of Attorney Act 1971). We do not see a policy reason why a power of attorney could 
not be granted in writing or by code, and evidenced thereby (including by signing by private 
keys etc.) in respect of a crypto-asset.  

Q. 33 
 
(Paragraph 17.81) 
 

We provisionally propose that legislation should 
provide for a general pro rata shortfall allocation 
rule in respect of commingled unallocated holdings 
of cryptotokens or crypto-token entitlements in a 
custodian insolvency. Do you agree? 

Yes, we agree that targeted statutory intervention would be helpful to provide crypto-token 
custody clients with confidence that their commingled assets are protected from the general 
creditors of the custodian if it were to go insolvent. As described in our answer to Q.30 there are 
other idiosyncratic risks that need to be weighed when determining an appropriate custodial 
holding pattern for crypto-tokens (e.g. liquidity, latency and the risk of loss through erroneous 
on-chain movements). Providing market participants with further confidence with respect to 
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commingled holdings empowers market participants to deploy this tool in a safe and efficient 
manner where it is the most suitable solution for the use case. We consider that statutory 
intervention providing clarity on this point rather than waiting for the common law to be tested 
in respect of “data objects” provides the clients with confidence for the market to scale.  
 
There may also be certain circumstances that the parties may wish to contract out of this rule 
and should have the contractual freedom to do so (e.g. the title transfer arrangement described 
in Q. 6 and 35).  
 

Q.34 
 
(Paragraph 17.103) 

We provisionally conclude that extending bailment 
to crypto-tokens, or the creation of an analogous 
concept based on control, is not necessary at this 
time. Do you agree? If not, please provide specific 
examples of market structures or platforms that 
would benefit from being arranged as bailments, 
that could not be effectively structured using the 
trust and/or contract frameworks currently 
available. 

Agreed. We do not have strong views that bailment would be any more useful than structuring 
crypto custody arrangements as trusts (an approach that is already widespread in the market).    

Q.35 
 
(Paragraph 18.17) 
 
 

We provisionally conclude that crypto-tokens, as 
objects of personal property rights, can be the 
subject of title transfer collateral arrangements 
without the need for specific law reform to provide 
for this. Do you agree? 

Yes, we strongly agree that crypto-tokens can be subject to title transfer collateral arrangements. 
However we consider that it may be helpful to implement law reform (see below) to establish a 
legal framework for crypto collateral that provides similar protections to the FCARs in support 
of title transfer collateral arrangements including the enforceability of rights of use 
(rehypothecation) and close-out netting.  
 
 

Q.36 
 
(Paragraph 18.26) 

We provisionally conclude that non-possessory 
securities can be satisfactorily granted in respect of 
crypto-tokens without the need for law reform. Do 
you agree? 

We agree that non-possessory security interests may be granted in respect of crypto-tokens.  
However, we consider that the current law is unsatisfactory and needs urgent improvement in a 
number of important respects.  These include:  

 
o insufficient legal certainty regarding the enforceability of non-possessory security interests 

particularly in insolvency;  
o the burden of formalities (e.g. registration); and 
o challenges caused by perfection by control. 

 
We discuss these issues further in our answers to Q.38 and 39 below.  
 

Q.37 
 

We provisionally conclude that it is not desirable 
to make provision for data objects to be the subject 

We partially agree. We consider that possessory security interests are not a widely recognised  
format for crypto-token collateral arrangements due to (i) uncertainty as to their applicability 
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(Paragraph 18.44) 
 
 

of possessory securities such as the pledge, or to 
develop analogous security arrangements based on 
a transfer of control. Do you agree? If not, please 
provide specific examples of market structures or 
platforms that would benefit from the availability 
of possessory security arrangements, that could not 
be effectively structured using the non-possessory 
security frameworks currently available. 

and (ii) the fact that most custodial collateral arrangements have been structured by market 
participants to resemble those in traditional intermediated securities markets.   
 
 While we consider data objects as lending themselves more naturally to an analysis of control 
one could take the view that one “possesses” a crypto-token precisely by having the ability to 
control it (e.g. holding the private key or controlling the appropriate majority of the private 
keys), and that suitable possession to establish a pledge may be possible, for instance by holding 
the private keys or by the relevant smart contract “locking up” the relevant asset so that it may 
not be moved without the consent of the pledgor.  However, common law interpretation of this 
position, or statutory clarification, would likely be needed for secured parties to have sufficient 
certainty to adopt this approach.   
 
We also do not see a conceptual reason why, if statutory reform is needed in any event, why a 
“mortgage” should not be available for crypto-tokens or a sub-set of crypto-tokens or data 
objects, as one item in the toolkit, alongside non-possessory security interests.  Aspects such as 
a transfer of ownership but with an equity of redemption, together with a trove of case law 
relating to mortgages, could make these attractive options in certain circumstances alongside 
what we view as the more optimal arrangements such as a ‘crypto FCAR’.  It should not be the 
only option however.   “Crypto mortgages” could also have use cases beyond FCAR, for 
instance for retail (individual) holders of crypto-tokens who wish to obtain loans secured on 
their crypto collateral (especially if a future crypto FCAR is limited to non-natural persons as 
the FCAR is today).  If they are willing to part with ownership, then a “mortgage” may be a 
useful item in the toolkit available to lenders (along with a charge etc.), if this were tailored so 
as to be appropriate for crypto collateral. 
 
We would also note that the features of crypto-tokens lend themselves, perhaps, to security 
interests such as mortgages in a way that traditional financial instruments do not, due to the 
concept of private keys.  Ownership of a crypto-token can be transferred simply by transferring 
the asset to a new address, or by giving the collateral-taker control over the (or a majority of 
the) private keys associated with the asset. This is not the case (or not so easy) with financial 
instruments which (generally) only exist today in the books and records of intermediaries.  In 
the Report paragraph 18.23, we do not believe that “immobilising the crypto-token with a 
custodian” is by any means the only such arrangement, and whilst it should be an option for 
counterparties to choose, compelling such a narrow view (whilst perhaps tempting for existing 
custodians to propose) would ignore the unique and powerful opportunities presented by this 
new asset class and new technology – for instance implementing a multi-signature approach, 
including with programmatic ‘third party keys’ that act similarly to the role of a custodian in an 
‘account control agreement’, without a third party custodian can allow for similar protections 
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without the need to (perhaps needlessly) interpose and involve other intermediaries in the 
process. 
 
We also note that custodians in traditional securities markets have struggled with the inability to 
create a mere “right of retention” (lien) without the need to create and perfect a charge by full 
negative control. The degree of negative control required to perfect such arrangements is 
inconsistent with expectations of the custody client to be able to freely withdraw and deal in the 
assets in the normal course of business. Without statutory intervention we would anticipate 
similar issues with any attempts to generate “pledges” via “possession” of crypto-tokens. In our 
view any new crypto collateral regime should be flexible enough to give effect to the intentions 
of the parties and accommodate the full spectrum of encumbrances over collateral (including 
robust forms of ‘security financial collateral arrangements’ over crypto-tokens and granting a 
custodian or other intermediary a more limited form of encumbrance to cover non-payment of 
fees, expenses and overdrafts etc).   
 

Q.38 
 
(Paragraph 18.47) 

We provisionally conclude that the Financial 
Collateral Arrangements (No 2) Regulations 2003, 
SI 2003 No 3226 (the “FCARs”) should not be 
extended to more formally and comprehensively 
encompass crypto-token collateral arrangements. 
Do you agree? 

We partially agree. Whilst we believe that the better approach would be to design specific 
‘crypto FCARs’ based on the same concepts in the FCARs but tailored to the asset class and its 
unique features, we also suggest pragmatism. We would not object to the FCARs themselves 
being amended, especially if this is taken as an opportunity to “fix” some of the perceived 
deficiencies with the existing FCARs as noted in the consultation paper (e.g. paragraph 18.46). 
 
For institutional lenders and borrowers in the digital asset space, there is an urgent need for a 
robust regime for crypto collateral arrangements with similar effect to the FCARs.  
 
We believe it to be generally accepted that the FCARs have been positive to the traditional 
financial markets, providing both collateral-providers and collateral-takers with increased 
certainty, and an enhanced toolkit to take and enforce in-scope collateral arrangements for 
financial obligations.  
 
In our view, the same policy considerations that apply to “financial collateral” also apply to 
“crypto collateral arrangements” – i.e. security interests or title transfer arrangements relating to 
crypto-tokens including “data objects”. Crypto assets markets are increasingly liquid and 
crypto-tokens are increasingly used as collateral for financial obligations akin to how ‘financial 
collateral’ is used in traditional financial markets. “Crypto collateral” is generally liquid, trades 
24/7, and is designed so that it should be immediately realisable (in some cases automatically 
liquidated via smart contracts) upon the  default of the borrower or other enforcement event 
consistent with the expectations of market participants. The ability for a lender to easily take 
security (i.e. with any formalities disapplied) and then as needed rapidly enforce security 
without unnecessary delays or formalities (or to take title transfer collateral with certainty of 
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enforceability of netting arrangements at the statutory level) helps counterparties to mitigate 
their credit and liquidity risks. Furthermore it can help contain the risk that default or distress 
of one counterparty adversely affects another’s ability to meet its obligations. In doing so, these 
credit protection tools limit financial shocks or systemic risk. If UK crypto asset markets are 
to grow in a safe and efficient manner it is essential that the same toolkit is available.  
 
A crypto-asset collateral regime that is incorporated into or based upon FCAR provides lenders 
and borrowers that are both legal persons (i.e. a “centralised finance” or “CeFi” context) with 
the necessary comfort that their arrangements are enforceable provides fertile ground for crypto 
market participants to transact, finance and mitigate their risks using the same toolkit applicable 
to traditional financial collateral. We consider that this is an essential development if the UK 
government intends to succeed in its plans to make the UK a global crypto asset technology hub 
and to preserve English law’s status as a jurisdiction of choice for the growing crypto economy.  
 
We believe that these objectives can be achieved either by (i) creating a standalone crypto-asset 
collateral regime or (ii) extending the existing FCAR regime to include crypto-assets including 
“data objects” as financial collateral. In weighing up these two approaches we make the 
following observations: 
 
Our reservations with extending the existing FCAR regime to crypto include the following: 
 
● Any change to the existing FCAR regime could affect a broad range of traditional financial  

market participants and interests. If this approach is taken, it is essential that any 
incremental provisions applicable to crypto-tokens including data objects are drafted so as 
not to negatively affect the existing regime in respect of other financial collateral.  
 

● The problems with the perfection requirements in the existing FCAR regime in 
particular “possession and control” are well rehearsed but have not yet been resolved. We 
believe that the highly automated collateral management, liquidation and the broader 
evolution of smart contracts and decentralised finance in crypto asset markets apply 
further pressure on the “perfection by control” requirements. We strongly recommend that 
a more relaxed perfection requirement is applied to crypto-assets that does not require 
perfection by control and more readily gives effect to the parties’ contractual intentions. 
For instance we believe that substitution provisions should be permitted to be broader 
allowing a broader definition of “equivalent crypto collateral” to allow collateral-providers 
to substitute collateral perhaps in an automated or programmatic way without affecting the 
validity of the collateral arrangement (for instance substituting one ‘stable-coin’ for 
another, or one crypto-token for another, if agreed between collateral-taker and collateral 
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provider at the outset, should not in our view be detrimental to the collateral arrangement).  
Any ‘crypto FCARs’ would also need to take into account features of the crypto markets 
(‘air drops’, ‘forks’, ‘staking’ etc.) that do not exist in the same form in traditional financial 
markets, even if analogues do exist (mergers, dividends, de-listings, etc.). 

 
● Taking the above issue one step further, collateralised lending may also be achieved via 

software such as smart contracts and DeFi lending protocols. In these circumstances there 
may not be two identifiable legal counterparties to the transaction and contractual 
performance may be entirely performed by code. It’s possible that in this context the 
perfection of such collateral arrangements can be achieved solely by the provision of the 
collateral to the applicable smart contract or DeFi protocol.  Public distributed ledgers are 
inherently transparent and auditable and this may be sufficient publicity to negate further 
perfection requirements such as control or registration. 

 
It is important that new legislation is well considered with appropriate consultation, however 
given the success of the FCARs and the familiarity broadly by financial market participants and 
support providers such as law firms with the concepts in the FCARs, our hope is that “crypto 
versions” of the FCARs could be put in place in a relatively streamlined manner. There is an 
argument here that the UK should “not let the perfect be the enemy of the good” and that given 
the urgent market need “something is better than nothing”. A pragmatic approach that 
establishes a basic framework to permit the baseline taking and enforcing of crypto collateral 
relatively quickly, with an understanding that this will be added to and enhanced over time to 
take into account edge cases (where those edge cases are solved by legislation rather than case-
law), is preferable in our view to attempting to find one more complete solution.  This is 
especially the case given the pace of evolution of the crypto markets.   
 
However, our hope is tempered by realism. Our reservations regarding a new crypto specific 
regime are primarily focused on concerns that this may be a lengthy process to implement 
entirely new legislation. As noted, there is an urgent need in the UK crypto asset market for a 
robust collateral regime that facilitates the safe and efficient growth of this industry. On that 
basis, we would strongly agree to thoughtful adjusts to the existing FCAR regime in order to 
expedite certainty in this area for the growing number of financial institutions entering the 
crypto industry and seeking to adopt traditional finance collateral arrangement models even if 
this is a “stop gap” or transitory solution pending more tailored and detailed crypto-token 
collateral arrangement rules.  
 
As noted above, quick action in this sphere would also potentially be an “easy win” for the UK 
Government to establish concrete bona fides for its intention for the UK to be a global crypto-
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asset technology hub, and retain the UK’s status as a financial hub and go-to jurisdiction for 
financial markets. 
 

Q.39 
 
(Paragraph 18.113) 

We provisionally conclude that it would be 
beneficial to implement law reform to establish a 
legal framework that better facilitates the entering 
into, operation, rapid, priority enforcement and/or 
resolution of crypto-token collateral arrangements. 
Do you agree? If so, do you have a view on 
whether it would be more appropriate for any such 
law reform to aim to create: (i) a unified, 
comprehensive and undifferentiated regime for 
financial collateral arrangements involving both 
traditional types of financial collateral and crypto-
tokens; or (ii) a bespoke regime for financial 
collateral arrangements in respect of crypto-
tokens? 

We agree as set out in Q38 that law reform is needed to ensure an adequate legal framework 
under English law for crypto collateral arrangements that is at least on par with the FCAR 
regime for traditional financial collateral arrangements. 
 
We agree that a standalone crypto-asset collateral regime could be better tailored to the 
idiosyncrasies of this asset class (particularly with regards to accommodating decentralised 
finance). However as described above we have some reservations regarding the length of time it 
could take to implement entirely new legislation. In this regard, we again emphasise the urgent 
need to push ahead with much needed legislative change if UK crypto asset markets are to grow 
in a safe and efficient manner consistent with the UK government’s ambition to be a leading 
global crypto-asset technology hub.  
 
We’ve set out some of the specific issues that a crypto-token collateral regime should solve for: 
 

● A crypto-collateral regime should have similar objectives and effect to the FCARs  
providing collateral takers with comfort that they can easily take, and where needed 
rapidly enforce, collateral arrangements relating to crypto-collateral without 
unnecessary delays or formalities; 
 

● The regime must cover a broad range of crypto-assets (some of which may also qualify 
as “financial instruments” under the FCARs) whereas others may be “data objects”. If 
a crypto-token could fall under both regimes the parties should be able (but not 
obliged) to elect which regime best suits their collateral arrangement and gives effect 
to their intentions. 
 

● The regime must contemplate a mixed portfolio of collateral which may consist of 
crypto-assets, ‘stable-coins’2, cash, receivables (including close-out amounts) and 
traditional financial instruments. The collateral arrangement must be enforceable 
notwithstanding a mixed collateral portfolio.  

 
● Eligibility requirements for collateral providers and collateral takers should be 

removed. In some contexts (e.g. DeFi) collateral providers or collateral takers may be 
natural persons, or more novel entity types such as DAOs (decentralised autonomous 

 
2 Including future classifications thereof, for instance ‘e-money tokens’ under the proposed MiCA regime. 
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organisations), or even the protocols themselves (aggregations of computer code). We 
do not see a policy reason why a collateral taker’s collateral should be adversely 
affected if the provider is a natural person or a DAO (etc). This is especially the case 
where the collateral taker may not know the identity of the collateral provider, for 
instance in DeFi. 
 

● It is crucial that a more flexible approach to perfection of security interests applies than 
the existing “perfection by control” approach in the FCAR.  In highly (and 
increasingly) automated crypto assets markets it is essential that: 
 

○ parties can provide standing instructions and/or automate collateral 
management processes. The parties may entrust the performance of such 
automated collateral management processes to third parties or software (e.g. 
including smart contracts or DeFi protocols). This may provide for 
programmatic substitutions, or liquidations.  
 

○ parties should have full contractual flexibility to determine the level of 
collateralisation required (which may be less than the value of the secured 
obligations). This could be at the collateral receiver’s discretion, an agreed 
proportion, a specified amount or in accordance with a methodology. In each 
case, it may be greater, less than or equal to the value of the secured 
liabilities.   
 

○ parties should be free to substitute collateral based on any type or value of 
alternative collateral acceptable to the secured party, its agent or as otherwise 
agreed in contract or code; 
 

○ collateral providers should be able to determine and/or participate in 
valuations, disputes etc. 
 

○ the parties should be free to agree that the collateral provider or collateral 
taker may enjoy the benefits of any entitlements arising from the crypto-
tokens (e.g. airdrops, by delegating or staking its assets and receiving any 
corresponding rewards or participating in protocol governance rights). The 
parties should be free to determine whether any such entitlements are 
similarly encumbered or not. 
 

● In the case of “control” where this is utilised, control should specifically contemplate 
the unique features of the crypto markets. For example a party having control over the 

606



 
 

private key of the relevant asset should constitute control; a party having control of the 
required number of private keys in a multi-signature arrangement should constitute 
control; a party having one private key with a third party agent (such as a collateral 
manager) having another, should be able to constitute control much like an “account 
control arrangement” in traditional finance.  This could be established by guidance 
accompanying the ‘crypto FCAR’ to allow this to be more easily adapted in future, and 
we would expect future case law to also build upon the ‘crypto FCAR’. 
 

● Perfection requirements (including registration and/or control) originate from the 
policy concern that there is a risk (absent suitable safeguards) that creditors of a 
borrower may deal with the borrower, the lender or the collateral assets in the mistaken 
belief that the assets are unencumbered or unaware of the relevant parties rights 
relating to such assets. However in the case of public distributed ledgers “All 
transactions are publicly observable, and the smart contract code can be analyzed on-
chain. The observability and deterministic execution allow—at least in theory—an 
unprecedented level of transparency”3. Consequently in the context of smart contracts 
and DeFi protocols on public distributed ledgers such “on-chain” collateral 
arrangements may provide sufficient publicity, transparency and auditability to negate 
the need for further perfection requirements.  

 
Q.47 
 
(Paragraph 19.168 
– 19.169) 

We provisionally conclude that there is an arguable 
case for law reform to provide courts in England 
and Wales with the discretion to award a remedy 
(where traditionally denominated in money) 
denominated in certain crypto-tokens in 
appropriate cases. Do you agree? 
 
If so, what factors should be relevant to the 
exercise of this discretion? 

We agree.  
 
This is especially the case for “stable-coins” (or future “e-money tokens” or other forms of 
crypto-token that are similar). We do not see a policy reason why an English court would not be 
able to award damages denominated in a stable-coin – for instance an award of 1,000 [GBP 
Coin] rather than 1,000 [GBP], if it considered it appropriate. For instance the payer may only 
have stable-coins, the payer may be a (future) decentralised entity that does not have a bank 
account, etc. 
 
We believe relevant factors should include (but not be limited to) the established intent of the 
parties (e.g. if this is stated in the contract), if the entire relationship of the parties is in crypto-
tokens (stablecoins, other crypto-tokens, etc.), or if the parties so request in the relevant hearing. 
 
As an aside, this may also open up interesting future avenues for expansion and streamlining by 
the courts of aspects such as Part 36 Offers – an offeror may be able to “post” crypto-tokens 

 
3 Fabian Schär, "Decentralized Finance: On Blockchain- and Smart Contract-Based Financial Markets," Federal Reserve Bank of St. Louis Review, Second Quarter 2021, pp. 
153-74. https://doi.org/10.20955/r.103.153-74 
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into some form of smart contract or multi-signature wallet solution established by the courts for 
this process, which automatically satisfies the criteria for Part 36 offer/acceptance/payment. 
Whilst beyond the scope of this paper, this could be of particular use re disputes that have 
nothing whatsoever to do with GBP sterling but which parties nevertheless wish to utilise 
English law and English dispute resolution infrastructure to litigate. 
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Tower 

52 Queen Anne's Gate 

London SW1H 9AG 

digitalassets@lawcommission.gov.uk  

 

Date: 28 April 2023 
 
 
 
Dear Sir / Madam 

Please see below our response to the Law Commission's Digital Assets Consultation Paper dated 

28 July 2022 (the "Consultation Paper"). 

1. BACKGROUND 

1.1 The International Securities Lending Association ("ISLA") represents the common 

interests of securities lending and financing market participants across Europe, Middle 

East, and Africa, with a geographically diverse membership of over 190 firms, which 

includes institutional investors, asset managers, custodial banks, prime brokers, and 

service providers. For further information please visit the following site 

https://www.islaemea.org/about-isla/. 

1.2 ISLA has published various standard form documents for use in the securities lending 

market.  Under those documents, legal and beneficial title to the loaned securities is 

transferred from the lender to the borrower against the provision by the borrower of 

collateral.  ISLA has published two principal types of documentation: the first (most 

recently represented by the 2010 Global Master Securities Lending Agreement, the 

"Title Transfer GMSLA") represents a title transfer arrangement, whereby legal and 

beneficial title to the collateral is transferred standard from the borrower to the lender; 

the second, represented by the 2018 Global Master Securities Lending Agreement 
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(Security Interest Over Collateral) (the "Pledge GMSLA"), represents an arrangement 

whereby the borrower creates a security interest over the collateral in favour of the 

lender. 

1.3 We welcome the opportunity to provide a response to the Consultation Paper, which 

we consider represents a significant step in identifying and resolving some of the legal 

uncertainties facing the industry in relation to digital assets.  We support the Law 

Commission's efforts in this regard. 

2. RESPONSE 

2.1 ISLA's members have requested that we provide a response to the Consultation Paper.  

Since ISLA's primary focus is on the securities lending and associated financing markets, 

our members' interests in the Consultation Paper are to those aspects which are 

relevant for those markets.  We are conscious that there are various aspects of the 

Consultation Paper which are not directly relevant to those markets, and we therefore 

do not express any views on those aspects of the Consultation Paper. 

2.2 Our response in this letter therefore focuses on: 

(a) matters relating to the intermediated securities market, including the way in 

which securities may be tokenised or issued in digital asset form; 

(b) matters relating to securities lending, including questions relating to financial 

collateral; and 

(c) the extent to which current market practice in the securities lending industry may 

be relevant to broader questions relating to financing using cryptocurrencies or 

other digital assets (either as the finance currency or as the collateral). 

2.3 We therefore do not respond individually to each question in the Consultation Paper, 

but set out our response by reference to the key issues which are of most relevance as 

described above. 

2.4 Executive summary 

(a) ISLA is supportive of the Law Commission's efforts to enhance the extent of legal 

certainty relating to proprietary interests in digital assets. 
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(b) ISLA recognises the significant benefits of the FCARs insofar as they relate to 

traditional financial collateral.  We consider that those benefits should extend to 

digital assets (to the extent that they do not already do so).  ISLA therefore 

supports the Law Commission's proposal to implement law reform to establish a 

legal framework that better facilitates the entering into, operation, rapid priority 

enforcement and/or resolution of crypto-token collateral arrangements.  

Whether to do so by extending the FCARs or by adopting a separate, similar 

collateral regime in relation to digital assets will require additional, detailed 

analysis. 

(c) While we support the Law Commission's efforts to improve legal certainty, we 

consider that the proposals in the Consultation Paper could, without further 

consideration, inadvertently create further uncertainty.  We also consider that, 

in implementing law reform in this area, it will be necessary to ensure that the 

proposals are workable from a practical perspective, and take into consideration 

the way in which market participants assess the robustness of, enter into and 

manage financial transactions.  We identify in this response some areas of 

uncertainty which we consider arise from the proposals in the Consultation 

Paper, together with some practical considerations which we consider require 

further attention. 

2.5 Third category of personal property 

(a) This response primarily relates to Consultation Question 3 and, insofar as it 

relates to existing independently of the legal system, Consultation Question 6. 

(b) ISLA supports the Law Commission's efforts to enhance the extent of legal 

certainty relating to proprietary interests in digital assets.  In this regard, ISLA is 

supportive of any method by which this is achieved, whether it is a distinct third 

category or an extension or clarification of existing categories. 

(c) We note that one of the main proposals in the Consultation Paper is that for a 

"thing" to fall within the third category of personal property, the thing in question 

must exist independently of the legal system.  We understand that the primary 

purpose of this test is that property which already constitutes a chose in 

possession or a chose in action should not fall within the third category of 
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personal property, presumably on the basis that the existing laws of England and 

Wales already adequately address issues relating to those types of property. 

(d) We consider that an approach which defines the third category of personal 

property by reference to the digital asset being independent of the legal system 

(and therefore, for example, not constituting a chose in action) is unlikely, in 

practice, to significantly improve the amount of legal certainty.  While it will 

remove the residual risk that a digital asset is not considered to be property at 

all, market participants will be unable to determine whether a digital asset falls 

within the third category of data objects without undertaking an analysis as to 

whether the digital asset constitutes a chose in possession or a chose in action.  

Given the context of the Consultation Paper, the range of views in the market 

and the difficulties already faced by the courts as to whether digital assets 

constitute choses in action, the ongoing uncertainty will not be immaterial.  In 

other words, the "permeability" of what constitutes a chose in action, as 

identified in paragraph 5.35 of the Consultation Paper, will continue to exist but, 

instead of being limited to the question of whether a digital asset constitutes 

property, it will apply in the context of identifying which category of property it 

falls within and therefore which personal property regime applies to it.  

(e) In addition to the remaining legal uncertainty, it may, as a practical matter, be 

difficult or impossible for market participants or their legal counsel to satisfy 

themselves that a digital asset satisfies a requirement that the digital asset does 

not fall within one of the existing categories of personal property.  Market 

participants may not have access to sufficient information to determine whether 

a digital asset represents a chose in action.  Requiring market participants to 

establish that the digital asset does not constitute a chose in action may also 

introduce the practical impossibility, as noted by the Law Commission in 

paragraph 11.97 of the Consultation paper (in the context of "control") of having 

to prove a negative. 

(f) These issues potentially apply to all types of digital asset, but may be particularly 

pronounced in the context of a crypto-token which is issued by a person who 

holds an underlying linked asset (such as a security) and declares that the token 

represents an interest in that linked asset.  Absent legislative or regulatory 

reform requiring this information to be made available, market participants may 

615



 

 
 

 

International Securities Lending Association (ISLA) 
 

 
islaemea.org 

not have sufficient information to determine whether the token is simply being 

used for record-keeping, whether it represents a claim against the issuer, or 

whether it represents a claim in respect of the linked asset. 

(g) The consequence of this potential uncertainty is also more pronounced to the 

extent that a separate personal property regime applies to the third category.  

For example, if a financial collateral regime applies to data objects, and that 

regime is different to the regime applicable to other types of financial collateral, 

market participants will need sufficient certainty as to which type of property is 

represented by a particular digital asset to be able to identify which financial 

collateral regime applies to it. 

(h) We would therefore encourage that, to the extent that the proposal will continue 

to be that the third category of data objects is restricted to things which exist 

independently of the legal system, there should be a mechanism by which market 

participants are able to clearly distinguish between data objects and other types 

of personal property.  

(i) Further consideration should also be given to the approach to 'composite' digital 

assets, i.e. those that encapsulate a digital asset AND an existing category of 

property e.g. a digital bond, whether this is achieved through common law 

constitution, contractual mechanisms or otherwise.  We understand that the 

effect of the Law Commission's proposal is that the digital asset in this scenario 

would not constitute a data object, since it does not exist independently of the 

legal system (the digital asset being also a chose in action in this example).  

However, it is likely to be difficult, in practice, to distinguish between a 

'composite' digital bond (which, on this basis, would not be subject to the data 

object regime) and a token which represents an interest in a linked underlying 

bond (which would be subject to the data object regime).  To have different 

regimes applicable to each scenario would be unworkable in practice.  It will also 

be unthinkable that the composite 'thing' need to meet formal legal 

requirements for both first or second category of property AND a third category 

of property.  
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2.6 Distinction between the data object and an interest in the data object 

(a) We note that, in paragraph 10.68 of the Consultation Paper, the Law Commission 

draws a distinction between a crypto-token (and, we assume, any other type of 

digital asset) being held directly (in self-custody) by a user, and one which is held 

via a service provider such as an exchange or custodian.  In that paragraph, the 

Law Commission states that the depositor's relationship with the service provider 

would properly be characterised as a thing in action and would therefore fall 

outside of the third category of personal property (we comment on this further 

below). 

(b) The distinction drawn by the Law Commission is similar to the distinction that 

applies in the context of intermediated securities (although we note that there 

may be factual differences between how indirect holdings operate in the 

securities and digital assets markets).  In the context of intermediated securities, 

the nature of a holder's interest in securities, as represented by its relationship 

with the relevant intermediary, has developed over several decades.  This will 

not be the case for the nascent market in indirect holdings in digital assets.   

(c) Whether the Law Commission's observation, that the nature of the depositor's 

relationship with a custodian (or other intermediary) of a digital asset is a chose 

in action, produces the correct outcome is, we believe, something that would 

benefit from similar analysis and consideration to the questions currently being 

considered regarding the nature of property rights in the digital asset itself.  Any 

such analysis would, of course, be directly related to the question raised by the 

Law Commission as to whether there should be an implied trust relationship 

between customer and custodian. 

(d) It will also be necessary to consider carefully whether there are any unintended 

consequences of applying the third category of personal property to the data 

object, while applying the existing category of chose in action to an indirect 

holding in that data object.  Such distinctions already exist in relation to 

intermediated securities (for example, a bearer security constitutes a chose in 

possession, while the indirect holding in that security constitutes a chose in 

action).  However, there may be unintended consequences as a result of applying 

a different legal regime to the different categories of property.   
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(e) For example, consider a tokenised security which is held through an 

intermediary, such as a custodian1, where the token represents an ownership 

interest in the underlying linked security and pursuant to which a transfer of the 

token constitutes a transfer of the linked security.  To the extent that the linked 

security constitutes financial collateral, a transfer of the token by way of 

collateral may by subject to the financial collateral regime applicable to data 

objects, while a transfer of the interest in that token represented by the 

relationship between the holder and the custodian may be subject to the existing 

financial collateral arrangement regime (noting the Law Commission's comment 

at footnote 1671 of the Consultation Paper that entitlements held under indirect 

and intermediated holdings can benefit from the FCARs).  

(f) Similarly, consider a transfer by way of collateral by Person A of its interest in a 

crypto-token to Person B, where Person A's interest, prior to the transfer, is held 

through a custodian but Person B's interest, following the transfer, is held 

directly.  It seems an unusual, and potentially unworkable, proposition that the 

nature of the property changes (in this example, from a chose in action to a data 

object) as a result of the transfer.  This may give rise to a variety of unintended 

uncertainties, including as to whether it remains appropriate to describe the 

resulting property as fungible with the original property. 

(g) We therefore consider that, if there is to be law reform (as proposed by the 

Consultation Paper) identifying and clarifying the nature of a direct holder's 

personal property rights in a digital asset, that law reform should also identify 

and clarify the nature of the indirect holder's personal property rights (either as 

a data object itself or, based on the Law Commission's comment in paragraph 

10.68 of the Consultation Paper, as a thing in action), and how transfers in, or 

collateral arrangements represented by, those rights is affected by the data 

object regime.  We are conscious that imposing an implied trust may be one 

method of achieving this, although we express no view as to whether this is the 

correct (or only) approach. 

 

 
1 For these purposes, we have assumed that the custodian/depositor relationship is not purely contractual.  

618



 

 
 

 

International Securities Lending Association (ISLA) 
 

 
islaemea.org 

2.7 Linked data objects 

(a) This response primarily relates to Consultation Question 27. 

(b) As the use of distributed ledger technology in the capital markets develops, it is 

expected that interests in securities may be tokenised, in particular as a means 

to facilitate settlement, and ISLA is aware of initiatives already underway to 

achieve this result.  It is also likely that, in the future, the traditional and digital 

markets converge such that traditional securities intermediaries look to use 

crypto-tokens to work alongside, or to supplement, their existing holding 

patterns.   

(c) We agree with the Law Commission's proposal that market participants should 

have the flexibility to develop their own legal mechanisms to establish a link 

between a crypto-token and something else. 

(d) We also agree with the general concept that a crypto-token might constitute a 

separate item of property to the thing to which it is linked or with which it is 

associated.  For example, a crypto-token may be a mere record on a register, 

documenting ownership of a linked asset.  We also note that this may not always 

be the case, and crypto-tokens might operate as a representation of the token-

holder's interest in the underlying linked asset. 

(e) It will be important for market participants to have certainty as to the nature of 

the asset(s) which they hold. 

(f) For example, if a person issues a crypto-token and declares that the token 

represents an interest in an underlying linked asset (such as a debt or equity 

security) which is held by the issuer of the token, market participants will need 

to know whether: 

(i) the crypto-token is a data object attracting property rights, and the holder 

of the token has a proprietary interest in the token and the linked asset; 

or 

(ii) the crypto-token is a data object attracting property rights, and the holder 

of the token has a proprietary interest in the token only; or 
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(iii) the crypto-token is not a data object attracting property rights, and the 

holder of the token has a proprietary interest in the linked asset only. 

(g) By having separate personal property regimes apply to a crypto-token and to the 

asset to which it is linked, there is the potential for further uncertainty, 

particularly where the crypto-token purports to constitute an interest in the 

linked asset rather than simply operating as a record or register. In such an 

arrangement, by effecting a transfer of such a crypto-token, the parties are 

effecting a transfer of the proprietary interest in the asset to which it is linked. 

(h) Holders of the crypto-token may therefore need to investigate not just how to 

effect a transfer of the crypto-token (together with associated questions 

regarding, for example, how to perfect a security interest), but may also need to 

investigate how to effect transfers of the underlying linked securities (or whether 

a transfer of the crypto-token is itself sufficient to give effect to that transfer).  

Such an outcome, of needing to investigate two or more interests in property, 

would give rise to several issues (including the potential for different legal 

regimes to apply to the same transfer), and may introduce a risk equivalent to 

"upper-tier attachment" in the intermediated securities market (a risk which, 

absent specific high risk factors such as an intermediary being located in a high-

risk jurisdiction, is generally not prevalent).  For the same reasons as given above 

in the context of 'composite' digital assets, such an approach would be 

unworkable in practice. 

(i) We agree with the Law Commission's statement in paragraph 14.64 of the 

Consultation Paper that, in an issuance of new debt securities, it may be possible 

to ensure that all parties are aware of and agree to the terms of the linkage.  

However, we anticipate that, as well as being used in respect of new issuances, 

crypto-tokens may be used to tokenise existing issuances of securities, most 

likely by granting the holder of the token a beneficial interest in the underlying 

linked security. 

(j) We also recognise that some of these issues may be addressed by issuers of 

crypto-tokens ensuring that the effect of the linkage between the token and the 

linked asset is robust, and by disclosing the effect (and potential consequences) 

of such linkage to token-holders and potential token-holders.   

620



 

 
 

 

International Securities Lending Association (ISLA) 
 

 
islaemea.org 

(k) However, if the Law Commission's proposal is to allow market participants the 

flexibility to develop their own legal mechanisms to establish a link between a 

crypto-token and an asset to which it is linked, we would recommend that clear 

guidance is given as to how market participants should be able to identify the 

proprietary effect (if any), on the underlying asset, of a transfer of the crypto-

token.  Alternatively, such a flexible legal regime could provide that, if the linkage 

between the crypto-token and the linked asset is to afford the holder of the 

crypto-token a proprietary interest in the linked asset, a transfer of the crypto-

token would be recognised as an effective transfer of the proprietary interest in 

the underlying asset, without further action or perfection requirements.  We are 

aware that such a regime would require careful consideration from a policy 

perspective as to which linkages to permit and which continue to require 

perfection or transfer requirements applicable to the underlying linked asset (to 

avoid, for example, the ability to circumvent requirements relating to the 

registration of property transfers by the use of tokens).  Another alternative 

would be to adopt the "strictest of" approach, requiring satisfaction of the 

strictest of the regimes, although again this may be difficult for market 

participants to adopt in practice without clear guidance. 

(l) We would also encourage exploring whether the strength of the link can be 

improved (to avoid, for example, the risk of "upper-tier attachment") by analogy 

with the intermediated securities market. 

2.8 Ability for market participants to be able to determine additional matters raised by 

the Consultation Paper 

(a) This response primarily relates to: 

(i) Questions 4 and 6, in relation to the ability to determine rivalrousness; and 

(ii) insofar as it relates to existing independently of the legal system, 

Consultation Questions 3 and 6. 

(b) We have indicated elsewhere in this response, in the context of specific  

proposals in the Consultation Paper and specific use cases, where there may be 

difficulties in determining, at a practical level, whether those proposals apply to 

a particular digital asset.  For example, we describe above some difficulties 
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associated with determining whether a data object exists independently of the 

legal system. 

(c) In this section of our response, we identify further potential practical difficulties 

which are of generic application. 

(d) For a market in data objects to be sustainable and have a prospect of significant 

growth, it will be necessary for market participants to be able to determine with 

sufficient certainty whether the various criteria are satisfied for the relevant 

asset to constitute a data object.  In practice, many market participants will be 

relying on legal opinions in connection with these matters.  For those market 

participants who are subject to prudential requirements relating to the 

maintenance of regulatory capital, they will likely be reliant upon reasoned legal 

memoranda of law covering issues such as whether they have legally enforceable 

netting or collateral arrangements.  The analysis in these memoranda of law may 

depend upon whether the arrangement constitutes a financial collateral 

arrangement. 

(e) Legal opinions are, by their nature, only able to express opinions relating to 

matters of law.  They will typically make assumptions regarding, and not express 

any opinion on, matters of fact.  As such, market participants relying on those 

legal opinions will need to satisfy themselves, by other methods, as to whether 

any factual requirements have been satisfied. 

(f) A number of aspects of the Consultation Paper suggest that there will be factual 

elements which determine whether an asset falls within the third category of 

data objects, or whether and when a party acquires an interest in that data 

object.  For example, in paragraph 2.67 you note that you consider rivalrousness 

to be necessary for a digital asset to attract property rights.  In Chapter 10 of the 

Consultation Paper, you consider how rivalrousness might be satisfied in respect 

of crypto-tokens by reference to the nature of the operation of the technical 

systems in which the crypto-tokens operate.  
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(g) While we do not disagree with the criterion of rivalrousness, we would suggest 

that such a criterion should be applied without imposing a significant (and 

potentially impossible) burden on market participants to determine whether the 

criterion is satisfied.  If phrased in absolute terms, it may require market 

participants to undertake an exhaustive technological study of the technical 

system in which the crypto-token operates to definitively determine that one 

person's use of the digital asset is at the exclusion of every other person's ability 

to use that digital asset.  In some ecosystems, we expect that it may either be 

impossible, or prohibitively expensive, to make this determination.  Again, this 

may suffer from the difficulty of inherently being a proof of a negative statement.  

Instead, we would suggest that a more nuanced test might be considered, for 

example whether it would be reasonable for a person to believe that the system 

is designed in a manner to preclude one person from using another person's 

asset. 

2.9 Collateral 

(a) This response relates primarily to Consultation Questions 35, 38 and 39. 

(b) We agree that there is sufficient certainty that, provided that a data object is 

recognised as property, collateral arrangements, both in the form of title transfer 

and non-possessory security interests, can be effected under English law.  We 

note that title transfer and non-possessory security interests are the types of 

collateral arrangement which are currently used in the securities lending and 

associated financing markets.  

(c) We also agree that crypto-tokens, of themselves and to the extent that they are 

considered as a distinct asset class either from any asset to which they might be 

linked or from any asset which they may represent, are unlikely to constitute 

financial collateral for the purpose of the FCARs or the FCD.   

(d) We are supportive of efforts to ensure legal certainty in relation to collateral 

arrangements involving data objects.  We therefore support the Law 

Commission's suggestion of establishing a legal framework that facilitates the 

entering into, operation, rapid priority enforcement and / or resolution of crypto-

token collateral arrangements.   
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(e) We believe that the primary impact of such a framework, from a domestic English 

law perspective2, will be in the context of security collateral arrangements over 

crypto-tokens.  This is because law reform would not be necessary, from a purely 

domestic legal perspective, to ensure robust and effective title transfer collateral 

arrangements.  

(f) In the context of security interest collateral arrangements, the primary impact of 

the FCARs from a domestic English law perspective has been to disapply 

perfection requirements, to remove or limit the scope of English insolvency law 

which might delay or otherwise interfere with the ability of a secured creditor to 

enforce security, and to provide for the ability of the secured creditor to use the 

collateral. 

(g) As noted above, securities lending arrangements typically involve an outright 

transfer of title, both in relation to the loaned assets and the collateral.  However, 

the Pledge GMSLA involves collateral being provided by way of security.  One of 

the main reasons that the Pledge GMSLA was developed was to enable parties to 

mitigate the risks that would otherwise arise in the context of a title transfer 

arrangement, in particular the credit risk taken by the collateral provider (that is, 

the borrower) on the collateral taker (the lender) in respect of excess collateral. 

(h) The FCARs have therefore facilitated market participants being able to put in 

place robust collateral arrangements which balance, on the one hand, the ability 

of the collateral taker to enforce the security in timely fashion with, on the other 

hand, protections for the collateral provider against the credit risk of the 

collateral taker.  

(i) We consider that these benefits of a financial collateral regime would apply 

equally to collateral in the form of crypto-tokens.  In the absence of an equivalent 

regime applicable to crypto-tokens, it is likely that market participants seeking to 

collateralise their exposures would be encouraged to use title transfer collateral 

arrangements, which as noted above do not suffer from some of the limitations 

under domestic English law as those applicable to security interests.  This 

unintended consequence may be unwelcome, as it limits the ability of the parties 

 
2 That is, aside from any conflicts of law questions, which we note are outside the scope of the Consultation Paper. 
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to effectively mitigate the credit risk of both the collateral provider and the 

collateral taker. 

(j) In relation to the question as to how to achieve this outcome, we note the 

following: 

(i) In relation to the Law Commission's conclusion in paragraph 18.69 of the 

Consultation Paper that it is possible to argue that tokenised securities fall 

within the existing financial collateral regime, while we agree that there 

may be circumstances in which this is the case, it will be highly fact 

dependent.    As noted elsewhere in this response, uncertainty may arise 

if the crypto-token is a separate asset to, and falls within a different 

personal property regime from, the asset to which it is linked, which may 

raise questions as to whether the token (as distinct from the linked 

security) constitutes a right, privilege or benefit "attached to or arising 

from" the linked asset, particularly if that linkage occurs after issuance 

rather than being an integral part of the security itself. 

(ii) While we recognise the difficulties that have existed in relation to the 

FCARs, we do not believe that these difficulties should be reason for having 

a separate regime applicable to data objects.  Having a separate, more 

favourable, regime for data objects could potentially have a distortive 

effect over which types of asset are used as financial collateral, as it may 

encourage the use of data objects over traditional asset classes.  We agree 

with the principle behind your suggestion in paragraph 18.94 of the 

Consultation Paper that it may be appropriate to minimise the risk of 

collateral regime arbitrage. 

(iii) Collateral arrangements in the securities lending and financing markets 

typically provide for broad categories of eligible collateral, with the 

collateral provider being entitled to choose which collateral to provide 

from a pre-defined list of eligible collateral.  The collateral that is provided 

can therefore, at any given time, comprise a combination of different 

assets.  The list of eligible assets is determined bilaterally by reference to 

a number of factors, including any applicable regulatory regime.  Which 

assets are provided from time to time from that list of eligible collateral is 

then determined by the collateral provider (or an agent on its behalf) by 
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reference to a combination of other factors, including liquidity in the 

relevant asset.  As a result, if a separate collateral regime were to apply to 

data objects, it would be difficult in practice, and potentially unworkable, 

to have data objects fall within the same list of eligible collateral as 

traditional collateral.  Market participants may be forced to either isolate 

the different types of collateral and provide them separately, or to apply 

the "strictest of" approach to determining which requirements apply to 

the different types of collateral (which itself raises its own difficulties). 

(iv) We note that the FCARs will, other than in limited circumstances (in 

relation to collateral arrangements governed by English or Welsh law 

between two English or Welsh participants in relation to collateral located 

in England and Wales), unlikely be determined in isolation by reference to 

English law.  Therefore, to the extent that the FCARs are amended to 

accommodate data objects (or to otherwise deal with some of the 

difficulties experienced in relation to existing types of financial collateral), 

any differences with the FCD may have limited utility other than in those 

limited circumstances.  For example, an English lender who lends securities 

to a German borrower and accepts a combination of traditional assets and 

digital assets as collateral will need to establish whether the arrangement, 

as a whole, satisfies all relevant legal regimes.  To the extent that the 

revised English financial collateral regime is not consistent with the FCD 

(and with the German application of the FCD), in practice it may be difficult 

for the English lender to accept the digital asset collateral under the same 

collateral arrangement as the traditional assets. 

(v) For the sake of completeness, we also refer you to our comment above 

regarding the potential uncertainty that would arise if a (directly-held) 

data object were subject to one financial collateral regime and an 

(indirectly-held) interest in that data object were subject to a different 

financial collateral regime. 
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We are at your disposal to discuss any of the above points. 

 
Yours sincerely,  
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ISO TC68 AG Consultation Response: ‘Proposals for law reform in respect of certain digital assets as 
objects of property rights.’

With a view to cater for broader crypto-asset identification, TC68 has a published standard ISO
24165-1:2021 (ISO 24165) for a Digital Token Identifier (DTI). The DTI is intended to cover representation
of tokenized financial instruments, e-money tokens as well as other digital assets such as 
cryptocurrencies, virtual currencies, utility tokens, stablecoins, etc. The data elements of a DTI used to 
uniquely identify a digital token are based on objective and publicly verifiable technical characteristics of
the digital token. Inclusion in the registry and the issuance of a DTI guarantees the existence of the 
token and its 1:1 relationship to its identifier in all circumstances, including after complex events such as 
forks on a blockchain. Such identification will be clearly distinguished from the existing ISO 4217:2015, 
the standard for the representation of fiat currencies. ISO 24165 has two parts: Part 1 addresses the 
method for registration and assignment, while Part 2 determines the data elements required for 
registration. An ISO Registration Authority (DTI Foundation) is responsible for the issuance and 
management of DTIs. Also, work is currently underway to assess extending the scope of the DTI further 
to include non-fungible tokens.

The design of the DTI explicitly caters for consistency with the International Securities Identification
Number (ISIN) standard (ISO 6166:2021) which has been used for 40 years to uniquely identify financial 
and referential instruments and which is already embedded within the existing regulatory regime. In the
2021 revision of ISO 6166 standard, language was introduced to make explicit that ISINs are assigned
irrespective of the technology used, including tokenized instruments. The data elements of an ISIN
used to uniquely identify the instrument are based on the characteristics of the asset, making the ISIN
and DTI complementary to each other – DTI for guaranteed uniqueness based on objective and
verifiable technical data and ISIN for asset identification. By including the CFI - Classification of
Financial Instruments (ISO 10962:2021) and the FISN - Financial Instrument Short Name (ISO 
18774:2015) in the dataset accompanying the ISIN, two additional standards are part of the overall 
model classifying and describing the instruments on asset level. An ISO Registration Authority 
(Association of National Numbering Agencies - ANNA) is responsible for oversight of implementation and
adoption of the ISIN, with assignment undertaken by a federated model of National Numbering 
Agencies. ISIN is part of several European regulations already.

The SAG also would like to draw your attention on standards that could be used for the identification
of counterparts in financial transactions, including crypto-currency transactions, and for the 
identification of virtual asset service providers. In this context, the LEI (Legal Entity Identifier, ISO 
17442:2019),   is the only global standard for legal entity identification. The LEI connects to key 
reference information that enables clear and unique identification of legal entities participating in 
financial transactions. LEIs contain information about an entity’s ownership structure and thus answers 
the questions of 'who is who’ and ‘who owns whom’. Further benefit can be derived from data that 
accompanies a LEI record. For example, company name and address (legal and headquarters), can be 
automatically retrieved or verified from an LEI record. All LEI data is validated and verified by LEI issuers 
against authoritative sources which results in a trusted source of entity data. LEI issuers are rigorously 
accredited by GLEIF and renewed annually.

To complement this identification of legal entities, the SAG would also want to inform you that TC68
is currently putting in place a standard (ISO 24366:2021) for an identifier of natural persons, known as 
the Natural Person Identifier (NPI), involved in financial transactions. 
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The SAG would be happy to engage with and support the U.K. Law Commission on matters related
to standards that such an endeavour inevitably addresses and the group believe that the adoption of
international standards in this field is key. We stay at your disposal to further discuss and support
you in your works. Do not hesitate to engage us in your discussions and questions related to
standards in financial services.
Thank you and regards,

[signed]
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By Email 4 November 2022 
  

Response to the Law Commission Digital Assets Consultation Paper dated 28 July 2022 
(the “CP”) 

The International Swaps and Derivatives Association, Inc. (“ISDA”) welcomes the opportunity 
to respond to the CP, which represents a significant contribution to the digital asset markets. 
We agreed with much of the analysis in the CP and commend the tremendous effort that has 
clearly gone into producing it. 

We strongly support the Law Commission’s stated objective of creating a facilitative and legally 
certain environment in which digital assets can flourish. Legal certainty is integral to safe and 
efficient derivatives markets. The CP, in and of itself, is already serving to promote legal 
certainty under English law, and we expect the effect will be crystalised once the final report is 
published. We welcome the Law Commission’s further efforts to enhance legal certainty under 
English law, in areas where uncertainties (or perceptions of uncertainty) linger. We also look 
forward to the Law Commission’s forthcoming consultation on the rules relating to conflicts of 
laws as they apply to emerging technologies, a topic of particular relevance in cross-border 
derivatives activities.   

Before addressing some of the specific questions posed in the CP, we have sought to provide 
some context to our views. We would welcome further discussion on any of these matters.   

1 Context to our response 

1.1 Digital asset derivatives  

In response to rapidly developing markets in digital assets and derivative products, 
ISDA published a Whitepaper on Contractual Standards for Digital Asset Derivatives in 
December 2021 (the “Digital Assets Whitepaper”).1 Among other things, the Digital 
Assets Whitepaper set out a roadmap for developing contractual standards to support 
the evolving digital asset derivatives markets. Contractual standards are expected to 
promote the growth of safe, efficient and liquid markets in digital asset derivatives and 
have been widely welcomed across the industry.  

Pursuant to the Digital Assets Whitepaper, ISDA will soon publish an initial set of product 
templates and definitions tailored for non-deliverable options and forwards in respect of 
bitcoin and ether. In due course, ISDA intends to develop further contractual mechanics 
and products to cater for a wider range of digital assets and transactions, including 
physically settled transactions. Many of the issues explored in the CP are more relevant 
in the context of physically settled transactions since, unlike cash-settled transactions, 
these involve transfers of the underlying assets from one party to the other.  

1.2 Smart derivative contracts 

 
1 Available at https://www.isda.org/a/QVtgE/Contractual-Standards-for-Digital-Asset-
Derivatives.pdf  
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ISDA (in collaboration with various partners) has published a series of whitepapers in 
relation to smart derivatives contracts, as outlined below, with a view to identifying some 
of the key legal issues presented by the deployment of distributed ledger technologies 
and smart contracts in derivatives markets. We have also published various legal 
guidelines aimed at promoting the development of smart derivatives contracts.2 We 
would be very happy to discuss any of these topics further with you. 

• The Future of Derivatives Processing and Market Infrastructure 
(September 2016).3 This whitepaper summarises the need to develop new and 
efficient processes for the global derivatives market and highlights the 
importance of distributed ledger technology and smart contracts. 

• Smart Contracts and Distributed Ledger – A Legal Perspective (August 
2017).4 This whitepaper sets out a framework for smart contracts in the context 
of ISDA’s documents. It describes what smart contracts are and gives a 
preliminary and high-level description of the application of smart contracts 
within the ISDA documentation framework. 

• Smart Derivatives Contracts: From Concept to Construction (October 
2018).5 This whitepaper proposes a practical framework for the construction of 
smart derivatives contracts. 

• Private International Law Aspects of Smart Derivatives Contracts Utilizing 
DLT (January 2020).6 This whitepaper considers the conflict of law aspects of 
derivatives contracts involving DLT including those governed by the laws of 
England and Wales.7 

1.3 Voluntary Carbon Credit derivatives 

Voluntary Carbon Credit (“VCC”) markets are supporting the transition to a low carbon 
economy by channelling financing into projects aimed at reducing carbon emissions or 
removing carbon from the atmosphere. The development of the VCC derivatives market 
will help promote liquidity and transparency in the primary VCC markets.  

In December 2021, ISDA published a Whitepaper on the Legal Implications of Voluntary 
Carbon Credits (the “VCC Whitepaper”).8 Among other things, the VCC Whitepaper 

 
2 https://www.isda.org/2019/10/16/isda-smart-contracts/ 
3 Available at https://www.isda.org/a/UEKDE/infrastructure-white-paper.pdf  
4 Available at https://www.isda.org/a/6EKDE/smart-contracts-and-distributed-ledger-a-legal-
perspective.pdf  
5 Available at: https://www.isda.org/a/cHvEE/Smart-Derivatives-Contracts-From-Concept-to-
Construction-Oct-2018.pdf  
6 Available at https://www.isda.org/a/4RJTE/Private-International-Law-Aspects-of-Smart-
Derivatives-Contracts-Utilizing-DLT.pdf  
7 It also considers these issues from a Singapore law perspective. ISDA has also published 
papers that consider these issues from French, Irish, Japanese and New York law perspectives - see 
https://www.isda.org/2020/10/21/private-international-law-aspects-of-derivatives-contracts-involving-
dlt/ for more information 
8 Available at https://www.isda.org/a/38ngE/Legal-Implications-of-Voluntary-Carbon-
Credits.pdf 
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set out a roadmap for the development of contractual standards for VCC derivatives. 
As for digital asset derivatives, contractual standards are expected to promote safety, 
efficiency and liquidity in the market. Pursuant to the VCC Whitepaper, ISDA will shortly 
publish a set of product templates and definitions tailored for physically settled spot, 
forward and option transactions in respect of VCCs. 

The VCC Whitepaper also called for measures to resolve residual legal uncertainties in 
respect of the legal status of VCCs. 

2 Response to select issues 

Rather than responding exhaustively to every question raised, we have identified below 
the key issues that are of particular importance to the derivatives markets.  

2.1 Third category of property (relevant to Questions 1 – 6 and 13 – 15) 

We agree that digital assets do not fall neatly within the two categories of personal 
property that have traditionally been recognised by the law of England and Wales (i.e. 
things in possession and things in action in a strict sense). As such, we acknowledge 
the benefits associated with the Law Commission’s proposal for the law of England and 
Wales to recognise a third category of personal property.   

ISDA understands that, as noted in the CP, there are authoritative legal statements9 
under English law to the effect that there exists a third category of property (either as a 
standalone category or as a subset of “things in action”, in a broad sense as a residual 
category of property). ISDA also understands that the crypto-tokens that currently 
underlie many of the transactions in the derivatives markets (such as BTC and ETH) 
fall within the scope of such authoritative statements as objects of property, falling within 
that third category. To the extent that the Law Commission considers that there remain 
perceived residual uncertainties on these issues, ISDA is supportive of any measures 
that address that perception in an effective and efficient manner. One means of 
achieving such an outcome in the timeframes that will meet market expectations may 
be by extending existing legal statements to address any residual legal uncertainties.  

ISDA would also observe that perceived uncertainties in relation to the precise 
boundaries of the third category of property are not currently a significant barrier to 
development of safe, efficient derivatives markets in cryptoassets. Attempts to define 
the proposed third category (particularly where introduced by statute) may give rise to 
difficult boundary issues and risk undermining legal certainty, as explained in the 
following paragraphs. In our view, such issues are for that reason better left to 
incremental development under the common law, although this should of course be 
balanced with the need to ensure consistency with other jurisdictions and legal systems 
that are also considering law reform measures intended to achieve greater legal 
certainty on similar issues relating to digital assets.   

For example, as highlighted in paragraphs 10.100 – 10.114 of the CP, whether the 
criterion of “rivalrousness” is met is not a binary matter, and may change from time to 
time. This could therefore, on a strict application of the proposed criteria, mean that a 
data object that initially meets the test for rivalrousness and therefore can be the object 

 
9 Including the UKJT Legal Statement on cryptoassets and smart contracts, which has been 
endorsed in several court judgments in England and Wales. The CP also constitutes an authoritative 
legal statement to this effect in its own right.  
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of property rights, ceases to do so in due course and, accordingly, ceases to be capable 
of being recognised as property. Whether the criterion of rivalrousness is met is complex 
and highly fact-specific (including, for example, an assessment as to the degree of 
centralisation of the system). Users of the system may not be aware or have at their 
disposal the means of assessing certain factors, such as centralisation, that influence 
a data object’s rivalrousness, or otherwise. That leads to the unsatisfactory outcome 
that a data object could cease to be capable of being the object of property rights owing 
to circumstances unknown (and potentially unknowable) to users of the system. Such 
an outcome could significantly undermine market confidence. While, in principle, this is 
also a potential concern if it is left to the courts to apply and interpret the boundaries of 
property through common law principles, the issue becomes more acute if the 
boundaries are enshrined in statute, given the inherent rigidity of the latter.  

Seeking to define criteria in statute also risks setting boundaries that are too inflexible 
to accommodate future evolution in the context of assets that are subject to rapid 
technological development. In contrast to common law development, a statutory 
approach runs the risk of enshrining in legislation a particular stage of evolution of a 
rapidly evolving technology. This could, depending on how the technology develops, 
inhibit the further development of derivatives markets in such asset classes as they 
evolve, particularly when it comes to physically-settled transactions.  

Furthermore, the proposed “data objects” category does not purport to function as a 
residual category, and appears to exclude certain assets which are or, in our view, 
should be categorised as property under English law but which may not be things in 
action nor things in possession. That then naturally raises the question of a fourth 
category of property being recognised under English law (as discussed in further detail 
below). Those other assets include regulated emissions allowances and, we would 
contend, certain VCCs. EU Allowances under the EU Emissions Trading Scheme 
(“EUAs”) have already been recognised by the common law as a form of intangible 
property, as you point out in the CP.10 We acknowledge that there remains a degree of 
perceived or residual uncertainty over the characterisation of VCCs. However, as we 
argue in the VCC Whitepaper, in our view they are capable of being recognised as a 
form of property.  

As discussed in further detail in the VCC Whitepaper, VCCs can be seen as 
representing exclusive access to a finite resource – namely, an independently verified 
certification that the holder either directly or indirectly has reduced or removed from the 
atmosphere one metric ton of carbon dioxide equivalent, in accordance with relevant 
carbon standards and registry rules. They therefore constitute an intangible asset that 
is distinct from any underlying register in which entitlements to such VCCs are recorded. 
This view is consistent with the perceived market value of VCCs, which is associated 
with the holder’s ability to claim some level of responsibility (through the retirement or 
cancellation of the credit) for a finite quantity of carbon dioxide equivalent reduction or 
removal arising from a finite set of certified projects.  

 
10 Armstrong v Winnington [2012] EWHC 10, [2013] Ch 156  
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As is acknowledged in the CP, much like cryptoassets, VCCs are capable of meeting 
the Ainsworth11 criteria and achieving the quality of “rivalrousness” through a complex 
myriad of factors, not limited to the characteristics of the register recording entitlements 
to such VCCs alone. These include (i) the limited supply of carbon in the atmosphere; 
(ii) the limited number of carbon standards issuing VCCs; (iii) the limited number of 
carbon reduction or removal projects capable of meeting the relevant carbon standard 
rules; (iv) the limited number of entities capable of verifying compliance with the relevant 
carbon standard rules; and (v) the multilateral contractual arrangements governing the 
relevant registers, including the frameworks for issuance, transfer and cancellation of 
VCCs (albeit that the registers are centrally administered). Excessive focus on the 
characteristics of the register relating to the VCCs in connection with any analysis 
relating to their “rivalrousness” in our view conflates the distinction between the register 
and the VCC itself (not being reduced or reducible to the data recorded in the register 
or the ability to control that data) and gives insufficient weight to the other circumstances 
giving rise to, and pursuant to which the market attributes value to, VCCs. 

Yet, VCCs do not meet all of the Law Commission’s proposed criteria for “data objects”. 
While they are evidenced by data, they are not “composed of data”; as outlined above, 
the asset is the exclusive access to an independently verified certification that the holder 
either directly or indirectly has reduced or removed from the atmosphere one metric ton 
of carbon dioxide equivalent, rather than data as such. Likewise, the VCCs would not 
exist in the absence of contractual frameworks, and thus it is difficult to argue that they 
exist independently of the legal system. EUAs also do not meet these criteria, despite 
having been recognised by the courts as a form of intangible property.  

As the CP recognises, not all intangible assets recognised as property under English 
law will be capable of constituting “data objects”, as defined by reference to the 
proposed criteria.12 However, defining the third category of property as “data objects” 
raises (without necessarily addressing) questions as to whether EUAs and VCCs 
constitute property at all, and if so, whether a fourth category of property exists under 
English law. This could create significant uncertainty and undermine confidence in these 
markets. It would also run counter to the Law Commission’s objective of developing a 
strong conceptual foundation that allows the law of England and Wales to remain able 
to deal with other novel objects of property in the future.13  

We note that some concerns have been raised in the market that introducing a new 
category of “data objects” may cast doubt as to whether a particular asset is 
appropriately categorised as a thing in action or a data object. In principle, we expect 
this not to be an issue in relation to arrangements involving the linking of a thing in 
action to data that does not itself qualify as a data object (as, unless the proposed 
legislation was particularly poorly drafted, there would be nothing to pull the asset into 
the “data objects” category). However, there are complexities to be considered where 
a thing in action is linked to an asset that is itself a data object (or otherwise an object 

 
11 I.e. the requirements that a thing must be definable, identifiable by third parties, capable in its 
nature of assumption by third parties and have some degree of permanence or stability, as set out by 
Lord Wilberforce in his judgment in National Provincial Bank v Ainsworth. 
12 See 9.21 CP. Note: this also suggests that EUAs are more appropriately regarded as a form of 
statutory property analogous to certain types of intellectual property rights. However, such intellectual 
property rights are recognised as property by virtue of statute, which is not the case in respect of EUAs.   
13 4.97 CP  
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of property). English law has historically proven highly agile in accommodating the 
expectations of the market in dealing with novel arrangements that cross established 
boundaries. For example, documentary intangibles, such as bearer bonds, are a hybrid 
of a thing in possession (a paper instrument) and a thing in action (such as a debt 
claim), deemed in law to be linked together and capable of being transferred by way of 
negotiation through delivery of the paper instrument. A specific body of law has been 
developed by the English courts which treats the composite of the thing in action and 
the thing in possession in which it is embodied, as a combined object of property, 
subject to specific rules applicable to documentary intangibles. We note that in some 
cases, structures linking things in action to data objects may fall within the scope of the 
Law Commission’s proposed Electronic Trade Bill, which may enable them to acquire 
the same status as a documentary intangible. In other cases, we expect it will fall to the 
common law to interpret whether particular linking arrangements achieve similar 
outcomes and precisely what rules apply to the composite asset (for example, for the 
purposes of taking security or proprietary interests). We expect this will need to be 
determined by reference to the facts and circumstances, including the legal structuring 
techniques used.  

In summary, to the extent there is considered to be uncertainty as to whether a third 
category of property exists, we are supportive of any measures (statutory or otherwise) 
that address that uncertainty. We would however note that this increased certainty for 
data objects should not operate to introduce greater uncertainty for other intangibles by 
implication or otherwise. Notably, in many instances the market in VCCs (and EUAs) 
already operates on the basis that VCCs amount to a form of intangible property as a 
matter of English law. As set out in the VCC Whitepaper, that is consistent with the 
characteristics of VCCs and legal framework in which they operate.  

2.2 Transfers (relevant to Questions 16 – 26) 

There are two issues we wish to raise in the context of transfers, as set out below. 

2.2.1 Conditions for transfer of legal title of crypto-tokens 

We refer to the conclusion in the CP that a transfer operation that effects a state 
change is a necessary (but not sufficient) condition for the transfer of (superior) 
legal title to a crypto-token.14 We do not disagree with this in principle. However, 
it would be helpful to clarify that legal title can also be transferred off-chain, 
albeit that it will be defeated by a subsequent (and conflicting) on-chain transfer. 
We consider it important to enable legal title to transfer off-chain, in order to 
provide sufficient flexibility for the market to flourish. 

In our view, the concept of “control” could be a useful legal tool for effecting off-
chain transfers. We acknowledge there are challenges with defining the 
boundaries of control, including in the context of multiple parties sharing control 
(whether acting in concert or in competition), legal control and constructive 
control. To address these issues, we support the proposal for a panel of industry, 
legal and technical experts to provide non-binding guidance on the complex and 
evolving issues relating to control.15 

 
14 13.21 and 13.22 CP  
15 As set out in Question 19  
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2.2.2 Innocent acquirer rule in the context of crypto-tokens 

We agree that there is a need for innocent acquirers trading crypto-tokens to be 
able to take good title, free of defects in the title of the transferor and equities. 
As pointed out in the CP, the market already functions on the basis that this is 
the case.16 Given this fact, we do think there is a case to be made, at least in 
relation to some categories of crypto-tokens, that there already exists a 
mercantile practice of treating such crypto-tokens as negotiable instruments, 
which may allow them to be recognised as negotiable under the common law 
with limited development of the common law. In this respect, the CP may have 
underplayed the strength of existing market practices.  

We would be supportive of non-legislative measures that provide certainty that 
that is the case or, alternatively, a statutory intervention that achieves the same 
result. However, we expect there may be challenges in formulating appropriate 
boundaries for any statutory solution.  

2.3 Custody (relevant to question 32) 

We agree with the conclusion in paragraph 17.40 of the CP that there are strong 
arguments for asserting that dealings in book entry and tokenised equitable 
entitlements to crypto-tokens fall outside the scope of section 53(1)(c) LPA 1925. To the 
extent that there is considered to be residual uncertainty, we would be supportive of 
authoritative legal guidance or statutory clarification to resolve such uncertainty, 
provided that this does not undermine confidence in existing arrangements in either the 
crypto-token or intermediated securities markets. In this regard, we support the 
conclusion in paragraph 17.49 that any proposals would need to be wide enough to 
apply to both. 

2.4 Collateral (relevant to questions 37 – 39, and 16 – 19 on control) 

We agree that there is sufficient certainty that both title-transfer arrangements and 
security interests in the form of mortgages or charges can be effected in respect of 
crypto-tokens under English law. We also agree that it is unlikely that crypto-tokens 
themselves (ignoring any linked choses in action) will qualify as financial collateral 
under the FCARs17 or the FCD18. On that basis, and as explained in the CP, while 
English law already provides a range of tools to support collateral arrangements in 
respect of crypto-tokens, there are certain collateral structures and arrangements 
(including arrangements used widely in the DeFi markets) that may not be supported 
by English law (depending upon the precise nature of the arrangements and whether 
such arrangements involve the creation of security by legal persons).   

ISDA is supportive of extending the flexibility of English law, in order to accommodate 
a wider range of collateral arrangements, where that is appropriate from a policy 
perspective.  

In particular, we are in favour of enabling control-based security interests (akin to 
pledges) in respect of crypto-tokens, as this is likely to improve liquidity and efficiency 
in crypto markets. In the context of derivatives markets, any policy reasons in favour of 

 
16  13.54 CP 
17 The Financial Collateral arrangements (No 2) Regulations 2003  
18 The EU Financial Collateral Directive, Directive 2002/47/EC 
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maintaining a registration requirement for UK corporate security providers are limited, 
given that most collateral arrangements fall under the FCARs and, as such, are not 
subject to registration. Furthermore, developing the law in this way would merely be 
confirmatory of the basis on which the market is already operating in many instances in 
relation to crypto-tokens, where many security arrangements are entered into on the 
basis of a factual state of control without any registration being performed. To displace 
that market practice would require a very clear rationale. 

Considering the policy considerations discussed in the CP, we would encourage 
policymakers to undertake a detailed review of the crypto ecosystem in order to 
determine whether, and to what extent, an extension of the FCARs, or the creation of a 
new bespoke collateral regime for crypto-tokens (which could be tailored to address the 
specific policy considerations applicable for the asset class) is appropriate. Any such 
measures require careful consideration in order to avoid unintended consequences and 
unnecessary complexity. There will also be implications of creating misalignment 
between the FCARs and FCD, which need to be taken into account (acknowledging 
that there already is a degree of misalignment and that this is not an issue that is unique 
to digital assets).19 

In order to promote legal certainty, we would strongly encourage measures to clarify the 
existing boundaries and requirements of the FCARs in the context of emerging 
technologies, including certain linked crypto-tokens. For example, there remains 
uncertainty around how the term “account” should be construed in the context of 
transaction-based distributed ledger arrangements; where the boundaries of “financial 
instruments” lie; and to what extent the terms “money” and “pecuniary claims” capture 
tokenised forms of cash and claims denominated in tokenised forms of cash, 
respectively. Likewise, it would be helpful to have further clarity around how smart 
contract code can be used to meet a possession or control requirement.    

We would welcome further discussion on any of these matters. 

Yours sincerely, 

 
 

 

 

 

 
19 We also note that in order for crypto-tokens to be used as part of collateral arrangements 
relating to derivatives, they will need to be included in the list of eligible collateral under the uncleared 
margin requirements (and equivalents in other jurisdictions). Such requirements should therefore be 
considered alongside any extension to the FCARs or any alternative bespoke regime.  
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What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Not Answered

Please expand on your answer::

I think there is already protection within English law so it is not strictly needed, however, there would be no harm in doing so as long as none of the
existing rights were lost. My main concern is to make sure that if done it is doing is the clearest way possible both for lawyers and businesses and
individuals to understand and operate.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

No

Please expand on your answer::
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This may be semantics but it should not be outside of a legal system, how then could it have any protection. Surely it must at the very least provide some
contratual rights between the parties

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

I think it is already developing in common law and crypto etc will be part of regulation and SIs shortly so clearly being recognised. For a quick change then
I would propose statutory reform if that's where the consensus lies.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets
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Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

These should be deemed to be 'financial assets' especially looking at the definition of crytotokens used within the consultation paper.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?
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Yes

Please expand on your answer::

As there is already the concept of control in relation to financial collateral this would be a useful route.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Subject to rights of secured creditor, who would not necessarily be the owner but could have control of the asset pending payment of outstanding
liabilities.

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

This is tricky and I see the argument for both. It may depend of the type of cryptoasset as to how control is manifest. You can again make the analogy to
the financial collateral regime where control will be a mixture of fact and law.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

What would the criteria be. Some people at the cutting edge of development would be very useful and even PHD students.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

Yes, the law could perhaps include a presumption that a transfer involving extinction and replacement is given protection as if it were the same asset in
this sphere.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::
642



Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

This is probabaly fair as the area of charges falls within the law of equity anyway, so yes control within the common law plus factual circumstances seems
the appropriate route.

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Yes

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::
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Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::
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Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Using a charge in equity as a non-possessory security should work under English law without the need for reform.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

Yes a pledge doe snot seem to be the appropriate device to use to take security over a cryptoasset.

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

No

Please expand on your answer::

At the consultation meeting on collateral. the Law Commission proposed a similar but alternative system to the financial collateral regime for
cryptoassets. In my view, this is a mistake. As the world is looking at and currently using cryptoassets as financial assets, the law should bring them within
the scope of financial collateral regime. The Law commission should aim to simplify the rules around taking secuirty, not make them more complex. This
could be done by a simple change to the UK financial collateral regime by 'deeming for the purposes of the definition of financial collateral, that it will
include cryptotokens.'
This could be done at the same time as the changes to remove EU retained law and reissuing the Financial collateral UK rules, which may be during the
course of 2023.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

Yes, but keep it as near to the current regime as possible. Built it in as part of taking security over financial collateral not as another form of asset. Keep it
as simple as possible and practical.

Please share your views below::

Use a unified regime for both. By all means within that clarify the points on control which have been vexing parties and their lawyers since it came in in
2003!

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Enclosed Responses to Law Commission Consultation Paper No.256 - Digital Assets 

Consultation Question 1. 

4.101 We provisionally propose that the law of England and Wales should recognise a third category 

of personal property. Do you agree? 

Response: Yes, I agree, as digital assets so described do not appropriately fit into either of the two 

existing categories. It is increasingly untenable to stretch the current categories to cover the distinctive 

category of digital assets. The proposal of recognising a third category would provide certainty and 

clarification to the law. While recognising the third category, the challenges not only lie in how to 

define the subject matter that falls into this category, but also in ascertaining the legal rules associated 

with this category. 

The Consultation Paper has specifically defined the features for recognising things in the third 

category; however, the legal principles associated with this category are far from being clear. The 

discussion in the paper mostly focused and replicated the legal rules associated with things in 

possession, although the concept of control has been used as a substitute in the digital context. The 

differences in legal treatment between things in possession and things in the third category are not 

obvious and appear minimum. The Consultation Paper indicates that the law of a third category of 

personal property would be developed by analogy with legal principles applicable variously to things 

in possession or to things in action, but without being fettered by either. However, in my opinion, this 

process is likely to be achieved through the incremental development of common law over a long 

period of time, and, how to minimise the uncertainty in between becomes an important task to handle.  

 

Consultation Question 2. 

5.21 We provisionally propose that, to fall within our proposed third category of personal property, 

the thing in question must be composed of data represented in an electronic medium, including in the 

form of computer code, electronic, digital or analogue signals. Do you agree? 

Response: Yes, I agree. 

 

Consultation Question 3. 

5.41 We provisionally propose that, to fall within our proposed third category of personal property, 

the thing in question must exist independently of persons and independently of the legal system. Do 

you agree? 

Response: Yes, I agree. 

 

Consultation Question 4. 

5.73 We provisionally propose that, to fall within our proposed third category of personal property, 

the thing in question must be rivalrous. Do you agree? 
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Response: Yes, but to only to a certain extent, because the meaning of rivalrousness is not entirely 

clear to me. As the Consultation Paper states, ‘rivalrousness and excludability are intertwined.’ The 

description at [5.48] in the paper that ‘a resource is rivalrous if use of the resource by one person 

necessarily prejudices the ability of others to make equivalent use of it at the same time’ can also be 

read for describing excludability. The paper indicates that the element of rivalrousness has comprised 

the feature of excludability (or exclusive control), but what else is in the element of rivalrousness? 

There are situations that rivalrousness is not necessarily leading to excludability. For example, in a 

game of musical chairs, the scenario where two people survived at the last simultaneously sit in the 

same chair. Things shared in common also exist in the digital context. Caution also needs to be taken 

when selecting rivalrousness but leaving excludability/exclusive control as a gateway criterion, as 

alignment with the UNIDROIT and ULC should be promoted when possible and practical.  

 

Consultation Question 5. 

5.105 We provisionally propose that a data object, in general, must be capable of being divested on 

transfer. Do you agree? Please give examples, if any, of when this will not be the case.  

5.106 We provisionally propose that divestibility should be regarded as an indicator, or general 

characteristic of data objects, rather than as a gateway criterion. Do you agree? 

Response: Yes, I agree that a data object in general must be capable of being divested on transfer; 

otherwise, the transferor would get back control at any time and generate a double spending issue. 

I have difficulty in thinking what objects can be truly transferred without divestibility of control. I 

however think for things that cannot be transferred, they can remain to be data objects defined in the 

third category, and no requirement of divestibility is needed, e.g., tokens representing a non-

transferable title.  

Diverstibility and transferability appear to be linked. If a data object is transferable, it should be 

divested on transfer. If it is non-transferable or prevented from transferring, then no diversibility is 

required. Diverstibility could in principle be used as a gateway criterion with the caveat that it is only 

applicable to transferrable data objects. Transferability not only refers to technological capabilities, 

but also refers to legal and social norm. 

 

Consultation Question 6. 

5.142 Do you consider that the most authentic and appropriate way of implementing these proposals 

would be through common law development or statutory reform? 

Response: I think there is a need for statutory reform. Common law development is likely to be too 

incremental to meet the demands of a fast-developing market. The courts are also reluctant to depart 

from the existing authorities and are restricted by legal hierarchy. An example on this can be recalled 

from the legislative demand for electronic bill of lading. The gap left in the Carriage of Goods by Sea 
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Act 1992 has not been filled in by the common law after 30 years and now finally we are expecting 

the Bill for Electronic Trade Documents thanks to the Law Commission. 

I however appreciate that digital assets will continue to iterate and evolve. Therefore, the statutory 

reform needs to target key principles and fundamental features rather than elaborating with fine 

details. The work of interpretation and future flexibility should be left to the common law, assisted 

by the industry and the quasi-legislative guidance such as the UKJT Statement. 

 

Consultation Question 16. 

11.111 We provisionally propose that the concept of control is more appropriate for data objects than 

the concept of possession. Do you agree? 

Response: Yes, I do think the concept of control makes better literal sense than possession for data 

objects. However, there are two issues to be concerned with the concept of control. First, the 

Consultation Paper states that the concept of control does not have the intention element, which 

distinguishes from the concept of possession. I do not think this is true. Intention element should also 

exist in digital setting as a part of control. For example, a crypto token transferred by error and the 

new holder has no intention to control it.  

Secondly, the concept of possession has been extended to cover electronic trade documents, which 

essentially are made by data structure and could well fit into things in the third category in the current 

proposal. This now co-exists with the concept of control for data objects other than those listed as 

electronic trade documents. For instance, a token representing an electronic insurance policy can be 

possessed while the token representing an electronic certificate of origin can only be controlled. 

Surely, the ideology cannot all be attributed to mercantile custom and practice, as both documents 

are commonly used in international trade and neither of them are so called document intangibles 

conferring proprietary rights. This parallel result between possession and control is unfortunate, as 

the concept of control could in principle better represent the data objects and replace the concept of 

possession in whole if adopted. 

 

Consultation Question 17. 

11.112 We provisionally propose that, broadly speaking, the person in control of a data object at a 

particular moment in time should be taken to be the person who is able sufficiently: 

(1) to exclude others from the data object; 

(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing 

of, or transfer of, that control to another person, or a divestiture of control); and 

(3) to identify themselves as the person with the abilities specified in (1) to (2) above. 
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Do you agree? 

Response: Yes, I agree. 

 

Consultation Question 18. 

11.128 We provisionally conclude that the concept of control as it applies to data objects should be 

developed through the common law, rather than being codified in statute. 

Do you agree? 

Response: Yes, I agree. However, the simplicity of the concept of control should not be 

overestimated. In a predicable future, the concept of control could also form into a multifaceted 

concept as the concept of possession, e.g., by dividing into factual control and constructive/legal 

control of the data objects. Control might also be used as representing the rights associated with the 

controllable objects rather than a state of fact following its prevalence. I cannot see how the 

complexity on the concept of procession would not be repeated on the concept of control, albeit in a 

different context of digital world. 

 

Consultation Question 19. 

11.133 We provisionally conclude that it would be beneficial for a panel of industry, legal and 

technical experts to provide non-binding guidance on the complex and evolving issues relating to 

control and other issues involving data objects more broadly. Do you agree? 

Response: Yes, I agree. It is always helpful to involve industry, legal and technical experts in the 

process of decision making, especially towards this fast-evolving subject. 

 

Consultation Question 23. 

13.94 We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-

tokens by a transfer operation that effects a state change should be implemented by way of legislation, 

as opposed to common law development. Do you agree? 

Response: Yes, I agree. 

 

Consultation Question 25. 
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13.144 We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to 

“goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the 

Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 

Response: Although I agree some provisions of SOGA and other related statutes do not fit crypto-

tokens properly, crypto-tokens should not be left in a vacuum. Common law has to develop analogous 

standards to regulate the trading of crypto-tokens, but the process could be slow, so it would be 

beneficial to give guidance and illustrations on to which extent the existing statutes could be expected 

to apply in the context of trading crypto-tokens and other data objects. 

 

Consultation Question 37. 

18.44 We provisionally conclude that it is not desirable to make provision for data objects to be the 

subject of possessory securities such as the pledge, or to develop analogous security arrangements 

based on a transfer of control. Do you agree? 

Response: No, I do not agree. The purpose of the reform is broadly to recognise the property rights 

of the defined digital assets in the third category, so that the law can apply to certain intangible assets 

that are created using novel technology, including technology yet to be developed. It is a forward-

looking reform, so the application of the law should not be limited to the current market application.  

Possessory securities such as pledge still play a very important function in trading and finance. The 

advantage of pledge is to obtain physical possession or constructive possession, for which non-

possessory securities such as charge would not be able to provide. In addition, pledge generally has 

more advantages in priority claim than charge. The disadvantage of pledge is lack of registration 

requirement and therefore easy to facilitate fraud. The reason for a lack of registration requirement is 

mainly because the short turnover of the pledged asset comparing with the time for registration in the 

physical world. This situation is however changed in digital setting and registration could be 

facilitated instantly with the assistance of distributed ledger technology.  

The fundamental question is not about the unsuitability of pledge in the digital environment, for which 

the concept of possession can be replaced with the concept of control, but the legal position associated 

with pledge. If the legal principles toward the third category property is not going to mimic the rules 

for things in possession, then the drawback such as fraud generation brought by pledge-like security 

for data objects in the third category would be significantly reduced.  

Overall, I cannot find convincing reasons for depriving a familiar concept from financial market, and 

I think developing analogous security arrangements based on a transfer of control with 

reconsideration of the registration requirement in a digital context would be the better option.  

 

Consultation Question 39. 
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18.113 We provisionally conclude that it would be beneficial to implement law reform to establish a 

legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or 

resolution of crypto-token collateral arrangements. Do you agree? 

If so, do you have a view on whether it would be more appropriate for any such law reform to aim to 

create: (i) a unified, comprehensive and undifferentiated regime for financial collateral arrangements 

involving both traditional types of financial collateral and crypto-tokens; or (ii) a bespoke regime for 

financial collateral arrangements in respect of crypto-tokens? 

Response: Yes, it would be more appropriate for such law reform to create a unified, comprehensive 

and undifferentiated regime for financial collateral arrangements involving both traditional types of 

financial collateral and crypto-tokens. Creating separate regimes would be confusing for a financial 

market operating with a hybrid range of assets.  

 

Consultation Question 40. 

19.26 We provisionally conclude that an action to enforce an obligation to “pay” nonmonetary units 

such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, 

unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you 

agree? 

Response: Yes, I agree. 

 

Consultation Question 43. 

19.123 We provisionally conclude that, in relation to the tort of conversion, there are arguments in 

favour of extending conversion (or a conversion-type cause of action grounded in control rather than 

possession) to data objects. Do you agree? 

Response: Yes, I agree. 

 

Consultation Question 44. 

19.148 We provisionally conclude that existing principles in relation to injunctive relief can apply to 

data objects, without the need for law reform. Do you agree? 

Response: Yes, I agree. 

 

Consultation Question 47. 
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19.168 We provisionally conclude that there is an arguable case for law reform to provide courts in 

England and Wales with the discretion to award a remedy (where traditionally denominated in 

money) denominated in certain crypto-tokens in appropriate cases. Do you agree? 

Response: It depends on the status of the crypto-tokens. In general, the answer should be no, unless 

the crypto-tokens are strictly treated in the sense as money, as otherwise it would enter into the 

conflict with specific performance. 
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Response to the Law Commission’s Consultation Paper 256 Digital Assets: A Consultation Paper 

 

1. Introduction 

The legal analysis in the Law Commission’s consultation paper on digital assets is admirable in its 
depth and clarity. There is, however, one omission that I would like to make the Law Commission 
aware of. This concerns the categorisation of electronic money (‘e-money’) as a data object. The 
status of e-money is neither contemplated nor otherwise addressed in the Law Commission’s 
proposals, which might create an unintended lacuna in the law of personal property. I will set out 
below a possible approach to the categorisation of e-money as a data object, and hope that the Law 
Commission will be able to take this into account in its current work in this area. 

Since its development in the late 1990s, the function of e-money has been understood as an 
“electronic surrogate for coins and banknotes.”1 This function has generally determined the legal 
approach to its definition and regulatory framework. Accordingly, the main concerns in drafting the 
legal definition of e-money as well as the rules governing its issuance and use were to avoid certain 
negative outcomes from the perspectives of monetary policy and payment systems oversight, with 
little thought being given to the status of e-money as personal property.2  

 
1 Directive 2000/46 on the taking up, pursuit of and prudential supervision of the business of electronic 
money institutions [200] OJ L275/39, recital 7; Directive 2009/110 on the taking up, pursuit and prudential 
supervision of the business of electronic money institutions [2009] OJ L267/7, recital 13. 
2 For example, this early report by the ECB does not mention property at all: European Central Bank, Report on 
Electronic Money (ECB, 1998), 
https://www.ecb.europa.eu/pub/pdf/other/emoneyen.pdf?919930e4e315115f196cb797d22caa7f. 
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Since then, property concerns relating to the ownership of the funds received in exchange for e-money 
(i.e., the funds that are safeguarded by the issuer) have been voiced,3 but to my knowledge no legal 
analysis of e-money itself has been set out in either law or guidance. Such an analysis is needed, not 
only because the status of e-money in property law terms has consequences for the correct 
understanding of some features of its regulatory framework (including the applicable safeguarding 
rules and the rules relating to deposit guarantee schemes) but also because legal uncertainty in this 
respect will disadvantage the e-money sector, as both consumers and issuers can be expected to 
benefit from the legal framework governing data objects. Furthermore, the imminent regulation of 
certain crypto-tokens as e-money (which will then become data objects) could result in a differential 
treatment in property law terms of some types of e-money, an outcome that should be avoided.  

E-money is defined as “electronically, including magnetically, stored monetary value as represented 
by a claim on the issuer which is issued on receipt of funds for the purpose of making payment 
transactions . . . and which is accepted by a natural or legal person other than the electronic money 
issuer.”4 The aspects of this definition that are relevant to the categorisation of e-money in property 
law terms are that:  

(a) e-money is stored monetary value; 
(b) on presentation of their e-money to the issuer, holders have a right to receive funds to the 

value of the e-money they hold, also called a redemption right; 
(c) e-money is value that is purchased with funds (i.e., cash, bank money or other e-money); and 
(d) e-money is used to make payments or transfers to third parties.  

I will explain the relevance of these aspects of the definition further by reference to the Law 
Commission’s three criteria that must be met if an object is to fall within its proposed third category 
of personal property, namely that (i) the object is composed of data represented in an electronic 
medium, including in the form of computer code, electronic, digital or analogue signals; (ii) that the 
object exists independently of persons and exists independently of the legal system; and (iii) that the 
object is rivalrous.  

First, however, I should address the question why e-money is not simply a chose in action, as this 
would render enquiry into its nature as a data object redundant. I have also addressed this question in 
a recent article5 that provides more detail on the possible forms of e-money, the function of the 
redemption right and the features of e-money that distinguish it from a pure chose in action, as well as 
appropriate references. 

 

2. Why is e-money not simply a chose in action? 

By definition, e-money includes a claim right against the issuer, the redemption right. This existence 
of this right could lead one to conclude that e-money is nothing more than a right of repayment that is 
enforceable against the issuer. But this is not the case, and a comparison with deposits may be helpful 
in drawing out the reasons why.  

 
3 For an account of the debate, see Jacques, J (2022) ‘E-money and Trusts: A Property Analysis,’ 138(Oct) Law 
Quarterly Review, 605-623. 
4 Directive 2009/110 on the taking up, pursuit and prudential supervision of the business of electronic money 
institutions [2009] OJ L267/7, art. 2(2). Also see reg. 2(1) of the Electronic Money Regulations 2011 (SI 
2011/99). 
5 Jacques, J (2022) ‘E-money and Trusts: A Property Analysis,’ 138(Oct) Law Quarterly Review, 605-623. 
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A deposit involves a right held by a person (the depositor) to draw against the credit balance with the 
deposit-accepting bank. This right constitutes the entirety of the deposit’s use value. There is no 
object or thing to which the right attaches and which could then be used or traded in its own right; 
rather, if the depositor wishes to transfer their ‘bank money’ to a third party, they must activate their 
claim right against the bank, asking the bank to extinguish their right in favour of the third party. It is 
thus widely accepted that what is involved in a deposit are two parties who have entered into a 
relationship that has resulted in corresponding rights and liabilities, and it is this relationship – and 
only this relationship – that is engaged every time bank money is used. This has two consequences. 
The first is that bank money cannot be transferred laterally between parties without the involvement 
of the deposit-accepting bank. The second is that the right that the depositor holds cannot be lost by 
abandoning or destroying a ‘thing,’ as there is no such separate thing. This means that if the depositor 
loses access to their account because they have displaced their access credentials, this makes no 
difference to their rights; all that needs to be shown is that the person claiming these rights is really 
the person with whom the bank has an ongoing relationship for accepting deposits. 

In contrast, the use value of e-money lies not in its redemption right but in the ownership rights in the 
monetary value (i.e., the e-money) that may be used for payments and transfers. Redemption merely 
ensures that the last holder in the payment chain is able to exchange e-money for funds. All prior 
holders use the e-money for payments and transfers, and because they exchange their e-money for 
goods and services or otherwise divest themselves of it, they do not have a need to make a redemption 
claim. The more successful the e-money scheme, the longer the e-money circulates without any need 
for redemption. Hence, in relation to the primary function of e-money as a means of payment, the 
same can be said about e-money as about crypto-tokens: “The functionality of a crypto-token vis-à-vis 
the crypto-token system and other participants in the crypto-token system is inherent to the 
instantiated crypto-token itself. So crypto-tokens are not things in action.”6 

While the e-money issuer is usually involved in any e-money transaction, the involvement consists of 
processes such as authorisation and settlement rather than the meeting of a liability. Some forms of e-
money may even be transferable without any involvement of the issuer at all, such as where e-money 
may be stored on a device that can be passed from hand to hand, the bearer being assumed to be the 
rightful owner of the e-money. In the latter case, if the e-money holder loses access to the e-money 
(for example, by giving away, breaking or losing the e-money card on which the value is held), they 
lose their rights to it. Only if they can persuade the issuer to re-instate the ownership link between 
them (the holder) and the e-money – and not the link between the issuer and the holder as parties with 
rights and liabilities – can they regain their ownership rights. To do this, the holder does not need to 
show that they are the person who they claim to be, but that they are the rightful owner of the e-
money. They have to demonstrate ownership of a thing because that thing mediates the relationship 
between the issuer and the holder.  

It is in accordance with this understanding of e-money that the redemption right is regarded as 
attaching to the e-money itself, in whoever’s hands it may be, and not to any specific person. This 
means that when the redemption right is finally exercised by the last holder in the payment chain, this 
involves the e-money holder presenting the e-money (rather than himself) to the issuer, who then 
honours the claim associated with the e-money.  

This comparison shows that while e-money involves a claim right, it is itself a thing and thus more 
than this claim right. Therefore, it cannot be categorised as a pure chose in action.  

 
6 Para. 10.66 of the consultation paper, footnote omitted. 
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3. The first criterion: Is e-money composed of data represented in an electronic medium, 
including in the form of computer code, electronic, digital or analogue signals? 

E-money is monetary value that is electronically recorded as a credit or debit entry, usually in a 
numeric ledger situated in a central database, although it is also theoretically possible to record e-
money directly on a physical instrument, such as a card or voucher. Following the explanations 
provided in section 1 above, it should be apparent that the ledger entries involved in e-money 
resemble those involved in certain crypto-tokens rather than those involved in bank money: “An entry 
in a bank account ledger merely records a debt of an amount equal to the final balance standing to the 
credit of the account holder. In contrast, . . . the data structure which constitutes a crypto-token 
(including the data which records account balances) is not a right against another person or obligor 
(such as a bank). Instead, it has the characteristics of an object of property in itself.”7 

 

4. The second criterion: Does e-money exist independently of persons and independently of the 
legal system? 

4.1 Does e-money exist independently of persons?  

E-money is definable, identifiable, stable and separable from persons. Transferability from one person 
to another is essential to its use as a means of payment. Some forms of e-money may also be 
abandoned, lost or destroyed as a matter of both fact and law (see section 1 above). 

 

4.2 Does e-money exist independently of the legal system?  

As has been shown in section 1 above, e-money is more than the redemption right that is associated 
with it. It is a standalone thing that has existence independently of the legal system. The rights 
involved in e-money primarily consist of ownership rights in a thing, i.e., value, which may then be 
exchanged for goods or services or otherwise transferred to third parties. These rights persist 
independently of any relationship with the issuer, who is not necessary for their enforcement, even 
though the e-money can only be used within the e-money ecosystem and subject to the issuer’s terms.  

In respect to the issuer’s terms, it is important to distinguish between the e-money itself and the terms 
under which the financial service that encompasses the various uses of e-money is supplied. When e-
money is issued, there is a purchase transaction by which the buyer purchases e-money in exchange 
for handing over funds of an equivalent amount to the issuer. This purchase is governed by contract, 
but this contract effectively concludes with the conclusion of the purchase. From the point of purchase 
onwards, the use of the e-money is then subject to the ongoing terms of the issuer (as well as of other 
parties, such as acquirers) governing access to, and the use of, the e-money ecosystem. Terms may 
include the types of merchants that the e-money may be spent with, the countries in which the e-
money may be spent, the safekeeping of access credentials, transaction fees, statutory rules on the 
provision of payment services, terms relating to anti-money laundering obligations, etc. Importantly, 
these terms all concern the e-money ecosystem, not the ownership of the e-money itself. Thus, in 
contrast to the examples provided by the Law Commission when discussing in-game digital assets in 
chapter 7 of the consultation paper, the e-money issuer has no right to revoke ownership of the e-
money if a holder does not comply with its terms of use. This is because the e-money holder has not 
purchased contractual rights of access under an ongoing licence that may be terminated, but a thing of 

 
7 Para. 12.39 of the consultation paper, footnote omitted. 
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value in relation to which the contract has concluded on purchase. Hence, the issuer may revoke 
access to the e-money ecosystem in certain circumstances but continues to be bound by the ownership 
rights of the holder to the e-money and therefore must, as a minimum, redeem it on presentation by 
the holder.  

The obligation to recognise issued e-money as value owned by the e-money holder even persists after 
the issuer’s insolvency and where the e-money ecosystem is no longer in operation, in which case the 
Electronic Money Regulations 20118 and the Payment and Electronic Money Institution Insolvency 
Regulations 20219 provide for the redemption of issued e-money. In that case, safeguarded funds are 
distributed amongst everyone who can show they are owners of e-money – not because the 
safeguarded funds are owned by e-money holders,10 but because the e-money itself continues to exist 
and carries a right of redemption. This is a strong indication of the existence of e-money 
independently of any legal system. Only in a situation where the ownership rights of an e-money 
holder are themselves in doubt (e.g., in cases of financial crime) can the issuer (or court, or insolvency 
practitioner) deny a holder of e-money their ownership rights to it. However, such a denial leaves 
intact the existence of the e-money itself, which can be returned to its rightful holder. Hence, the same 
can be said about e-money as about crypto-tokens: “No legal rule can on its own create or destroy a 
crypto-token — no court decision can say that a crypto-token has ceased to exist.”11 

In this context, when deciding whether e-money exists independently of the legal system, care should 
also be taken not to give undue weight to the fact that e-money is centrally issued and can only be 
used within the particular scheme’s ecosystem. For instance, certain crypto-tokens also involve 
central issuance, and the openness/closedness of the ecosystem is a matter of degree both for e-money 
and crypto-tokens. E-money is by definition monetary value that is accepted by parties other than the 
issuer, and these parties may range from a handful of merchants in a local e-money scheme to 
millions of users that accept e-money in transfers nationally and internationally.12 While these parties 
must link to the issuer’s ecosystem when they accept e-money, it is difficult to conceive of property 
relations in a digital environment that are not to some extent contingent on licenced infrastructure. 
Furthermore, developments in the interoperability of e-money systems may change the way in which 
e-money is used, rendering any perceived reliance on a central issuer’s infrastructure and associated 
terms tenuous.  

Finally, the potential for e-money to be stored on physical cards which may be transferred entirely 
outside the system of the issuer should also speak for the independent existence of e-money from any 
legal system.     

 

5. The third criterion: Is e-money is rivalrous? 

E-money is issued by a central party, the issuer, who ensures through its internal accounting processes 
that the e-money cannot be double spent, and who polices access and transactions. Together with the 

 
8 SI 2011/99. 
9 SI 2021/716. 
10 That this is not the case has been shown in the Ipagoo litigation: Re Ipagoo LLP (In Administration) [2021] 
EWHC 2163 (Ch); Re Ipagoo LLP (In Administration) [2022] EWCA Civ 302. 
11 Para. 10.71 of the consultation paper. 
12 The biggest schemes, such as PayPal, have several hundred million users. 
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rules of the e-money system, the control exercised over the ledger by the issuer means that use of the 
e-money by one person necessarily prohibits its use by any other.    

 

6. Conclusion 

I have set out above why e-money is not a pure chose in action and how it meets the three criteria 
stipulated by the Law Commission for its proposed new category of personal property, data objects. 
Adopting this categorisation would increase legal certainty, may aid consumer protection and business 
case innovation and would ensure the equal treatment in property law terms of e-money and crypto-
tokens that will fall within the scope of the e-money regulatory regime. While I have not been able to 
consider all the consequences of the categorisation of e-money as a data object (including remedies, 
custody in distribution business models, etc.), I believe the approach here could mirror that adopted 
for crypto-tokens.  
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To whom it may concern, 
  
I hope this email finds you well. 
  
I would like to take this opportunity to respond to the digital assets’ consultation paper. 
  
Please see below the questions I have responded to. In respect to the other questions, my 
answer would be ‘yes’, just without any extra remarks. 
  
Questions and Answers. 
  
Consultation Question 1. 
20.1 We provisionally propose that the law of England and Wales should recognise a third 
category of personal property. Do you agree? 

Paragraph 4.101 

  
YES 

Further comments – 

Creating a third category of property is something I would agree with. However, in doing so, 
this category should be formulated in a way whereby differing forms of eligible digital assets 
could be included. In essence, the category should not be closed when created. As such, the 
provision for additional types of digital assets should be included, providing they fall under 
the parameters of the proposed third category.   
  
*** 

  
Consultation Question 4. 
20.4 We provisionally propose that, to fall within our proposed third category of personal 
property, the thing in question must be rivalrous. Do you agree? 

Paragraph 5.73 

  
NO 

Further comments – 

Following on from my response to Question 1, an issue could occur if the aspect of ‘rivalrous’ 
is introduced as a characteristic in which to classify a new category of property. When 
considering the future introduction of a state backed digital asset, one which both central 
banks and retail banks could support, the notion of ‘rivalrous’ would be mutually exclusive. 
Meaning, the user and retail bank would have access to, and oversight of, associated funds at 
any given time.  Likewise, the central bank could also implement fiscal policies which would 
grant them control whilst permitting partial control to users or retail banks. As such, 
introducing this as a method to quantify a third category of property should be reconsidered, 
especially in the case of state backed digital currencies – the like of which is not far away. 
Examples include - Central Bank Digital Currencies (CBDCs) 
  
***              
  
Consultation Question 16. 
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11.111  -   We provisionally propose that the concept of control is more appropriate for data 
objects than the concept of possession. Do you agree? 

  
NO 

Further comments – 

The concept of control in respect to the digital assets discussed in the consultation paper are 
valid. However, the control in this sense could not be conveyed upon possible future 
manifestation of digital assets. Take again the example of CBDC. In theory, both a retail bank 
and its customers will have control over central bank digital currencies. Furthermore, in the 
case of seizure or forfeiture whereby control is not relinquished, attempts to obtain said 
digital assets would fall onto a premise of forced control or possession .  
  
As such, I would recommend further exploring this scenario and attempting to assess the 
issue of joint control (CBDC example) and also assess the ramifications induced by future 
digital asset classes. 
  

  
*** 

  
Consultation Question 19. 
20.27 We provisionally conclude that it would be beneficial for a panel of industry, legal and 
technical experts to provide non-binding guidance on the complex and evolving issues 
relating to control and other issues involving data objects more broadly. Do you agree? 

  
YES 

Further comments – 

This would help ensure a diverse cross section of concerns and viewpoints are considered. 
This would help inform and guide research whilst ensuring law reform is robust and verified. 
  
*** 

  
Consultation Question 31. 
20.45 We provisionally conclude that a presumption of trust does not currently apply to 
crypto-token custody facilities and should not be introduced as a new interpretive principle. 
Do you agree? 

  
YES 

Further comments – 

I would agree as far as digital assets of today are concerned. However, and as noted above, 
the variety and form of digital assets are open change. As such, the aspect of trust will come 
into play. Considering CBDCs, as with current forms of currency, their value will be based 
upon trust in a state’s ability to honour the stipulated wealth associated. For example, all 
Stirling is inscribed with the statement - ‘I promise to pay’.  This engrained element of trust 
will be mirrored in future digital presentations of national currency and as such, should be 
considered by the consultation. 
  
*** 
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Consultation Question 41. 

56. 20.56  We provisionally conclude that tracing (rather than following) provides the 
correct analysis of the process that should be applied to locate and identify the 
claimant’s property after transfers of crypto-tokens by a transfer operation that 
effects a state change, and that the existing rules on tracing (at equity and common 
law) can be applied to crypto-tokens. Do you agree? 

57. 20.57  Do you consider that the common law on tracing into a mixture requires 
further development or law reform (whether generally or specifically with respect to 
crypto-tokens)? 

Paragraph 19.52 

  
YES 

Further comments – 

I would agree in respect to digital assets, although the consultation would benefit from 
further explanation on how tracing and following differ. In respect to other forms of digital 
asset, including CBDCs, the consultation would benefit from researching whether the term 
and process of ‘following’ would be better suited. I would argue in the case of CBDCs, 
following would be a simple process due to the ease of auditing that would underpin CBDC 
use. 
  
  

*** 

  
Consultation Question 47. 

64. 20.64  -     
We provisionally conclude that there is an arguable case for law reform to provide 
courts in England and Wales with the discretion to award a remedy (where 
traditionally denominated in money) denominated in certain crypto-tokens in 
appropriate cases. Do you agree? 

65. 20.65  -    
If so, what factors should be relevant to the exercise of this discretion? 

YES 

Further comments – 

I agree, this would make sense. However, digital assets are similar to commodities, they 
fluctuate heavily. As such, a user who is due to receive a remedy in virtual assets may lose 
out or gain. As such, reimbursing the funds they parted with to obtain said digital assets may 
be better placed. Similarly, focusing on an average value so to ensure consistency may be 
more efficient. 
A prime example would be bitcoin, its value fluctuates heavily, meaning a remedy could be 
unfair on either the claimant or defendant. 
This dynamic should be further explored. 

  
*** 

  
Thank you for your time and consideration. 
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If you have any further comments, require additional clarification or further detail, please 
don’t hesitate to contact me.  My details are listed below. 
  
Kind regards. 
  
Joshua 

  
Full name – Joshua Tjeransen 

Organisation – King’s College London 

Response capacity - Personal Response 

Telephone Number –  

I do not require my response to be treated as confidential. 
  
  
  
Joshua Tjeransen 
Research Assistant 
PhD Candidate, KCL Law School 

 
  
Centre for Science & Security Studies (CSSS)  
Department of War Studies  
King’s College London    
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Response ID ANON-4G41-UU93-P

Submitted to Law Commission consultation on digital assets
Submitted on 2022-11-04 14:46:37

About you

What is your name?

Name:
Katie McCay

What is the name of your organisation?

Organisation:
University of Bristol

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

No

Please expand on your answer::

Agree in part with the statement. 
 
A third category is preferable to the current categorisation of personal property, of choses in action and choses in possession, but may be less preferable 
to other solutions, such as having two categories- tangible personal property and intangible personal property- to replace the chose in possession and 
the chose in action respectively. 
 
On the first matter, a third category is preferable to the current categorisation of personal property. This is because the emergence of digital assets that 
are recognised as property has meant that there are a growing number of assets, which are recognised as property, which do not neatly fit within the 
classic definition of a chose in action. Traditionally at least, the chose in action was a category of property which had no physical existence and was only 
enforced as a right enforceable by action. However, it is long established that this definition has never been strictly adhered to. For instance, Colonial 
Bank v Whinney [1885] 30 ChD 261 approves a very broad definition of a thing in action. Lord Justice Fry stated that “several species of property have 
sprung up which were unknown to the common law … For want of a better classification, these subjects of personal property are now usually spoken of 
as things in action. They are, in fact, personal property of an incorporeal nature...” Thus, even back in the late 1800s, there are examples of a thing in 
action being a term used to describe not just property only enforceable by legal action, but also just property that was intangible. 
 
There is a tension in the case law, there seems then to be an acknowledgement that a thing in action can encompass intangible property that does not 
embody a right of action, but there also seems to be an understanding that this broad definition of a thing in action is not technically correct. This has led 
to later cases creating (conceptually at least) a third category of other intangible property, as seen recently in AA v Persons Unknown [2019] EWHC 3556 
(Comm) and in Armstrong DLW GmbH v Winnington Networks [2012] EWHC 10. 
 
A third category may resolve that tension between the case law, solving the problem as it relates to digital assets as property for the time being. However, 
it is unclear whether it adds to the overall coherence of the law of personal property more generally, particularly as the law develops. In particular, it is
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unclear why a third category is preferable to instead abolishing the chose in action/chose in possession categorisation and replacing it with two
categories- tangible personal property and intangible personal property. 
 
There are a number of reasons why there might be problems with a third category, and related to this, why having two categories- which are explicitly
broader- may be a better response. 
 
Firstly, having a category of intangible property that would include data objects without data objects being in a separate category of their own makes the
law more futureproof, and makes it easier for the law to adapt to later types of intangible assets that emerge that could and perhaps should be property
but do not fit within either a chose in action or a data object. If, and perhaps when, those types of property arise, then the law will have to respond to the
same problem of categorisation once again. Having a category of intangible personal property avoids this problem. If an asset is property, then there is
no risk of it not fitting in a pre-existing category. 
 
Secondly, if we recognise a third category of data objects, it is unclear what happens to assets that have already (notionally or provisionally at least) been
put into the choses in action category, when they are a better fit in the data objects category. For instance, in Fetch.AI & Anor v Persons Unknown & Ors
[2021] EWHC 2254 (Comm), [9], HHJ Pelling QC categorises cryptoassets as choses in action. If the Law Commission’s proposals, as currently suggested,
are accepted, then does the change of categorisation for such as asset have to be explicitly made clear? 
 
Thirdly, and related to this, the suggested reforms still leave some uncertainty for assets that are on the outer limits of the definition of a thing in action,
such as carbon credits. Chapter 9 of the Consultation Paper, correctly, in my view, excludes carbon credits from the ambit of data objects. There is still,
however, the question of whether these assets are truly choses in action. A broader category of intangible personal property, rather than adding a third
category of data objects would not only be more amenable to emerging digital assets, but would also have the knock-on effect of simplifying the law
where other assets which do not fit within the traditional category of choses in action (where strictly defined).

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records
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Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes
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Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::
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Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::
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Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

No

Please expand on your answer::

Conversion is a tort that protects the claimant's possessory interest in a thing. Any proposed cause of action that protects control cannot be conversion
or conversion-like in the true sense.

In addition, other intangibles, such as choses in action are not amenable to the tort of conversion, as acknowledged in OBG v Allan. It is unclear why the
law should be changed for data objects, circumventing the possession problem for one type of intangible asset and not others. There is also a danger that
a 'conversion-like' cause of action for data objects leads to reasoning by analogy that expands the tort to unacceptably broad limits.

There is nothing wrong with creating remedies to vindicate the claimant's rights in an intangible, where that intangible is misappropriated or otherwise
interfered with. If that is desirable, then it would be better to not connect the remedy to the concept of conversion and instead conceptualise the remedy
as distinct.

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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1. Property, Possession and Control Questions  

Authored by Dr Yael Lifshitz and Dr Vicki Ball  

In response to consultation questions on property, possession, and control [includes consultation 

questions 1-7, 16-18] 

I. Framing the Issue(s) 

Property is the conceptual and doctrinal category through which we award slices of distributed 
control, with an in rem effect, over ‘things’.1 ‘Thinghood’ has been the subject of much scholarly and 
judicial attention.2 We agree that a thing for the purpose of property is one that is separate from 
persons and is a distinct chunk onto its own.3 We also therefore agree with the Commission that digital 
assets are ‘things’ for the purpose of property.  

The crux of the discussion therefore lies in whether digital assets can be (sufficiently) controlled; and 
if so, what is the best way to go about recognising that control through property law.  

In what follows, we briefly outline why we believe digital assets can be sufficiently controlled, so as to 
recognise proprietary rights in them. We then discuss the overlap between control and possession and 
whether one should (formally) replace the other. We then discuss whether a new category should be 
added to personal property, and what that category should be. We conclude with some thoughts on 
the institutional dimension as to whether such changes should be brought about by legislative reform 
or through the courts.   

II. Can digital assets be sufficiently controlled?  

‘Control’ manifests in Property in several ways. One prominent manifestation of control is in the form 
of Possession. Whether a thing can be possessed, often boils down to whether it is capable of being 

 
1 See eg Y R Lifshitz, ‘The Geometry of Property’(2021) 71 U Toronto LJ 480, 481-82; Y R Lifshitz, ‘Rethinking Original 
Ownership’ (2016) 66:4 UTLJ 513, 517, n 8. 
2 For an insightful analysis of the “thing” element in property scholarship see Wyman, The New Essentialism in Property (2017), 
9:2 Journal of Legal Analysis 183; also see  Henry E Smith, ‘Property as the Law of Things’ (2012) 125 Harv L Rev 1691 at 1691; 
Thomas W Merrill, ‘The Property Strategy’ (2012) 160 U Pa L Rev 2061 at 2063; cf Christopher Essert, ‘Property in Licences 
and the Law of Things’ (2014) 59 McGill LJ 559.  
3 H E Smith, “The thing about exclusion” (2014) 3 Property Rights Conference Journal 95, 119.  
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controlled, and importantly, whether such control is in fact exercised.4 In the case of digital assets, the 
answer is ‘yes’. We therefore think the digital assets can be possessed.  

III. Control, instead of Possession?  

No; We would resist creating a new doctrinal hurdle labelled ‘control’.  

To be sure, Control is a central theme in property law. It describes the work that property is doing and 
animates it in many ways. In a sense, it is the unifying thread that runs through different segments of 
property law, from a piece of land all the way to a song. As a conceptual and analytical idea, therefore, 
it is key.  

Having said that, doctrinally, and specifically for English law given its unique jurisdictional sensibilities, 
we do not believe a new additional hurdle should be added to the determination of whether rights in 
digital assets are Property.  

First, possession is already largely about control and whether such control is exercised. Creating a new 
and separate doctrinal category would therefore be redundant. The determination of whether a ‘thing’ 
is controlled is already happening within possession and we are not persuaded that repeating that same 
determination again would be useful.  

Second, adding a new doctrinal hurdle would also risk creating confusion as to what kind of ‘control’ 
is needed for possession; as opposed to what kind of ‘control’ is needed for Control. Either way, the 
concept of control is likely to be developed from within possession (and possibly vice versa in the 
future) meaning they will always be interconnected.  

Relatedly, the way control is developed here is also likely to feed into wider possession-based 
discussions elsewhere is property law e.g. leases, adverse possession, orders of possession etc. If a new 
‘control’ label is introduced in the context of digital assets, it might lead to questioning whether such 
a label is needed in other possession-related contexts as well.  

IV. Adding a third category 

We think property rights in digital assets can and should be recognised. Such recognition could arise 
without formally creating a new category of personal property. Courts in England and Wales, as the 
Commission notes, have already been willing to recognise that rights in certain ‘things’, including 
digital assets, could be proprietary in nature despite not fitting neatly into either of the two existing 
categories of personal property (things in possession and things in action). So adding a third category 
would not be strictly necessary in order to acknowledge property rights in digital assets. Although we 
recognise in some recent cases, in particular AA, the judge failed to conclude whether the recognition 
of Bitcoin as property was on the basis of it fitting into an extended version of the two classifications 
of property or in a new third category.  

Yet, we also agree with the Commission that adding such a category will be analytically cleaner and 
more accurate; will likely contribute to legal certainty and help remove the existing ambiguities around 
recognising the status of such rights as proprietary. For those reasons, we support adding a new 
category of personal property and believe it would be beneficial.  

We would resist, however, labelling the new category ‘data objects’. Our concerns are twofold: The 
first concern is that doing so would limit the flexibility that is necessary for future developments. Some 

 
4 See eg Young v Hitchens (1844) 6 QB 606 (discussing control of fish); also see Pierson v Post, 3 Cai. 175 (N.Y. Sup. Ct. 
1805) (discussing control of a fox); State of Ohio v Shaw 65 NE 875 (1902) (control over fish); Popov v Hayashi, 2002 WL 
31833731 (Cal. Super. Ct. Dec. 18, 2022) (control over a baseball that was hit into the stands). 
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things that are yet to exist or even be thought of, might feel like ‘property’, and yet be distinct from the 
specific type of assets we are considering here.  

A second concern would be creating internal inconsistencies in the law, if the third category included 
only some ‘other’ things but not others. Not all ‘intangible’ assets are necessarily data-based. Consider 
for instance carbon trading quotas, in which property has already been recognised5: bits of information 
regarding how much of the carbon quota has been spent or for how much it has sold, are indeed data-
based. But the ‘thing’ in question is carbon (or more precisely – a particular amount of carbon). The 
carbon itself is not data-based; it exists regardless of data. The data aspect in this case it merely 
recording pieces of information that describe the resource in question. But that doesn’t mean the 
resource is data-based. So on that understanding, emission trading quotas would be excluded from the 
third category. The same could be said regarding milk quotas,6 and waste management allowances.7 
The milk and the waste are ‘things’ that exist regardless of the data that describes them. It is therefore 
not obvious why data-based assets should be included in new property circle, but intangible-but-not-
data assets should fall outside it.  

Taken together, the main benefit of creating a third, new, category, would be to alleviate confusion and 
more easily facilitate the recognition of proprietary rights in certain ‘new’ things. But limiting the 
formal recognition to data-based assets, as we know them today, could not only fail to provide future 
flexibility, but could also create confusion and inconsistencies as to other assets and the status of the 
rights therein.  

It would be preferable, we suggest, to create a more general category of property, one that captures the 
essence of what it means to have proprietary rights in a ‘thing’ (other than bits of land and the resources 
associated with it). We propose instead a third category that would be labelled ‘intangible property’. 
We think such a category will better serve the goal of providing certainty over the status of rights in a 
broader range of existing digital assets; while not limiting the future development of the law nor 
creating confusion in the present with the status of other times of assets. This also dovetails nicely with 
the approach adopted in AA and previously discussed in cases like Armstrong and Your Response (and in 
the UKJT) where the third category was more broadly defined as ‘other intangible property’.  

Importantly, much of the consultation still applies for this broader third-category. For instance, we 
think this kind of broader category can satisfy the twin criteria of separability from both persons and 
the legal system. 8 Intangibles can exist independently of persons and legal systems (thus satisfying the 
criteria set out by the Commission and by other scholars). 

We do recognise that the term ‘intangible’ is not ideal, and we do acknowledge there are problems with 
the term. First, we acknowledge the difficulties that may arise given a potential cross-over with 
intellectual property. Second, we do appreciate that, as the Commission notes, many digital assets, as 
we know them today, actually rest on tangible infrastructure. But importantly, we don’t think that fact 
substantially changes their nature as ‘intangible’. Moreover, many tangible assets rest or rely on other 
assets for their existence, usability or viability. Does that make them less tangible or less independent? 
Reliance on infrastructure in itself does not seem like a good measure to draw the line around a category 
of resources. Lastly, the term ‘intangible’, although fuzzy at times, does capture an important human 

 
5 Armstrong DLW GmbH v Winnington Networks Ltd [2012] EWHC 10 (Ch), [2012] Env LR D4 
6 Swift v Dairywise (No 1) [2000] 1 WLR 1177, [2000] BCC 642 
7 Re Celtic Extraction Ltd [2001] Ch 475 
8 This also forms an answer to consultation question 5 – we should note however we have some reservations 
with regards to 'independence from the legal system'. On one hand it makes sense; but at the same time, we 
recognise that there is potential to ‘walk ourselves in circles’ which such an element of a definition. For 
example, does an estate in land exists independently from the legal system? If not, does that mean we will not 
recognise property in land anymore? Land exists regardless of any legal system; estates in land, however, do not. 
Similarly, carbon exist independently of any legal system, but carbon-trading-quotas may not.  
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intuition: that there are some things we just cannot ordinarily see with a naked human eye;9 some 
things that we cannot touch or grasp. We believe it is precisely this intuition that makes it difficult for 
us humans to fully grasp how such ‘invisible’ things can be possessed or truly controlled. Recognising 
this category of things as such would be more accurate, true to our legal and social intuitions, and more 
flexible.  

Either way, regardless of whether the term ‘intangible’ is the best one, we believe a more broadly 
defined category is called for. 

V. Institutional dimension: development by Courts or through Legislation? 

All things considered, we believe some legislative reform, at least for the core recognition that there is 
a third category of personal property, is required. Although we also, as mentioned above, believe that 
the legislative reform should be constructed in a way that is capacious enough to allow for any further 
developments, and thus also allow the Courts to continue the incremental development they have been 
pursuing.  

One of the main concerns that animates our intuition here is speed. We lean toward legislative reform 
when it comes to adding a third category of personal property to the extent that it could be done 
quickly (to the extent that Courts, in order to act, need to wait for a specific case to come their way). 
Having said that, we think Courts should not be held back from continuing the development of the 
law towards a third category and toward recognising property in digital ‘things’. At present, Courts 
seem somewhat reluctant to take a definitive position, e.g. in AA things were hedged and no clear 

conclusion arose on whether bitcoin came under either of the existing or the ‘new’ personal property 
categories.  

 

2. Trust/Custody Questions  

Authored by Dr Kate de Contreras and Dr Sam Williams (with support from Dr 
Sham Arun-Qayyum) 

20.42 We provisionally conclude that, under the law of England and Wales, crypto-token 
custody arrangements could be characterised and structured as trusts, even where the 
underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of 
multiple users, and (ii) potentially even commingled with unallocated entitlements held for the 
benefit of the custodian itself. Do you agree? 

It seems possible for the law to recognise crypto-tokens as capable of forming the subject-matter of a 
trust. In particular, it seems possible for a trustee to owe legal duties in respect of crypto-tokens, and 
to be subject to legal remedies for breach of these duties. Furthermore, it seems possible for third 
parties to owe legal duties in respect of the crypto-tokens, and be subjected to legal remedies for breach 
of these duties. Furthermore, it seems possible for parties such as beneficiaries to hold enforceable 
rights against the trustees and third parties in respect of these legal duties and legal remedies.   

To demonstrate the above points, imagine a scenario in which a crypto-token forms the subject-matter 
of a trust, with Thomas acting as trustee for Belinda as beneficiary. Thomas could be under a legal duty 

 
9 For more on how invisibility impacts the development of property, see:  
Monika Ehrman, Application of Natural Resources Property Theory to Hidden Resources, 14 Int’l J. of the Commons 627 (2020); Lee 
Anne Fennell, "Visibility and Indivisibility in Resource Arrangements", Public Law and Legal Theory Working Paper Series, 
No. 777 (2021), available at: https://chicagounbound.uchicago.edu/public_law_and_legal_theory/736/. 
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to not transfer the crypto-token. If Thomas transferred the crypto-token to Rose in breach, he could 
be liable to pay compensation. Belinda could have rights against Thomas in respect of these duties and 
liabilities. Furthermore, Rose could be under a legal duty to transfer the crypto-token to Thomas or 
some other trustee, and be liable to pay compensation for failing to do so. Belinda could have rights 
against Rose to enforce these duties and liabilities.  

Whether the law ought to recognise crypto-tokens as capable of forming the subject-matter of a trust 
is a different question to whether it is possible to do so. However, there may be some reasons in favour 
of such recognition. First, trusts law regulates property management, by subjecting trustees and third 
parties to various legal norms. It may be beneficial to extend this regulation to crypto-tokens. Second, 
the online context of crypto-tokens may present a particular risk of fraud, blackmail (for example, as 
in AA v Persons Unknown [2019] EWHC 3556 (Comm)), bribes, and money laundering. Trusts law may 
provide a mechanism for regulation, for example by providing proprietary remedies to secure the return 
of crypto-tokens that have been transferred following fraud, or bribery.  

Concerning (i), it seems possible for the law to recognise crypto-tokens as capable of forming the 
subject-matter of a trust, even where the crypto-tokens are held on a consolidated unallocated basis 
for the benefit of multiple users. The decision in Hunter v Moss [1994] 1 WLR 452 might be extended to 
achieve this outcome, especially if crypto-tokens are treated as fungible. Exploration of the distinction 
between (a) the subject-matter of a trust, and (b) the beneficial entitlements under the trust can be 
found in Wilde (2020) 79(2) Cambridge Law Journal 349. 

However, such recognition would generate a need to determine rules applicable to such trusts. For 
example if a trustee held 10 crypto-tokens on trust for 6 beneficiaries, and transferred away 1 crypto-
token in breach, questions arise as to (a) who has a beneficial interest in the existing 9 crypto-tokens? 
and (ii) who has a beneficial interest in the 1 crypto-token transferred away? There exists some 
exploration of these questions in the context of shares: Worthington [1999] Journal of Business Law 1.  

The rules applying to trusts are discussed in J Garton, R Probert, and G Bean, Moffat’s Trusts Law (7th 
edn, Cambridge 2022) 624-626. The main rule seems to be that stated by Lord Millett in Foskett v 
McKeown [2001] 1 AC 102 (HL) 132:  

Where the beneficiary’s claim is in competition with the claims of other innocent contributors, there 
is no basis upon which any of the claims can be subordinated to any of the others. Where the fund is 
deficient, the beneficiary is not entitled to enforce a lien for his contributions; all must share rateably 
in the fund. The primary rule in regard to a mixed fund, therefore, is that gains and losses are borne by 
the contributors rateably. 

We think that this rule should be preferred in this context to the rule in Clayton’s Case (1816) 1 Mer 572 
for two reasons: 

(i) the rule in Clayton’s Case seems only to apply in respect of transactions in an active 
bank account, and we see no reason to extend it beyond that context, 

(ii) even in that context, it has been decried as being arbitrary (see Russell-Cooke Trust Co v 
Prentis [2002] EWHC 2227 (Ch) and J Garton, R Probert, and G Bean, Moffat’s 
Trusts Law (7th edn, Cambridge 2022) 625) since a beneficiary’s proportional 
entitlement depends on the relative timing of their money reaching the account in 
question. 

We also see no reason not to treat ‘mixed fund’ in the Foskett quotation above as relating to holdings 
of unallocated commingled crypto-assets, even if it may (depending on the type of crypto-token) be 
technically inapposite to refer to this as being a ‘mixed’ fund since the assets themselves will be 
distinct. 
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Concerning (ii), this seems to present no additional problem above (i). One might suggest that (ii) 
would create problems concerning the trustee’s duty to segregate assets forming the subject-matter 
of a trust. However, this duty is not owed in all cases: consider a solicitor’s client account.  

20.43 We provisionally conclude that the best way of understanding the interests of 
beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy in common. 
Do you agree?  

Agree. This seems possible under Re London Wine [1986] PCC 121, Hunter v Moss, and Pearson v Lehman 
Brothers Finance SA [2010] EWHC 2914 (Ch). 

20.44 Do you consider that providers and users of crypto-token custody services would benefit 
from any statutory intervention or other law reform initiative clarifying the subject matter 
certainty requirements for creating a valid trust over commingled, unallocated holdings of 
crypto-tokens? If yes, please explain what clarifications you think would assist. 

It is not obvious that any substantive changes need to be made to the law of trusts here. A statute 
clarifying some of the points referred to above in response to 20.42 may be helpful, but not essential.  
The duties of trustees can be adapted to the specific crypto-token. When a crypto-token is held on 
trust, the trustee will have obligations concerning the crypto-token, and the beneficiary will have 
proprietary remedies if the trustee transfers away the crypto-token in breach of trust.  

20.45 We provisionally conclude that a presumption of trust does not currently apply to 
crypto-token custody facilities and should not be introduced as a new interpretive principle. Do 
you agree? 

It is not clear that the crypto-token context justifies a presumption of trust any more than other 
contexts justify such a presumption (for example a trustee managing other investments such as 
shares).  

20.46 We provisionally propose that clarification of the scope and application of section 
53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader 
adoption of trust law in structuring custody facilities, in relation to cryptotokens specifically 
and/or to other asset classes and holding structures, including intermediated investment 
securities. Do you agree?  

20.47 If you think that clarification of the scope and application of section 53(1)(c) LPA 1925 
would be beneficial, what do you think would be the best way of achieving this? Please indicate 
which (if any) of the models suggested in the consultation paper would be appropriate, or 
otherwise outline any further alternatives that you think would be more practically effective 
and/or workable. 

We agree that there is ambiguity concerning the interpretation of s 53(1)(c) and, in particular, 
whether or not something is a ‘disposition’ and whether or not it is appropriate to apply a purposive 
interpretation as in the comments of Hildyard J in SL Claimants v Tesco plc [2019] EWHC 3315 (Comm). 
Given the range of possible transactions outlined in the Consultation Paper (paras 17.24-17.35), there 
is potential for difficulty in deciding which transactions fall within the scope of s 53(1)(c). 
Nevertheless, we consider that the records that would be generated by these kinds of transactions 
ought to be sufficient to satisfy the fraud-prevention purpose of the writing and signature 
requirement, which we agree relates to the fraudulent assertion of illegitimate claims to beneficial 
entitlement. To require additional actions by the beneficiary would be a barrier to efficient and fast-
moving transactions. 

It would be beneficial therefore to clarify the meaning of the writing and signature requirements in 
this context. The test should be whether there has been some electronic process sufficiently 
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indicating evidence of a transfer of an entitlement, held on trust, to some crypto-asset. We agree that 
Option 2(a) is preferable for this purpose.

 

3. Modification of Existing Legal Regimes Questions 

Authored by Professor Catherine MacMillan  

20.58 We provisionally conclude that the following existing legal frameworks can be applied to 
data objects, without the need for statutory law reform (although the common law may need to 
develop on an iterative basis): (1) breach of contract; (2) vitiating factors; (3) following and 
tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust 
enrichment. Do you agree? 
 
(2) Vitiating Factors 

The Approach of the Consultation Paper 

The consultation paper rightly identifies that certain vitiating factors may render an apparent contract 
void or voidable.1  This answer is concerned to address two particular problems in relation to the 
vitiating factors of mistake and misrepresentation: (a) the problems arising from a determination that 
a contract is void for mistake; and (b) particular problems arising from an assessment of damages under 
s.2(1) of the Misrepresentation Act 1967.  The view advanced in this response is that in both of these 
circumstances particular problems will arise in relation to the application of the existing legal 
principles to contracts involving data objects.   

A. The effect of mistake upon a contract 

The effect of a unilateral or common mistake at common law is to render the apparent contract void, 
with the result that anything thought (or initially intended) to be transferred by the contract is not so 
transferred.  This is established in English law by Bell v Lever Brothers, Ltd [1932] A.C. 161.  While the 
House of Lords was in that case concerned with contracts of employment severance, the same result is 
said to occur where a contract is avoided for mistake in cases where the apparent contract purports to 
transfer title to personal property: Cundy v Lindsay (1878) 3 App. Cas. 459. 

It is now probable that, at least in England and Wales, a contract will not be rendered voidable by a 
mistake in equity because of the decision in Great Peace Shipping Ltd v Tsavliris Salvage (International) Ltd  
[2002] EWCA Civ 1407.  Although this position is not definitively established,2 it is widely accepted 
by most commentators.3   

Mistake, as the consultation paper identifies, is thus the only vitiating factor which renders an 
apparent contract void rather than voidable.  This is an historical accident which has arisen as a 
result of the way in which mistake at common law became a part of English law.4  It is a result at 

 
1 19.28 
2 It is not definitively established because the Court of Appeal in Great Peace Shipping Ltd v Tsavliris Salvage 
(International) Ltd attempts to over-rule an earlier Court of Appeal decision in Solle v Butcher [1950] 1 K.B. 671 and, 
in so doing, also sought to establish that the House of Lords in Bell v Lever Bros had held that the earlier House of 
Lords decision in Cooper v Phibbs (1867) L.R. 2 H.L. 149  was not an authority to rescind a contract in equity.  
Neither is strictly possible in English law.  The Supreme Court has accepted, in obiter dicta, in Pitt v Holt; Futter v 
Futter [2013] UKSC 26 the decision in Great Peace Shipping Ltd v Tsavliris Salvage (International) Ltd. 
3 See, for example, Chitty on Contracts, 34th ed 8-055. 
4 Catharine MacMillan, Mistakes in Contract Law (Hart Publishing, 2010).   
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odds with the way in which mistake operates in most other legal jurisdictions.5  In practice, this 
creates a highly undesirable situation because a party may well have possession of an object with all 
the apparent indications of ownership, but neither own the object nor have the right to transfer 
ownership of the object.  This party may be entirely unaware that they do not own this object: Shogun 
Finance Ltd v Hudson [2003] UKHL 62.  The current method by which the common law must decide, as 
between two parties innocent of wrongdoing, which will bear the entirety of the loss lacks a rational 
principle.6 

If the law of England and Wales is now to deliberately recognise a new third category of personal 
property in digital assets, it would be preferable not to recognise this third category in a manner 
which has the capacity to create such problems from the outset.7  If the result of a mistake with 
regard to a contract concerned with personal property in digital assets was to result in a voidable 
contract, such a result would allow courts to consider whether or not the right to rescind a contract 
entered into under a mistake was prevented from one of the recognised bars to rescission.8  This 
would bring the law into line with other vitiating elements such as misrepresentation.  It would also 
allow a court to consider the position of third parties who had contracted with regard to a digital 
asset, unaware that an earlier contract with regard to the asset was void.  It is submitted that such a 
result (that mistake renders a contract voidable) is particularly appropriate in the case of a new third 
category of personal property in digital assets because the very subject matter of this new category 
means that it is much more likely to be traded quickly, frequently and between parties who have 
little or no opportunity to examine earlier contracts pertaining to this digital asset. 

B. The assessment of damages for misrepresentation under s.2(1) of the Misrepresentation Act 1967 

Damages awarded under s.2(1) of the Misrepresentation Act 1967 are awarded on the same basis as if 
they were awarded for a fraudulent misrepresentation by reason of the Court of Appeal’s decision in 
Royscot Trust v Rogerson [1991] 2 Q.B. 297.  As was recognized in Doyle v Olby (Ironmongers) Ltd [1969] 2 
Q.B. 158, such a measure means that the defendant is liable for all damages flowing from the loss, not 
merely those which were within the reasonable contemplation (or reasonable foreseeability) of the 
parties at the time the contract was entered into or the misrepresentation made.   

While the actual result in Royscot Trust v Rogerson is not unjust (the misrepresentation made in that 
case was likely fraudulent) the precedent it establishes is unusual.  Damages in fraud are awarded on 
a more generous scale because the defendant has committed ‘a deliberate wrong by inducing the 
plaintiff to act to his detriment’.9   The measure is more generous to the claimant because of the 
defendant’s deliberate wrongdoing.  And yet, it is clear that a claimant can establish an actionable 
misrepresentation under s.2(1) in circumstances where the defendant has not committed fraud. The 
claimant may even establish an actionable misrepresentation under s.2(1) where defendant would not 
be liable for a negligent mis-statement at common law by reason of Hedley Byrne & Co Ltd v Heller 
Partners Ltd (1964) A.C. 465 because the claimant could not establish either a duty of care or the 
assumption of responsibility necessary under this case.  Under s. 2(1), a claimant need only establish 
that they entered into the contract after a misrepresentation was made to him by another party to the 
contract.  Having established these two matters, the burden of proof shifts to the defendant to prove 
that they had reasonable ground to believe and did believe up to the time the contract was made that 

 
5 Ruth Sefton-Green (ed), Mistake, Fraud and Duties to inform in European Contract Law (Cambridge University Press, 
2005) 
6 See, for example, Catharine MacMillan, ‘Mistake as to Identity Clarified?’, [2004] 120 L.Q.R.  369. 
7 The law of mistake in contract is, as a whole, best reformed.  
8 Examples of such bars can be found in relation to rescission for misrepresentation and include: restitution is 
no longer possible; affirmation; lapse of time; estoppel; and the intervention of a third party purchaser unaware 
of the earlier wrong. 
9 Doyle v Olby (Ironmongers) Ltd [1969] 2 Q.B. 158 at 167 per Lord Denning. 
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the facts represented were true. Courts have established a fairly high degree of proof for this 
‘reasonable ground’: Howard Marine and Dredging Co v Ogden & Sons Ltd [1978] 2 WLR 514. 

As noted above, the ease and frequency with which digital assets can be traded or utilized means that 
the losses which might arise as a result of an actionable misrepresentation under s.2(1) could be far 
beyond what either party might contemplate or reasonably foresee.  If the defendant has not embarked 
upon a deliberate wrong there appears to be no principled basis to make them liable for this greater 
award of damages.   

It is preferable, in recognizing a new category of property in digital assets, to limit the assessment of 
damages under s.2(1) of the Misrepresentation Act 1967 to that which was reasonably foreseeable or 
reasonably within the contemplation of the parties at the time of the misrepresentation or the time of 
the contract where the defendant has not, by their deliberate wrong, induced the claimant to enter into 
a contract to their detriment. 

Authored by Dr Kate de Contreras and Dr Sam Williams (with support from Dr 
Sham Arun-Qayyum) 

 
20.58 We provisionally conclude that the following existing legal frameworks can be applied to 
data objects, without the need for statutory law reform (although the common law may need to 
develop on an iterative basis): (1) breach of contract; (2) vitiating factors; (3) following and 
tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust 
enrichment. Do you agree? 
 
(3) Following and tracing 

We agree that transfers of crypto-assets will engage tracing rules, and we consider that these rules 
require reform in this context. 

In a situation in which A transfers one Bitcoin to B, we agree that there is not a transfer of an 
unchanging thing. This is because the Bitcoin’s access code will change which in turn suggests that the 
asset has changed form, notwithstanding that its underlying value is still identifiable as the value 
transferred from A to B. We consider this transfer from A to B to be analogous to ‘clean substitutions’ 
between bank accounts, as in FC Jones & Sons (Trustee) v Jones [1997] Ch 159. This suggests that we should 
think of transfers of such crypto-assets as transfers that engage tracing rather than following (while 
we acknowledge the criticisms that have been made of the tracing-following distinction).  

We think that the distinction between tracing at common law and in equity, relying as it does on the 
presence of a fiduciary relationship as well as an equitable (rather than legal) proprietary right, is ripe 
for abolition. The requirements for engaging equitable tracing are criticised in A Televantos, ‘Losing 
the fiduciary requirement in equitable tracing claims’ (2017) 133 Law Quarterly Review 492.  

Where crypto-tokens are held on trust, beneficiaries will certainly be able to use tracing rules in equity. 
However, legal beneficial owners of crypto-tokens will be left with common-law tracing rules. Where 
a crypto-token is set up so that, as with Bitcoin, it will necessarily have a ‘unique transactional history’ 
recorded on a ledger (David Fox, ‘Cryptocurrencies in the Common Law of Property’ in D Fox and S 
Green, Cryptocurrencies in Public and Private Law (2019) para 6.76, cited in Consultation Paper para 
19.50 n 1816), we think that mixing is not relevant.  

Where mixing is technically possible, we suggest that the equitable tracing rules are to be preferred 
and should be imposed even where there is no fiduciary relationship equitable proprietary interest. In 
many cases where tracing is likely to be an issue, it may be that an ad hoc fiduciary relationship can 
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‘spring up’ on the facts (even if none was entered into under a custodian contract) because of some 
theft or fraud by the transferor of crypto-tokens. This could then give rise to an equitable proprietary 
interest, if the conditions are met for the fiduciary to hold the asset on constructive trust. Nevertheless, 
it would be clearer if the law were to reform the pre-conditions for tracing.  

It is also important to note that the availability of tracing rules developed in equity should not affect 
the kinds of remedies that are available, which should remain dependent on the nature of the claimant’s 
claim (e.g. a claim in conversion will lead to remedies that are different than would a claim to recover 
an asset in specie and restore it to a trust fund). Tracing is merely an evidential process and does not 
prescribe the eventual form of the remedies that may be available to the claimant.

 

4. Conversion 

Authored by Professor Mark Lunney and Dr Vicki Ball 

20.59 We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending 
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you 
agree? 20.60 We provisionally conclude that the introduction of a special defence of (or analogous to) good faith 
purchaser for value without notice (at law) would limit the impact of the application of strict liability for conversion in 
the context of data objects. Do you agree? 

 

Introductory Thoughts  

Our initial response with regards to the consultation questions on conversion in particular (but 
potentially applying more widely to remedies) is that the justifications for the proposals in the 
Consultation Paper need more explanation and development before they could be endorsed. In part, 
this is because the efficacy of these recommendations depends on views taken in other parts of the 
Consultation Paper (for example, whether it is desirable to introduce a third category of property and 
on the decision as to whether control or possession should be the determining indicium to allow an 
action in conversion). But regardless of these decisions, it is our view that more discussion of whether 
conversion should/could extend to digital assets, whether this is the ‘ideal’ solution or just a decision 
based on the best that the common law can do (e.g. is actually what we want a vindicatio style action 
and we are using conversion as the common law substitute/next best thing), any potential exceptions 
or defences and the justification of these, and the implications all these things have (and potentially 
other questions have too) on the coherence of conversion and remedies in general, is required to justify 
the provisional conclusions reached in the Consultation Paper. 

 

The Importance of Remedies 

From an academic point of view, classification as property and decisions about whether something is 
possessable/controllable are only helpful/useful if this then means something. For example, the 
classification of something as property is useful if this means it can be subject to proprietary remedies 
or is given the protection that is offered to property.1 

 
1 Baroness Hale (as she then was) ‘once the law recognises something as property, the law should extend a 
proprietary remedy to protect it’ in OBG v Allan [2007] UKHL 21 (2008) 1 AC 1 [310].  
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The common law actions which protect personal property are provided by the wrongful interference 
torts (primarily trespass to goods and conversion).2 The availability of these actions could bolster the 
protection of digital assets in the common law (and not extending these, or providing some other form 
of similar protection would be a missed opportunity3). Whether they are available, however, 
traditionally depends on possession. Thus, the usefulness of saying something is capable of being 
possessed or controlled comes, in part, from gaining access to this protection. Accordingly, the 
remedial consequences of the labels – such as control, possession, provisioning etc – should be part of 
the thinking behind the labels themselves. For example, if we are going to grant proprietary remedies 
in some form, do we think this is best justified by a connection with the digital property captured by 
ideas of control, possession, provisioning and the like? This is not to suggest that the provisional 
conclusions reached are necessarily incorrect but, rather, that they may be being reached without full 
consideration of the relevant factors.    

We appreciate that, from a more commercial basis, conclusions about property and control may be 
useful without consideration of the remedial issues. Ross Cranston’s recent book on the history of 
commercial law has shown convincingly that commercially-based legal constructs that may appear 
flawed or incomplete to a lawyer are perfectly serviceable, and at times essential, to the commercial 
community.4  Indeed, we can see the merits of the argument that the common law should in a sense be 
reactive to the needs of those who want to exploit the functional advantages of digital assets over 
tangible property. The correct approach has been disputed for three hundred years.5 Nonetheless, the 
very existence of the Consultation Paper suggests that there may also be advantages in providing more 
ex-ante guidance rather than leaving the remedial consequences solely to internal resolution by 
industry players or to the ad-hoc contingencies of ex post judicial decision-making (something that 
the Commission recognises in another part of the Consultation Paper). 

 

Difficulty with Answers about Conversion 

We have previously set out our views on whether the introduction of a third category of property is 
desirable as we have on whether possession or control is the appropriate basis for allowing the party 
with possession or control to access remedies for interference with this property. The response to this 
consultation question will proceed on the basis that either possession is given a wide meaning, or 
control is adopted which for all intents and purposes is substantially similar/identical to possession as 
required for the purposes of conversion. It is interesting to note regardless that the requirement of 
possession is conversion is flexible anyway with something less than the legal concept of possession 
often being enough.6 

Conversion of Digital Assets – The Hurdles 

Assuming that the concept of control is fundamentally similar to possession, the difficulties that arise 
come predominantly from the actions’ histories and the multiple roles that the actions are trying to 
play. We think these could have been explored more than they have been in the consultation. We 
recognise that this is not a consultation about conversion but some discussion/decision about what 

 
2 As modified by the Torts (Wrongful Interference with Goods) Act 1977. 
3 See Victoria Ball, ‘Bitcoin as property: AA v Persons Unknown & Ors, Re Bitcoin’ (Case Comment) (2020) 2 
Conveyancer and Property Lawyer 186. 
4 R Cranston, Making Commercial Law Through Practice 1830-1970 (Cambridge University Press, 2021). 
5 See the famous criticism of Sir John Holt relating to bills of exchange in Clarke v Martin (1702) 2 Ld Raym 757, 
758: ‘it amounted to the setting up of a new sort of specialty, unknown to the common law, and invented in 
Lombard-street, which attempted in these matters of bills of exchange to give laws to Westminster Hall’. 
6 See Victoria Ball, ‘The influence of loss in the Property Torts.’ (2020) 31(3) King's Law Journal 426. 
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conversion is doing in the common law is necessary before we can reflect on the applicability of the 
tort to digital assets. 

The consultation suggests that digital assets can be controlled (and in our opinion possessed) and so 
aligns with the requirements of conversion (in terms of the elements needed to be shown to bring a 
claim). Digital assets can be interfered with in ways such as those identified as typical in conversion 
actions, or analogous with those scenarios. They can be wrongfully taken or received by someone not 
meant to receive them. They can be wrongfully transferred or sold or retained. This much is shown by 
the cases we already have in Bitcoin e.g. AA. On this basis, digital assets are able to be converted (in the 
tortious sense). 

One of the hurdles remaining for a claim of conversion of Bitcoin is the decision in OBG v Allan. There 
are different views on how much of a hurdle this provides. On one account, while the majority in that 
case were against making the extension themselves, they do little to rebut the reasoning of the minority, 
and, in certain cases, seem to approve the extension per se, but just not making the extension 
themselves e.g. the opinion of Lord Walker and Lord Brown. This suggests that there is no real barrier 
for the Commission in recommending that the tort of conversion extend to intangible assets. Moreover, 
the case is now over fifteen years old, and both technology and judicial thought on intangibles has 
changed (as can be seen in the AA case itself, but also in Armstrong v Winnington). Digital assets as 
outlined and defined in the Consultation Paper are fundamentally different from the contractual rights 
in OBG and it needs to be accepted that the world has moved on and digital assets are now fundamental 
and important and thus should not be relegated to having only ‘second-class’ legal protection. The facts 
of OBG show very clearly why conversion should be extended to protect some forms of digital assets 
(as much was lost, but so do the cases we have already had on bitcoin etc. e.g. AA).  

However, on another account, the reason for the majority’s reluctance does not necessarily come from 
the reform to scope of the tort of conversion per se, but rather the application of strict liability to a wide 
range of potential new actions. While the first interpretation offers little barrier to reform, the second 
still does. While we think the Commission is aware of the difficulty, we are not convinced it has been 
given sufficient discussion. In particular, as we discuss below, we think more needs to be said about 
how the Commission’s proposals cohere with the more general strict liability that applies in 
conversion.  

 

How Should Reform Happen? 

Because of the hurdle of OBG, legislative reform is necessary here, or at least preferable. Potentially 
something inserted into the TIWGA 1977. This is especially true if the law develops (through the 
consultation) so that digital assets are said to be controllable/subject to control but not 
possessable/subject to possession. This is because more changes will be needed for conversion e.g. the 
recognition that digital assets which are controllable can form the subject matter of a claim in 
conversion and how that aligns with conversion in its current form.  

If it is recognised that digital assets are actually possessable, as is recommended in another part of 
this reply, the need for reform is much less (as digital assets can fall within conversion as it is 
currently understood, still accepting that OBG may be a hurdle). In this scenario the application 
could be better suited to being left to the judiciary.  

As above, we recognise that time and the cases available are crucial factors and weigh heavily either 
side of the legislation/judicial development debate. 

 

Defence of Bona Fide Purchaser 
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We are not necessarily persuaded that a special defence of (or analogous to) good faith purchaser for 
value without notice should be introduced to limit the impact of the application of strict liability for 
conversion in the context of data objects. The Consultation Paper does not provide sufficient reasons 
for why digital assets are more susceptible to ‘innocent’/’accidental’ conversion than tangible assets to 
justify raising the culpability standard for the former in an action for conversion (while the culpability 
for other assets remains the same). It may well be that there are sufficient reasons justifying this, but 
they need to be laid out more specifically if that is the case.  

More specifically, the question is why the law should treat some assets differently from those already 
protected through conversion? It cannot be because acts of conversion of tangible property overtly 
change physical possession more openly than digital property as, for at least one hundred and fifty 
years, conversion of tangible property can take place through documentary exchanges relating to the 
property itself rather than any necessary transfer of property (such as sale without delivery passing 
title to the purchaser). Conversely, while there is a bona fide purchaser for value exceptions to strict 
liability for negotiable instruments – the position being recommended in the Consultation Paper – the 
exception was limited (in effect) to a particular category of financing instruments. While legitimising 
the use of digital property in commercial contexts is the primary driver for reform, the proposals in the 
Consultation Paper extend to all forms of digital property whatever its use. It is not immediately 
apparent why the good faith recipient of a piece of tangible art is subject to strict liability conversion 
rules while a similar recipient of a NFT related to digital art has the benefit of the bona fide purchaser 
for value defence. 

The issue of an appropriate defence raises again the wider question of whether liability in conversion 
should be extended. Historically, strict liability is an important part of conversion. In the context of 
digital objects, if the law requires something like, but not quite, conversion to provide protection to 
those interests, there is a question of whether the correct move is to extend conversion and then heavily 
curtail it through exceptions, or whether it is better to start from scratch and develop a new regime for 
such property (as was done for intellectual property, which also had a common law base). But 
whichever route is preferred, any justification for the different treatment of tangible and digital assets 
in terms of defences to an action for conversion needs more unpacking than it receives in the 
Consultation Paper. In particular, if the introduction of a general bona fide purchaser for value defence 
represents dissatisfaction with the general position of innocent converters, this should be made clear. 
An argument of expediency – that the Consultation Paper goes as far as it can on conversion without 
re-writing the tort as a whole – may make more sense than simply recommending the defence for digital 
property without addressing the wider issue. Whether this is a satisfactory way to reform the tort is 
another matter. 

 

Conclusion 

At varying levels of enthusiasm all members of the group are prepared to accept that conversion can be 
used to bolster the protection of digital assets. To do this it is necessary to extend conversion’s reach 
to digital ‘things’ so that they are recognised as ‘property’ along with other types of property protected 
by conversion. The most coherent way to do that would be to apply conversion as is to digital property. 
Any discussion of appropriate defences should be made to be a question about conversion as a whole. 
If the exception proposed in the Consultation Paper was accepted, in the absence of further 
justification, it would affect the internal consistency of the action for conversion and raise questions 
about its justification per se.  

 

5. Other Brief Comments on the Consultation Questions 
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Observation by Dr Aleksandra Jordanoska  

On consultation question 11: We provisionally conclude that in-game digital assets do not 
satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed 
third category of personal property. Do you agree? 20.17 Regardless of your answer to the above 
question, do you think that in-game digital assets should be capable of attracting personal  

With regards to in-game assets, there are growing examples of blockchain play-to-earn games where 
the in-games assets are in the form of NFTs. For example, Axie Infinity, one of the most popular and 
lucrative play-to-earn games on the market, is a pet breeding game based on Axies - digital pets in the 
form of NFTs (https://axieinfinity.com/). Players can purchase Axies NFTs with cryptocurrency, 
'breed' Axies, and sell them to other players. In general, these blockchain-based play-to-earn games 
incorporate their own marketplaces for trading the NFTs in-game assets (see further, Vidal-Tomás, 
D. 2022. The new crypto niche: NFTs, play-to-earn, and metaverse tokens, Finance Research Letters, 
Volume 47, Part B). 

The consultation states that NFTs (as crypto-tokens) would be subject to personal property rights, 
so by definition in-game assets NFTs should/would fall under this regime. It should be pointed out, 
then, that this potentially creates an uneven regulatory/legal framework/protection for other types of 
in-game digital assets. 

[It is recognised that the consultation leaves open the possibility for future development in light of 
this NFT use (Para 7.64 onwards).]  

Observation by Professor Ann Munford  

On consultation question 13: We provisionally conclude that Carbon Emissions Allowances do 
not satisfy our proposed criteria of data objects and therefore that they fall outside of our 
proposed third category of personal property. Do you agree? 

The consultation misses the opportunity to engage with the 2020 MLR article BY Bonnie Holligan on 
the transfer of intangible entitlements under the EU Emissions Trading System.  The article makes a 
lot of arguments about the property law regime that should apply in EUETS and shows how the 
consultation has potentially missed an opportunity. 

See Bonnie Holligan, ‘Commodity or Propriety? Unauthorised Transfer of Intangible Entitlements in 
the EU Emissions Trading System’ (2020) 83(5) MLR 979 
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Consultation Question 1.  

20.1 We provisionally propose that the law of England and Wales should recognise a third category of 

personal property. Do you agree? Paragraph 4.101  

No. Much of the push for the recognition of a tertium quid stems from a combination of two concerns, 

one somewhat valid, the other not. It is true that the category of chose in action is in some need of tidying 

up through development of a sub-classificatory system distinguishing certain kinds of choses in action 

(such as contractual rights) from others (such as intellectual property rights). An example of the kind of 

problems that arises is s 136 of the Law of Property Act 1925, which is the successor provision to legislation 

intended to apply to assignments of personal things in action. However, the courts have demonstrated 

that they are quite capable of navigating such infelicitously drafted provisions: see, eg, Crosstown Music 

Company 1, LLC v Rive Droite Music Ltd [2010] EWCA Civ 1222, which held that the provision did not apply 

to assignments of copyright despite copyrights being classified as things in action. These problems derive 

not so much from the inappropriate classification of copyright as things in action but from the absence of 

such types of things in action at the time the original provisions were drafted. While the concern that the 

existing category of things in action is very much a grab bag that could do with some tidying up is real, any 

law reform in this respect should be directed more generally towards such an effort rather than a project 

mostly directed towards “facilitating” an “innovation” that is rapidly proving itself illusory. 

It is widely assumed that, in order for a right to be a thing in action, it must give its holder a Hohfeldian 

claim right but there is no logical reason why this should be so. Most statutory intellectual property rights 

are things in action but as Spence notes, they sit uneasily in this category if we insist on the existence of 

a claim right. “Until there has been an infringement, the holder of the intellectual property right has no 

right of action to recover money or property, yet it is clear that there is property in an intellectual property 

right that is never infringed.” The same is true of conditional contractual rights, which are also things in 

action in spite of the inability to bring a claim until the condition is satisfied. In the famous 19th century 

Law Quarterly Review debate on the scope of the term “thing in action”, T Cyprian Williams defined a 

thing in action as “a thing which it requires an action to recover or realise, if wrongfully withheld.” Such a 

definition is apposite to both cover a classical debt as well as intellectual property rights and carbon credits. 

One advantage of the category of thing in action is that it calls attention to the key question that lies at 

the heart of any form of property: what rights comprise the property. A contractual thing in action 

provides its holder with rights co-extensive with the terms of the contract. A copyright is co-extensive 

with the exclusive rights conferred upon its holder by Parliament. Unlike things in possession, where right 

and object (or thing) are separate, a thing in action is a thing which is co-extensive with the right it 

comprises. Some such rights were always conceived as transferrable (eg copyright). Others evolved to be 

transferable (eg contractual rights). It is important to note that the word property in this context bears 

the meaning of asset and not in rem right and that the reification of contractual rights involved their 

externalization and not their attaining erga omnes effect. A thing in action can thus have in personam 

effect (contract) or erga omnes effect (intellectual property). It can provide an immediate claim right, a 

conditional one, or even a defence (licence). The key lies in the co-extensiveness of right and thing and 

the possible need to resort to action to exercise said right. 

 

Consultation Question 2.  
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20.2 We provisionally propose that, to fall within our proposed third category of personal property, the 

thing in question must be composed of data represented in an electronic medium, including in the form 

of computer code, electronic, digital or analogue signals. Do you agree? Paragraph 5.21  

There is no logical reason why any of the above criteria should suffice to create property, much less 

property in the form of a tertium quid. What is so special about the rendering of information in electronic 

form? 

 

Consultation Question 3.  

20.3 We provisionally propose that, to fall within our proposed third category of personal property, the 

thing in question must exist independently of persons and independently of the legal system. Do you 

agree? Paragraph 5.41  

See response to question 4. 

 

Consultation Question 4.  

20.4 We provisionally propose that, to fall within our proposed third category of personal property, the 

thing in question must be rivalrous. Do you agree? Paragraph 5.73 

There is a confusion of rivalrousness and imperfection of control. Possession of a thing is rivalrous even if 

the control is imperfect in the sense that the possessor can be dispossessed by a stronger dispossessor. 

Hence, the question is not so much whether a tangible thing is rivalrous because a thing has multiple 

states. Possession of a painting is rivalrous because A’s possession of it ipso facto means B and others 

does not have possession. However, A’s sight of the same painting does not ipso facto mean that B does 

not have sight of the same. This is why “nonrivalrous sates such as views of an object are not similarly 

protected” by law: Low and Hara, Cryptoassets and Property. Now, despite the fact that A’s possession 

ipso facto means B is not in possession, it carries no implication that A cannot be dispossessed by B. Indeed, 

the whole point of a law of property, so far as it applies to things in possession, is the recognition that 

such physical control is imperfect and must be supplemented by law else we descend into the law of the 

jungle where might makes right. However, the imperfect nature of possessory control is sometimes 

confused with the question of rivalrousness and this creates the illusion of rivalrousness when there is 

none. So just because B dispossesses A of a painting does not demonstrate that possession of the painting 

is not rivalrous. It is still rivalrous though the rivalrous control has passed from A to B. There is no subject 

of the Consultation Paper that meets the requirement of rivalrousness absent legal intervention. 

 

Consultation Question 5.  

20.5 We provisionally propose that a data object, in general, must be capable of being divested on transfer. 

Do you agree? Please give examples, if any, of when this will not be the case.  

20.6 We provisionally propose that divestibility should be regarded as an indicator, or general 

characteristic of data objects, rather than as a gateway criterion. Do you agree? Paragraph 5.105  
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The so-called divestibility of data objects demonstrates the confusion between rivalrousness and control. 

In the first place, strictly speaking, no data objects are perfectly divestible in the sense that they are 

naturally capable of being divested once and once only. Since the mechanism of divestment takes the 

form of code, the code can always be changed to reverse a divestment as Ethereum famously did with the 

fork of the Ethereum blockchain. 

But even ignoring this reversibility, there is a difference between the fact that a data object can only be 

divested once and control over divestment. Although the right of disposition is often regarded as an 

incident of property, this should not entail a confusion between incident and property itself. Moreover, 

because divestibility of crypto-assets is via use of a private key, and a private key is simply information, 

control over divestibility is not rivalrous. This lack of rivalrousness may be because the holder of a 

cryptoasset has voluntarily shared his private key, or the private key was surreptitiously acquired by 

another, or was (in an exceptional case) reverse engineered, but the reason for the lack of rivalrousness 

is not important. What is important is that it is not – unlike possession – naturally rivalrous. More than 

one persons may possess the private key at any one time. 

 

Consultation Question 6.  

20.7 We provisionally propose that: (1) the law of England and Wales should explicitly recognise a distinct 

third category of personal property; and (2) a thing should be recognised as falling within our proposed 

third category of personal property if: (a) it is composed of data represented in an electronic medium, 

including in the form of computer code, electronic, digital or analogue signals; (b) it exists independently 

of persons and exists independently of the legal system; and (c) it is rivalrous. Do you consider that the 

most authentic and appropriate way of implementing these proposals would be through common law 

development or statutory reform? Paragraph 5.142 

Even if the Law Commission disagrees with my comments above, there are two reasons to give pause to 

any plans for statutory reform. First, despite much hype over their revolutionary potential, there has been 

little delivery on said promises despite the fact that some 14 years have now passed from the introduction 

of cryptoassets by Satoshi Nakamoto in his Bitcoin White Paper. Despite constant comparisons to the 

Internet, the comparisons are inapt. The precursor of the Internet, the Arpanet, did achieve its objectives, 

which was to facilitate the sharing of scarce computing resources. Further use cases (such as email and 

the world wide web) were simply happy bonuses. By comparison, cryptoassets and blockchains have not 

achieved any of their lofty goals but have instead brought much financial harm. Should law reform be 

undertaken for such an “innovation”? 

Secondly, the proposed law reforms fail to answer the most crucial question so far as property law is 

concerned. The key question is obviously what rights holders of cryptoassets possess, not the label applied 

to their property rights. Labelling them tertium quid tells us very little that will help with dispute resolution. 

 

Consultation Question 15.  

690



20.23 We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and 

therefore that they fall within our proposed third category of personal property. Do you agree? Paragraph 

10.139  

As I explained in my response to Question 5, crypto-tokens do not satisfy the test of rivalrousness because 

control is via private keys, which are simply information and hence by definition, not rivalrous. 

 

Consultation Question 16.  

20.24 We provisionally propose that the concept of control is more appropriate for data objects than the 

concept of possession. Do you agree? Paragraph 11.111  

While possession is obviously inappropriate since crypto-tokens are intangible, the problem with the test 

of control is that, barring legal intervention, control is not actually exclusive or rivalrous. It is the legal 

recognition of crypto-tokens as property that creates the legal rivalrousness, not the technical system, 

which is at best potentially rivalrous (depending on how well a holder can maintain secrecy of his private 

key). However, the state of being almost rivalrous is akin to the state of being almost pregnant. Something 

is either rivalrous or not. If it is only almost rivalrous, by definition it is not. 

 

Consultation Question 17.  

20.25 We provisionally propose that, broadly speaking, the person in control of a data object at a 

particular moment in time should be taken to be the person who is able sufficiently: (1) to exclude others 

from the data object; (2) to put the data object to the uses of which it is capable (including, if applicable, 

to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and (3) to 

identify themselves as the person with the abilities specified in (1) to (2) above. Do you agree? Paragraph 

11.112 

As I have explained, the control is non-rivalrous or at best potentially rivalrous. Hence, crypto-tokens do 

not satisfy the test the Law Commission has itself set out unless you confuse the state of rivalrousness 

with the imperfection of control. 

 

Consultation Question 18.  

20.26 We provisionally conclude that the concept of control as it applies to data objects should be 

developed through the common law, rather than being codified in statute. Do you agree? Paragraph 

11.128 

If control is to be left to the common law (as it should), then there is no reason to foist a category of 

tertium quid on the courts.  

 

Consultation Question 19.  
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20.27 We provisionally conclude that it would be beneficial for a panel of industry, legal and technical 

experts to provide non-binding guidance on the complex and evolving issues relating to control and other 

issues involving data objects more broadly. Do you agree? Paragraph 11.133  

I have reservations with this suggestion because the panel is likely to be comprised mostly of persons with 

an interest in the crypto-industry and hence biased in favour of certain views. Especially in light of the 

misfortunes caused by the industry, this is questionable at best. 

 

Consultation Question 20.  

20.28 We provisionally conclude that a transfer operation that effects a state change within a crypto-

token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-

transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-

related crypto-token. Do you agree?  

20.29 We provisionally conclude that this analysis applies in respect of UTXO based, Account based and 

token-standard based (both “fungible” and “non-fungible” crypto-token implementations). Do you agree? 

Paragraph 12.61  

The Law Commission may be interested in the following passage from a contribution by Peter Watts KC 

and myself for Professor Sarah Worthington’s festschrift: 

“Absent a compelling reason, a legal solution that is consistent with how laypersons regard and treat an 

asset should be preferred over one that is not so consistent. This may not, however, always be possible 

or desirable. For example, although many laypersons envisage inter-bank transfers as transferring “bank 

money” so that a recipient receives the “money” transferred by the transferor, such a conception 

contradicts important legal rules and so cannot be so understood. This is because, in an inter-bank transfer, 

since bank money is simply a debt claim against a bank, one ends up with a different claim against a 

different bank than one started with. As Fox so elegantly explained, “[t]he chose in action representing 

the money transferred to the recipient’s bank account is a distinct item of property from the chose in 

action representing the funds which were originally in the payer’s account”.1 What is transferred is value, 

not property,2 as “in fact nothing tangible or intangible is transferred”.3 Another scenario in which it is not 

desirable to accommodate lay conceptions of transfer involve computer file transfers because lay 

conceptions do not accord with how computers actually work. As Bridge et al explain:4 

“[w]hat computer users perceive as a transfer of a digital file from one medium to another (or indeed one 

computer to another, accompanied as it sometimes is by an icon suggesting that something is being 

transferred) actually involves a two stage process: the first of which creates a duplicate of the file on the new 

medium, followed by the second, that deletes the file from the original medium.” Indeed, deletion typically 

simply means “transferring” the file to a different folder location, often the computer system’s recycle bin. 

Even emptying a file from a computer system’s recycle bin does not delete the actual data itself but simply 

 
1 D Fox, Property Rights in Money (Oxford University Press 2008) para [5.05]. 
2 D Fox, Property Rights in Money (Oxford University Press 2008) paras [5.25]–[5.32]. 
3 B Geva, ‘‘‘Bank Money’’: The Rise, Fall, and Metamorphosis of the ‘‘Transferable Deposit’’’ in D Fox and W Ernst 
(eds), Money in the Western Legal Tradition: Middle Ages to Bretton Woods (Oxford University Press 2016) 359, 
360. 
4 M Bridge et al, The Law of Personal Property 3rd Ed (Sweet & Maxwell 2022) para [8-011] 
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rather removes the reference to the file from the computer system’s master file table, the computer 

equivalent of a book’s table of contents, which is what allows for data recovery even thereafter. Technically, 

it is only when this freed up space is written over with new data that the deleted data is irrecoverable and 

can truly be regarded as deleted. The metaphorical nature of file transfers is perhaps most obvious when we 

consider file transfers within the same medium. Assuming the medium has not been partitioned, it would 

comprise a single volume, which is “[a] logical unit of data storage.” A “transfer” between two folers within 

the same volume entails no copying or deletion of data at all, which is why such “transfers” are practically 

instantaneous. Such “transfers” merely effect a change to the logical path location of the file. 

Neither objection – inconsistency with other established legal conceptions or with operational facts – 

applies to the law’s conceptualisation of cryptoassets as property in a manner consistent with lay 

conception and usage. Although on-chain transfers superficially resemble inter-bank transfers, 

particularly on account crypto-ledgers such as Ethereum (as opposed to transactional ledgers such as 

Bitcoin), it is not imperative (albeit admittedly possible5) to conceive of cryptoasset transfers in the same 

way as inter-bank transfers as entailing an extinction and regrant of separate and distinct assets. 

Cryptoassets not only need not be conceived of as claims against particular persons, they cannot be so 

conceived. Accordingly, it is unnecessary for the law to conceive of distinct ledger entries as distinct assets. 

Rather, it is entirely possible to conceptualise the right as one to maintain one’s control over particular 

abstract value within a distributed ledger. Since control is effectively transferred upon a cryptoasset 

transfer, the law can simply conceive of what has been transferred as the right of control, which is not 

distinct but one and the same. Doing so greatly simplifies the resolution of disputes because it is consistent 

with the expectations of the majority of lay participants.” 

 

Consultation Question 21.  

20.30 We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, 

notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change 

involves the creation of a new, causally related thing. Do you agree? Paragraph 13.90 

See above response to Question 20. 

 

Consultation Question 22.  

20.31 We provisionally propose that: (1) A special defence of good faith purchaser for value without notice 

(an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that 

effects a state change. Do you agree? (2) An innocent acquisition rule should apply to both “fungible” and 

“non-fungible” technical implementations of crypto-tokens. Do you agree? (3) An innocent acquisition 

rule cannot and should not apply automatically to things that are linked to that crypto-token. Do you 

agree? Paragraph 13.91  

No. There is no good reason to apply such a defence since it is typically reserved in the common law for 

currency and/or negotiable instruments, and crypto-tokens have achieved neither status.  

 
5 See, eg, D Fox, ‘Cryptocurrencies in the Common Law of Property’ in D Fox and S Green (eds), Cryptocurrencies 
in Public and Private Law (OUP, 2019) at para. 6.53 
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Consultation Question 23.  

20.32 We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens 

by a transfer operation that effects a state change should be implemented by way of legislation, as 

opposed to common law development. Do you agree? Paragraph 13.94  

See above response to Question 22. 

 

Consultation Question 24.  

20.33 We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and 

that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or 

structured record and/or factual control over a crypto-token. Do you agree?  

20.34 We provisionally conclude that, over time, the common law is capable of developing rules to assist 

with the legal analysis as to title and/or priority where disputes arise between multiple persons that have 

factual control of a crypto token, and that statutory reform would not be appropriate for this purpose. 

We consider that those rules will need to be specific to the technical means by which such factual 

circumstances can arise within crypto-token systems or with respect to crypto-tokens. Do you agree? 

Paragraph 13.112 

The application of rules of relative title to intangible assets makes very little sense. So far as they apply to 

things in possession, they trade off some drawbacks (potentially double liability) for some advantages 

(law and order as they discourage interference with possession). However, given that possession is by 

definition absent for intangible assets, there is no comparable advantage, only the drawback. 

 

Consultation Question 25.  

20.35 We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, 

as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of 

Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? Paragraph 13.144  

Yes. 

 

Consultation Question 26.  

20.36 We provisionally propose that the law should be clarified to confirm that a transfer operation that 

effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. 

We consider that this state change condition is more appropriate than the potentially wider condition of 

“a change of control”. Do you agree? Do you agree that such a clarification would be best achieved by 

common law development rather than statutory reform?  
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20.37 Accordingly, we provisionally conclude that allowing title to a crypto-token to transfer at the time 

a contract of sale is formed, but where no corresponding state change has occurred, would be 

inappropriate. Do you agree? Paragraph 13.145 

Yes. 

 

Consultation Question 27.  

20.38 Are there any other types of link between a crypto-token and a thing external to a crypto-token 

system that you commonly encounter or use in practice?  

20.39 We provisionally conclude that market participants should have the flexibility to develop their own 

legal mechanisms to establish a link between a crypto-token and something else — normally a thing 

external to the crypto-token system. As such, we provisionally conclude that no law reform is necessary 

or desirable further to clarify or specify the method of constituting a link between a crypto-token and a 

linked thing or the legal effects of such a link at this time. Do you agree? Paragraph 14.114 

If crypto-tokens linked to external things are to function as crypto-markets expect them to function, then 

they need to be reinforced by law. A crypto-token is nothing more than a private ledger that does not 

have any evidentiary value in terms of establishing title. It is not comparable to documentary intangibles 

which work because of mercantile practice. It is too soon to say that there is such practice.  

It is, however, inadvisable to legally endorse the crypto-market expectations because they are 

fundamentally misguided: https://asia.nikkei.com/Opinion/Bitcoin-users-should-not-overlook-

cryptocurrency-s-fundamental-flaw 

If the law is reformed to make crypto-tokens authoritative of title to externally linked things, then 

ownership of said things will become brittle and fragile. 

 

Consultation Question 28.  

20.40 Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that 

would require different treatment from other crypto-tokens under the law of England and Wales? 

Paragraph 15.74  

No. 

 

Consultation Question 30.  

20.42 We provisionally conclude that, under the law of England and Wales, crypto-token custody 

arrangements could be characterised and structured as trusts, even where the underlying entitlements 

are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even 

commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  

Yes. In this respect, Ruscoe v Cryptopia is clear authority and entirely consistent with previous authorities. 
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20.43 We provisionally conclude that the best way of understanding the interests of beneficiaries under 

such trusts are as rights of co-ownership in an equitable tenancy in common. Do you agree?  

Yes.  

 

20.44 Do you consider that providers and users of crypto-token custody services would benefit from any 

statutory intervention or other law reform initiative clarifying the subject matter certainty requirements 

for creating a valid trust over commingled, unallocated holdings of crypto-tokens? If yes, please explain 

what clarifications you think would assist. Paragraph 16.75 

No. The rules are sufficiently clear for the courts to operate and the courts will likely draw analogies from 

the cases related to shares: https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3749040 

 

Consultation Question 31.  

20.45 We provisionally conclude that a presumption of trust does not currently apply to crypto-token 

custody facilities and should not be introduced as a new interpretive principle. Do you agree? Paragraph 

16.107  

I disagree. Crypto intermediaries are rule makers, and not rule takers and investors do not realistically 

have the ability to negotiate these terms, which are often badly drafted. There is much to be said for a 

presumption of custodial relationships under English law being presumptively trusts: 

https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3749040 

 

Consultation Question 32.  

20.46 We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 

would be beneficial for custodians and would help facilitate the broader adoption of trust law in 

structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and 

holding structures, including intermediated investment securities. Do you agree?  

It is inappropriate to carve out exceptions without a consideration of the continuing relevance and role of 

section 53(1)(c) LPA 1925 more generally. This would particularly be the case if the carve out were only in 

respect of crypto-tokens, especially as they have demonstrated no real benefits over a 14 year time span 

but generated much harm instead. 

 

20.47 If you think that clarification of the scope and application of section 53(1)(c) LPA 1925 would be 

beneficial, what do you think would be the best way of achieving this? Please indicate which (if any) of 

the models suggested in the consultation paper would be appropriate, or otherwise outline any further 

alternatives that you think would be more practically effective and/or workable. Paragraph 17.58  
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NA. 

 

Consultation Question 33.  

20.48 We provisionally propose that legislation should provide for a general pro rata shortfall allocation 

rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a 

custodian insolvency. Do you agree? Paragraph 17.81 

It is not obvious why a special set of rules should be set out for shortfalls of crypto-tokens only. If it is 

thought that there should be a rule of pro rata shortfall allocation of commingled unallocated holdings of 

any assets, then insolvency law should be amended generally. It is difficult to justify a special set of rules 

protecting crypto-participants, especially since there has been no demonstration (as opposed to promise) 

of actual value for this “innovation”. 

 

Consultation Question 34.  

20.49 We provisionally conclude that extending bailment to crypto-tokens, or the creation of an 

analogous concept based on control, is not necessary at this time. Do you agree? If not, please provide 

specific examples of market structures or platforms that would benefit from being arranged as bailments, 

that could not be effectively structured using the trust and/or contract frameworks currently available. 

Paragraph 17.103  

Yes, extending bailment to intangible assets is liable to cause tremendous confusion. 

 

Consultation Question 35.  

20.50 We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the 

subject of title transfer collateral arrangements without the need for specific law reform to provide for 

this. Do you agree? Paragraph 18.17  

Yes. The problems of taking security over crypto-tokens have little to do with legal uncertainty. Instead, 

they have to do with difficulties in practical implementation. First, in any security arrangement, one party 

will have title to the object of security whereas the other will have to resort to the threat of legal 

enforcement to acquire said title under the relevant circumstances (default if title remains with borrower; 

redemption if title passes to lender). The problem is how the courts can enforce such obligations with 

crypto-tokens on an immutable blockchain where participants are pseudonymous. 

Secondly, the volatility and illiquidity of most crypto-tokens make them simply unsuitable collateral at all. 

Where the value of an object of security can fall by double digit percentage terms in a matter of hours, it 

is not suitable (commercially) as security regardless of the legal position. 

 

Consultation Question 36. 
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20.51 We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of 

crypto-tokens without the need for law reform. Do you agree? Paragraph 18.26  

Yes. The practical problems are in any event not surmountable by legal reform. 

 

Consultation Question 37.  

20.52 We provisionally conclude that it is not desirable to make provision for data objects to be the subject 

of possessory securities such as the pledge, or to develop analogous security arrangements based on a 

transfer of control. Do you agree? If not, please provide specific examples of market structures or 

platforms that would benefit from the availability of possessory security arrangements, that could not be 

effectively structured using the non-possessory security frameworks currently available. Paragraph 18.44 

Yes. Possession of intangibles is an oxymoron in which possession takes on a purely metaphorical from 

which is not conducive to legal certainty. 

 

Consultation Question 41.  

20.56 We provisionally conclude that tracing (rather than following) provides the correct analysis of the 

process that should be applied to locate and identify the claimant’s property after transfers of crypto-

tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity 

and common law) can be applied to crypto-tokens. Do you agree?  

See my response to Question 20. There is no reason why participants’ expectations – which is that when 

Alice transfers Bob 1 bitcoin, Bob receives Alice’s bitcoin – should not be given effect to. The data string 

entry on the ledger is not the bitcoin. Bitcoin is ideational, like other intangible assets, and as such, 

properly construed, can be consistent with their expectations. 

 

20.57 Do you consider that the common law on tracing into a mixture requires further development or 

law reform (whether generally or specifically with respect to crypto-tokens)? Paragraph 19.52  

Given that this project deals specifically with digital assets, it is not suitable to advise on general reform 

of tracing into mixtures, which requires a much wider consultation. No special treatment should be 

afforded to crypto-tokens. 

 

Consultation Question 42.  

20.58 We provisionally conclude that the following existing legal frameworks can be applied to data 

objects, without the need for statutory law reform (although the common law may need to develop on 

an iterative basis): (1) breach of contract; (2) vitiating factors; (3) following and tracing; (4) equitable 

wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree? Paragraph 

19.88 
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Yes. 

 

Consultation Question 43.  

20.59 We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour 

of extending conversion (or a conversion-type cause of action grounded in control rather than possession) 

to data objects. Do you agree?  

No. Conversion is a tort that protects possession and the vast majority of cases entail such interferences. 

As I have explained, even if one regards possession as merely being a form of control, it is a peculiar form 

of control, being an inherently rivalrous form of control. Control of crypto-tokens is not comparable. 

 

20.60 We provisionally conclude that the introduction of a special defence of (or analogous to) good faith 

purchaser for value without notice (at law) would limit the impact of the application of strict liability for 

conversion in the context of data objects. Do you agree? Paragraph 19.123  

Property rights are property rights because any interferences, even innocent ones, are actionable. The 

introduction of a good faith purchaser defence for crypto-tokens without their satisfying the usual 

requirements – attainment of negotiability, for example – is unprincipled and demonstrates a bias in 

favour of the crypto industry, one that is difficult to explain in light of recent harms brought on by it. 

 

Consultation Question 44.  

20.61 We provisionally conclude that existing principles in relation to injunctive relief can apply to data 

objects, without the need for law reform. Do you agree? Paragraph 19.148  

Yes. 

 

Consultation Question 46.  

20.63 We provisionally conclude that the existing methods of enforcement of judgments (and ancillary 

mechanisms) in the context of crypto-tokens are satisfactory. Do you agree? Paragraph 19.158 

No. As I explain (https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3715372), crypto-tokens pose 

peculiar challenges to judicial remedies. This is why actions are only ever brought against intermediaries 

with the real defendants being “Persons Unknown”. Nevertheless, there is not much that can be done 

given the nature of crypto-tokens. 

 

Consultation Question 47.  
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20.64 We provisionally conclude that there is an arguable case for law reform to provide courts in England 

and Wales with the discretion to award a remedy (where traditionally denominated in money) 

denominated in certain crypto-tokens in appropriate cases. Do you agree?  

No. The analogy to foreign currency awards is inappropriate if, as the Consultation Paper rightly accepts, 

crypto-tokens are not money. What such law reform would be introducing is the award of damages 

denominated in non-money objects such as gold bars. Why should English law especially favour crypto-

tokens in this respect? References to El Salvador and the Central African Republic’s adoption of bitcoin as 

legal tender should be a cautionary tale against law reform. There are widespread reports of lack of 

adoption despite the law in El Salvador and it is not even clear how bitcoin can be used in the Central 

African Republic as legal tender given the low internet penetration. 
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Introduction 

I acknowledge the Law Commission citing some of my published papers on property in 

digital files containing either computer programs or data.  However, it concerns me that my 

arguments that computer software should constitute a third category of personal property 

have been put aside and the focus has been more on what computer science would 

categorise as “data files”. 

 

It also concerns me that the one property right that already does subsist in software and 

human created data that has some overlap with the personal property issue, namely 

copyright, has not been closely examined.  Possible conflicts with the proposed third 

category of personal property need to be considered when drafting an implementing 

statute. 

 

Lastly, I was an electronics engineer and programmer before becoming an IP and IT lawyer 

and designed and built digital memories in the late 1960s and cannot readily accept some of 

the terminology used in the Consultation paper.  For example, see my comments below in 

regard to para 5.6. 

 

I set out below my comments on certain designated paragraphs in the Consultation paper 

and answers to the related Consultation Questions 

 

Chapter  3 

Footnote 163. 

The reasoning of the New Zealand Supreme Court in R v Dixon  can be criticised for many 

reasons, but one major one is their analogising the digital CCTV footage file with a Microsoft 

Word document which they were adamant would be the personal property of the writer of 

the document.  If that was so then the legal right of copyright never would have been 

needed to have been created in 1709.  As was stated in the judgment in Donaldson v Becket 

by the House of Lords as long ago as 1774, there is no property in writings, only copyright.  

 

Chapter 4 

Consultation Question 1 

I agree that a third category of personal property should be recognised. 

 

Chapter 5 

Para 5.6 
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I cannot agree that the appropriate term for describing the third category of personal 

property should be “data objects”.  The term “data” in my view immediately excludes 

computer programs before any legal analysis of them is undertaken.  And the term “object” 

according to Oxford dictionaries means “a material thing that can be seen and touched”.  

That is, it must be tangible whereas the third form of property is intended to address 

intangibles.  I would prefer the new category of property be termed “digital assets”.  I 

appreciate that the proposal in the Consultation paper is that analogue as well as digital 

signals are intended to be within the new third category of personal property, but in my view 

analogue signals such as sound broadcasts already receive adequate property rights under 

the Copyright, Designs and Patents Act. 

 

Paras 5.14 – 5.19 

I do not see why the prime category of files to fall within the new third property category 

should be defined as being in an “electronic medium”.  “Electronic” means a device which 

operates using transistors and/or microchips to control light (rather than heavy) electrical 

currents.  And in the computer industry that especially includes memory chips.  To me the 

medium defined by the Commission is not “electronic” at all.  It seems to be simply a 

“translation” of written words (or pictures) into binary codes.  This concept was invented and 

put into use in the electric telegraph system to replace morse code in the late 1800s by New 

Zealander Donald Murray.  He conceived a 5 bit code to represent each alphanumeric 

character.  They were punched as bunches of holes into paper tape which was then passed 

through a sensor which sent electric pulses down a line to a remote destination.  The taped 

message files could be queued on the tape to accommodate peaks in message traffic.  This 

allowed digital files to be created, stored and transmitted.  It was these 5 bit codes which 

were replaced with 7 bit, then 8 bit codes known as ASCII codes which are still in use today.   

 

The result of the evolution of this technology is simply that the writings/pictures  have been 

“digitised” and may be communicated by radio transmissions, electrical cables, fibre cables 

and be broadcast or streamed.  Further, they may be stored in memory chips or hard disks.  

The disk storage of course being magnetic and not “electronic”. 

 

Paras 5.14 and 5.15  

I do not see why the first criterion for the new form of property should be limited to that 

presented in what has been called an “electronic” medium.  Digital files can also be present 

on a hard disk where they are represented magnetically rather than electronically.  The 

tangibility of the disk is irrelevant, just as is the integrated circuit chips which store digital 

files electronically.  In any event we must not confuse the message with the medium.  

Furthermore, the fact that the disk constitutes property in itself as physical personal property 

is irrelevant as it may contain many digital files which may comprise assets and no one could 

even point out where on the disk any one of them was physically located.  Again this seems 

to be confusing the message with the medium. 

 

Para 5.20 

I fail to see why it is necessary to mention or include data in the form of analogue signals.  

That is really AM or FM radio transmissions.  I also believe the reference to computer code is 

ambiguous.  Apart from its use to describe “digitising” as mentioned above, “coding” and 

“code” have different meanings in the software industry.  There, computer code is the 
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opposite to data, not another form of it.  As defined in the FOLDOC Dictionary of Computing 

“code” is instructions for a computer in some programming language, often machine 

language (machine code).” 

 

Consultation Question 2 

For the reasons given above I do not agree with the way the proposed new “thing” is 

defined.  Further, if it is desired to confine it to data and exclude software (and I disagree 

with such an exclusion) then a more appropriate term than “computer code” should be used. 

 

Consultation Question 4 

In principle I agree, but what if the digital asset is owned by a company for business use and 

is stored in a cloud for more than one company employee to access it simultaneously? 

 

Para 5.86 

I agree in making it clear that a transfer of a digital asset is a two-step process, and the 

Microsoft Word file example given is another reason why the New Zealand Supreme Court in 

R v Dixon was wrong to refer to a Word document to justify holding that digital CCTV 

footage was property. 

 

Para 5.87 

Transfer of a “thing” means the transferee receives the exact same thing as the transferor 

previously possessed.  Not simply an exact copy of the thing still held by the transferor – as 

was overlooked by the CJEU in relation to the supply of software in machine code form to a 

user in its decision in UsedSoft v Oracle (2012) C-128/11. 

 

Consultation Question 5 

I agree that a data object must be capable of being divested on transfer, including if the 

object constitutes software, although I only mean software in source code form as I explain 

separately below. 

 

Consultation Question 6 

I agree that the law should recognise a third distinct category personal property and that this 

should be brought about by statute.  Leaving it to case law development would be likely to 

stall its implication and also result in many fluctuations finding property in different 

categories of digital files.  

 

Chapter 6 – Digital Files Qualifying as “Data Objects” 

Media Files 

The definition given for “media files” in para 6.4 naturally includes “files that contain 

information which can be written”.  This includes music.  However, these days many music 

performers, including those playing classical music, do not use paper sheet music, but use 

digital sheet music readers which avoid the need to use a hand to flick forward to the next 

sheet.  The music notes are displayed on the computer screen which is mounted on a stand 

or behind the keyboard of pianos and other instruments with a keyboard.  To page forward 

the performer presses down on a remote connected “foot pedal”.  The paper music sheets 

are usually scanned and stored in the computer as digital files. 
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Should these music digital files become property?  Even though sheet music printed on 

paper is not?  The only legal property in the latter, apart from the paper itself, is the 

copyright which subsists in the written music – if it has not expired 

 

Conferring more legal rights on digitally stored writings than are given to writings on paper 

may be another case of confusing the message with the medium. 

 

Consultation Question 7 

I believe at least some categories of “media files” should fall within the proposed third 

category of personal property and should be capable of attracting personal property rights. 

 

Program Files 

I submit that computer programs in source code form should attract personal property rights 

and be the subject of a legal sale transaction or contract.  But not programs in machine code 

form which are supplied under a copyright licence to potential end users of those programs. 

 

Instead I refer to software transactions where: 

1. A software development company sells its business in a widely used software 

application to another software development company.  Usually the two most 

valuable things being bought are the software and the associated goodwill.  Both of 

which are intangible.  In this situation a legal sale of the software (as the property of 

the seller) should be made possible.  Currently the “sale” can only be a sale of the 

copyright in the software which being a legal right (a thing in action) is achieved by 

way of a deed of assignment.  A variation of this example is where the development 

company just wants to sell one of its numerous software applications and not its 

entire business. 

2. A software development company is contracted by another company (in a different 

business) to develop bespoke software for its business with the intent that the 

software will provide many business advantages and is not to be supplied to another 

business and in particular to a competitor.  It should be possible for this transaction 

to be a straightforward sale and purchase even though it would not be a “sale of 

goods”. 

Supply of software in machine code to end users 

The reference in para 6.59 to the “sale of licences” seems incorrect and such terminology is 
not used in software supply to end users who acquired it online. 

It is not appropriate to use property transactional terminology when referring to things in 

which the only property conferred on them is copyright.  Licences are authorisations to carry 

out copyright restricted acts on a copyright work, which in the context of discussions on 

digital files might be a written work, a data file or a computer program.  Licences are not 

“sold”.  They are conferred on a licensee in exchange for the payment of a royalty.  The terms 

of a copyright licence will usually prohibit the licensee to from “selling” their licence.  And 

only in rare cases will the licensee be given the right to grant a “sub-licence”. 

 

Consultation Question 8 
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I do not agree that “program files” should fall outside of the proposed third category of 

personal property.  Source code program files should be capable of attracting personal 

property rights for the situations I have outlined above. 

 

Consultation Question 9 

I disagree that all “digital records” should not fall within the proposed criteria for “data 

objects”.  Digital records should constitute data objects having property rights where they 

are essential business documents upon which a business owner must be able to access to 

stay in business.  I acknowledge the example given by Michels and Millard in their paper 

cited by the Commission which was published in The Cambridge Law Journal [2022] 1, 5. “The 

New Things: Property Rights in Digital Files”.  This was the situation where a business stored 

its live data files in a Cloud data centre and for whatever reason the data centre refused to 

supply or return that data to its business customer. 

 

 

Cryptocurrencies 

In case it is of any assistance I provide a link to a paper I wrote in 2021 entitled “Modelling 

cryptocurrency for legal analysis” https://www.lexology.com/library/detail.aspx?g=a22dcb4d-

b315-4d4d-8803-b49c7bc1eb7f 
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Introduction 
 
The Law Society is the independent professional body for solicitors in England and Wales. We 
are run by our members, and our role is to be the voice of solicitors, to drive excellence in the 
profession and to safeguard the rule of law. This response sets out our views on the Law 
Commission’s consultation. 
 
We welcome the opportunity to respond to the consultation, which in itself represents a 
significant contribution to the law relating to digital assets. We agree with much of the 
analysis in the consultation paper and acknowledge the significant effort that has gone into 
collating current views on the applicable laws and areas for possible law reform. It will play 
an invaluable role in promoting legal certainty under the laws of England and Wales in this 
area.  
 
We strongly support the Law Commission’s provisional proposal recognising a “third” 
category of personal property distinct from “things in possession” and “things in action.”  We 
consider this will, as the consultation document states, “allow the law to focus on attributes 
or characteristics of the things in question, without being fettered by analysis or principles 
applicable to other types of personal property rights.” 

We believe that further consideration of digital assets is needed in the context of 
Decentralised Autonomous Organisations (DAO) and we look forward to the Law 
Commission’s scoping work on this issue.  
 
We felt that the impact of the death and/or incapacity of the holder of digital assets had not 
been addressed as part of the consultation paper. There are outstanding practical questions 
regarding the dealings with an incapacitated owner and the uniform acceptance of a power 
of attorney and/or court of protection deputy order to transfer digital assets, alongside the 
international law implications where a digital asset is based in a jurisdiction other than 
England & Wales. In respect of the death of a holder, there are questions over whether the 
companies behind digital assets will recognise an intestate beneficiary or the legitimacy of a 
will in England & Wales, and whether a grant of paper will allow transfer of title to digital 
assets.     
 
This consultation, and the UK Jurisdiction Taskforce’s recent consultation on digital securities, 
have given rise to questions over the sort of evidence that might be needed to prove the title 
and transfer of digital assets. In the context of this consultation, a key conceptual question is 
whether property rights are fully constituted by a Distributed Ledger Technology (DLT) 
system, or just evidenced by the system (or linked to it). We believe this requires further 
discussion and consultation.  
 
We look forward to continuing to engage with the Law Commission in this vital area, to 
support the growing digital agenda and to support the progress to date.  
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Consultation Question 1 
 
We provisionally propose that the law of England and Wales should recognise a third 
category of personal property. Do you agree? 
 
The consultation paper presents a strong case for concluding that a third category of property 
already exists. It identifies many types of things that are recognised as property under the 
laws of England and Wales, but which are clearly neither things in possession nor things in 
action. Therefore we agree that the laws of England and Wales should formally recognise a 
third category of personal property. 
 
 
Consultation Question 2 
 
We provisionally propose that, to fall within our proposed third category of personal 
property, the thing in question must be composed of data represented in an electronic 
medium, including in the form of computer code, electronic, digital or analogue signals. Do 
you agree? 
 
Yes, we agree. However, care should be taken so as not to limit future innovation in 
computing and information processing so as to exclude alternatives to electronic circuitry, 
such as photonic, optical or nano-biotechnology. 
 
 
Consultation Question 3 
 
We provisionally propose that, to fall within our proposed third category of personal 
property, the thing in question must exist independently of persons and independently of 
the legal system. Do you agree? 
 
Yes, we agree that if a thing already exists, either because it is a physical object or because it 
is a bundle of rights or permissions contingent upon a legal system, then a network cannot 
logically have any causative effect on the prior existence of such thing, and can only be a copy 
of it, or linked to it.  
 
The Law Commission provides the example of friendship as something which cannot be 
separated from a person. We consider that this example would also fail on other grounds, 
because a friendship cannot be quantised and transformed into data. More than this though, 
it is important to recognise that it is morally offensive to constitute rights of property in things 
which are attached to persons. There may also be difficult moral and ethical questions if 
property rights are constituted in things which are attached to other kinds of living system, 
which may not presently be considered ‘persons’ as a matter of law. We consider that the 
requirement for data to be represented in an electronic medium provides protection against 
this risk. 
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Consultation Question 4 
 
We provisionally propose that, to fall within our proposed third category of personal 
property, the thing in question must be rivalrous. Do you agree? 
 
Yes, we agree that the fundamental point of property rights is to manage competition over a 
limited resource. As such, if a thing was not rivalrous, it would not be an appropriate subject 
of property rights and would be more suited to a contractual arrangement. 
 
Consultation Question 5 
 
(20.5) We provisionally propose that a data object, in general, must be capable of being 
divested on transfer. Do you agree? Please give examples, if any, of when this will not be the 
case. 
 
We believe that a distinction needs to be drawn between when a data object simply 
"mutates" within the possession of the same holder and when the data object is divested as 
a matter of law. 
 
We disagree with the proposal that a data object must be capable of being divested on 
transfer. In general, economically valuable rights will probably be capable of transfer. 
However, under company law, a member of a company limited by guarantee does not have 
a transferable share or interest in the organisation. Instead, that person has a limited right to 
participate in governance, and potentially also economically in the value of the organisation 
during that person’s time as member.  
 
In the context of digital assets, it is conceivable that a token system could be set up which 
provides people with rights of governance and participation during their period of holding 
tokens, and that such tokens are the gateway to these benefits. This could be the case, for 
example, if a Decentralised Autonomous Organisations (DAO) functioned in a way similar to 
a community benefit society under the Co-operatives and Community Benefit Societies Act 
2014. These rights have value, albeit not monetary, and can underpin vibrant and dynamic 
co-operative systems with a range of participator incentives. Arguably, such rights of 
governance and participation, whilst not transferable, should nonetheless be given the same 
protection against wrongful interference as transferable instruments. 
 
Similarly, a supermarket or a diamond producer might have a non-transferable right to 
participate in a private blockchain network tracking the supply of goods. As the Commission 
notes, property rights in the tokens would still arise, albeit ownership might vest in the 
network administrator, being perhaps a consortium or industry representative body (SPV). 
 
(20.6) We provisionally propose that divestibility should be regarded as an indicator, or 
general characteristic of data objects, rather than as a gateway criterion. 
Do you agree? 
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Yes, we agree that is should be regarded as an indicator or general characteristic of data 
objects, rather than as a gateway criterion (see 20.5 above).  
 
Consultation Question 6 
 
We provisionally propose that: 
 

(1) the law of England and Wales should explicitly recognise a distinct third category 
of personal property; and 
 

(2) a thing should be recognised as falling within our proposed third category of 
personal property if: 

(a) it is composed of data represented in an electronic medium, including in the 
form of computer code, electronic, digital or analogue signals; 

(b) it exists independently of persons and exists independently of the legal 
system; and 

(c) it is rivalrous. 
 
Do you consider that the most authentic and appropriate way of implementing these 
proposals would be through common law development or statutory reform?  

 
We believe that limited statutory reform is the best way in which to implement these 
proposals. The common law would, over time, due to its inherent flexibility, be able to 
implement these proposals. However, there is a need for certainty regarding the treatment 
and rights relating to digital assets in the short term. This can be achieved through limited 
statutory reform, allowing the common law development of the specific parameters of what 
falls within or outside of this third category of property. We believe that this would achieve 
the optimum balance of certainty, whilst acknowledging the extremely fluid nature of 
technological developments and innovation. 
 
Consultation Question 7 
 
(20.8) We provisionally conclude that media files do not satisfy our proposed criteria of data 
objects, and therefore that they fall outside of our proposed third category of personal 
property. Do you agree? 
 
Yes 
 
(20.9) Regardless of your answer to the above question, do you think that media files should 
be capable of attracting personal property rights? 
 
No 
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Consultation Question 8 
 
(20.10) We provisionally conclude that program files do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of personal 
property. Do you agree? 
 
Yes 
  
(20.11) Regardless of your answer to the above question, do you think that program files 
should be capable of attracting personal property rights? 
 
No 
 
Consultation Question 9 
 
(20.12) We provisionally conclude that digital records do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of personal 
property. Do you agree? 
 
Yes.  
  
(20.13) Regardless of your answer to the above question, do you think that digital records 
should be capable of attracting personal property rights? 
 
No. 
 
Consultation Question 10 
 
(20.14) We provisionally conclude that email accounts do not satisfy our proposed criteria of 
data objects and therefore that they fall outside of our proposed third category of personal 
property. Do you agree? 
 
Yes. 
  
(20.15) Regardless of your answer to the above question, do you think that email accounts 
should be capable of attracting personal property rights? 
 
No. 
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Consultation Question 11 
  
(20.16) We provisionally conclude that in-game digital assets do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
 
Yes. 
  
(20.17) Regardless of your answer to the above question, do you think that in-game digital 
assets should be capable of attracting personal property rights? 
 
We believe that this possibility should not be closed off. In this area, there is a careful balance 
to strike between the interests of game developers in understanding and having certainty 
over their obligations, and the interests of players in protecting their time and investment in 
developing an in-game character and assets. It will be helpful to have clear indications of 
when property rights might arise, so that businesses and users can enter an arrangement with 
an accurate understanding of their rights and obligations.  
 
Consultation Question 13 
 
We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
 
Yes.  We agree that Carbon Emissions Allowances (CEAs) are not data objects because they 
are dependent on legislation for their function and existence. 
 
Consultation Question 14 
 
(20.21) We provisionally conclude that most VCCs do not satisfy our proposed criteria of 
data objects and therefore that they fall outside of our proposed third category of personal 
property. Do you agree? 
 
We note that market participants have called for increased legal certainty over the nature of 
Voluntary Carbon Credits (VCCs) due to the role that an effective, liquid market in high-
integrity voluntary carbon credits can play in channelling finance towards the transition to 
Net Zero. Other commentators have also called for improvements in the integrity and 
transparency of carbon credits to ensure that VCC markets support progress towards Net Zero 
in a way which also prioritises climate adaptation and biodiversity. 
 
The Law Commission has expressed a question about whether, in the 
absence of stronger centralised standards and regulation, VCCs are 
rivalrous. This is an important issue, involving detailed and nuanced 
considerations of policy, including the consequent effect on other areas of 
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law relating to intangibles. Greater clarity in the short term would be highly beneficial, 
perhaps in the form of further consultation or a statement of the law. 
 
(20.22) Regardless of your answer to the above question, do you think that VCCs should be 
capable of attracting personal property rights? 
 
For the reasons set out above in our response to question 20.21, we consider that it would 
be beneficial for this question to be the subject of further consideration. 
 
Consultation Question 15 
 
We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects 
and therefore that they fall within our proposed third category of personal property. Do you 
agree?  
 
We agree that most crypto-tokens will satisfy the proposed criteria in systems which are well 
known, for example Bitcoin and Ethereum. The question may need to take into account some 
analysis of the types of network and consensus algorithm, and whether it makes a difference 
if a network is highly centralised or unstable; to some extent this might affect the definition 
of a "crypto-token". The Law Commission may address some of these sorts of issues in the 
forthcoming decentralised autonomous organisation (DAO) consultation. 
 
Consultation Question 16 
 
We provisionally propose that the concept of control is more appropriate for data objects 
than the concept of possession. Do you agree? 
 
We broadly agree that the concept of possession is, in principle, inappropriate for data 
objects and that control is a more appropriate term. This is because an individual can be 
said to control whether or not a transaction happens through knowledge of the private key. 
Wider questions of network state and stability also seem to be dealt with already in the 
‘derivative title’ concept and possibly also through some sort of better analysis of what 
creates a stable enough network to make a data object in the first place.  
 
However, it should be noted that there were range of views expressed on this question and 
some members whom we consulted disagreed strongly with the concept of control being 
used, due to a concern that it would be likely that “control” would, in its ordinary meaning, 
be assumed to have a higher order of ownership to “possession”.   
 
 
Consultation Question 19 
 
We provisionally conclude that it would be beneficial for a panel of industry, legal and 
technical experts to provide non-binding guidance on the complex and 
evolving issues relating to control and other issues involving data objects 
more broadly. Do you agree? 
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While panels of experts will no doubt add value, difficulties with competing interests and the 
need to achieve a consensus amongst its members will need to be taken into account when 
determining its constitution (if this is the path taken).  
 
We note that there are other existing examples of expert guidance playing an important role 
in areas where it is difficult for legislation to be too prescriptive, e.g. the GAAR Advisory panel, 
the statutory guidance for the UK PSC register.  We would suggest the success (and or 
difficulties) in the operation of these other panels is considered. 
 
An alternative approach, which the Law Commission may wish to consider, would be to 
recommend the creation of specialist “Data Object” courts. This would follow the existing 
precedent of the Technology and Construction Court (which itself could be reconfigured for 
use in these cases). We are not aware of any other jurisdiction allocating judicial resources 
wholly to this new industry.  However, this does require the “appetite” for an introduction of 
such specialist courts and we are aware, for example, that the specialist finance courts took 
some time to introduce.  In this sector there is an additional challenge as universal agreement 
amongst technical, legal and policy subject matter experts is some way off.  
 
Consultation Question 20 
 
(20.26) We provisionally conclude that a transfer operation that effects a state change 
within a crypto-token system will typically involve the replacing, modifying, destroying, 
cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding 
causal creation of a new, modified or causally-related crypto-token. Do you agree? 
 
In our view, viewing a crypto-token as giving rise to a new asset on each and every occasion 
when the data structure is altered misunderstands the reality, and this interpretation would 
give rise to counterintuitive, complex legal and fiscal relationships.  We believe it is important 
to recognise a modification (or causally-related derivative) of the thing, rather than “new 
thing”, due to the relationship between the data structures pre- and post-transfer being 
inherent to the asset itself. 
  
(20.27) We provisionally conclude that this analysis applies in respect of UTXO based, 
Account based and token-standard based (both “fungible” and “non-fungible” crypto-token 
implementations). Do you agree? 
 
We agree with the application of this analysis to UTXO based, account based and token-
standard based implementations. 
 
Consultation Question 21 
 
We provisionally conclude that the rules of derivative transfer of title apply to crypto-
tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that 
effects a state change involves the creation of a new, causally-related 
thing. Do you agree? 
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Please see our comment above (20.26) regarding modification (or a causally related 
derivative thing), rather than a new item. 
 
We also note that it is important for legal title to be transferred, where relevant, off-chain. 
 
We agree that the rules of derivative transfer of title can apply to crypto-tokens, just as such 
rules apply to payments through a series of debits and credits which are causally and 
transactionally linked in bank payment systems, notwithstanding that bank payments are 
debts rather than unique items of digital information.  
 
We consider that some systems may intentionally be designed to break a causal chain, so 
that crypto-tokens are not intended to be transferred. An example might be a token which 
reflects a right of system governance or admin rights relating to the core DAO protocol and 
which is not intended to be transferable (similar to a ‘golden share’ perhaps, or a 
membership right in a company limited by guarantee). The law will need to consider what 
circumstances are capable of evidencing such an arrangement. 
 
Consultation Question 22 
 
We provisionally propose that: 
 

(1) A special defence of good faith purchaser for value without notice (an innocent 
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation 
that effects a state change. Do you agree? 

 
We agree. In this context, it would be helpful to have clarity over what constitutes “notice”, 
given that some market participants are able to investigate and interpret more information 
than others about the origin of crypto-tokens and the state of the blockchain network.  
 
 

(2) An innocent acquisition rule should apply to both “fungible” and “nonfungible” 
technical implementations of crypto-tokens. Do you agree? 

 
Yes.  We agree with the application of the rule to both types of token. Whilst clarity over the 
notice requirement is also useful in respect of nonfungible crypto-tokens, there could be a 
bigger role for the common law to interpret "notice" for NFTs (for example, perhaps a 
misappropriated NFT could be quite famous in collector communities, so that its origin is quite 
obvious without detailed technical investigation of blockchain records). The common law 
should be left with enough room to strike a reasonable balance between the rights and 
interests of market participants. 
 

(3) An innocent acquisition rule cannot and should not apply automatically to things 
that are linked to that crypto-token. Do you agree? 

 
Yes. Rules relating to linked things should continue to be governed by the 
specific legal rules applicable to the thing in question, though of course the 

715



Page 10 of 19 
 

crypto-token transfer will be part of the facts and circumstances relevant to 
those rules. 
 
Consultation Question 23 
 
We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-
tokens by a transfer operation that effects a state change should be implemented by way of 
legislation, as opposed to common law development. Do you agree? 
 
We agree that this clarification would be helpful, and that it would also be useful to deal with 
the definition of ‘innocent’ and expectations in respect of ‘notice’ in this context.  
 
Since payment for crypto-tokens may often be made in other crypto-tokens, to be practically 
useful, legislation should also ensure that a purchaser includes someone who has paid in that 
form (i.e. to resolve any uncertainty over whether crypto-tokens are ‘money’). A purchaser 
may also need to include the holder of equitable title, where tokens are purchased via a 
custodial exchange, for example. 
 

Consultation Question 24 
  
(20.33) We provisionally conclude that the rules of derivative transfer of title apply to 
crypto-tokens and that it is possible to separate (superior) legal title from the recorded state 
of the distributed ledger or structured record and/or factual control over a crypto-token. Do 
you agree? 
 
We agree that there may be circumstances when superior legal title can be separated from 
the recorded state of a distributed ledger or record. 
 
 
(20.34) We provisionally conclude that, over time, the common law is capable of developing 
rules to assist with the legal analysis as to title and/or priority where disputes arise between 
multiple persons that have factual control of a crypto-token, and that statutory reform 
would not be appropriate for this purpose. We consider that those rules will need to be 
specific to the technical means by which such factual circumstances can arise within crypto-
token systems or with respect to crypto-tokens. Do you agree? 
 
We agree that the variety of possible circumstances which could arise in this context renders 
it a more suitable candidate for the common law to address in each individual case, and we 
do not consider there to be a sufficient chilling effect on projects and innovation to justify 
legislative intervention. 
 
Consultation Question 25  
 
We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to 
“goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, 
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including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do 
you agree? 
 
We agree that crypto-tokens in general should fall outside of the Sale of Goods Act and 
Consumer Rights regimes for the reasons stated by the Law Commission. 
 
In respect of NFT purchases, however, we suggest that certain kinds of consumer-facing NFTs 
should fall within the Consumer Rights Act 2015 provisions relating to the supply of digital 
content, but note that these provisions will require some amendment and clarification. 
 
Consultation Question 26  
 
(20.36) We provisionally propose that the law should be clarified to confirm that a transfer 
operation that effects a state change is a necessary (but not sufficient) condition for a legal 
transfer of a crypto-token. We consider that this state change condition is more appropriate 
than the potentially wider condition of “a change of control”. Do you agree? Do you agree 
that such a clarification would be best achieved by common law development rather than 
statutory reform? 
 
We have some concerns about codifying the requirement for a state change, as opposed to a 
change of control, and suggest that it would be prudent to allow the common law to develop 
rules concerning legal transfer based on existing legal principles.  
 
For example, consider a situation in which Alice creates a digital artwork, which is minted and 
listed on a digital asset marketplace by uploading the art file to the marketplace's 
decentralised filing system and creating a new Ethereum address for the NFT from Alice's 
wallet.  
 
Alice might later decide to give Bob the artwork as a present. She might do this by wrapping 
up a physical print of the artwork, with a QR code directing to the digital art marketplace URL 
on the front, and then exporting the private key for the NFT's Ethereum address and writing 
it on the back of the physical print.  
 
Here, there was a state change when the Alice created the NFT as a separate Ethereum 
address, but this state change was antecedent and not necessarily in contemplation of the 
future gift.  
 
If Alice were gifting Bob a physical asset, such as her car, she might give him the keys to the 
car, tell him that the car is a gift and that it is in the garage. For a digital asset, meanwhile, if 
Alice gives Bob a private key and tells him where he can find the related Ethereum address, 
should Bob's right to legal title depend on whether he 'changes the locks' after receipt of his 
gift, and transfers the NFT into a new address? Is the antecedent state change on creation of 
the NFT address enough to transfer legal title? Does promissory estoppel apply to a digital 
asset? These are questions which the common law is best adapted to address 
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(20.37) Accordingly, we provisionally conclude that allowing title to a crypto-token to 
transfer at the time a contract of sale is formed, but where no corresponding state change 
has occurred, would be inappropriate. Do you agree? 
 
Yes. This is a difficult area, since it is possible for this state change requirement to result in a 
situation quite different from parties expectations (as we note in the response above). In 
general, though, we agree that title to a crypto-token should be transferred by state change 
and not at the time when a contract of sale is formed. 
 
Consultation Question 27 
  
(20.39) We provisionally conclude that market participants should have the flexibility to 
develop their own legal mechanisms to establish a link between a crypto-token and 
something else — normally a thing external to the crypto-token system. As such, we 
provisionally conclude that no law reform is necessary or desirable further to clarify or 
specify the method of constituting a link between a crypto-token and a linked thing or the 
legal effects of such a link at this time. Do you agree? 
 
Yes, subject to public policy exceptions where required. 
 
Consultation Question 28 
 
Do you consider that there are any specific legal issues relating to non-fungible tokens 
(“NFTs”) that would require different treatment from other crypto-tokens under the law of 
England and Wales? 
 
We agree with the issues relating to misunderstanding of the rights associated with NFTs 
and the problem of forking NFTs, which are detailed by the Law Commission in Chapter 15. 
 
Many NFTs are available for sale on consumer market places and we consider there are also 
stronger policy arguments for art-NFTs to constitute “digital content” for the purpose of the 
Consumer Rights Act 2015. This can provide otherwise absent redress for consumers, 
including a cooling-off period for purchases.  
 
We note that, conversely to other types of crypto-tokens (as noted by the Commission in 
13.142), legal commentators do presently seem to view NFTs as being within the Sale of 
Goods Act 1979 and the Consumer Rights Act 2015. 
 
Any clarification of the law in this area would require detailed consideration. In particular, as 
potentially envisaged by Chapter 13 of the Law Commission’s consultation paper, the law 
may also need to ensure that payment in crypto-tokens does not take a consumer outside 
of the protection regime through tokens not being money and the consumer being deemed 
not to have paid a “price” for content. Rules concerning the transmission of digital content 
need to include factual transfer mechanisms applicable to digital assets. Currently section 
39(2) Consumer Rights Act 2015 refers to transfer to a “device”, for 
example, which is difficult to interpret in the context of a distributed 
ledger. 
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There are further barriers to justice for consumers associated with the often-multinational 
nature of NFT purchases, applicable law and jurisdiction, as well as the complexities and 
cost of securing permission to serve proceedings. Clarity over these questions would assist 
legal professionals in supporting clients to resolve disputes and receive adequate remedies. 
The establishment of an international court to determine questions relating to NFTs and 
digital assets may also be a helpful step (please also see our response to question 19 above). 
 
For consumer protection purposes, policymakers could also consider whether it would be 
useful to require NFT marketplaces to make available clear and consumer-friendly 
information about the rights attached and terms of delivery of any linked assets. In some 
cases, this could be bolstered by a presumption of transfer of copyright or other rights, 
where not expressly provided to the contrary. We recognise that this would require further 
detailed consideration. 
 
Consultation Question 29  
 
We provisionally conclude that it is appropriate to draw a distinction between direct 
custody services (that is, holding crypto-tokens on behalf of or for the account of other 
persons and having capacity to exercise or to coordinate or direct the exercise of factual 
control in terms of both its positive and negative aspects) and custodial or other technology-
based services that do not involve a direct custody relationship. Do you agree? 
 
Yes 
 
(20.43) We provisionally conclude that the best way of understanding the interests of 
beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy in 
common. Do you agree? 
 
Yes, we agree. 
 
Consultation Question 31 
 
We provisionally conclude that a presumption of trust does not currently apply to crypto-
token custody facilities and should not be introduced as a new interpretive principle. Do you 
agree? 
 
Yes.  
 
Consultation Question 32  
 
(20.46) We provisionally propose that clarification of the scope and application of section 
53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader 
adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically 
and/or to other asset classes and holding structures, including 
intermediated investment securities. Do you agree? 
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Yes, we agree that such clarification would be beneficial.   
 
(20.47) If you think that clarification of the scope and application of section 53(1)(c) LPA 
1925 would be beneficial, what do you think would be the best way of achieving this? Please 
indicate which (if any) of the models suggested in the consultation paper would be 
appropriate, or otherwise outline any further alternatives that you think would be more 
practically effective and/or workable. 
 
We believe that option 3 would be the best and most appropriate model; however, it is 
sensitive to the type of guidance obtained. Statutory guidance may run the risk of creating 
new uncertainties in respect of existing arrangements (which the guidance input would help 
to navigate through). 
  
Consultation Question 34 
  
We provisionally conclude that extending bailment to crypto-tokens, or the creation of an 
analogous concept based on control, is not necessary at this time. Do you agree? 
 
We agree that this is the case.  
  
If not, please provide specific examples of market structures or platforms that would benefit 
from being arranged as bailments, that could not be effectively structured using the trust 
and/or contract frameworks currently available. 
 
Consultation Question 35  
 
We provisionally conclude that crypto-tokens, as objects of personal property rights, can be 
the subject of title transfer collateral arrangements without the need for specific law reform 
to provide for this. Do you agree? 
 
We agree that this is the case. 
 
Consultation Question 36 
 
We provisionally conclude that non-possessory securities can be satisfactorily granted in 
respect of crypto-tokens without the need for law reform. Do you agree? 
 
We agree that this is the case. 
 
Consultation Question 37 
 
We provisionally conclude that it is not desirable to make  
provision for data objects to be the subject of possessory securities such as the pledge, or to 
develop analogous security arrangements based on a transfer of control. 
Do you agree? 
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If not, please provide specific examples of market structures or platforms that would benefit 
from the availability of possessory security arrangements, that could not be effectively 
structured using the non-possessory security frameworks currently available. 
 
We are supportive of enabling control-based security interests (akin to pledges) in respect of 
crypto-tokens, as this is likely to improve liquidity and efficiency in crypto markets. In the 
context of capital markets, any policy reasons in favour of maintaining a registration 
requirement for UK corporate security providers are limited, given that most collateral 
arrangements fall under the FCARs and, as such, are not subject to registration. Furthermore, 
developing the law in this way would merely be confirmatory of the basis on which the market 
is already operating in many instances in relation to crypto-tokens, where many security 
arrangements are entered into on the basis of a factual state of control without any 
registration being performed. To displace that market practice would require a very clear 
rationale.  
 
Considering the policy considerations discussed in the consultation paper, we would 
encourage policymakers to undertake a detailed review of the crypto ecosystem in order to 
determine whether, and to what extent, an extension of the FCARs, or the creation of a new 
bespoke collateral regime for crypto-tokens (which could be tailored to address the specific 
policy considerations applicable for the asset class) is appropriate. Any such measures require 
careful consideration to avoid unintended consequences and unnecessary complexity. There 
will also be implications of creating misalignment between the FCARs and FCDs, which need 
to be considered.  
 
In order to promote legal certainty, we would strongly encourage measures to clarify the 
existing boundaries and requirements of the FCARs in the context of emerging technologies, 
including certain linked crypto-tokens. For example, there remains uncertainty around how 
the term “account” should be construed in the context of transaction-based distributed 
ledger arrangements; where the boundaries of “financial instruments” lie; and to what extent 
the terms “money” and “pecuniary claims” capture tokenised forms of cash and claims 
denominated in tokenised forms of cash, respectively. Likewise, it would be helpful to have 
further clarity around how smart contract code can be used to meet a possession or control 
requirement.  
 
Consultation Question 40 
 
We provisionally conclude that an action to enforce an obligation to “pay” nonmonetary 
units such as crypto-tokens would (and should) be characterised as a claim for unliquidated 
damages, unless and until crypto-tokens are generally considered to be money (or 
analogous thereto). Do you agree? 
 
We agree with the Law Commission’s conclusion now, given this is a significant step to 
automatically equate cryptocurrency with a monetary debt.   
 
We note that cryptocurrencies have been characterised compellingly as 
“commodities” in both the United States and other jurisdictions. Crypto-
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tokens and cryptocurrencies derive value from design-engineered scarcity 
and whether this can, or should, constitute “money” is outside the remit of this paper.   
 
Accordingly, we believe it is prudent for the common law to avoid anticipating policymakers 
and regulators on the question of whether crypto-tokens are money or “analogous thereto.” 
That is, the UK legal system would recognise these data objects as money only at such time 
as the UK government formally recognises crypto-tokens as legal tender. This will not only 
clearly manage the expectations of market participants but also of consumers more widely. 
 
Consultation Question 41  
 
(20.56) We provisionally conclude that tracing (rather than following) provides the correct 
analysis of the process that should be applied to locate and identify the claimant’s property 
after transfers of crypto-tokens by a transfer operation that effects a state change, and that 
the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. 
Do you agree? 
 
We agree with the Law Commission’s conclusion that tracing (rather than following) provides 
the correct analysis given the mutability of crypto-tokens. Not only does it reflect legal 
pragmatism - a key consideration when considering the “third category” - but it is also 
consistent with the unique features of data objects themselves.  
 
These unique features will necessarily enable some legal precepts and remedies to be applied 
more successfully than others. That is ultimately the reality of owning a particular kind of 
property and cannot be considered “unfair” given the exceptionally wide range of property 
that is available for acquisition by individuals. In this respect, any comparison of rights and 
remedies accorded to tangible objects to data objects seems misplaced. An individual has 
made a conscious choice not to purchase a tangible work of art, but rather a digital work of 
art which, by definition, dictates a very different set of proprietary dynamics. This begs the 
question as to whether it is fundamental to the law of property that all rights and remedies 
are co-extensive among the different categories of property. Alternatively, can or should the 
intrinsic identifying features of each property category determine the scope of the rights and 
remedies relative to each such property category?  
 
To the extent possible, we consider it desirable for the Law Commission to apply existing 
common law on causes of action and remedies to data objects, with law reform considered 
only on an exceptional basis. This is consistent with the principle of the common law 
conforming (i.e., adapting) to a new third category of property, rather than the new third 
category of property reforming the common law.   
 
It should also be noted that remedies will depend on the facts, and there may be challenges 
given the number of “actors” involved in the cryptocurrency.   
 
(20.57) Do you consider that the common law on tracing into a mixture requires further 
development or law reform (whether generally or specifically with respect 
to crypto-tokens)? 
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We believe that the existing common law on tracing is fit for purpose both generally and in 
respect of data objects, albeit with the recognition that the law in this area will likely develop 
and change to the benefit of all categories of personal property.   
 
We consider it desirable for the Law Commission to apply existing common law on causes of 
action and remedies to data objects. The legal challenges of applying tracing rules in common 
law are not unique to data objects. 
 
The mere fact that these challenges will continue albeit in a different form with data objects 
does not, in our view, justify law reform. If there is to be law reform it would need to be 
generally applied (not tailored specifically for data objects). That said, we do anticipate that 
increasingly courts will be asked to rule on tracing into a mixture as individuals seek to protect 
and assert their digital objects and it will be an important area when advising clients.     
 
Consultation Question 42  
 
We provisionally conclude that the following existing legal frameworks can be applied to 
data objects, without the need for statutory law reform (although the common law may 
need to develop on an iterative basis): 
 

(1) breach of contract; 
(2) vitiating factors; 
(3) following and tracing;  
(4) equitable wrongs; 
(5) proprietary restitutionary claims at law; and 
(6) unjust enrichment. 

 

 Do you agree? 
 
We agree that, in principle, these existing legal frameworks can be applied to data objects but 
would emphasise that (as noted by the Law Commission) the courts will need to recognise 
the nuances and idiosyncrasies of data objects.    
 
One area we would highlight on equitable wrongs is who will owe the fiduciary duty in the 
various crypto-token scenarios and systems. As noted, there are some clear-cut instances 
(e.g. company directors), but the contrast with software developers in Tulip Trading Ltd v 
Bitcoin Association v BSV (2022) EWHC 667 (ch), noted by the Law Commission, shows that 
there will be further consideration given to this as the case law develops. This is important 
both for the person claiming breach of fiduciary duty and for the actor being aware that his 
actions/decisions attract fiduciary duties. 
 
We would also emphasise that the nature of the object of property will invariably have a 
direct bearing on the extent to which rights and remedies can and should apply. Broadly 
speaking, an individual makes an affirmative decision to acquire and maintain data objects as 
opposed to tangible property. It is not unreasonable that that, as a matter of policy, 
individuals should be encouraged to undertake a “due diligence” on the complex nature of 
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data objects. Moreover, if Tulip had gone another way, holding software 
developers liable for breach of fiduciary duty would have had a distinct chilling effect on the 
commercial advancement of the technology industry itself. There is no avoiding the fact that, 
whether it is coins, tokens, artificial intelligence or some other discrete technology product, 
they are still fundamentally pieces of computer software subject to the same limitations and 
deficiencies as their human authors. 
  
Consultation Question 43  
 
(20.59) We provisionally conclude that, in relation to the tort of conversion, there are 
arguments in favour of extending conversion (or a conversion-type cause of action 
grounded in control rather than possession) to data objects. Do you agree? 
 
We do not find the reasoning underpinning extending the tort of conversion to data objects 
as a category to be compelling. This is because first, we consider that legal rights and remedies 
must be relative to the category of the object of property and not simply co-extensive 
amongst all categories (this would seem to be a foundational principle of the English law of 
property).  Second, we believe it would be arbitrary to extend the tort of conversion to data 
objects upon recognition of such a property category when this remedy has been denied to 
owners of incorporeal property to date. There are other remedies in both civil and criminal 
law.  Nor does it mean that the tort of conversion cannot be the subject of law reform. We 
suggest that a deeper inquiry may be required into whether reform of the tort of conversion 
is consistent within the principle that different categories of property will attract different 
rights and remedies and, conversely, whether categories of property with similar 
characteristics should benefit equally from such reform. 
 
(20.60) We provisionally conclude that the introduction of a special defence of (or 
analogous to) good faith purchaser for value without notice (at law) would limit the impact 
of the application of strict liability for conversion in the context of data objects. Do you 
agree? 
 
We can see no reason for singling data objects out for special treatment in relation to the tort 
of conversion, as discussed above. Therefore, we believe law reform and, by extension, the 
introduction of a special defence of good faith purchaser for value without notice, is 
premature at this time. Instead, we propose that extension of the tort of conversion to data 
objects be revisited by the courts, market participants and policy makers in the medium-term. 
 
Consultation Question 44  
 
We provisionally conclude that existing principles in relation to injunctive relief can apply to 
data objects, without the need for law reform. Do you agree? 
 
Agreed, to the extent an injunction can be enforced.   
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Consultation Question 45  
 
Are there any other causes of action or remedies you think may be highly or specifically 
relevant to data objects but which require law reform? 
 
No. 
 
Consultation Question 46  
 
We provisionally conclude that the existing methods of enforcement of judgments (and 
ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree? 
 
We agree that the existing methods of enforcement of judgements and related mechanisms 
are satisfactory in the context of crypto-tokens.  Nonetheless, we believe there are clear limits 
to how successful these methods are likely to be in relation to data objects. For example, 
bringing claims and enforcing judgements “against persons unknown.” We think, therefore, 
that courts will need to be mindful of these constraints on enforceability that are inherent in 
data objects. This will likely necessitate a highly pragmatic approach in enforcement relative 
to the third category (which is a hallmark of property law more generally).  Equally, 
enforcement methods are likely to benefit from developing technologies within the third 
category. 
 
Consultation Question 47  
 
(20.64) We provisionally conclude that there is an arguable case for law reform to provide 
courts in England and Wales with the discretion to award a remedy (where traditionally 
denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you 
agree? 
 
(20.65) If so, what factors should be relevant to the exercise of this discretion? 
 
We do not agree that courts in England and Wales should be permitted the discretion to 
award a remedy denominated in crypto-tokens regardless of the facts and circumstances of 
the case until such time as crypto-tokens are adopted as legal tender within these 
jurisdictions. To allow courts this discretion implicitly recognises crypto-tokens as having 
attributes of legal tender, which is a matter of public policy. This could have the effect of 
confusing public perceptions (if not market perceptions) of the legal status of digital assets 
more generally. Inasmuch as courts already have discretion to use the equitable remedy of 
specific performance, the case for law reform as described above lacks imperative. 
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

In circumstances where a data object represents, records or is linked to centralised blockchain-based or real-world assets (including legal rights), it would
be valuable for the proposed law to set out whether the respective data object can be properly classified as a thing in action since due to the
centralisation perhaps a counterparty can be identified.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

No

Please expand on your answer::
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This criterion requires further clarification.

It is unclear how the first part of this criterion would apply to a DAO (and thus the token/s referable to that DAO) that is either centralised or through
some other characteristics is deemed to be a legal person by the law of England and Wales, or foreign law. For example, if the US SEC successfully
enforces a position that ETH are securities under US law, how would the propose criterion be applied for the purposes of the law of England and Wales?

It is unclear whether the latter part of this criterion is limited to the legal system of England and Wales or should be more broadly interpreted to include
foreign legal systems. This item likely will be further clarified in the Conflict of Laws paper recently released by the Law Commission. For example, if
another country were to recognise tokens as a form of property then does the token exist independently of ‘the’ legal system?

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Statutory reform alongside common law development.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::
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Yes

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, based on the current prevalence of centralised providers of email accounts.

Yes

Please expand on your answer::

Yes, a person should be able to switch between centralised email providers and eventually decentralised email / messaging services when decentralised
identity (DID) and DID-messaging applications are more widely available in the market

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

We consider that certain in-game blockchain-based tokens do satisfy the proposed criteria of data objects.

Yes

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Note however that the Ethereum Name Service names (ENS names, e.g. lawfidao.eth) should satisfy the proposed criteria for data objects.

Not Answered

Please expand on your answer::

No comment.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

No comment.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

No comment.
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Not Answered

Please expand on your answer::

No comment.

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Refer to response to CQ 3.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

The degrees of control require explanation to determine the policy responses appropriate for each degree of control. For example, 1) self-hosted control;
2) smart contract control, where protocol is unchangeable; 3) centralised custodian control.

We understand the EU or some states in the EU have clarified that possession can mean possession of digital things. In this case, possession may be
appropriate to treat tokens as already a ‘thing in possession’.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

With respect to (3), privacy preserving techniques involving decentralised identity and the production of verifiable proofs should be linked with this
condition.

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

No

Please expand on your answer::

The court cannot make law and a court may not be able to go so far as to state a taxonomy of the degrees of control such as those provided as an
example to CQ 16.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes
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Please expand on your answer::

Yes, but each factual state change in isolation may not represent the bundle of legal rights and obligations of the state changes taken into consideration
as a whole.

Yes

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Such clarification would require the person to read the applicable terms for the linked thing, and with the fast pace of token exchanges and lack of
information standards there needs to be requirements for more prominent warnings about such information.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

No

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Often the matters don't make it to court as they are resolved by the DAO community (e.g. ETH-ETC hard fork with no ensuing litigation against the
Ethereum Foundation or The DAO developers). Or, they are not resolved by the DAO community but no legal action is commenced, unless by a regulator.

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

It depends on the characteristics of the token.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state 
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
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appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

However, an exception should be granted when gas costs of a state change would be too great but there is contemporaneous record keeping of the
change of control.

No

Please expand on your answer::

No

Please expand on your answer::

Refer to response to CQ 26.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Artwork, media, governance rights, usage rights/abilities.

There is a lack of uniformity around 'linking' the rights or other things attached to a token, some using social media and white paper representations,
some relying on the composability of the technology, others linking reference to terms/documents/files in the source code references.

Yes

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Refer to youtube series for detailed discussion: https://www.youtube.com/@LawFiDAO

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

Yes

Please expand on your answer::

With the exception in the event that each person is a joint venture and hold separate interests albeit in parallel with others.

Yes
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Please share your views below::

Yes, to the extent the statutory reform seeks to define the degrees of control per response to CQ 16.

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

Whether a DAO and/or an autonomous protocol is a legal person that can act as a trustee is the policy question that needs to be considered first.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Expert group that consolidates thought/position in a legal statement.

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

No

Please expand on your answer::

Refer to response to CQ 31.

Please share your views below::

Refer to response to CQ 31.

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

No

Please expand on your answer::

Refer to response to CQ 31.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

No

Please expand on your answer::

Refer to response to CQ 31.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes
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Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

No

Please expand on your answer::

Maker protocol has demonstrated that enforcement and/or resolution of token collateral arrangements can operate autonomously/real time comply.

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Yes, given opacity of tracing through centralised token exchange databases and absence of data collection standards.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

Although this relies on identification of a counterparty, whereas in DAOs and blockchain protocols like the Bitcoin Network a counterparty is difficult to
define.

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

No
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Please expand on your answer::

Without knowing the identity of the counterparty or whether notice has been received or whether an autonomous protocol could even be changed to
comply with the injunction, injunctive relief appliable to data objects is in need of policy and law reform as this goes beyond a court's capability.

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

The requirement upon a blockchain protocol to have a mechanism to prove tokens have been lost or stolen, so that the lost or stolen tokens can be
destroyed and new tokens issued to the person. This would alleviate the extreme market concerns, in most cases uninsurable, around lost and stolen
tokens where there is no counterparty to deliver redress.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

No

Please expand on your answer::

International / multi-jurisdictional nature of tokens and blockchain technology means that a more dynamic and efficient international approach is
required.

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Please share your views below::

For detailed discussion of most questions, please refer to LawFi DAO youtube series conducted by the discussion group formed to consider the UK Law
Commission's digital assets consultation paper: https://www.youtube.com/@LawFiDAO
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Response ID ANON-4G41-UUYN-H

Submitted to Law Commission consultation on digital assets
Submitted on 2022-10-14 15:10:27

About you

What is your name?

Name:
Lewis McAuley-Jones

What is the name of your organisation?

Organisation:

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

No
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Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

Both, but initiating with statutory reform

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Possibly

Yes

Please expand on your answer::

Possibly

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Possibly

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?
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No

Please expand on your answer::

Web accounts and domain names often purchased for significant sums and should be protected as a item of personal property

Yes

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Millions paid for in-game digital assets. With such sums involved there is a requirement for regulation and protection if ownership of those in game
objects are granted.

Yes

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Reasons previously provided

Yes

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Chapter 11: Control
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Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

No

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

No

Please expand on your answer::

Guiding statute would be helpful in the first instance. Statute can always be redefined.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes
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Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Media files / digitial assets

Yes

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

No

Chapter 16: Custody of crypto-tokens
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Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

Yes

Please expand on your answer::

Yes

Please share your views below::

Possibly

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

No

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::
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Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

No

Please expand on your answer::

Unsure

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

Please share your views below::

Bespoke

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

Until considered to be money

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Possibly

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?
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Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Please share your views below::
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Response to the Law Commission’s Consultation on Digital Assets (the “CP”)  

We welcome the opportunity to respond to the CP.  

The CP is an outstanding piece of work, and we commend the Law Commission’s extraordinary effort in 

producing it. As a detailed summary of the Law Commission’s views on the existing law, the CP has, in and 

of itself, furthered the Law Commission’s stated objective of creating a facilitative and legally certain 

environment in which digital assets can flourish. We expect this effect will be fortified by the final report. Our 

comments in this response aim to support the Law Commission, and the market, in addressing remaining 

obstacles, which we consider to be limited. 

Given the importance of the Law Commission’s work in this area, we have spent a significant amount of 

time considering the proposals and discussing them with market participants. We agree with many, but not 

all, of the conclusions and proposals in the CP. In Section 1 we have sought to summarise key points of 

divergence, or potential divergence, between our views and those expressed in the CP. In Section 2, we 

have addressed the specific consultation questions in turn (to the extent we have views). 

1 Overarching issues 

 General preference for common law development 

We believe that the existing law (broadly, as summarised in the CP) already provides much of the 

certainty and flexibility the market needs. Most areas of residual uncertainty are highly complex and 

nuanced, particularly as the market is still rapidly evolving and the technology can be expected to 

evolve further. As such, the development of the law in this area is, in our view, best supported by 

the evolutionary process of commentary from experts (including the Law Commission via its final 

report) and adoption / clarification by the courts, as opposed to statutory intervention. We consider 

that statutory intervention, other than in very targeted areas, creates a significant risk of boundary 

issues and risks unintended consequences, as explained further below. 

 Statutory intervention to create a third category of property is unnecessary and undesirable 

It is clear from the CP and the UKJT Legal Statement that there is already a high degree of legal 

certainty that there exist certain types of intangible property that are not things in action (in the strict 

sense). That certainty could be further enhanced by a more definitive conclusion in the Law 

Commission’s final report, which we would strongly support. 

Given this, we strongly agree that the law of England and Wales should recognise a third category 

of property (in our view, it already does). We agree that it is not conceptually coherent or helpful for 

crypto-tokens and other intangible assets that do not consist of a legal claim by the property holder 

against another legal person to be treated as things in action (or at least not things in action to which 

the legal principles applicable to things in action in the strict sense apply). Treating them as such 

implicitly limits the flexibility of the common law to develop legal principles that are best suited to 

LINKLATERS RESPONSE TO LAW COMMISSION CONSULTATION ON DIGITAL ASSETS 

743



   
  

 

 Page 2 of 34 
 

such intangible assets, including in relation to transfers, security and relative title. Put another way, 

if such intangible property were to be included in a category of things in action, it would be necessary 

to bifurcate the legal principles applicable to things in action between those that consist of a legal 

claim by the property holder against another legal person and those that do not, so that the common 

law develops appropriate legal principles for this new sub-category. This seems tantamount to 

acknowledging a third category of property. Similar considerations apply to suggestions that 

intangible assets that do not consist of a legal claim by the property holder against another legal 

person should, instead, be characterised as things in possession, which is a suggestion made by 

other commentators that consider that such property should be subject to possessory-style legal 

concepts. 

However, we consider statutory intervention unnecessary to achieving this. We agree with the 

proposition in paragraph 4.4 of the CP (supported by the UKJT Legal Statement and commentary 

from Professors Fox and Gullifer) that Colonial Bank v Whinney is not good authority for limiting the 

scope of the categories of personal property generally. We also agree with the UKJT Legal 

Statement, as quoted in paragraph 4.36 of the CP, which indicates that there already exists a third 

kind of property, which includes EU carbon emissions allowances (as recognised by the court in 

Armstrong v Winnington). We also consider it would be highly desirable for the Law Commission’s 

final report to affirm the UKJT’s conclusion that certain crypto-tokens also fall within this third 

category of property. 

As well unnecessary, we believe that statutory intervention is likely to be problematic, especially if it 

seeks to define the boundaries of that third category. In particular, whether or not a thing amounts 

to an object of property under English law is a highly complex and nuanced question, ill-suited to 

definition in statute. This is illustrated in the discussions in paragraphs 10.100 – 1.114, explaining 

that “rivalrousness” (which we agree is central to the question of property status) is a fragile and 

dynamic concept. Defining the parameters of intangible assets, including identifying exactly what 

the “asset” consists of, can be extremely challenging, and the answer will be different for different 

types of intangible assets, as discussed further in paragraph 1.3 below. It is appropriate that these 

boundaries continue to be defined by common law development. 

We are less strongly opposed to a statutory intervention that merely clarifies that there is a category 

of intangible property other than things in possession and things in action in the strict sense, as 

concerns over boundary issues and unintended consequences are less relevant in that context. 

However, in our view, such a statutory intervention would not provide significant additional legal 

clarity given what we say above. Conversely, depending on exactly how such a statutory intervention 

is drafted, it may elevate legal concerns and lead to greater uncertainty around the current legal 

interpretation prior to the statutory clarification taking effect, particularly if there is unhelpful 

parliamentary debate or comment during the passage of the legislation. 

 Concerns with defining a third category by reference to “data objects” 

The proposed category of “data objects” and its defining criteria raise a number of concerns, as 

summarised below. 

 Not exhaustive  

As recognised by the CP, the category of “data objects” is not exhaustive of all types of 

intangible property that are neither things in possession nor things in action in the strict 

sense.  
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Notably, EU carbon emissions allowances (“CEAs”) do not meet the proposed “data objects” 

criteria, despite having been recognised by the courts as property. The CP acknowledges 

this and suggests that CEAs are more appropriately regarded as a form of statutory property 

analogous to certain intellectual property rights.1 There is a key distinction here, however, 

as the intellectual property rights referred to gain their property status by virtue of the 

relevant statute explicitly stating that they are a form of property,2 whereas that is not the 

case in relation to CEAs (which have been recognised as objects of property under the 

common law). 

Similarly, although they are commonly treated as property, voluntary carbon credits (“VCCs”) 

in certain circumstances do not meet the proposed criteria. Any suggestion that VCCs that 

are treated by the markets as objects of property do not have proprietary status (including 

by implication from proposed statutory criteria that may exclude them from scope) is likely 

to be viewed as a deeply retrograde step by the markets, and thwart the use of English law 

in structuring arrangements relating to that market, which will move to other jurisdictions in 

search of certainty.  

While we agree that each VCC arrangement needs to be considered on a case by case 

basis (as is also the case with crypto-tokens as described in the CP), typically VCCs amount 

to a finite resource (namely exclusive access to an independently verified certification that 

the holder has removed a unit of carbon dioxide from the atmosphere), which is definable, 

identifiable by third parties, capable in its nature of assumption by third parties and has some 

degree of permanence or stability (the “Ainsworth criteria”).3 VCCs are able to meet these 

criteria, and (to the extent it is not implicit in these criteria) achieve “rivalrousness”, due to a 

complex myriad of factors. This includes the fact that there are a limited number of carbon-

reducing projects that meet the carbon standard rules and a limited number of independent 

entities capable of verifying compliance with the carbon standard rules. The systems 

through which VCCs are recorded and traded ensure the asset cannot be double spent, 

through multilateral contractual frameworks which place certain obligations on the registrar.4 

The conclusion that VCCs are generally objects of property is supported by the fact that 

there have developed liquid markets in VCCs. 

In an increasingly digital world, there are also likely to develop other intangible assets, 

whose parameters are difficult to predict and define in the abstract, and as such may not 

meet the proposed “data objects” criteria (nor constitute things in action in the strict sense).   

Defining a third category of property that is not exhaustive of all intangible assets that do 

not constitute things in action (in the strict sense) does not achieve the goal of laying a 

strong conceptual foundation for the further development of English law.5 It leaves open the 

question of whether there exists a fourth category of property and/or requires the category 

of things in action to continue to function as a residual category (which does not solve the 

issue that the legal principles applicable to things in action in the strict sense are not well 

suited to all intangible assets). Adopting an approach that limits a third category of property 

to data objects also provides a concrete example of our concerns that a statutory approach 

 
1 In paragraph 9.21 of the CP  

2 As discussed in paragraphs 3.54, 3.56 and 3.58 of the CP  
3 As per the criteria set out by Lord Wilberforce in his judgment in National Provincial Bank v Ainsworth. 
4 In a way that is contemplated in paragraph 10.103 of the CP (in the context of crypto-tokens)  

5 As discussed in paragraphs 4.94 – 4.97 of the CP 
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creates a significant risk of boundary issues and risks unintended consequences. In our 

view, it would be far more helpful and coherent for the courts to recognise that there is a 

separate third category of intangible property that is of a residual, open-ended, nature. 

Different legal principles may then apply to different types of assets within the third category, 

given its residual nature (while the legal principles applicable to things in action in a strict 

sense can apply to all assets within that category). 

 Asset composed of data represented in an electronic medium  

Defining the parameters of intangible assets can be extremely challenging. We have 

particular concerns about requiring things in the third category of property to be “composed 

of data represented in an electronic medium”. While data is typically an important 

component of an intangible asset, and often used to record the existence of an intangible 

asset, there are generally other factors that define the parameters of intangible assets which 

transcend data. The precise parameters differ depending on the precise nature of the asset.  

For crypto-tokens, we view the asset as the power to effect a state change within the crypto-

token system, as instantiated in that system.6 This power is not composed of data, although 

it is instantiated in the system through the combination of certain data (including 

cryptographic keys) and the system protocol (including the embedded cryptography), which 

ensure that the “crypto-token” (an ideational construct) cannot be double spent.  

For VCCs, as noted in paragraph 1.3.1 above, the asset is the exclusive access to an 

independently verified certification that the holder has removed a unit of carbon dioxide from 

the atmosphere. Again, this asset is not composed of data, even though it is grounded in a 

rivalrous system through data recorded in that system. In each case, the existence of an 

asset is highly dependent on factors (including a social construct) outside the system. It is 

the combination of those factors and the various data elements that ground them into a 

rivalrous system, which give rise to an object of property.  

Defining the components of the asset by reference to data alone also runs the risk of bringing 

within the scope of the “data objects” category records which evidence interests in other 

assets, but which are not regarded as assets in their own right (where the system is 

designed in a way that makes those records rivalrous). For example, entries in CREST – or 

a similar system that is not governed by a contractual (i.e. legal) framework – could 

potentially qualify as “data objects” under the proposed criteria. This could have significant 

unintended consequences. 

 Asset exists independently of persons and the legal system 

We also have concerns with the requirement that, in order to qualify as a data object, a thing 

must exist independently of persons and independently of the legal system. We agree that 

an asset that amounts to a thing in action (in the strict sense – i.e. a legal claim by the 

property holder against one or more legal persons, capable of being enforced by way of 

legal action) should be treated as a thing in action, and not within a third category of property, 

regardless of the medium through which they are recorded. We also agree that in order to 

meet the Ainsworth criteria, there needs to be an element of independence from any 

registrar, record keeper or other person that maintains the system. However, we think that 

requiring complete independence from the legal system (which would appear to exclude the 

possibility of intangible assets which are derived from statute (such as CEAs) or which 

 
6 As described in paragraphs 4.8 and 4.9 of Appendix 4 of the CP 
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achieve rivalrousness through the existence of a multilateral contractual framework) goes 

too far. There seems to be no reason why an arrangement supported by mere social 

consensus7 merits a greater recognition as property compared to an arrangement (which 

may also benefit from the same social consensus) that is supported by a legal arrangement.8 

This also appears to be inconsistent with the Law Commission’s own analysis in paragraph 

10.103 (with which we agree), which suggests that rivalrousness could be achieved by 

“overlaying the system with a multipartite contractual framework which utilises legal liability 

to disincentivise the types of actions that would destroy the rivalrousness of the system’s 

data objects or undermine their excludability”. 

 Boundaries of crypto-tokens qualifying as property 

The UKJT Legal Statement, and its endorsement in various court judgments, has provided a high 

degree legal certainty that at least some crypto-tokens qualify as objects of property under English 

law. As noted in paragraph 1.2 above, we consider that it would be helpful for the Law Commission’s 

final report to affirm the conclusion that such crypto-tokens fall within a third category of property. 

The precise boundaries around what types of crypto-token are capable of qualifying as property 

remain, to some degree, uncertain. As noted in paragraph 1.2 above, whether or not a thing amounts 

to an object of property under English law is a highly complex and nuanced question. While the 

answers may not be straightforward, we consider that there is currently sufficient certainty for market 

participants to structure arrangements in a way that achieves the desired legal outcome. Any 

statutory intervention that seeks to define a concept of crypto-tokens that qualify as objects of 

property risks unintended consequences, including introducing new uncertainties.  

As noted in paragraph 1.2 above, we do not believe that statutory intervention to define the 

boundaries will be of particular assistance, as the complexity of interpreting the statutory definition 

will likely create challenges that are, in essence, no different to those that exist in interpreting the 

common law. 

 Development and potential application of a concept of “Control” for crypto-tokens 

We agree that in order to support the recognition of crypto-tokens as property it will be necessary 

to develop jurisprudence around a legal concept of control, that broadly is to crypto-tokens what 

possession is to tangible things. We refer to this concept as “Control”. We agree that this would 

allow the law to recognise and respond to the idiosyncratic features of crypto-tokens (and other 

intangible property) and we expect this will provide the most effective legal framework to recognise 

and characterise many effects of smart contracts and decentralised finance (“DeFi”) arrangements. 

We agree that the concept of Control should be developed through the common law, rather than 

being codified in statute. We think that the courts are well placed to develop the law in this way, 

assuming that crypto-tokens are recognised as falling within a third category of property, given that 

there is a legal vacuum concerning the legal principles applicable to things falling in the third 

 
7 We note that in drawing the distinction between social arrangements or consensus on the one hand and legal arrangements on 

the other, the CP uses the adjective “social” in connection with many nouns that might infer a legal arrangement/relationship, 
including acceptance, agreement, approval, arrangement, contract, consensus, construct, dimension, elements, features, 

framework, function, identity, importance, judgment, layer, network, objectives, reasons, system and verification  
8 We also emphasise here that where legal arrangements do support the existence of a separate intangible item of property, such 

legal arrangements will themselves be things in action that are distinct from the intangible item of property. In such circumstances, 
care needs to be taken over the possible unintended consequences of recognising separate legal arrangements from the intangible 

and thing in action (as we note in the fourth paragraph under section 1.3.2), but such concerns should not be a reason for simply 
refusing to recognise intangible property merely by reason of their reliance on legal arrangements. By way of example, the 
arrangements by which VCCs are recorded will likely give rise to various things in action between various parties involved in the 

arrangements but this does not, in our view, impact the recognition of VCCs as independent intangible property.   
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category. We also agree that it would be beneficial for a panel of industry, legal and technical experts 

to provide non-binding guidance on the application and parameters of the Control concept, which 

could serve to guide the courts. We set out below some provisional views on these issues. 

 Potential application of Control concept 

In our view, Control should have similar legal consequences for crypto-tokens (and other 

intangible property) as possession does for tangible things, in various respects. However, 

we agree that there is merit in treating Control as a distinct concept from possession, as it 

allows for subtle but important differences to develop without diluting or distorting the 

concept of possession as a physical construct or automatically importing all the “baggage” 

that comes with the concept of possession. For example, we do not believe that the concept 

of “delivery”, which is associated with physical possession, is applicable to a transfer of 

crypto-tokens by way of a destruction and creation (or at least it can only apply by 

significantly distorting the meaning of the word).  

Below we discuss key legal consequences that, in our view, should flow from Control: 

(i) Transfers. We believe that a change of Control (rather than a transfer operation that 

effects a state change) should be a necessary (but not sufficient) condition to the 

transfer of legal title. This would allow for the transfer of legal title to crypto-tokens 

off-chain (as well as on-chain).9 In other words, a transfer of legal title to a crypto-

token could be effected (i) on-chain, through a transfer operation that effects a state 

change10 coupled with a change of Control; and (ii) off-chain, through a change of 

Control, albeit that title from such a transfer is susceptible to being defeated by a 

subsequent (and conflicting) on-chain transfer in certain circumstances. We 

consider it highly important that English law supports the transfer of legal title off-

chain, in order to provide sufficient flexibility for the market to flourish. There are 

various reasons why parties may prefer to effect transfers off-chain (including 

regulatory restrictions and avoidance of on-chain transaction fees or time lags), and 

there exist certain business models that enable parties to transfer exclusive control 

off-chain (for example, through the use of certain sharding techniques, private pin 

numbers and certain Layer 2 functionalities11).  

(ii) Proprietary interests that fall short of legal ownership. Like possession, we 

believe that Control may, but would not necessarily, coincide with legal title. This 

would allow for the possibility of Control-based proprietary interests that fall short of 

legal ownership (which are not available for things in action in the strict sense).  

While we agree it is possible to create a trust over crypto-tokens under English law, 

we see benefit in English law also supporting Control-based proprietary interests 

that could serve a similar purpose, where that reflects the intentions of the parties 

(just as the law supports both bailments and trusts in relation to things in 

possession). This would further promote the flexibility of English law. For example, 

the possibility of structuring an arrangement as a Control-based interest rather than 

a trust is likely to be helpful for conflicts of laws purposes, as some jurisdictions do 

 
9 See also paragraph 48 of the UKJT Legal Statement.  
10 We note that such a state change could be a Layer 1 state change or a Layer 2 state change 

11 Which may involve a Layer 2 state change that is distinct from Layer 1  
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not recognise the English law trust and are more likely to recognise possessory style 

interests.  

We also believe that English law can and should recognise Control-based security 

interests, akin to pledges. This would reflect practices that are already widespread 

in many areas of the crypto markets (where market participants are creating smart 

contract based “collateral” arrangements, without any formalities, including as to 

registration). 

It appears that the main policy argument against permitting Control-based security 

interests is that it would bypass the corporate registration requirement which would 

apply if the security were granted by way of a mortgage or charge, and as such 

would leave insufficient publicity as to the security interest.12 In our view, this 

argument is overstated as the registration requirement only applies to security 

providers that are UK corporates and, in any event, does not apply to arrangements 

which fall within the FCARs13 (which are used widely, including in arrangements with 

non-financial entities).  

 Intention 

In our view, intention should be a necessary element of Control, as it is for possession, in 

order to avoid unintended consequences.  

The main basis on which the Law Commission seems to have concluded that intention 

should not be a component of Control is that many dealings with data objects are automated 

and searching for an element of human intentionality in such arrangements risks introducing 

an unreal human element to what is often an automatic process.14 This does not seem to us 

to provide strong grounds for excluding intention from the test. In other areas of law, intention 

is regarded as an objective test, which is capable of being found in the context of automated 

processes.15 If there is no person that can be found to have the requisite intention, it may 

be appropriate to conclude that there is no person with Control of the asset and/or that a 

particular arrangement has given rise to a relinquishment of Control rather than a transfer 

of Control. This could potentially be the case in certain circumstances where crypto-tokens 

are deposited in certain token contracts governed on a completely decentralised basis or 

with addresses in respect of which no person has knowledge of the private key. We do not 

see any policy rationale for excluding that possibility.  

Without the intention qualifier, we believe there could be significant unintended 

consequences from attaching legal consequences directly to Control. For example, consider 

a scenario where crypto-tokens have been airdropped to an address in respect of which a 

person had factual control, but where that person had no knowledge of their existence and/or 

 
12 As discussed in paragraph 18.39 of the CP  

13 Financial Collateral Arrangements (No. 2) Regulations 2003, SI 2003 No 3226 
14 As discussed in paragraph 11.66 of the CP.   
15 See, for example, Software Solutions Partners Ltd, R (on the application of) v HM Customs & Excise [2007] EWHC 971, in which 

the court considered whether an intention to create legal relations existed in the context of an automated electronic process of 
contracting between insurers and insurance brokers (on behalf of customers). On the basis that all the information necessary for 
contract formation was pre-programmed in the software according to the parameters laid down by the insurer, the court found that 

the insurer had invited the insurance broker to use the software as the medium for contract formation and undertook to be bound 
by the automatically generated policy contract, even if the insurer was temporarily unaware of it ([65] and [67]). More recently, the 
decision was supported and followed by the Singapore Court of Appeal in Quoine Pte Ltd v B2C2 Ltd [2020] SGCA(I) 02 [94]-[103], 

which involved a cryptocurrency trading platform. 
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had no desire to use them. If that change in factual control resulted in a transfer of title or a 

Control-based proprietary interest, the person could potentially suffer adverse tax, 

regulatory or criminal consequences, where such consequences flow from ownership or 

Control. Likewise, a person with access to a cohabitant’s private key stored on a shared 

computer could find themselves in a similar situation.  

Introducing an element of intention may also be helpful in addressing potential challenges 

in determining who has Control when more than one person has factual control or factual 

control is held jointly. In such circumstances, it will often be possible to distinguish the person 

with Control from persons with mere factual control (or an element of factual control, where 

no single person has both positive and negative control) based on the objective intention of 

the parties. See further discussion in paragraph 1.5.4 below.  

As with possession, intention could be evidenced or inferred from all facts and 

circumstances surrounding the control including, for example, whether a person takes 

measures to safeguard a private key, whether a person is actively trading from a particular 

address and the terms of any contractual and other arrangements between the parties. The 

laws applicable to agency and representation will also be relevant in interpreting the 

arrangements.16  

 Constructive control 

We believe that Control should extend to constructive control.  

In some cases, the parties may intend for an intermediary to retain full legal and beneficial 

title of the crypto-tokens; in some cases, the intention may be for the user to gain a beneficial 

interest but not a legal interest; and in other cases, the intention may be for the user to have 

full legal title and the custodian to have no proprietary interest beyond a limited legal right 

(carved out of the owner’s superior title) to control the relevant crypto-token as a factual 

matter. We believe that English law should support parties in structuring their arrangements 

in any of these ways. Limiting Control to actual control will inherently limit the flexibility of 

English law and we do not see a strong policy reason in favour of doing so. For these 

reasons, we think that Control should extend to constructive control, in the same way as 

possession extends to constructive possession.  

 Shared control  

It may be that part of the Law Commission’s concern around attaching direct legal 

consequences to Control,17 is that the question of who has factual control may not always 

be easy to determine, particularly in the context of multiple parties sharing control, with no 

single party having positive control. However, if that is the case, we do not share this 

concern. 

As discussed in paragraph 1.5.2 above, we consider that, where parties are acting in 

concert, introducing an element of intention into the concept of Control will help address 

most ambiguities. As noted, such intention can be inferred by analysing the contractual and 

other arrangements between the parties, including by looking to the laws of agency and 

representation.  

 
16 We note that these types of issues were explored in the Law Commission’s Advice to Government on Smart legal contracts  

17 As per the conclusions in paragraph 11.109 of the CP  
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Where positive control is shared by two competing parties, in practice one party will most 

likely deploy a self-help remedy, by effecting a transfer operation to a different address. 

Therefore, questions around competing parties sharing positive control are likely to be more 

of a theoretical concern than a real one or to arise where a party is seeking directions or 

some protection from the courts.  

More broadly, similar issues around shared control apply equally in relation to possession, 

even if they may be less common in practice. For example, in relation to possession of a 

warehouse, a number of keyholders may have copies of the keys to the warehouse or, 

alternatively, different keys to different locks, such that the warehouse cannot be opened 

without all the keyholders’ keys. In such circumstances, the courts would similarly have to 

determine who has the superior possessory interest. We do not see any material conceptual 

difference between such arrangements and the various circumstances in which multiple 

parties can have varying degrees of control in the context of crypto-tokens. 

 Legal characterisation of an on-chain crypto-token transfer is likely to be system-dependent  

We agree that the factual nature of an on-chain crypto-token transfer depends on the precise 

features of the system, as discussed in Chapter 12 of the CP. We agree that transfer operations in 

relation to UTXO-based systems, account-based systems and fungible token standards (such as 

ERC-20) will often involve a destruction of one asset and the creation of a new, causally-related, 

asset. We arrive at this conclusion broadly on the basis that (as discussed in paragraph 1.3.2 above) 

the “asset” is the power to effect a state change, as instantiated in the system, derived from specific 

public-private key data (which changes upon each on-chain transfer). We come to a similar 

conclusion in relation to some (but not all) Layer 2 arrangements.  

We also agree that the question is more nuanced in relation to non-fungible token (“NFT”) standards, 

given that there is typically an internal / external dataset that persists through the transaction. In 

some cases, it may be that a crypto-token transfer is more accurately characterised as the passing 

of a continuous thing from transferor to transferee, although we note the discussion in Chapter 15 

of the CP that in the case of many NFTs the transfer of the NFT may not involve the transfer of any 

legal interest relating to the external dataset associated with an NFT. The analysis needs to be 

considered on a case-by-case basis, by reference to the specific features of the system.  

In our view, the factual nature of an on-chain transfer (in particular, whether the transfer involves a 

destruction and creation or the passing of a continuous thing) necessarily informs the legal 

characterisation of the transfer. We agree that the derivative transfer of title rules should apply to 

transfers involving a destruction and creation, similarly to how they apply in relation to transfers of 

incorporeal money, as explained by Professor Fox in the extract of Property Rights in Money, quoted 

in paragraph 13.20 of the CP. However, the application of those rules does not mean that the 

transferee takes subject to any defects in title of the transferor, as appears to be the conclusion in 

paragraph 13.22 of the CP and in the following discussions on the nemo dat principle. As Professor 

Fox goes on to explain in paragraph 5.77 of Property Rights in Money, in the case of interbank 

transfers, “reasons which vitiated the originator’s intention to pay the money cannot prevent the 

beneficiary from taking the primary legal title to the funds transferred […] [b]ut the rules on 

unauthorised substitutions allow the originator of an incorporeal payment to enforce a secondary 

equitable title to the payment proceeds”. Adopting this reasoning, we expect that a transferee in 

respect of a crypto-token transfer involving a destruction and creation (but not the passing of a 

continuous asset) will always acquire fresh legal title to a new asset upon transfer, but that title may 

be subject to any equitable remedies exercisable against the transferee (and, as discussed in 

paragraph 1.8 below, any equitable interests arising out of those equitable remedies can be 
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defeated in equity if the transferee is a bona fide purchaser for value). In contrast, where a transfer 

involves the passing of a continuous thing from transferor to transferee, the transferee will generally 

take subject to any defects in title of the transferor (subject to any applicable innocent acquirer rule, 

in law or in equity). We return to this issue in paragraph 1.8 below. 

The factual nature of an on-chain transfer will also have implications for the application of the rules 

on following and tracing. We agree that the law of following is likely to be little relevance in the 

context of crypto-tokens transferred by way of destruction and creation. However, in our view, 

following may be relevant where the transfer is more accurately characterised as the passing of a 

continuous thing. 

 Legal mechanisms for crypto-token transfers  

One reason we are of the view that crypto-tokens should not be characterised as things in action is 

that the legal mechanisms for transfer do not mirror those applicable to things in action (in a strict 

sense). In particular, we agree that the law should recognise (and we would argue that it already 

implicitly recognises) that it is possible to transfer legal title to a crypto-token on-chain, other than 

by way of novation or assignment, through a transfer operation that effects a state change. While 

we agree that analogies can be drawn between this method of transfer and transfers by way of 

assignment or novation, ultimately the comparisons are of limited value since a transfer operation 

that effects a state change does not involve the execution of a contract with another person (as 

required to effect a novation) or the serving of notice on another person (as required to perfect a 

legal assignment), in each case because there is no other party involved. 

One important question that is not addressed in the CP is by what legal mechanism legal title to a 

crypto-token can be transferred off-chain (possibly because the working assumption is that legal 

title cannot be transferred off-chain). We agree with the conclusion in the UKJT Legal Statement 

that it is possible to effect an off-chain transfer in law. In our view, the precise legal mechanism by 

which off-chain transfers are made is open to further interpretation by the courts. As outlined in 

paragraph 1.5.1(i) above, we believe the courts can and should recognise that an off-chain transfer 

may be effected by way of a change in Control. 

 Innocent acquirer rule for crypto-tokens 

We agree that there is a need for innocent acquirers trading certain crypto-tokens to be able to take 

good title, free of defects in the title of the transferor and equities, and that in many areas the market 

already functions on the basis that this is the case. However, in our view, the case for statutory 

intervention to create a new innocent acquirer rule is limited, as a satisfactory form of innocent 

acquirer rule either exists or can be recognised with limited development of the common law, in 

relation to many types of crypto-token transfer.  

The application of any innocent acquirer rule is, in our view, necessarily dependent on the legal 

characterisation of the crypto-token transfer. In particular, the analysis differs depending on whether 

an on-chain transfer is characterised as a destruction and creation or the passing of a continuous 

thing, as discussed in paragraph 1.6 above. We expect that off-chain transfers will also typically 

involve the passing of a continuous thing (i.e. in the same way as certain on-chain transfers, as 

discussed in paragraph 1.6). Our analysis in respect of each category is set out below. 

 Innocent acquirer rule in respect of transfers involving a destruction and creation  

As discussed in paragraph 1.6 above, we expect that a transferee in respect of a crypto-

token transfer involving a destruction and creation (but not the passing of a continuous 
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asset) will always acquire fresh legal title to a new asset upon transfer, subject to any 

equitable remedies exercisable against the transferee. This means that in no circumstances 

will the transferor retain legal title to the crypto-token following an on-chain transfer. Rather, 

the asset to which the transferor had legal title will be consumed by the transaction, leaving 

the transferor with only equitable remedies against the transferee (for example, a claim in 

restitution). However, such equitable remedies may at best give rise to the transferor gaining 

an equitable interest in the crypto-token. If that crypto-token is subsequently transferred to 

an innocent acquirer, the innocent acquirer will take free of any equitable interest by virtue 

of the equitable defence of good faith purchaser for value without notice. In this sense there 

already exists a satisfactory innocent acquirer rule. 

 Innocent acquirer rule in respect of transfers involving the passing of a continuous 

thing 

Where a transfer involves the passing of a continuous thing, we agree that the starting point 

is that the nemo dat rule applies – i.e. the transferor cannot give better title than it has. This 

is subject to the equitable defence of a good faith purchaser for value without notice (but 

that defence can only defeat in the hands of a purported transferee of the legal title a prior 

equitable interest, not a legal one). 

However, as discussed in the CP, the nemo dat rule does not apply to instruments having 

the status of a negotiable instrument, such as certain bearer securities. We acknowledge 

that the recognition of certain crypto-tokens as having acquired the status of a negotiable 

instrument will require some development of the law (and therefore agree with the first 

sentence of paragraph 13.50 of the CP), since the law currently requires evidence of a 

mercantile practice of the relevant instrument “passing by delivery from hand to hand”18 and 

historically only tangible things have acquired negotiable status through mercantile custom. 

We also agree with the second sentence of paragraph 13.50 of the CP that there are strong 

legal grounds for asserting that crypto-tokens are capable of acquiring negotiable status, 

although we do not agree that it is appropriate to base this on the reasoning in paragraph 

13.58 of the CP, which refers to the statutory regime under the USRs. Rather, in our view, it 

would be a relatively straightforward incremental step for the courts to recognise a 

mercantile custom treating on-chain transfers of crypto-tokens as negotiable, where such a 

custom can be demonstrated.  

We believe such custom is highly evident in the case of many frequently traded crypto-

tokens. Although we acknowledge that this will require some development of the common 

law, the common law is highly accustomed to adapting to accommodate novel 

arrangements, and we do not see any policy rationale for limiting negotiability status to 

tangible things. Indeed, until the common law recognised in the 19th century that certain 

bearer instruments could acquire negotiable status, a technical extension to recognised law 

was also required. We see no reason why the same kind of technical extension to the 

common law to recognise a global mercantile custom should not also apply in the case of 

crypto-tokens. We also believe that market practice established in relation to certain crypto-

tokens can easily (and very quickly) be extended to similar crypto-tokens by analogy. In 

support of our reasoning above we set out in paragraph 1.8.3 below a more detailed analysis 

of the common law in relation to negotiable instruments.  

 
18 Bechuanaland Exploration Co v London Trading Bank Ltd [1898] 2 QB 658; Goodwin v Robarts (1875) L.R. 10 Ex. 337.  
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We also see no reason in principle why a crypto-token to which other rights are linked should 

not also be capable of being recognised as a unitary negotiable instrument in accordance 

with the same rules (i.e. where both the crypto-token and the rights attached are transferable 

jointly upon the transfer of control of the crypto-token).19 Unless and until that is the case, 

however, we agree with the statement in paragraph 13.85 of the CP that this recognition 

would apply only to the crypto-token itself. The consequences of derivative transfers of title 

in that case to any linked things will depend on, among other things, the nature of the link, 

the applicable law, and the intention of the parties. That having been said, we see no reason 

even then why an appropriately drafted contractual obligation could not follow precisely title 

to a crypto-token. See our commentary in paragraph 1.9 below.  

We would be very supportive of non-legislative measures that provides greater certainty on 

this point (for example, by the issuance of an authoritative legal statement confirming the 

analysis above). 

In principle, we are not strongly opposed to a statutory intervention that achieves the same 

result. However, we expect there may be significant challenges in formulating appropriate 

boundaries for any statutory solution and a significantly greater time horizon for the 

development of a statutory solution compared to the publication of an authoritative legal 

statement. In particular, there are likely to be challenges with defining the boundaries of 

crypto-tokens (as discussed in paragraph 1.4 above) and it may be that a mercantile custom 

exists for some crypto-tokens and some types of transfers, but not others. Crystalising the 

boundaries by way of statute is likely to limit the flexibility of English law, which is why we 

believe that non-legislative comfort is the most desirable approach.  

 Developments of the law relating to negotiable instruments 

The principle of negotiable instruments arose out of what is known as the law merchant. The 

law merchant is part of the common law. The courts take judicial notice of well-established 

customs in the commercial world, however recent these are in origin. Ironically, most of the 

caselaw that recognises “modern practices” of merchants is far from modern, dating back 

to the 18th and 19th centuries.  

The principle of a negotiable instrument seems to have originated in the judgment of Lord 

Mansfield in Miller v. Race20, where it was held that the property in a negotiable instrument 

“passes like coin with possession” when the instrument has been put into that state in which, 

according to the custom and usage of the trade, it is transferred from one person to another 

by delivery. It is clear that the development of the law relating to negotiable instruments was 

based on the transfer of a right to sue an obligor (i.e. a transfer of a thing in action in the 

strict sense) and that such right was recorded on a physical instrument capable of physical 

delivery (i.e. a thing in possession) and it is acknowledged that a crypto-token neither 

confers such a right nor is a thing in possession and so, on a superficial review, the caselaw 

on negotiable instruments is not immediately on point. 

It should, however, be noted that, prior to the judgment of Miller v. Race, there was no 

caselaw on negotiable instruments at all, whether constituting things in action or things in 

possession and so it is helpful to consider how the law merchant framed and developed the 

 
19 We note that this may result in different property categorisation for electronic trade documents that fall within the scope of the 

proposed Electronic Trade Bill (which would be treated as things in possession) and linked crypto-tokens that gain negotiable status 

under the common law (which would be treated as falling within the third category). 

20 (1758) 1 Burr 452 [97 ER 398]  
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law on negotiable instruments to understand why the historical association of negotiable 

instruments with things in action embedded in things in possession is merely a historical 

accident as opposed to a fundamental design feature. In particular, given that crypto-tokens 

have features of both things in action and things in possession and yet are neither, there are 

compelling reasons why the law merchant can and should recognise crypto-tokens as 

negotiable where a custom of treating them as negotiable is proved.  

The judgment of the court in Goodwin v. Robarts21 was given by Cockburn C.J. He said at 

page 352: 

“Usage, adopted by the courts, having been thus the origin of the whole of the so-

called law merchant as to negotiable securities, what is there to prevent our acting 

upon the principle acted upon by our predecessors, and followed in the precedents 

they have left to us? Why is it to be said that a new usage which has sprung up 

under altered circumstances, is to be less admissible than the usages of past times? 

Why is the door to be now shut to the admission and adoption of usage in a matter 

altogether of cognate character, as though the law had been finally stereotyped and 

settled by some positive and peremptory enactment?” 

This judgment received academic commentary from Lord Chorley, who wrote22 “these words 

should be inscribed in letters of gold in every court handling commercial litigation”. The 

judgment was upheld by the House of Lords23 and Cockburn C.J.’s view that the category 

of negotiable instruments was not closed was emphatically supported and applied by 

Kennedy J. in Bechuanaland Exploration Company v. London Trading Bank24 and by 

Bigham J. in Edelstein v. Schuler & Co.25. We set out below an extract from the judgment of 

Bingham J at pp. 154-5 from that case: 

“In support of the first of these two contentions Mr. Danckwerts argued that the 

attribute of negotiability could not be attached to a contract except by the law 

merchant; and that these bonds are of such recent creation that their negotiability 

under that branch of the law cannot be justified. It is no doubt true that negotiability 

can only be attached to a contract by the law merchant or by a statute; and it is also 

true that, in determining whether a usage has become so well established as to be 

binding on the courts of law, the length of time during which the usage has existed 

is an important circumstance to take into consideration; but it is to be remembered 

that in these days usage is established much more quickly than it was in days gone 

by; more depends on the number of the transactions which help to create it than on 

the time over which the transactions are spread; and it is probably no exaggeration 

to say that nowadays there are more business transactions in an hour than there 

were in a week a century ago. Therefore, the comparatively recent origin of this class 

of securities in my view creates no difficulty in the way of holding that they are 

negotiable by virtue of the law merchant; they are dealt in as negotiable instruments 

in every minute of a working day, and to the extent of many thousands of pounds. It 

is also to be remembered that the law merchant is not fixed and stereotyped; it has 

 
21 (1876) L.R. 10 Ex 337 

22  L8 LQR 51 at 55 
23  (1876) 1 App. Cas. 476 
24  [1898] 2 Q.B. 658 

25  [1902] 2 K.B. 144 
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not yet been arrested in its growth by being moulded into a code; it is, to use the 

words of Cockburn C.J. in Goodwin v. Robarts, capable of being expanded and 

enlarged so as to meet the wants and requirements of trade in the varying 

circumstances of commerce, the effect of which is that it approves and adopts from 

time to time those usages of merchants which are found necessary for the 

convenience of trade; our common law, of which the law merchant is but a branch, 

has in the hands of the judges the same facility for adapting itself to the changing 

needs of the general public; principles do not alter, but old rules of applying them 

change, and new rules spring into existence. Thus, it has been found convenient to 

treat securities like those in question in this action as negotiable, and the courts of 

law, recognising the wisdom of the usage, have incorporated it in what is called the 

law merchant, and have made it part of the common law of the country. In my opinion 

the time has passed when the negotiability of bearer bonds, whether government 

bonds or trading bonds, foreign or English, can be called in question in our courts. 

The existence of the usage has been so often proved and its convenience is so 

obvious that it must be taken now to be part of the law; the very expression ‘bearer 

bond’ connotes the idea of negotiability, so that the moment such bonds are issued 

to the public they rank themselves among the class of negotiable securities. It would 

be a great misfortune if it were otherwise, for it is well known that such bonds are 

treated in all foreign markets as deliverable from hand to hand; the attribute not only 

enhances their value by making them easy of transfer, but it qualifies them to serve 

as a kind of international currency; and it would be very odd and a great injury to our 

trade if these advantages were not accorded to them in this country”. 

It is instructive to note that this judgment was handed down 120 years ago in a completely 

different world but translates very well into our own modern world and presents a compelling 

view as to why existing law supports the extension of negotiability to crypto-tokens without 

doing any great violence to current legal principles (although perhaps not accepted 

orthodoxy). Equally compelling is the rather shorter extract from the judgment of Bowen L.J. 

in Easton v. London Joint Stock Bank26: 

“Now are these bonds negotiable? The evidence given upon that point has been 

alluded to. I am not myself so much afraid, so jealous, as the law was in past times, 

of recognising the negotiability of instruments which all the commercial world 

recognises as negotiable, simply because they are not in the classified category of 

negotiable instruments”. 

The Easton decision was reversed by the House of Lords27 but no doubt was thrown on the 

negotiability aspect of the decision. 

In our view, the extracts above clearly demonstrate the flexibility of the common law to 

recognise crypto-tokens as negotiable instruments if sufficient evidence can be adduced as 

to market practice to treat them as such. It seems very clear to us that the common law can 

and should recognise the legitimate expectations of trade and commerce and it will approve 

and adopt periodically those usages of merchants which are found to be necessary for their 

convenience. By way of relative modernity, Lord Denning M.R. noted in United Dominions 

 
26  (1886) 34 Ch.D. 95 at 112 

27  13 App. Cas. 33 
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Trust Ltd. v. Kirkwood28 that the Courts will be most reluctant to strike down bona fide 

commercial transactions. He stated in at page 455: 

“When merchants have established a course of business which is running smoothly 

and well with no inconvenience or injustice, it is not for the judges to put a spoke in 

the wheel and bring it to a halt”. 

Likewise, Lord Devlin stated in Kum v. Wah Tat Bank29 at page 444 that the function of the 

commercial law is to allow, so far as it can, commercial men to do business in the way in 

which they want to do it and not require them to stick to forms that they may think to be 

outmoded and Lord Wright, giving the judgment of the Privy Council in Bank of Baroda Ltd. 

v. Punjab National Bank30 said at page 183: 

“The law merchant is not a closed book, nor is it fixed or stereotyped”. 

After referring to Goodwin v. Robarts he went on: 

“Practices of businessmen change and courts of law in giving effect to the dealings 

of the parties will assume that they have dealt with one another on the footing of any 

relevant customs or usage prevailing at the time in the particular trade or class of 

transaction”. 

In our view the courts today would follow the same line and permit the concept of 

negotiability to be moulded and refined by developing practice.  

 Linking of crypto-tokens to contractual and other rights 

We broadly agree with the analysis in Chapter 14 of the CP.  

It is, in our view, possible to link contractual rights to a crypto-token in a way that survives a transfer, 

where the contractual rights are created so as to follow the token.  

In relation to other things and interests, the analysis is more complex, and we agree that the link 

may not survive the transfer of the crypto-token in all cases, particularly where it relates to a tangible 

thing or shares in UK companies. However, we consider that parties can get a high degree of comfort 

through legal structuring techniques. 

We also think it is important to stress that it is possible to link rights or interests to a record that is 

not itself an object of property (even if described as a crypto-token), and many digitalisation projects 

in financial markets are deliberately structured in this way. Alternatively, as referenced in paragraph 

14.23 of the CP, we consider it possible for the record to which rights or interests are attached to 

constitute property in the hands of the record-keeper that maintains the ledger, but not in the hands 

of the user whose rights or interests are evidenced. We consider the scenario described in 

paragraph 14.24 of the CP as an unlikely structure, as there would be little benefit to participants in 

having ownership rights in crypto-tokens that are merely evidentiary (and, in order for the crypto-

tokens to serve as evidence of ownership, they will often need to form part of a register maintained 

by a central recordkeeper – for example, a registrar of registered securities).   

We believe there would be considerable challenges in developing a one-size-fits-all statutory 

solution that facilitates the linking of crypto-tokens (or other records that do not constitute property) 

 
28  [1966] 2 Q.B. 431 
29  [1971] 1 Lloyds Rep. 439 

30  [1944] A.C. 176 
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to different types of rights or interest. It may be that, as the market develops, there emerge use 

cases for statutory intervention in respect of particular asset classes (for example, to provide that a 

particular distributed ledger provides conclusive evidence as to ownership interests in relation to a 

certain asset class). The common law could also potentially develop to recognise certain crypto-

tokens as an embodiment of the rights or interests attached to it (akin to a documentary intangible). 

We note that certain linked crypto-tokens may constitute “true” documentary intangibles by virtue of 

the Law Commission’s proposed Electronic Trade Bill.  

 Scope and application of s53(1)(c) LPA 1925 

We have some reservations around the proposals to clarify the scope and application of s53(1)(c) 

LPA 1925 by way of statute, and would prefer one of the other options. 

We agree that there are strong arguments for asserting that transactions within a custodian’s book 

entry or blockchain-based system, in respect of equitable entitlements to assets (including 

intermediated securities and crypto-tokens) held on trust by the custodian, fall outside the scope of 

s53(1)(c) LPA 1925. In particular, we agree that the fraud prevention purpose of s53(1)(c) (i.e. the 

purpose of preventing frauds perpetrated by third parties falsely claiming to be beneficiaries as a 

result of hidden oral transactions, as discussed in obiter dicta comments in SL Claimants v Tesco 

PLC31 and in the Vandervell case32) is not applicable where the custodian maintains a record of 

transactions through its system, and as such there are strong grounds on which to conclude that 

the s53(1)(c) requirement does not apply in these circumstances.  

We also agree that, depending on the precise structure, there may be strong arguments that 

transfers within these systems do not amount to “dispositions” for the purpose of s53(1)(c), for 

example, the transfer may instead be characterised as a novation. In this respect, we note the 

analysis in paragraph 17.15 of the CP stating that the suggestion a transferor’s equitable entitlement 

could be analysed as an extinguishment on transfer and replacement by the creation of a new 

equitable entitlement on behalf of the transferee could be criticised as “conflating the contractual 

and equitable elements of the transfer, utilising the nature of the effect of the former at law to support 

a conclusion as to the characterisation of the latter in equity”. We believe that, to the extent that a 

transfer of intermediated securities involved a change in beneficial ownership of such securities (or, 

more correctly, a change in beneficial interest of rights in respect of securities), it is also 

accompanied by a change in legal rights as between the transferor and its immediate custodian and 

the transferee and its immediate custodian in a manner that is similar to a transfer of commercial 

bank money between two customers at commercial banks (whether the same bank or different 

banks). The operation is similar because contractual obligations between the parties change by 

virtue of the operation but different because the transaction in intermediated securities also involves 

a change in beneficial interest (assuming that the custodians hold some rights on trust), whereas a 

transfer of commercial bank money does not generally involve any change in beneficial interest 

relating to property. Critically, the change in legal rights effects a corresponding change in equitable 

rights and we would argue in the alternative that the principle in the Vandervell case applies to a 

change in equitable rights that reflects a change in legal rights so that the s53(1)(c) requirement 

does not apply to such a change. 

While we agree there may be academic grounds on which to question the inapplicability of s53(1)(c), 

the established intermediated securities custody market has, for some time, been operating on the 

basis that the requirement does not apply to transfers of intermediated securities between custody 

 
31  [2019] EWHC 2858 (Ch.) at para. [116] 

32  Vandervell v IRC [1966] Ch 261 at para [311]. 
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accounts, whether held with the same custodian or between different custodians. We are concerned 

that any attempt to clarify the scope and application of s53(1)(c) in relation to crypto-tokens could 

unnecessarily undermine confidence in existing custody arrangements in the intermediated 

securities markets, the crypto-token markets or both. On that basis, we consider that either Option 

1 (do nothing, in order to avoid undermining legal certainty) or Option 3 (non-legislative authoritative 

legal guidance) is likely to be significantly preferable to Option 2 (statutory intervention).  

If the Law Commission were minded to proceed with Option 2, we agree with that the proposals 

should be wide enough to cover transfers in respect of both crypto-tokens and intermediated 

securities (as well as any other assets that may be held in a similar way, which may be linked to 

crypto-tokens or other records). While this appears to be the Law Commission’s preference,33 this 

is not clear from the proposed definition of “qualifying outright transfers” in paragraph 17.48.  

 Pro rata shortfall allocation rule for crypto-tokens 

We do not see a case for legislation that provides for a general pro rata shortfall allocation rule in 

respect of commingled unallocated holdings of crypto-tokens in the event of a custodian insolvency. 

The rules summarised in Chapter 17 are of equal relevance in respect of other asset classes and 

we do not see a compelling reason to distinguish the treatment for crypto-tokens from other forms 

of property. Equally, as outlined in Chapter 17, commercial actors can, and do, structure their 

arrangements to achieve their particular desired outcomes, and the industry benefits from this 

flexibility. Custodians wishing to signal to the market that customers will be afforded the protection 

of pro rata shortfall allocations can do so through their contractual arrangements and marketing 

materials. 

 Financial collateral type regime for crypto-tokens 

We agree that unlinked crypto-tokens are highly unlikely to qualify as financial collateral under the 

FCARs, as they are currently drafted. We perceive a need for a targeted statutory intervention to 

enable markets in these types of crypto-token to benefit from the types of protection available under 

the FCARs. This is justified on the same grounds that justified the introduction of the FCARs in the 

traditional markets (for example, improving market efficiency and liquidity). It would also provide a 

legal foundation to practices that are already widespread in many areas of the crypto markets 

(where market participants are creating smart contract based “collateral” arrangements, without any 

formalities (including as to registration) and with automated enforcement mechanics which, in 

practice, may not be consistent with mandatory insolvency rules and procedures or general 

principles relating to the enforcement of security). There seems to us to be very little justifiable policy 

rationale for not extending the protections afforded to traditional financial assets to crypto-tokens, 

notably as a failure to do so creates an uneven playing field. 

On balance, we believe an extension of the FCARs is preferable to creating a bespoke regime for 

crypto-tokens, at least in the short term. This is because we expect that having a single regime will 

reduce the risk of boundary issues and the scope for regulatory arbitrage (particularly in relation to 

linked crypto-tokens that could potentially fall in both regimes). We also expect it is likely to be 

quicker to extend an existing regime than create a new one, which will be of benefit to the market. 

We believe that any perceived issues with the FCARs should be resolved through amendments or 

clarifications to the FCARs, rather than through the creation of a new regime.   

In relation to digital assets (such as digital bonds) that are structured such that an instrument that 

qualifies as financial collateral under the FCARs is linked to a record that is not itself an object of 

 
33 Noting the penultimate sentence of paragraph 17.49.   
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property, we consider that the linked instrument still qualifies as financial collateral (notwithstanding 

the nature of the underlying technology). Certain clarifications to the FCARs could be helpful 

(although not strictly necessary) in this regard (for example, to clarify how the term “account” should 

be construed in the context of UTXO-based distributed ledger arrangements).  

In relation to digital assets structured such that an instrument that qualifies as financial collateral 

under the FCARs is linked to a crypto-token that is itself an object of property, the analysis is slightly 

more complex, as there are two distinct assets to consider (the crypto-token and the linked thing in 

action). We see a strong analogy here with certain bearer instruments, with the crypto-token being 

akin to a piece of paper which embodies the attached rights. However, the precise legal treatment 

will depend on exactly how the arrangement has been structured and the courts’ interpretation of 

such arrangements. We expect that legal structuring techniques can be used to provide parties with 

a very high degree of legal certainty as to the legal outcome for certain instruments, such as debt 

securities, but not for others, such as shares in a UK company. 

 Remedies denominated in crypto-tokens 

We agree there is a case for law reform to provide English courts with the discretion to award 

remedies denominated in certain (likely fungible) crypto-tokens (notwithstanding that they may not 

constitute “money” for other legal and regulatory purposes), for the reasons outlined in Chapter 19. 

In determining whether to award a remedy denominated in a crypto-token, courts should be required 

to consider similar factors as they do when deciding whether to award a remedy in a foreign currency 

(such as whether this would provide a better reflection of the innocent party’s loss). There may also 

be other factors to consider, including whether the judgment debtor is reasonably able to transact 

in the relevant crypto-token (for example, without incurring significant regulatory capital costs).   
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2 Responses to Consultation Questions 

Consultation Question 1 

 We provisionally propose that the law of England and Wales should recognise a third 

category of personal property. Do you agree? 

 
Paragraph 4.101 

 

We agree. As discussed in paragraph 1.2, we believe that there are strong legal grounds on which 

to conclude that there already exists a third category of intangible property (or at least a category of 

intangible property to which the legal principles applicable to things in action in a strict sense do not 

apply).   

 

Consultation Question 2 

 We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be composed of data represented in an electronic 

medium, including in the form of computer code, electronic, digital or analogue 

signals. Do you agree? 

Paragraph 5.21 
 

 

As discussed in paragraphs 1.2 and 1.3, we believe that the third category of property should be of 

a residual nature and not defined by reference to this criterion. The boundaries of the third category 

should be interpreted by the courts by reference to common law principles. Things constituting 

things in possession or things in action (in the strict sense) should fall outside the third category.  

In relation to this proposed requirement in particular, we have concerns that many intangible assets 

are not “composed of data” but rather of a combination of factors including, but not limited to, data 

(as discussed in paragraph 1.3.2). 

 

Consultation Question 3 

 We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must exist independently of persons and independently 

of the legal system. Do you agree? 

Paragraph 5.41 
 

See response to question 2.2 above.  

In relation to this requirement in particular, we have concerns that this would exclude various 

intangible assets that are reliant on legal frameworks but that nevertheless are recognised by the 

courts as constituting property under common law principles but which are neither things in 

possession nor things in action in the strict sense. 
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Consultation Question 4 

 We provisionally propose that, to fall within our proposed third category of personal 

property, the thing in question must be rivalrous. Do you agree? 

 
Paragraph 5.73 

 

See response to question 2.2 above. 

In relation to this requirement in particular, while we agree that “rivalrousness” is central to the 

question of whether or not something constitutes property under common law principles, this is a 

complex and nuanced issue and not something that is suited to definition in statute. We do not 

therefore suggest that it would be helpful to legislate that rivalrousness should be a mandatory 

criterion. See paragraph 1.4 above.  

 

Consultation Question 5 

 We provisionally propose that a data object, in general, must be capable of being divested 

on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 

 We provisionally propose that divestibility should be regarded as an indicator, or general  

characteristic of data objects, rather than as a gateway criterion. Do you agree? 

Paragraph 5.105 

 

See response to question 2.2 above. 

 

Consultation Question 6 

  We provisionally propose that: 

i. the law of England and Wales should explicitly recognise a distinct third category of 

personal property; and 

ii. a thing should be recognised as falling within our proposed third category of personal 

property if: 

 

(a) it is composed of data represented in an electronic medium, including in the 

form of computer code, electronic, digital or analogue signals; 

(b) it exists independently of persons and exists independently of the legal 

system; and 

(c) it is rivalrous. 

Do you consider that the most authentic and appropriate way of implementing these proposals 

would be through common law development or statutory reform? 

Paragraph 5.142 
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In our view, statutory intervention to recognise a third category of property is unnecessary and likely 

to be problematic, particularly if it seeks to define the boundaries of that third category. See 

paragraph 1.2 above, and our responses to questions 2.1 to 2.4 above. 

 

Consultation Question 7 

 We provisionally conclude that media files do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

 Regardless of your answer to the above question, do you think that media files should be 

capable of attracting personal property rights? 

Paragraph 6.52 

 

As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

We broadly agree that media files will typically not be capable of attracting personal property rights 

(but the answer will depend on precise structuring).  

 

Consultation Question 8 

 We provisionally conclude that program files do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

 Regardless of your answer to the above question, do you think that program files should 

be capable of attracting personal property rights? 

Paragraph 6.62 

 

As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

We broadly agree that program files will typically not be capable of attracting personal property 

rights (but the answer will depend on precise structuring).  

Consultation Question 9  

 We provisionally conclude that digital records do not satisfy our proposed criteria of data 

objects, and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

 Regardless of your answer to the above question, do you think that digital records should 

be capable of attracting personal property rights? 

Paragraph 6.68 
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As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

We broadly agree that digital records will typically not be capable of attracting personal property 

rights (but the answer will depend on precise structuring).  

Consultation Question 10  

 We provisionally conclude that email accounts do not satisfy our proposed criteria of data 

objects and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

 Regardless of your answer to the above question, do you think that email accounts should 

be capable of attracting personal property rights? 

Paragraph 7.31 

 

As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

We broadly agree that email accounts will typically not be capable of attracting personal property 

rights (but the answer will depend on precise structuring).  

Consultation Question 11 

 We provisionally conclude that in-game digital assets do not satisfy our proposed criteria 

of data objects and therefore that they fall outside of our proposed third category of 

personal property. Do you agree? 

 Regardless of your answer to the above question, do you think that in-game digital assets 

should be capable of attracting personal property rights? 

Paragraph 7.59 

 

As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

We broadly agree that in-game digital assets will typically not be capable of attracting personal 

property rights (but the answer will depend on precise structuring).  

Consultation Question 12 

 We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria 

of data objects and therefore that they fall outside of our proposed third category of 

personal property. Do you agree? 

 Regardless of your answer to the above question, do you think that (DNS) domain names 

should be capable of attracting personal property rights? 

Paragraph 8.26 
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As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

We broadly agree that (DNS) domain names will typically not be capable of attracting personal 

property rights (but the answer will depend on precise structuring).  

Consultation Question 13 

 We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed 

criteria of data objects and therefore that they fall outside of our proposed third category 

of personal property. Do you agree? 

Paragraph 9.22 

 

As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

As discussed in paragraph 1.3 above, CEAs are objects of property (and have been recognised by 

the courts as such). They are neither things in possession nor things in action in the strict sense. As 

such, they fall within a third (residual) category of property (whether that is a standalone category 

or a subset of things in action in a broad sense), regardless of whether they constitute “data objects”.

  

Consultation Question 14 

 We provisionally conclude that most VCCs do not satisfy our proposed criteria of data 

objects and therefore that they fall outside of our proposed third category of personal 

property. Do you agree? 

 Regardless of your answer to the above question, do you think that VCCs should be 

capable of attracting personal property rights? 

Paragraph 9.45 

 

As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

As discussed in paragraph 1.3 above, in our view VCCs are capable of constituting objects of 

property which are neither things in possession nor things in action in the strict sense and, as such, 

should be treated as falling within a third (residual) category of property (similar to CEAs).  

  

Consultation Question 15 

 We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects 

and therefore that they fall within our proposed third category of personal property. Do 

you agree? 

Paragraph 10.139 
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As per our responses to questions 2.1 – 2.7 above, we do not consider that the third category of 

property should be defined by reference to the proposed “data objects” criteria.  

As discussed in paragraph 1.3 above, in our view at least some crypto-tokens are objects of property 

(and have been recognised by the courts as such). Like CEAs, they are neither things in possession 

nor things in action in the strict sense. As such, they fall within a third (residual) category of property 

(whether that is a standalone category or a subset of things in action in a broad sense).  

There remains a degree of uncertainty as to the precise boundaries (i.e. precisely what features a 

crypto-token must exhibit in order to qualify as an object of property), as discussed in paragraph 1.4 

above. 

As discussed in paragraph 1.9, where a thing in action is linked to a record that does not itself 

constitute an object of property (even if it is labelled a “crypto-token”), the asset constitutes a thing 

in action. Where a crypto-token that constitutes an object of property is linked to a thing in action or 

a thing in possession, it will fall to the courts to determine the treatment of the composite asset, by 

reference to the precise structure. 

Consultation Question 16 

 We provisionally propose that the concept of control is more appropriate for data objects 

than the concept of possession. Do you agree? 

Paragraph 11.111 

  

We agree. See paragraph 1.5 above. 

 Consultation Question 17 

 We provisionally propose that, broadly speaking, the person in control of a data object at 

a particular moment in time should be taken to be the person who is able sufficiently: 

 to exclude others from the data object; 

to put the data object to the uses of which it is capable (including, if 

 applicable, to effect a passing of, or transfer of, that control to another person, or 

a divestiture of control); and 

 to identify themselves as the person with the abilities specified in (1) to (2) above. 

Do you agree? 

Paragraph 11.112  

 

See our comments in relation to the parameters of Control, as set out in paragraph 1.5 above.  

Consultation Question 18 

 We provisionally conclude that the concept of control as it applies to data objects should 

be developed through the common law, rather than being codified in statute. Do you 

agree? 

Paragraph 11.128 
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We agree, as explained in paragraph 1.5 above. 

Consultation Question 19 

 We provisionally conclude that it would be beneficial for a panel of industry, legal and 

technical experts to provide non-binding guidance on the complex and evolving issues 

relating to control and other issues involving data objects more broadly. Do you agree? 

Paragraph 11.133 

 

We agree, as explained in paragraph 1.5 above. 

Consultation Question 20 

 We provisionally conclude that a transfer operation that effects a state change within a 

crypto-token system will typically involve the replacing, modifying, destroying, cancelling, 

or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal 

creation of a new, modified or causally-related crypto-token. Do you agree? 

 We provisionally conclude that this analysis applies in respect of UTXO based, Account 

based and token-standard based (both “fungible” and “non-fungible” crypto-token 

implementations). Do you agree? 

Paragraph 12.61 

 

As discussed in paragraph 1.6 above, we consider the factual (and therefore legal) characterisation 

of a transfer to be dependent on the precise features of the system. In order to analyse the 

application of the law, we think it will be necessary to distinguish between crypto-tokens that are 

transferred by way of destruction and creation and crypto-tokens that are transferred by way of the 

passing of a continuous thing.  

We agree that many crypto-tokens will fall within the first category. The characterisation is less clear 

in relation to non-fungible tokens that involve an internal / external dataset that persists through the 

transaction. Each crypto-token needs to be analysed on a case by case basis by reference to the 

particular features of the system. 

 

Consultation Question 21 

 We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that 

effects a state change involves the creation of a new, causally- related thing. Do you 

agree? 

Paragraph 13.90 

 

As discussed in paragraph 1.6 above, we agree that the rules of derivative transfer of title apply to 

crypto-tokens. However, in relation to crypto-token transfers characterised as a destruction and 
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creation, these rules cannot deprive the transferee of legal title to a fresh asset, even though they 

may result in the transferor retaining an equitable interest. As outlined in paragraph 1.8, a bona fide 

purchaser for value will take free from equitable interests.  

 

Consultation Question 22 

 We provisionally propose that: 

 A special defence of good faith purchaser for value without notice (an innocent 

acquisition rule) should apply to a transfer of a crypto-token by a transfer 

operation that effects a state change. Do you agree? 

 An innocent acquisition rule should apply to both “fungible” and “non- fungible” 

technical implementations of crypto-tokens. Do you agree? 

 An innocent acquisition rule cannot and should not apply automatically to things 

that are linked to that crypto-token. Do you agree? 

Paragraph 13.91  

 

As discussed in paragraph 1.8, we believe that where the transfer involves a destruction and 

creation, bona fide purchasers will, all things being equal, take good legal title to a fresh asset, free 

from equitable remedies. For transfers of crypto-tokens involving the passing of a continuous thing 

from transferor to transferee, there are strong legal grounds for asserting that such assets are 

capable of acquiring negotiable status (and therefore an innocent acquirer rule would apply) through 

mercantile custom, in circumstances where such a custom can be demonstrated. We believe such 

custom is highly evident in the case of many frequently traded crypto-tokens. We acknowledge that 

this will require some development of the law (since historically only tangible things have been able 

to acquire negotiable status through mercantile custom), but we believe that there is strong legal 

authority for such development, as outlined in paragraph 1.8.3. 

That reduces the potential need for intervention only to crypto-tokens where there is the passing of 

a continuous thing and where the rules relating to negotiable instruments do not apply. This may 

include transfers of some non-fungible tokens. It is not clear to us as a matter of policy that an 

innocent acquirer rule should automatically apply in such cases.  

 

Consultation Question 23. 

 We provisionally propose that an innocent acquisition rule in respect of transfers of 

crypto-tokens by a transfer operation that effects a state change should be implemented 

by way of legislation, as opposed to common law development. Do you agree? 

Paragraph 13.94 

 

We have a preference for common law development (through the law merchant), for the reasons 

outlined in paragraph 1.8 above.  
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Consultation Question 24. 

 We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens and that it is possible to separate (superior) legal title from the recorded state of 

the distributed ledger or structured record and/or factual control over a crypto-token. Do 

you agree? 

 We provisionally conclude that, over time, the common law is capable of developing rules 

to assist with the legal analysis as to title and/or priority where disputes arise between 

multiple persons that have factual control of a crypto-token, and that statutory reform 

would not be appropriate for this purpose. We consider that those rules will need to be 

specific to the technical means by which such factual circumstances can arise within 

crypto-token systems or with respect to crypto-tokens. Do you agree? 

Paragraph 13.112 

 

In relation to the rules on derivative title, see our response to question 2.30 above. We consider that 

it is possible to separate legal title from the recorded state of the distributed ledger (on the basis 

that it is possible to transfer legal title off-chain through a change of Control, as discussed in 

paragraph 1.5.1(i) and 1.7), albeit that title from such a transfer is susceptible to being defeated by 

a subsequent (and conflicting) on-chain transfer in certain circumstances.  

We agree with the provisional conclusion in paragraph 2.34.  

 

Consultation Question 25. 

 We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous 

to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, 

including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. 

Do you agree? 

Paragraph 13.144 

 

No comment. 

Consultation Question 26. 

 We provisionally propose that the law should be clarified to confirm that a transfer 

operation that effects a state change is a necessary (but not sufficient) condition for a 

legal transfer of a crypto-token. We consider that this state change condition is more 

appropriate than the potentially wider condition of “a change of control”. Do you agree? 

Do you agree that such a clarification would be best achieved by common law 

development rather than statutory reform? 

 Accordingly, we provisionally conclude that allowing title to a crypto-token to transfer at 

the time a contract of sale is formed, but where no corresponding state change has 

occurred, would be inappropriate. Do you agree? 

Paragraph 13.145 
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For the reasons outlined in paragraph 1.5, we consider that a transfer of legal title to a crypto-token 

could be effected (i) on-chain, through a transfer operation that effects a state change coupled with 

a change of Control; and (ii) off-chain, through a change of Control (albeit that title from such a 

transfer is susceptible to being defeated by a subsequent (and conflicting) on-chain transfer in 

certain circumstances). We believe that the concept of Control should be developed by the courts, 

with the support of market commentators. 

 

Consultation Question 27. 

 Are there any other types of link between a crypto-token and a thing external to a crypto-

token system that you commonly encounter or use in practice? 

 We provisionally conclude that market participants should have the flexibility to develop 

their own legal mechanisms to establish a link between a crypto-token and something 

else — normally a thing external to the crypto-token system. As such, we provisionally 

conclude that no law reform is necessary or desirable further to clarify or specify the 

method of constituting a link between a crypto-token and a linked thing or the legal effects 

of such a link at this time. Do you agree? 

Paragraph 14.114 

 

We agree with the provisional conclusion in question 2.39. See our comments in relation to linking 

in paragraph 1.9 above.  

 

Consultation Question 28. 

 Do you consider that there are any specific legal issues relating to non-fungible tokens 

(“NFTs”) that would require different treatment from other crypto-tokens under the law of 

England and Wales? 

Paragraph 15.74 

 

NFTs may have different characteristics to other types of crypto-token. Notably, transfers of certain 

NFTs may be characterised as a transfer of a continuous thing than a destruction and creation. Each 

structure will need to be analysed on a case-by-case basis.  

 

Consultation Question 29. 

 We provisionally conclude that it is appropriate to draw a distinction between direct 

custody services (that is, holding crypto-tokens on behalf of or for the account of other 

persons and having capacity to exercise or to coordinate or direct the exercise of factual 

control in terms of both its positive and negative aspects) and custodial or other 

technology-based services that do not involve a direct custody relationship. Do you 

agree? 

Paragraph 16.41 
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This distinction may be relevant as it may be indicative of whether there is a trust or whether the 

user has ceded Control to the custodian. The precise legal consequences will flow from the legal 

characterisation.  

Consultation Question 30. 

 We provisionally conclude that, under the law of England and Wales, crypto-token 

custody arrangements could be characterised and structured as trusts, even where the 

underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of 

multiple users, and (ii) potentially even commingled with unallocated entitlements held 

for the benefit of the custodian itself. Do you agree? 

 We provisionally conclude that the best way of understanding the interests of 

beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy in 

common. Do you agree? 

 Do you consider that providers and users of crypto-token custody services would benefit 

from any statutory intervention or other law reform initiative clarifying the subject matter 

certainty requirements for creating a valid trust over commingled, unallocated holdings of 

crypto-tokens? If yes, please explain what clarifications you think would assist. 

Paragraph 16.75 

 

We agree with the conclusion in in 2.42 that these structures are possible with careful structuring. 

We have advised clients along these lines. We do not consider that statutory intervention is 

necessary. We also agree with the conclusion in 2.43.  

  

Consultation Question 31. 

 We provisionally conclude that a presumption of trust does not currently apply to crypto-

token custody facilities and should not be introduced as a new interpretive principle. Do 

you agree? 

Paragraph 16.107 

 

We agree. 

 

Consultation Question 32. 

 We provisionally propose that clarification of the scope and application of section 53(1)(c) 

LPA 1925 would be beneficial for custodians and would help facilitate the broader 

adoption of trust law in structuring custody facilities, in relation to crypto-tokens 

specifically and/or to other asset classes and holding structures, including intermediated 

investment securities. Do you agree? 

 If you think that clarification of the scope and application of section 53(1)(c) LPA 1925 

would be beneficial, what do you think would be the best way of achieving this? Please 
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Consultation Question 32. 

indicate which (if any) of the models suggested in the consultation paper would be 

appropriate, or otherwise outline any further alternatives that you think would be more 

practically effective and/or workable. 

Paragraph 17.58 

 

We believe there is a significant risk that a statutory clarification of s53(1)(c) would undermine legal 

certainty in existing custody arrangements, as discussed in paragraph 1.10. We would be supportive 

of non-legislative authoritative legal guidance that clarifies that s53(1)(c) does not apply to 

transactions within certain book-entry / blockchain-based systems, provided that this does not 

undermine confidence in existing arrangements in either the crypto-token or intermediated 

securities markets. 

 

Consultation Question 33. 

 We provisionally propose that legislation should provide for a general pro rata shortfall 

allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-

token entitlements in a custodian insolvency. Do you agree? 

Paragraph 17.81 

 

 We disagree, for the reasons outlined in paragraph 1.11.  

Consultation Question 34. 

 We provisionally conclude that extending bailment to crypto-tokens, or the creation of an 

analogous concept based on control, is not necessary at this time. Do you agree? 

If not, please provide specific examples of market structures or platforms that would 

benefit from being arranged as bailments, that could not be effectively structured using 

the trust and/or contract frameworks currently available. 

Paragraph 17.103 

 

We consider that it would be beneficial for English law to support Control-based proprietary 

interests, for the reasons outlined in paragraph 1.5.1(ii).  

Consultation Question 35. 

 We provisionally conclude that crypto-tokens, as objects of personal property rights, can 

be the subject of title transfer collateral arrangements without the need for specific law 

reform to provide for this. Do you agree? 

Paragraph 18.17 

 

We agree.  
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Consultation Question 36. 

 We provisionally conclude that non-possessory securities can be satisfactorily granted in 

respect of crypto-tokens without the need for law reform. Do you agree? 

Paragraph 18.26 

 

 We agree. 

Consultation Question 37. 

 We provisionally conclude that it is not desirable to make provision for data objects to be 

the subject of possessory securities such as the pledge, or to develop analogous security 

arrangements based on a transfer of control. Do you agree? 

If not, please provide specific examples of market structures or platforms that would 

benefit from the availability of possessory security arrangements, that could not be 

effectively structured using the non-possessory security frameworks currently available. 

Paragraph 18.44 

 

We consider that it would be beneficial for the law to recognise Control-based security interests akin 

to pledges, for the reasons outlined in paragraph 1.5 above. 

 

Consultation Question 38. 

 We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 

2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and 

comprehensively encompass crypto-token collateral arrangements. Do you agree? 

Paragraph 18.47 

 

We consider that it would be helpful for the FCARs to be extended to encompass crypto-token 

collateral arrangements for the reasons discussed in paragraph 1.12 above. 

 

Consultation Question 39. 

 We provisionally conclude that it would be beneficial to implement law reform to establish 

a legal framework that better facilitates the entering into, operation, rapid, priority 

enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

If so, do you have a view on whether it would be more appropriate for any such law reform 

to aim to create: (i) a unified, comprehensive and undifferentiated regime for financial 

collateral arrangements involving both traditional types of financial collateral and crypto-

tokens; or (ii) a bespoke regime for financial collateral arrangements in respect of crypto-

tokens? 
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Consultation Question 39. 

Paragraph 18.113 

 

We agree that such law reform would be beneficial, but we consider that this would best be achieved 

through an extension of the FCARs, as discussed in paragraph 1.12 above.  

 

Consultation Question 40. 

 We provisionally conclude that an action to enforce an obligation to “pay” non-monetary 

units such as crypto-tokens would (and should) be characterised as a claim for 

unliquidated damages, unless and until crypto-tokens are generally considered to be 

money (or analogous thereto). Do you agree? 

Paragraph 19.26 

 

 No comment.  

Consultation Question 41. 

 We provisionally conclude that tracing (rather than following) provides the correct 

analysis of the process that should be applied to locate and identify the claimant’s 

property after transfers of crypto-tokens by a transfer operation that effects a state 

change, and that the existing rules on tracing (at equity and common law) can be applied 

to crypto-tokens. Do you agree? 

 Do you consider that the common law on tracing into a mixture requires further 

development or law reform (whether generally or specifically with respect to crypto-

tokens)? 

Paragraph 19.52 

 

As discussed in paragraph 1.6, we believe that following may be of relevance in relation to any 

crypto-token transfers characterised as the passing of a continuous thing. 

 

Consultation Question 42. 

 We provisionally conclude that the following existing legal frameworks can be applied to 

data objects, without the need for statutory law reform (although the common law may 

need to develop on an iterative basis): 

 breach of contract; 

 vitiating factors; 

 following and tracing; 

 equitable wrongs; 
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Consultation Question 42. 

 proprietary restitutionary claims at law; and 

 unjust enrichment. 

Do you agree? 

Paragraph 19.88 

 

 We agree. 

 

Consultation Question 43. 

 We provisionally conclude that, in relation to the tort of conversion, there are arguments 

in favour of extending conversion (or a conversion-type cause of action grounded in 

control rather than possession) to data objects. Do you agree? 

 We provisionally conclude that the introduction of a special defence of (or analogous to) 

good faith purchaser for value without notice (at law) would limit the impact of the 

application of strict liability for conversion in the context of data objects. Do you agree? 

Paragraph 19.123 

 

We agree with the provisional conclusion in question 2.59. As per our response to question 2.31, 

we take the view that an innocent acquirer rule may already apply in many cases. 

 

Consultation Question 44. 

 We provisionally conclude that existing principles in relation to injunctive relief can apply 

to data objects, without the need for law reform. Do you agree? 

Paragraph 19.148 

 

No comment.  

 

Consultation Question 45. 

 Are there any other causes of action or remedies you think may be highly or specifically 

relevant to data objects but which require law reform? 

Paragraph 19.149 

 

No comment.  
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Consultation Question 46. 

 We provisionally conclude that the existing methods of enforcement of judgments (and 

ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree? 

Paragraph 19.158 

 

We agree. 

Consultation Question 47. 

 We provisionally conclude that there is an arguable case for law reform to provide courts 

in England and Wales with the discretion to award a remedy (where traditionally 

denominated in money) denominated in certain crypto-tokens in appropriate cases. Do 

you agree? 

 If so, what factors should be relevant to the exercise of this discretion? 

Paragraph 19.168 

 

 We agree, for the reasons outlined in paragraph 1.13.  

 

We would welcome further discussion on any of these matters. 

 

Yours sincerely, 

Linklaters LLP 
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What is your name?

Name:
Marina Comninos

What is the name of your organisation?

Organisation:
essDOCS

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes
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Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

One scenario, which can still be addressed via the concept of divesting, is where there is dual control

Yes

Please expand on your answer::

Flexibility in the manner proposed is critical - we likely have not scratched the surface of what can be done through this medium

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

Limited statutory reform which signals broad discretion to allow the common law to enable development in this constantly evolving medium

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes
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Please expand on your answer::

No

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in 
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
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of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

Flexibility

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

No

Please expand on your answer::

Creates a parallel legislature, how do you challenge it? While it may be non-binding, it will be very difficult to do anything which is not 'approved' by it,
making it a quasi regulatory body

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes
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Please expand on your answer::

Certainty is critical in this context

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Yes

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::
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Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered
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Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::
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Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Please share your views below::
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What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

The consultation has well stated that otherweise that those things are already classified as choses in action.

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?
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Not Answered

Please expand on your answer::

The Law Commission assumes that it is the task of property law to allocate rivalrous goods (5.52). The requirement of rivalrousness finds its legal
translation in the excludibility (5.53). Only over such goods can control be exercised (5.55). UNIDROIT and the UCC Commission do not use rivalrousness
and excludability as a criterion, but accessibility for control, which, however, has nothing to do with the LC approach, since the other working groups
enrich this with rivalry considerations (5.58). The LC, however, prefers to explicitly base this on rivalrousness, arguing that a direct definition would be
more precise (5.60). Excludability and controllability, moreover, only follow from rivalrousness, i.e., these two can be inferred from the latter, but not vice
versa; e.g., secrets are information from which some people are excluded, but they are not rivalrous precisely because they can be had (and thus used) by
more than one person at a time.

It is additionally argued that rivalrousness is a spectrum that can give different degrees (5.81, as example serves a swimming pool that can only
accommodate a certain number of people). What should follow from this, however, is not explained in detail. This spectrum approach demands some
clarification: What degree of rivalry should a data object have?

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

If not, there would be a conflict with the concept of rivalrousness.

Yes

Please expand on your answer::

I agree on this, with one small suggestion.

The Law Commission wants to avoid divestibility as a gateway criterion because it believes certain digital assets might be designed in such a way that they
cannot be alienated at all, so the question does not even arise (5.102)

That being true, this problem could have been circumvented by formulating the divestibility criterion in a hypothetic way.

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree that media files are generally not rival and thus do not meet the requirements of the above criteria.

However, perhaps cases were too hastily excluded here in which certain signature techniques create a unique link between the document and the
information it contains.

In these cases, it will still be possible to copy the information, though not the entire structure. Arguably, this document could not be passed on in its
original form, but this does not seem to be a problem as divestibility is not a mandatory criterion set by the Law Commission. As proposed above, we
could also think of the divestibility criterion as being hypothetical.

Yes

Please expand on your answer::

Certainly, business will store sensitive and important data in the form of digital files, which are of value created by internal work in order to facilitate 
workflows, pass on information or merely store information for not yet forseeable use. 
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I don't want to make a general statement on this, as I suppose there is already very nuanced and well established leagl and economic theory on the
question when and to what extent information should "belong" to a specific person or entity. 
 
However, the need for recognition of the proprietary aspects to files might become clearer where these documents are explicitly intended for use in legal
transactions. Within this context, document editing schemes moderated through distributed ledger systems could come very close to fulfillung of the
requirements set out by the Law Commission.

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I think the Law Commissions approach, which states that licensing agreements are not propietary in nature, but leaving an open door for future
developments.

There is a trend towards the individualisation of software services. If this service leads to a product that can be developed and only be used meaningfully
by a single entity and if this is also supported by technical architecture, a reclassification might be considered.

Yes

Please expand on your answer::

Not being entirely sure on this, I believe it is at least considerable if the program file is sufficiently individualised.

Nevertheless this should not be the case in general.

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

There might be legal effects bound to the state of a specific record. This does not, however mean, that the mere record itself is propietary in nature.

No

Please expand on your answer::

What is important are the rights recorded, not the records themselves.

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?
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Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

In 10.14. the Law Commission grasps very well the social notions of property and that many elements can already be found in blockchain infrastructures.
It might be a helpful perspective to see the role of property law in moderating those factual relations within the world. This is shown by the fact that the
property regime does not rely solely on legal categories, as can be seen from the importance of possession as factual element.

It is the achievement of blockchain technology to be able to assign assets unequivocally. In this respect, it is natural that the aforementioned criteria are
fulfilled here.

When talking about crypto-tokens I am doubtful with regard to the classification on of native tokens (also called coins). Especially for transaction based
ledger systems like the Bitcoin-Blockchain, which are well explained in the consultation paper, it seems highly construed to speak of "a token", wheras the
actual world consists of a collection of outputs and inputs.

To be sure, I agree on the constructive role of property law. But in order to be subject to propietary concepts, as is also seen in the requirements set out
by the Law Commission, there ought to exist some preconditions in the "thing itself". What this thing even is in the context of native coins is not easy to
grasp. This should be examined in more detail by the Law Commission.

I believe this problem of identifying a "single" object of property rights is existent but less severe with regards to account based systems, as there is at
least an account and there is value attached to it. But it is still only consist of a balance. This also applies to ERC 20 tokens.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

I am devided on this point. 
 
I well understand the reasoning of the Law Commissions which favours getting rid of the baggage possession comes with regarding this new type of 
property. I will not comment on this policy reasoning. 
 
The doctrinal independence of possession and control might pose problems regarding different legal treatments of digital assets and electronic trade
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documents. The reason to adapt the concept of possession for the latter was to make sure the intervention into existing laws was minimal. 
 
Now from this standpoint it might look like the scope of the two projects are different at large. In practice however, digital assets might be built so they
look similar to some kind of trade document without expressly being issued as such. This could raise unnecessary intepretation questions. More
importantly this could create confusion if different legal concepts are applied to two assets that are similar as a matter of fact.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Form the Law Commissions standpoint this seems appropriate. Although it might seem odd from the perspective of the traditional categories of property,
this understanding demonstrates well how a third category of property rights might be more suitable to deal with ideosyncrasies of crypto-assets in
general.

No

Please expand on your answer::

I only partly agree, but mostly do not.

Above I mentioned my doubts if assets on UTXO based systems are actually identifable as such. These reservations apply to some extend to ETH and
ERC-20 Tokens. If you consider these "assets" as property in the sense of the third category there is no way around acknowledging that a transfer
operation will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token.

For NFTs, however, I do not fully agree. The data that assigns the token to a specific person may only play a minor role from the perspective of the
participants. What is way more significant is the unique data string, which itself is not changed. Property might provide some flexibility for assuming a
transfer in the classic sense.

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::
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Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

I am generally in favor. There is, however, one clarification I want to make.

The question of protecting innocent acquirers is logically secondary two the question if there can be property regarding a specific crypto assets. If one
would argue f.i. that native coins are on UTXO-based systems were not property, innocent acquisition would obviously not matter, because there would
be nothing that ought to be protected against third parties in the first place.

No

Please expand on your answer::

I agree that fungibility is not an absolute concept and that the example of money clearly shows that fungibility and innocent acquisition work well
together.

I do not thinkt fungibility in this sense can or should be decisive on questions of transfer but rather if the value is held as a balance or if there are specific
units assigned to specific accounts.

Yes

Please expand on your answer::

I have a tendency to say yes, although with reservations. For intangibles it seems particularly easy to create a link between the token and a right. This is
not a new phenomenon in law, on the contrary, it is very old. The Law Commission is aware that other instruments operate according to the same
concept, yet having a long tradition.

Nevertheless, I am certain that the consequences of linkage could be of great relevance for commercial practice in the following years and should be
colsely examined. This development could even contest existing negotiable instruments or berarer instruments laws.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered
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Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Yes

Please expand on your answer::

Even though it is no answer to the questions I'd like to use this space for a comment on a case discussed in 14.77.

This case, which is taken by Professor Gullifer, does not actually give a clue on whether there is a negative element to the link. This is because a
contractual nature of this restriction is presupposed, whereas the creation of the token is not based on contract.

I believe this example overlooks that the linking tokens to tangible things (unlike linking cryptotokens to debt) does not require two parties that can agree
on any restrictions in the first place.

Thinking the above-mentioned case through I don't see major problems arising. Once Alice "quite correctly" "disposes" of the token and the tangible thing
to Bob, there would be no reason for her to still care about the fate of the tangible thing? Now, if Bob "disposes" of the linked tangible thing and transfers
the token separately to someone else, this would be a classic double sale, the legal solution of which does not depend on the peculiarities of Blockchain
technology.

One case where a contractual restriction can be a problem with regard to tangibles could be the following: Suppose that the a debtor grants security to
his creditor but merely gives him possession of the physical thing itself. According to the agreement token is to remain with the debtor. What if the
secured party now sells the thing to a bona fide third party without being able to transfer token?

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

791



Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::
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Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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November 4, 2022

Commercial and Common Law Team

Law Commission

52 Queen Anne’s Gate

London SW1H 9AG

United Kingdom

Dear Chairman,

The submission is made on behalf of Meta Financial Technologies (“MFT”)
in response to the Law Commission’s (“LC”) Digital Assets Paper. It
provides feedback on the consultation text in three areas: the definition of
data objects, the application of the ‘innocent acquisition rule’, and the
proposed approach to trusts in the provision of custody services.

Meta is committed to growing the Metaverse environment, a new frontier
in social interaction and economic opportunity. In the UK, Meta has already
launched our suite of VR hardware devices to access immersive digital
environments, as well as Horizon Worlds, our virtual, social, creator driven
metaverse platform. On our platforms, users experience social interaction
in a wholly new immersive way through digital representations of
themselves, called avatars, and creators build their own venues, games,
and experiences and sell digital assets or access to content. In order for the
metaverse economy to grow and benefit as many creators as possible,
assets created and sold in the metaverse should be portable, so that their
owner can move them from one world to another without difficulty. In
order to facilitate this, we have also announced that we will build a new
digital wallet to enable users to hold digital assets, digital identity, stored
value and payment means, and that this wallet will become portable in due
course.

The LC’s in-depth review of the property rights associated with crypto
tokens and digital assets is welcome and we hope that it will create a
framework for a diverse and innovative crypto asset commercial space in
the UK. The foundation of property rights law for digital assets will instil
confidence in a new digital economy.  We have the following comments for
your consideration.

Yours sincerely,
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Summary:
● We find the creation of a new category of personal property, that of

data objects, helpful and is welcomed. It could introduce legal
certainty and commercial functionality when creating and
transacting with such objects. We have however made some
comments on the scope and legal perimeter of data objects,
suggesting a broader and more inclusive approach. This could then
encompass digital assets that are based on centralised technical
arrangements, as well as distributed structures, providing for
greater technological neutrality.

● The application of the ‘innocent acquisition rule’, where a transferee
without notice receives good title to property, even if the
transferror’s title was defective, has the potential of easing a range
of business transactions and enabling use of crypto assets for
payment and related functions. Its application on a universal basis
however introduces risks for the ecosystem that would benefit
from greater consideration. It could be more proportionate to apply
the rule where it is clearly beneficial and to recognise the possibility
of its application by contract, enabling a case by case assessment
to be made. We do not for example believe that most NFTs as
currently envisaged would benefit from this rule.

● We concur with the proposal to refrain from applying a statutory
trust approach to custody relationships, enabling such services to
evolve without the complexity that would otherwise apply. We do
however suggest that providers be required to make clear
disclosures in relation to the crypto asset service and the
protections afforded to users.

New category of personal property, and technological neutrality
We find the arguments for a new category of personal property and data
objects persuasive, and the consequent legal clarity that this will provide is
to be welcomed. Furthermore, we believe that this could be an important
building-block of the metaverse ecosystem.

However, in defining the perimeter of what constitutes data objects, we
would like to draw attention to the consequences of a distinction being
made between functionally similar properties that could be characterised
as choses in action in one instance, and as data objects in another. This
appears to be a possible outcome for businesses and creators making
technological choices that may then result in distinct legal attributes.

There is a danger of the legal construct influencing the technological
solutions that are adopted to achieve the same or similar products and
services.

Chapter 7 for example, addresses the application of the concept of a data
object to in-game properties. Paragraphs 7.40-7.41 address current
iterations of in-game artefacts and suggest that such items would not give
rise to property, that they would not meet a property test. This is because,
it is proposed, they are contingent for their existence on the technology
within which they are sustained. This includes the licences extended to the
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users to access the artefacts, the servers supporting the environment etc.
They do not therefore have independent existence that is separate from
the proprietary system within which they exist.

This is significant because the LC posits that the test that distinguishes
property and data objects in particular, is that they must be electronic,
independent of persons and of the legal system and must additionally be
rivalrous. It is the “independence” criteria  that is at stake. We seek to
demonstrate below however that this test could still be met.

The significance of raising this issue is that centralised infrastructures are
the predominant model for the operation of virtual environments, within
which the creation and the commercial transacting of artefacts is
undertaken today. It may however also describe future iterations of these
products and services.

The argument against recognition of property rights for in-game assets
posits that the game developer or hosting environment are so essential to
the existence of the artefact that the artefact cannot be independent of
this ‘legal system’. This is however a single instance of how centralised
systems can work.

If a number of game developers, for example, were to agree to
inter-operate and to allow artefacts from one game to be transferred to
another, they could do this by adhering to common standards; artefacts are
essentially recorded as numerical values within fields, giving rise to forms
that are given function by the game environment within which they are
manifested. In such instances, the artefacts could be transferred and would
exist beyond the environment in which they were created. If the standard
was open and had many adherents, one could argue that the artefacts were
to all practical purposes independent of the environment in which they
were manifested.

This could relate to two otherwise identical in-game artefacts that are
differentiated only by the fact that one is attached to a non-fungible token
(“NFT”) - which the consultation posits would more likely be categorised as
a digital object - while the other is in an open environment with many
participants, but being  based on a centralised architecture is not regarded
as such. They would both have substantially the same value and utility for
the owner, and it would consequently not be clear why these two artefacts
should be treated differently based solely on the underlying technology
when they have effectively the same function and potential value to the
owner.

Paragraph 7.48 sets out the analysis in further detail; it distinguishes
network based assets, which could be data objects, from single developer
assets, which could not. It does this on the basis that the latter are
dependent on the ‘continuous supply of contractual services’ by a single
entity - ‘one entity’. It acknowledges that data objects also rely on similar
‘contractual services’ but suggests that these are supplied by a networked
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infrastructure, and that it is this broader source of support that
distinguishes the two.

If one were to follow this rationale, one would also need to take account of
the variety of distributed ledger designs with differing numbers of nodes
and varying technical design. These can also vary in the degree of support
that they offer to potential data objects. They can be entirely open and
permissionless on the one hand, or permissioned and limited in the extent
of participation on the other.

The independence test as currently envisaged could therefore, on the
above rationale, be extended to allow for centralised designs to be included
within its scope, recognising that legal independence is a spectrum of
arrangements, and not only a technology.  We suggest a more functional
approach to the perimeter be adopted, where centralised infrastructures
can equally give rise to data objects, without this being seen as overly
dependent on the legal system. It could be noted that a legal system is a
requisite for all software environments, including open-sourced and
distributed designs.

A more technologically neutral approach, which recognises that legal
independence in the digital environment must always be contingent to
some greater or lesser extent on access to the infrastructure, the
operations  and technology that give form to it would be desirable.  This
should then allow multiple frameworks that give rise to game artefacts to
exist and for the artefacts to be traded, without specifying the
technological implementation. It should allow such artefacts, avatars and
various forms of property to be owned, exchanged and transferred in
multiple forms of metaverses, however implemented.

Application of the common law special defence of good faith purchaser
for value without notice to all crypto tokens by statute

We would like to address this issue specifically in relation to the inclusion of
NFTs within the scope of such a provision. We concur with the LC’s
conclusions at paragraph 15.5 that NFTs are crypto tokens and share many
of the broader category’s legal attributes, including those that would give
rise to a data object.

NFTs are simply representations of ownership registered on a blockchain,
much like ownership of collectibles in a non-digital world. They are most
commonly used to demonstrate ownership of a particular piece of digital
art or media, but future use cases include using blockchain-based tokens
like NFTs to demonstrate ownership of physical assets, like a car’s title or a
deed to a piece of land or tickets to a virtual event. We can observe from
these use cases that NFTs in themselves describe a broad category of
products, and serve a range of purposes, including the representation of
rights attached to collectibles or other tangible and intangible property.
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This is set out in the LC’s statements suggesting the NFT space is broad,
diverse and in its infancy; demonstrated for example at paragraph 15.71
when quoting Professor Allan:

“Consider five NFTs created on the ERC-721 token standard:
1. One is an in-game object that can be “worn” by a player’s avatar and

traded across game-worlds.
2. One represents a piece of graphic art but purports to give its holder

no intellectual property or other rights in the artwork.
3. Another represents a fraction of an apartment in a condominium

and purports to “fractionalise” ownership of the condominium
between the holders of the
token.

4.  One represents a seat in a sports club stadium and purports to
entitle the token holder to occupy the seat for a certain time.

5. One represents a bottle of wine which does not yet exist (the wine
is undifferentiated in a barrel) but will be numbered, linked to the
token, and stored pending pick-up.”

The LC have acknowledged this issue at paragraphs 13.81-83 and have
stated that the  special defence of good faith purchaser for value is mostly
associated with money and payment related instruments. There are diverse
implementations of crypto tokens that would benefit from this exception,
not least those utilising payment functionality, such as stable coins, as well
as debt and other financial instruments.

The text suggests that drawing technological distinctions between crypto
tokens as a class and NFTs as a genre would be fraught with difficulty and
may result in technological arbitrage, as businesses sought to evade legal
attributes they did not wish to implement.

Instead, the proposed solution is to distinguish all crypto tokens in their
technical form from the rights that they convey or represent; tokens
themselves would benefit from the ‘innocent acquisition rule’ when
transferred but the impact on associated rights would be subject to the
contractual provisions that pertain to the crypto asset.

Our concern is that in most instances, for NFTs, users will not be able to
distinguish the token from the attached rights, and will consequently not
be certain of the conditions under which a transfer takes place. This also
brings to mind a broader issue which is the reconciliation of the transfer of
NFTs which may embody other rights, with the existing legislative
provisions in relation to the transfer of those rights. Clarity on this issue
may also be helpful.

We concur with the LC’s objective of tailoring the application to the
specific use cases, and of making the ‘innocent acquisition rule’ a feature of
crypto tokens (as distinct from crypto assets) more generally. We suggest
however that legislation could enshrine the rule as an attribute which
crypto tokens and assets can benefit from, including both the token and
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associated rights, but allowing for the disapplication of this attribute where
it is inappropriate.

It is not entirely clear how users would deal with an arrangement where the
token itself benefited from the ‘innocent acquisition rule’ but the
associated rights did not.

The most significant and positive outcome for industry would be the
possibility of applying the ‘innocent acquisition rule’ to assets for which it is
appropriate. This would enable commercial transactions to flow freely and
facilitate the migration of tangible instruments from paper into the
electronic and distributed sphere without losing key attributes.

There is a real concern that if the application of the rule acted so as to
encourage fraud or account take-over for a NFT type products, it could
hinder adoption as well as innovation.

Custody of crypto assets
We concur with the LC’s conclusions on refraining from introducing a
statutory presumption of trust for custody relationships, given the variety
of custodial models that are adopted and the hybrid functionality that may
be implemented. There may be instances where the custodian is required
to act in a manner that is comparable to an absolute title holder, and which
may not be possible within a trust arrangement. Such arrangements may
arise in the context of multifunction and multi-service platforms that may
be deployed as the industry evolves.

The diverse models that are likely to emerge will however result in a range
of user expectations in relation to the protection that they can expect when
depositing crypto tokens with service providers.

In order to ensure proper disclosure and in order to promote the setting of
expectations, it may be beneficial for legislation to introduce provisions
that require custodians and similar service providers to clearly disclose the
nature of the relationship, and the risks that the arrangement poses for
customers. This could for example allow customers to choose the
arrangement that most closely aligns with their risk appetite and may
function as a distinguishing feature, encouraging better protection for
customers’ crypto-tokens.

We would be happy to discuss any of our feedback to the consultation in
greater detail should that be helpful and of interest.

799



Response ID ANON-4G41-UUYC-6

Submitted to Law Commission consultation on digital assets
Submitted on 2022-10-18 01:09:18

About you

What is your name?

Name:
Dr Michael Crawford

What is the name of your organisation?

Organisation:
Law School, University of Sydney

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

N/A

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

There is an argument that (depending on their design), certain digital assets (such as crypto-tokens) are functionally identical to chattels (choses in
possession) because they are vulnerable to deprivation and other acts of interference. For instances, just as someone may deprive me of my car,
someone may also deprive me of my Bitcoin (or similar) if he/she manages to gain access to my private key. The instrumental imperative for treating a
Bitcoin as an object of property capable of being "converted" is thus identical to that which applies to tangible things, whether cars, chattel money, or
whatever else. In this sense, there is no obvious (functional) basis on which which to distinguish Bitcoin and other "crypto-tokens" from traditional choses
in possession, so long as the former are, by their nature, subject to interference by third parties. If this is true, then there is no need for a third, and
distinct, category of personal property. However, given the law's traditional approach to the distinction between "choses in action/possession", explicit
recogition of a "tertium quid" is probably the only means of recognising certain digital assets as objects of property.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::
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Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

No

Please expand on your answer::

This is not self-evidently true. Further to the answer to q.1, the question is not whether the prototypical "thing" is an artefact of the legal system, but
whether it is a "thing" capable of being interfered with, or appropriated by, third parties. It may be unlikely that legal constructed things are unlikley to
have this quality (for instance, see Douglas's analysis of contractual rights in (2011) 74 MLR 329), but it is not inevitably so. If, for some reason, it were
possible to deprive a holder of carbon credits (or similar) by the unilateral, non-consensual action of some rogue, this could conceivably amount to an
interference with "property" despite the fact that carbon credits are legally constructed "things".

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

For the reasons noted above, there is simply no incentive for non-consensual transfer where things are non-rival and hence no instrumental reason for
their being objects of property. This is more generally put in terms of scarcity. Where something is in super-abundance, then there is no point in
subjecting it to a regime of property property; a commons is perfetly adequate (and cheaper).

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

This seems to follow from the requirement of rivalry. If A can both transfer some "thing" to B and retain it, it is almost certain that the "thing" in question
is non-rival in nature (information being the obvious example).

Yes

Please expand on your answer::

Yes, in so far as atherequirment of rivalry will (in almost all conceivable circumstances)
also ensure divestability on transfer.

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

The answer to the question depends on the answer to the question, "property for what purpose"?

Courts have already demonstrated that they are prepared to recognise certain crypto-tokens as "property" for certain, limited purposes (freezing orders,
for instance). In these "property for limited purposes" cases, incremental common law development is adequate.

However, what we have not seen is an action in which the issue of property is "front and centre" because the claim is in the nature of conversion or
trespass to goods. In such a case, the success of the case would turn on the recognition of of crypto assets, and similar, as "full blooded" objects of
property. Given the majority position in OGB v Allan, this could likely only be achieved by legislative intervention.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered
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Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

I'm not in complete agreement with the notion that email accounts, because they are subject to contractually binding terms of use, are therefore
incapable of being "things" because they are dependent on the legal system. One can reify the email address/account as a digital "thing" separate from
the contractual terms that govern its use. Put slightly differently, the email address is not, like a promise to deliver a dozen eggs, an exclusively jural thing.

No

Please expand on your answer::

No, but only because it is difficult to imagine a circumstance in which it would be useful to treat it as "property". Imagine, for instance, that a small
company has become insolvent. If the company email address is "jamiescopperpipes@blah.co.uk", then one might regarded it as an "asset" of the
business, but not one that the liquidator could sell because it is too closely associated with the insolvent business. Imagine, however, if the email address
were instead "enquiries@nike.com". This is extremely valuable (though query how one would assign it). However, it is inconceivable that the assets of
Nike would be sold separately from the entire buisness itself (i.e. there would be a sale of the shares in nike.ltd, rather than a sale of its assets).
Consequently, this is not an issue that is likely to arise.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

I appreciate the reasoning (i.e. that they are not independent of the law because they are products of contracts) but, as with email accounts, it is possible
to conceive of the domian name as a "thing" that is an artefact of the protocol underpinning the interenet (hence why no two identical DNS are possible),
and that is separate from, though governed by, the contract between the customer and the doman name registry.
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Yes

Please expand on your answer::

Domain names are a paragon example of an asset that is both digital and rival. As Kremen v Cohen demonstrated, domain names are also (like chattels)
vulnerable to acts of third party interference. In so far as the domain name is desirable and thus valuable, they could also be "property" for the purposes
of one's estate in bankruptcy, or a writ of execution enforcing a judgment debt.

Treating domain names as "property" for the purpose of an action in conversion is, however, subject to one caveat. Imagine that A is assigned the domain
"law.com" from a domain name registry ("R"). Through nefarious means, B procures registration of the domain name. Although we can easily conceive of
A as the victim of a civil wrong, there are two possible solutions. First, we could conceive of the domain name as a "thing" for the purposes of the property
torts and allow A an action against B for conversion of the domain name. Alternatively, we might conceive of B's actions as giving rise to a breach of R's
contractual obligations to A (if the agreement between A and R is a sort of exclusive licence to that domain name). It is then up to R to re-register A as
holder of "law.com". By analogy with the Vandepitte procedure in trusts law, a refusal by R to do this would (could?) result in an action in which A is
claimant and R and B are joined as defendants.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree that they, as legally constructed things, they do not satisfy the proposed criteria of "data objects", but it is not clear why this alone should exclude
them from the realm of property.

If some rogue transferred A's carbon credits to B and B was able to use them, then it is clear that the rogue has deprived A of some valuable asset. It may
be that, because of the design of the system, the the transfer to B is ineffective, in which case A has lost nothing. However, it B in fact uses the credits and
the goverment is not prepared to grant A more credits, then there is a very real sense that the rogue has "stolen" and/or "converted" the carbon credits.
This conclusion is not altered merely because the credits are part of a state-mandated quota system and therefore legally constructed "things". If they are
scarce, valuable and subject to acts of depredation by third parties, this should be enough to make them "objects of property".

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

If I understand the problem correct, VCC's are potentially non-rival because they are subject to double-spend problem. This problem is not, however,
fundamental to the concept of a carbon credit (in fact it is anathema to it), but is a technical problem of implementation that ought to be able to be
worked out. In principle, this should not prevent them from being "property" for certain purposes.

Yes

Please expand on your answer::

Once again, however, the answer depends on the question, "property for what purpose"? Does this mean "property" for the purpose of one's estate in
insolvency, writs of execution pursuant to a judgment debt or constitutional powers of compulsory acquisition? If it means "property" for the purposes of
the property torts, then it must (following David Hume, amongst others) be demonsrated that, like chattels, they are vulnerable to unilateral divestment
by the actions of some third party.

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Nothing to add.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

803



Yes

Please expand on your answer::

Yes, but subject to one caveat. Acts of conversion are typically described as being acts inconsistent with the owner's "possession" or "right to possession".
Whilst I think this is an innacurate statement of the law (acts of conversion almost always involve some physical interference with the res), one might
wonder how a plaintiff could ever frame an action for conversion of a data object if he or she did not "possess" it.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

No

Please expand on your answer::

It is not clear what it means to "exclude" someone from a data asset, as opposed to some tangible thing. In any case, even in the case of tangible things,
the notion that one can actually exclude others (as opposed to having a right to exclude) is illusory.

The requirement of exclusion (arguably) introduces circularity into the definition. One demonstrates one's "control" over an asset by being able to
exclude others from it, and one is able to exclude others from an asset only because he or she "controls" it.

A less problematic definition may simply omit (1) and retain (2) and (3).

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

Statute is unlikley to be appropriate because there are simply too many unknowns that cannot be anticipated prospectively. These "known unknowns"
are thus best resolved by courts as and when they arise.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Nothing to add.

Yes

Please expand on your answer::

Nothing to add.

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::
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It may be worthing noting that the legal analysis can abstract from the technical detail of the system and focus only on those parts that are normatively
significant. As an example, the law of tracing is perfectly capable of following an "money" (which is actually a chose in action against the bank) from bank
account to bank account despite the fact that most legal officials (including lawyers) know little about the detail of banks' ledgers and clearing systems.
Likewise, what is normatively important in this case is that some "thing" turns up in the recipient's public address due to the voluntary action of the
transferor. That the "thing" is, technically speaking, not the same "thing" that departed the transferor's address is not of normative significance for the
purposes of a system of property law.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

No

Please expand on your answer::

This is not obviously desirable. First, the justification for the exception to nemo dat known as the "currency rule" is that it prevents money from circulating
at a discount to its face value. There is no obvious reason why it should apply to what are, at present, largely speculative commodities. Secondly, a good
faith purchase rule is generally thought to incentivise theft, so any reduction in a transferee's title verification costs must be weighed against the
increased private and social costs of combatting theft.

If one follows the least cost avoider principle, then the question of liability should depend on whether it is cheaper for the owner to safeguard the
crypto-token than it is for the purchaser to verify the title or his/her transferor, or vice versa. If the nature of the system is that, for reasons of anonymity
or otherwise, it is impossible for the transferee to investigate the bona fides of the transferor, then a rule of good faith purchase should prevail. If not,
then there does not seem to be a compelling reason to diverge from the rule of nemo dat that underpins so much of property law.

No

Please expand on your answer::

See answer above.

Yes

Please expand on your answer::

See answer above.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

If this exception to nemo dat is warranted then, consistently with almost all other exceptions to nemo dat (with the exception of the currency rule), it
should be enshrined in legislation.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes, this is no different from saying that someone who (as a matter of fact) has possession of some chattel does not also (as a matter of law) have the
best right or title to it.

Yes

Please expand on your answer::

I both agree and disagree with this statement. The common law is indeed capable of developing such rules, but it is not clear why these rules must be
specific to particular "technical means". To the contrary, they can be technology neutral.

Consider the following example. B misappropriates A's private key and transfers A's Bitcoins to his accomplice, C. Conceptually, A should be able to sue B
or C for conversion of the Bitcoin as a "thing". If A chooses to sue C rather than B, then A might seek either damages for the value of the coins
(denominated in legal tender) or an order for specific restitution of the Bitcoins themselves. This basic analysis is not affected by the nature of the
blockchain (in particular the irreversibility of transactions recorded on it) because the normative legal analysis, concerned with abstract rights and duties,
abstracts from the peculiarities of the technology, many of which simply are not relevant for the purposes of legal rights and duties, and the court orders
that give effect to them.
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Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

I agree, but not because Crypto-token are, or are even analogous to, "things in action" or "money". It is instead because it is difficult to see how many of
the provisions of the SOGA (e.g. implied terms about quality or fitness (s 14)) could sensibly apply to crypto-tokens.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

Anything that improves on ambiguous and amorphous terms such as "control" is to be encouraged.

No

Please expand on your answer::

The concept of a "state of change" is sufficiently specific to be amenable to statutory definition. The statutory definition needn't be exhasutive, so that it
does not become inconsistent with unforeseen technological developments.

Yes

Please expand on your answer::

Because state change is analogous to a transfer of possession, this would mean that the default rule for the sale of crypto-tokens would diverge from the
default rule for sales of goods (SOGA, s 18, Rule 1, title passess when the contract is made, subject to agreement to the contrary). However, given that
there is no obvious reason to expose the vendor of the crypto-token to the dangers of the purchaser's insolvency, this divergence is no bad thing.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Yes

Please expand on your answer::

Nothing to add.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?
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Yes

Please expand on your answer: :

Yes, there is nothing in the law of trusts to prevent this, so long as the crypto-tokens are regarded as being the subject of right-duty relationships, and
thus able to from the subject matter of a trust (if they are not so regarded, then the trust cannot have any subject matter, leaving a trust over nothing).

This is not a million miles removed from a trust of bank money. Although the right in debt is the subject of the trust, we regard the beneficiaries as having
rights in "money". When the "money" of various beneficiaries is mixed, the trust is not invalidated. Rather, equitable tracing rules determine whose
money is withdrawn, and whose remains in the account.

Once again, the point is (as with "bank money") to abstract from the technical details of the crytpo system and "reify" its objects for the purposes of a
system of property law.

Yes

Please expand on your answer::

I'm not sure I understand the formulation. Is the suggestion that each of the beneficiaries holds (in equity) as tenants in common in proportion to his/her
contribution to the fund of a particular crypto-token? If so, this seems orthodox.

No

Please share your views below::

Cases such as Ruscoe v Cryptopia suggest that courts are able to work out this problems as and when they arise.

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

But even in the medium term it will probably make little difference as we could expect the wallet providers (and others) to make clear the terms on which
they hold the crypto-tokens.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

It is conceptually ungainly (because no transfer of possession is possible). The transfer of the token lends itself much more naturally to a mortgage (see
answer to Q. 35).

Please share your views below::

Chapter 18: Crypto-token collateral arrangements
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Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Transferring "title" to crypto-tokens to a secured party is conceptually identical to mortgage. Presumably, a mortgage of such token would simply require
an agreement making explicit that the transfer is by way of security and not sale.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

See answer to q.35.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

Presumably lenders and borrowers could get everthing they need out of the law of secured transactions by treating transfers of data objects as
mortgages, subject to the borrower's right to redeem. Introducing pledges and bailments muddies the waters (and without advantage) by importing
artificial and attenuated concepts of possession.

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

No

Please expand on your answer::

It doesn't seem like an action for damages at all. Rather, it seems like an order for specific relief (i.e. specific performance or specific restitution).

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

See answers to previous questions. There seems no conceptual distinction between tracing "money" from bank account to bank accout (which is no more 
than identifying entries in trusted ledgers mainained by different organisations or entities) and following crypto-tokens from public address to public
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address in trustless ledgers. In each case we ignore the technical detail and reifying flows of value that appear as entries in ledgers.

Please share your views below::

No. Once again, if we abstract from the particular technology, the equitable rules cover all conceivable situations.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

Yes. On the one hand, conversion shouldn't apply any "thing" that happens to be valuable and/or assignable. Nor should it be limited (contra. OBG v
Allan) to tangbile things. Instead it should be applied to assets, tangible or otherwise, which, like chattels, are vulnerable to interference from third
parties. This is why conversion should not be extended to contractual rights (see Douglas, 'The Scope of Conversion' (2011) 74 MLR 329; Crawford,
'Contract as Property: Triangles and Tragic Choices' [2023] Cambridge Law Journal (forthcoming)), but could and should apply to crypto-tokens. This is
because if, for instance, some nefarious third party acquires one's private key and "spends" one's cryptocurrency, then one really has suffered an act of
deprivation. Put more simply, cryptocurrencies have, albeit in a digital form, re-created the security hazards associated with carrying and storing large
quantities of metallic coin (which are covered by the tort of conversion).

Yes

Please expand on your answer::

It would, in effect, make data objects circulate like "currency" or "money" (which is subject to a bona fide purchase rule).

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

See answer above.

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

No

Please expand on your answer::

It is not clear why courts with equitable jurisdiction cannot do this already by way of an order for specific relief (i.e. order that the defendant transfer x
units of some crypto token to the claimaint).

Please share your views below::

Consistently with the present state of the law, the law should make such orders where damages (denominated in the coint of the realm) would be
inadequate. Given the wildly fluctuating price of money crypto assets, one would imagine this would be an appropriate order in many, if not most, cases.
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

The evolution of decentralized digital tokens/assets is groundbreaking and of global importance, the decentralized and unfettered P2P digital transfer of
value should continue to be available to all people on-chain and be permissionless for good actors.

The technological innovation of digital assets being mined and exchanged via the blockchain will continue with or without legislation. Legislation will be in
the consumers interest and accelerate adoption therefore in my opinion qualifies for a third category of personal property legislation to prevent a flawed
interpretation of outdated laws and regulations. The current UK regulator is trying to hammer a digital square store of value peg into a round legal and
regulatory hole.

The current UK regulator is not equipped with the personnel or resources to regulate digital assets for anything but KYC/AML oversight. Legislating Digital
Assets as a third category will facilitate the removal of the current attempts to regulate a digital store of value that can not be regulated as a FCA financial
service or investment in the existing rules.

Chapter 5: The characteristics of data objects
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Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

The representation of personal property data can be represented in many electronic forms, and on many different blockchains, be that permissionless or
permissioned and be fully interoperable.

For example we operate on Ethereum for permissionless original store of value and smart contract and AWS for permissioned ledger below Ethereum
and both are interoperable.

The primary or original ERC20 token protocol foundation stands and we will continue to build as a DAO and Foundation for the BiPS Community -
however the original 500 Million BIPS ERC Token Number in circulation is immutable.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

The very nature of on chain Digital Asset creation is for unfettered freedom of exchange as source code/smart contract via the internet or other ledger
within the respective protocols. The "thing" or "Digital Object" needs to be as transferable/exchangeable as property in the same way as a piece of gold,
cash or any other commodity like store of value.

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Hypothercation or duplication like the traditional fractional reserve financial system in my mind becomes financial engineering therefore loses the
"property" definition.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

If transfer takes place to pledge a data object in return for a loan of another data object or stablecoin/emoney or fiat currency - so a digital pawn broker
loan, the numerical value of the pledged object may fluctuate. If a digital loan is paid back the divestment unit of value may change based on the origin
and outcome of the divestment.

No

Please expand on your answer::

In my opinon property is unique, yes you can break the property into digital fractions of the singular unit, but it should always carry divestibility to qualify
as property

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

Setting precedent via common law development is not appropriate in my opinion. The technical nature of the third category requires expert knowledge
and guidance from the relevant stakeholders requires proposed statutory reform. With all due respect to the Judges of this land, I expect all would call for
expert witness in any case before setting legal precedent on this new innovation.

Chapter 6: Digital files and digital records
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Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

People copy blockchain media files today, therefore losing the unique third property definition and relevant divested nature.

Yes

Please expand on your answer::

I believe a secure gateway could exist, but as of yet I don't believe one does. It's a bit like when p2p music files first got shared for free by napster - it
needed to transition from anonytmity to what is today a global file sharing phenomenon albeit no longer permsissionless.

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

As per previous question.

Yes

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes as they are easily copied and or replicated.

Yes

Please expand on your answer::

Maybe if an email contains intellectual property communications or data of value such as a poem and or song, then yes it should be capable
technoligically with verified security date stamps etc.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

If in game digital assets meet the technological crtieria as defined and are interoperable exchangeable with other digital assets then they should be
eligible for the data object criteria/store of value

Yes

Please expand on your answer::
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As above

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

DNS names can expire so are not property in the digital object sense, however should be deemed as property for the time of domain name under
control.

Yes

Please expand on your answer::

As per above, they're should be an ability to claim ownership on a domain by the original owner purchaser subject to DNS maintanence T&C being met
within cooling off renewal time frames etc.

When a domain is held by a DAO then this is a different set of person or property claims and is probably for a further consultation.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I think having rights to an underlying asset triggers this type of digital asset as a regulated security.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

as per previous answer

No

Please expand on your answer::

existing security laws would cover this

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Crypto-Tokens which are transferable/exchangeable digital stores of value, created on a public blockchain, that are not 1:1 single currency stablecoins
and do not meet the definition of a "Specified Investment" within the meaning of the regulatory activities order should fall within your proposed third
category of personal property.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

No

Please expand on your answer::
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The challenge is that many people can attain a large amount of possession of the data objects in circulation within minutes which could then become
more appropriate than control.

If you have an element of administration of the crypto-token project and smart contract and or custodianship then in law then these persons could be
deemed have an element of influence and or control.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

No

Please expand on your answer::

Maybe for "new" projects yes but How do you define the timetable % of ownership or influence, many projects smart contracts are already live an
operational so you are unable to retrospectively apply this data object control timetable into law.

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

As per my comments above, this can be the only logical evolution albeit decisions will be challenged I am sure.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

No regulatory or political involvement whatsoever in the guidance formation.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

Yes
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Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

We have a link to a company limited by guarantee AKA BiPS Foundation.

The purpose of the foundation is to retain beneficial title to all assets held on its behalf
by its trustees. Furthering the education of the public (and in particular those
who use the BiPS digital currency) in relation to distributed ledger technologies and decentralised unregulated currencies; and the accessibility, speed
and security of distributed ledger technologies and decentralised unregulated currencies

The BiPS Token is listed on other exchanges, both centralised and decentralised.

The Token is available for sending, storing and exchanging via our Financial SuperApp via Apple and Google Store.

We also provide eMoney personal and business banking accounts fiat on-ramp and off ramp services for BiPS and the Top 10 crypto-tokens.

Yes
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Please expand on your answer::

This is a current problem the UK regulator are experiencing. We have evidence of them stating they are in an "Impossible Position" as this asset class is
not regulated by them, nor should it be. A crypto-token or "Digital Object" is not a FCA regulated financial service or security.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

This area required further consultation.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

However, many industry participants do both so it could be difficult/less clear to differentiate in the eyes of the token holders.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

No

Please expand on your answer::

Providing ownership claims and or rights would bring the Token and holders into security or collective investment scheme regulatory territory eroded the
free property movement intent of the digital object.

No

Please share your views below::

Guidance on the non-regulatory or regulatory trigger of existing token design and make up could be discussed in the future. The challenge is when you
have cross jurisdictional commingled and variable assets stablecoin, utility and exchange tokens, the sector is not developed for this legal intervention
yet.

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

Please share your views below::
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Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

Please share your views below::

The P2P law pretty much covers this now, we operate a 36H P2P platform so most digital P2P elements could be law is covered under this.
https://www.legislation.gov.uk/uksi/2001/544/article/36H

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::
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Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Number of tokens and not a fiat value exchange rate should be awarded as opposed to local currency value.
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

The third category of the personal property will enhance the confidence of the issuer and users of digital asset. A legal recognition of the third category of
personal property will increase the popularity of digital asset alongside the traditional assets in the trading environment.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

With the advancement of technology, the concept of visibility of things started changing. So, we agree that things in possession should not be limited to
physical things. We strongly agree that the category of things in action should consider intangibles as an eligible candidate for the legal proceedings.
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Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

To introduce the third category sometime soon, we think the appropriate way of implementing the proposals could be done through statutory reform. To
avoid further confusion in the existing law about acceptance of data as personal property, it is important to pass a legislation by the government as soon
as possible. Statutory reform could expedite wider acceptance of the third category of personal property in the society.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered
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Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

The consultation provisionally concluded that the third category of personal property should include ‘elements’ that are properly identified as distinct 
object. Any data presented in electronic medium, in the form of computer code should be considered as the ‘element’. Crypto-tokens belong to a
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particular and individuated data structure initiated within crypto-token system and the relevant data associated with a crypto-token is identifiable in the
system. Thus, the data that constitutes a crypto token allow the crypto token to be qualified as a distinct object and should belong to the third category of
personal property. Data objects embedded in the technology applied in crypto asset would enhance the wider adoption of crypto assets/tokens. More
use cases could be identified from the implementation of deeper technology, thus lead to crypto ‘technology’ being utilised over and above the most
current and widely adopted use case, i.e., the ability or function to trade and save crypto-tokens as assets.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

We agree with the description given in the proposal.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Partially agree. We agree that transfer of crypto asset is not similar to the transfer of conventional assets in the market. There is a high possibility that the
data features will change during the transfer of crypto asset. However, If the initial data associated with crypto token could be identified we do not need
to eliminate the pre- transfer.

Yes

Please expand on your answer::

UTXO based model does not have the storage benefits like account-based model. So, we might need cancellation of pre-transfer when it is UTXO based

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::
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Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

If we consider crypto-tokens as the third category of property, then it might be considered as Goods as per the definition. However, according to the Sale
of Goods Act, crypto-token are “things in action”, so it is not appropriate to treat it as goods.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

We agree that ‘state change’ is more appropriate. Whilst ‘change of control’ is automatically applied within the attribute of some crypto-tokens at the
point of transfer, it is not always the case.

Yes

Please expand on your answer::

We further agree that clarification would be best achieved by common law development.

Yes

Please expand on your answer::

The ability to make transferrable titles of a particular crypto-token will further promote accessibility and auditability without the need to modify a
‘state-change’, which is often made on a protocol level.

Chapter 14: Linking a crypto-token to something else

823



Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

No

Please expand on your answer::

We believe that a legislative change would not be of any benefit to crypto-token custodians.
Also as stated in 17.55, a legislative change can in itself undermine existing legal certainty in this area.
In 17.42 it has been mentioned that a lack of legal clarity could have forced settlement institutions outside the UK, but we believe that there is no
evidence in favour of this hypothesis.

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?
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Yes

Please expand on your answer::

From a theoretical point of view, we think that apportioning shortfall losses should depend on the nature of the equitable proprietary entitlements
through the application of a tracing rule, but as this could be too complex, we believe that the only feasible solution is to share losses on a pro-rata basis
with respect to commingled unallocated holdings.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

At the moment , private law concepts of trust and contract already provide an
adequate legal foundation for crypto-token custody models, but as decentralized evolves, we will see new platforms and contract relationships that might
need further regulations and laws.

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered
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Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Not Answered

Please expand on your answer::

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::
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Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?
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Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered
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Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::
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Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

In response to Consultation Question 45, we believe that the theft and fraud of digital assets are issues that present unique challenges, and law reform of 
this area should be examined in detail as part of the current consultation. Given the novelty of markets in digital assets, it is not safe to assume that the 
solutions given by equitable doctrines developed for ordinary goods and tangible chattels will fit neatly onto these new forms of property. As a result, for 
the reasons stated below, this issue should not left to incremental development by the courts, or to consideration as part of the more general law relating 
to theft and fraud of chattels. 
1. Cryptocurrency theft and fraud is prevalent. Indeed, the preponderance of the reported cases in England and Wales are concerned with this issue. The 
problem is clearly related to the difficulty, and risk, of keeping one’s private key secret. Cryptocurrency may be stolen in what are described as ‘wrench 
attacks’ (Osbourne v. Persons Unknown [2022] EWHC 1021), or paid to fraudsters on foot of misrepresentation (Ion Science Ltd v. Persons Unknown, 
unreported, 21 December 2020) in a manner akin to other forms of property.
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2. While this has been compared as analogous to the risks of having one’s tangible property stolen, thefts of cryptocurrency tend to be on a far greater (at
times enormous) scale compared to what is at stake when facing the risk of losing one’s tangible property. Although a further comparison is possible with
the loss of a bank account number where large amounts of money may be lost to a fraudster, banks take considerable precaution to protect against such
fraudulent impersonation. These precautions, by design, are not part of cryptocurrency systems, where the identity of account holders is rarely known
when transacting with them (S. Nakamoto, ‘Bitcoin: A Peer-to-Peer Electronic Cash System (2008) Decentralized Business Review 21260). 
 
3. The theft of private keys, or their procurement through fraud, is of particular (and novel) concern for cryptocurrency owners given the large sums of
cryptocurrency that may be stolen, and the speed with which these sums may be dissipated into accounts that are difficult to trace. Cryptocurrency fraud
is a new form of financial crime that is prevalent and lucrative (A. Trozze et al, ‘Cryptocurrencies and Future Financial Crime’ (2022) 11 Crime Science 1). It
is also of note that the development of internet technology has permitted new forms of digital fraud, such as email fraud, develop in which very large
sums of money may be appropriated by fraudsters (L. Ho and ACH Yeung, ‘When Email Fraud Meets Vesting Orders’ (2021) 137 LQR 24). 
 
4. As is touched on in the consultation paper, there is considerable uncertainty as to the general state of the law in relation to the theft of personal
property, but also uncertainty about the appropriateness of the application of these principles to digital intangibles (such as cryptocurrencies). The law in
this area is contested and we believe it arguable that the law relating to the theft and fraud of digital assets should be examined as a discrete area given
the unique challenges faced. The problems are as follows: 
 
5. First, there is authority to suggest that a thief holds stolen property on constructive trust for its dispossessed owner (Westdeutsche Landesbank v.
Islington [1996] AC 669), but this conflicts with the view that a thief can take any legal or beneficial ownership to the stolen property (Bridge et al, The Law
of Personal Property (2nd ed, 2013), at [14-125]) This notion that a thief can acquire some form of relative title to the true owner that may be the subject
of a trust has been applied to digital assets, despite the conceptual difficulties (Armstrong FLW GmbH v. Winnington Networks Ltd [2012] EWHC 10). In
order to ensure certainty for those who deal in such digital assets, this should be clarified. 
 
6. Secondly, the attempts to clarify the law in relation to rescission of a contract by the House of Lords in Shogun Finance v. Hudson [2003] UKHL 62 have
failed, given the notable dissents in that case. As it stands, mistakes as to identity render a contract void (and not voidable), but this runs counter to the
recommendations of the Devlin Law Commission Report, and the dissents, most notably Lord Millet’s, which held that a good faith purchaser should be
protected in all cases, and the contract rendered merely voidable with title passing until the right of rescission is exercised. 
 
7. Thirdly, where property has been procured by misrepresentation, but there is no contract (such as in the case of email fraud), there is considerable
uncertainty as to whether an institutional constructive trust (giving a proprietary remedy potentially good against third party creditors) or remedial
constructive trust (granting a personal remedy against the fraudster) is appropriate (A. Lynn, ‘The Westdeutsche “fruits of fraud” Constructive Trust as an
Effective Remedy in Cases of Bare Fraud’ (2022) 138 LQR 388.) 
 
8. The questions as to where the loss should fall in all of these cases — as between defrauded owner or third-party purchaser or creditor in the event of
insolvency — are fundamentally questions of policy. Leaving aside strict doctrinal analyses of how equitable rules would resolve these questions, there is
an that the loss should fall on that person who could more easily (or efficiently) have detected the fraud (Robert Cooter, Law and Economics (5th ed.,
Berkley, 2007), pp. 159-161). There is some support for this view from Lord Millet’s dissent in Shogun when he notes that: 
 
"Of course, someone has to bear the loss where there is fraud, but it is surely fairer that the party who was actually swindled and who had an opportunity
to uncover the fraud should bear the loss rather than the party who entered the picture only after the swindle had been carried out and who had none.
In the present case, the respondent could easily have exposed the fraud by writing to [the fraudster], whose address it had been given, and asking him to
confirm his intention to proceed with the proposed transaction." (Shogun Finance v. Hudson [2003] UKHL 62, at [82]). 
 
9. In addition, given the different characteristics of goods and markets, a uniform approach is not necessarily appropriate. For instance, certain
jurisdictions draw a distinction as between merchants and ordinary consumers. This is designed to increase the risk of fencing for corrupt merchants. In
Spain, a merchant cannot take good title from fraudsters, making it more difficult to fence goods. However, at the same time the benefit of the bona fide
purchaser rule is extended to ordinary consumers and to transactions between merchants, a rule that encourages the free circulation of goods in the
economy (Robert Cooter, Law and Economics, 5th ed., Berkley, 2007, p. 161). 
 
10. Such nuanced approaches to policy are unlikely to be developed incrementally by the courts, as they are more appropriately dealt with on a broader
consideration of this issue. Furthermore, given the novelty of markets in digital assets, it is not safe to assume that the solutions given by equitable
doctrines developed for ordinary goods and tangible chattels will fit neatly onto these new forms of property. The question, for example, as to whether
cryptocurrency exchanges, creditors in an insolvency and third-party purchasers should all be dealt with in an identical manner when determining who
should bear the loss vis-é-vis the victims of theft of digital assets, are matters that should be considered with the benefit of detailed expertise in these
areas. 
 
11. This leans away from the issue being left to the courts to develop incrementally, and also away from the matter being examined separately as part of
law reform of the area of theft and fraud of chattels generally. In the latter case, any subsequent law reform project may not have the same breadth of
expertise in digital technology as is currently gathered for the present consultation. 
 
12. It is for this reason that we suggest that more detailed consideration be given to ‘Theft and Fraud of Cryptoassets’ as a separate category of policy
consideration, given the unique challenges this presents. 
 
END

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?
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Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Law Commission Consultation on Digital Assets: 

Norton Rose Fulbright Response 

 

We provisionally propose that the law of England and Wales should recognise a third category 
of personal property. Do you agree? 

We agree with the creation of a category for digital assets. We support the creation of either a sub-
category within the existing category of tangible assets or a new third category, provided that it is 
recognised that the new category is largely analogous to tangible assets. 

There is always a temptation when dealing with novel circumstances to start with a blank legal slate 
rather than to rely on existing legal concepts, seemingly weighed down by an accretion of exceptions 
and clarifications over hundreds of years. But it seems to us to be important to recognise that these 
existing concepts also reflect an accumulation of wisdom and solutions to real-life problems that may 
not be apparent without the experience reflected in the caselaw. Accordingly, our view is that the intuition 
and experience reflected in the existing category of tangible property should be used as the basis for 
determining the nature and content of the new third category. Correspondingly, the existing category of 
intangible property has quite different characteristics to the new third category and should not be used 
as a guide. This approach is also consistent with the Law Commission’s proposals for electronic trade 
documents. As we have suggested before to the Law Commission, the relevant distinction is not 
between physical property and non-physical property, but legal/non-legal: between property dependent 
on legal rights and property that exists independently of the legal world. 

We note recent criticism that the discussion of new modes of property is misplaced and that English law 
should only concern itself with the classification of particular rights (eg, as in personam and in rem). This 
appears to be an excessively formalistic position and also based on a Civil Law perspective on English 
law that, for instance, fails to appreciate that English law recognises legal rights as a form of property 
(see for comparison the differences between common law and other jurisdictions in determining the law 
applicable in relation to certain rights arising from assignment of contractual rights). Recognition that the 
real world contains physical objects with certain characteristics and that legal rights may derive from 
these factual circumstances seems to be extraordinarily helpful in categorising legal rights and to 
abandon that approach wilfully unintuitive. 

 

We provisionally propose that, to fall within our proposed third category of personal property, 
the thing in question must be composed of data represented in an electronic medium, including 
in the form of computer code, electronic, digital or analogue signals. Do you agree? 

We agree with this approach although note that ‘electronic’ may not be accurate in the future if data is 
represented on a biological substrate. 

 

We provisionally propose that, to fall within our proposed third category of personal property, 
the thing in question must exist independently of persons and independently of the legal system. 
Do you agree? 

We agree with this approach – particularly the helpful intuition that it lends to the assimilation of the new 
third category with existing tangible objects, as opposed to intangible property existing within a particular 
legal system.  

We note one potential sensitivity in defining independence. Cryptoassets may be controlled or operated 
via smart contracts and these smart contracts may contain arbitration mechanisms. Permissioned 
blockchains may also contain arbitration mechanisms that apply to all contested transfers of 
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cryptoassets in that system. In both cases, independence should be defined in a way that avoids 
including such mechanisms, so as not to inhibit genuine forms of dispute resolution. 

We note also one potential point of confusion: existence independently of persons does not refer to the 
need for a set of persons to exist to operate the relevant consensus mechanism. In this sense, data 
objects may require the existence of persons. Although this does not affect the operation of the 
definition, it may be worth clarifying. 

We provisionally propose that, to fall within our proposed third category of personal property, 
the thing in question must be rivalrous. Do you agree? 

We agree. 

 

We provisionally propose that a data object, in general, must be capable of being divested on 
transfer. Do you agree? Please give examples, if any, of when this will not be the case. 

We agree – see answer to 20.6 below. 

 

We provisionally propose that divestibility should be regarded as an indicator, or general 
characteristic of data objects, rather than as a gateway criterion. Do you agree?  

We agree.  

We suggest another example showing that it is better to treat divestibility as an indicator rather than a 
gateway criterion. Take a physical object together with a contractual warranty as to its condition. Assume 
the warranty is given by party C and is in favour of the owner, party A, who sells the object to party B. 
The warranty is itself intangible property that on the face of it can be divested to party B. The problem 
is that, if there is a breach of the condition, party A suffers no loss (as they no longer have the object) 
but party B also faces a difficulty in claiming because the contractual warranty is to compensate party A 
for the object’s failure to comply with the condition. English law provides numerous workarounds for this 
situation: agency, trust, transferred loss, third-party contract rights, and so on. But this should not 
obscure that the contractual right, although on the face of it divestible, loses all value on being divested 
along with the underlying physical object. Perhaps one of the many workarounds might be used to affect 
this reasoning – we do not claim the analogy is perfect. But it is another suggestion that independence 
and rivalrousness may be more robust as defining characteristics. 

Many use-cases for data objects involve identity, where divestibility may also be limited.  Again, this can 
be matter of degree rather than a complete incompatibility of identity and divestibility. Take, for instance, 
a ticket to ride on a roller-coaster. The ticket represents a bundle of rights that can, on the face of it, be 
transferred. But it is a condition of the roller-coaster that the rider has to be, say, at least six feet tall. In 
this case, the ticket is worthless when divested to anyone under this height. Divestibility is limited 
(clearly, the facts can be constructed to have arbitrarily narrow divestibility), but it is not zero. 

 

We provisionally propose that: 

(1) the law of England and Wales should explicitly recognise a distinct third category of personal 
property; and  

(2) a thing should be recognised as falling within our proposed third category of personal 
property if: 
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(a) it is composed of data represented in an electronic medium, including in the form of computer 
code, electronic, digital or analogue signals; 

(b) it exists independently of persons and exists independently of the legal system; and 

(c) it is rivalrous. 

Do you consider that the most authentic and appropriate way of implementing these proposals 
would be through common law development or statutory reform? 

We consider that development of the law of cryptoassets in the right direction is crucial for the success 
of this sector of the economy and, more widely, the use of English law concepts for international trade 
and cross-border business. The property aspects of cryptoassets are central to this development. Also, 
this is not an area where there is a single clear direction of travel. On the contrary, there are several key 
decisions – ‘forks in the road’ that could be very damaging if the wrong path is taken. The Law 
Commission is better placed, by virtue of its overall strategic remit and the depth of technical and market 
expertise that it has drawn upon, to make this decision rather than leaving it to individual judicial 
decisions. In addition, incremental judicial development might gradually lead the law in the wrong 
direction, even if any individual decision is justifiable within its own factual background. Accordingly, we 
would strongly support statutory reform.  

 

We provisionally conclude that media files do not satisfy our proposed criteria of data objects, 
and therefore that they fall outside of our proposed third category of personal property. Do you 
agree?  

We agree. 

 

Regardless of your answer to the above question, do you think that media files should be capable 
of attracting personal property rights? 

No, we do not. 

 

We provisionally conclude that program files do not satisfy our proposed criteria of data objects, 
and therefore that they fall outside of our proposed third category of personal property. Do you 
agree? 

We agree. 

 

Regardless of your answer to the above question, do you think that program files should be 
capable of attracting personal property rights? 

No, we do not. 

 

We provisionally conclude that digital records do not satisfy our proposed criteria of data 
objects, and therefore that they fall outside of our proposed third category of personal property. 
Do you agree? 

We agree. 
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Regardless of your answer to the above question, do you think that digital records should be 
capable of attracting personal property rights? 

No, we do not. 

 

We provisionally conclude that email accounts do not satisfy our proposed criteria of data 
objects and therefore that they fall outside of our proposed third category of personal property. 
Do you agree? 

We agree. 

 

Regardless of your answer to the above question, do you think that email accounts should be 
capable of attracting personal property rights? 

No, we do not. 

 

We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data 
objects and therefore that they fall outside of our proposed third category of personal property. 
Do you agree? 

We agree. 

 

Regardless of your answer to the above question, do you think that in-game digital assets should 
be capable of attracting personal property rights? 

No, we do not. 

But we note here that development of in-game environments and extensions such as the Metaverse 
may need consideration in the future. Some games are being expressly designed around distributed 
ledger technology, in which case they may include property in the form of data objects. And even if they 
do include legal property, real-world rules and customs in relation to property may not be directly 
translatable to in-game environments. 

 

We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data 
objects and therefore that they fall outside of our proposed third category of personal property. 
Do you agree? 

We agree. 

 

Regardless of your answer to the above question, do you think that (DNS) domain names should 
be capable of attracting personal property rights? 

No, we do not. 

839



 

5 
 

 

We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 

We agree. 

 

We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects 
and therefore that they fall outside of our proposed third category of personal property. Do you 
agree? 

We agree. 

  

Regardless of your answer to the above question, do you think that VCCs should be capable of 
attracting personal property rights? 

No, we do not. 

 

We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and 
therefore that they fall within our proposed third category of personal property. Do you agree? 

We agree. 

 

We provisionally propose that the concept of control is more appropriate for data objects than 
the concept of possession. Do you agree? 

We agree, but would characterise the reasoning as follows: 

• for property that has an existence independent of the legal system (ie, tangible property and 
data objects), a legal concept is required to express the relationship between the physical 
circumstances of the property (eg, where it is, who has it) and the legal rights attached to that 
property (eg, who owns it). 

• for tangible property, this concept is possession. 

• for data objects, the concept of control is used instead, but in fact it is performing almost exactly 
the same role as possession for tangible property 

• therefore, control – although distinct from possession in that it applies to different things and 
with different criteria – should be assimilated to possession as far as possible, in terms of the 
determination of legal rights over property; that is, wherever there is a legal rule that refers to 
possession of property, the assumption should be that the same rule applies to control of data 
objects. 

This approach is consistent with our view above that the third category of property should be assimilated 
as far as possible to tangible property.  We note the Law Commission’s reservations about the various 
historical difficulties with possession, but would stress the advantages of having a new concept that 
‘plugs in’ to existing legal rules. This reasoning has already persuaded the Law Commission in respect 
of electronic trade documents – it applies to a lesser degree to all data objects, where a suitable 
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compromise might be a new concept of ‘control’ that is assumed to apply where existing rules apply to 
possession. 

 

We provisionally propose that, broadly speaking, the person in control of a data object at a 
particular moment in time should be taken to be the person who is able sufficiently: 

(1) to exclude others from the data object; 

(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a 
passing of, or transfer of, that control to another person, or a divestiture of control); and 

(3) to identify themselves as the person with the abilities specified in (1) to (2) above. 

Do you agree? 

We agree, except that we regard criterion (3) as characteristic of control rather than definitional. In 
particular, it appears to us that any person satisfying (1) and (2) will logically be able to satisfy (3), for 
instance by transferring all or part of that data object (perhaps via a round trip so that there is no net 
change) or exercising some other right that is excluded from others under criterion (1). 

We note that there may be practical difficulties in identifying a person in control where the data object is 
subject to the exclusive control of a smart contract which is itself beyond the control of any particular 
person and operates according to a pre-determined algorithm. Principles of agency, contract and tort 
law may need to be extended to cater for this sort of situation, which is analogous to those that have 
already arisen in disputes relating to algorithmic trading. 

 

We provisionally conclude that the concept of control as it applies to data objects should be 
developed through the common law, rather than being codified in statute. Do you agree? 

We agree, and regard this is crucial to its success, just as possession is a highly fact-dependent concept 
developed through consideration of particular fact-situations. 

 

We provisionally conclude that it would be beneficial for a panel of industry, legal and technical 
experts to provide non-binding guidance on the complex and evolving issues relating to control 
and other issues involving data objects more broadly. Do you agree? 

We agree. 

 

We provisionally conclude that a transfer operation that effects a state change within a crypto-
token system will typically involve the replacing, modifying, destroying, cancelling, or 
eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation 
of a new, modified or causally-related crypto-token. Do you agree?  

We do not agree. That is, our view is that in some cases transfer will amount to destruction, etc., but 
that in other cases it will not, and that the approach to this question here is inconsistent with the approach 
in the consultation to the fundamental question of the existence of data objects (which we agree with). 

In particular, we consider that whether property is ‘transferred’, as opposed to destroyed, is a factual 
question, that ‘transfer’ is not indeed a legal term at all but a factual one, and that the appropriate factual 
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circumstances are those taken into account in Chapter 10, not the reductive approach taken in Chapter 
12. 

In Chapter 10, it was recognised that a crypto-token was not just a technical construct but also a societal 
construct: 

“10.29…a crypto-token does not exist solely as a technical construct or as pure data. While its form 
relies on its technical instantiation as a data structure, its function is derived not merely from the abstract 
existence of the technical system in which it persists, but fundamentally by the active operation of that 
system by a network of users. A crypto-token is consequently an object that has both, and is a composite 
of, technical and social dimensions — crypto-tokens exist as instantiations in socio-technical systems.” 

And: 

“10.33…The data which constitutes the crypto-token is copyable, the software which enables the crypto-
token network is copyable and the rules that network participants have to follow are copyable. It can all 
be replicated exactly. But the instantiation of a data structure within a given network cannot be copied. 
That is because it is not possible to replicate the network (exactly). The physical infrastructure running 
the software required for the network cannot be copied (exactly), the network of participants cannot be 
copied (exactly), and therefore the social dimension of the crypto-token cannot be copied. As a discrete 
instance in a particular socio-technical system, each crypto-token therefore exists as an individuated 
and uncopyable data object.” 

That is, the factual nature of a transfer must be determined not only according to the computational 
details of the underlying blockchain (or other technology), but also by the understanding implicit in the 
societal construct that forms part of the constitutive environment of the crypto-asset.  

Instead, Chapter 12 focuses exclusively on granular technical details and applies legal concepts directly 
to them.  A similar argument would conclude that there is no such thing as ‘moving pictures’ on a 
television because in reality a television displays a series of static pictures. While technically accurate, 
this simply misplaces the meaning of ‘moving pictures’, which applies to their perception by the viewer 
as well as the technical underpinnings. To give yet another analogy, a similar argument might attempt 
to determine whether a physical object moves by examining the quantum fluctuations of its individual 
particles and it might then plausibly conclude that physical objects do not in fact move at all – instead 
there is a shift in the peak of a probabilistic waveform that replaces it with a new waveform. The mistake 
that leads to that plausible conclusion is not in the technical analysis of quantum physics but in trying to 
apply that understanding to determine what it means factually to ‘move’.  In this sense, ‘moving’ is an 
emergent phenomenon understood at the level of individual observations of objects, and legal analysis 
should also operate at that level. 

Accordingly, we would recommend that a less reductive approach is taken to determining whether a 
cryptoasset moves or is destroyed and replaced. As well as the technical details, the law should take 
into account how these details are applied and understood as part of the social construct around the 
cryptoasset. Existence and movement of cryptoassets are both emergent phenomena. Just as the 
existence of a cryptoasset is a function of its acceptance as that being the meaning of the various 
account entries witnessed by those involved in the relevant consensus, so its movement is also 
a function of how those involved in that consensus understand the corresponding new account 
entries.  

We take the opportunity to repeat the slightly different expression of this view we have written elsewhere: 

“Dwelling on whether a cryptoasset has moved or been deleted and recreated misses the point – the 
law must cater for the fact that a cryptoasset is in a different place, however it got there and whether or 
not its identity is the same. In fact, rather than trying to use transference as a legal concept to 
characterise property, we should recognise that it is a factual concept. To illustrate: if it ever became 
possible to teleport a physical object, it would not be the role of the law to decide whether the object had 
moved or whether it had disappeared and been replaced by a new object. That would be a factual, 
perhaps a scientific, question. The role of the law would simply be to incorporate those facts into its legal 
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rules. In the same way, deciding whether a cryptoasset has moved or been replaced is a factual 
question.” (What sort of property is a cryptoasset?, JIBFL, February 2021) 

We note that the importance of this distinction may only manifest in limited circumstances, but it does 
have the potential to make analysis much more complicated. For instance, take a situation where party 
A transfers a bitcoin to party B by mistake who then buys an asset with that bitcoin together with one of 
their own. If there is no such thing as transfer of a bitcoin, party A may struggle to apply tracing to found 
a proprietary claim to the asset, whereas, if bitcoins can be transferred, a claim based on following 
appears more straightforward (because – and we accept that there are many areas of legal uncertainty 
here – a transfer by mistake may not permit equitable tracing and common law tracing cannot be applied 
to a mixed fund). This problem might be reduced if the proposal is adopted below to copy the civil law 
approach of allowing good faith purchasers for value without notice to take free of pre-existing interests. 

 

We provisionally conclude that this analysis applies in respect of UTXO based, Account based 
and token-standard based (both “fungible” and “non-fungible” crypto-token implementations). 
Do you agree?  

We refer to our previous answer. 

 

We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, 
notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state 
change involves the creation of a new, causallyrelated thing. Do you agree? 

We agree with the conclusion and note that our approach to Question 28 would substantially simplify 
the reasoning needed to reach that conclusion. 

 

We provisionally propose that:  

(1) A special defence of good faith purchaser for value without notice (an innocent acquisition 
rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state 
change. Do you agree? 

(2) An innocent acquisition rule should apply to both “fungible” and “non-fungible” technical 
implementations of crypto-tokens. Do you agree? 

(3) An innocent acquisition rule cannot and should not apply automatically to things that are 
linked to that crypto-token. Do you agree? 

We prefer not to express a view on this point, other than as indicated by the last paragraph of our answer 
to Question 28. We note that, in accordance with point (3), attempting to create this rule while 
maintaining consistency with the remainder of English property law could be problematical although, as 
other legal systems do have similar rules, presumably it would not be impossible to do so. 

 

We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-
tokens by a transfer operation that effects a state change should be implemented by way of 
legislation, as opposed to common law development. Do you agree? 

We agree that implementation of a rule of this type should be by legislation. 
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We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and 
that it is possible to separate (superior) legal title from the recorded state of the distributed 
ledger or structured record and/or factual control over a crypto-token. Do you agree? 

We agree.  

 

We provisionally conclude that, over time, the common law is capable of developing rules to 
assist with the legal analysis as to title and/or priority where disputes arise between multiple 
persons that have factual control of a crypto-token, and that statutory reform would not be 
appropriate for this purpose. We consider that those rules will need to be specific to the technical 
means by which such factual circumstances can arise within crypto-token systems or with 
respect to crypto-tokens. Do you agree? 

We agree. 

 

We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to 
“goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including 
the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 

We agree. 

 

We provisionally propose that the law should be clarified to confirm that a transfer operation 
that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a 
crypto-token. We consider that this state change condition is more appropriate than the 
potentially wider condition of “a change of control”. Do you agree? Do you agree that such a 
clarification would be best achieved by common law development rather than statutory reform? 

We agree with the comments regarding the operation of contracts of sale and similar transactions. But 
on the wider point we refer to our comments above regarding whether state changes constitute deletions 
and creations or transfers: our approach would be to consider a data object as both a technical and a 
societal construct, so that a state change is not itself dispositive of the legal issue. That is, there may be 
other circumstances where legal transfer is effected that do not involve a state change. To take a prosaic 
example, suppose that the only copy of a private key to a cryptocurrency account is written on a piece 
of paper and the legal owner gives that piece of paper to another person with the intention of making 
them legal owner. In this circumstance, it appears a legal transfer has occurred without a state change. 

 

Accordingly, we provisionally conclude that allowing title to a crypto-token to transfer at the time 
a contract of sale is formed, but where no corresponding state change has occurred, would be 
inappropriate. Do you agree? 

We agree. 

 

Are there any other types of link between a crypto-token and a thing external to a crypto-token 
system that you commonly encounter or use in practice?  

The list in this chapter is comprehensive. We would highlight only a few areas that are arguably already 
covered: 
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- IP right 

These intangible rights are particularly suited for linking to a crypto-token, as smart contract can 
be used directly to link payment for use of the associated IP with the crypto-token. Development 
of this use-case could enable widespread monetisation of IP rights particularly for smaller rights-
holders 

- Identity 

Here, the thing external to the token is the identity of the holder of the token. The token is used 
to verify or guarantee the holder’s identity. This could be used for public activities such as voting 
or access to government services as well as commercial activities. This function is effectively 
carried out at the moment by government agencies, banks, insurance companies and other 
corporations. ‘Sovereign self-identity’ is the idea that this function could be placed completely 
under the control of the individual through DLT. We note that, depending on the implementation, 
a token linked to identity may not necessarily fall within the definition of data object. 

- DeFi rights 

Tokens in DeFi systems may be linked to other tokens or rights, such as voting rights, that relate 
to other parts of the same system. It may be that these rights may be characterised as purely 
contractual, but the complexity of DeFi arrangements may make this challenging to show. 
Although we suggest that the basic principles set out in the consultation should be applicable to 
DeFi, it may be worth considering further these inter-related arrangements.  

 

We provisionally conclude that market participants should have the flexibility to develop their 
own legal mechanisms to establish a link between a crypto-token and something else — 
normally a thing external to the crypto-token system. As such, we provisionally conclude that 
no law reform is necessary or desirable further to clarify or specify the method of constituting a 
link between a crypto-token and a linked thing or the legal effects of such a link at this time. Do 
you agree? 

We agree in general. As you point out, public registries may be suitable for particular assets, which may 
require legislation. 

 

Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) 
that would require different treatment from other crypto-tokens under the law of England and 
Wales? 

We agree that ‘non-fungible’ is used here more as a marketing term than a legal distinction and 
accordingly that no different treatment is needed. 

 

We provisionally conclude that it is appropriate to draw a distinction between direct custody 
services (that is, holding crypto-tokens on behalf of or for the account of other persons and 
having capacity to exercise or to coordinate or direct the exercise of factual control in terms of 
both its positive and negative aspects) and custodial or other technology-based services that 
do not involve a direct custody relationship. Do you agree? 

We agree. 
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We provisionally conclude that, under the law of England and Wales, crypto-token custody 
arrangements could be characterised and structured as trusts, even where the underlying 
entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, 
and (ii) potentially even commingled with unallocated entitlements held for the benefit of the 
custodian itself. Do you agree? 

We agree and suggest that a useful analogy may be drawn with the development of trust arrangements 
in securitisations, where the flexibility of the common law combined with creative contractual 
arrangements have enabled the necessary structures to be developed over time. 

  

We provisionally conclude that the best way of understanding the interests of beneficiaries 
under such trusts are as rights of co-ownership in an equitable tenancy in common. Do you 
agree? 

We agree. 

 

Do you consider that providers and users of crypto-token custody services would benefit from 
any statutory intervention or other law reform initiative clarifying the subject matter certainty 
requirements for creating a valid trust over commingled, unallocated holdings of crypto-tokens? 
If yes, please explain what clarifications you think would assist. 

We do not, for the reasons given in answer 42. 

 

We provisionally conclude that a presumption of trust does not currently apply to crypto-token 
custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

We agree, on the basis that this type of principle is inconsistent with the general commercial approach 
of the English courts to contractual interpretation and the issues dealt with better through regulatory 
rather than legal reform. 

 

We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 
1925 would be beneficial for custodians and would help facilitate the broader adoption of trust 
law in structuring custody facilities, in relation to cryptotokens specifically and/or to other asset 
classes and holding structures, including intermediated investment securities. Do you agree? 

We agree that s53(1)(c) has caused uncertainty in various areas, including as highlighted in the 
consultation intermediated securities, and so it would benefit from reform. But it may be preferable to 
reform the section generally rather than just in the context of crypto-assets, especially as crypto-assets, 
as inherently record-based, are more likely to satisfy the ‘in writing’ requirement than other assets. 

 

If you think that clarification of the scope and application of section 53(1)(c) LPA 1925 would be 
beneficial, what do you think would be the best way of achieving this? Please indicate which (if 
any) of the models suggested in the consultation paper would be appropriate, or otherwise 
outline any further alternatives that you think would be more practically effective and/or 
workable. 

We do not express a view. 
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We provisionally propose that legislation should provide for a general pro rata shortfall 
allocation rule in respect of commingled unallocated holdings of cryptotokens or crypto-token 
entitlements in a custodian insolvency. Do you agree? 

We do not express a view. 

 

We provisionally conclude that extending bailment to crypto-tokens, or the creation of an 
analogous concept based on control, is not necessary at this time. Do you agree? If not, please 
provide specific examples of market structures or platforms that would benefit from being 
arranged as bailments, that could not be effectively structured using the trust and/or contract 
frameworks currently available. 

We do not agree. The reasons given in the consultation against bailment apply almost entirely to 
bailment generally, without any restriction to cryptoassets. If future law reform were to abolish bailment 
entirely, concluding that the laws of trust and contract were sufficient, then we agree that the same 
would apply to cryptoassets, but we do not think that this argument has yet been made. 

Our view on this stems from an analogy with tangible assets. An underlying rationale for bailment is that 
it is essential to the physical nature of tangible assets that legal ownership may become separated from 
possession and that this may occur in a variety of voluntary and involuntary situations. Particularly when 
this separation is not voluntary, it may not be possible to impose any duties based on contract or trust 
law. Nevertheless, it is felt necessary to impose certain duties based on this factual relationship: if I 
wake up one morning to find a car parked in my drive and the keys posted through my letterbox, I cannot 
act completely with impunity in destroying the car. But nor can the owner complain if I move the car. 
And if I do move it, I may in turn acquire responsibility in relation to that car. I may also be able to stop 
other people from taking the car away. The complexities in this relationship are worked out primarily 
through the law of bailment. 

Similarly, legal rights in data objects are mediated through the factual concept of control. Separation of 
legal ownership of control may occur voluntarily or involuntarily. Particularly for involuntary separation, 
it is hard to see how contract or trust law may provide the necessary rights and obligations to mediate 
the relationship between owner and controller. The law of bailment, encrusted as it is with historical 
wrinkles and anomalies, provides a possible starting-point that is aimed at this precise situation. 

For example, take the situation where person A gives a private key to person B for safekeeping. Assume 
that this is done on an informal basis so that there is no legal contract or pursuant to a contract which is 
vitiated.  Accordingly, contract law is inapplicable. But it would also be inappropriate to impose fiduciary 
obligations on party B merely for accepting the private key. So an extension of trust law is also 
inappropriate. Assume further that person B does not return the private key to person A – perhaps he 
says that he has lost it.  Only the law of bailment provides a solution that the Courts have carefully 
worked out over the centuries: person B owes a duty of care to person A and bears the burden of proof 
in showing that it has been discharged if he does not return the property – it is up to him to explain why 
he is not at fault for losing it. 

Bailment has other advantages over contract and trust law: it allows the bailee an insurable interest in 
the property; it enables a proprietary action by the bailee (even, in some circumstances, against the 
bailor); it allows for sub-bailment; it deals with attornment.  

Possible market structures are based on voluntary relationships and so theoretically contract law could 
step in. But in practice many DeFi participants on public blockchains do not see themselves as agreeing 
to a web of contracts and so relationships such as staking – as highlighted in the consultation – might 
be better amenable to a bailment analysis. But we see the main use-case as primarily involuntary 
bailment. 
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Similarly, it is not appropriate to extend trust law to deal with any potential bailment.  A trust has an 
irreducible core of fiduciary obligations which should not be imposed in all situations – particularly where 
the bailment is involuntary. It can be seen from the precise limits that the Courts have imposed on the 
creation of constructive trusts that not all disputes over property rights can be solved by the imposition 
of a trust. 

We note the difficulty in applying bailment when transfer of cryptoassets is seen as deletion and creation 
of new assets, but see this as another argument in favour of characterising a transfer of cryptoassets 
as a transfer. 

We appreciate that bailment – based on possession – is not literally applicable to data objects – based 
on control. But we suggest that the Courts should be encouraged to develop a quasi-bailment replacing 
possession with control that applies to data objects rather than relying exclusively on principles of 
contract and trust law. 

We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the 
subject of title transfer collateral arrangements without the need for specific law reform to 
provide for this. Do you agree? 

We agree. 

 

We provisionally conclude that non-possessory securities can be satisfactorily granted in 
respect of crypto-tokens without the need for law reform. Do you agree? 

We agree. 

 

We provisionally conclude that it is not desirable to make provision for data objects to be the 
subject of possessory securities such as the pledge, or to develop analogous security 
arrangements based on a transfer of control. Do you agree? If not, please provide specific 
examples of market structures or platforms that would benefit from the availability of possessory 
security arrangements, that could not be effectively structured using the non-possessory 
security frameworks currently available. 

We consider that analogies to possessory security should not be dismissed. Variety in security 
arrangements is inherently preferable.  The ‘false wealth’ problem is not necessarily greater for data 
objects than tangible assets. For tangible assets, there is a theoretical method of accounting for pledges 
– finding the physical object and seeing who possesses it, although in practice this is sometimes of 
questionable utility. For data objects, to the extent that there is, in respect of a particular cryptoasset, a 
means of determining who has control over it, that means would appear to apply both to pledged and 
unpledged cryptoassets. That is, it may be very difficult to determine who controls a cryptoasset, in 
which case no company (or individual) would be able to gain an advantage by holding themselves out 
as the controller. Or alternatively, there may be a means to determine who is the controller, in which 
case observers will be able to see which cryptoassets are pledged and which are not. In neither case 
does confusion result from the existence of security analogous to pledges. 

Control-based security could, we concede, only apply in limited circumstances due to the limitations you 
point out in the consultation. But it might also be a simple way of providing security that can be 
accomplished entirely off-chain. Given the multiplicity of different scenarios, especially when dealing 
with international trade, we would argue for further investigation. 
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We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, 
SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively 
encompass crypto-token collateral arrangements. Do you agree? 

We agree. 

 

We provisionally conclude that it would be beneficial to implement law reform to establish a legal 
framework that better facilitates the entering into, operation, rapid, priority enforcement and/or 
resolution of crypto-token collateral arrangements. Do you agree? If so, do you have a view on 
whether it would be more appropriate for any such law reform to aim to create: (i) a unified, 
comprehensive and undifferentiated regime for financial collateral arrangements involving both 
traditional types of financial collateral and crypto-tokens; or (ii) a bespoke regime for financial 
collateral arrangements in respect of crypto-tokens? 

We do not express a firm view, but would support further investigation of possible reform.  

 

We provisionally conclude that an action to enforce an obligation to “pay” nonmonetary units 
such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, 
unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do 
you agree? 

We agree. 

 

We provisionally conclude that tracing (rather than following) provides the correct analysis of 
the process that should be applied to locate and identify the claimant’s property after transfers 
of crypto-tokens by a transfer operation that effects a state change, and that the existing rules 
on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 

As above, we consider that transfer of a cryptoasset may be characterised as a transfer rather than 
destruction and creation, in which case following (as opposed to tracing) would be possible in some 
circumstances. This would avoid limitations in the existing law on tracing. 

We agree that, on your proposed treatment of transfers of cryptoassets, tracing would be applicable. 

 

Do you consider that the common law on tracing into a mixture requires further development or 
law reform (whether generally or specifically with respect to crypto-tokens)? 

We support general reform of this area. 

 

We provisionally conclude that the following existing legal frameworks can be applied to data 
objects, without the need for statutory law reform (although the common law may need to 
develop on an iterative basis): 

(1) breach of contract;  

(2) vitiating factors; 

(3) following and tracing;  
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(4) equitable wrongs;  

(5) proprietary restitutionary claims at law; and  

(6) unjust enrichment.  

Do you agree? 

We agree. 

On rescission, we note that the consultation adopts the shorthand of referring to rescission applying to 
a data object when considering the remedy of rescission applied to a contract, possibly a smart legal 
contract, that contemplates the transfer of a data object. We consider that rescission may apply to such 
a smart contract and there is no need for the caveat in 19.41 of the consultation: “even if the remedy is 
not rescission in a strict legal sense…”.  We attach with this response a recent conference paper on 
rectification and rescission in smart contracts for your reference. 

 

We provisionally conclude that, in relation to the tort of conversion, there are arguments in 
favour of extending conversion (or a conversion-type cause of action grounded in control rather 
than possession) to data objects. Do you agree?  

We support this extension. As per our previous answers, we consider that the general approach to data 
objects should be to treat them as analogous to tangible property with control replacing possession. It 
then follows that conversion should apply to data objects. 

We note that there may be difficulties in extending conversion to data objects if they are incapable of 
being transferred and all putative transfers are characterised as destruction and creation of new objects. 

 

We provisionally conclude that the introduction of a special defence of (or analogous to) good 
faith purchaser for value without notice (at law) would limit the impact of the application of strict 
liability for conversion in the context of data objects. Do you agree? 

We agree, although we have not investigated the wider consequences of such a rule. 

 

We provisionally conclude that existing principles in relation to injunctive relief can apply to data 
objects, without the need for law reform. Do you agree? 

We agree. 

 

Are there any other causes of action or remedies you think may be highly or specifically relevant 
to data objects but which require law reform? 

No. 

 

We provisionally conclude that the existing methods of enforcement of judgments (and ancillary 
mechanisms) in the context of crypto-tokens are satisfactory. Do you agree? 

We agree. 
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We provisionally conclude that there is an arguable case for law reform to provide courts in 
England and Wales with the discretion to award a remedy (where traditionally denominated in 
money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  

We agree with the theoretical case. While cryptoassets remain volatile, we anticipate limited use of this 
option, but some claimants may ask for this discretion to be exercised if it is available. 

 

If so, what factors should be relevant to the exercise of this discretion? 

We do not express a view. 
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Digital assets are property. As this is an emerging field, it would not be appropriate to classify digital assets as things in possession or things in action. A
third category as correctly indicated in the Report have the benefit of encompassing new assets in line with the future developments. Some digital assets
inevitably will not fit into either traditional property categories. Also it would make English law harmonious with the the international law reform activities
by ELI, ALI/ULC and Unidroit.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::
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Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Statutory reform

Please expand on your answer: :

I would support the statutory reform in the first instance. This would give the courts and market players more certainty and provide a clear regulation.
While too much regulation might be regarded as an obstacle to the development of an emerging field, deregulation or no regulation might cause financial
risks and bubbles. Perhaps, principles based regulation might be good, which may then be developed by the courts. So a mixed approach might be
better.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets
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Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes
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Please expand on your answer::

Control is the only method that can be equated to real life possession, hence its appropriateness for data objects.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

There is sufficient caselaw that can support the evolution of control in this field.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

There is a need to create guiding principles for the sake of certainty.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

This is also similar to the amendments under UCC Article 12 to the UCC Article 9.

Yes

Please expand on your answer::

Yes

855



Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

A legislative intervention would provide certainty and clarity.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

This development can be supported by the existing rules as well.

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Yes

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens
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Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

Yes

Please expand on your answer::

Yes

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Yes, this can be supported through the current personal property security law rules.
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Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::
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Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Whilst there may be arguments against this approach, I can see that it has advantages in terms of managing the specific issues that arise in this space.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Not Answered

Please expand on your answer::

860



Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::
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Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?
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Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered
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Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

Not Answered

Please expand on your answer::
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Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

The creation of a trust depends upon the intention of the parties.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

I agree with the comments made by G. Moss referenced at footnote 1577. Such a rule would provide certainty.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?
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Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

No

Please expand on your answer::

Rationale for a third category of property 
 
We have no ideological or doctrinal objection to a third category of property per se. Indeed, we are aware of the various normative justifications of 
property. Property is based on a social understanding of relationships – the legal rights of use, excludability and alienability in relation to a thing or asset. 
We understand that cryptocurrencies or NFTs have become important tools within socio-economic life. And as such can be considered to be a species of 
intangible personal property and clearly an identifiable thing of value. 
 
We do not consider that a distinct and third category of personal property is necessary. And if so considered, it does not automatically equate to the 
creation of a new category of property to the extent suggested here, namely for “certain digital assets”. 
 
We would argue that the Consultation Paper does not set out a clear rationale for a third category. This is because the emphasis for this sort of property 
is not only based on economic and social needs but should also be based on the intra-legal relationships between different types of existing property. 
Therefore, one must also consider how the “new” property right, if justified, will interact with the existing legal rights and/or entitlements. The generalised 
notion of “digital asset” as set out here undermines the finely tuned intellectual property legal system. 
 
Property as a pluralistic notion 
 
Property institutions consist of three fundamental elements. These are the right to use, the right to control uses of others, and the right to alienate the 
rights of use and control. The right to use allows the holder to use a thing within a scope of use-privileges conferred upon him by the specific property 
institution. For example, an easement is a proprietary interest that allows individuals to use another’s land for specific purposes without possessing it.
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This brings us to the concept of possession or occupation (in the case of land), which is best expressed in the right to control uses of others. Possession
refers to a situation of fact, which describes the control that a person may have over a thing. By occupying or taking hold of a thing, we act as owners and
thus enforce the general duty of non-interference. All members of society are obliged to exclude themselves from things granted with proprietary
interests better than our own. Ultimately, the right to alienate the rights of use and control is inherent to property rights higher on the spectrum. The
element of transferability entails powers of exchange, sale, and gift and, finally, testamentary freedom. Without having the right to alienate his rights to
another, a person can be merely a protected possessor. 
 
There is a hierarchy of legal rights, where the stronger ones trump the weaker ones. [.W. Harris, Property and Justice, 1996, at 83] 
 
We are concerned as to the analogies made within the Consultation Paper with proprietary interests in land. The taxonomy of land law can be viewed as a
pyramid of entitlements. The issue of using property rights in land as an example is that these proprietary rights are of the same kind whereas in the
context of this consultation, we are assessing legal interests of different quality with regards to the same “thing” (intellectual property rights, often
multiple exclusive rights vesting in the same asset, contracts, possibly tort) together with technological constraints. 
 
In the context of land, there is a spectrum of proprietary interests – from ‘ownership’, which is essentially an absolute legal interest in a thing and thus it
contains all the three elements of a property institution. As such, it operates with the assumption that the owner is entirely free to do what he will with his
property, whether by way of use, abuse, or transfer. Freehold is the most extensive one, followed by leasehold, which entails exclusive possession and
right to use for a pre-set fixed period of time, but not an ownership. The position of long leaseholder, short leaseholder, and statutory tenants ranks
higher on the ownership spectrum than that of the licensee. A mere lodger, guest, or squatter has no proprietary interest. [Harris, 75.] We set out this
rather basic structure merely to underpin our argument that intellectual property rights – within the realm of chose in action – can also depict a similar
set of overlapping interest e.g., licences, franchises, and equitable ownerships. These are based on a similar set spectrum of interests as well as conflicts
with real property where a copyright work, for example, subsists within real property (e.g. a Banksy artwork or a Damien Hirst mural on a privately owned
wall or house). [https://digitalcommons.law.uw.edu/cgi/viewcontent.cgi?article=5078&context=wlr; The Creative Foundation v Dreamland Leisure Ltd &
Ors., [2016] EWHC 859 (Ch).] 
 
The current trend is to adopt a pluralist notion of property to allow the coexistence of a diverse set of social institutions, and to allow for differing
emphases. Therefore, if the property type arises from a more utilitarian basis, then the emphasis should be on investment and economic success; if the
property type arises from a more social basis, then the emphasis may be on active participants and social cohesion. And sometimes, as in this case, when
the thing under consideration arises from a socio-economic basis. Here, for e.g., the paper identifies the need to determine whether crypto-tokens and
digital assets are capable of possession. 
 
Also see response to Question 2 re property in abstract objects.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

No

Please expand on your answer::

We disagree. 
 
Concept of digital asset and property in abstract objects 
 
We suggest that the introduction of a third category of property for data objects may be premature and insufficient unless the law on intellectual 
property is taken into account. 
 
The Consultation Paper splits “information” which cannot be treated as property from “data objects” which is argued to be capable of constituting the 
object of property rights. Our primary concern is that the introduction of a third category of property only makes sense to the extent that the relationship 
between this third category and (i) intellectual property and (ii) contract are clarified. While we understand that ownership of a “thing” is separate from 
ownership of the intellectual property embedded in a thing, there will be instances where these two types of property rights will coincide and/or conflict, 
especially within an environment which is heavily regulated via contractual means which is overlaid on existing assertions of intellectual property rights. 
 
First, the concepts of “pure” information, data, idea, concepts, etc. have been extensively debated within intellectual property jurisprudence and doctrine. 
And demarcation lines have been drawn within such pure information and protected property-defined information, despite the non-rivalrous nature of 
such abstract objects. 
 
Secondly, where one treads into pure abstract objects which are represented as ones and zeroes, without a clear rationale, over-protection results. We 
would argue that paras 3.16-3.19 of the Consultation Paper glide over the uncertainties and dangers which will result if new categories are introduced 
without adequately dealing with existing categories of property. 
 
This is well documented in relation to the database sui generis right. The rationale of that “property” right is to protect a substantial investment. And yet 
the infringing act relates to the taking of a substantial part of the digitised content. In 2021, the EU Court of Justice [CV-Online Latvia v Melons] finally 
clarified that for an infringement to occur, the act complained of must affect the database makers’ primary market, which excludes the use the data for 
commercial purposes outside that market. The rationale here is to protect against unfair competition only – not really a property concern. The maker 
should be able to recoup the investment without facing the danger that cheap copying undermines the marketability of the database during the term of

869



protection. Previously, the approach was different and included acts where data had been used for purposes such as search engine uses. It took the CJEU
25 years to re-write the rationale of the property right in that the judgement finally recognised the dangers of a broad and undefinable property right in
data (i.e. information) as such. And to emphasise that the property right must be juxtaposed against the legitimate interests of competitors and users. 
 
If we turn back to the Consultation Paper, one senses an ambivalence as to the rationale for the property right, which will subsequently lead to further
confusion. Firstly, the discussion starts with the term “digital asset”, a category that presumably encompasses objects of value represented by electronic
means. As such, this category is incredibly vast, varied and ever-changing and in turn presents difficulties with regards to definition and delineation of
what this category entails. Secondly, the consultation then proceeds to use the term “data objects” instead, without a clear justification or explanation.
Thirdly, a data object can be considered a sub-category of digital assets, but also incorrectly associated with databases and the database right. Therefore,
from the point of terminology and classification, the term ‘data objects’ risk being used interchangeably with ‘digital assets’, which is inappropriate. 
 
If a new category of common law personal property is thought to be needed, it is inconceivable to introduce a new category and not appreciate the
interaction between the new category of personal property with intellectual property law. Considering the extent to which the subject matter of
intellectual property rights has been in commercial use since the 15th century, and how it is part of lex mercatoria, and the recognition of intellectual
property rights as personal property, a more logical expansion of common law personal property would be “intangible property” (comprising choses in
action), as counterposed to choses in possession (tangibles). And the recognition of “intangible property” would incorporate both the current category of
choses in action as well as accommodating new intangible property of significant value (such as shares, cryptocurrencies and NFTs), as well as valuable
existing legal rights such as IPRs, licences and quotas (such as carbon credits or fishing quotas). [See Gendall J discussion of intangible property in Ruscoe
v Cryptopia Limited (in liquidation) [2020] NZHC 728 (8 April 2020)]. 
 
We also discuss this concern in relation to in-game digital assets. 
 
Overlap of rights – in-game digital assets 
 
When Nintendo decided to cut interest rates on its in-game ‘bells’ currency – has resulted in a steep devaluation of players’ virtual currency saving
accounts – or when Epic Games launched their transition to Fortnite 2 – the ‘blackhole event’ during which the entire environment was suspended, and no
one could access their accounts – this made the headlines because players suddenly realised their assumptions about owning skins, virtual currency and
other in-game items were misplaced. This highlights a set of important issues. 
 
Firstly, players often engage with video games having little or no awareness or understanding of the contractual arrangements to which they had agreed.
When you acquire virtual items by paying money or winning them in the game, you do not have property rights in them despite any legitimate
expectations. The only “right” players have is the right to access and use the item within the limitations set up by the end-user license agreement (EULA).
Some protection might be provided by consumer law in specific cases, for instance when a service is interrupted abruptly (not the case here). Most online
video games give lengthy notices to players when the game is scheduled to be discontinued. 
 
Even though these digital assets would meet the requirements set out in this Consultation Paper to qualify as objects of property (they have value and
can be traded, they are persistent and rivalrous in the context of the environment) and there are now digital environments that enable for those assets to
be represented and traded as NFTs as well, users do not have any proprietary interests in these assets. 
 
The Consultation Paper discusses some issues in para 7.33 et seq. The notion of property within this environment is heavily correlated with contractual
terms as the consultation points out. However, users themselves are perplexed by the negation of ownership because of contractual terms or because of
existing intellectual property rights (highlighted in para. 7.38, Consultation Paper). There has been, thus, a discussion as to how the various legal systems
interact mainly contractual and intellectual property entitlements. It is not logical to suggest, as the consultation paper does, to declare such digital assets
as being not capable of being data objects based on the Atkinson criteria, and yet also suggest that they may be in the future. The fact (recognised in
paras. 7.64-7.65, Consultation Paper) is that such items are already emerging as NFTs in order to anchor a possessory character to them, to ground them
as rivalrous goods, and to define their parameters to constitute their distinctiveness. We discuss NFTs below. 
 
And within this debate, there are clear indications that IP rights vest in such assets as well. Literary and artistic copyrights may reside in characters and
designs. Evading this issue, and yet highlighting such assets as a probable threat to the third category of property underlines, at least for us, the
untenable nature of the proposal which seeks to ignore the entire intellectual property legal system which is grappling with the area of intangible
property, abstract objects and data. 
 
References for this section: Ross A. Dannenberg and American Bar Association (eds), Computer Games and Virtual Worlds: A New Frontier in Intellectual
Property Law(American Bar Association, Section of Intellectual Property Law, 2010); Tyler T. Ochoa, Who Owns an Avatar?: Copyright, Creativity, and
Virtual Worlds (Santa Clara Law Digital Commons 2012); Kim Barker, ‘MMORPGing –The Legalities of GamePlay’ (2012) 3 European Journal of Law and
Technology; B. Duranske, ‘Second Life Hairstyle Raises Copyright Question', VirtuallyBlind (15 February 2017), available
at:http://virtuallyblind.com/2007/02/15/second-life-hairstyle-copyright-question/ ; Anthony Michael Catton, Mere play or authorial creation? Assessing
copyright and ownership of in-game player creations (Part 1), IELR 2.2 Dec 2019 https://doi.org/10.4337/ielr.2019.02.01; Anthony Michael Catton, What is
mine in Minecraft? Assessing the copyright and ownership of in-game player creations (Part 2), IELR 3.1 Sep 2020 https://doi.org/10.4337/ielr.2020.01.02

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

No

Please expand on your answer::

See answers to Q1 - Q2.
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Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

No

Please expand on your answer::

We do not agree to the extent that the discussion in the Consultation Paper here indicates the problem stated above when the existing property
categories of intangible property are not considered.

As the Paper states, rival “things” are things whose use by one person prevents another person from using it (e.g., para 3.24, and 5.69 et seq Consultation
Paper). Rivalrousness is a characteristic of the thing. If this thing is composed of data represented in electronic medium, it cannot be rivalrous unless
something else occurs. Rivalrousness means that there is a derichment if transferred.

This is by definition not the case where information or data are obtained by way of copying. This is why (in the context of big data transfers in particular)
the object of the agreement is the data carrier. Rivalrousness in data occurs in two ways: (1) the data is stored in a way that prevents others from using
that data; (2) the rules of the system make some data rivalrous because it only allows one user to control it at a time. Much of Prof. Fairfield discussion
focuses on the later issues (e.g., URLs). Participants in the system agree through contracts that this thing is scarce, rivalrous and excludable, which makes
the thing valuable. Granting it a property right based on rivalrousness will not make it more valuable if the system designer decides to make more copies.
Nor will it incentivize more development of these “things”.

The system designers already have an incentive to ensure their systems are secured from infringers. But, if they are not, they would have a cause of
action against the infringers and could act on the behalf of their users. If the designers do not, then users may not value their design. In other words,
relying on property rights would just change the default position of the system designers and users (which can be contracted around); however, it would
not further incentivize market participants. It may give the users a better bargaining position, but it will not incentivize innovation or system competition.

The Consultation Paper conflates some issues. Para. 5.81 discusses “rivalrous” on a spectrum; but the discussed concept is the economic concept of
“congestability”: one’s ability to enjoy the thing depends on the number of users. IP, for instance, relies on legal rights to make something excludable, but
it does not render that thing rivalrous.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::
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Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::
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Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?
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Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?
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Please share your views below::

The issue with NFTs is the lack of clarity of what they are and what they represent. That will differ depending on the native technology and infrastructure
within each platform and the underlying contractual framework. An NFT can be anything, and while we can expect the concepts of decentralization and
interoperability to dominate digital environment in the near future, there are likely to be other iterations that will replace NFTs and make this effort
obsolete. Without proper investigation of the justification and policy behind reimagining property law, there are no ground for treating NFTs as a special
case, distinct from other types of digital assets.
Please see more reasoned views in responses to Q1-Q2.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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1. INTRODUCTION 

In this document, we respond to the “Digital Assets: Consultation paper” 
('Consultation') of the Law Commission for England and Wales (‘Law 
Commission’).1 Our response is based on research undertaken with generous 
financial support from Microsoft Corporation as part of the Cloud Legal Project at 
Queen Mary University of London and the Microsoft Cloud Computing Research 
Centre, a collaboration between the Cloud Legal Project and the Department of 
Computer Science and Technology at the University of Cambridge. 

We commend the Law Commission on its well-written Consultation and its 
careful treatment of a difficult topic. We welcome its proposal to treat certain 
digital assets as a new, third category of property. Below, we raise two concerns 
in response. First, we argue that the proposal is too focused on providing legal 
certainty to holders of crypto-tokens and fails to address the legal uncertainty 
faced by holders of other types of digital assets (see section 2 below). Second, we 
disagree with the Law Commission’s analysis of how its three criteria for “data 
objects” apply to digital files (see section 3 below) and email accounts, domain 
names, and in-game assets (see section 4 below). To address these concerns, we 
make seven specific recommendations for the Law Commission to consider. 

2. THE PROPOSAL IS TOO FOCUSED ON CRYPTO-TOKENS 

Of the six types of digital assets the Law Commission considered,2 only crypto-
tokens meet all three criteria for ‘data objects’. As a result, only crypto-tokens 
would attract property rights on that basis. This should bring welcome legal 
certainty to holders of such tokens. But it does little to assist the holders of other 
types of digital assets. Yet it is far more common for people in the UK to hold other 
types of digital assets than crypto-tokens. For example, according to a Financial 
Conduct Authority survey, only 4.4% of UK consumers held cryptocurrency in 
2021.3 In contrast, the Office for National Statistics estimates that 85% of all GB 
adults sent or received emails in 2020, while just under 50% used cloud computing 
services to store data.4 We expect that, in reality, the use of cloud storage might 
be even higher, since over 80% of UK consumers had smartphones in 20205 and a 

 
1 Law Commission, “Digital Assets: Consultation paper”, Law Com No 256 (2022) 
(hereafter: “Consultation”). 
2 Namely: crypto-tokens, digital files, email accounts, in-game assets, domain names, 
and carbon emissions allowances. 
3 FCA, “Research Note: Cryptoasset consumer research 2021”, 17 June 2021, 
https://www.fca.org.uk/publications/research/research-note-cryptoasset-consumer-
research-2021. 
4 Office of National Statistics, “Internet users, UK: 2020”, August 2020, 
https://www.ons.gov.uk/businessindustryandtrade/itandinternetindustry/bulletins/inter
netusers/2020#, tables 5 and 18. 
5 Ofcom, “Online Nation: 2020 Report”, 
https://www.ofcom.org.uk/__data/assets/pdf_file/0027/196407/online-nation-2020-
report.pdf.  
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smartphone operating system (‘OS’) typically integrated with a cloud storage 
service (e.g. iCloud for iPhones and Google Drive for smartphones with Android 
OS). In other words, we estimate that the use of email and cloud services is around 
15-20x higher than the use of crypto-tokens in the UK. From this perspective, any 
solution that only covers crypto-tokens offers only partial progress. Simply put, 
crypto-token trading is a niche activity, while creation and use of other digital 
assets are widespread. The current proposal therefore supports property rights for 
the few, not the many. We fear that, by focusing on the attractiveness of the 
jurisdiction of England and Wales as a hub for future crypto-token systems, the 
Law Commission risks overlooking the common problems that arise with the kinds 
of digital assets that people in England and Wales use every day.  

To improve the current proposal, we recommend that the Law Commission 
further clarifies how English law might treat the kinds of digital assets that fall 
outside of its definition of ‘data objects’. Below, we make three specific 
recommendations. 

2.1 THE SCOPE OF THE PROPOSED THIRD CATEGORY IS UNCLEAR 

 
The Consultation discusses both ‘data objects’ and a ‘third category of personal 
property’. But it does not clearly spell out the relationship between these two 
terms. We see two possibilities. On the one hand, data objects might be the only 
things that fall within the third category of property. If so, then that suggests that 
other digital assets would either need to be considered things in action, or would 
not be property at all. For example, carbon emission allowances and domain 
names might then best be categorised as things in action, while digital files might 
not attract property rights at all. In that case, it would be helpful simply to refer 
to the third category as ‘data objects’, to sit alongside ‘things in possession’ and 
‘things in action’.  

On the other hand, the third category might function as a broader class of 
intangible objects, of which data objects are merely one example. If so, then 
although carbon emission allowances and domain names do not qualify as ‘data 
objects’, they might still fall within the third category of property as ‘other 
intangibles’. In that case, it might be helpful to refer to the third category as ‘other 
intangible things’, to sit alongside ‘things in possession’ and ‘things in action’.  

• Recommendation 1: We recommend that the Law Commission clarify the 
relationship between ‘data objects’ and the ‘third category of personal 
property’, and explain what this means for other digital assets that do not 
meet its definition of ‘data objects’. 

Question 1: We provisionally propose that the law of England and Wales 
should recognise a third category of personal property. Do you agree? 
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2.2 THE PROPOSAL FAILS TO ADDRESS SUCCESSION LAW 
The current proposal helpfully clarifies that crypto-tokens, as data objects and 
therefore items of property, form part of a deceased person’s estate. However, it 
remains unclear whether other kinds of digital assets would fall within the estate. 
In September 2021 we surveyed 500 trust and estate practitioners about their 
experiences with clients’ digital assets. Our findings illustrate the legal 
uncertainty around post-mortem access to digital assets, including data stored in 
the cloud. For example, trust and estate practitioners reported that the four types 
of digital assets clients asked about most were: social media accounts (54%); email 
accounts (48%), crypto-currencies (45%), and cloud storage services (44%).6 We 
raised this issue in our 2021 response to the Law Commission’s Call for Evidence 
and reaffirm the points we made there.7 Unfortunately, the Consultation fails to 
address this issue. It merely notes that: “Property rights are important for the 
purposes of the legal rules concerning succession on death”,8 without further 
discussion. As a result, it is unclear whether the Law Commission considers 
questions of succession law to be unproblematic, unimportant, or outside of the 
scope of its current work. It would be helpful if the Law Commission clarified what 
its conclusions on other digital assets mean for their treatment under succession 
law. For example, if email accounts are best thought of as legal rights (namely: 
the contractual right to use an email account) does that right qualify as a thing in 
action and therefore form part of the deceased’s estate?  

• Recommendation 2: We recommend that the Law Commission addresses 
explicitly the question of whether other digital assets can qualify as 
‘property’ within the specific context of succession law. 

 
6 J.D. Michels, S. Hartung, and C. Millard, “Digital Assets: A Call To Action”, (2021), 
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3925439.  
7 J.D. Michels, C. Millard, and C. Reed, “Response To the Law Commission of England 
and Wales “Digital Assets – Call for Evidence”, (2021), 
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3925095.  
8 Consultation, p.2. 
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2.3 IT IS UNCLEAR WHICH LEGAL REMEDIES APPLY TO OTHER 

DIGITAL ASSETS 

 
The Consultation helpfully discusses the legal remedies available to parties in 
disputes over control of crypto-tokens. For example, it sets out how a claim for 
proprietary restitution might apply and proposes to extend the tort of conversion. 
Yet the Consultation does not discuss the legal remedies available in case of 
disputes over control of other digital assets. At present, it is unclear whether 
parties to such disputes can call upon a legal remedy for return of a digital asset 
(or related damages) under English law, such as a proprietary restitutionary 
claim. Instead, the parties are left to decide whether to pursue legal action based 
on uncertain grounds, or to settle such disputes with little clarity as to their 
respective legal positions. By focusing on crypto-tokens as ‘data objects’, the 
current proposal fails to address this legal uncertainty. This is a point of real 
practical importance, since disputes over other digital assets have led to legal 
proceedings.9 For example, disputes over control of domain names led to court 
cases in the UK, the US, and Canada;10 while disputes over access to digital files 
led to court cases in the UK, the US, and New Zealand;11 and disputes over access 
to emails led to court cases in the UK and the US.12 Legal certainty in this area 
would help avoid or resolve such disputes. 

To improve the current proposal, we recommend that the Law Commission 
clarifies how remedies such as a proprietary restitutionary claim might apply to 
digital assets other than data objects. This would mirror its explanation of how 
such claims apply to crypto-tokens.13 For example, assume (for the sake of 

 
9 See further J.D. Michels and C. Millard, “The New Things: Property Rights in Digital 
Files?” (2022) The Cambridge Law Journal, 81(2).  
10 Hanger Holdings v Perlake Corporation SA, Simon Croft [2021] EWHC 81 (Ch); 
Kremen v. Cohen 337 f.3d 1024, 1036 (9th cir. 2003); Canivate Growing Systems Ltd v 
Brazier, 2020 BCSC 232. 
11 Your Response v. Business Media [2014] EWCA Civ 281; Thyroff v. Nationwide Mut. 
Ins. Co. 864 N.E.2d 1272, 1273 (N.Y. 2007); Henderson v. Walker [2019] NZHC 2184. 
12 Fairstar Heavy Transport v. Adkins & Anor [2013] EWCA Civ 886; Ajemian v. Yahoo 
84 N.E.3d 766 (Mass. 2017). 
13 Consultation, paras 19.73 to 19.76. 

Question 42: We provisionally conclude that the following existing legal 
frameworks can be applied to data objects, without the need for statutory law 
reform (although the common law may need to develop on an iterative basis): 
[…] proprietary restitutionary claims at law […]. 

Question 43: We provisionally conclude that, in relation to the tort of 
conversion, there are arguments in favour of extending conversion (or a 
conversion-type cause of action grounded in control rather than possession) to 
data objects. Do you agree?  
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argument) that carbon emission allowances and domain names are best thought 
of as legal rights (namely, to emit carbon dioxide or to use a domain name, 
respectively). These rights are evidenced by entries in an electronic register 
maintained by a registrar (that is: an emissions regulator or domain name 
registrar). Register entries provide a rebuttable presumption as to who owns 
which rights. Now imagine Alice owns the relevant right, which is recorded in her 
account on the register. Bob then fraudulently achieves a change in the register 
entries to reflect that he now holds the right. For instance, he might use a phishing 
attack to obtain her password, access Alice’s account, and transfer the emissions 
allowance or domain name to his account.14 If the register provides only a 
rebuttable presumption of ownership (not an authoritative account), then in doing 
so, Bob has only changed the register. Alice retains the underlying right. This 
raises (at least) three related questions: 

(a) Does Alice have a right to have the register corrected? 

(b) If so, can she enforce this by bringing a proprietary restitutionary 
claim? 

(c) If so, against who? Can she only exercise it against Bob? Or also 
against the registrar directly?15 And what about innocent third-party 
acquirer Caroline?16  

Similar questions arise in relation to in-game assets, since a videogame provider 
will most likely maintain an internal register recording the in-game assets held 
by specific players. It would be helpful for the Law Commission to address 
questions of available remedies directly.  

Finally, the Law Commission proposes to extend the tort of conversion to 
data objects, but not to other kinds of digital assets. Yet courts in the US and New 
Zealand have applied the tort of conversion to digital files, while courts in the US 
and Canada have applied the tort of conversion to a domain name.17 The Law 
Commission cites these cases in support of its proposal to extend the tort of 
conversion to data objects. It argues that “it is important for the law of England 
and Wales to remain as consistent as possible with other legal regimes with 
respect to data objects (particularly crypto-tokens)”.18 It is unclear why 
international consistency in the scope of the tort of conversion is important for 
crypto-tokens, but not for other types of digital assets.  

 
14 This fact pattern resembles the facts in Kremen v. Cohen and Armstrong DLW GmbH 
v Winnington Networks Ltd [2012] EWHC 10. 
15 For example, in Kremen v. Cohen, Kremen was able to call upon the tort of conversion 
against the domain name registrar, not just against Cohen. 
16 As in Armstrong v Winnington.  
17 Kremen v. Cohen; Thyroff v. Nationwide Mut. Ins. Co.; Henderson v. Walker; 
Canivate Growing Systems Ltd v Brazier. 
18 Consultation, paras 19.107, 19.113. 
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• Recommendation 3: We recommend that the Law Commission clarify 
how a claim of proprietary restitution might apply to other types of digital 
assets under English law. 

• Recommendation 4: We recommend that the Law Commission consider 
whether the tort of conversion should be extended to any type of digital 
asset that can be subjected to exclusive control, even if it does not meet its 
definition of a “data object”. 

3. DIGITAL FILES ARE EXCLUDABLE, RIVALROUS, AND CAN BE 

SUBJECT TO CONTROL 

3.1 DIGITAL FILES ARE EXCLUDABLE AND RIVALROUS (TO A DEGREE) 

We are grateful to the Law Commission for considering our research on digital 
files as potential objects of property rights. We welcome this opportunity to clarify 
and further develop our position. We agree with the Law Commission that an 
object is rivalrous when “use of the resource by one person necessarily prejudices 
the ability of others to make equivalent use of it at the same time”.19 We also agree 
that rivalrousness can be a matter of degree.20 Further, we accept that there are 
sound reasons for treating digital files differently from other digital assets. Since 
digital files can typically be replicated at low cost, their content can often be 
enjoyed by multiple persons simultaneously. Further, digital files are typically 
copied, rather than transferred: the sender retains the digital file, while the 
recipient receives a new copy. These features set digital files apart from other 
digital assets which cannot be replicated, such as crypto-tokens, domain names, 
email accounts, and in-game assets.  

However, we disagree with the Law Commission’s analysis of the 
rivalrousness of digital files, when perceived as virtual objects at the logical layer. 
The Law Commission found that digital files are not “rivalrous by design”, because 
they can be readily replicated. The Law Commission considered whether digital 
files could nonetheless derive rivalrousness from a “collective human agreement” 
on how the files can be accessed and their “functionality within that social ‘system’, 
as maintained by the system rules”. But it concluded that such a “loose collective 

 
19 Consultation, para. 5.58. 
20 Consultation, paras 5.74-5.84. 

Question 4: We provisionally propose that, to fall within our proposed third 
category of personal property, the thing in question must be rivalrous. Do you 
agree? 

Question 7: We provisionally conclude that media files do not satisfy our 
proposed criteria of data objects, and therefore that they fall outside of our 
proposed third category of personal property. Do you agree? 
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human agreement” does not prevent digital files from being replicated. It further 
accepted that each copy is itself a distinct digital file, but argued that “the separate 
copy can only derive its rivalrousness from the physical storage medium on which 
it is recorded”, meaning the file itself is not rivalrous.21 

We submit instead that digital files are excludable by design through access 
controls at the logical layer.22 This typically includes an identity and access 
management (‘IAM’) system, often in the form of user accounts with associated 
privileges and passwords. A person enters their password to identify (or 
‘authenticate’) themselves to the system as an authorised user. The system then 
allows the user to access only those files for which they have access privileges. In 
cybersecurity terms, this is referred to as preserving the ‘confidentiality’ of the 
information stored in a computer system.23 Such logical access controls make 
digital files excludable by design, as opposed to any “loose collective human 
agreement”. What’s more, these access controls operate at the logical layer. They 
do not depend on the rivalrousness of the underlying devices at the physical layer. 
Instead, the underlying devices might be shared among multiple users, as with 
public cloud services.24 For example, imagine Alice writes a letter as a Microsoft 
Word document on a Microsoft-operated public cloud server, using the Microsoft 
365 service (formerly ‘Office 365’).25 In that case, the hardware at the underlying 
physical layer is shared among multiple users, but Microsoft’s access controls 
ensure that only Alice can access her file at the logical layer. As a result, Alice can 
exclude Bob from her digital file using Microsoft’s logical access controls. She need 
not rely on any “loose collective human agreement”. Put differently, Bob cannot 
access Alice’s file merely by deviating from some commonly agreed convention as 
to who can access which files. Instead, he would have to circumvent Microsoft’s 
logical access controls, and doing so deliberately might constitute the offence of 
unauthorised access to computer material.26 Thus, Alice’s exclusive logical control 
is supported both by Microsoft’s technical measures and by criminal law. 

Further, we submit that digital files are rivalrous as to their function, 
because they can be edited. The Law Commission rightly observed that a digital 
file can be readily replicated at the logical layer and that the information it 
contains at the content layer is non-rivalrous. In this respect, digital files are not 
rivalrous: by creating multiple copies of a digital file, multiple people can enjoy its 
content at the same time as recipients of information. Yet a digital file is not 
merely a passive store of information. Users can typically also edit the information 

 
21 Consultation, para. 6.41. 
22 See e.g. Microsoft, “What is access control?”, https://www.microsoft.com/en-
gb/security/business/security-101/what-is-access-control.   
23 See e.g. Microsoft, “What is cybersecurity”, https://support.microsoft.com/en-
gb/topic/what-is-cybersecurity-8b6efd59-41ff-4743-87c8-0850a352a390.   
24 W. Kuan Hon, C. Millard, J. Singh, “Cloud Computing Demystified (Part 1): Technical 
and Commercial Fundamentals”, (2022) 
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=4030064.  
25 Microsoft, https://www.office.com/.  
26 Computer Misuse Act 1990, s. 1. 
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a file contains using the appropriate software. In this respect, digital files are 
rivalrous: multiple persons cannot usefully edit the same digital file as authors of 
information at the same time, because their edits might conflict. In other words, 
when one person edits a digital file, that necessarily prejudices the ability of others 
to edit that file at the same time. Unlike mere access, simultaneous editing can 
lead to conflict. For example, suppose that Alice writes a letter as a Microsoft Word 
document on her laptop. Bob cannot also edit that same document at the same 
time, since that would impede Alice’s ability to write her letter. To prevent Bob 
from editing her letter, Alice can use access controls at both the physical and the 
logical layer. For instance, she can physically withhold her laptop from Bob. But 
even if Bob obtained the laptop, he would not be able to edit her file if Alice put in 
place logical access controls, such as a password required to log into her laptop’s 
OS and/or a password protecting the file itself. Of course, Alice can send Bob a 
copy of the digital file containing the letter, which Bob can store as a new 
document on his PC. Bob can then edit this newly created digital file. Yet each 
digital file is a distinct virtual object – and each file is rivalrous in terms of editing. 

The reality is slightly more complicated than this simple example, since 
modern software does allow multiple persons to collaborate in writing and editing 
a single digital file, as with digital files stored in the cloud. For example, Alice and 
Bob could use Microsoft Word to co-author a document stored in SharePoint. In 
that case, the software manages so-called ‘edit permissions’. It assigns privileges 
to both Alice and Bob’s accounts that allow both to edit the document and ensures 
that the changes the co-authors make do not conflict.27 At the same time, it 
prevents any unauthorised other users from editing the document.28 In other 
words, controls at the logical layer assign privileges to co-authors in order to 
manage conflicts between them. These controls are required because the ability to 
edit digital files is a rivalrous function. In cybersecurity terms, ensuring that only 
authorised users can edit information preserves the ‘integrity’ of the information 
stored on a computer system.29 We would expect most systems for collaborative 
editing to feature similar controls, lest the editing become an unmanageable free-
for-all. For example, Wikipedia allows multiple persons to collaborate and edit an 
online encyclopedia by managing different user, editor, and administrator 
permissions.30  

In sum, we argue that logical access controls mean that a person can 
exclude others from a digital file. This excludability relies on the technical features 
of the computer system, not on any “loose human collective agreement”, nor on the 

 
27 See e.g. Microsoft, “Document collaboration and co-authoring”, 
https://support.microsoft.com/en-gb/office/document-collaboration-and-co-authoring-
ee1509b4-1f6e-401e-b04a-782d26f564a4.  
28 In modern software applications like SharePoint, it is possible to assign some users 
read-only privileges, while others have both read and editing privileges.  
29 See e.g. Microsoft, “What is cybersecurity”, https://support.microsoft.com/en-
gb/topic/what-is-cybersecurity-8b6efd59-41ff-4743-87c8-0850a352a390.   
30 See Wikipedia, “User access levels”, 
https://en.wikipedia.org/wiki/Wikipedia:User_access_levels. 
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rivalrousness of the physical devices. In addition, the function of editing digital 
files means that such files are rivalrous to a degree. 

3.2 DIGITAL FILES CAN BE SUBJECT TO CONTROL 

As argued above, logical access controls mean that a person can exclude others 
from, and so make exclusive use of, a digital file. This suggests that digital files 
could be subject to ‘control’, as defined by the Law Commission.31 Further, it 
suggests digital files might fall within UNIDROIT’s definition of an electronic 
record which is capable of being subject to control. However, the Law Commission 
proposes to use a criterion of ‘rivalrousness’ instead of ‘control’ for defining data 
objects. As a result, there is a risk that digital files would qualify as property in 
legal systems that implement UNIDROIT’s concept of control, but not in England 
and Wales. Such a fragmented approach undermines legal certainty. As the Law 
Commission observed in relation to crypto-tokens: “it is important for the law of 
England and Wales to remain as consistent as possible with international 
developments.”32 We would argue the same in respect of digital files.  

Recognising that digital files are rivalrous to a degree and can be subject to 
control would bring them within the definition of ‘data objects’ and any extended 
tort of conversion. This would provide greater legal certainty for holders of digital 
files and help avoid or resolve related disputes over access to and control over such 
assets. 

• Recommendation 5: We recommend that the Law Commission 
reconsiders its reasoning and conclusions in respect of the rivalrousness 
of digital files. 

• Recommendation 6: We recommend that the Law Commission clarifies 
whether digital files are excludable; whether digital files fall within its 
concept of control; and whether digital files would fall within 
UNIDROIT’s concept of control. 

 
31 Consultation, para. 11.91. 
32 Consultation, paras 13.80, 19.107. 
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4. EMAIL ACCOUNTS, DOMAIN NAMES, AND IN-GAME ASSETS 
EXIST INDEPENDENTLY OF THE LEGAL SYSTEM 

 

 
We agree with the Law Commission’s proposal to require that a digital asset “exist 
independently of the legal system” for it to qualify as a data object that can attract 
property rights. This maintains the conceptual coherence of the categories of 
property law.33 In our view, the fundamental conceptual distinction is not between 
tangibles and intangibles, but between things and rights. On the one hand, a 
tangible object like a laptop is clearly a thing. On the other hand, a contractual 
right to, for example, use another party’s cloud server, is clearly a right. English 
law classifies the former as a thing in possession and the latter as a thing in action. 
The “independent of the legal system” criterion helps differentiate digital assets 
which are virtual things from those which are best categorised as legal rights.  

We also agree that the application of this criterion to a digital asset requires 
a “clear conceptual separation between: (1) a data object itself; and (2) any legal 
relationship to which the data object is […] linked or connected”.34 As the Law 
Commission suggests, a helpful way to apply this criterion is to ask whether the 
object can be created or destroyed “as a matter of fact”, or as a matter of law.35 For 
example, we agree with the Law Commission’s analysis of the independence of 
crypto-tokens: 

“Crypto-tokens exist as a matter of fact. Their functionality depends on the 
rules of the relevant crypto-token system and the continued active operation 
of that system by a network of users, and not on the operation of law. In 
other words, no legal rule can on its own create or destroy a crypto-token — 
no court decision can say that a crypto-token has ceased to exist.”36 

However, we disagree with the Law Commission’s analysis of the independence of 
email accounts, domain names, and in-game assets. Instead, we argue that all 
three exist independently of the legal system.  

 
33 Consultation, paras 4.38, 5.10, 5.36-5.37. 
34 Consultation, paras 5.45-5.47. 
35 Consultation, paras 10.71-10.75. 
36 Consultation, para. 10.71. 

Question 3: We provisionally propose that, to fall within our proposed third 
category of personal property, the thing in question must exist independently 
of persons and independently of the legal system. Do you agree? 
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4.1 EMAIL ACCOUNTS EXIST INDEPENDENTLY OF THE LEGAL SYSTEM 

 
We understand the Law Commission to refer to an email account as a virtual 
object that combines two elements, namely: an email address for directing email 
with a mailbox system for sending and storing emails.37 The Law Commission 
argues that because an email account is typically provided to a user by an email 
service provider under contract, “[a]ny rights available to a customer […] consist 
of a legal relationship between persons”, making it “difficult to conceptualise an 
email account as […] an independent, freestanding thing.”38 We disagree with this 
view for three reasons. First, this view fails to distinguish between (1) the email 
account itself and (2) any legal relationship to which the email account is subject. 
For convenience, most people choose to take an email account ‘as a service’ from 
an email service provider, such as Gmail from Google. In that case, the provider 
manages the email account, providing both the address (e.g. alice@gmail.com) and 
the mailbox system (i.e. the Gmail service). For example, Google ensures that 
Gmail works with the protocols for sending and receiving emails over the internet. 
The relationship between the email user and the provider is subject to a contract 
(also commonly referred to as the ‘terms of service’, or ‘ToS’).39 The ToS spell out 
each party’s rights with respect to the email account. However, that does not make 
the email account itself a legal right. Instead, the user has a contractual right 
(under the ToS) with respect to a virtual object (the email account). 

For an (admittedly imperfect) analogy, imagine that Alice rents a bicycle 
from Bicycle-Co. Although the bicycle is subject to a rental contract, the bicycle 
itself remains a thing in possession. The contract spells out Alice and Bicycle-Co’s 
rights and obligations with respect to the bicycle. For example, Alice gains 
possession of the bicycle, while Bicycle-Co retains ownership. As a result, Alice 
gains a possessory title that is good against third parties. If Bob takes the bicycle 
without permission, Alice is protected by the tort of conversion (which applies to 
possession, as well as to ownership). The same analysis could apply if Alice 
contracts with an email service provider for an email account. The ToS could 
stipulate that Alice will gain a right of exclusive technological control over the 
email account, while the cloud provider retains ownership. If ‘control’ is to function 
as akin to possession for digital assets, then Alice might gain a control-based legal 
title to the email account that is good against third parties. Further, if the tort of 
conversion is extended based on the concept of control, then if Bob fraudulently 

 
37 Consultation, paras 7.5-7.12. 
38 Consultation, paras 7.15-7.19. 
39 The Law Commission refers to this as an end-user licence agreement or ‘EULA’. In 
our experience, this term is not commonly used for email services. See e.g. for Gmail: 
https://policies.google.com/terms or for Microsoft Outlook: https://www.microsoft.com/en-
gb/servicesagreement/.  

Question 10: We provisionally conclude that email accounts do not satisfy 
our proposed criteria of data objects and therefore that they fall outside of our 
proposed third category of personal property. Do you agree? 
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obtained exclusive control of the email account (for instance through a phishing 
attack), Alice would be protected by the tort of conversion. In sum, in case of both 
the bicycle and the email account, the contract governs the use of the thing – it 
does not replace or become the thing. 

The analogy is imperfect since, unlike the bicycle, an email account 
provided ‘as a service’ depends on the continued provision of the provider’s service. 
If the provider’s system fails, the email account and inbox might be destroyed. Yet 
the same applies to crypto-tokens, which depend on the continued provision of a 
crypto-token system. This typically involves a decentralised blockchain ledger 
stored on a network run by a series of nodes. That network might be run on a 
voluntary, non-contractual basis (as with Bitcoin), or it might run on managed 
resources offered under contract by a third-party service provider, as with 
‘Blockchain-as-a-Service’.40 Either way, if the system fails, the ledger might be 
destroyed, along with any record of crypto-token holdings. Importantly, both email 
accounts and crypto-tokens depend on a technological system, not on the legal 
system. It is unclear why the condition of being dependent on the continued 
functioning of a technological system should make email accounts dependent on 
the legal system, or how crypto-tokens differ in this respect.  

Second, although many people take email ‘as a service’, others run their 
own email server.41 For example, if Alice registered the relevant domain name, 
she could run use the address alice@alice.com and run an email server on her PC. 
Although doing so is both technically challenging and time-consuming, it shows 
that an email account can function separately from an email service provider and 
its ToS. In that case, the email account is not subject to a contract and so exists 
independently of the legal system. 

In practice, a variety of set-ups is available in which email users combine 
elements they source themselves with services provided by third parties. For 
example, Alice could use the address alice@alice.com and use free, open-source 
software to run a webmail server deployed on cloud infrastructure.42 In that case, 
the software would be subject to an open-source licence and her use of the cloud 
infrastructure would be subject to a contract with the cloud provider, but the email 
account itself would not be subject to separate ToS. Further, an email user need 
not take an address and a mailbox system as a bundle from the same provider. 
For example, an email service provider might let Alice use an email address based 
on her own domain name (e.g. alice@alice.com), with the provider’s mailbox system 

 
40 See J. Singh and J.D. Michels, “Blockchain as a Service (BaaS): Providers and Trust”, 
2018 IEEE European Symposium on Security and Privacy Workshops (EuroS&PW). 
41 See e.g. Matt Anderson, “One Year of Running My Own Email Server”, (2019), 
https://mattbanderson.com/one-year-of-running-my-own-email-server/ ; Jeremy Evans, 
“Running My Own Email Server” (2019), https://code.jeremyevans.net/2021-07-29-
running-my-own-email-server.html, or Veselin Stoyanov, “Self-hosting a mail server in 
2019”, (2019) https://medium.com/@stoyanov.veseline/self-hosting-a-mail-server-in-2019-
6d29542dadd4.   
42 See e.g. Mail-in-a-Box, https://mailinabox.email/.  
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(e.g. Gmail).43 In that case, Alice’s use of the Gmail mailbox system as a service 
would be subject to Google’s ToS, but her address would not be. Alice could even 
use Gmail merely as an email interface to send and receive emails from a separate 
email address and mailbox system, whether self-hosted or hosted by a third-party 
provider.44 Another possibility is that Alice might register a domain name via an 
email service provider that acts as a reseller for a domain name registrar.45 In 
effect, this is a type of bundling, but the email service and domain name 
registration are separate and might be ‘unbundled’ by Alice at any time. These 
examples demonstrate that something as apparently simple as an individual’s 
email account might, in fact, involve complex supply chains with different services 
subject to different contracts. In any event, regardless of such complexity, it is 
important to distinguish the common practice of fully-integrated email-as-a-
service from the technical features of an email account as a virtual object. To 
return to the bicycle example: whether most people own or rent their bicycles 
should not determine whether a bicycle itself is categorised as a thing or as a 
contractual right. 

What’s more, crypto-tokens can also be subject to contracts that spell out 
terms and conditions of use, similar to the ToS for an email account. For example, 
the Ethereum Genesis Sale was subject to terms and conditions,46 as are some 
non-fungible tokens like the Bored Ape Yacht Club.47 It is unclear why being 
subject to a contract means that email accounts depend on the legal system, but 
crypto-tokens do not. 

Third and finally, no legal rule can on its own create or destroy an email 
account, while no court decision can make an email account cease to exist. For 
example, suppose Alice contracts with Cloud-Co for use of an email account using 
the address alice@cloud-co.com along with Cloud-Co’s cloud-based mailbox service 
Cloud-Mail. Only Cloud-Co can create or destroy that email account by managing 
the Cloud-Mail system. No court can order the email account into existence, such 
that it will receive and store emails. Similarly, once the account exists, no legal 
rule can destroy that email account and stop it from functioning. At most, a court 
can order Cloud-Co to remove the email account, or order Alice to stop using it, or 
Bob to stop sending emails to it. But despite such a court order, the email account 
will continue to function, allowing Alice to send and receive emails, until Cloud-
Co removes the account from its system. In other words, the account can only be 

 
43 See e.g. Google, “Get Custom and More with Google Workspace”, 
https://support.google.com/business/answer/9270657?hl=en-GB.  
44 See Google, “Send emails from a different address or alias”, 
https://support.google.com/mail/answer/22370?hl=en-GB. 
45 See, for example, Google’s collaboration with enom in which Google acts as a reseller 
for a domain name: https://help.enom.com/hc/en-us/articles/115005222367-My-domain-
was-registered-through-Google-workspace. 
46 See Vitalik Buterin, “Launching the Ether Sale” (2014) 
https://blog.ethereum.org/2014/07/22/launching-the-ether-sale, referencing the “Terms 
and Conditions of the Ethereum Genesis Sale”. 
47 See https://boredapeyachtclub.com/#/terms.   
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destroyed by technological means as a matter of fact, not by legal means as a 
matter of law. Of course, a court could destroy Alice’s contractual right to use 
alice@cloud-co.com (for instance, by ruling that the contract is void or has been 
terminated). Yet that would only destroy Alice’s right to use the email account. 
The account itself would continue to function until Cloud-Co removes it from its 
system. In sum, like crypto-tokens, email accounts cannot be created or destroyed 
by legal action.  

4.2 DOMAIN NAMES AND IN-GAME ASSETS EXIST INDEPENDENTLY OF 

THE LEGAL SYSTEM 

 
As with email accounts, no legal action can on its own create or destroy a domain 
name or an in-game asset. At most, a court can destroy a person’s right to use a 
specific domain name or in-game asset. But the actual digital asset can only be 
removed from that person’s control by the subsequent action of the domain name 
registrar or videogame provider. Admittedly, domain names and in-game assets 
differ from email accounts in that a person cannot independently create, control, 
or destroy them. Instead, a person must necessarily interact with a domain name 
registrar or a videogame provider’s system to do so. In the process, the person will 
typically enter into a contract with the domain name registrar or videogame 
provider. Nonetheless, it is unclear why the dependence on a third-party’s 
technological service makes domain names and in-game assets dependent on the 
legal system, even if that service is provided subject to a contract. 

 In contrast, legal action can create or destroy carbon emissions allowances 
under a statutory scheme. Such allowances are a legal right to emit carbon dioxide, 
which is best categorised as a thing in action. A court order or legal rule can 
destroy this legal right directly. For example, a legislator might repeal the carbon 
emissions regulations, or a court might order that a specific carbon emissions 
allowance is invalid. In that case, the right to emit ceases to exist immediately. 
For practical purposes, such allowances are represented on an electronic register 
that tracks who owns which rights. Yet the register functions only as an 
evidentiary record of such allowances, by providing a rebuttable presumption of 
ownership. If the right is destroyed, the associated register entry becomes 
meaningless. For example, imagine that Alice holds a carbon emission allowance, 
which is recorded in her account on the register. A court order then rules that her 
allowance is invalid. Although Alice might still appear to be credited with an 
allowance on the register, legally she no longer has a right to emit. In other words, 
there is no longer a right, only a (false) record of a right. The registrar can 

Question 11: We provisionally conclude that in-game digital assets do not 
satisfy our proposed criteria of data objects and therefore that they fall outside 
of our proposed third category of personal property. Do you agree? 

Question 12: We provisionally conclude that (DNS) domain names do not 
satisfy our proposed criteria of data objects and therefore that they fall outside 
of our proposed third category of personal property. Do you agree? 
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subsequently rectify the register by removing the credit from her account. 
However, Alice’s right was actually destroyed directly by the court order, not by 
the registrar’s subsequent act. Put differently, the carbon emissions allowances 
register records only rights, while a domain name register records rights to things 
(namely the right to a domain name). In our view, property law should distinguish 
between virtual objects that exist independently of the legal system (like email 
accounts, domain names, and in-game assets), and virtual objects that function 
merely as records of legal rights. The former are best categorised as ‘data objects’, 
while the latter are best categorised as things in action. 

Recognising that email accounts, domain names, and in-game assets exist 
independently of the legal system as rivalrous virtual objects would bring them 
within the definition of ‘data objects’ and any extended tort of conversion. This 
would provide greater legal certainty for users of email accounts and domain 
names and for gamers with in-game assets, and help avoid or resolve related 
disputes over access to and control over such assets. 

• Recommendation 7: We recommend that the Law Commission reconsider 
its reasoning and conclusions in respect of whether email accounts, 
domain names, and in-game assets exist independently of the legal 
system. 
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What is your name?
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What is the name of your organisation?

Organisation:
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Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Response on behalf of organisation

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Overview 
 
Insofar as the objective of any reform is to: (1) identify the elements that distinguish cryptocurrencies and NFT’s (and technologies sharing their 
characteristics) from other types of digital assets (in the broadest sense of the word); and (2) allow the market to develop in relation to these specific 
assets, then in our view the report is well-reasoned. We therefore support the proposal. 
 
We feel that the proposed reforms have the potential to bring some additional clarity to an evolving area of the law. The inherent flexibility of English law 
has been sufficient to date to allow commerce to “get by” and develop. However, market participants stand to benefit from additional comfort and 
confidence about how the “data objects” identified in the report would be treated by a Court from a proprietary perspective. 
 
Ground-breaking change or clarification 
 
Although at first glance the idea of a “third category of personal property” seems like a major change to English law concepts which have underpinned 
proprietary rights for hundreds of years, it is not perhaps as material as it seems. The concepts underpinning this new third category are all ones which 
have previously applied to things in action and/or things in possession, and the proposed clarification reflects the fact that the class of digital assets 
identified do not fit neatly into either of those two existing categories. 
 
Accordingly, in our view the proposal is a sensible one which is likely to be clarificatory. It feels like a change which can be reflected in the English legal 
system in a relatively “low impact” way that does not depend either upon: (1) a dispute with the “right” set of facts and arguments being before the Court; 
or (2) depend upon a full statutory intervention and codification. 

894



Limitations of proposed reform 
 
To the extent we have any concerns or observations in relation to this development, they stem from the general point that acknowledging the proprietary 
status of data objects is a welcome, but very limited, step in this area. 
 
We understand the context in which these proposals have been put forward, and that the Law Commission has taken a conscious decision to take a 
limited approach to reform in this area. The reasons behind this incremental and non-interventionist approach are understood. 
 
Equally we do feel that there are issues which would benefit from further consideration in this area. Observations in one particular key area are set out 
below, but at a general level: 
 
a) The proposed reforms focus on a very limited sub-category of the broader class of digital assets. Even if this reform project is only viewed from a 
commercial perspective, there are classes of digital assets which are valuable and which are the subject of commercial activity – for example, in-game 
tokens. Whilst those assets are not completely unregulated from a legal perspective, the legal background will generally be based almost entirely on the 
terms and conditions of the relevant game and consumers may be paying significant amounts of money for assets over which they have no ownership 
rights. Further notes on in-game tokens are included below. 
 
b) The reforms focus only on the proprietary legal aspect of digital assets. We agree that, to a large extent, many other areas of English law are broadly 
sufficient in their current form (or at least are capable of evolution) to deal with presenting legal issues – for example, copyright and intellectual property 
law. However there are other areas in which legal reform would, in our view, be welcome – for example consumer protection concerns arising from 
business to consumer sales of data objects, and the marketplaces on which consumer to consumer sales of digital assets take place. 
 
Availability of Proprietary Rights 
 
If proprietary rights are to be recognised for the types of data objects identified (and there seems to be a broad commercial consensus that they should), 
in our view a key driver will be that digital assets (in their widest sense) are highlighting the difficulties that arise from the current scope of proprietary 
rights and remedies. The proposals suggested will at least bring clarity for the limited class of digital assets comprised in the proposed definition of “data 
objects”. This is only one, albeit very important, example of where proprietary status is relevant in general commercial law and practice. One other critical 
area, which we do not discuss in detail in these responses, is the potential to grant charges or take liens by way of security over digital assets. 
 
The general difficulties with the current approach were raised by Baroness Hale at paragraphs 308 to 317 of OBG Ltd v Allan [2007] UKHL 21 and 
paragraph 27 of Your Response Ltd v Datateam Business Media Ltd [2014] EWCA Civ 281 and show an area that could benefit from more general 
consideration. 
 
In the context of digital assets, the potential availability of proprietary rights depends upon whether a “thing” is categorised as “pure information”, or 
property. This creates an all-or-nothing distinction that applies even where (as we set out further below) the ability to exercise control over certain types 
of digital assets means that they are commonly treated as being owned (whether for commercial or non-commercial reasons) and can arguably therefore 
be treated as property (for example as was the conclusion reached in R v Dixon [2015] NZSC 147). 
 
In a traditional (non-digital) context, that clear distinction between pure information, and proprietary assets, is relatively easy to maintain. For example, 
there is a clear difference between a thought being processed and stored in the human brain as pure information, and that same thought being recorded 
on a piece of paper (which can be treated as property). However, for digital assets the means by which that information is recorded is an intermediate 
state between the (1) intangible pure information; and (2) a tangible medium in which that information is recorded. In a digital context, arguably there is 
no such thing as “pure” information – by definition, information must be recorded somewhere to exist digitally. 
 
Furthermore, the means by which the information is recorded provides a means of controlling access to that information. This may be as effective in 
excluding others from enjoying or accessing that information as recording that information on a piece of paper which only one person has physical 
possession of. 
 
By way of illustration, following the example in Your Response Limited v Datateam Business Media Limited [2014] EWCA Civ 281, control over pure 
information (in this case a database stored on a physical hard drive) could be exercised through denying access to the tangible medium where that 
information was stored (the hard drive), or through not providing (or changing) the password to access the device. 
 
Similarly, the means by which the information is recorded already provides a means for the courts to grant injunctive relief that has proprietary 
characteristics, or which at least show the distinction between “pure information” and the (digital) means by which it is stored. For example, a party who 
takes confidential information may be ordered to deliver this up and irretrievably delete all material from their devices (for example in Arthur J Gallagher 
Services (UK) Ltd and Ors v Alexandre Skriptchenko and Ors [2016] EWHC 603). 
 
This means that there are various hard cases where the use of the term “pure information” obscures the more challenging factors that exist on the facts. 
Combining the examples from paragraphs 3.32 and 3.33 of the Report, there is a difference between: (1) Alice wanting Bob to forget the information she 
told three friends about her idea for a reality television series; and (2) Alice wanting Bob to delete (and return) a file containing the details of that reality 
television series that Alice does not want Bob to have in his possession/control. 
 
Extending the availability of proprietary remedies outside the category of “data objects” is undoubtedly a difficult area for reform, not least because it 
would need to be considered alongside the other legal regimes that protect information. In particular, there are challenges that arise from the way in 
which the rights of the owners (or controllers) of digital assets are affected by the digital asset itself being copyable and/or through the ability to replicate 
the information derived from them. An example of this is the consideration of the ownership of emails at paragraphs 61 to 69 in Fairstar Heavy Transport 
N.V. v Philip Jeffrey Adkins [2012] EWHC 2952 (TCC), particularly once forwarded. 
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It would however be possible to develop categories of legitimate and illegitimate access to, and possession/control over, digital assets, in respect of which
proprietary remedies would be appropriate following the general principles that apply to, for example, tracing and constructive trust claims. This is in the
context of the legal right to exercise control over “digital assets” becoming increasingly valuable and targeted, including through hacks, thefts and data
breaches (and the use of ransomware). It is therefore an area in which proprietary rights and remedies can usefully be developed on a case by case basis,
but which is currently restricted on the current authorities (particularly OBG Ltd v Allan).

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, in light of the objective of your report we support this proposal.

As also set out in our response to question 1, we do however consider that certain personal property rights (or equivalents thereto) should be extended
to digital assets (in their broadest sense) that do not meet this requirement.

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, in light of the objective of your report we support this proposal.

As also set out in our response to question 1, we do however consider that certain personal property rights (or equivalents thereto) should be extended
to digital assets (in their broadest sense) that do not meet this requirement.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

There are advantages and disadvantages to either approach. 
 
In an ideal scenario the reform would be implemented by statute in a way that would provide a convenient reference point for market participants. 
 
At a practical level however, this would no doubt take a significant amount of time to implement and particularly given the pace of change in the 
commercial environment which the changes are designed to address, this could potentially frustrate the benefit of any changes. (These concerns are 
eloquently set out in paragraph 315 of the judgment in OBG Ltd v Allan [2007] UKHL 21, referred to in the Report.) 
 
There is also a more substantive concern that rushed or piecemeal statutory reform could have a negative, rather than positive effect.
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The National Security and Investment Act 2021 (the “NSIA”) is a recent example of how a piece of legislation which is introduced quickly, and which has
legal implications without sufficient implementing detail and structural architecture being in place to support the purpose of the main operative
provisions, can cause problems for professional advisors and commercial activity. 
 
The NSIA received Royal Assent on 29 April 2021. The purpose of the legislation was to enable the government to scrutinise and intervene in acquisitions
and investments for the purposes of protecting national security. 
 
It did not become effective immediately pending a commencement date being announced, but the provisions of the NSIA made it clear that, on the
legislation entering into force, it could catch any transactions which completed after 29 November 2020. So albeit no commencement date had been
formally announced, the NSIA had legal effect in a practical, if not technical, sense. 
 
For a period of time during 2021 this caused real problems in terms of being able to provide reliable advice to clients. The risks of the NSIA applying had
to be raised, but the terms used in the Act to denote what would fall within its scope were relatively generic descriptions which were hard to apply reliably
in practice, and the infrastructure had not yet been put in place to make a notification to the Secretary of State. There was very little advisers could do
other than flag risk, with the potential that this could, if considered sufficiently serious by clients, jeopardise commercial activity which could not
reasonably have been intended to be caught by the scope of the NSIA. 
 
So on balance our view is that statutory reform is not the preferred option. 
 
This does leave open the question of what the appropriate format for any reform should be. There is no straightforward answer to this. 
 
We do not feel that complete non-intervention from the Commission or government, with the courts being left to introduce these concepts into English
law, is desirable. Clearly the common law has a role in developing these concepts in practice, but without any further intervention there are particular
risks that: 
 
a) Development in this area becomes too heavily dependent on the views of individual judges and the quality of legal argument before them in relevant
cases. There is a particular risk that an unfortunate first instance decision could have very negative repercussions, and even if it was overturned on
appeal this could take some time. 
 
b) Common law development also depends on the type of cases which come before the courts, and it is very possible that many of them will be highly
fact dependent, limiting the ability for general development of the law. This again may potentially cause confusion if remarks are made obiter by judges,
and decrease rather than increase certainty. 
 
In our view therefore there should be a clear statement of general principles in this area, and the suggestion made in the Report of “clear, authoritative
legal guidance…. in the form of non-binding guidance from a panel of industry experts, legal practitioners, academics, and judges” is a helpful one. 
 
This should provide sufficient clarity for appropriately caveated professional advice to be provided to clients, and should also act as a clear starting point
for any consideration of these issues in the courts. 
 
Although not having the force of law, this type of guidance can in practice prove extremely useful. Our view is also that this guidance does not have to be
a one-off, and that having some form of infrastructure in place which is flexible enough to issue further guidance as market demands require, but with an
appropriate degree of rigour to ensure general professional and market acceptance, would be desirable. 
 
An example of where this type of approach has been particularly helpful, and without an instrument having the force of law but giving practitioners
sufficient clarity and comfort to be able to effectively advise clients, is the guidance note on arranging virtual execution of documents issued in February
2010 by a joint working party of The Law Society Company Law Committee and The City of London Law Society Company Law and Financial Law
Committees, after being approved by leading counsel (Mark Hapgood QC). This resolved much of the uncertainty around the practice of execution of
deeds and completion of corporate transactions created by the High Court decision in R (on the Application of Mercury Tax Group Limited and another v
HMRC [2008] EWHC 2721 (Admin)). 
 
On a similar note, the 2019 Law Commission report on the Electronic Execution of Documents became a valuable reference tool when in 2020 virtual
execution of documents became commonplace as a result of pandemic restrictions. It was, for example, regularly relied on as support for the proposition
that witnessing of the execution of a Deed signed on a virtual signing platform such as DocuSign was valid, provided that the witness was physically
present (but that witnessing in real time over, say, a Zoom call would not be valid). 
 
If this approach is adopted however we would suggest that the presentation of the proposed reforms is altered. The headline which is circulating of the
“creation of a new category of personal property” sounds like something which most people, including the authors of this response, would instinctively
view as requiring legislative intervention. If however it is presented more as a statement of how existing English legal principles should be applied in an
evolving commercial context, this is far less likely to be controversial.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::
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Consistent with our comments in response to question 1, in light of the objective of your report we support your conclusion.

We do however consider that the challenge of distinguishing between individual copies of media files (which are not rivalrous) and physical objects that
can be easily copied (which are rivalrous) reinforces the argument for expanding certain personal property rights in relation to media files.

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, we consider that media files should be capable of attracting some personal property rights.
Media files can have substantial value and the access to them can be controlled by a person. That person will then be regarded as the owner of that
media file (or the specific version of that media file).

There appears to be an anomaly that proprietary rights can be exercised in respect of any physical medium which contains media files, but that these
rights end once the content is “taken” onto another device. This is despite the Court already granting relief that in substance amounts to these items
being “returned” through delivery up and deletion in certain circumstances where a claim can be founded on the basis of the existing protections for
information.

It would therefore be possible to develop categories of legitimate and illegitimate access to, and possession/control over, media files, in respect of which
proprietary remedies would be appropriate following the general principles that apply to, for example, tracing and constructive trust claims.

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, in light of the objective of your report we support your conclusion.

Yes

Please expand on your answer::

Consistent with our comments in this section, we consider that program files should be capable of attracting some personal property rights where they
have value and the access to them can be controlled by a person who can be regarded as the owner of that program file (or the specific version of that
program file).

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, in light of the objective of your report we support your conclusion.

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, we consider that digital records should be capable of attracting some personal property rights.
Digital records can have substantial value and the access to them can be controlled by a person. That person will then be regarded as the owner of that
digital record (or the specific version of that digital record).

The existence of a special regime of database rights that includes remedies of delivery up and disposal show that relief can in substance be granted to
secure the “return” of digital assets. In addition, Your Response Ltd v Datateam Business Media Ltd [2014] EWCA Civ 281 provides specific examples of
how property rights in respect of digital records would be of value in practice, but where the development of the law in this area was not open to the
Court.

It would therefore be possible to further develop categories of legitimate and illegitimate access to, and possession/control over, digital records, in
respect of which proprietary remedies would be appropriate following the general principles that apply to, for example, tracing and constructive trust
claims.

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

898



Please expand on your answer::

Consistent with our comments in response to question 1, in light of the objective of your report we support your conclusion.

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, we consider that email accounts should be capable of attracting some personal property rights.
The content of an email account can have substantial value and the access to them is controlled. That person will then be regarded as the owner of that
email account and the versions of the emails contained within that account.

We do recognise that there are difficulties about the ownership of the content of emails, and in particular how that can be affected by being sent and
forwarded, as mentioned in Fairstar Heavy Transport N.V. v Philip Jeffrey Adkins, Claranet Limited [2012] EWHC 2952. Nonetheless, the Court already
grants relief that in substance amounts to items being “returned” through delivery up and deletion in certain circumstances where a claim can be
founded on the basis of the existing protection of information. There are however ways in which the legal system could better support the exercise of
control over email accounts.

It would therefore be possible to develop categories of legitimate and illegitimate access to, and possession/control over, email accounts, in respect of
which proprietary remedies would be appropriate following the general principles that apply to, for example, tracing and constructive trust claims.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

In many cases, yes, because an in-game digital asset will often be either non-rivalrous or will constitute a licence or contractual right granted by the game
operator and so will not exist independently of the legal system.

Although it would be possible for a game operator to allow for the purchase of digital assets which fall within the definition (e.g. an NFT) and for that
digital asset to be “usable” within the operator’s proprietary system or environment, that could even be the case if the asset was only practically usable in
the proprietary system as long as the asset was rivalrous and had an independent existence.

Yes

Please expand on your answer::

In the case of a digital asset which is used in-game and is also (for example) an NFT and which otherwise meets the definition of a data object which
attracts personal property rights, we do not see any reason why the fact that the asset can be used in a proprietary game or system should disqualify the
asset from personal property right protection.

In relation to assets falling outside of the definition of data objects, these assets are potentially valuable. There are other proprietary ‘walled gardens’
emerging which are not games as such but which offer a virtual environment in which virtual assets and property can be “owned” in a sense, albeit that
rights will be granted and subject to the terms and conditions of use of the proprietor (so would fall outside of the proposed definition) and subject to
centralised control by that proprietor.

Although outside of the scope of this consultation, our view is that while these assets may not be appropriate for attracting personal property rights, that
is not to say that the current status quo is likely to remain adequate.

In any event, an important feature of in-game digital assets is that they show the value that centralised systems can provide in protecting the value of
digital assets. This then provides participants with additional remedies on which they can rely within the system, and which reduces the need for
remedies to be available under the general law (compared with digital assets where such centralised control does not exist).

Users and purchasers of in-game digital assets (and in other centralised systems) are almost entirely dependent on consumer rights protection (to the
extent it exists) and an ability to enforce those rights vertically against the proprietor of the central system, which may not be practical. Any horizontal
enforcement between other users will potentially depend upon the proprietor maintaining their own dispute resolution and enforcement processes that
will sit alongside the remedies provided by the legal system.

As assets used within proprietary environments become more valuable and there is an increased risk of high value disputes, there may be some benefit
to ensuring that operators offer protection to users in the form of reliable dispute resolution mechanisms and the reversibility of transactions.

If an operator provides a private environment which permits transactions in digital assets between users and those assets have substantial value, it
becomes harder to sustain the proposition that an entirely private parallel legal system should exist for each environment without any oversight,
especially where decision-makers within such a system may not be independent. However, the assessment of these processes could ultimately be left to
the market, where the effectiveness of dispute resolution processes may affect the attractiveness of investing within that environment. For example, one
option for proprietors would be to establish systems that are enforceable by the courts as arbitration decisions. This would then allow real-world
enforcement of in-system decisions.
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Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, in light of the objective of your report, we agree. Domain names do not exist independently of
the legal system and are ultimately rights granted by ICANN and domain name registrars.

Yes

Please expand on your answer::

Consistent with our comments in response to question 1, we consider that domain names should be capable of attracting some personal property rights.
Domain names can have substantial value and the use of them can be controlled by a person, who will be regarded as the owner of that domain name.

In keeping with our comments at question 11 regarding in-game assets and the value of centralised systems, our view is that the current domain name
system is operating well and is subject to effective oversight and regulation via ICANN.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered
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Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::
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Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?
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Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::
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Please share your views below::
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Response to Law Commission Consultation on Data Objects 

Simon Deane-Johns 

4 November 2022 

 

Consultation Questions and Responses 
 
Consultation Question 1. 
20.1 We provisionally propose that the law of England and Wales should recognise a 
third category of personal property. Do you agree? 
Paragraph 4.101 
 

Yes, it would be helpful for English law to recognise one (or more) additional categories of 
personal property. 

 
 
Consultation Question 2. 
20.2 We provisionally propose that, to fall within our proposed third category of 
personal property, the thing in question must be composed of data represented in 
an electronic medium, including in the form of computer code, electronic, digital or 
analogue signals. Do you agree? 
Paragraph 5.21 
 

Yes 
 
Consultation Question 3. 
20.3 We provisionally propose that, to fall within our proposed third category of 
personal property, the thing in question must exist independently of persons and 
independently of the legal system. Do you agree? 
Paragraph 5.41 
 

No. In my view this gateway factor is vulnerable to challenge, which my result in crypto-
tokens falling outside the new category of property.  
 
In my view it is strongly arguable that crypto-tokens are not independent of persons and/or 
the legal system, or at least this is such a relative concept as to create uncertainty.  
 
Independence from persons 
 
All protocols start from a very centralised project team that publishes the protocol and 
related documentation (usually a ‘white paper’) in an attempt to encourage others to adopt 
it, and other persons do so acknowledging, approving or otherwise in reliance on the 
representations made. I do not think one can (or should) overlook that fundamentally 
personalised inception process (particularly as it is the genesis of so many ‘externalities’ 
occupying all stakeholders today). Legislation is also evolving to establish and strengthen 
claims against those involved in the inception process (e.g. MiCA). 
 
We must also not overlook the fact that participants must effectively ‘consent’ to the use of 
a protocol/ledger system; and that the legislative trend is to require that consumer (and 
micro-enterprises) must be give their 'explicit consent’ to, for example, certain types of 
personal data processing under GDPR or receiving certain services (e.g. payment services 
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under the Payment Services Regulations 2017). This constitutes dependence on both 
persons and the legal system. 
 
 
 
Moreover, significant risks arise from the possibility that a protocol might prove to be 
dysfunctional; and the law should not set up any presumption that a crypto-token system is 
“functional” or “successful”. While under English law there is an evidentiary rebuttable 
presumption that computer systems work as they should, this is under question in the wake 
of the devastating Post Office Horizon scandal, where it was economically impracticable for 
sole traders to challenge the operator of the defective system.  
 
I do not think it matters that the protocol and process of issuing tokens and transactions 
become increasingly decentralised, since that process is traceable either to the original 
white paper or subsequent versions and the personalised inception process; and increasing 
scale only heightens the risk to participants and potentially wider society or, say, the 
financial system.  
 
In any event, the original project team and/or financiers may retain certain controls over 
protocol governance; the protocols themselves may impose thresholds or limits (even in 
practical terms, such as computing power required to be a miner) that deliver control of one 
kind or another to certain token-holders. This also undermines their independence from the 
legal system and ‘rivalrousness’ (see 10.103, extracted below). 
 
This is consistent with the Commission’s observations (at 10.14) that: 
 

“…our definition of property as “not a thing at all but a socially approved power-
relationship in respect of (or between a person and) a socially valued asset, thing or 
resource”… We suggest that while this might be true to a certain extent, the law and 
legal systems in fact form an important part of this “social approval” layer [as does 
personal consent].”  

 
References in the Consultation Paper to value judgements about the stated 'intent' behind 
crypto protocols and the ‘cypherpunk’ movement/values (10.45) and “personal sovereignty 
(10.46) also suggests personal association (even where fraud is the objective).  
 

“Property rights are themselves a social (and legal) construct. It is an interesting 
question whether property rights (as opposed to certain functions of instantiated 
data within social-technical systems that mimic the effects of a property right) are 
capable of being detached from the legal system.” (10.47)  
 

I would suggest that, as a matter of public policy, the law should not allow such a 
detachment.  
 
The personal element is also referred to in the passages below: 
 

[While] crypto-tokens exist as a matter of fact. Their functionality depends on the 
rules of the relevant crypto-token system and the continued active operation of that 
system by a network of users… (10.71) 
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Where informed or explicit consent is required in the course of providing related cryptoasset 
services, such as custody or e-money/payment services, it is also possible that the service 
provider will need that consent to cover the crypto-token system, ledger and or protocol; 
and any related ‘white paper’, which itself may be required to be published. As the 
Commission points out: 
 

16.90 It is common practice for custodians operating in conventional securities 
markets to 
include in their services contracts provisions designed to modify implied fiduciary 
duties. These are intended to disclose, and thereby obtain informed consent to, 
conflicts of interest and to the generation and retention of profits, and to obtain 
permission for the relaxation of confidentiality obligations to permit the sharing of 
client 
information with affiliates and other third parties. We anticipate that a similar 
approach 
to controlling and defining the scope of fiduciary duties could also be effectively 
deployed in the context of crypto-token custody relationships. 
 
19.55 Crypto-tokens may also be dealt with by fiduciaries (such as company 
directors) on 
behalf of those to whom they owe their duties. A breach of fiduciary duty typically 
arises in circumstances where the fiduciary abuses their position of trust for their 
own 
advantage and/or places themselves in a position in which their duty conflicts with 
their personal interests, without first obtaining informed consent from their 
principal. 
 

Consent (or the absence of it) also features in cases of theft or fraud: 
 

19.127 The meaning of “fraud” in [the context of Westdeutsche Landesbank 
Girozentrale v Islington LBC] appears to be narrowly defined, applying only to those 
situations in which a defendant commits a “fraudulent appropriation [of property] 
without any legally effective consent from the victim”. It would not, for instance, 
encompass a situation in which the defendant induces the victim to transfer property 
by making a fraudulent misrepresentation. In such a case, although the victim’s 
consent is defective, its presence at the point of transfer means that both legal and 
beneficial title passes on transfer, and a constructive trust would only arise (if at all) 
at the point when the victim exercises their right to rescind. 

 
The fact that crypto-token systems do not operate independently of ‘persons’ is also 
adverted to more generally: 
 

13.128 Nevertheless, we recognise that the crypto-token ecosystem also makes use 
of legal 
relationships that rely on some type of counterparty relationship, custodian, trustee, 
or 
some form of intermediation. 
 
13.129 For example, a customer might have a relationship with a service provider 
(such as a 
crypto-token exchange) under which the crypto-token exchange holds crypto-tokens 

908



 

4 
 

directly. In this situation, depending on the nature of the agreement between the 
customer and the crypto-token exchange, the nature of the legal relationship might 
look more like a traditional banker-customer relationship. Accordingly, payments 
made 
by a crypto-token exchange on the order of a customer might be much more akin to 
an inter-bank payment made by a bank on the order of its customer.  

 
It would also seem appropriate that the tokenisation of a person’s identity should qualify as 
property, yet that would not be the case if the crypto-token were required to be 
independent of the person (4.25). 
 
Independence from the legal system 
 
While DLT may be designed to remove ‘legally accountable intermediaries’ (10.64) or 
‘minimise the reliance on trust’ or ‘remove a trusted third party’ (10.65), this can also be 
seen as a flaw or externality which must be addressed by others. Hence the rise of third 
parties relied upon by participants to verify the provenance of crypto-tokens transactions: 
 

“… many crypto-token custody and custodial exchange service providers routinely 
utilise blockchain transaction history analytics tools to identify and limit the risk of 
them receiving or facilitating transactions in tokens associated with criminal activity 
(eg Elliptic: https://www.elliptic.co/).” Footnote 2040.   
 

Indeed, as the interest in the current consultation suggests, it appears that crypto-token 
systems – whether existing or proposed - need a certain degree of co-operation and 
imprimatur from the legal system to reinforce them and help secure more widespread utility 
and adoption. 
 
This suggests that crypto-token systems are not considered “successful” or reliable merely 
by reference to their protocols or the systems themselves (10.50); and ongoing checks 
suggest that even a crypto-token that computers agree is 'valid' may be worthless for 
reasons not yet discovered or discoverable. 
 
Similarly, the law does not recognise counterfeit bank notes (10.62). Official mints go to 
great lengths to enable holders or those accepting fiat currency notes and coins as payment 
to trust their authenticity and integrity. Fiat currencies have the backing of governments 
whose sovereign creditworthiness is also publicly rated. Should crypto-tokens should only be 
formally recognised as property where such proof of provenance is available (10.68)? 
 
The OECD also suggests that auditing of the code underlying the smart contracts by neutral 
external parties could help address the challenge that non-technical expert users are facing 
when they are required to trust the author of the smart contract on which their transactions 
are executed (https://www.oecd.org/daf/fin/financial-markets/Why-Decentralised-Finance-
DeFi-Matters-and-the-Policy-Implications.pdf) 
 
The Financial Stability Board recommends that regardless of whether cryptoasset activities 
are conducted in decentralised structures or other ways that frustrate the identification of a 
responsible entity or an issuer of the cryptoassets, authorities should adopt or have in place 
a regulatory approach that aims at adequate protection for all relevant parties, including 
consumers and investors, and aims at achieving the same regulatory outcome. Moreover, 
authorities should require that global stablecoin issuance be governed and operated by one 
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or more identifiable and responsible legal entities or individuals. The governance structures 
and accountabilities should have a sound legal basis and be clear, transparent, and disclosed 
to users, investors, and other stakeholders. Authorities should require compliance with rules 
and regulations for effective governance irrespective of the structures of activities and 
technology used to conduct the cryptoasset activities. https://www.fsb.org/wp-
content/uploads/P111022-3.pdf 
 
Finally, the observations as to the potential fragility of rivalrousness also highlight the 
dependence on persons and the legal system (10.101-10.109 and 10.112). 

 
Consultation Question 4. 
20.4 We provisionally propose that, to fall within our proposed third category of 
personal property, the thing in question must be rivalrous. Do you agree? 
Paragraph 5.73 
 

Yes, though perhaps some cryptoassets are not rivalrous e.g. where acting as a record of 
ownership, since multiple parties could be accessing that record simultaneously to 
establish/check ownership, such as in a share or other property register or where a 
cryptoasset is 'staked' for trading? 
 
It seems possible that one token system might be used as a register, while transactions of 
different types occur in relation to those tokens on a range of different token systems (one 
for sales/transfers, another for secured lending, another for derivatives, another for 
securitisation; all of which might legitimately operate simultaneously or in parallel, in the 
same way that real property can be sold subject to a lease, sub-lease and so on).  
 
I would suggest that other forms of information may also be rivalrous, such as information 
to which access is tightly controlled or that is held in, say, a physically separate device; and 
can only be processed on that device. 
 
Aside from ‘hashing’ it is also possible to ‘watermark’ subsequent copies of the original data 
to tell the versions apart. 

 
Consultation Question 5. 
20.5 We provisionally propose that a data object, in general, must be capable of being 
divested on transfer. Do you agree? Please give examples, if any, of when this will 
not be the case. 
 

Yes 
 
20.6 We provisionally propose that divestibility should be regarded as an indicator, or 
general characteristic of data objects, rather than as a gateway criterion. Do you 
agree? 
Paragraph 5.105 
 

Yes 
 
Consultation Question 6. 
20.7 We provisionally propose that: 
(1) the law of England and Wales should explicitly recognise a distinct third 
category of personal property; and 
(2) a thing should be recognised as falling within our proposed third category of 
personal property if: 
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(a) it is composed of data represented in an electronic medium, including 
in the form of computer code, electronic, digital or analogue signals; 
(b) it exists independently of persons and exists independently of the 
legal system; and 
(c) it is rivalrous. 
Do you consider that the most authentic and appropriate way of implementing 
these proposals would be through common law development or statutory reform? 
Paragraph 5.142 
 
 

I think there should be added to the first of the criteria "which is capable of being retrieved 
and is capable of being subject to control".  This does not mean 'legal control' but 
actual/electronic control (i.e. query whether retrievability alone is sufficient to demonstrate 
that control). See also 5.54. 

 
 
Consultation Question 7. 
20.8 We provisionally conclude that media files do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
 

Yes 
 
20.9 Regardless of your answer to the above question, do you think that media files 
should be capable of attracting personal property rights? 
Paragraph 6.52 
 

No 
 
Consultation Question 8. 
20.10 We provisionally conclude that program files do not satisfy our proposed criteria of 
data objects, and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
 

Yes 
 
20.11 Regardless of your answer to the above question, do you think that program files 
should be capable of attracting personal property rights? 
Paragraph 6.62 
 

No 
 
Consultation Question 9. 
20.12 We provisionally conclude that digital records do not satisfy our proposed criteria 
of data objects, and therefore that they fall outside of our proposed third category 
of personal property. Do you agree? 
 

Not necessarily 
 
20.13 Regardless of your answer to the above question, do you think that digital records 
should be capable of attracting personal property rights? 
Paragraph 6.68 
 

Potentially 
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A great deal of data/information does not have a human intellect as its source (3.22), such as 
data emanating from sensors, meters and other gadgets participating in the internet of 
things; trading systems, DNA etc. 
 
Is it true that very large datasets could not be transferred with permanent deletion from 
their original location (3.23)? At any rate, this issue would be resolved if/when a means of 
immediate transfer has been/is invented.  
 
Very large datasets may also be beyond the memory capacity of any persons (3.27). 
 
Access to information can already be limited in pursuit of private (or public) interests (3.36).  
There are highly sensitive corporate and public databases (particularly public health and 
national security); sensitive personal data that cannot be shared; and public 
bodies/governments frequently resist 'Freedom of Information' requests, for example. 

 
 
Consultation Question 10. 
20.14 We provisionally conclude that email accounts do not satisfy our proposed criteria 
of data objects and therefore that they fall outside of our proposed third category 
of personal property. Do you agree? 
 

It seems possible that encrypted accounts in encrypted messaging systems might satisfy the 
requirements for digital objects (referred to in the EU’s Digital Markets Act as “number-
independent interpersonal communication services (or NIICS)”).  

 
20.15 Regardless of your answer to the above question, do you think that email accounts 
should be capable of attracting personal property rights? 
Paragraph 7.31 
 

No 
 
Consultation Question 11. 
20.16 We provisionally conclude that in-game digital assets do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third 
category of personal property. Do you agree? 
 

Yes 
 
20.17 Regardless of your answer to the above question, do you think that in-game digital 
assets should be capable of attracting personal property rights? 
Paragraph 7.59 
 

No. Even if they were to be capable, it would seem likely that the game provider would 
reserve ownership/title to itself. 

 
Consultation Question 12. 
20.18 We provisionally conclude that (DNS) domain names do not satisfy our proposed 
criteria of data objects and therefore that they fall outside of our proposed third 
category of personal property. Do you agree? 
 

Yes. 
 

912



 

8 
 

20.19 Regardless of your answer to the above question, do you think that (DNS) domain 
names should be capable of attracting personal property rights? 
Paragraph 8.26 
 

Only to the extent that these might be regarded as intellectual property, in which case they 
should be treated similarly to trade marks. 

 
Consultation Question 13. 
20.20 We provisionally conclude that Carbon Emissions Allowances do not satisfy our 
proposed criteria of data objects and therefore that they fall outside of our 
proposed third category of personal property. Do you agree? 
Paragraph 9.22 
 

Yes, but these could be tokenised (in the same way as other securities) 
 
 
Consultation Question 14. 
20.21 We provisionally conclude that most VCCs do not satisfy our proposed criteria of 
data objects and therefore that they fall outside of our proposed third category of 
personal property. Do you agree? 
 

Yes, but these could be tokenised (in the same way as other instruments, to the extent they 
qualify as such) 

 
 
20.22 Regardless of your answer to the above question, do you think that VCCs should 
be capable of attracting personal property rights? 
Paragraph 9.45 
 

No 
 
 
Consultation Question 15. 
20.23 We provisionally conclude that crypto-tokens satisfy our proposed criteria of data 
objects and therefore that they fall within our proposed third category of personal 
property. Do you agree? 
Paragraph 10.139 
 

Yes, with the reservations on the gateway requirement for independence from persons and 
the legal system included in answer to Question 3. 
 
There may also be cases where:  
 

• a crypto-token system is being used without the intent to create tokens as ‘property’ 
and/or customers have no expectation of ownership;  

 

• a service provider merely happens to be using DLT for now, and tokens are 
issued/created in the course of providing a service but they are not central to the 
service or customer experience which service provider might decide to deliver using 
a different DLT or non-DLT. 

 
 

Nature of a crypto-token 
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I agree that it is important to recognise the distinction between a crypto-token as the 
“instantiated data structure within a crypto-token system, and any exogenous, linked thing, 
right, or asset” (14.5) , and that “the crypto-token will include an internal dataset as a 
constituent part of the crypto-token” and not the “linked thing” (14.6). 

 
How crypto-tokens are transferred 
 
I also agree that transfers of crypto-tokens “should not be characterised as the transfer of an 
unchanging thing” (12.16), and that “the law should leave room…  for characterising 
particular transaction arrangements as transfers of an identifiable and persistent thing, even 
though the crypto-token itself is modified or extinguished on transfer” (12.54).  
 
But perhaps English law should go further than recognising this ‘on the basis of freedom of 
contract’. Perhaps basic enabling legislation could provide that no transfer of a crypto-token 
shall be deprived of its effect solely on the ground that the crypto-token itself is modified or 
extinguished on transfer and the transfer results in the corresponding causal creation of a 
new, modified or causally-related crypto-token, provided that the corresponding causal 
creation is evidenced, either in meta-data that persists between the original crypto-token 
and the corresponding crypto-token or otherwise in the transfer mechanism (see 12.38, 
12.54-12.60).  
 
In addition, legislation could recognise participants’ ability to use any other methods to 
attribute specific importance to specific crypto-tokens. 
 
In these respects, there would seem to be no difference between the attribution of a crypto-
token as an “NFT” or the link to any other external legal right (even if those other external 
legal rights are themselves fungible).   

 
I also agree that a crypto-token should not be capable of being transferred “without a 
corresponding factual transfer operation that effects a state change” in the ledger (13.132), 
but that participants should be free to agree whether or not the state of the ledger will be 
the definitive record of legal rights or title (13.11), unless the law, regulation or rules specify 
otherwise (in recognition of the concerns of financial or other regulators that there should 
be no separation between the ledger and specific instruments and/or their means of legal 
transfer (13.132, e.g. the Liechtenstein Token Act (14.47-14.53).  
 

 
Consultation Question 16. 
20.24 We provisionally propose that the concept of control is more appropriate for data 
objects than the concept of possession. Do you agree? 
Paragraph 11.111 
 

Yes 
 
 
Consultation Question 17. 
20.25 We provisionally propose that, broadly speaking, the person in control of a data 
object at a particular moment in time should be taken to be the person who is able 
sufficiently: 
(1) to exclude others from the data object; 
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(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a 
passing of, or transfer of, that control to another person, or a divestiture of control); and 
(3) to identify themselves as the person with the abilities specified in (1) to (2) 
above. 
Do you agree? 
Paragraph 11.112 
 

Yes 
 

Consultation Question 18. 
20.26 We provisionally conclude that the concept of control as it applies to data objects 
should be developed through the common law, rather than being codified in 
statute. Do you agree? 
Paragraph 11.128 
 

Yes 
 
 
Consultation Question 19. 
20.27 We provisionally conclude that it would be beneficial for a panel of industry, legal 
and technical experts to provide non-binding guidance on the complex and 
evolving issues relating to control and other issues involving data objects more 
broadly. Do you agree? 
Paragraph 11.133 
 

Yes 
 
 
Consultation Question 20. 
20.28 We provisionally conclude that a transfer operation that effects a state change 
within a crypto-token system will typically involve the replacing, modifying, 
destroying, cancelling, or eliminating of a pre-transfer crypto-token and the 
resulting and corresponding causal creation of a new, modified or causally-related 
crypto-token. Do you agree? 
 

Yes, provided that the corresponding causal creation is evidenced, either in meta-data that 
persists between the original crypto-token and the corresponding crypto-token or otherwise 
in the transfer mechanism (see 12.38, 12.54-12.60). 

 
20.29 We provisionally conclude that this analysis applies in respect of UTXO based, 
Account based and token-standard based (both “fungible” and “non-fungible” 
crypto-token implementations). Do you agree? 
Paragraph 12.61 
 

Yes (as the corresponding causal creation is evidenced within the dataset that constitutes 
the token). 
 

Consultation Question 21. 
20.30 We provisionally conclude that the rules of derivative transfer of title apply to 
crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer 
operation that effects a state change involves the creation of a new, causallyrelated 
thing. Do you agree? 
Paragraph 13.90 
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Yes, I agree with the suggestion in 13.18 that a transfer operation that effects a state change 
should be a necessary but not sufficient condition for transfer of (superior) legal title to a 
crypto-token under the law of England and Wales, meaning that a deed or bill of sale would 
not be enough on its own, and some further derivative instrument would be necessary. (see 
13.19, 13.22 and 13.45-47) 

 
 
Consultation Question 22. 
20.31 We provisionally propose that: 
(1) A special defence of good faith purchaser for value without notice (an 
innocent acquisition rule) should apply to a transfer of a crypto-token by a 
transfer operation that effects a state change. Do you agree? 
(2) An innocent acquisition rule should apply to both “fungible” and “nonfungible” 
technical implementations of crypto-tokens. Do you agree? 
(3) An innocent acquisition rule cannot and should not apply automatically to 
things that are linked to that crypto-token. Do you agree? 
Paragraph 13.91 
 

Yes. I agree with the recommendation at 13.52: 
 
13.52 We think that the best way to avoid any lingering uncertainty as to the application of 
the common law defence of good faith purchaser for value without notice is explicitly 
to recognise its application in relation to transfers of crypto-tokens.1134 We set out our 
arguments in favour of this approach below. We think that this would be a useful 
development for the law of England and Wales. We provisionally propose that the 
common law special defence of good faith purchaser for value without notice, 
currently applicable to money and to negotiable instruments, would also apply to a 
transfer of a crypto-token by a transfer operation that effects a state change. We refer 
to this explicit extension as an “innocent acquisition rule”, as shorthand. We set out 
our reasoning in support of our proposal below, followed by further detail on its 
suggested scope. 

 
 
Consultation Question 23. 
20.32 We provisionally propose that an innocent acquisition rule in respect of transfers of 
crypto-tokens by a transfer operation that effects a state change should be 
implemented by way of legislation, as opposed to common law development. Do 
you agree? 
Paragraph 13.94 
 

Yes, I agree with the following passages in the consultation: 
 
13.65 We consider that it is important to preserve the existing expectation of market 
participants in respect of their dealings with crypto-tokens. We think that there could 
be a perception in the market that either an innocent acquisition rule applies in respect 
of crypto-tokens or that the practical consequences of an innocent acquisition rule 
already apply. On that basis, we think that the inclusion of an explicit innocent 
acquisition rule at law in relation to crypto-tokens would provide certainty on this point. 
 
13.88… our proposed innocent acquisition rule would only apply to cryptotokens 
(the technical implementation) but not to cryptoassets as a whole (being the 
combination of a crypto-token and externally linked rights or things).  
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Consultation Question 24. 
20.33 We provisionally conclude that the rules of derivative transfer of title apply to 
crypto-tokens and that it is possible to separate (superior) legal title from the 
recorded state of the distributed ledger or structured record and/or factual control 
over a crypto-token. Do you agree? 
 

Yes 
 
 
20.34 We provisionally conclude that, over time, the common law is capable of 
developing rules to assist with the legal analysis as to title and/or priority where 
disputes arise between multiple persons that have factual control of a cryptotoken, 
and that statutory reform would not be appropriate for this purpose. We 
consider that those rules will need to be specific to the technical means by which 
such factual circumstances can arise within crypto-token systems or with respect 
to crypto-tokens. Do you agree? 
Paragraph 13.112 
 

Yes 
 
Consultation Question 25. 
20.35 We provisionally conclude that it is not appropriate to treat crypto-tokens as 
analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and 
other related statutes, including the Supply of Goods and Services Act 1982 and 
the Consumer Rights Act 2015. Do you agree? 
Paragraph 13.144 
 

Yes.  
 

However, it would be important to clarify whether a crypto-token:  
 

o would amount to ‘digital content’ under Consumer Rights Act 2015. 
 

o could be the subject of a ‘pawn’ arrangement under the Consumer Credit Act 1974 
(CCA) and whether other CCA reform may be required to support DeFi use-cases.  

 
o Might qualify as an electronic signature, considering:  

 

• Section 7 of the Electronic Communications Act 2000 recognises the validity 
of such an electronic signature by providing that an electronic signature is 
admissible as evidence of authenticity (set out below for convenience). 

 

• Section 61 of the Consumer Credit Act 1974 requires an agreement to be 
signed “in the prescribed form”. The form prescribed at the time was that 
required by The Consumer Credit (Agreements) Regulations 2010 (SI 2010 
No 1014). Regulation 4 governs signing. The only relevant prescription is in 
regulation 4(3)(a) which provides that the signature must be in a space 
indicated in the document for that purpose and dated. Regulation 4(5) 
recognises that a regulated agreement may be concluded electronically and 
that the document may contain “information about the process or means of 
providing, communicating or verifying the signature to be made by the 
debtor.” There is therefore nothing in the Consumer Credit Act 1974 to 
suggest that regulated agreements should not be capable of electronic 
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signature; and no reasons of policy why a signature should not be capable of 
being affixed and communicated electronically to an agreement regulated 
by the Act, just as it can for other documents which are required to be 
signed: Bassano v Toft [2014] EWHC 377 (QB). 

 
 

Electronic Communications Act 2000  
 
7.— Electronic signatures and related certificates. 
(1) In any legal proceedings– 

(a) an electronic signature incorporated into or logically associated 
with a particular 
electronic communication or particular electronic data, and 
(b) the certification by any person of such a signature, 

shall each be admissible in evidence in relation to any question as to the 
authenticity of the communication or data or as to the integrity of the 
communication or data. 
(2) For the purposes of this section an electronic signature is so much of 
anything in electronic form as– 

(a) is incorporated into or otherwise logically associated with any 
electronic communication or electronic data; and 
(b) purports to be used by the individual creating it to sign. 
 

(3) For the purposes of this section an electronic signature incorporated into 
or associated with a particular electronic communication or particular 
electronic data is certified by any person if that person (whether before or 
after the making of the communication) has made a statement confirming 
that– 

(a) the signature, 
(b) a means of producing, communicating or verifying the signature, 
or 
(c) a procedure applied to the signature, 

is (either alone or in combination with other factors) a valid means of 
signing. 
 
Article 5(2) of the Electronic Signatures Directive Directive 1999/93/EC  
 
Member States shall ensure that an electronic signature is not denied legal 
effectiveness and admissibility as evidence in legal proceedings solely on the 
grounds that it is: 
 
- in electronic form, or 
 
- not based upon a qualified certificate, or 
 
- not based upon a qualified certificate issued by an accredited certification-
service-provider, or 
 
- not created by a secure signature-creation device. 

 
Consultation Question 26. 
20.36 We provisionally propose that the law should be clarified to confirm that a transfer 
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operation that effects a state change is a necessary (but not sufficient) condition 
for a legal transfer of a crypto-token. We consider that this state change condition 
is more appropriate than the potentially wider condition of “a change of control”. 
Do you agree? Do you agree that such a clarification would be best achieved by 
common law development rather than statutory reform? 
 

Yes, but by statutory reform that permits equitable transfers where no state change need 
occur. 

 
 
20.37 Accordingly, we provisionally conclude that allowing title to a crypto-token to 
transfer at the time a contract of sale is formed, but where no corresponding state 
change has occurred, would be inappropriate. Do you agree? 
Paragraph 13.145 

Yes, as to a legal transfer, but it would seem necessary to provide for equitable transfers and 
the ability for a transferee to seek an order for completion of a legal transfer and 
corresponding state change. 

 
 
Consultation Question 27. 
20.38 Are there any other types of link between a crypto-token and a thing external to a 
crypto-token system that you commonly encounter or use in practice? 
 

In the NFT environment, it is common for the tokens to link with licences to use certain 
information or images that are the subject of intellectual property rights. 

 
 
20.39 We provisionally conclude that market participants should have the flexibility to 
develop their own legal mechanisms to establish a link between a crypto-token 
and something else — normally a thing external to the crypto-token system. As 
such, we provisionally conclude that no law reform is necessary or desirable 
further to clarify or specify the method of constituting a link between a crypto-token 
and a linked thing or the legal effects of such a link at this time. Do you agree? 
Paragraph 14.114 
 

I agree with the need for flexibility, but there are potential areas of law reform or 
clarification required (see Question 25) 

 
Consultation Question 28. 
20.40 Do you consider that there are any specific legal issues relating to non-fungible 
tokens (“NFTs”) that would require different treatment from other crypto-tokens 
under the law of England and Wales? 
Paragraph 15.74 
 

No – see Question 15 
 
In these respects, there would seem to be no difference between the attribution of a crypto-
token as an “NFT” or the link to any other external legal right (even if those other external 
legal rights are themselves fungible).   

 
Consultation Question 29. 
20.41 We provisionally conclude that it is appropriate to draw a distinction between direct 
custody services (that is, holding crypto-tokens on behalf of or for the account of 
other persons and having capacity to exercise or to coordinate or direct the 
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exercise of factual control in terms of both its positive and negative aspects) and 
custodial or other technology-based services that do not involve a direct custody 
relationship. Do you agree? 
Paragraph 16.41 
 

No, I think there should be either be a custody service/relationship or not; as opposed to 
direct custody relationship and other forms. 

 
Consultation Question 30. 
20.42 We provisionally conclude that, under the law of England and Wales, crypto-token 
custody arrangements could be characterised and structured as trusts, even 
where the underlying entitlements are (i) held on a consolidated unallocated basis 
for the benefit of multiple users, and (ii) potentially even commingled with 
unallocated entitlements held for the benefit of the custodian itself. Do you agree? 
 

Generally, yes, but there would need to be exceptions where the tokens fall within the scope 
of the Electronic Money Regulations 2011 or FCA client money/assets rules (CASS), for 
example, since these may not be ‘trusts’ (as in the case of the e-money safeguarding regime) 
or might be a form of statutory trust. 

 
20.43 We provisionally conclude that the best way of understanding the interests of 
beneficiaries under such trusts are as rights of co-ownership in an equitable 
tenancy in common. Do you agree? 
 

Not in all cases. See Electronic Money Regulations 2011, for example, and there are specific 
rights for customers under the deposit protection scheme. 
 
What happens to tokens in the event of the failure or withdrawal of a crypto-token system? 
 
What happens where tokens are issued on one ledger, but the issuer wishes to move to a 
new ledger or to a non-crypto system (especially where the new/replacement tokens do not 
qualify as a data object? 
 
Should crypto-token systems be interoperable? What happens in the event that the 
Competition and Markets Authority concludes that a ledger or crypto-token system 
constitutes anti-competitive behaviour? 

 
20.44 Do you consider that providers and users of crypto-token custody services would 
benefit from any statutory intervention or other law reform initiative clarifying the 
subject matter certainty requirements for creating a valid trust over commingled, 
unallocated holdings of crypto-tokens? If yes, please explain what clarifications 
you think would assist. 
Paragraph 16.75 
 

Yes, see above examples. 
 
 
Consultation Question 31. 
20.45 We provisionally conclude that a presumption of trust does not currently apply to 
crypto-token custody facilities and should not be introduced as a new interpretive 
principle. Do you agree? 
Paragraph 16.107 
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Consultation Question 32. 
20.46 We provisionally propose that clarification of the scope and application of section 
53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the 
broader adoption of trust law in structuring custody facilities, in relation to cryptotokens 
specifically and/or to other asset classes and holding structures, including 
intermediated investment securities. Do you agree? 
20.47 If you think that clarification of the scope and application of section 53(1)(c) LPA 
1925 would be beneficial, what do you think would be the best way of achieving 
this? Please indicate which (if any) of the models suggested in the consultation 
paper would be appropriate, or otherwise outline any further alternatives that you 
think would be more practically effective and/or workable. 
Paragraph 17.58 
 
 
 
Consultation Question 33. 
20.48 We provisionally propose that legislation should provide for a general pro rata 
shortfall allocation rule in respect of commingled unallocated holdings of cryptotokens 
or crypto-token entitlements in a custodian insolvency. Do you agree? 
Paragraph 17.81 
 

Any such legislation would likely need exceptions in relation to legislation of the kind 
referred to in answer to Question 30 

 
 
Consultation Question 34. 
20.49 We provisionally conclude that extending bailment to crypto-tokens, or the creation 
of an analogous concept based on control, is not necessary at this time. Do you 
agree? 
If not, please provide specific examples of market structures or platforms that 
would benefit from being arranged as bailments, that could not be effectively 
structured using the trust and/or contract frameworks currently available. 
Paragraph 17.103 
 
 
 
Consultation Question 35. 
20.50 We provisionally conclude that crypto-tokens, as objects of personal property 
rights, can be the subject of title transfer collateral arrangements without the need 
for specific law reform to provide for this. Do you agree? 
Paragraph 18.17 
 

It seems likely that law reform would be helpful, for instance in relation to consumer credit 
(see answer to questions 30, 33) 

 
 
Consultation Question 36. 
20.51 We provisionally conclude that non-possessory securities can be satisfactorily 
granted in respect of crypto-tokens without the need for law reform. Do you agree? 
Paragraph 18.26 
 

It seems likely that law reform would be helpful, for instance in relation to consumer credit 
(see answer to questions 30, 33) 
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Consultation Question 37. 
20.52 We provisionally conclude that it is not desirable to make provision for data objects 
to be the subject of possessory securities such as the pledge, or to develop 
analogous security arrangements based on a transfer of control. Do you agree? 
If not, please provide specific examples of market structures or platforms that 
would benefit from the availability of possessory security arrangements, that could 
not be effectively structured using the non-possessory security frameworks 
currently available. 
Paragraph 18.44 
 
 

Pawn arrangements (or other consumer lending arrangements) under the Consumer Credit 
Act 1974 

 
Consultation Question 38. 
20.53 We provisionally conclude that the Financial Collateral Arrangements (No 2) 
Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to 
more formally and comprehensively encompass crypto-token collateral 
arrangements. Do you agree? 
Paragraph 18.47 
 
 
 
Consultation Question 39. 
20.54 We provisionally conclude that it would be beneficial to implement law reform to 
establish a legal framework that better facilitates the entering into, operation, rapid, 
priority enforcement and/or resolution of crypto-token collateral arrangements. Do 
you agree? 
 

Yes 
 
If so, do you have a view on whether it would be more appropriate for any such 
law reform to aim to create: (i) a unified, comprehensive and undifferentiated 
regime for financial collateral arrangements involving both traditional types of 
financial collateral and crypto-tokens; or (ii) a bespoke regime for financial 
collateral arrangements in respect of crypto-tokens? 
Paragraph 18.113 
 

More appropriate to include crypto-token collateral arrangements within existing regimes, 
given the likely link between the tokens and other assets/datasets. 

 
Consultation Question 40. 
20.55 We provisionally conclude that an action to enforce an obligation to “pay” 
nonmonetary 
units such as crypto-tokens would (and should) be characterised as a 
claim for unliquidated damages, unless and until crypto-tokens are generally 
considered to be money (or analogous thereto). Do you agree? 
Paragraph 19.26 
 

Yes 
 
 
Consultation Question 41. 
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20.56 We provisionally conclude that tracing (rather than following) provides the correct 
analysis of the process that should be applied to locate and identify the claimant’s 
property after transfers of crypto-tokens by a transfer operation that effects a state 
change, and that the existing rules on tracing (at equity and common law) can be 
applied to crypto-tokens. Do you agree? 
 

Yes 
 
20.57 Do you consider that the common law on tracing into a mixture requires further 
development or law reform (whether generally or specifically with respect to 
crypto-tokens)? 
Paragraph 19.52 
 
 
 
Consultation Question 42. 
20.58 We provisionally conclude that the following existing legal frameworks can be 
applied to data objects, without the need for statutory law reform (although the 
common law may need to develop on an iterative basis): 
(1) breach of contract; 
(2) vitiating factors; 
(3) following and tracing; 
(4) equitable wrongs; 
(5) proprietary restitutionary claims at law; and 
(6) unjust enrichment. 
Do you agree? 
Paragraph 19.88 
 

Not yet clear 
 
Consultation Question 43. 
20.59 We provisionally conclude that, in relation to the tort of conversion, there are 
arguments in favour of extending conversion (or a conversion-type cause of action 
grounded in control rather than possession) to data objects. Do you agree? 
 

Yes 
 
20.60 We provisionally conclude that the introduction of a special defence of (or 
analogous to) good faith purchaser for value without notice (at law) would limit the 
impact of the application of strict liability for conversion in the context of data 
objects. Do you agree? 
Paragraph 19.123 
 

Yes 
 
Consultation Question 44. 
20.61 We provisionally conclude that existing principles in relation to injunctive relief can 
apply to data objects, without the need for law reform. Do you agree? 
Paragraph 19.148 
 

Not yet clear 
 
Consultation Question 45. 
20.62 Are there any other causes of action or remedies you think may be highly or 
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specifically relevant to data objects but which require law reform? 
Paragraph 19.149 
 

What cause of action would be available where a ledger, protocol or smart contract does not 
work as described in the related white paper, for example? 

 
Consultation Question 46. 
20.63 We provisionally conclude that the existing methods of enforcement of judgments 
(and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you 
agree? 
Paragraph 19.158 
 

Not yet clear, particularly as few defended cases 
 
 
Consultation Question 47. 
20.64 We provisionally conclude that there is an arguable case for law reform to provide 
courts in England and Wales with the discretion to award a remedy (where 
traditionally denominated in money) denominated in certain crypto-tokens in 
appropriate cases. Do you agree? 
 

Not yet clear 
 
20.65 If so, what factors should be relevant to the exercise of this discretion? 
Paragraph 19.168 
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STEP Consultation Response: Digital Assets and personal 

property law 

 

About Us 

STEP is the worldwide professional association for those advising families across 

generations. We help people understand the issues families face in this area and 

promote best practice, professional integrity and education to our members. 

Today we have more than 22,000 members in over 100 countries and over 8,000 

members in the UK. Our membership is drawn from a range of professions, including 

lawyers, accountants and other specialists. Our members help families plan for their 

futures: from drafting a will or advising family businesses, to helping international 

families and protecting vulnerable family members. 

We take a leading role in explaining our members’ views and expertise to 

governments, tax authorities, regulators and the public. We work with governments 

and regulatory authorities to examine the likely impact of any proposed changes, 

providing technical advice and support and responding to consultations. 

Purpose of the Paper 

1. In this paper, STEP responds to the Law Commission’s consultation on its project 

to review the existing personal property law in the UK to ensure that the law is 

capable of accommodating both crypto-tokens and other digital assets in a way 

which will allow the possibilities of this type of technology to flourish.1  

2. Rather than responding to all of the consultation questions, we have focussed 

principally on the key question as to whether English law should recognise a third 

category of personal property and, if so, what principles might be applied in 

determining the boundaries of such category. We also address some important 

additional points which we believe should be considered as well as making some 

more general points. 

Introduction  

3. STEP supports the Law Commission’s initiative to clarify the circumstances in 

which digital assets may attract property rights. As the consultation paper makes 

clear, this is important in ensuring that the UK is seen as dynamic and innovative 

                                                
1 Law Commission Digital Asset project, https://www.lawcom.gov.uk/project/digital-
assets/ 
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in its approach to digital assets and therefore attractive to market participants. It 

will also go a long way to providing certainty in relation to rights and remedies 

available to the holders of digital assets and the way in which the English courts 

will uphold those rights. 

4. The consultation paper notes the importance of creating a consistent and global 

legal framework given that digital assets are, by their nature, global assets which 

are not tied to individual jurisdictions. We agree that this is important and that it 

might perhaps be unwise for the law in England to develop in a way which is 

materially different to the laws in other countries.  

5. In this context, we note that the Law Commission has considered the work of the 

International Institute for the Unification of Private Law (UNIDROIT) Digital Assets 

Private Law Working Group and the Uniform Law Commission’s Uniform 

Commercial Code and Emerging Technologies Committee. Both of these 

organisations use the concept of control in defining those digital assets which 

should attract property rights.  

6. Whilst we understand the reasons explained by the Law Commission for 

preferring the concept of rivalrousness rather than control as a threshold condition 

if, contrary to what we say below, any new third category of property is limited to 

digital assets. However, we wonder whether it would be preferable to adopt the 

concept of control, in the sense used by these bodies, in setting the parameters, 

given its similarity to rivalrousness in this context. 

7. Another general point (referred to in consultation question 19) is the involvement 

of industry experts. Given the complex and fast moving nature of the world of 

digital assets it is in our view very important to include representatives of the 

technology industry throughout the consultation and, if there is to be legislation, in 

the consultation process in respect of that legislation. We would anticipate that 

such industry experts would help to bridge the gap between the way in which 

digital assets are understood by business and industry and how they are viewed 

by the law.  

8. One example of this is non fungible tokens (NFT’s) which are complex in that they 

can serve a number of purposes and can confer rights as well as potentially being 

linked to digital assets (which may or may not themselves attract property rights) 

or to tangible or intangible property. A participant may have control of the NFT but 

may have no ability to access the multiple layers or components that make up the 

NFT. This raises the question as to whether the separate elements which make up 

the NFT should be treated as separate assets or whether everything which is 

linked to the NFT should be treated as a single digital asset. We suggest that 

these sorts of questions will be easier to answer with the involvement of industry 

experts. 
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9. Linked to both of these general points is a separate question about terminology. In 

framing legal concepts, it may well be helpful to use terminology which is 

meaningful to business, industry and market participants and is also consistent 

with terminology which is used internationally. Therefore it might be considered 

whether the term ‘data object’ is appropriate or whether some other term may be 

more suitable. We understand that other jurisdictions have used terms such as 

‘crypto assets’ or ‘smart property’ or ‘crypto tokens’. 

Response 

Proposed new category of personal property (consultation questions 1-6) 

10. STEP agrees that it clearly makes sense for the law to recognise that property 

rights can (and should) attach to things which are neither a ‘thing in action’ nor a 

‘thing in possession’. As the consultation paper points out, the common law has 

started to do this but without framing the principles which should apply in relation 

to such property rights and the things to which they relate. 

11. Given the potential for new things to be created which might be appropriate to 

attract property rights, STEP would be reluctant for the development of the 

concept of property or property rights to be dealt with by statute rather than by the 

development of the common law. Statutory intervention is likely to produce a 

framework which is too rigid and which will be difficult to adapt to future 

innovations which cannot yet be foreseen. Whilst the development of the common 

law is incremental and therefore potentially slow, it is clear that the courts are 

moving in the right direction and it must be expected that the views put forward by 

bodies such as the UK Jurisdiction Taskforce and the Law Commission itself will 

be influential in speeding up the process. 

12. STEP however considers that the principles put forward by the Law Commission 

in relation to their third category of property are, in some respects, too narrowly 

drawn. With the risk being that they exclude assets which arguably should attract 

property rights (such as gaming or metaverse-related assets which can be bought, 

sold or transferred and not all of which will necessarily be a thing in action) and 

assets which have already been found by the courts to attract property rights 

(such as milk quota or carbon credits). The proposed criteria (especially the first 

criteria) may also be difficult to apply, as can be seen by the detailed technical 

analysis of various different assets set out in the consultation paper. It seems 

unlikely that most people (including judges) would be equipped to carry out the 

required analysis. 

13. A simpler alternative might be to accept that property rights will attach to a thing 

even if it is not a thing in possession or a thing in action if it satisfies the Ainsworth 

criteria - which should be interpreted to include the requirement that the thing is 
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what the Law Commission describe as ‘rivalrous’. Essentially, the third category of 

property would be intangible property which is not a thing in action. 

14. In particular, there seems no reason to limit the recognition of property rights to 

things which comprise ‘data represented in an electronic medium’. The purpose of 

this requirement is partly to exclude items which are tangible (things in 

possession) and also to help distinguish them from pure information (although this 

is primarily achieved by the requirement for rivalrousness). 

15. The first objective is however achieved simply by having a category of property 

which is neither a thing in possession nor a thing in action. As the Law 

Commission recognises, the second objective is achieved through the 

requirement for rivalrousness. 

16. The Law Commission also notes that their first proposed requirement is, in effect, 

covered by the Ainsworth criteria (see paragraph 5.19 of the consultation paper). 

17. The requirement that the thing has an existence independent from any particular 

person is also covered by the Ainsworth criteria. 

18. The requirement that the thing must have an existence independent of the legal 

system seems unnecessary. In most cases, where a thing is not independent of 

the legal system but is intangible, it will be a thing in action and so will not fall 

within the third category in any event. However, the effect of the requirement is to 

exclude things which have already been held by the courts to attract property 

rights, such as milk quota and carbon credits, but which have not been 

categorised as being things in possession or things in action. These sorts of 

assets would more naturally fall within the third category of property. 

19. The main purpose of this proposed requirement seems to be to ensure that 

intellectual property rights are excluded. However, intellectual property rights are 

(by statute) a form of personal property and there seems no reason why they 

should not fall within a residual third category of property which is neither a thing 

in action nor a thing in possession. 

20. It is suggested by the Law Commission that assets might be developed which are 

not divestible but which nonetheless should attract property rights. However, it is 

difficult to see why an item which is incapable of being transferred should attract 

property rights as there cannot ever anybody who can enjoy the thing other than 

the person who initially acquires the benefit of it. This should not therefore in our 

view prevent the third category of property being framed by reference to the 

Ainsworth criteria. 

21. It would of course be possible within this third category of personal property to 

have a sub-category comprising what the Law Commission currently refers to as 
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data objects. This might for example be appropriate if it were thought that there 

are specific legal rules or principles which should apply to data objects but which 

would not apply in the same way to other items of property which fall within the 

third category. However, in our view, it would be for the courts to develop any 

such distinctions as and when they are needed. 

The nature of a transfer of digital assets (consultation questions 21-22) 

22. Whilst it may well be that, in a technical sense, the transfer of a crypto-token 

results in the destruction of the existing token and the creation of a new token, 

STEP does not consider that this is how people would generally view the 

transaction. Instead, they would consider that a continuing asset has been 

transferred from one person to another.  

23. The Law Commission takes the position that crypto-tokens do not exist as a thing 

in themselves and only gain their ‘thingness’ within the context of a social 

framework supporting their existence. However it seems more natural to analyse 

their transfer in terms of broader social understanding of what is happening rather 

than getting bogged down in the technical details about changes in the underlying 

code. 

24. It should be noted that this potentially has important tax ramifications. For 

example, if a transfer involves the destruction of one asset and a creation of a new 

asset, even a transfer from one wallet to another wallet held by the same person 

would be a disposal for capital gains tax purposes.  

25. From a common sense perspective, this cannot be the right result. If, as a matter 

of general law, the position were taken that, following a transfer, the asset held by 

the transferee is different to the asset held by the transferor, it may well be that 

legislation will be needed, at least in a tax context, to ensure that, for tax 

purposes, those assets are treated as if they were the same asset. 

Awards in crypto-tokens (consultation question 47) 

26. STEP is surprised by the suggestion that a court should be able to make an award 

denominated in crypto-tokens. This seems very close to ordering specific 

performance which the Law Commission rejects (paragraph 19.22 of the 

consultation paper). Generally, it would seem more appropriate for any claim to be 

for unliquidated damages rather than permitting the court to make an award for 

crypto-tokens.  

 Location of digital assets 

27. Little is said in the consultation paper about the location of digital assets. We note 

that the Law Commission will be undertaking a separate exercise in relation to 
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conflicts of laws which may incorporate this aspect. It is however important to 

understand that location is not relevant only in relation to conflicts of laws and, in 

particular, the question of jurisdiction over disputes.  

28. Location is also relevant to tax liabilities as well as in determining which 

jurisdiction’s succession law will apply to determine succession rights in relation to 

a digital asset. These issues should be factored into any further work on this 

aspect. 
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About you

What is your name?

Name:
Stephan Smoktunowicz

What is the name of your organisation?

Organisation:
Gowling WLG (UK ) LLP

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

I agree that digital assets do not fit neatly into either of the two current categories of personal property and that a third category is needed.

Understanding what the underlying 'property' is in the context of the digital space would provide greater certainty when transacting - for example,
ensuring the correct full description of the underlying digital asset is referenced in a charge/security or other transaction document.

Providing for a specific third category of property would also benefit the wider market in an educational way, because it would promote the need for
more market participants to engage with understanding how digital assets work which could consequentially, create wider economic benefits.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

I agree with the proposals subject to the following observations: 
 
- Footnote 390 as referred to in paragraph 5.14 of the Consultation Paper refers to data as including a 'data structure'.
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- If these characteristics are being proposed as a legal definition, query from an underlying technology perspective whether there is any technical
difference between a data object being 'composed' or 'constructed' - e.g. a single line of data code might be 'composed' or 'written', but is the digital asset
itself both composed and constructed by/within the underlying technology ecosystem? 
 
- i.e. does specific reference to the word 'constructed' need to be included in any legal definition? - e.g. "the thing in question must be composed 'and
constructed' of data represented in an electronic medium……" 
 
This may be important in distinguishing a data object from pure information (e.g. a single line of code) and ensuring that pure information isn't caught
inadvertently within any legal definition.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::

I agree with the comments made in the Consultation Paper and I think it is important that if this is to be a separate third category of personal property,
then to the extent necessary, separate legal principles apply to avoid pollution/contamination of existing legal principles that apply to the existing
categories of personal property.

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

I think this is an essential requirement - for example in a security context, secured creditors need to have some degree of certainty that the use of an
asset by others can be limited in order to both preserve the value of their security and enforce effectively.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

I agree with the comments made in the Consultation Paper.

Yes

Please expand on your answer::

I agree with the comments made in the Consultation Paper.

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

I agree with the comments in paragraph 5.139 that there will need to be targeted statutory intervention where necessary whilst retaining primary 
flexibility for common law development. 
 
I think that a statutory definition of the new third category of property would provide welcome clarity and would also assist practitioners with drafting 
effective definitions in legal documentation. 
 
For example, drafting a "fixed charge over the 'digital assets' of a company" does not necessarily provide any legal certainty over what precise property 
security has actually been taken over - i.e. does it only include the new proposed third category of personal property, or could it also include intangible 
contractual rights too? 
 
This is an important distinction both in (i) protecting the priority of security by appropriate means and (ii) ensuring that secured creditors are confident 
that when taking fixed charges, there are no fixed charge 'pollution risks' which can arise where the secured creditor does not exhibit adequate control 
over all assets within any given class of fixed charge (leading to floating charge re-classification risk in an insolvency and a potential dilutionary 
consequences to security value).
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Adequate digital asset descriptions will also be of key importance in the context of business sales and the constitution of trusts.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with the general conclusions reached in the Consultation Paper.

Yes

Please expand on your answer::

There may be circumstances where a media file should at least in theory, be capable of attracting personal property rights. For example:

- a share certificate executed electronically could be stored in its original pdf form as a media file on a computer;
- a requirement to effect a share transfer in a company's articles may be subject to presentation of the original share certificate and stock transfer form to
the company's registrar;
- the original electronic media file share certificate would then need to be presented to the registrar if the shares were to be transferred.

I say 'in theory', because there are practical reasons why that may not work in practice - for example, if the 'original' share certificate is stored on a
computer hard drive, then the only way of delivering the 'original' to the registrar appears to be by delivering up the hard drive itself. Otherwise, e-mailing
a version of the media file to the registrar could be challengeable on the basis that it is a copy and not the original. In practice, paper share certificates are
often still relied upon, particularly in a secured lending context in order to mitigate 'copying' risk.

With the risk of media files being copied and falling into the wrong hands, my personal view is that a system similar to the Electronic Trade Documents Bill
(i.e. a reliable system where control can be exhibited over an electronic share certificate by the shareholder (or chargeholder where the shares are
charged) would help to overcome the hesitations in the market around any wholesale shift to electronic share certificates.

(Please also see the discussions on this topic in the Journal of International Banking & Financial Law articles: (i) Where's my share certificate? Taking
security in an electronic world - (2021) 9 JIBFL 622 and (ii) Taking security over certificated shares in private companies - (2022) 10 JIBFL 658)

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Yes

Please expand on your answer::

Query whether there might be any circumstances in which a program file is personalised to an individual/company so as to give the individual/company
exclusive use and ownership in connection with a specific bespoke purpose and whether for all arrangements of that type, only a licence would arise? I
agree with the comments in para 6.60 that we may see arrangements developing where a data object is linked to program file connected matters.

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

No

Please expand on your answer::

Not to the extent that a digital record is purely a record of information. However, there may be circumstances where access to a database is
controlled/linked via access to a data object - for example to facilitate a more secure sale and purchase of a business and underlying customer records.

Chapter 7: Email accounts and certain in-game digital assets
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Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

No

Please expand on your answer::

An email account is the medium through which information can be transmitted/stored.

To the extent that an email account facilitates the sending/delivery of an email which constitutes a contract under English contract law principles, then the
email is a separate piece of digital information to the account itself and access to the email (i.e. the record of contractual terms under which contractual
rights may arise) would usually be subject to the service provider's terms.

The same can be said of a PDF final version of a contract and the PDF of the signed signature page attached to & sent via email under the 'Mercury'
signing principles set out in the Law Society's 2010 guidance on Execution of documents by virtual means.

Whilst there may be the risk that documents/contracts get 'stuck' in the email system and delay completion of a transaction, even if an email account did
attract personal property rights, mere access to the internal proprietary workings of an email account would be pretty useless in reality if the person with
those rights doesn't understand how to get the emails unstuck on the system itself! Even if they did, there are practical reasons why the e-mail account
provider wouldn't want individual account holders trying to access the workings of the underlying account and email ecosystem.

In practice other means of completion (wet ink/courier/fax/signing platform etc) create workarounds which absolve the need to have personal property
rights over email accounts and other legal remedies exist which would deal with loss of access rights more generally (which may be due to matters
outside the email account provider's control in any event).

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree in general, but I don't rule out the possibility that they might fall inside scope for the reasons given in my next response.

Yes

Please expand on your answer::

Yes, as there may be circumstances where something akin to personal property is created and awarded to players which may be transferable to other 
people. By way of hypothetical example: 
 
- In the physical as opposed to digital world, participation in a game might be subject to a particular ecosystem's rules (e.g. the Professional Golfers' 
Association (PGA)) under which a player may obtain a personal property right in something through participation in tournaments of that sporting 
ecosystem (e.g. a golfer winning a car for a hole in one). 
 
- Whilst terms and conditions may govern the relationship between the PGA and each golfer's participation in a tournament, it is only through actual 
participation at an event that the hole in one can be obtained, the car won and therefore, the personal property right in the car acquired. Once acquired, 
the car would be the golfer's property subject to, for example, any terms and conditions of the tournament and any other legal or equitable interests. The 
golfer would be able to use the car subject to traffic laws and other laws governing car ownership and use. 
 
- In a digital game, whilst the terms of participation/access or licence may govern a player's participation in a game, it seems possible (at least in theory) 
that a game might award a player (Player 1) an award represented in token form for reaching a certain stage in that game (for example reaching level 10 
on a space invaders game). If the player logs out of the game, the token might have to be presented in order to resume at level 11 (otherwise Player 1 has 
to start again at level 1). Or alternatively, the game may allow that token to be used to allow access to something else (either inside or outside the game's 
digital ecosystem) which the player can keep. 
 
- As with the golfer winning the car, the token is only granted through participation in the game - in this case by getting to level 10. And as with the golfer, 
the award of the token would be subject to the rules of the game's ecosystem. 
 
- However, if the terms of participation/access to the game allow Player 1 to trade that token freely, i.e. transfer/sell it to another player (Player 2) so that 
Player 2 can present that token to the digital game's ecosystem and start the game at level 11 (rather than level 1), then that token may arguably be a 
personal property right. 
 
- The rules of the game might for example, allow for those tokens to be stored in personal wallets and sold by players, with the participant obtaining 
100% of the proceeds, but then having to pay the game provider a commission on sale value.
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- Whilst as a matter of construction the overall contractual arrangement between the game provider, Player 1 and Player 2 may prove to be a licence, the
actual arrangement would need to be examined closely, particularly if there is any possibility that the proposed new third class of personal property
might inadvertently be created as a result of participation in the game. 
 
In reality, this type of product may be a complete turkey, but similar constructs may occur in the digital space which would need to be examined on a case
by case basis, even if current market norms are to structure digital games purely as licence type arrangements.

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Yes

Please expand on your answer::

I agree with the possibilities set out in para 8.25 of the Consultation Paper.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with general comments made in the Consultation Paper.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with general comments made in the Consultation Paper.

Yes

Please expand on your answer::

Yes, on the basis of the comments made in para 9.44 of the Consultation Paper.

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper .

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::
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I agree with the general comments made in the Consultation Paper. In particular because mere knowledge of data that constitutes any given data object
may not on its own facilitate the ability to access and deal with that object.

In addition, because data objects are essentially 'intangible' in nature, concepts of control that already exist in relation to intangible personal property
rights, for example, the ability to block payments out of a bank deposit account when charged through electronic means rather than via a 'physical lock
and key', feel like a better fit.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

I agree with general comments made in the Consultation Paper.

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

This would also mirror the approach to other legal developments relating to the concept of 'control'. For example, whether a secured creditor exhibits
sufficient control via a fixed charge over an asset so as to avoid reclassification risk as a floating charge in an insolvency scenario, which has developed
through case law (e.g. in Re Spectrum plus).

In any event, statutory tests are prone to coming under further scrutiny in the courts (for example as to whether a subjective or objective test applies and
on what basis), which could make things more complex than necessary.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::

From a practical perspective, cross industry led expert non-binding guidance typically provides a very thorough assessment of the issues and grey areas
at play, which then allows practitioners and market participants to make more reasoned and informed commercial decisions from. It would also help to
identify any specific areas that might require specific reform or additional legislation.

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

Yes, based on the explanations given in the Consultation Paper.

In a sense, 'modification' is similar to the transfer of a car upon immediate receipt of which the buyer paints its initials on the driver's door to stamp its
own mark on it - the car is modified by the new paint, but the underlying asset otherwise bears the same resemblance. The 'modified' digital asset takes
on a new 'hue' within the digital ecosystem it inhabits, based on the interactions which form the basis of the 'transfer'.

Yes

Please expand on your answer::

I agree based on the explanations given in the Consultation Paper.

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a 
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
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agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper and feel that it is important that existing well embedded legal principles apply here to
provide some degree of protection to market participants.

Yes

Please expand on your answer::

I agree with the general comments in the Consultation Paper.

Yes

Please expand on your answer::

Legal principles that affect the underlying linked 'thing' would need to be assessed with regard to legal principles that relate to that thing and the exact
legal and factual context of the 'link' in question, which may require detailed analysis depending on the actual context.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

I agree that a legislative approach would be preferable, in particular to ensure that it doesn't operate in a way that automatically treats things linked to a
crypto-token in the same way.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper in particular that factual control will play a key part in analysing title or priority.

Yes

Please expand on your answer::

I agree and going back to theme of fixed charge security and assessing adequate control mentioned in my previous comments, the courts already have a
history of successfully analysing and providing judicial guidance on an incremental basis in relation to specific asset classes (e.g. Re Spectrum plus and
book debts).

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?
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Yes

Please expand on your answer::

I agree that the state change condition is more appropriate and presumably for a 'transferee' to acquire control in circumstances where there was a state
change, the state change would have to happen first in order for the 'change in control' to occur in any event.

Yes

Please expand on your answer::

I don't see any reason why the common law couldn't develop existing principles.

Yes

Please expand on your answer::

Just as with other assets, 'perfection of title' principles should apply where crypto-tokens are sold under sale and purchase contracts in order to deal with
the effective vesting of legal title in the purchaser.

This mirrors existing principles, for example where contracts are sold under business sale agreements. For the purchaser to 'take over' a contract,
novation is required for it to assume rights and obligations against the other existing counterparty/counterparties. Otherwise, legal fallback mechanics in
the sale and purchase contract (e.g. trust mechanics and turnover of contract proceeds) are needed to cover non-vesting exposure.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

I haven't encountered anything in practice.

Yes

Please expand on your answer::

Yes in principle, although I wonder if there may be instances where more precise rules may be needed. For example:

- It may be conceivable (at least in theory) that in a receivables finance context, the assignment of a debt to the financier by its customer and the
financier's rights under that assignment could be represented via a crypto-token;

- If the digital eco-system in which that crypto-token was created was linked to, or sat within, the eco-system in which invoices were issued by the
customer to its debtor and each underlying debt was represented via a crypto-token, then it is conceivable that evidence or 'notice' of the assignment of
the debt to the financier could be recorded within that same overall digital eco-system, so that the debtor receives/has access to a form of notice of
assignment;

- However, there would then be the interplay between the 'on grid' electronic notice and the rules on giving statutory notice of assignment under section
136 Law of Property Act 1925 (LPA) which would still allow notice to be given outside the digital eco-system 'off grid' (e.g. by post);

- There is also the question of when notice is deemed to be received if effected by a blockchain/digital ecosystem mechanism - is it when the
representation of the notice is constructed by data on a blockchain in non-natural language code form, or when it is delivered to the debtor's web-based
portal where the notice can be read in natural language form (e.g. in English), or something else?

-Query whether that would then create legal uncertainty for assignees from a priority perspective regarding the existence of other competing off-grid
assignments (or competing on-grid assignments where notice of assignment is served off-grid) and whether purporting to carve out the ability to effect
legal assignments off grid in the contract terms between the financier's customer and debtor would be effective.

- Of course, this all assumes that effecting an equitable and then legal assignment under section 136 LPA 'on grid' works legally in the first place.

- The ability to create an immutable record of assignments on grid could have several benefits, but those benefits may potentially be outweighed if the
ability to perfect an equitable assignment can be performed both by physical and crypto-means.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

No, albeit monitoring the development of this technology by way of the cross-industry panel of experts mentioned in Q 19 would be really welcomed.
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Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Yes, as the rights/obligations arising under each system will be fact dependent.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

I agree with the general comments made in the Consultation Paper.

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

No

Please share your views below::

I agree that sufficient flexibility exists already and that this could be developed under the common law to the extent necessary.

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

Freedom to contract on terms agreed between the parties should be retained. There may be policy reasons where this develops to protect certain classes
of beneficiaries.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Please share your views below::

Yes - option 2(a) in the Consultation Paper.

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.
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Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

Existing contractual and legal transactional structures are a better way of creating legal certainty. Where the nature of 'holding' an asset is voluntary in a
digital space, then it would seem to make more sense to say on what terms that volunteering would take place, when it starts and when it ends, in order
to provide more certainty for parties.

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

As with non-possessory security over intangible assets (e.g., book debts) the common law could develop to the extent necessary to deal with any fixed
charge re-characterisation risk issues and questions of sufficient control.

However, in the absence of statutory guidance, views from the expert panel mentioned in Question 19 would be welcomed - i.e., providing more of a feel
for the key factors that would effectively create adequate fixed charge controls in the crypto space. In turn, that would provide a useful foundation upon
which secured creditors and their advisers could make sensible assessments of how to mitigate fixed charge re-characterisation risk when navigating
their way across this relatively new space.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

It doesn't feel like it would create any better form of security in practical terms, on the basis that if pledged, the pledgee still has to adhere to the rules of
the underlying crypto-eco system.

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

I agree and have the same concerns as highlighted at paragraph 18.46 around the current ambiguities of FCARs.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

I agree with the provisional conclusions that it would be beneficial to establish a legal framework. This could help to address the ambiguities in the
existing FCARs regime and would allow a more detailed examination of the issues.
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Please share your views below::

I feel that it would be more appropriate to update/amend the existing law clarifying the existing ambiguities in the FCARs regime to provide a stronger
framework from which the regime for crypto-tokens could then diverge to the extent necessary.

One area of the FCARs regime that often creates debate (and wastes time) in practice is whether or not security financial collateral arrangements need to
be registered at Companies House or whether they fall full square with the exception contained in section 859A(6)(c) Companies Act 2006.

The commentary at para 3.19 in Lingard's Bank Security Documents concludes:

"The boundaries of the Regulations' scope remain far from obvious. A lender's best course of conduct in general commercial lending transactions is
therefore quite clear: the Regulations should not be relied upon to avoid registration of charges in all but the clearest examples of specific fixed security
over assets clearly constituting financial collateral. Even in such instances, the better approach (consistent with generally accepted practice under the
former registration regime) is to present the charge and statement of particulars for registration within the requisite time period in any event. The
Regulations should preferably only be availed of in this respect in clear cases involving market standard form documents implementing financial market
trading transactions. This is, after all, what the Directive upon which the Regulations are based was itself originally aimed at."

Clarification via any future law reform projects would be greatly welcomed.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Please share your views below::

I think this may benefit from further specific consultation/reform.

Ultimately, if clear data trails can be traced within any given crypto ecosystem which factually determine how assets are created, modified, extinguished,
re-created and mixed, it feels conceptually possible that effective tracing could be made into any mixture.

Specific reform would provide the opportunity to examine this in more detail and establish potential practical issues that tracing raises in the crypto
space. Thinking aloud, there may be other considerations in a tracing context that arise when considering the link between data objects and other types
of property which may also merit examination.

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.
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Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

The remedy of appropriation in relation to security financial collateral arrangements where the collateral consists of crypto-tokens. Under regulation
18(1) of The Financial Collateral Arrangements (No.2) Regulations 2003 (Regs), where a collateral-taker exercises a power contained in a security financial
collateral arrangement to appropriate the financial collateral, the collateral-taker must value the financial collateral in accordance with the terms of the
arrangement and in any event in a commercially reasonable manner.

Regulation 18(2) of the Regs provides:

"Where a collateral-taker exercises such a power and the value of the financial collateral appropriated differs from the amount of the relevant financial
obligations, then as the case may be, either—

(a) the collateral-taker must account to the collateral-provider for the amount by which the value of the financial collateral exceeds the relevant financial
obligations; or

(b) the collateral-provider will remain liable to the collateral-taker for any amount whereby the value of the financial collateral is less than the relevant
financial obligations."

Given there is little case law on this statutory remedy and that crypto-tokens may quickly fluctuate in value as opposed to shares which may have a more
stable value for appropriation valuation purposes, further clarity over (i) what valuation in a 'commercially reasonable manner' means and (ii) whether
there should be any other defined parameters around how that is done, in the context of crypto tokens may be welcomed.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

I agree with the general comments made in the Consultation Paper.

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

The analogy made in the Consultation Paper to an award for damages made in gold bars at para 19.161 is an interesting one, in that gold bars/coins may
have varying amounts of pure gold in them, typically denoted by a 'fineness' grade (eg. .999). So if the courts were to assess damages in gold, they may
need to take that into account when awarding any given quantity of gold.

Query whether in the digital eco-system similar considerations might come into play when considering awarding damages in crypto-tokens - i.e. how
much of a consideration might like for likeness be in awarding such a remedy and exercising such a discretion? Also, is there anything in the potential
utility of any given crypto-token when used in any particular context/digital environment which would merit a greater examination of underlying value
when making any such assessment?

Please share your views below::

Please see the answer above.

942



N A T A S H A  B L Y C H A  &  J A M E S  M Y I N T 2 1  N O V E M B E R  2 0 2 2

UK Law Commission: Digital Assets
Consultation Paper 2022

943



 

 

 

944



 

 

 

 

 

 

945



 

- 

 

946



 

- 

- 

- 

 

 

947

https://stirlingandrose.com/whats-next-for-crypto-regulation/


 
948



 

 

 

 

949



 

 

- 

 

 

950



 

- 

951



 

 
6 

 

952



 
953



 

- 

- 

- 

- 

- 

954



 
955



 
956



 

- 

- 

957



 
958



 
959



 

- 

- 

960



 

- 

- 

961



 

 

 

 

 

962



 

 

 

963



 
964



LSE LAW  POLICY BRIEFING SERIES

iS
to

ck

POLICY BRIEFING 50 OCTOBER 2022
Tatiana Cutts
Associate Professor at Melbourne Law School

Assets Represented By 
Computer Code:
Response To “Digital Assets: Law 
Commission Consultation Paper 256”

Law
School

Electronic copy available at: https://ssrn.com/abstract=4259516

965



L S E L AW  P O L I C Y B R I E F I N G S E R I E S 2

Assets Represented By 
Computer Code:
Response To “Digital Assets: Law 
Commission Consultation Paper 256”

INTRODUCTION
It is widely recognised that digital commerce 
has placed a strain on principles of private law 
and that legal certainty is much needed. Basic 
questions remain unanswered: is there a form of 
legal “ownership” over digital assets? If so, what 
is the nature and scope of that protection? Which 
assets does it cover?

In March 2020, the Law Commission of England and 
Wales was asked to consider how the law might be 
developed to accommodate digital assets. The “Digital 
Assets” project has progressed through multiple 
stages, with different outputs – a call for evidence, 
an interim update, and now a consultation paper – 
as part of the Law Commission’s engagement with 
stakeholders and experts. Consultation Paper 256, 
published in July 2022, identifies “several key areas 
that require law reform, to recognise and protect the 
rights of users and maximise the potential of digital 
assets”,1 and a comprehensive set of proposals in 
pursuit of that goal. 

I have been fortunate to contribute to this work as 
part of a small advisory group. In two prior policy 
briefs published within this series, I set out the case 
for developing the law to accommodate digital assets 
writ large, rather than limiting the focus of law reform 
to so-called “cryptoassets"2. I argued that we should 
extend property protection only to “rivalrous” assets 
– those which can be identified by the fact that “use 
or consumption by one person, or a specific group of 
persons, inhibits use or consumption by others”.3 
 I argued that property protection should be provided 
only to assets that have an existence other than as mere 
“creatures of the law”, 4 and I made a case for protecting 
innocent purchasers through specific statutory 
provisions.5 These recommendations are reflected in the 
proposals made by Consultation Paper 256.

My comments here focus on some of the core 
elements of Consultation Paper 256: the Law 
Commission’s choice of the label “data objects” to 
define the class of protected asset, and the associated 
focus on data “represented in an electronic medium”;6 
application of the Law Commission’s recommended 
test to certain asset-types, such as domain names, 
carbon credits, and in-game assets; the case for 
statutory development, which is linked to the case for 
providing additional protection to those who purchase 
assets innocently; and the application of common 
law principles to digital assets. In considering these 
proposals, I draw on my research into digital assets,7 
principles of tracing and claiming,8 and the law of 
unjust enrichment.9

1 https://www.lawcom.gov.uk/project/digital-assets/ (last accessed 13th October 2022).
2 T Cutts, “Crypto-Property? Response to Public Consultation by the UK Jurisdiction Taskforce of the LawTech Delivery Panel” (June 2019) LSE Policy Briefing 36.
3 T Cutts, “Possessable Digital Assets: Response to the Electronic Trade Documents Law Commission Consultation Paper No 254 and Call for Evidence on 

Digital Assets 2021” (2021) LSE Law Policy Briefing Paper no.47
4 T Cutts, “Possessable Digital Assets” n3.
5 T Cutts, “Crypto-Property?” n2.
6 “Digital Assets”, Law Commission Consultation Paper 256 [5.10].
7 T Cutts, “Possessable Digital Assets” n3 and T Cutts, “Crypto-Property?” n2.
8 Tatiana Cutts, “Tracing, Value and Transactions” (2016) 79 Modern Law Review 381–405; Tatiana Cutts, “Dummy Asset Tracing”, Law Quarterly Review (2019) 

135, 140–165.
9 Tatiana Cutts, “Modern Money Had and Received” (2018) 38 Oxford Journal of Legal Studies 1–25.
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Data Objects

Consultation Question 2

We provisionally propose that, to fall within our 
proposed third category of personal property, 
the thing in question must be composed of data 
represented in an electronic medium, including in 
the form of computer code, electronic, digital or 
analogue signals. Do you agree?

Answer

I propose that, to fall within the proposed third 
category of personal property, the thing in 
question must be “represented by computer code”

The Law Commission proposes that there should 
be, perhaps already is, a “third category of personal 
property”.10 The labels “chose in action” and “chose 
in possession” that define the existing categories are 
confusing, and invite a range of different conclusions 
about the appropriate consequences of having and 
holding assets that fall into these categories. The Law 
Commission proposes that we should afford property 
protection to assets that do not fit neatly within the 
traditional boundaries of either category. I agree that 
this is apposite. The question, then, concerns the 
appropriate nature and scope of that protection. 

The Law Commission begins with the observation, 
which I think correct, that our focus in developing 
principles of property ought to be upon legal rather 
than “physical” or “factual” states. The law may identify 
certain clusters of phenomena as things, and tell us 
when those things cease to exist for specific legal 
purposes, or alter in legal form. As the authors put it, 
“the exercise of judgement as to what a legal thing/
object of property is, and when a legal thing/object of 
property arises, is a matter of law, not fact”.11

The authors then observe that we still need to settle 
on some “representation” of an asset through which its 
attributes can be identified intelligibly. This allows us 
to mediate facts about the world through a legal lens, 
underpinning our conclusions about when a particular 
legal thing arises and what the consequences of 
that conclusion are in law. This is not to suggest that 
this representation is the relevant asset; rather, the 
representation is the way of identifying those facts 
which have relevance for a particular legal conclusion. 

Nevertheless, the Law Commission chooses to focus 
on the “electronic” or “digital” implications of holding 
or dealing with “data objects”.12 These descriptions 
point to physical states (in the case of digital objects, 
the “0” or “1” states on a computer hard drive), rather 
than the way in which “data objects” are represented 
and communicated to those who deal with them. 
This focus on physical states invites the conclusion 
that there may well be things that are represented 
electronically or through “analogue data”, but which do 
not have a coded manifestation, that we would wish to 
capture within principles of property. 

I find this step less persuasive, and think it may risk 
undermining the distinctions so carefully crafted in the 
first part of Consultation Paper 256. If we’re looking 
for the representation of legal assets, we should be 
looking at how the characteristics of those assets 
are described and communicated by individuals 
operating within the systems that we use to deal with 
them, rather than at the physical changes that those 
characteristics may cause. To my mind, it is the code 
that “represents” the assets with which we deal in the 
digital realm, rather than the values of certain physical 
states that running the code may precipitate at any 
given moment. I do not agree that there are or may 
in the future be non-coded electronic or analogue 
signals that should be encompassed within this set of 
recommendations; to the contrary, it is my view that 
the attempt to extend the focus of this body of work 
in this way involves a distortion of the core focus and 
ambitions. 

10 Law Commission Consultation Paper 256 n6 [5.3]ff.
11 ibid [2.29].
12 ibid [5.14]ff.
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I remain of the view of that “data” is not the best choice 
of terminological focus for the object of property. It 
carries the wider implication of “information”;13 
 as the authors note, the definition as it stands is wide 
enough to include “symbols that are not represented 
in bit format”,14  which is broad indeed. Moreover, I 
think it simply does not capture the essence of the 
Law Commission’s goal – to describe assets that 
are represented in a specific form, which have thus 
far fallen outside the scope of legal protection. The 
asset is not the data. Rather, the asset is the legal 
object – the legal consequences that we attach to the 
downstream effects of telling a computer to behave in 
a particular way, manifested in code.

I propose that, to fall within the proposed third 
category of personal property, the thing in question 
must be “represented by computer code”, simpliciter. 
This definition is, if it needs to be, broad enough to 
capture qubits. The requirement for the asset to be 
rivalrous then does the work necessary to narrow the 
category of personal property to assets that derive 
their value from the susceptibility to exclusive control. 

Asset-Types Represented By 
Computer Code

Consultation Question 11-13

We provisionally conclude that in-game digital 
assets, (DNS) domain names, and Carbon 
Emissions Allowances do not satisfy our 
proposed criteria of data objects and therefore 
that they fall outside of our proposed third 
category of personal property. Do you agree?

Answer

It is my view that domain names, Carbon 
Emissions Allowances, and rivalrous in-game 
assets fall within the proposed third category of 
personal property.

The Law Commission emphasises that an asset 
must have an existence independent of persons and 
the legal system in order to fall within the proposed 
third category. I think that this is correct (I have 
described this demand as excluding assets that 
are mere “creatures of the law”),15 but it is my view 
that the authors apply too narrow and restrictive an 
interpretation of these requirements to specific types 
of coded asset. 

The Law Commission notes that the requirement for 
an independent existence “can be met by a data object 
itself, regardless of whether that data object is linked 
to or connected with other things, including legal 
rights”.16  As I understand it, the goal is to distinguish 
mere creatures of the law from coded assets that have 
a meaningful existence apart from the law – assets 
that we can describe, deal with, and capitalise on in 
meaningful ways. Such assets would be distinct from 
debt claims, which exist only in that they entail legal 
enforcement of a particular kind. There is, therefore, a 
difference between assets that are causally connected 
to legal networks, services, and relationships, and 
assets that just are legal relationships. This distinction 

13 CF ibid [3.10] “information is not an appropriate object of property rights”.
14 ibid [5.8].
15 T Cutts, “Possessable Digital Assets” n3.
16 Law Commission Consultation Paper 256 n6 [5.46].
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is critical to understanding the distinction between 
property and mere personal rights and relationships. 

The authors conclude that in-game assets, domain 
names, and carbon credits all fail to meet this 
threshold, even if they are rivalrous. It is my view that 
the Law Commission is absolutely correct that a coded 
asset can be the product of, and inextricably linked 
with, legal systems and services, and yet exist as the 
object of property. And it is my view that the correct 
application of this principle encompasses domain 
names, carbon credits, and in-game assets. These 
assets causally depend upon a more or less complex 
set legal relationships, with which they are more or less 
interwoven, but exist as more those legal relationships. 
I agree that crypto-tokens satisfy the proposed criteria; 
indeed, they may be the paradigm example of assets 
that do. 

Carbon credits are the perhaps the trickiest of these 
assets to analyse. I think the High Court was correct 
to emphasise in Armstrong v Winnington that they can 
create a liberty for the holder.17  If a carbon emitter has 
enough credits, they will not have a duty to pay a fine, 
and there will be no corresponding right to demand 
one. But – depending on the holder’s emissions to 
credit ratio, or whether the credits are applied to 
compliance emission reduction targets at all – they will 
not always have this effect. Carbon credits are traded 
as valuable assets because they can prevent the 
holder from incurring a fine or operating restrictions, 
but they are held and traded by those for whom they 
do not have those consequences. As the court noted 
in Armstrong, “Trading in EUAs is not confined to 
companies with compliance obligations and, subject 
to Member State rules, anyone can open a registry 
account in a Member State registry in order to engage 
in trading in EUAs, without also being an operator. Such 
a person is referred to as a “trader””.18 By contrast, it 
is not possible to have and hold either end of a debt 
obligation without the legal consequences that this 
entails. It is my view that a carbon credit can generate, 
but is not reducible to, a mere legal liberty. 

Of course, each of these assets must also satisfy 
the requirement of “rivalrousness”, for which I made 
the case in earlier policy briefs on the subject.19  This 
requirement will be much more difficult to satisfy in the 
case of many in-game assets, which will therefore fail 
the threefold test for a different reason.

Statutory Development

Consultation Question 6

Do you consider that the most authentic and 
appropriate way of implementing these proposals 
would be through common law development or 
statutory reform?

Consultation Question 22

We provisionally propose that a special defence 
of good faith purchaser for value without notice 
(an innocent acquisition rule) should apply to a 
transfer of a crypto-token by a transfer operation 
that effects a state change. Do you agree?

Consultation Question 23

We provisionally propose that an innocent 
acquisition rule in respect of transfers of crypto-
tokens by a transfer operation that effects a 
state change should be implemented by way 
of legislation, as opposed to common law 
development. Do you agree?

Answer
It is my view that statutory development is 
appropriate, precisely to meet the sort of specific 
design objectives characterised by the Law 
Commission’s treatment of crypto-tokens.

The Law Commission “provisionally propose law 
reform” to remove “lingering uncertainty” about where 
digital assets fall in the private property regime.20 This 

17 Armstrong DLW GmbH v Winnington Networks Ltd [2012] EWHC 10 [48].
18 ibid [12].
19 T Cutts, “Crypto-Property?” n2 and T Cutts, “Possessable Digital Assets” n3.
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includes specific statutory design objectives in certain 
areas. For instance, the authors note that “the best way 
to avoid any lingering uncertainty as to the application 
of the common law defence of good faith purchaser 
for value without notice is explicitly to recognise its 
application in relation to transfers of crypto-tokens”.21 
I agree, and think that the goal of ensuring apposite 
scope and nature of legal protection makes a good 
case for statutory development. 

In an earlier brief, I argued that innocent purchasers 
of digital assets should be immune from property 
claims.22 That liability is strict is largely an accident of 
history; in particular, it stems from the absorption of 
property-based actions such as detinue within the tort 
of conversion, and the associated creation of a hybrid 
action – an action for interference with title that is not 
really wrongs-based and is not quite property-based. 
There is no reason to assume that these incidents 
of property protection are fixed. I remain of the view 
that there is a strong case for protecting innocent 
purchasers of coded assets, and I do not think that 
this introduces artificial distinctions between “digital” 
and “physical assets”; coded assets are a special form 
of asset, with specific characteristics that (absent a 
register) raise concerns about the ability to acquire 
relevant information about prior title. I do not think the 
pseudonymity of crypto-asset systems is enough to 
warrant a distinction between coded and cryptoassets. 
Nevertheless, I endorse the more limited approach of 
the Law Commission in relation to cryptoassets, which 
clearly raise acute informational concerns. 

At present, it seems that the most likely outcome of 
incremental common law protection is the recognition 
of property rights in some digital assets on the same 
terms as physical assets. There are some indications 
in discrete first instance decisions (such as Armstrong 
v Winnington)23 of a more nuanced approach, albeit one 
that draws on a set of bank transfer cases that carry 
limited precedential authority for the present context. 
There remains a good case for a set of statutory rules 
that can shape the law directly, whilst providing the 
flexibility necessary for courts to develop the law as 

it applies to specific cases. I make further specific 
comments below about the nature and scope of 
liability in relation to claims that depend upon tracing. 

Nevertheless, it also bears emphasis that a final 
report by the Law Commission of England and Wales 
identifying the need for and scope of property-
based protection of assets represented by computer 
code would itself have legal import. As the Law 
Commission note,24 the UKJT Statement has been 
treated as persuasive authority in multiple cases, and 
I see no reason why a pronouncement of the Law 
Commission should not carry equal or greater weight. 
Thus, the consequence of deciding not to pursue 
statutory development is not an absence of power to 
influence incremental common law development. This 
significance of this work will no doubt resonate for the 
judiciary and academia alike. 

Either way, I agree that the courts should retain the 
power to determine what counts as appropriate 
control of coded assets. I believe this puts the law on 
a sufficiently clear footing, allowing suitable scope for 
the flexible application and adaptation of principles to 
new cases.

20 Law Commission Consultation Paper 256 n6 [4.4].
21 ibid [13.52].
22 T Cutts, “Crypto-Property?” n2.
23 Armstrong v Winnington n17.
24 Law Commission Consultation Paper 256 n6, [5.138].
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The Application Of Common 
Law Principles

Consultation Question 41
We provisionally conclude that tracing (rather 
than following) provides the correct analysis of 
the process that should be applied to locate and 
identify the claimant’s property after transfers 
of crypto-tokens by a transfer operation that 
effects a state change, and that the existing rules 
on tracing (at equity and common law) can be 
applied to crypto-tokens. Do you agree?

Answer
I do not agree that tracing provides the correct 
analysis of the process that should be applied to 
locate and identify the claimant’s property after 
transfers of crypto-tokens. The correct process 
is following.

Tracing is a legal mechanism that supports the pursuit 
of claims to assets in cases involving substitutes 
– where the asset claimed represents some asset to 
which the claimant had an original claim. The orthodox 
view of tracing is contradictory: tracing, we are told, is 
about identifying substitutes; yet the process of doing 
so is supposed to be about following the path of value 
through substitutions. More recent literature has 
rejected the notion that value plays this role in 
tracing,25 and courts have adopted a similar 
approach.26 Thus, it is easier now to see the two 
exercises as distinct: tracing is about characterising 
transactions by which we identify substitute assets; 
following is about pursuing assets from one location 
to another.

Yet, there remain two distinct categories of case: those 
involving an asset substitution in one set of hands 
(the example usually relied upon by tracing scholars 
and judges); and those involving a bank transfer from 
one account to another, often via multiple intervening 
accounts (the case that is more common in practice). I 
have argued that these two categories are conceptually 
distinct, and have been dealt with differently by the 
courts.27 Bank transfers are typically “reified”: courts 
treat the case as if it involved a transfer of some asset 
independent of the underlying account. This practice, 
which I have called “dummy asset tracing”,28 has 
nothing to do with substitution; courts are following a 
fictional cash asset from one location to another. 

We can also see dummy asset tracing at work in cases 
involving “tracing” through “mixtures”. Bank accounts 
are not mixed funds; rather, they are singular debt 
claims. Nevertheless, courts treat them as physical 
mixtures of cash, applying the common law rules 
for following assets through mixtures by analogy. If 
bank funds end up in an account into which multiple 
payments are made, these rules are supposed to fill 
gaps in the available evidence. Yet, there are no gaps 
in the available evidence; we know exactly what has 
happened, which is that a payment has been made 
into an account into which other payments have been 
made. There is only a problem of evidence if we first 
treat the account as a notional physical mixture. 

I have argued elsewhere that the exercise of dummy 
asset tracing is a conceptual and practical mistake. 
It has led to the unwarranted expansion of liability, 
including at common law, for the innocent receipt 
of bank funds. And it has led to the overwhelming 
overcomplication of cases involving tracing through 
multiple accounts, which are better dealt with 
according to standard principles of characterisation.29

25 See e.g. Tatiana Cutts, “Tracing, Value and Transactions”, discussed by the leading text on unjust enrichment (C Mitchell, P Mitchell and S Watterson, Goff and 
Jones: The Law of Unjust Enrichment (9th ed, Sweet & Maxwell 2016).

26 See e.g. Brazil v Durant [2015] UKPC 35.
27 Tatiana Cutts, “Dummy Asset Tracing” n8.
28 ibid.
29 Tatiana Cutts, “Tracing, Value and Transactions” n8.
30 Tatiana Cutts, “Dummy Asset Tracing” n8.
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31 Tatiana Cutts, “Unjust Enrichment: What We Owe to Each Other” (2021) 41 Oxford Journal of Legal Studies 114–141.
32 Rivers, and the legal treatment of them, are an example of this phenomenon.
33 Tatiana Cutts, “Modern Money Had and Received” n9.
34 This language is used throughout Armstrong v Winnington n17.

The justification given for dummy asset tracing 
is usually that there would be liability if the facts 
involved dealings in physical money. I have pointed 
out elsewhere that these arguments are weak.30 At 
the institutional level, the irrevocability of payment 
instructions already provides the confidence necessary 
to support the free circulation of money. At an 
individual level, it is extremely difficult to justify the 
recovery of bank funds from innocent payees, either 
on property or unjust enrichment principles. Unlike 
physical and certain coded objects, bank funds have 
no strict or visible parameters; thus, there is little that 
payees can do to discover a prior claim. There are 
good arguments for reversing defective transactions,31 
but they do not extend to the recovery of funds from 
those who are not a party to such a transaction. 

I have argued that there is authority and appetite for 
an approach that focuses more directly upon the 
defendant’s proximity to the relevant injustice: if a 
defendant is liable for sums paid to her by someone 
other than the claimant, it is either because she 
actuated or participated in a breach of duty owed to 
the claimant, or because she is the counterparty to a 
defective transaction effected by the claimant’s agent. 
Beyond these cases, the innocent receipt of bank 
money should not trigger liability. 

Regardless of these broader normative claims, it is 
clear that the bank payments cases provide poor 
support for application of principles of tracing to 
cryptoasset transfers. Yet, this does not spell the end 
for third party claims in relation to cryptoassets, which 
are amenable to characterisation through principles of 
following. Again, we are in the realm of legal assets; 
we need not draw any automatic conclusions from 
changes in physical (electronic or other) constitution.32 
Where physical changes are treating as destroying 
rights (as where assets are made into new assets, 
attracting the doctrine of specification), it is because 
a view has been taken that the balance of justice 
favours the new holder. The question is always where 
that balance lies. If we shift our focus to coded 
representation, the problem is no harder; we are 

able to recognise that cryptoassets survive transfer. 
Whether we choose to do so depends on the scope of 
protection that we wish to provide to original holders, 
which raises once more the case for a defence of 
innocent purchase.

Finally, I agree that there is a distinction between 
claims in unjust enrichment and those that depend 
upon title, which I explain elsewhere.33 The language of 
“proprietary restitutionary claim” is confusing,34 and the 
bank transfer cases are a poor authority for it (there 
being no continuation of asset), but the point stands. If 
claims to cryptoassets depend upon following, and the 
goal is to assert a property-based claim to the asset in 
its new location, the correct route is either conversion 
or an action akin to it, not unjust enrichment.

Electronic copy available at: https://ssrn.com/abstract=4259516
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About techUK 
 
techUK is a membership organisation launched in 2013 to champion the technology 
sector and prepare and empower the UK for what comes next, delivering a better future 
for people, society, the economy and the planet. 
 
It is the UK’s leading technology membership organisation, with more than 900 
members spread across the UK. We are a network that enables our members to learn 
from each other and grow in a way which contributes to the country both socially and 
economically. 
 
By working collaboratively with government and others, we provide expert guidance and 
insight for our members and stakeholders about how to prepare for the future, 
anticipate change and realise the positive potential of technology in a fast-moving 
world. 
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Key points 

• techUK supports the creation on statute of a distinct category of asset, data 
object, which reflects the nuance between digital assets as both things in 
possession and things in action. This will reduce legal ambiguity whilst ensuring 
the law remains flexible enough to accommodate these new technologies. 

• We support the creation of this new asset category through statute rather than 
through common law. 

• We support the Law Commission’s methodology of defining a ‘digital asset’. 

The issue; legal ambiguity 

The UK operates under common law which has proved effective in many circumstances 
at creating precedent and establishing relative legal certainty. 

Digital assets, including digital currencies, are a new technology which do not 
necessarily fit with existing legal frameworks. This has led to some instances where 
principles such as ownership have been tested in the courts, developing law in real-time 
for this new class of asset. 

In the case of Vorotyntseva v Money-4 Ltd (2018), the court found "that cryptocurrency 
cannot be a form of property or that a party amenable to the court's jurisdiction cannot 
be enjoined from dealing in or disposing of it".  

Further, in AA v Persons Unknown Re: Bitcoin (2019), Mr Justice Bryan specifically held, 
on a without notice application, that Bitcoin and crypto assets as an asset class are 
“property” for the purposes of granting a proprietary injunction, [see paragraph 63 of the 
judgment]. Bryan also referenced the legal statement of the UK jurisdiction Task Force 
"Crypto Assets and Smart Contracts" dated 11 November 2019 which argued similarly.  

Cryptoassets meet the four criteria set out in Lord Wilberforce’s classic definition of 
“property” in National Provincial Bank v Ainsworth (1965) as being:  

(i) definable,  
(ii) identifiable by third parties,  
(iii) capable in their nature of assumption by third parties, and  
(iv) having some degree of permanence. 

Whilst that set the precedent for crypto assets being property, there were still issues to 
overcome in terms of transparency and digital ledger technology. Addresses and 
wallets which enable access to cryptocurrencies are wholly different from ordinary bank 
accounts, insofar as they are often decentralised; i.e. not governed by a single entity. 
Instead, they are held across a distributed ledger which is validated by others. This can 
lead to issues as there is no obvious party on whom to serve proceedings, as that party 
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is unknown, and usually only becomes identifiable via a centralised service (like crypto 
asset exchanges like Binance or Kraken which have registerable addresses in various 
jurisdictions).  

Additionally, rules of private law which most commonly relate to tangible goods or 
property, are often lex situs in terms of governing law, at odds with a structure which is 
decentralised by its very nature, although crypto assets have been determined to be 
held in the jurisdictions in which their owner is domiciled (see Ion Science LTD v 
Persons Unknown [2022]) there is debate as to how this is applied in reality.  

Judgments which establish case law can provide certainty in the specific cases but may 
be limited via case law. For example, whilst Bryan J in AA v Persons Unknown Re: 
Bitcoin confirmed “I consider that a crypto asset such as Bitcoin are property” (see 
paragraph 59 of the judgement), more recent judgments have sought to clarify the 
position on specific crypto assets, including where HHJ Pelling QC (as he was) only 
confirmed that non fungible tokens were property for “present purposes” noting “[t]here 
is clearly going to be an issue at some stage as to whether non-fungible tokens 
constitute property for the purposes of the law of England and Wales (see paragraph 13 
of the judgment in Osbourne v Persons Unknown 2022). As such there are still 
inconsistencies still be resolved in the legal approach to cryptocurrency, such when it is 
a thing in possession and a thing in action. 

With this in mind, there is a clear need to establish certainty for this growing and 
increasingly important area of financial services. In many circumstances, the value of 
the asset at the centre of a dispute can be significant and fraud in this area is 
increasing; the number of cases of fraud in crypto has risen from 5,758 in 2020 to 9,458 
in 20211. 

We agree with the view of Master of the Rolls, Sir Geoffrey Vos that: “We should try to 
avoid the creation of a new legal and regulatory regime that will discourage the use of 
new technologies rather than provide the foundation for them to flourish”. We are 
further encouraged that the Law Commission also subscribe to his view and have 
adopted it in the approach with this consultation. 

Cryptocurrency currently falls outside of the scope of many powers of the financial 
services regulators. However, that may change soon given recent amendments to the 
Financial Services and Markets Bill which afford the Financial Conduct Authority (FCA) 
new powers to oversee activity in this space. Conduct regulation should bring some 
certainty and comfort for consumers who trade or use cryptocurrency, and this is 
welcome, provided it does not stifle innovation and is proportionate. 

Additional certainty through a legal framework alongside this is likely to bring further 
confidence, allowing the sector to grow and more people and organisations to take 

 
1 https://www.moneymarketing.co.uk/news/crypto-investment-fraud-rose-by-64-in-2021/ 
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advantage of the benefits that such digital assets bring. It will also offer legal recourse 
for those whom there is no current avenue to pursue. 

A new category of personal property 

As referenced above, the law is not currently explicit when dealing with a variety of 
aspects concerning digital assets. It is therefore welcome that the Law Commission 
seeks to bring clarity to this area. 

The development and application of digital assets is growing at a significant rate, with 
the FCA estimating there were 2.3m people owning a digital currency in 2021 (4.4% of 
the population), up from 1.9m the previous year2. 

However, common law is not evolving at the same rate, leaving many people potentially 
exposed until precedent is set. 

Therefore we support the creation on statute of a distinct category of asset which 
reflects the nuance between digital assets as both things in possession and things in 
action. 

In creating a carefully considered, but limited statute rather than relying on common 
law, legal protections and certainty can be more swiftly afforded to the growing number 
of people owning or using digital assets in the UK. 

The following criteria has been suggested by the Law Commission in defining whether 
an asset is a data object: 

(1) be composed of data represented in an electronic medium, including in the form 

of computer code, electronic, digital or analogue signals; 

(2) exist independently of persons and exist independently of the legal system; and 

(3) be rivalrous. 

We can see no issue with these criteria and also acknowledge that most, if not all, 
assets in this class would likely be divestible. Indeed, this has been the very subject of 
many cases before the courts relating to cryptocurrency. However, it is prudent to 
ensure that the law is ‘future-proof’ in terms of the development because of how 
technical development may progress in areas such as crypto-tokens. 

 
2 https://www.fca.org.uk/publications/research/research-note-cryptoasset-consumer-research-2021 
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We have chosen not to answer any points relating to crypto-tokens as these do not 
relate directly to the Financial Services programme at techUK. 

For more information or to discuss this response further, please contact  
. 
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Response ID ANON-4G41-UU9E-8

Submitted to Law Commission consultation on digital assets
Submitted on 2022-11-04 05:23:46

About you

What is your name?

Name:
Mr Timothy Chan

What is the name of your organisation?

Organisation:
National University of Singapore, Faculty of Law

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

In my responses, I have quoted some parts of a draft paper that I have submitted to Legal Studies, which has been accepted subject to minor revisions. As
the paper is now under further review, and I have been told that reviewer anonymity should still be preserved (as at the time of my writing this), I shall be
grateful if quoted sections from the draft paper, and any identifying information, could be kept anonymous until the status of my paper with the journal
has been resolved. When it is possible, I will endeavour to provide the Commission with a full draft of the paper, in case the Commission should like to
look it over.

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

No

Please expand on your answer::

I agree that some types of property, such as cryptoassets, are a type of property that is neither a thing in possession nor a thing in action. I do not agree, 
however, that the term "third category" is helpful. In particular, I do not agree with the suggestion at [4.38] of the Consultation Paper that there is 'value in 
maintaining the conceptual integrity of the things in action category as, in general, being one that encompasses rights (grounded in obligations) that can 
be “asserted by taking legal action or proceedings”.' First, there is little practical value in the term 'thing in action' today because there are no principles 
that tie together the recognised species of things in action (such as debts, impersonal contractual obligations, shares, and copyright). In particular, the 
rules on assignability and formalities required for assignment differ. I therefore do not agree how the category of 'things in action' adds conceptual 
integrity to property law. The only thing that binds these types of property together, in my view, is the lack of a tangible res, with the result that concepts 
of possession are inapplicable. This leads to my second point. Insofar as the term 'things in action' must be retained, I am an agreement with Low (2020) 
136 LQR 345 that the category of 'things in action' is broad enough to include forms of property that need not necessarily be asserted by positive legal 
enforcement. This, in my view, should include company shares, Hohfeldian immunities such as carbon allowances and other statutory licences, and 
intellectual property rights save for patents. It is notable that Bridge et al, The Law of Personal Property (Sweet & Maxwell, 3rd ed, 2022) consider the 
express provision that patents are not things in action to be an anomaly. This supports the position that the category 'things in action' is of only residual 
relevance today. In my view, certain digital assets such as cryptoassets ought to be recognised as property, but without reference to the term 'thing in 
action'. I agree with the Task Force at [77] that the decisions in Colonial Bank v Whinney should not be 'treated as limiting the scope of what kinds of 
things can be property at law'. I also agree with Bridge et al that insofar as the term 'things in action' is to be retained, it ought to be construed as a
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catch-all category co-extensive with the term 'intangible property' more generally.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

No

Please expand on your answer::

Regardless of whether digital assets are to be classified as 'things in action' or a 'third category', I do not agree that digital assets should be confined to
things 'composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals'. As I will
explain below in relation to cryptoassets, I do agree that some digital assets ought to be recognised as property. However, in order to be so recognised, I
do not think it is a prerequisite that the relevant records be stored as 'electronic, digital or analogue signals'. In the first place, the distinction between the
terms 'electronic', 'digital' or 'analogue' is unclear, in particular as between 'electronic' and 'digital' (as to the term 'analogue', cf Bridge et al, The Law of
Personal Property (2022) at ch 8). Although the main forms of storage today (HDDs and SDDs) use electronic charges and/or magnetic fields to record
data, we do not know if data storage technology will evolve to use other methods akin to fibre optic cables. Why, if so, should such data storage
mechanisms fall outside the definition of digital assets? In my view, the UNIDROIT Working Group cited at [5.16] of the Consultation Paper strikes the
crucial point, which is retrievability. So long as the records in question are 'retrievable in a form that can be perceived', I am of the view that such a record
may form the basis for a species of property such as cryptoassets.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

I agree. I further suggest that it would be useful to provide guidance as to what 'rivalrousness' means. In the context of cryptoassets, is a cryptoasset
rivalrous because (i) only the person(s) in control of the private key may spend the asset; or (ii) because the asset may only be spent once? (i) seems to go
more towards excludability, but in this case rivalrousness and excludability are not 'intertwined' - regardless of how many persons may have access to the
private key, the cryptoasset in question still can only be spent once.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes
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Please expand on your answer::

No

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

No

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

I agree with your conclusion at [7.21] that insofar as email accounts are supplied under EULAs they represent a set of contractual rights entered into
between the end-user and the mailbox provider; while the rights of the end-user may be attenuated and unassignable, those rights nevertheless may be
considered property in English law.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

I agree, too, with your conclusion at [7.58] that in-game assets are governed by contractual rights and obligations between game developers and players
which again may be regarded as property, notwithstanding the likely restrictions on assignability imposed by the EULAs.

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::
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Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Insofar as the Law Commission's 'third category' of 'data objects' is adopted and presents the characteristics set out in Chapter 5, I agree that 
cryptoassets fall within the category. I do not agree, however, that the subject-matter of property in cryptoassets should be conceptualised as a 'data 
object'. 
 
In a forthcoming paper that I have presented to Legal Studies and which has been accepted subject to minor revisions (now pending further review), I 
have argued that the subject-matter of property in cryptoassets ought to be recognised to be the 'ability to effect a blockchain transaction (with the 
specific assets held at that public address) that will be recognised as valid by all other nodes on the blockchain under the relevant consensus algorithm', 
which I have termed a 'transactional ability'. This comes close to the 'functionality' requirement that the Commission has proposed, but divorced from the 
focus on a 'data structure'. 
 
First, it is not clear to me exactly what data on the blockchain constitutes the relevant 'data structure'. In the context of Bitcoin and other UTXO-based 
blockchains, is the 'data structure' just the UTXO stored in the UTXO cache, or does it include the record of transactions which have resulted in that 
UTXO's existence, traced back to the coinbase transaction itself at the point of mining? In the context of account-based blockchains, is it the entire history 
of transactions involving a particular account which give rise to the specific account balance at a given time? Regardless of whether the 'data structure' 
model is retained, I suggest that greater clarity be provided on this issue. 
 
Second, I am of the view that it is not suitable to regard a 'data structure', howsoever conceived, as part of the legal 'thing' in a cryptoasset. Whether 
conceived as the UTXO or the entire history of transactions relating to a specific UTXO or account, the 'data structure' is publicly accessible on the 
blockchain. As I write in my draft paper currently with Legal Studies: 
 
'...it is difficult to conceive of the ‘data string’ as property when it is not the ‘thing’ that cryptoasset owners seek to exclude others from. The ‘data string’ 
refers to the specific lines of code included in a block effecting a transaction that assigns a particular UTXO or account balance to a particular public key, 
which are publicly accessible on the blockchain – the whole world is at liberty to view and even copy the relevant data, which indeed the concept of 
blockchain validation requires. It cannot even be said that owners seek to enforce a particular type of exclusion by excluding others from making 
transactions that would cause a change to the state of the relevant data within the blockchain record, since subsequent transactions do not change the 
state of prior blocks (which are immutable) but rather change their significance (in that what was previously an unspent output is henceforth regarded as 
spent). Any such notion of exclusion therefore does not comport with the usual notion of property in information, which is concerned with restricting 
access to that information.' 
 
Third, and to anticipate Consultation Question 20, the Commission suggests at [12.15] that 'when a UTXO is “spent” or “consumed”, the functional or 
operational attribute of that manifested data is exhausted, while the informational attribute of the UTXO remains,' and the spent UTXO would no longer 
constitute an item of property. At [12.55], the Commission says that such a transfer would typically involve the 'replacing, modifying, destroying, 
cancelling, or eliminating of a pre-transfer crypto-token'. I do not agree. As the Commission acknowledges, the data in question remains on the 
blockchain. Is that data then no longer property simply because its function has been removed? I think a res cannot be so divorced from its function. An 
analogy may be drawn with cheques, which are a type of functional property - the res is the physical cheque itself, but the value of the cheque is in its 
face value when validly presented to the bank. The fact that a cheque might in some situations bounce does not make it any less an item of property, 
even though it has failed to perform its function as a negotiable instrument. As I write in my draft paper currently with Legal Studies: 
 
'In the case of a cryptoasset, the block that contains the original string of data is immutable. Upon a subsequent transaction with that UTXO, the 
blockchain is updated to reflect that the original UTXO is spent and a new UTXO is created. The original ‘data string’ remains in its block, forever recorded 
on the blockchain. So the logical conclusion of the analysis is that each output ever created, being a string of code that immutably exists on the
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blockchain, is an individual item of property that continues to exist, but it only has value if it is unspent. This not only unduly complicates the analysis but
reveals that the true argument must be that the ‘data string’ itself is property independently of its functionality, which is inconsistent with established
principles of English law.' 
 
The main positive argument that I present in my paper is that in seeking to identify the res of a cryptoasset, we must bear in mind that excludability is the
main hallmark of property rights, and therefore 'inquire what is that ‘thing’ or resource from which holders of cryptoassets seek to exclude others'. This, I
contend, is the aforementioned 'transactional ability'. The ability exists only because of the existence of the data recorded blockchain, but is not that data
itself. It is a 'factual ability to send a transaction altering a state of recognition within the given set of system rules' and in this way is akin to goodwill,
which (being the 'benefit and advantage of the good name, reputation, and connection of a business’, per IRC v Muller [1901] AC 217) is likewise
fundamentally property in a factual state of recognition. My contention therefore is that recognising property in cryptoassets by analogy would be a
principled incremental development of the law. It would be less disruptive to recognised property doctrine than the recognition of the proposed 'third
category'. 
 
For completeness, I should say that in my paper I also respond to Professor Low's view that cryptoassets ‘take the form of a right to a registry entry’ (see
eg Low & Teo (2017) 9(2) Law, Innovation and Technology 235); Low (2021) 34(4) Trust Law International 191; Low (2020) Conv 70). I argue that it is difficult
to identify a legal basis for the claimed right, which (as an erga omnes right) resembles an incident of ownership, unless an identifiable res first be
accorded the status of property. 
 
As my paper is presently under further review with Legal Studies, and I have been told that reviewer anonymity should still be preserved (as at the time of
my writing this), I shall be grateful if quoted sections from the draft paper, and any identifying information, could be kept anonymous until the status of
my paper with the journal has been resolved. When it is possible, I will endeavour to provide the Commission with a full draft of the paper, in case the
Commission should like to look it over.

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

For reasons given in my answer to Consultation Question 15, I do not agree that the 'data structure' conceptualised by the Commission is 'destroyed' or 
'eliminated' by a blockchain transaction effecting a state change within a crypto-token system. 

984



With that said, on my conceptualisation of the res as a 'transactional ability', a blockchain transaction involves the factual exercise of the ability, which is
thenceforth 'spent'. Therefore, I agree that a blockchain transaction involves the 'destruction' (at least factually) of the original res at the public address of
the sender, and the concomitant and causally linked creation of a new res, at the public address of the recipient.

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

I agree that the rules of derivative transfer of title, including the nemo dat rule, apply to blockchain transactions of crypto-tokens. However, I do not agree
with the Commission's reasoning. At [13.20], the Commission refers to Professor Fox's argument in Property Rights in Money, para 1.101 et seq that 'it is
justifiable to treat the incorporeal transfer [of money by means of an inter-bank payment] as involving a derivative means of acquiring title.' But the
question is whether Professor Fox, by this, meant that the rules on derivative title transfer, such as nemo dat, would apply. To the contrary, Professor Fox
was in other passages at pains to emphasise that in a bank transfer of incorporeal money, the ‘originator’s title is not transferred’, and the ‘beneficiary
always takes the primary legal title to incorporeal money.’ Such a transaction may indeed be treated as a derivative transfer for the purposes of tracing,
which supports claims in equity. But, as I write in my draft paper with Legal Studies: '...such claims are generally equitable, and in fact depend on legal title
passing, which inquiry is wholly distinct from the former. This simply underscores the point made here: traditional rules of title transfer applicable to
property interests at common law do not apply to bank transfers.'

The problem is this. As Professor Fox and the Task Force have correctly said, the nemo dat rule applies to legal 'transfers'. That is self-evident, since the
rule governs what a person may or may not 'give'. The crucial question, however, is what constitutes a 'transfer'. I contend that this should not be
assessed from a purely factual perspective. To the contrary, it is a normative question. This has been recognised in the law of specificatio, which governs
when chattels which have undergone a transformation remain the same or have become a wholly new item of property. As Professor Penner has
explained in Property Rights – A Re-Examination (OUP, 2020), pp 122-124, 'there are particular essential features that make a ‘thing’ what it is for the
purposes of the law'. What we need to identify, therefore, is what those 'essential features' are in the context of cryptoassets.

In my paper, I demonstrate that the law on intangible property presently has not dealt with this issue, presumably because traditional choses in action
usually cannot be 'factually transferred' (any attempts to do so are simply ineffective to vest the relevant right in the purported transferee, and any
performance by the obligor to the same will not discharge the obligor's obligations towards the original obligee). I suggest that we ought instead to have
regard to the principles which have evolved in context of chattels. After all, the question is the same one regardless of whether the property in question is
tangible or intangible - is it the same thing? I suggest that Dr Duncan Webb's formulation of the test, which involves a question of whether the goods have
become a ‘qualitatively different thing’, an inquiry ‘underpinned by economic realities’, is particularly apt for application to intangible assets, since their
value is primarily in their economic exchange value rather than any tangible concept of use. On this approach, I suggest that a blockchain transaction of a
cryptoasset, notwithstanding that it factually operates as a 'res-creating' event, must be understood as a legal transfer, since the resultant asset is
economically identical to the originating asset.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

No

Please expand on your answer::

I am unable to agree that a general defence of innocent acquisition ought to apply to crypto-tokens. I am in agreement with commentators who have
pointed out that (i) cryptoassets have yet to become 'commonly accepted as alternative payment media alongside traditional currencies’. Moreover, even
within the context of money, the defence is only applicable when the money in question passes as currency, which will usually not be the case in a
cryptoasset transaction.

Not Answered

Please expand on your answer::

Yes

Please expand on your answer::

I note that there is significant interest surrounding the concept of chattel tokenisation, which involves linking a valuable physical asset (such as art or 
wine) to a blockchain token. 
 
In my view, the proposed dissociation of the crypto-token (to which the innocent acquirer rule would apply) with any linked exogenous assets would pose 
an insurmountable commercial difficulty to the development of chattel tokenisation. As Liu (2022) 3 JIBFL 161 has demonstrated, it is necessary for such a 
concept to be workable that the token be linked both 'positively' and 'negatively' to the underlying physical asset. The numerus clausus rule makes it
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impossible for market participants to 'structure their products' to impose proprietary consequences on downstream purchasers. Since it is impossible by
contractual agreement for market participants to replicate the effect of the innocent acquisition defence in respect of the underlying assets, the
introduction of such a defence in respect of the linked token, insofar as it is dissociated or 'desynchronised' from the underlying asset, would sound the
death knell for commercial attempts at tokenisation. 
 
From the policy perspective, therefore, the introduction of an innocent acquisition defence might facilitate trade of cryptoassets themselves as
speculative investments. It would, however, pose significant difficulties for future implementations of blockchain technology, and I do not think that the
introduction of such a defence is a prudent or justified move at this stage.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

See my answer to Consultation Question 21 above.

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

I agree that cryptoassets are not 'goods' within the statutory definition. But insofar as statutory exceptions to nemo dat exist, I wish to suggest that the
conclusion that such exceptions should not apply to cryptoassets may be premature, since (as explained by Bridge et al in The Law of Personal Property),
‘exceptions to the [nemo dat] rule grew up, firstly at common law and then, when the common law did not move fast or radically enough for the
mercantile community, by statute.'

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)
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Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements
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Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?
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Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

Digital assets are unique, but hard to say unless the third category is more defined and compared to the other.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

It can be widely interpreted, but broadly that should suffice.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

No

Please expand on your answer::

990



We discussed this in the World Economic Forum (I am advising on ownership and IP), and found that these items are definitely tied to legal structures to
some extent. Happy to discuss this further over a call!

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

No

Please expand on your answer::

I cannot say and I am unsure what this is.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

I do think there needs to be a transfer of ownership, though I also think a middle party should exist if the transaction is fraudulent.

Yes

Please expand on your answer::

I think it is necessary as the metaverse develops, based on who I have spoken to.

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

I cannot say for certain, but happy to discuss elsewhere from a business perspective.

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

It is certainly distinct from one another.

Yes

Please expand on your answer::

It depends on the file itself, but yes, there should be some level of ownership (depending on the service)

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

They are not related to ownership of assets.

No

Please expand on your answer::

They are a separate category.
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Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

They are a separate category.

No

Please expand on your answer::

They are a separate category.

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

They are a separate category.

No

Please expand on your answer::

They are a separate category.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

This falls more into contract law with companies, but based on speaking to professionals working on metaverse platforms, I do think there is some level
of ownership. As interoperability develops, there will be a requirement.

Yes

Please expand on your answer::

See answer above.

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

They are a separate category.

No

Please expand on your answer::

They are a separate category.

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes
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Please expand on your answer::

They are a separate category.

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

They are a separate category.

No

Please expand on your answer::

They are a separate category.

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

This is worth a paper in of itself, but I agree with the initial findings of the Law Commission on this whole-heartedly!

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

It depends on the platform. If a company controls the asset within itself, then control is very important. But as interoperability develops, possession will
certainly be an important factor. I would bear that in mind as laws develop.

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

I do, but again it can be up for interpretation. Excluding others is a factor, but I can see items being shared among a group depending on how a platform
is designed. But broadly, yes it should work!

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

If it means it can be shaped more easily, it is vital that it is common law.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::
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The area is moving very, very quickly. As part of my work, I speak to people within the World Economic Forum and law bodies (such as yourself), and I
have found that there are multiple ways to approach this. Core is decentralisation, and I am not convinced that a wholly decentralised system in the
future is healthy for the UK. I am more than happy to help connect you to relevant experts on this, or advise further over a call!

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::

All good!

Yes

Please expand on your answer::

All good here too.

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Yes

Please expand on your answer::

All good, so long as the process can be reversible by law to an extent.

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

As fraud is rampant, it is necessary.

Yes

Please expand on your answer::

Makes sense!

Yes

Please expand on your answer::

Yup.

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

Yes, and based on who I have spoken to, it is necessary.

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::
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Depends on the ledger in question, as layer one systems are cropping up very quickly. Broadly, the ledger is incredibly important and is linked to the
tokens, and warrants further discussion.

Yes

Please expand on your answer::

100% agree!

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

Yup, far too different.

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

All good.

Yes

Please expand on your answer::

If more flexible, yes.

Yes

Please expand on your answer::

I agree.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

I do not think there is enough exploration of digital assets and IP law; a Disney object could be used by another person without agreement. That is one
facet I recommend exploring. (Again this is metaverse-related).

No

Please expand on your answer::

I vehemently disagree, as I do think there needs to be a third party when there are asset transfers. I do not trust market forces to develop the legal
framework for the trustworthy transfer of assets.

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

There is no protection for people who experience fraud linked to it, and there needs to be more protection.

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, 
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
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of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes

Please expand on your answer::

Custody services are necessary for certain institutions to transfer assets, so I do think there should be a distinction.

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

I agree.

Yes

Please expand on your answer::

I believe so.

Yes

Please share your views below::

I think its necessary for there to be people to address it.

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Yes

Please expand on your answer::

I agree.

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Yes

Please expand on your answer::

I see no issue here.

Please share your views below::

-

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

I believe this is the correct approach.

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::
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One step at a time, but we do need to address it sometime.

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Yes

Please expand on your answer::

Completely.

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Yes

Please expand on your answer::

Yup.

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

Yup!

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Yes

Please expand on your answer::

I see no issue.

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

I do!

Please share your views below::

I cannot say for sure.

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Yes

Please expand on your answer::

I completely agree.
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Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Yes

Please expand on your answer::

Yes.

Please share your views below::

-

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

All good!

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

I see no issues.

Yes

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Yes

Please expand on your answer::

I believe so.

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Again, IP protection is one which warrants further exploration.

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Yes

Please expand on your answer::

I believe so.

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

I think so.
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Please share your views below::

-
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Submitted to Law Commission consultation on digital assets
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About you

What is your name?

Name:
Vaclav Janecek

What is the name of your organisation?

Organisation:
University of Bristol

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

No

Please expand on your answer::

I agree that the law should "create" a third category, but I have difficulties with the framing of the proposal in terms of "recognition" of the third category.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

No

Please expand on your answer::

It seems imprecise, given your exposition of the relevant issues in Chapter 3, to propose that this data be "represented". Rather (I think) it would be
precise to say that the thing in question must be composed of data in an elecronic form, notwithstanding what's written in para 5.18. Also, it surprises me
that you do not make more of the uniform, machine-readable nature of data objects when exploring the relevant characteristics.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes

Please expand on your answer::
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Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

Yes

Please expand on your answer::

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

Yes

Please expand on your answer::

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Not Answered

Please expand on your answer: :

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::
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Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?
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Not Answered

Please expand on your answer::

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

Not Answered

Please expand on your answer::

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered
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Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::
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Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::
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Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales 
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
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Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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What is the name of your organisation?

Organisation:
Villagemall

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Response on behalf of organisation
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QLD

What is your email address?
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What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

No

Please expand on your answer::

They exist in a Digital World and hence must always comply with the "natural laws" of a digital world..
As intangibles which can only exist as digital objects ( collection of digital bits)..
Hence they MUST always remain financial instruments.
It would be technically and legally incompetent as well as fool hardy to assign a new category to the exiting wide range of financial instruments.

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

No

Please expand on your answer::

As no intangible digital object can be possessed an hence not subject to "chose in possession" it cannot be owned as within a digital world in which no 
contracts can be formed between anonymous parties (chose in action cannot be applied).. 
This is a foundational legal question of common law which cannot be resolved via statue. 
It can exist as a fincial instrument, but not as property, as the aggregation of all financial instruments according to the accounting equation most always 
be equal to zero.. 
Credits - Debits = Zero always...
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The commission can test this reality , by considering if all of the worlds financial instruments disappeared over night is there any change to the worlds
tangible assets. 
The answer must always be zero. 
Data object via the laws of a digital world cannot have value as they are cannot eb scare as any digital object can be infinitely copied for zero incremental
cost.. 
 
Refer: 
https://www.numeraire.work/the-laws-of-digital-world

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

No

Please expand on your answer::

Oner only needs legal codification if one wises society to make use of the legal system to resolve non performance of a party, or to address criminal
actions of a party..
The existing fincial instruments legal framework is suitable and fit for this purpose.
Many of the so called digital assets are in fact securities and governed by existing securities law, the Commission must not aid and abet the ability of a
technology to circumvent existing laws or operate outside of the law.

The law commission MUST not create an environment where compliance with existing laws is optional..

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

No

Please expand on your answer::

The value of most digital assets is incomprehensible outside of "speculation", of greater fools...
he law commission does not under stand the "natural laws" of a digital world which cannot be altered by any stature like the laws of nature within a
physical world..
No statue can alter the laws of a digital world..

https://www.numeraire.work/the-laws-of-digital-world
The Laws:

1.All digital information and representations , exists as intangible objects or a collection of one or more digital bits[1].

2.All digital objects must be decomposable, into digital bits to exist within a digital world.

3.No digital objects can be scare, as they exist solely as free goods, with infinite supply and hence via supply vs demand, have a fixed price of zero.

4.No digital object can be "dated" as the passage of time cannot have any measurable, or observable affect on any digital object. There exists no
functional equivalent of 'carbon dating' within a digital world. Digital Objects are ageless, and it is technically impossible, to determine any precedence or
order of existence of one digital object, from another identical digital object across a space-time or temporal context.

5.All commodities in a physical world are non-fungible by nature, all digital objects are fungible by the nature, as defined by law 5 below..

6.All Digital object can be copied infinitely at incrementally zero cost, and it is impossible to detect a copy from the original object by any known
technology or process. Hence the ability to ensure or certify the destruction of a digital object can never exist.

7.A digital object exists outside the constraints of temporal time, and hence can be considered to exists within its own singularity with an infinite set of
space -time continuums for any observer or potential certifier of an objects existence.

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

No

Please expand on your answer::

This is foundational, no bit let alone a collection of bits can be transferred, the bit that is sent is decomposed into elections which are re assembled as a 
different digital object . 
Additionally each and every digital object can be infinitely crated, and it is legally imposable to use any forensics to determine of from the other. 
upon reception. Hence it is legally "imposable to transfer a digital object" 
 
The law has no capability to alter this indisputable law of the digital world.
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2. All digital objects must be decomposable, into digital bits to exist within a digital world. 
4. No digital object can be "dated" as the passage of time cannot have any measurable, or observable affect on any digital object. There exists no
functional equivalent of 'carbon dating' within a digital world. Digital Objects are ageless, and it is technically impossible, to determine any precedence or
order of existence of one digital object, from another identical digital object across a space-time or temporal context.

No

Please expand on your answer::

This is pure gooblygook, focus on the foundational elements first not on academic and thought bubbles..

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

It is imposable to legally codify "digital objects" due to the Laws of a Digital World as defined by nature.
One might as well try and codify the weather or any aspect of nature which si not subject to rule by law..

The Law commission MUST clearly enumerate why the existing laws relating financial instruments do not apply, rather than seeking to crated that which
cannot be legally codified..

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Law 1: All digital information and representations , exists as intangible objects or a collection of one or more digital bits[1].

Law 2: All digital objects must be decomposable, into digital bits to exist within a digital world.
A collection of bits is just that any and all digital objects can be always decomposed to a collection of binary bits, the original form cannot be determined
once decomposed, and all digital object must be decomposed in or to transfer within any commercial transaction.
The law commission misunderstand the natural laws all collections of digital bits must always follow.
https://www.numeraire.work/the-laws-of-digital-world

No

Please expand on your answer::

The answer is self evident..

Law 3: No digital objects can be scare, as they exist solely as free goods, with infinite supply and hence via supply vs demand, have a fixed price of zero.
The assertion that property right can be assigned to any "free good" is beyond human comprehension..

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

This is a non question if the commission has acknowledge of a digital object before asking any Q..
Start with the basics and then work foreword not backwards.

No

Please expand on your answer::

Law 3.
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Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Self answered by the indisputable fact all digital object of any form MUST be decomposable into a collection of digital bits without exception,,
It is technically impossible to assign any rights to a "free good".. as a digital bit cannot be legally "immobilised" a foundational legal construct for financial
instruments.

Not Answered

Please expand on your answer::

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

I tire of these repeating and incompetent Q, which all have a self evident answer as defined by the laws of a digital world.

Not Answered

Please expand on your answer::

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Not Answered

Please expand on your answer::

Not Answered
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Please expand on your answer::

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

They at best represent a financial instrument, some may represent a security, some represent nothing..

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Not Answered

Please expand on your answer::

Law 4:No digital object can be "dated" as the passage of time cannot have any measurable, or observable affect on any digital object. There exists no
functional equivalent of 'carbon dating' within a digital world. Digital Objects are ageless, and it is technically impossible, to determine any precedence or
order of existence of one digital object, from another identical digital object across a space-time or temporal context.

If one cannot immobilise a digital object it cannot be legally codified..

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Not Answered

Please expand on your answer::

Pure gooblygook

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Not Answered

Please expand on your answer::

If it cannot be codified, it cannot exist within the law as "chose in possession" or chose in action..
Its only when transformed/morphed into a fincial instrument it can be codified.

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Not Answered

Please expand on your answer::

PLEASE DO NOT DISTRUBUTE THIS GGOBLYGOOK thought bubbles as guidance..

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

Yes

Please expand on your answer::
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But that it is imposable to destroy the original object, hence it is impossible to detect the original from the new identical copy, this described process has
crated uncodified "free good" which must by definition have zero value..

No

Please expand on your answer::

UNXTO is an ACL mechanism, not a ledger of account, as it is legally imposable to prevent non repudiation of any UXTO entry.

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

No

Please expand on your answer::

There is no technical or legal basis provided to support this bizarre and trivially proven false though bubble..

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

No

Please expand on your answer::

Pure gooblygook

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Not Answered
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Please expand on your answer::

As no object can be a) immobilised, b) destroyed, c) transferred the answer is immaterial..

Not Answered

Please expand on your answer::

No

Please expand on your answer::

If no legal contract can be formed between two anonymous parties all is mute.

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

Not Answered

Please expand on your answer::

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Not Answered

Please expand on your answer: :

Not Answered

Please expand on your answer::

Not Answered

Please share your views below::

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

Not Answered

Please expand on your answer::

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be 
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
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crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Not Answered

Please expand on your answer::

Please share your views below::

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as 
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
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considered to be money (or analogous thereto). Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Not Answered

Please expand on your answer::

Not Answered

Please expand on your answer::

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

Not Answered

Please expand on your answer::

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Not Answered

Please expand on your answer::

Please share your views below::
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Response ID ANON-4G41-UUYQ-M

Submitted to Law Commission consultation on digital assets
Submitted on 2022-10-31 14:05:41

About you

What is your name?

Name:
Yuri Volkov

What is the name of your organisation?

Organisation:
Ural State Law University

Are you responding to this consultation in a personal capacity or on behalf of your organisation?

Personal response

If other, please state::

What is your email address?

Email:

What is your telephone number?

Telephone number:

If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard
the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance
that confidentiality can be maintained in all circumstances.

Please explain to us why you regard the information as confidential:

no reason

Chapter 4: A third category of personal property

Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property.
Do you agree?

Yes

Please expand on your answer::

why not?

Chapter 5: The characteristics of data objects

Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue
signals. Do you agree?

Yes

Please expand on your answer::

It must be computer code (written, printed and executable), electronic (analogue), electronic (digital) signals.

Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must exist independently of persons and independently of the legal system. Do you agree?

Yes
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Please expand on your answer::

The latter is especially relevant

Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question
must be rivalrous. Do you agree?

No

Please expand on your answer::

this is not clear. How can a simple user check this?

Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you
agree? Please give examples, if any, of when this will not be the case.

Yes

Please expand on your answer::

In general, I agree. But what about the issue of removing embedded, implanted electronic objects (for example, cardiac stimulants)?

Yes

Please expand on your answer::

it is necessary to analyze the text of the draft law

Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category
of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is
composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it
exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic
and appropriate way of implementing these proposals would be through common law development or statutory reform?

Common law development

Please expand on your answer: :

I believe that initially the idea should be developed in the doctrine of law, then in common law, and only then in legislation

Chapter 6: Digital files and digital records

Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Why don't they fit? They can be separated from the creator and the performer.

Yes

Please expand on your answer::

Yes, I believe that this is already implemented in many countries

Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

Earlier, I suggested including program files (both executable and implemented in text and code) in the regulation object.

Yes

Please expand on your answer::

Yes, without any doubt.
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Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

No

Please expand on your answer::

On the contrary, I believe that they are suitable objects for regulation (by many criteria). Perhaps there are shortcomings in the legislative technique.

Yes

Please expand on your answer::

yes, its should

Chapter 7: Email accounts and certain in-game digital assets

Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore
that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Partially

Yes

Please expand on your answer::

Partially.
There is a business mail.
There is a personal mail. The latter must be the property of the user.

Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

no comments

No

Please expand on your answer::

no comment (not plaer)

Chapter 8: Domain names

Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and
therefore that they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

DNS is part of the network

No

Please expand on your answer::

DNS should be governed by public law

Chapter 9: Carbon emissions trading schemes

Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects
and therefore that they fall outside of our proposed third category of personal property. Do you agree?
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Yes

Please expand on your answer::

no comments

Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that
they fall outside of our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

agree

No

Please expand on your answer::

don't think

Chapter 10: Crypto-tokens

Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they
fall within our proposed third category of personal property. Do you agree?

Yes

Please expand on your answer::

Yes, but thre are same problems of discretisation

Chapter 11: Control

Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of
possession. Do you agree?

Yes

Please expand on your answer::

agree

Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in
time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses
of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control);
and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree?

Yes

Please expand on your answer::

Absolutely

Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the
common law, rather than being codified in statute. Do you agree?

Yes

Please expand on your answer::

it depends on the country

Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide
non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you
agree?

Yes

Please expand on your answer::
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necessary

Chapter 12: Factual transfers of crypto-tokens

Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will
typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and
corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?

No

Please expand on your answer::

no idea

No

Please expand on your answer::

no idea

Chapter 13: Legal transfers of crypto-tokens

Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a
transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you
agree?

No

Please expand on your answer::

no idea

Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent
acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?

Yes

Please expand on your answer::

good faith purchaser must be protected

Yes

Please expand on your answer::

time will show

No

Please expand on your answer::

why not?

Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer
operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?

Yes

Please expand on your answer::

yes, legislation

Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible
to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a
crypto-token. Do you agree?

Yes

Please expand on your answer::

no comments
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Yes

Please expand on your answer::

agree

Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently
defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer
Rights Act 2015. Do you agree?

Yes

Please expand on your answer::

agree

Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state
change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more
appropriate than the potentially wider condition of “a change of control”. Do you agree?

Yes

Please expand on your answer::

agree

No

Please expand on your answer::

by legeslation

Yes

Please expand on your answer::

agree

Chapter 14: Linking a crypto-token to something else

Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you
commonly encounter or use in practice?

Please share your views below::

physical (electro-magnetic) and
legal

No

Please expand on your answer::

legislation is needed

Chapter 15: Non-fungible tokens (NFTs)

Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require
different treatment from other crypto-tokens under the law of England and Wales?

Please share your views below::

no idea

Chapter 16: Custody of crypto-tokens

Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is,
holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise
of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a
direct custody relationship. Do you agree?

Yes
1022



Please expand on your answer::

agree

Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be
characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit
of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?

Yes

Please expand on your answer: :

agree

Yes

Please expand on your answer::

may be

No

Please share your views below::

I don't think they will be happy

Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities
and should not be introduced as a new interpretive principle. Do you agree?

No

Please expand on your answer::

trust but verify

Chapter 17: Custody of crypto-tokens: law reform proposals

Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be
beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to
crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree?

No

Please expand on your answer::

no idea

Please share your views below::

no idea

Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of
commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?

Yes

Please expand on your answer::

yes, its real for control

Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based
on control, is not necessary at this time. Do you agree?

Yes

Please expand on your answer::

I think it's necessary

Please share your views below::

no exampls
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Chapter 18: Crypto-token collateral arrangements

Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title
transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree?

No

Please expand on your answer::

legislation necessary

Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens
without the need for law reform. Do you agree?

No

Please expand on your answer::

may be limited by amendments to the law

Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory
securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?

Yes

Please expand on your answer::

no comment

Please share your views below::

no idea

Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the
“FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree?

No

Please expand on your answer::

why not?

Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that
better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you
agree?

Yes

Please expand on your answer::

its need to regulate

Please share your views below::

For tokens, it is necessary to provide for special regulation even if it is a general law

Chapter 19: Causes of action and remedies in relation to data objects

Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as
crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally
considered to be money (or analogous thereto). Do you agree?

No

Please expand on your answer::

digital assets

Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that
should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state
change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree?
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Yes

Please expand on your answer::

no comment

Please share your views below::

Yes, the law needs development.
In fact, legislation develops and not law

Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the
need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating
factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?

Yes

Please expand on your answer::

all of its

Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending
conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?

Yes

Please expand on your answer::

no comments

Yes

Please expand on your answer::

no idea

Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without
the need for law reform. Do you agree?

No

Please expand on your answer::

I think the law needs to be changed

Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects
but which require law reform?

Please share your views below::

must be provided for by law

Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in
the context of crypto-tokens are satisfactory. Do you agree?

No

Please expand on your answer::

need improvement

Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales
with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases.
Do you agree?

Yes

Please expand on your answer::

Yes, if the British system allows it

Please share your views below::
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Law Commission Consultation Paper Digital Assets (CP 256) 

Response of the Scottish Government Expert Reference Group 

At its meeting on 29 November 2022, the Scottish Government Expert Reference Group on 

Digital Assets considered the Law Commission’s consultation paper on Digital Assets 

(CP256).  It agreed to make responses to the consultation questions from a Scots law 

perspective.  It was especially concerned with those areas where there might be some 

significant divergence between Scots law and the law of England and Wales, but also to 

confirm any important areas of convergence between the two systems where Scotland might 

benefit from the work of the Commission.  For those reasons, our responses are deliberately 

selective and brief.  Members of the Group would be available to provide more explanation if 

that would be helpful to the next stage of the Commission’s work. 

Question 1 

We provisionally propose that the law of England and Wales should recognise a third 

category of personal property. Do you agree? 

Our answer to this question turns on certain differences in the way the property law systems of 

Scotland and England and Wales are organised.  Recognition of a “third” category of moveable 

property may only be a secondary priority for Scots law.   

Scots law does not recognise the category of “personal property” as such.  It instead recognises 

the category of moveable property and, within it, a distinction between corporeal and 

incorporeal forms of moveable.  The distinction between choses in possession and choses in 

action has no direct place in Scots law although it does show some similarities to the Scots 

distinction between corporeal and incorporeal moveables.   

Allowing for these differences, the understanding of corporeal and incorporeal property applied 

in Scots law shows some of the same limiting characteristics as apply to the distinction between 

choses in possession and choses in action in the law of England and Wales.  In Scots law, 

corporeal moveables consist in tangible things.  They exist in space, and independently human 

beings or the legal system.  They can be possessed in the traditional legal sense.   

The category of incorporeal property in Scots law may be wider and more eclectic than that of 

choses in action in the law of England and Wales. (The answer partly depends on how English 

law defines choses in action and this is not completely clear, as the consultation paper explains).  

If we put aside difficult cases such as electricity, incorporeals in Scots law are intangible 

entities that do not have an existence in space.  They consist in legally-constituted relations of 

rights between persons.  They depend on persons and the legal system for their existence.  But 

they are not limited to the benefit of a right enforceable against a specific person who owes a 

corresponding legal duty.  A money debt or a right to contractual performance may be the 

paradigm cases of incorporeal property but the category extends beyond these bipartite legal 

relations enforceable between specific persons.  Incorporeals would also include legally-

constituted networks of benefit and exclusion that are enforceable against persons generally.  
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Intellectual property or regulatory property, such as tradeable carbon quotas, are incorporeals 

in Scots law, even if there are difficulties about categorising them as choses in action in the 

law of England and Wales.   

Despite all these differences, many of the same reasons why the law of England and Wales 

would benefit from the recognition of third category of personal property to accommodate 

digital assets would also apply to the Scots law of moveables. 

Digital assets could not be conventional corporeals in Scots law – they have no tangible 

existence.  Neither are they conventional incorporeals.  Unlike the other kinds of property in 

that category, they do not consist in networks of legally-constituted relations between persons.  

The forms of transfer that apply to other kinds of incorporeal property would not naturally 

apply to digital assets.  They are not capable of assignation, which is the usual method of 

transfer applied to incorporeal rights enforceable between specific persons.  (In Scots law, the 

assignation of a right requires intimation to the debtor rather as the statutory assignment of a 

debt in England and Wales requires that the debtor be given notice of the assignment: Law of 

Property Act 1925, s 136.)  Nor are digital assets governed by any specially-constituted 

statutory regimes for transfer, such as would apply to intellectual property or tradeable 

regulatory property.    

In some respects, the more important priority for Scots law is to recognise that certain kinds of 

digital assets could be recognised as objects of property at all.  Whether we say they are in a 

distinct third category matters less.  Formulating a workable definition of data object may be 

the more pressing need.  (On that point, our response to question 6 is below).  Scots law might 

then treat the data object as an incorporeal, using that term in a mainly descriptive sense.   

It would be important, however, to mark out the legally relevant differences between data 

objects and the other kinds of incorporeal consisting of legal rights.  Existing methods of 

transferring these kinds of incorporeal would not (and often could not) apply to them.  If Scots 

law were to treat data objects as incorporeals, it would be important to avoid confusion about 

the methods of transacting with them.  Legal fictions should be avoided.  The merit of the 

Commission’s proposed definition of data objects is to show that they operate more like 

corporeals than incorporeals when they are transferred or held in a custody transaction.   

This makes the definition of a digital object and the appropriate methods of transferring them 

the pressing priorities for legal certainty in Scots law.  Their place in the general classificatory 

scheme of property law may only be of secondary importance.  It may not matter so much 

whether they are analysed as incorporeals or in a distinct new category of moveable property.   

 

Question 6 

We provisionally propose that: 

(1) the law of England and Wales should explicitly recognise a distinct third category of 

personal property; and 

(2) a thing should be recognised as falling within our proposed third category of personal 

property if: 

 

(a) it is composed of data represented in an electronic medium, including 
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in the form of computer code, electronic, digital or analogue signals; 

(b) it exists independently of persons and exists independently of the

legal system; and

(c) it is rivalrous.

Do you consider that the most authentic and appropriate way of implementing these 

proposals would be through common law development or statutory reform? 

As noted in response to question 1, we would see the benefits in recognising a new kind of 

moveable property in Scots law.  It would comprise incorporeal digital things that are not 

constituted by legal rights enforceable against another person or against persons generally.  

We consider that the criteria proposed in paragraph 5.142 for recognition of this new category 

of thing would be appropriate to Scots law.  They correspond to the features that make the 

currently-recognised kinds of corporeal thing suitable objects of a real right.  If things are to be 

owned, they must have certain minimum characteristics, and those characteristics may be the 

same whether the things are tangible or intangible. 

We consider that statutory reform would be the most authentic and appropriate way of 

implementing this proposal in Scotland.  Litigation involving digital assets in Scotland is likely 

to remain less frequent in Scotland than in England and Wales.  The usual processes of common 

law development would be an unsatisfactory way of ensuring that such a fundamental change 

to the ordering of Scots property law actually happened or that it happened soon enough to 

keep up with market practice.   

Question 16 

We provisionally propose that the concept of control is more appropriate for data objects 

than the concept of possession. Do you agree? 

We agree that factual control is the more appropriate concept to apply to digital assets than 

possession.  The Scots law of possession is generally limited to the physical detention of 

corporeal property (although there are some anomalous exceptions related to the acquisition of 

servitudes by prescription).  It is subject to the same limitation as prevents the extension of the 

legal concept of possession to digital assets in the law of England and Wales.   

We note also that Principle 6 of UNIDROIT’s recently approved “Principles on Digital Assets 

and Private Law” (2023) prefers to provide for a principle of factual control over digital assets 

instead of extending traditional concepts of possession to them.  We see advantages in Scots 

law staying in line with this cross-jurisdictional practice.  

Question 17 

We provisionally propose that, broadly speaking, the person in control of a data object 

at a particular moment in time should be taken to be the person who is able sufficiently: 
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(1) to exclude others from the data object; 

(2) to put the data object to the uses of which it is capable (including, if applicable, to 

effect a passing of, or transfer of, that control to another person, or a divestiture of 

control); and 

(3) to identify themselves as the person with the abilities specified in (1) to (2) above. 

 

Do you agree? 

 

We agree with the proposed definition of control, which captures the essential features of 

factual possession of corporeal things.  We note also the similarity to the definition of control 

in Principle 6 of the UNIDROIT Principles on Digital Assets and Private Law (2023).  We see 

advantages in Scots law aligning itself with this cross-jurisdictional practice. 

 

Question 18 

We provisionally conclude that the concept of control as it applies to data objects should 

be developed through the common law, rather than being codified in statute. Do you 

agree? 

 

We agree that the concept of control applied to data objects would be better developed 

incrementally by common law decisions than by statutory codification.   

The fact and extent of control exercised over a data object are practical matters and the forms 

of control developed by actors in the digital and financial markets will evolve over time.  We 

see the risk that a closely-formulated legislative definition of control would eventually be 

superseded by new developments in practice.   

We take this view even though in response to other questions we have seen the special 

advantages for Scotland of relying on legislative intervention rather than common law 

development.  The determination of control over a crypto-token is likely to be so fact-specific 

that it is best left to the decision of a court. 

 

Question 20 

We provisionally conclude that a transfer operation that effects a state change within a 

crypto-token system will typically involve the replacing, modifying, destroying, 

cancelling, or eliminating of a pre-transfer crypto-token and the resulting and 

corresponding causal creation of a new, modified or causally-related crypto-token. Do 

you agree? 

 

We provisionally conclude that this analysis applies in respect of UTXO based, Account 

based and token-standard based (both “fungible” and “non-fungible” crypto-token 

implementations). Do you agree? 
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We agree with this explanation, noting that it is largely a matter of technical analysis.  We see 

no reason why a different view should be taken of the transfer operation in order to reconcile 

it with principles of Scots property law. 

 

Question 21 

We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that 

effects a state change involves the creation of a new, causally related thing. Do you agree? 

 

We agree that the rules of derivative transfer of real rights would apply to crypto-tokens 

notwithstanding that the transfer operation involves the creation of a new, causally related 

thing.  Provided that the data object was suitably defined, Scots property law could recognise 

its continuing existence as the subject of a real right before and after the transfer.   

We see the practical advantages of applying the rules of derivative transfer of title in this way.  

They would tend to protect the security of title of people who hold real rights in a crypto-token.  

Their rights would endure even if a thief or a hacker brought about an unauthorised transfer of 

the token on the system.  The rights of owners of a token or holders of a real right of security 

would be compromised if every transfer of a crypto-token (whether authorised or unauthorised) 

created a new right of ownership in the transferee by means of original acquisition of 

ownership.  The owners’ titles would be too insecure under such a regime of property. 

 

Question 22 

We provisionally propose that: 

 

(1) A special defence of good faith purchaser for value without notice (an innocent 

acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that 

effects a state change. Do you agree? 

 

(2) An innocent acquisition rule should apply to both “fungible” and “nonfungible” 

technical implementations of crypto-tokens. Do you agree? 

 

(3) An innocent acquisition rule cannot and should not apply automatically to things that 

are linked to that crypto-token. Do you agree? 

 

Taking first sub-questions (1) and (2), we agree that a special defence of innocent acquisition 

should apply to transfers of a crypto-token that would involve a change state.  Scots law already 

recognises rules of good faith acquisition for value, notably in relation to money and to 

negotiable instruments, and as a bar to actions for reduction of a transfer induced by fraud.  We 

would note, however, that Scots law has no separate equity jurisdiction where good faith 

purchase for value without notice operates as a general defence. 
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Recognition of a special defence would avoid difficult arguments about the boundaries of the 

existing defences and the extent to which they might apply to analogous forms of transaction 

involving crypto-tokens.  For example, a court would not need to determine that certain kinds 

of crypto-asset should be treated as the functional equivalents of money or digital equivalents 

of negotiable instruments.  The same rule would apply to all crypto-tokens whatever their 

function.   

A good faith acquisition rule would tend to promote a situation where participants transacting 

on the system could rely on the state of the ledger as a reliable indicator that the putative 

transferor of a crypto-token had a secure title to it.  It would also keep open some prospect of 

a former holder of the crypto-token recovering it from a person who had acquired it by fraud 

or some other kind of unauthorised transaction.  The proposed rule would strike a reasonable 

balance between the competing concerns of security of title and security of transaction in 

dealings with crypto-assets recorded on a ledger.  

We note also that Principle 8 of the UNIDROIT “Principles on Digital Assets and Private Law” 

(2023) provides that a similar good faith acquisition rule should apply to all transfers of crypto-

token involving a change state.  We see the advantages in Scots law being aligned with this 

cross-jurisdictional practice. 

Taking sub-question (3), we agree with the proposal that the rule of good faith acquisition for 

value should only apply to the crypto-token and not to any other asset that might be linked to 

it.  Unavoidably, the rules of title transfer applying to these would continue to be governed by 

the other, general law applying to corporeal or incorporeal property of that kind.  Recognition 

of a good faith acquisition rule in relation to a crypto-token would not therefore undermine any 

other rule of general law applying, for example, to heritable property or transferable securities 

that were linked to the token.   

We note that Principle 4 of the UNIDROIT “Principles on Digital Assets and Private Law” 

(2023) takes a similar view in relation to linked digital assets.  Even if a rule of good faith 

acquisition applied to a digital asset, it would not necessarily apply to another asset linked to 

it.   

 

Question 23 

We provisionally propose that an innocent acquisition rule in respect of transfers of 

crypto-tokens by a transfer operation that effects a state change should be implemented 

by way of legislation, as opposed to common law development. Do you agree? 

 

We agree that a rule of good faith acquisition for value of a crypto-token should be 

implemented by legislation rather than by common law development.  The rule would be a 

markedly new development for both English and Scots law, and one that only an appellate 

court would might feel confident to adopt.  As we noted in answer to question 6, litigation over 

crypto-tokens will probably remain less common in the Scottish courts than in England and 

Wales.  To rely on judicial development rather than legislation may cause prolonged 

uncertainty in the markets where crypto-tokens are traded.   
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Question 24 

We provisionally conclude that the rules of derivative transfer of title apply to crypto-

tokens and that it is possible to separate (superior) legal title from the recorded state of 

the distributed ledger or structured record and/or factual control over a crypto-token. 

Do you agree? 

 

We agree with this provisional conclusion.  It would be consistent with Scots property law once 

it was accepted that a crypto-token could be the subject of real rights.  Property law could 

recognise, for example, that one person would have the ownership of a crypto-token while 

another would have the factual control over it.  One example would be where a hacker procured 

a transfer of crypto-token to himself or herself.  The hacker would have the factual control of 

the token but since the transfer would be void in law, the victim of the hack would remain the 

owner.  A second example would be where a person had the sole access to a private key 

allowing him or her to make transactions with a crypto-token that remained in the ownership 

of another person. 

 

We provisionally conclude that, over time, the common law is capable of developing rules 

to assist with the legal analysis as to title and/or priority where disputes arise between 

multiple persons that have factual control of a cryptotoken, and that statutory reform 

would not be appropriate for this purpose. We consider that those rules will need to be 

specific to the technical means by which such factual circumstances can arise within 

crypto-token systems or with respect to crypto-tokens. Do you agree?  

 

We agree that statutory reform would not be the appropriate way to determine who among 

multiple persons might have the factual control over a digital asset.  Since the exercise and 

distribution of control depend on the way a crypto-token transaction has been designed, it 

would be difficult formulate specific principles to define it.  The way control is exercised over 

crypto-tokens is likely to change as digital practice evolves.  Any attempts at a detailed 

legislative definition of control would probably be superseded by later developments. This 

would compromise the aim of taking a technically neutral approach to formulating legal rules.   

We see these priorities as outweighing our general concern that litigation over crypto-tokens 

would come before the Scottish courts less frequently than before the courts England and 

Wales.   

 

Question 25 

We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous 

to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, 

including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. 

Do you agree? 
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We agree with this provisional conclusion.  The same reasons for excluding crypto-tokens from 

the definition of “goods” apply in Scotland.  Crypto-tokens would not be goods within the 

meaning of section 61 of the Sale of Goods Act 1979 or section 18 of the Sale of Goods and 

Services Act 1982 since they are not corporeal moveables.  (As an aside, we note that only 

parts of the Sale of Goods and Services Act 1982 and Consumer Rights Act 2015 apply in 

Scotland.) 

 

Question 26 

We provisionally propose that the law should be clarified to confirm that a transfer 

operation that effects a state change is a necessary (but not sufficient) condition for a legal 

transfer of a crypto-token. We consider that this state change condition is more 

appropriate than the potentially wider condition of “a change of control”. 

 

Do you agree? Do you agree that such a clarification would be best achieved by common 

law development rather than statutory reform? 

 

Accordingly, we provisionally conclude that allowing title to a crypto-token to transfer at 

the time a contract of sale is formed, but where no corresponding state change has 

occurred, would be inappropriate. Do you agree? 

 

We agree that the law should be clarified to confirm that a transfer operation that effects a state 

change should be a necessary but not a sufficient condition for the transfer of a real right of 

ownership in a crypto-token.  This rule would better align the legal state of ownership in the 

crypto-token with the digital state of the ledger.   

(As an aside, we note that a rule which made a state change a necessary but not sufficient 

condition to transferring ownership would be similar to the rule applied to dispositions of 

heritable property under the Land Registration Act (Scotland) 2012.  Registration of a 

disposition only transfers ownership if the disposition is itself valid.  To that extent, there is 

already a strong legal analogy for the proposed rule in Scotland.)   

Similarly, we agree that it would be inappropriate to treat a real right as being transferred when 

a contract of sale is formed if there are has been no corresponding state change in the ledger.  

Indeed, the general rule in Scots property law is that a contract alone cannot transfer a real right 

in property.  The rule in the Sale of Goods Act 1979 is something of an anomalous outlier.  To 

that extent, this proposed analysis would fit well within general principles of Scots property 

law. 

We agree that a mere change in control of the crypto-token (such as where the holder of private 

key passed the details of it to another person) should not be sufficient to transfer the ownership 

of the crypto-token to that person.  This change in control would not be apparent from the state 

of the ledger itself.  It is preferable to maintain a general state of affairs where the state of the 

ledger corresponds to the legal state of ownership in the crypto-tokens recorded on it.  While 

we note in answer to question 24, that the true owner in law of a crypto-token may not 
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invariably be the person who has control of it, this should be treated as the exception rather 

than the rule.  It would compromise the convenience of recording transactions on a ledger if it 

were legally possible to make “off-ledger” transfers of ownership in a crypo-token. 

 

Question 29 

We provisionally conclude that it is appropriate to draw a distinction between direct 

custody services (that is, holding crypto-tokens on behalf of or for the account of other 

persons and having capacity to exercise or to coordinate or direct the exercise of factual 

control in terms of both its positive and negative aspects) and custodial or other 

technology-based services that do not involve a direct custody relationship. Do you agree? 

 

We agree with this general distinction.  It would seem to apply both in Scots law and in the law 

of England and Wales.   

The main effect of the distinction would be on the rights of the parties in the event that the 

supposed custodian became insolvent.  We note that the term “custody” is used rather loosely 

in crypto-token practice.  It can refer to forms of transaction that differ significantly in their 

legal analysis and effect.  The technical explanation for the distinction would be somewhat 

different in Scots law from the law of England and Wales.  In Scots law, the key question would 

be the effect of the “custody” transaction on the respective patrimonies of the parties to it.   

The first analysis of the transaction would be one where the ownership of the crypto-token 

passed to the transferee and the transferee owed no more than a personal debt to restore the 

token or its monetary value to the transferor.  (This form of transaction would be analogous to 

one where a customer deposits money in an account with his or her bank.)  The effect of this 

analysis would be that the crypto-token belonged in the transferee’s patrimony, and, in the 

event of the transferee’s insolvency, it would be available for distribution to the transferee’s 

general creditors.  The client to the “custody” transaction would not enjoy any special priority.  

The outcome of this analysis is the same as in the law of England and Wales. 

On the second analysis of the transaction, the transferee of the token would hold it on trust for 

the client who transferred it.  We see this as being a true custody relationship, as that term is 

explained in Principle 10 of the UNIDROIT “Principles on Digital Assets and Private Law” 

(2023).  The effect of creating a trust is that the token would remain an asset in the client’s 

patrimony.   

This would be the case even though the beneficiary of a Scottish trust does not have anything 

equivalent to an equitable proprietary interest in the trust assets.  The beneficiary’s rights 

against the trustee are purely personal but are protected against the trustee’s insolvency (see 

our answer to question 30).  If the custodian became insolvent, the client’s tokens would be 

ring-fenced from any debts owed to by the custodian in its personal capacity. They would not 

belong to the custodian’s insolvent estate.  The outcome of this analysis is the same as in the 

law of England and Wales. 

 

Question 30 
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We provisionally conclude that, under the law of England and Wales, crypto-token 

custody arrangements could be characterised and structured as trusts, even where the 

underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of 

multiple users, and (ii) potentially even commingled with unallocated entitlements held 

for the benefit of the custodian itself. Do you agree? 

We provisionally conclude that the best way of understanding the interests of 

beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy in 

common. Do you agree? 

 

From a Scots law perspective, although there is legal uncertainty as to the property category to 

which crypto assets belong, provided the crypto-tokens are identifiable, our view is that they 

are capable of being transferred in trust by the user (truster) to the custodian (trustee), with the 

user also being the beneficiary.  On this basis, crypto-token custody arrangements could be 

structured as trusts. 

Unlike the position under English law, which recognises co-existent legal and beneficial rights 

as between trustee and beneficiary, under Scots law the trustee has full legal title to the trust 

property and the beneficiary has a jus crediti.  This right is neither an equitable right nor a 

proprietary right but a protected right in/to the trust property in that the trust property should 

not be subject to the custodian's creditors and should not form part of the assets of the custodian 

on the appointment of a liquidator or administrator thereof (see Heritable Reversionary Co. Ltd 

v Millar (1892) 19 R, (HL) 43). 

It would be possible in principle for the underlying rights to the crypto-tokens to be held on a 

consolidated unallocated basis by multiple users, provided that the trust property is identifiable 

(see below). It would also be possible to address wider commingling issues by including the 

custodian as a beneficiary, alongside the users.   

In this case, a written document complying with the Requirements of Writing (Scotland) Act 

1995 would be required (which, if executed electronically, would therefore need to be 

authenticated with an advanced electronic signature).  The benefit of having the trust 

arrangement with the custodian in place from the start of the arrangements is that it would 

avoid the need for intimation to the beneficiaries if the custodian were to hold the assets in their 

own right initially then move them into a trust.   Where new assets are being added to the trust 

property by users supplemental declarations of trust may be advisable to address uncertainty 

around the creation of a trust in respect of future assets. 

As regards the commingling of entitlements under Scots law where trust property has been 

inmixed with other property, or has been used to acquire other property, the trust property must 

remain identifiable as such in order for the beneficiary's rights survive over trust property in 

the hands of the trustee, or an acquirer from the trustee (other than a bona fide onerous 

transferee without notice of the trust). 

The Scottish courts have not laid down a test for the identifiability of trust property.  It is 

submitted in Stair that the test should be a practical one; as long as it is possible to point to a 

fund or an item of property in the hands of the trustee or a transferee from him which contains 
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trust property, or was bought using trust property, or represents the proceeds of trust property, 

that should suffice. 

An alternative approach structurally would be for separate trusts could be set up for individual 

users, although under this structure the trust property of each user should be ringfenced.  Where 

the funds of two separate trusts are inmixed and administered together, the Scottish courts have 

found that the mixed fund should be divided pro rata between the trusts, according to the 

amounts derived from each (see Edinburgh Magistrates v MacLaren (1879) 8 R (HL) 140).  

It is worth mentioning that it is possible following the obiter observation of Lord Hodge in the 

Ticketus case (Paul John Clark and David Whitehouse, Joint Administrators of Rangers 

Football Club [2012] CSOH 55) that even if the documentation constituting the trust between 

the custodian and the user were to include an English law governing law clause, the Scottish 

courts could take the view that, depending on the location of the parties and/or the servers 

utilised, the lex situs should apply. 

We provisionally conclude that the best way of understanding the interests of 

beneficiaries under such trusts are as rights of co-ownership in an equitable tenancy in 

common. Do you agree?  

Rights of co-ownership in an equitable tenancy in common are not concepts known to Scots 

law.   

Do you consider that providers and users of crypto-token custody services would benefit 

from any statutory intervention or other law reform initiative clarifying the subject 

matter certainty requirements for creating a valid trust over commingled, unallocated 

holdings of crypto-tokens? If yes, please explain what clarifications you think would 

assist.  

While law reform clarifying identification of trust assets where trust properties are inmixed 

might be worth exploring, the ability to place future assets in trust would be a fundamental 

change to the law of trusts in Scots law and would require a separate statutory trust regime for 

crypto-token custody services.  Caution should be exercised to ensure that any new statutory 

regime does not cut across the general law of trusts in Scotland or create unintended 

consequences, noting the potential conflict between English and Scots law in relation to the 

provision and use of crypto-token custody services within the UK. 

 

Question 31 

We provisionally conclude that a presumption of trust does not currently apply to 

crypto-token custody facilities and should not be introduced as a new interpretive 

principle. Do you agree? 

 

We have no firm views on this proposal.  The reasons for the presumption seem to be neutral 

between legal systems 
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Question 35 

We provisionally conclude that crypto-tokens, as objects of personal property rights, can 

be the subject of title transfer collateral arrangements without the need for specific law 

reform to provide for this. Do you agree?  

 

We generally agree with this conclusion, while allowing for some necessary adjustments to 

accommodate any specific rules of the Scots law of security.  Once it was accepted that crypto-

tokens could be the objects of real rights, then ownership of the crypto-tokens could be 

transferred to provide collateral to secure the transferor’s obligations. 

 

Question 36 

We provisionally conclude that non-possessory securities can be satisfactorily granted in 

respect of crypto-tokens without the need for law reform. Do you agree? 

 

In general, we favour this view but with one important caveat about Scots law.  All matters of 

security over crypto-tokens should be considered in the light of the recently enacted Moveable 

Transactions (Scotland) Act 2023.  One of the main purposes of the Act is to create new forms 

of non-possessory security over moveables so, to that extent, it seems generally compatible 

with the use of crypto-tokens as security. 

 

Question 37 

We provisionally conclude that it is not desirable to make provision for data objects to be 

the subject of possessory securities such as the pledge, or to develop analogous security 

arrangements based on a transfer of control. Do you agree? 

 

We agree that in general it is not desirable to provide for data objects to become the subject of 

possessory securities such as a pledge.  Such an approach would reintroduce the concept of 

possession over the data object and involve an element of legal fiction.  For the reasons given 

in response to question 16, this approach would only confuse the analysis in relation to 

intangible data objects since they are, by definition, not capable of possession in the 

conventional legal sense.  We would note, however, that this view should not rule out the new 

form of statutory pledge introduced by the Moveable Transactions (Scotland) Act 2023.  It will 

apply to existing forms of incorporeal property of the conventional kind. 

 

Question 42 

We provisionally conclude that the following existing legal frameworks can be applied to 

data objects, without the need for statutory law reform (although the common law may 

need to develop on an iterative basis): 
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 (1) breach of contract; 

(2) vitiating factors; 

(3) following and tracing; 

(4) equitable wrongs; 

(5) proprietary restitutionary claims at law; and 

(6) unjust enrichment. 

Do you agree? 

 

We agree that general principles of Scots private law would apply to data objects once they 

have been recognised as property.  Unavoidably, some modifications would need to be made 

to accommodate them.  Our view is that these are best to happen by incremental development 

as is usual with the ordinary processes of judicial law-making.  In particular, we expect that 

principles of breach of contract, real vice (vitiating factors), and unjustified enrichment would 

find a place in transactions with data objects.   

There would be some differences between rules of Scots private law and the topics mentioned 

on the list. Scots law would have its own principles for identifying misapplied data objects 

(particularly if they were inmixed) and principles of real subrogation might apply in some 

situations that correspond to notions of tracing in English law.  An action of vindication might 

develop to recover a data object that remained the property of the pursuer.  Delictual rules 

would apply to some of the situations which would be categorised as equitable wrongs in 

English law.  These would apply, for example, to the misuse of confidential information related 

to a crypto-token.  
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FINANCIAL COLLATERAL:  

A PROPOSAL FOR ITS "PROVISION" 

A. Introduction 

1. The Financial Law Committee of the City of London Law Society (the Committee or we) has 
been working to develop a draft Secured Transactions Code (the Code). The purpose of the 
Code is to create a new English law of secured transactions, based on the existing law but 
simplifying and modernising it. We have received a great deal of support for the idea of 
doing this and the approach of the Code. We have considered a lot of comments from a 
wide variety of interested people, including many academics and practising lawyers. 

2. In conjunction with the Code, the Committee has prepared a draft Secured Transactions 
Code and Commentary (the Commentary). The purpose of the Commentary is to put the 
new law set out in the Code into context, explain why the Code says what it does and give 
examples of how the law should be applied in practice. 

3. Our intention is that the Code should be brought into law by enabling legislation. The 
legislation could give the Commentary official standing as a guide to the interpretation of 
the Code and any other rules or provisions of an enactment or common law that are used 
or referred to in the Code. 

4. We believe that the latest draft of the Code has achieved a broad consensus of support1. 
However, one of the clear messages that we have received in progressing the draft Code is 
that there is wide-spread concern that the existing English law on financial collateral is not 
fit for purpose in the modern world. This is viewed as a matter of critical significance to the 
stability and competitiveness of the UK's financial system, especially after the UK's 
withdrawal from the European Union. As such, we have reflected upon whether the Code 
would be the most apposite place to deal with the issues that have been identified.  

6. However, while there are certain matters relating to the law on financial collateral that in 
our view should be governed by the Code (for example, the rules governing priority), we 
have concluded that most (if not all) of the issues raised would be better dealt with through 
appropriate amendments to the FCARs2. 

7. Accordingly, the Committee is taking forward, in conjunction with its work on the Code, a 
separate work-steam. The aim of this work-stream is to seek support for certain changes to 
the FCARs that we consider necessary or desirable to enable relevant collateral  

 

1 The current version of the draft Code and Commentary (each dated March 2020) can be found on the CLLS website: [insert link here] 

2 The Financial Collateral Arrangements (No.2) Regulations 2003 (as amended). The FCARs implemented into UK law the provisions of 
Directive 2002/47/EC of the European Parliament and of the Council of 6 June 2002 on financial collateral arrangements (as amended, 
the FCD). 
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arrangements3 governed by English law to be commercially useful, workable, safe and 
effective as part of the UK's modern, dynamic and internationally-focused financial 
markets4. 

8. This paper5 has been prepared by the Committee with regard to one specific, but 
fundamental, concern arising out of the practical operation of the FCARs: the requirement 
that financial collateral must be "provided"6 by the collateral-giver7 to the collateral-taker 
before the benefits of the FCARs can be applied to the relevant collateral arrangement 
concerned.       

B. The practical operation of our financial collateral laws: a fundamental concern 

9. Financial collateral (comprising financial instruments, cash and credit claims) is used widely 
in the UK financial markets, and in connection with central bank monetary operations, as a 
key component for the management of credit, liquidity, systemic and other risks.  

10. The adoption of the FCD was intended to introduce measures that would contribute to the 
efficient, safe and stable operation of the EU financial markets (see Recitals (3) and (12)); to 
improve the legal certainty of financial collateral arrangements (see Recital (5)); to limit the 
administrative burdens for parties using financial collateral (see Recital (9)); and to provide 
rapid and non-formalistic enforcement procedures to safeguard financial stability and limit 
contagion effects in case of a default of a party to a financial collateral arrangement (see 
Recital (17)).  

11. In implementing the FCD, and with reference to the minimum harmonization nature of the 
FCD (see Recital (22)), HM Treasury took extensive steps to ensure that the FCARs included 

 

3 We use the term relevant collateral arrangement in this paper to refer to an agreement or arrangement under which financial collateral 
(in the form of cash, securities or credit claims) is used as security in respect of a loan or other liability.  

4 We note that HM Treasury has a power under section 255 of the Banking Act 2009 to make regulations about relevant collateral 
arrangements. Under that section, such regulations may make any provision that HM Treasury thinks necessary or desirable: (1) for the 
purpose of enabling relevant collateral arrangements, whether or not with an international element, to be commercially useful and 
effective (s. 255(3)(b)); and (2) to achieve or restore certainty and stability in connection with the matters to which the FCARs relate (s. 
255(5)(d)).   

5 The Committee has prepared a separate paper on other amendments that it considers necessary or desirable to be made to the FCARs. 
While this split has been done to give particular focus and clarity to the widely expressed concerns on the seminal issue of the "provision" 
of financial collateral as discussed in this paper, we would wish to address and take forward with HM Treasury in tandem each of the 
proposals that we have set out in our two papers.  

6 The concept of "provision" derives from: (1) the definition of "security financial collateral arrangement" in Article 2(1)(c) of the FCD 
(which requires that, in order to qualify for the protections afforded to a security financial collateral arrangement under the FCD, the 
relevant collateral must be "provided" by the collateral-giver to the collateral-taker); and (2) Article 2(2), which states that for financial 
collateral to be so "provided", it must be "delivered, transferred, held, registered or otherwise designated so as to be in the possession or 
under the control of the collateral-taker or of a person acting on the collateral-taker's behalf". This finds expression in the UK's 
implementation of the FCD through the definition of "security financial collateral arrangement": see FCARs, regulation 2(1) (paragraph 
(c) of the definition).   

7 We use the more neutral term collateral-giver, rather than "collateral-provider", to refer to the person who creates a security interest 
in financial collateral in favour of the collateral-taker. This is appropriate in our view because, for the reasons we explore later in this 
paper, financial collateral may not in fact be "provided" under a particular relevant collateral arrangement and, as a result, the 
arrangement may not satisfy one of the core conditions for qualification as a security financial collateral arrangement for the purposes 
of the FCARs.    
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a number of helpful provisions that sought to achieve the objectives of the FCD as applying 
to the particular structural considerations of the UK's financial markets.  

12. The provisions of the FCARs have been kept periodically under review. In 2010, an 
amendment (the 2010 Amendment)8 was made to clarify that "possession" of financial 
collateral (in the form of financial instruments or cash) includes the case where: 

"financial collateral has been credited to an account in the name of the 
collateral-taker or a person acting on his behalf (whether or not the 
collateral-taker, or a person acting on his behalf, has credited the financial 
collateral to an account in the name of the collateral-taker on his, or that 
person's books) provided that any rights the collateral-provider may have in 
relation to that financial collateral are limited to the right to substitute 
financial collateral of the same or greater value or withdraw excess financial 
collateral".    

13. However, notwithstanding the 2010 Amendment9, it has become apparent that the manner 
in which many relevant collateral arrangements (governed by English law) operate in 
practice in the UK's financial markets does not, or may not10, comply with the requirement 
for "provision" under the FCARs. Particular concerns have arisen with respect to the 
eligibility of relevant collateral arrangements commonly used in the UK markets, including: 

 

8 Pursuant to regulation 4 of the Financial Markets and Insolvency (Settlement Finality and Financial Collateral Arrangements) 
(Amendment) Regulations 2010. The amendment was made in response to the views expressed by Vos J. in Gray & Others -v- G-T-P Group 
Ltd., Re F2G Realisations Ltd. (in liquidation) [2010] EWHC 1772 (Ch.) (the Gray judgment) that, for the purposes of the FCARs and English 
law more generally, "possession" has no meaning as regards intangible property. 

9 Indeed, it is fair to say that the non-exclusive definition of "possession" brought into effect by the 2010 Amendment has itself introduced 
additional legal uncertainty. This is because the proviso in the definition suggests that, if rights are reserved to the collateral-giver that 
extend beyond a right of substitution or withdrawal of "excess" collateral, the collateral-taker will not have possession of the relevant 
financial collateral. This appeared to reflect an interpretation of the final sentence of Article 2(2) of the FCD as a comprehensive 
description of the rights which may, after a qualifying provision, nonetheless reside with the collateral-giver, so that the enjoyment by 
the giver of any different or wider rights would be fatal to the requirement for "possession". This interpretative approach was 
subsequently doubted by Briggs J. in Re Lehman Brothers International (Europe) (in administration) [2012] EWHC 2997 (Ch.) (the Extended 
Liens judgment). 

10 Legal uncertainty as to whether a particular charge, and its related contractual arrangements, may or may not be eligible for protection 
under the FCARs is equally damaging to the smooth and cost-effective operation of the UK's financial markets. Due to the potentially 
severe consequences for a collateral-taker in making a wrong decision on this point, the tendency is for market participants to proceed 
on the basis that the FCARs do not apply. In consequence, the intended benefits of the Regulations fail to find practical expression in 
market practice. If market participants structure their transactions on the basis that the FCARs do apply, they will rarely obtain a "clean" 
legal opinion on issues relevant to the validity or enforceability of the transaction. The specific issue for English law security interests over 
financial collateral, with reference to the requirement for provision of financial collateral, has been highlighted by both the Gray judgment 
(which was handed down before the 2010 Amendment) and the Extended Liens judgment (which was handed down after the 2010 
Amendment). These judgments have underscored the necessity for a relevant collateral-taker to have a contractual or other legal right 
that enables it, prior to an enforcement event, to prevent the collateral-giver from using or dealing with the charged financial collateral 
so as to remove it from the collateral pool (this is, so-called, "legal, negative control"). The analysis on this aspect of relevant collateral 
arrangements by the English courts has since been confirmed, with respect to the corresponding provisions of the FCD, by the European 
Court of Justice in Private Equity Insurance Group SIA -v- Swedbank AS, Case C-156/15. The problem, however, is that none of these 
judgments provide clarity as to what rights, in practice, may be reserved by, or granted to, the collateral-giver in relation to financial 
collateral that might be considered to fall short of the right to "use" or "deal" with the collateral in the relevant sense; and so as to allow 
the continuing "provision" of the collateral under the FCARs/FCD. This is the case even in relation to the rights to substitute collateral or 
to withdraw "excess" collateral (which are expressly recognised in the legislation as not preventing the provision of financial collateral), 
in light of the range of operational arrangements that are in practice put in place to support the exercise of these rights.     
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(1) floating charges (unless, perhaps, the only reason why a charge is (re-) characterised 
as a floating charge is by reason of any right of substitution or withdrawal of 
"excess" financial collateral reserved to the collateral-giver);  

(2) charges created on terms that, prior to enforcement, reserve residual rights and 
powers for the collateral-giver with respect to: 

(a) the exercise of, or the enjoyment of the fruits of the exercise of, voting, 
notice or other rights attached to the charged financial collateral; and/or 

(b) the receipt of interest, dividend or other income payments payable on the 
charged financial collateral; 

(3) charges under which the collateral-giver has the right to withdraw "excess" financial 
collateral as determined by reference to: 

(a) a proportion of the liabilities owed to the collateral-taker which may be less 
or more than 100% of those liabilities; 

(b) a specified amount (which may be less or more than the liabilities owed to 
the collateral-taker); or  

(c) some other formula or mechanism that ensures that the collateral-taker is 
at all times provided with an agreed and accepted level of collateralisation 
that may be less or more than the value of the liabilities at that time owed 
to the collateral-taker;  

(4) charges under which the collateral-giver has a role with respect to the valuation of 
secured liabilities and/or the securities to be withdrawn as "excess" collateral or to 
replace, or be replaced as, substituted collateral; and 

(5) charges under which the collateral-giver is entitled to require its custodian to return 
the collateral in the event that the collateral-taker becomes insolvent, but usually 
only after it has certified that it has discharged all secured liabilities11. 

14. These issues of legal uncertainty have undermined market confidence in the eligibility of 
English law relevant collateral arrangements to benefit from the protections that were 
intended to be afforded to them under the FCD. This means that many of the positive 
ambitions of the legislative framework introduced by the FCARs (in implementing the FCD) 
have failed to materialise for participants in the UK's and other international financial 
markets.  

 

11 The nature of these concerns, and the cumulative impact of the resulting legal uncertainty on different parts of the UK financial markets, 
has been previously highlighted by the work of the Financial Markets Law Committee (the FMLC) in this area: see the FMLC's report, 
Analysis of uncertainty regarding the meaning of 'possession or… control' and 'excess financial collateral' under the Financial Collateral 
Arrangements (No. 2) Regulations 2003 (December 2012); and its subsequent letter dated 13 April 2015 to Mr. Richard Knox (Deputy 
Director, Securities and Markets, HM Treasury) entitled, Meaning of "possession", "control" and "excess financial collateral" under the 
Financial Collateral Arrangements (No. 2) Regulations 2003.  
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15. The Committee considers that, with regard to the clear need to support the efficient, safe 
and effective operation of the global financial system in response to recent (and ongoing) 
socio-political, economic and other market shocks, it is of critical importance that HM 
Government should now take the opportunity to resolve the concerns that have been 
widely expressed as to the effectiveness of the current legislative framework supporting 
relevant collateral arrangements. We also consider that, in light of the UK's withdrawal from 
the European Union, this is an appropriate time to evaluate what measures can and should 
be taken to maintain the global-standing12 of the UK's financial markets, and fully to achieve 
the sound policy objectives and outcomes at the foundation of the legislative initiatives 
taken to date as relating to financial collateral. 

C.  A suggested way forward 

16. In Annex 1 to this paper, we set out certain suggested amendments to the FCARs13 that we 
believe would meet many of the concerns that have been expressed to us as part of our 
development of the Code and, previously, have been the subject of work undertaken by the 
FMLC.  

17. We also believe that, in view of the paramount need to provide legal certainty to market 
participants with respect to the eligibility of their charge and related contractual 
arrangements, it is essential to provide authoritative practical and transparent guidance on 
how their relevant collateral arrangements can legitimately be structured and operated to 
benefit from the protections afforded to security financial collateral arrangements under 
the FCARs.  

18. In the context of the Committee's work on the Code and Commentary, and as explained in 
paragraph 3 of this paper, we envisage that any legislation which might be put in place to 
give effect to the Code would also provide official standing to the Commentary. This might, 
for example, take the form of requiring an English court, when determining any relevant 
issue under the FCARs, to take account of any guidance on that issue set out in the 
Commentary. We would, of course, equally support any proposal under which such practical 
guidance could be given official standing before an English court: we do not believe that 

 

12 One way to maintain the global reputation of our markets is to ensure that the legal framework that supports their safe and efficient 
operation meets international best standards. Relevant collateral arrangements are used widely by systemically important financial 
market infrastructure to manage systemic and other risks arising out of their activities and the activities of their participants. The CPMI-
IOSCO Principles for financial market infrastructures (April 2012) (the PFMIs) are internationally recognised standards of best practice 
designed to enhance safety and efficiency in payment, clearing and settlement arrangements and, more broadly, to limit systemic risk 
and foster transparency and financial stability. Under Principle 1 (Legal basis) of the PFMIs, an FMI is expected to have a well-founded, 
clear, transparent and enforceable legal basis for each material aspect of its activities in all relevant jurisdictions. This "legal basis" includes 
general laws and regulations that govern security interests (see paragraph 3.1.2 of the PFMIs) and, in accordance with Key Consideration 
1, "should provide a high degree of certainty" for each material aspect of an FMI's activities in all relevant jurisdictions. The use of financial 
collateral by central counterparties, central securities depositories and payment systems to manage material risk would properly be 
considered, for this purpose, a "material aspect" of the FMI's activities. Implementation of the steps we propose in this paper, to enhance 
legal certainty as to the eligibility of English law relevant collateral arrangements to benefit from the protections afforded to security 
financial collateral arrangements under the FCARs, would provide substantial assistance to UK FMIs seeking to meet the PFMI 1 standard 
(in relation to their relevant collateral arrangements).   

13 It would, of course, be a matter for determination by HM Treasury as to whether it might be appropriate to make the proposed changes 
by way of a simple amendment instrument or by way of a consolidating instrument so as to have a single set of amended and re-stated 
Regulations dealing with relevant collateral arrangements under English law.   
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such guidance would have to be set out in the Commentary which we are developing to 
support the Code. This flexibility of options is accommodated by our proposals for 
amendments to the FCARs set out in Annex 114. 

19. In Annex 2 to this paper, and by way of illustration as to how we envisage our legislative 
proposals might operate in practice, we have set out some potential practical guidance that 
we believe market participants would find helpful in interpreting the relevant provisions of 
the FCARs (as we propose they should be amended) on the "provision" requirement before 
a relevant collateral arrangement can qualify as a security financial collateral arrangement. 

20. Members of the Committee would be delighted to meet representatives from HM Treasury 
to discuss the issues, and proposed solutions, set out in this paper.       

 
Financial Law Committee 
City of London Law Society 
[   ] [          ] 202[ ]  
  

 

14 Specifically, we have suggested a power for HM Treasury: (1) itself, to issue "approved guidance" on matters relevant to a 
determination as to whether financial collateral is "provided"; or (2) to designate a body with sufficient resources, knowledge and 
expertise as an "appropriate body" and to approve any guidance issued by such a body relating to the "provision" of financial collateral: 
see regulation 20(1) to (6) of the FCARs as we propose they should be amended. We have also suggested that a court, in deciding whether 
a collateral-giver has "provided" financial collateral to a collateral-taker (or a person acting on its behalf), must consider any such 
approved guidance where it is relevant to the specific issue before the court: see regulation 20(7) of the FCARs as we propose they should 
be amended.  
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ANNEX 1: 

SUGGESTED AMENDMENTS TO THE FCARs 

1. In regulation 3(1) –  

(1) before the definition of "book entry securities collateral", insert the following 
definitions – 

""2000 Act" means the Financial Services and Markets Act 2000; 

"account" means either or both of a cash account and a financial instruments 
account"; 

"account agreement" means –  

(a) in relation to a cash account, the agreement between the account holder 
and the relevant account servicing institution governing the cash account;  

(b) in relation to a financial instruments account, the agreement between the 
account holder and the relevant intermediary or relevant CSD governing the 
financial instruments account;     

"account servicing institution" means a person that maintains cash accounts, for 
others or both for others and for its own account;  

"appropriate body" means a body which is designated by the Treasury in 
accordance with regulation 20(4);  

"appropriate notice" means, in relation to – 

(a) notice of a control agreement received by an intermediary or an account 
servicing institution but to which it is not a party, notice that is receivable 
by the intermediary or the account servicing institution in accordance with 
the terms of its account agreement with the relevant collateral-giver; 

(b) notice of a control agreement received by a CSD but to which the CSD is not 
a party, notice that is receivable by the CSD in accordance with the terms 
of its account agreement with the relevant collateral-giver or its rules; 

"approved guidance" means guidance – 

(a) issued by the Treasury or an appropriate body under regulation 20(2) with 
regard to the financial collateral principles; and 

(b) (where the guidance is issued by an appropriate body) it is approved by the 
Treasury in accordance with regulation 20(5);";   

(2) after the definition of "cash", insert the following definitions –  
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""cash account" means an account maintained by an account servicing institution 
to which cash may be credited or debited; 

"cash control agreement" means an agreement (in relation to cash credited to a 
cash account in the name of a collateral-giver or a person acting on its behalf) – 

(a) between the collateral-giver, the relevant account servicing institution and 
a collateral-taker (or a person acting on its behalf); or   

(b) between the collateral-giver and a collateral-taker (or a person acting on its 
behalf) of which the relevant account servicing institution receives 
appropriate notice,  

which in any such case includes either or both of the following provisions –  

(i) that the relevant account servicing institution is not permitted to comply 
with any instructions given by the collateral-giver (or the person acting on 
its behalf) in relation to the cash to which the agreement relates without 
the consent of the collateral-taker (or the person acting on its behalf);  

(ii) that the relevant account servicing institution is obliged to comply with any 
instructions given by the collateral-taker (or the person acting on its behalf) 
in relation to the cash to which the agreement relates in such circumstances 
and as to such matters as may be provided by the agreement, without any 
further consent of the collateral-giver (or the person acting on its behalf);  

"cash designating entry" means an entry in, or other procedure in relation to, a cash 
account maintained in the name of a collateral-giver (or a person acting on its 
behalf) that is made, or operates, in favour of a collateral-taker or a person acting 
on its behalf which, under the account agreement or a cash control agreement has 
either or both of the following effects – 

(a) that the relevant account servicing institution is not permitted to comply 
with any instructions given by the collateral-giver (or the person acting on 
its behalf) in relation to the cash as to which the entry is made without the 
consent of the collateral-taker (or the person acting on its behalf); 

(b) that the relevant account servicing institution is obliged to comply with any 
instructions given by the collateral-taker (or the person acting on its behalf) 
in relation to the cash as to which the entry is made in such circumstances 
and as to such matters as may be provided by the account agreement or 
the control agreement, without any further consent of the collateral-giver 
(or the person acting on its behalf);"     

(3) after the definition of "close-out netting", insert the following definition –  

""control agreement" means either or both of a cash control agreement and a 
financial instruments control agreement;"; 

1047



Draft 

4160-9532-2403/1/MRE/MRE 9 04 November 2022 14:56 

 (4) after the definition of "credit claims", insert the following definitions –  

""CSD" means a "central securities depository" within the meaning of section 417 
of the 2000 Act; 

"delivery" means transfer of possession, actual or constructive, from one person to 
another; 

"designating entry" means either or both of a cash designating entry and a financial 
instruments designating entry;"; 

 (5) after the definition of "financial collateral", insert the following definition –  

 ""financial collateral principles" means the principles set out in regulation 20(6);"; 

(6) after the definition of "financial instruments", insert the following definitions – 

"financial instruments account" means a register or account maintained by an 
intermediary or a CSD to which financial instruments may be credited or debited; 

"financial instruments control agreement" means an agreement (in relation to 
financial instruments credited to a financial instruments account in the name of a 
collateral-giver or a person acting on its behalf) – 

(a) between the collateral-giver, the relevant intermediary or the relevant CSD 
and a collateral-taker (or a person acting on its behalf); or   

(b) between the collateral-giver and a collateral-taker (or a person acting on its 
behalf) of which the relevant intermediary or the relevant CSD receives 
appropriate notice, 

which in any such case includes either or both of the following provisions –  

(i) that the relevant intermediary or the relevant CSD is not permitted to 
comply with any instructions given by the collateral-giver (or the person 
acting on its behalf) in relation to the financial instruments to which the 
agreement relates without the consent of the collateral-taker (or the 
person acting on its behalf);  

(ii) that the relevant intermediary or the relevant CSD is obliged to comply with 
any instructions given by the collateral-taker (or the person acting on its 
behalf) in relation to the financial instruments to which the agreement 
relates in such circumstances and as to such matters as may be provided by 
the agreement, without any further consent of the collateral-giver (or the 
person acting on its behalf);  

"financial instruments designating entry" means an entry in, or other procedure in 
relation to, a financial instruments account maintained in the name of a collateral-
giver (or a person acting on its behalf) that is made, or operates, in favour of a 
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collateral-taker or a person acting on its behalf which, under the account 
agreement, a financial instruments control agreement or the rules of a CSD has 
either or both of the following effects – 

(a) that the relevant intermediary or the relevant CSD is not permitted to 
comply with any instructions given by the collateral-giver (or the person 
acting on its behalf) in relation to the financial instruments as to which the 
entry is made without the consent of the collateral-taker (or the person 
acting on its behalf); 

(b) that the relevant intermediary or the relevant CSD is obliged to comply with 
any instructions given by the collateral-taker (or the person acting on its 
behalf) in relation to the financial instruments as to which the entry is made 
in such circumstances and as to such matters as may be provided by the 
account agreement, the control agreement or the rules of the relevant CSD, 
without any further consent of the collateral-giver (or the person acting on 
its behalf);";    

(7) after the definition of "intermediary", insert the following definition – 

""negotiable instrument" means a financial instrument title to which is transferred 
by delivery of the instrument from one person to another (whether with or without 
indorsement of the instrument);"; 

(8) after the definition of "recovery and resolution directive", insert the following 
definitions – 

""registered instruments" means financial instruments title to which is constituted 
or evidenced by entry of the holder of the financial instruments on the relevant 
register of financial instruments; 

"register of financial instruments" means a register or other record of financial 
instruments which is not maintained by a CSD and constitutes the primary record 
of entitlement to the relevant financial instruments as against the issuer of the 
instruments;"; 

(9) in the definition of "relevant account", delete all the words from "by which that 
book entry securities collateral is transferred or designated so as to be" to (and including) 
"under the control of" and substitute for them the words, "through which that book entry 
securities collateral is provided to";  

(10) after the definition of "relevant account", insert the following definitions –  

""relevant administrative control" means the control of financial collateral by a 
collateral-taker (or a person acting on its behalf) effected by any of the steps taken 
in relation to the financial collateral described in regulation 3(2); 
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"relevant administrative control arrangement" means an agreement or 
arrangement, evidenced in writing, where –  

(a) the purpose of the agreement or arrangement is to secure the relevant 
financial obligations owed to the collateral-taker; 

(b) the collateral-giver creates or there arises a security interest in financial 
collateral to secure those obligations; 

(c)  the financial collateral is in the relevant administrative control of the 
collateral-taker (or a person acting on its behalf); and 

(d) the collateral-giver and the collateral-taker are both non-natural persons;"; 

(11) after the definition of "relevant financial obligations", insert the following 
definitions – 

""relevant rights" means any or all of the following rights exercisable in relation to 
financial collateral which is securing or covering relevant financial obligations under 
a Relevant Rights Arrangement – 

(a) in the case of financial collateral in the form of financial instruments, any 
right of the collateral-giver (prior to the occurrence of an enforcement 
event) to exercise (or to instruct the exercise of) for its own account or 
receive for its own account (or to instruct the collateral-taker or any other 
person to account to it for) any rights, privileges or benefits attached to or 
arising from such financial instruments, including, for example -  

(i) to receive for its own account any interest, income, dividends or 
other distributions payable or deliverable in respect of such 
financial instruments;  

(ii) to receive for its own account notices affecting or otherwise 
relating to such financial instruments, their issuer or any holder;  

(iii) to exercise (or to instruct the exercise of) for its own account any 
voting rights exercisable in relation to such financial instruments; 
or  

(iv) to give any instruction or make any election for its own account (or 
to require the collateral-taker or any other person to give an 
instruction or make an election) with respect to any rights 
exercisable in respect of such financial instruments relating to 
conversion, sub-division, consolidation, pre-emption, rights under 
a takeover offer or rights to receive financial instruments or a 
certificate which may at a future date be exchanged for financial 
instruments or other rights;   
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(b) in the case of financial collateral in the form of cash, any right of the 
collateral-giver (prior to the occurrence of an enforcement event) to receive 
for its own account (or to instruct the collateral-taker or any other person 
to account to it for) any interest or other income payable in respect of the 
financial collateral; 

(c) in the case of financial collateral in the form of cash or financial instruments, 
any right of the collateral-giver to –  

(i) substitute financial collateral of the same, equivalent or greater 
value or amount; or 

(ii) withdraw excess financial collateral (or to instruct any such 
substitution or withdrawal); and 

(d) any other right reserved by, or granted to, the collateral-giver – 

(i) the exercise of which affects, or may come to affect, any of the 
collateral-taker's rights, privileges and benefits (or its enjoyment of 
any of the rights, privileges and benefits) that would otherwise 
arise from or in connection with its relevant administrative control 
of the financial collateral (or from such possession or control by a 
person acting on its behalf);  

(ii) the exercise of which as a relevant right, in accordance with the 
terms of the Relevant Rights Arrangement, is consistent with the 
financial collateral principles; 

"Relevant Rights Arrangement" means a relevant administrative control  
arrangement under which the financial collateral is in the relevant administrative 
control of the collateral-taker (or a person acting on its behalf) of a type described 
in regulation 3(2)(a), (b), (c)(i), (c)(ii) or (c)(iii);";    

 (12) after the definition of "reorganisation measures", insert the following definition –  

""rules" means, in relation to a CSD, rules, practices, conditions, requirements, 
operating procedures, specifications, directions or other provisions that govern 
participation in the securities settlement system operated, or the provision of 
central maintenance services, by the CSD; and "rules" include any such provisions  
contained in, or required by, the law governing the services provided by the CSD;";   

(13) substitute for paragraph (c) in the definition of "security financial collateral 
arrangement", the following – 

"(c) the financial collateral is provided to the collateral-taker or a person acting 
on its behalf; and"; and 
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(14) in paragraph (d) in the definition of "security interest", delete all the words from 
(and including) "where the financial collateral charged" to the end of that paragraph.  

2. Omit regulation 3(2) and substitute it with the following –  

"(2) For the purposes of these Regulations, financial collateral may only be provided to 
the collateral-taker or a person acting on its behalf –  

(a) (in the case of financial collateral in the form of financial instruments which are 
negotiable instruments) by the delivery of the financial collateral from the 
collateral-giver (or a person acting on its behalf) to the collateral-taker or a person 
acting on its behalf; 

(b) (in the case of financial collateral in the form of financial instruments which are 
registered instruments) by – 

(i) the entry of the name of the collateral-taker or a person acting on its behalf 
as holder of the financial collateral in the relevant register of financial 
instruments; or 

(ii) delivery to the collateral-taker or a person acting on its behalf of the share 
certificate or other certificate evidencing title to the registered financial 
instruments (whether with or without a proper instrument of transfer 
executed by or on behalf of the collateral-giver in favour of the collateral-
taker or a person acting on its behalf); 

(c) (in the case of financial collateral in the form of cash credited to an account or 
financial instruments other than negotiable instruments or registered instruments) 
by –  

(i) the financial collateral being credited to an account in the name of the 
collateral-taker or a person acting on its behalf (whether or not the 
collateral-taker, or the person acting on his behalf, has credited the 
financial collateral to an account in the name of the collateral-taker on his, 
or that person's books); 

(ii) in relation to financial collateral credited to an account in the name of the 
collateral-giver (or a person acting on its behalf), a control agreement being 
entered into or, if the intermediary, the CSD or the account servicing 
institution is not a party to the control agreement, the intermediary, the 
CSD or the account servicing institution receiving appropriate notice of the 
control agreement, under which in either case – 

(aa) the intermediary, the CSD or the account servicing institution is not 
permitted to comply with any instructions given by the account 
holder or (if different) the collateral-giver in relation to the financial 
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collateral without the consent of the collateral-taker or a person 
acting on its behalf;  

(bb) the intermediary, the CSD or the account servicing institution is 
obliged to comply with any instructions given by the collateral-taker 
or a person acting on its behalf in relation to the financial collateral 
in such circumstances and in relation to such matters as may be 
provided by the agreement, without any further consent of the 
account holder or (if different) the collateral-giver; 

(iii) in relation to financial collateral credited to an account in the name of the 
collateral-giver (or a person acting on its behalf), a designating entry being 
made in that account in favour of the collateral-taker or a person acting on 
its behalf;  

(iv) in relation to financial collateral credited to an account in the name of the 
collateral-giver (or a person acting on its behalf), the collateral-giver 
creating a security interest in the financial collateral in favour of the 
intermediary, CSD or account servicing institution that maintains that 
account, as collateral-taker. 

(3) The reservation by, or grant to, a collateral-giver of relevant rights in relation to 
financial collateral under a Relevant Rights Arrangement shall not prevent the provision of 
that collateral to the collateral-taker (or the person acting on its behalf). 

(4) Where an intermediary, CSD or account servicing institution has relevant 
administrative control of financial collateral of the type described in regulation 3(2)(c)(iv), 
its relevant administrative control of the collateral shall effect the provision of the collateral 
to it, irrespective of whether or not: 

(a) rights are reserved by, or granted to, the collateral-giver in relation to the collateral; 
or 

(b) the rights reserved by, or granted to, the collateral-giver in relation to the collateral 
are or are nor relevant rights.   

(5) The same person may act, with respect to a collateral-giver (or a person acting on 
its behalf), in the capacity of – 

(a) an account servicing institution for cash credited to a cash account in the name of 
the collateral-giver (or a person acting on its behalf) maintained by that person; and 

(b) an intermediary or a CSD for financial instruments credited to a financial 
instruments account in the name of the collateral-giver (or a person acting on its 
behalf) maintained by that person." 

3. After regulation 19, insert a new Part 6 as follows –  
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 "PART 6  

 Approved guidance 

 Power to issue approved guidance 

 20. – (1) The Treasury may – 

 (a) issue guidance under paragraph (2); or 

(b) approve under paragraph (5) guidance issued by an appropriate body. 

(2) The Treasury or an appropriate body may issue guidance –  

(a) on any matter that it considers appropriate or necessary to assist the interpretation 
and practical application of –  

(i) any of paragraphs (a) to (c) of the definition of "relevant rights" in 
regulation 3(1); and 

(ii) regulations 3(2) and 3(3);  

(b) that describes those other rights that may be reserved by, or granted to, a collateral-
giver in relation to financial collateral and whose categorisation as "relevant rights", 
for the purposes of these Regulations, is considered by the Treasury or, as the case 
may be, the appropriate body to be consistent with the financial collateral 
principles.   

(3) When issuing guidance, the Treasury or an appropriate body must have regard to 
the financial collateral principles.  

(4) The Treasury may designate a body as an appropriate body if the Treasury 
determines that the body has sufficient resources, knowledge and expertise to perform the 
functions of a body issuing approved guidance.    

(5) The Treasury may approve guidance issued by an appropriate body under regulation 
20(2) if it is satisfied that the guidance – 

(a) has been issued by the appropriate body with regard to the financial collateral 
principles; and 

(b) will at all relevant times be published in a manner that the Treasury has approved 
as appropriate to bring it to the attention of persons likely to be affected by it. 

(6) For the purposes of these Regulations, the "financial collateral principles" are that -  

(a) a relevant administrative control arrangement should be commercially useful and 
effective with a view to its practical operation in managing or reducing risk for the 
parties to the arrangement and third parties;  
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(b) the administrative burdens for a collateral-taker under a relevant administrative 
control arrangement should be limited; 

(c) rapid and non-formalistic enforcement procedures should be available to a 
collateral-taker under a relevant administrative control arrangement with a view to 
safeguarding financial stability and limiting contagion effects upon the occurrence 
of an enforcement event;  

(d) the practical operation of a relevant administrative control arrangement should 
ensure a balance between market efficiency and the safety of the parties to the 
arrangement and third parties by minimising risk (including the risk of fraud); and 

(e) the practical operation of a relevant administrative control arrangement should 
take into account the interest of the collateral-giver to dispose of, use or withdraw 
financial collateral in the relevant administrative control of the collateral-taker, 
where the collateral-taker agrees that the collateral is not required to secure or 
cover the relevant financial obligations owed to it.   

(7) In deciding whether a collateral-giver has provided financial collateral to a 
collateral-taker or a person acting on its behalf for the purpose of these Regulations, the 
court must consider any approved guidance which is relevant to that issue.    
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ANNEX 2: 

DRAFT GUIDANCE ON APPLICATION OF THE "PROVISION" TEST1 

A. Introduction 

1. This Guidance is issued by us2 as an appropriate body designated by HM Treasury under 
regulation 20(4) of the Financial Collateral Arrangements (No. 2) Regulations 2003 (as 
amended, the FCARs)3. [It has been approved by HM Treasury in accordance with regulation 
20(5) of the FCARs.] 

2. The FCARs give certain important protections4 to a security financial collateral arrangement 
(an SFCA). A security interest5 over financial collateral6 is commonly taken in relevant 

 

1 In preparing this draft Guidance, the Committee has adopted and built upon the analysis and reasoning of the FMLC as expressed in its 
report, Analysis of uncertainty regarding the meaning of 'possession or… control' and 'excess financial collateral' under the Financial 
Collateral Arrangements (No. 2) Regulations 2003 (December 2012); and its subsequent letter dated 13 April 2015 to Mr. Richard Knox 
(Deputy Director, Securities and Markets, HM Treasury) entitled, Meaning of "possession", "control" and "excess financial collateral" 
under the Financial Collateral Arrangements (No. 2) Regulations 2003.   

2 The Committee has prepared this draft Guidance to illustrate how it envisages an appropriate body might use its power under suggested 
regulation 20(2) of the FCARs to issue approved guidance which would be of practical assistance to participants in the financial markets. 
Accordingly, we have prepared it from the perspective of (and as if it had been issued by) such an appropriate body, but without intending 
to suggest that the Committee itself could or would subsequently (or could or would wish to) be designated as such a body pursuant to 
HM Treasury's power in proposed regulation 20(4) of the FCARs. We have prepared this Guidance on the basis that HM Treasury might 
exercise its powers under section 255 of the Banking Act 2009 to make appropriate amendments to the Financial Collateral Arrangements 
(No. 2) Regulations 2003. However, it may be the case that, if HM Treasury is minded to make the changes that the Committee proposes 
in its papers, a better solution might be to amend and re-state the 2003 Regulations into a new set of stand-alone Regulations. That 
obviously remains a decision for HM Treasury alone, but it should not affect the substance of the analysis and conclusions set out in this 
draft Guidance.     

3 This Guidance represents our considered views, analysis and conclusions as to the matters covered by it and has been prepared by us, 
as an "appropriate body", with regard to the "financial collateral principles" set out in regulation 20(6) of the FCARs. However, it does not 
represent legal advice and we do not accept or assume any duty of care or other legal responsibility to any person in relation to our 
preparation, issue and publication of this Guidance.      

4 These protections include: (1) the disapplication of certain provisions of legislation that would (or might) otherwise require the formal 
validity of, the effectiveness of any assignment or other disposition of property under or the perfection of, an SFCA to be dependent upon 
the taking of a further formal or administrative act (e.g. as to writing or registration);  (2) the disapplication of certain rules of insolvency 
law that would (or might) otherwise prevent or inhibit the rapid enforcement of a security interest under an SFCA (e.g. the administration 
moratorium); (3) the disapplication of certain anti-avoidance rules under insolvency law that would (or might) otherwise invalidate or 
avoid the security interest created, or the taking of realisation or other action, under or pursuant to an SFCA; (4) the giving of priority to 
the security interest created by an SFCA over preferential claims, administration or other expenses that would (or might) otherwise take 
precedence over the relevant financial obligations secured or otherwise covered by the SFCA; and (5) the recognition of rights of use and 
appropriation in relation to the financial collateral the subject of an SFCA that would (or might) not otherwise be available to a collateral-
taker as a matter of general law under a relevant collateral arrangement that does not qualify as an SFCA. In addition, certain protections 
for SFCAs may be embedded in other legislative provisions. For example, SFCAs will benefit from the exclusions to the new provisions 
likely to be incorporated into the Insolvency Act 1986, by way of amendments effected through the prospective Corporate Insolvency 
and Governance Act 2020, in relation to: (a) moratoriums obtained by "eligible companies" under Part A1 of the 1986 Act; (b) the right 
for a company subject to the new moratorium to dispose of assets subject to a security interest; and (c) the limitations on the exercise of 
termination rights in supply contracts triggered by "relevant insolvency procedures" (in new section 233BA of the 1986 Act).  

5 A security interest for this purpose comprises the four types of consensual security interest recognised by English law, namely the 
pledge, mortgage, charge (fixed and floating) and lien: see the definition of "security interest" in regulation 3(1), FCARs.  

6 Financial collateral comprises those key types of liquid assets that are widely used in the financial markets to secure the exposure that 
one participant (or group of participants) has to another participant, namely cash, financial instruments and credit claims: see the 
definition of "financial collateral" in regulation 3(1), FCARs. 
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collateral arrangements7 between institutions, companies and other entities8 in the financial 
markets to secure relevant financial obligations9.  

3. The benefit of financial collateral is that, as a general matter, it is highly liquid and readily 
realisable upon the occurrence of a default or other enforcement event affecting the debtor. 
The rapid and unhindered enforcement of a security interest over financial collateral is an 
important method to minimise the credit, liquidity and other risks that the collateral-taker 
assumes in its relationship with the debtor. It plays a material role in limiting the risk that a 
default by one debtor might be transmitted and amplified through the channel of the 
creditor's exposure to create a financial shock to other parts of the domestic or international 
financial markets. Legal certainty that financial collateral can deliver these benefits plays a 
key role in ensuring public confidence in the financial system. 

4. Safe, efficient and effective markets contribute to maintaining financial stability and 
economic growth. It is because relevant collateral arrangements are considered to help 
deliver these significant benefits that legislators and policy-makers have determined that, 
subject to certain important safeguards, such arrangements should be afforded protections 
that are not accorded to other types of security arrangement.   

5. The FCARs prescribe a number of conditions that must be satisfied before a relevant 
collateral arrangement may qualify as an SFCA under the Regulations. These conditions 
impose proportionate requirements for SFCAs. They are not intended unduly to restrict the 
use of such security financial collateral arrangements, as any such restriction would result 
in a failure of the Regulations to achieve the beneficial policy objectives outlined above. 
However, these objectives must be balanced against two key countervailing policy 
considerations, namely: 

(1)  the need to ensure that, while supporting the safe and efficient operation of the 
financial markets, the FCARs do not inadvertently create material operational risks 
(including the risk of fraud) for creditors of either party to the arrangement or other 
third parties10; and  

 

7 We use the term relevant collateral arrangement to refer to an agreement or arrangement under which financial collateral (in the form 
of cash, securities or credit claims) is used as security in respect of a loan or other liability.  

8 Such institutions might include: (1) central banks; (2) financial market infrastructures (such as central counterparties, central securities 
depositories and payment systems); (3) banks; (4) investment firms; (5) public authorities or other public sector bodies; (6) insurance 
companies; and (7) investment funds. However, in recognition of certain unique, structural aspects of the UK's financial markets, the 
protections of the FCARs are not limited to SFCAs to which such institutions are party. An arrangement under which both parties are 
"non-natural persons" may also qualify as an SFCA (subject to satisfaction of the other conditions set out in the definition of "security 
financial collateral arrangement" in regulation 3(1), FCARs). For this purpose, a "non-natural person" is any corporate body, 
unincorporated firm, partnership or body with legal personality except an individual. It includes any such entity constituted under the 
law of a country or territory outside of the UK or any such entity constituted under international law.  

9 See the definition of "relevant financial obligations" in regulation 3(1), FCARs. 

10 As relevant particulars of an SFCA are not required to be entered on a public register in order to perfect the relevant security interest, 
there is a risk (absent suitable safeguards) that: (1) creditors of the collateral-giver may deal with that party on the (mistaken) basis that 
it has free, unencumbered access to assets that the party has in fact provided as charged financial collateral to a collateral-taker; and (2) 
creditors of the collateral-taker may deal with that party on a (mistaken) understanding as to the nature and extent of the interest that 
the collateral-taker has in financial collateral to which it may have possessory or other legal title. In this latter case, a concern might be 
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(2)  the need to take into account the interests of other creditors of the collateral-
giver11.         

6. The balancing of these relevant considerations is reflected in: 

 (1) the requirement that, in order to qualify as an SFCA for the purposes of the FCARs, 
the financial collateral must be "provided"12 by the collateral-giver to the collateral-
taker (or a person acting on the collateral-taker's behalf); 

 (2) the protections afforded to security interests created in favour of intermediaries, 
CSDs and account servicing institutions to encourage or otherwise facilitate their 
making available credit or liquidity arrangements to account holders to support 
their financial markets operations13; 

 (3) the express recognition in the FCARs that for SFCAs that are not of the type 
described in paragraph (2) above,  certain rights may be reserved by, or granted to, 
the collateral-giver in relation to financial collateral under the terms of the SFCA 
which will not prevent that collateral being "provided" to the collateral-taker (or a 
person acting on its behalf)14; and 

 

that creditors of the collateral-taker would assume (absent registration of the financial collateral charge) that the collateral-taker has 
absolute beneficial title to the assets; or, if aware that the financial collateral is acting as security for a liability owed to the collateral-
taker, the interest of the collateral-taker in the secured assets cannot be freely and unilaterally terminated by action of the collateral-
giver prior to the discharge of the relevant financial obligations.      

11 The preferential treatment accorded to a collateral-taker under an SFCA means that the financial collateral is likely to be diverted 
exclusively to the use of the collateral-taker to discharge in full the relevant financial obligations that are secured under the SFCA. The 
collateral-taker's interest can be freely realised without constraint by any relevant insolvency moratorium; the proceeds of realisation 
can be applied wholly to satisfy the relevant financial obligations without first having to meet the claims of preferential creditors or the 
expenses of any liquidator or administrator; the security interest, or any relevant disposition made under the SFCA, will be immune from 
challenge under certain anti-avoidance provisions of insolvency legislation; subject to the terms of the SFCA, the collateral-taker may 
have a right to use the financial collateral as if it were the owner of it (subject to an obligation to replace the original collateral with 
equivalent financial collateral); and the collateral-taker may appropriate the financial collateral by way of enforcement of its security 
interest (subject to certain valuation and accounting requirements in a commercially reasonable manner). The result of these benefits 
for an SFCA under the FCARs (and in other legislation) is that, when compared to a security arrangement that does not qualify as an SFCA, 
the insolvency estate of the collateral-giver may be materially depleted before it can meet the claims of other creditors.    

12 See paragraph (c) of the definition of "security financial collateral arrangement" in regulation 3(1), FCARs.     

13 The principal protection for such arrangements is that, in accordance with clause 3(4) of the FCARs, an intermediary, CSD or account 
servicing institution that has a security interest in financial collateral credited to an account maintained with it (and so has "relevant 
administrative control" of the type described in regulation 3(2)(c)(iv) of the FCARs) is considered without more to have had the collateral 
provided to it for the purposes of the FCARs. If created under a relevant administrative control arrangement, the security interest of the 
intermediary, CSD or account servicing institution will, therefore, automatically benefit from the protections afforded to SFCAs under the 
FCARs, irrespective of the nature or extent of the rights reserved by, or granted to, the account holder (as collateral-giver) with respect 
to its use, withdrawal or disposal of the financial collateral credited to its account from time to time.   

14 These rights are specified in paragraphs (a) to (c) of the definition of "relevant rights" in regulation 3(1), FCARs. They include the 
following rights for a collateral-giver: (1) the right (prior to an enforcement event) to receive for its own account interest, income, 
dividends or others distributions payable or deliverable in respect of financial instruments (see paragraph (a)(i)); (2) the right (prior to an 
enforcement event) to receive for its own account relevant notices in relation to rights under financial instruments (see paragraph (a)(ii)); 
(3) the right (prior to an enforcement event) to vote for its own account on financial instruments and appoint proxies (see paragraph 
(a)(iii)); (4) the right (prior to an enforcement event) for its own account to give instructions, and make elections, with respect to corporate 
actions affecting financial instruments (see paragraph (a)(iv)); (5) the right (prior to an enforcement event) to receive for its own account 
any interest payable in respect of a credit balance on a cash account (as a right within paragraph (b)); (6) the right to substitute financial 
collateral of the same, equivalent or greater value or amount (as a right within paragraph (c)(i)); and (7) the right to withdraw "excess" 
financial collateral (as a right within paragraph (c)(ii)).      
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 (4) the power given to the Treasury or an "appropriate body"15 to issue "approved 
guidance"16 as to certain matters relevant to the interpretation and practical 
application of those regulations in the FCARs concerned with or otherwise relating 
to the "provision" of financial collateral17.  

B. Purpose and status of this Guidance  

 Purpose 

7. This Guidance has the following objectives: 

(1) to set out some general guidance on the approach to the interpretation of the 
concept of "provision" in the FCARs and the impact of certain powers of disposal 
reserved by, or granted to, the collateral-giver in relation to financial collateral (see 
Section C of this Guidance); 

(2) to set out some specific guidance on the interpretation and practical application of 
the right of substitution specified in paragraph (c)(i) of the definition of "relevant 
rights" (see Section D of this Guidance); 

(3) to set out some specific guidance on the interpretation and practical application of 
the right to withdraw "excess" financial collateral specified in paragraph (c)(ii) of the 
definition of "relevant rights" (see Section E of this Guidance); and 

(4) to describe certain other rights that may be reserved by, or granted to, a collateral-
giver in relation to financial collateral and which we consider should properly qualify 
as "relevant rights" for the purposes of the FCARs with regard to the financial 
collateral principles (see Section F of this Guidance).  

8. This Guidance has been prepared with regard to the financial collateral principles set out in 
regulation 20(6) of the FCARs. The financial collateral principles (together, the FCPs) are 
that: 

 

15 An "appropriate body" is a body designated by HM Treasury under regulation 20(4), FCARs. A body may only be designated as an 
appropriate body if HM Treasury is satisfied that it has sufficient resources, knowledge and expertise to perform the functions of an issuer 
of approved guidance, namely: (1) to issue guidance on those matters set out in regulation 20(2); (2) to do so with regard to the "financial 
collateral principles" (as set out in regulation 20(6), FCARs); and (3) to publish the guidance in such manner that HM Treasury has approved 
as appropriate to bring it to the attention of persons likely to be affected by it.  

16 Guidance will be "approved guidance" if: (1) it is issued by HM Treasury with regard to the financial collateral principles; or (2) it is 
issued by an appropriate body with regard to the financial collateral principles and is approved by HM Treasury under regulation 20(5), 
FCARs.   

17 The exercise of this power supports a qualified "safe harbour" for market participants who use, or are considering the use of, financial 
collateral to secure or cover relevant financial obligations: see Section B of this Guidance under "Status". This aims to provide a material 
degree of legal certainty for participants when drafting the contractual terms, and designing the operational procedures, supporting their 
relevant collateral arrangements.      

1059



Draft 

4160-9532-2403/1/MRE/MRE 21 04 November 2022 14:56 

(1) a relevant administrative control arrangement18 should be commercially useful and 
effective with a view to its practical operation in managing or reducing risk for the 
parties to the arrangement and third parties (FCP1);  

(2) the administrative burdens for a collateral-taker under a relevant administrative 
control arrangement should be limited (FCP2); 

(3) rapid and non-formalistic enforcement procedures should be available to a 
collateral-taker under a relevant administrative control arrangement with a view to 
safeguarding financial stability and limiting contagion effects upon the occurrence 
of an enforcement event (FCP3);  

(4) the practical operation of a relevant administrative control arrangement should 
ensure a balance between market efficiency and the safety of the parties to the 
arrangement and third parties by minimising risk (including the risk of fraud) (FCP4); 
and 

(5) the practical operation of a relevant administrative control arrangement should 
take into account the interest of the collateral-giver to dispose of, use or withdraw 
financial collateral  in the relevant administrative control of the collateral-taker, 
where the collateral-taker agrees that the collateral is not required to secure or 
cover the relevant financial obligations owed to it (FCP5).   

Status  

9. Under regulation 20(7) of the FCARs, when determining whether financial collateral has 
been "provided" to a collateral-taker (or a person acting on its behalf) for the purpose of the 
FCARs, a court is required "to consider" the analysis and conclusions set out in this Guidance 
(as approved guidance) if relevant to the issue (that is, if relevant in the light of the specific 
facts, circumstances and arguments put before the court). We would emphasise that this 
Guidance cannot, however, bind a court - even if it is relevant to the court's determination 
of a particular matter.  

10.  This means that if a relevant collateral arrangement is structured so as to satisfy the 
conditions that we consider in this Guidance as necessary or sufficient to support the 
"provision" of financial collateral, it will not necessarily follow that a court will conclude that 
the collateral-giver has provided the relevant financial collateral to the collateral-taker (or a 
person acting on its behalf) for the purpose of the FCARs. Conversely, if a relevant collateral 
arrangement fails to meet such conditions, a court may still conclude that nevertheless the 
collateral-giver has indeed provided the relevant financial collateral for this purpose.  

 

18 A "relevant administrative control arrangement" is defined in regulation 3(1) of the FCARs. It is an agreement or arrangement, 
evidenced in writing, where: (1) the purpose of the agreement or arrangement is to secure the relevant financial obligations owed to the 
collateral-taker; (2) the collateral-giver creates or there arises a security interest in financial collateral to secure those obligations; (3) the 
financial collateral is in the relevant administrative control of the collateral-taker (or a person acting on its behalf); and (4) the collateral-
giver and the collateral-taker are both non-natural persons. "Relevant administrative control" refers to the control of financial collateral 
by a collateral-taker (or a person acting on its behalf) effected by any of the steps taken in relation to the financial collateral described in 
regulation 3(2). 

1060



Draft 

4160-9532-2403/1/MRE/MRE 22 04 November 2022 14:56 

However, it is anticipated that as approved guidance is required to be issued by HM Treasury 
or other bodies who have appropriate resources, expertise and knowledge of matters that 
are relevant to the issue before the court and as market participants can be expected to 
have had regard to approved guidance when structuring their relevant collateral 
arrangements, this Guidance (as approved guidance) should be of persuasive effect for a 
court with regard to any issue on which views have been expressed in it19.     

  C. General guidance on the approach to the interpretation of "provision"  

"Relevant administrative control" – necessary, but not sufficient 

11.  Regulation 3(2) of the FCARs provides an exhaustive list of those operational or 
administrative arrangements in relation to financial collateral that must be put in place to 
establish "relevant administrative control" over the collateral and support its "provision" to 
the collateral-taker (or a person acting on its behalf) under a relevant administrative control 
arrangement. However, while relevant administrative control is a necessary condition20 for 
the provision of financial collateral, it is not sufficient to result in the financial collateral the 
subject of the arrangement being "provided" for the purposes of the FCARs – unless the 
relevant administrative control arrangement is constituted as a security interest in favour 

 

19 We also consider that, in assessing the persuasive weight or value to be accorded to this Guidance, a court is likely to bear in mind that 
the relevant provisions of the FCARs, impacting on the "provision" of financial collateral, were made by the Treasury in exercise of its 
power to make regulations about relevant collateral arrangements under section 255 of the Banking Act 2009 and that this Guidance has 
been made under those regulations. Under its enabling power, the Treasury may make any provision that the Treasury thinks necessary 
or desirable: (1) for the purpose of, or in connection with, the implementation of the Financial Collateral Arrangements Directive; (2) for 
the purpose of enabling relevant collateral arrangements to be commercially useful and effective; and (3) to achieve or restore certainty 
and stability in connection with the matters to which the regulations made under the enabling power relate. The Treasury has concluded 
that the financial collateral principles properly reflect the policy considerations at the foundation of the s. 255 enabling power. However, 
it has also concluded that the granularity and nuanced nature of the practical issues relating to a determination as to whether or not 
financial collateral is "provided" under a particular relevant collateral arrangement does not, in all cases, readily allow for the resolution 
of those issues through legislative provisions. It is for this reason that it reserved the power to itself in Part 6 of the FCARs to make or 
approve guidance with regard to the financial collateral principles. The Treasury anticipated that such guidance would be able to achieve 
the statutory purposes behind the enabling power, which it concluded could not otherwise be achieved by the making of regulations 
alone. As this Guidance has been approved by the Treasury, the Treasury is satisfied that it is consistent with and promotes the statutory 
purposes behind the regulation-making powers delegated to it by Parliament under section 255 of the 2009 Act – whilst recognising that 
this Guidance itself, as approved guidance (and unlike regulations made by the Treasury under the enabling power) has not been the 
subject of further Parliamentary scrutiny in accordance with the affirmative resolution procedure set out in section 256.         

20 We believe that the policy judgement at the basis of the operational and administrative arrangements set out in regulations 3(2)(a) to 
(c)(iii), as types of relevant administrative control, relies on two fundamental protections for all relevant parties. First, if: (1) the collateral-
taker has itself taken possession of the relevant instrument or a certificate of title relating to the financial collateral; or (2) the relevant 
financial collateral is credited to an account of the collateral-taker or held in its name in a register of financial instruments, then the 
collateral-taker has a material degree of operational control so as to minimise the risk that the collateral-giver (whether through its 
negligence, fraud or error) may dispose of the financial collateral to an innocent or co-fraudulent third party. This reduction of operational 
risk goes some way to achieving the same protections that might otherwise be afforded through the public registration of relevant 
particulars of the arrangement (with regard to FCP4). Second, if the financial collateral remains credited to an account of the collateral-
giver, a control agreement or designating entry to which the relevant intermediary, CSD or account servicing institution is party or of 
which it has notice means that the fact of the relevant administrative control arrangement should be readily discoverable by a third party 
dealing with a party to the arrangement (upon enquiry of the intermediary, CSD or account servicing institution with, where necessary, 
the consent of the collateral-giver). This goes some way to satisfy the safety objective included within FCP4. However, these operational 
measures are not in themselves sufficient protections as the nature and extent of the contractual or other legal rights reserved by, or 
granted to, the collateral-giver in relation to the relevant financial collateral may: (a) largely vitiate the level of operational control that is 
in reality enjoyed by the collateral-taker over the collateral; and/or (b) fall outside the ambit of rights vested in a collateral-giver that 
might otherwise be reasonably suggested by a control agreement or designating entry operating in relation to the collateral.       
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of an intermediary, CSD or account servicing institution that has relevant administrative 
control of the financial collateral of the type described in regulation 3(2)(c)(iv)21.  

12.  The FCARs refer to a relevant administrative control arrangement under which the 
collateral-taker (or a person acting on its behalf) has relevant administrative control of any 
of the types described in regulations 3(2)(a) to (c)(iii) (but not regulation 3(2)(c)(iv)) as a 
"Relevant Rights Arrangement". We will refer to a Relevant Rights Arrangement as an RRA 
in this Guidance. The designation of this type of relevant administrative control 
arrangement as a "Relevant Rights Arrangement" reflects the fact that, in accordance with 
regulation 3(3), under such an arrangement the issue as to whether the relevant financial 
collateral is provided is likely to be determined by whether the rights (if any) reserved by, 
or granted to, the collateral-giver in relation to the collateral are or are not relevant rights 
for the purposes of the FCARs. A relevant administrative control arrangement under which 
the collateral-taker has relevant administrative control of the type described in regulation 
3(2)(c)(iv) is not an RRA because, in accordance with regulation 3(4), such relevant 
administrative control is itself sufficient to effect the provision of the relevant financial 
collateral to the collateral-taker (or a person acting on its behalf). In an arrangement of this 
type, in determining whether the relevant financial collateral has been provided, there is no 
further requirement to analyse the nature or effect of any rights that may be reserved by, 
or granted to, the collateral-giver in relation to the collateral.    

13.  Under regulation 3(3), the reservation by, or grant in favour of, the collateral-giver of 
"relevant rights" (as defined in regulation 3(1)) in relation to the financial collateral under a 
Relevant Rights Arrangement does not prevent the provision of that collateral to the 
collateral-taker (or the person acting on its behalf). It follows that if, under the Relevant 
Rights Arrangement, certain rights are reserved by, or granted to, the collateral-giver that 
are not "relevant rights", they may prevent the relevant financial collateral from being 
"provided". In this event, the Relevant Rights Arrangement will not be eligible for protection 
as an SFCA under the FCARs. This will be so even though the collateral-taker (or its agent) 
has relevant administrative control of the financial collateral.  

  The impact of rights that are not "relevant rights" on an RRA: a general test 

14.  Of course, the fact that a right which is reserved by, or is granted to, a collateral-giver under 
a Relevant Rights Arrangement is not a "relevant right" may not necessarily itself prevent 

 

21 Pursuant to regulation 3(4) of the FCARs, relevant administrative control of financial collateral in favour of an intermediary, CSD or 
account servicing institution of the type described in regulation 3(2)(c)(iv) is itself sufficient to ensure the provision of that collateral to 
the intermediary, CSD or account servicing institution. In such a case, even if rights are reserved by, or granted to, the collateral-giver in 
relation to the financial collateral which extend beyond "relevant rights" for the purposes of the Regulations, the financial collateral is 
not prevented from being provided to the relevant collateral-taker. If the arrangement with the intermediary, CSD or account servicing 
institution is a relevant administrative control arrangement, this relevant administrative control effecting the provision of the financial 
collateral will also be sufficient to ensure that the arrangement qualifies as, and receives the protections afforded to, an SFCA under the 
FCARs. We consider that this reflects a policy decision to recognise and encourage the integral role that intermediaries, CSDs and account 
servicing institutions play in the provision of credit and liquidity to support the financial markets and other operations of their account 
holders.  Creditors and other third parties dealing with account holders can be expected to be on notice that such account holders are 
likely to have entered into credit and liquidity support arrangements with the relevant intermediary, CSD or account servicing institution. 
As a result, they should make such further enquiries as may be appropriate to understand the nature and extent of any relevant collateral 
arrangement that may have been entered into by the account holder to secure or cover relevant financial obligations owed to the relevant 
intermediary, CSD or account servicing institution under or in connection with the support arrangements.   
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the relevant financial collateral from being provided to the collateral-taker (or the person 
acting on its behalf). We consider that such a right should only have this effect if:  

 (1) the right is exercisable in relation to financial collateral which is, at any time at which 
the right may be exercised, securing or covering relevant financial obligations under 
the RRA;   

 (2) the exercise of the right affects, or may come to affect, any of the collateral-taker's 
rights, privileges and benefits (or its enjoyment of any of the rights, privileges and 
benefits) that would otherwise arise from or in connection with its relevant 
administrative control22 of the financial collateral (or from such possession or 
control by a person acting on its behalf); and 

 (3) the exercise of the right as a relevant right, in accordance with the terms of the RRA, 
would not be consistent with any one or more of the financial collateral principles23.  

15. So, for example, any right reserved by, or granted to, the collateral-giver under an RRA: 

 (1) with respect to the steps that the collateral-taker must take to evidence or effect 
the termination or release of its title or interest in financial collateral upon or after 
discharge of the relevant financial obligations secured or covered by the RRA; or 

 (2) under the notices, governing law or submission to jurisdiction clauses of the RRA,  

 should not, in our view, impact upon the question as to whether the financial collateral the 
subject of the arrangement has or has not been provided to the collateral-taker (or a person 
acting on its behalf). Such rights do not have the features described in paragraphs [14(1) 
and (2)] above and so need no further analysis, in determining whether relevant financial 
collateral is provided, as to whether they may or may not be relevant rights under the 
FCARs.  

 "Relevant rights" – the statutory context 

16. However, if a right reserved by, or granted to, a collateral-giver under an RRA does have the 
features described in paragraphs [14(1) and (2)] above, then in making any determination 
on the "provision" issue, it will be necessary to characterise that right as either a "relevant 

 

22 "Relevant administrative control" in relation to financial collateral refers here to the possession or control of the collateral by a 
collateral-taker (or a person acting on its behalf) which is effected by any of the steps taken in relation to the collateral described in 
regulation 3(2)(a) to (c)(iii) of the FCARs.  

23 We consider this test to be the natural corollary of the type of rights that qualify as relevant rights within paragraph (d) of the definition 
of "relevant rights" in regulation 3(1) of the FCARs. We believe that the thinking behind paragraph (d) is that, as the collateral-taker's 
relevant administrative control of the financial collateral should be readily discoverable by affected third parties, such third parties are 
entitled to expect (without more) that the RRA will possess all of the features which should be an incident of a relevant administrative 
control arrangement as described in the financial collateral principles. If, contrary to this expectation, the collateral-giver reserves or is 
given rights in relation to the financial collateral that (were they to be categorised as relevant rights and thereby make the arrangement 
an SFCA) would cause the RRA to operate in a manner which is inconsistent with any one or more of the financial collateral principles, 
then by their private agreement the parties are in effect taken to have accepted that the RRA should not be treated as an SFCA. Under 
the FCARs, the financial collateral the subject of the security interest is prevented from being provided and, in consequence, the 
protections afforded to an SFCA under the Regulations are denied to the RRA under which the collateral-giver has such rights.        
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right" (the existence or exercise of which does not prevent the provision of the relevant 
collateral) or a right the existence or exercise of which prevents the provision of the relevant 
collateral under the FCARs24. 

17. In carrying out this analysis, the FCARs direct that the assessment should be undertaken 
with regard to the financial collateral principles. This process is at the core of the reasoning 
that we set out in the rest of this Guidance in relation to certain types of right exercisable 
by a collateral-giver in relation to financial collateral in accordance with the terms of an RRA. 
However, we also consider it important in performing the analytical exercise in relation to 
an RRA to bear in mind the statutory context in which the exercise is being done. In 
particular, paragraphs (a) to (c) of the definition of "relevant rights" in regulation 3(1) of the 
FCARs describe specific rights of a collateral-giver in relation to financial collateral that 
qualify as relevant rights. In giving these examples, the draftsman of the FCARs has given a 
very clear indication as to the nature and scope of the rights that are capable of being 
relevant rights under the Regulations.  

18. We believe that some general principles can be elicited from this list that might prove useful 
when seeking to determine the proper characterisation of a collateral-giver's right in 
relation to financial collateral under the terms of an RRA. These general principles are as 
follows.  

 (1) The fact that the security intertest granted in favour of a collateral-taker is properly 
characterised as a floating charge (for example, by reference to the nature and 
scope of the rights of the collateral-giver in relation to the charged financial 
collateral under the RRA) will not, of itself, prevent the provision of the financial 
collateral. This is evident because it is likely that the reservation or grant of a 
number of the relevant rights listed in paragraphs (a) to (c) of the definition would 
cause the security interest under the RRA to be properly characterised as a floating 
charge under English law25.  

 (2) Separately, we consider this conclusion to be supported by limb (ii) in each of the 
definitions of "cash control agreement", "cash designating entry", "financial 
instruments control agreement" and "financial instruments designating entry" in 
regulation 3(1). These limbs contemplate that it is possible to provide financial 
collateral under an RRA in which the relevant administrative control of the 

 

24 It is also worth noting that as the only remaining condition that a Relevant Rights Arrangement must satisfy in order to qualify as an 
SFCA is whether the rights (if any) reserved by, or granted to, the collateral-giver in relation to the financial collateral are or are not 
relevant rights, the resolution of this issue will also determine whether the RRA will or will not attract the protections afforded to an SFCA 
under the FCARs. 

25 The leading authority on the nature of the test which must be carried out to determine whether a charge is or is not a floating charge 
is the decision of the House of Lords in National Westminster Bank plc -v- Spectrum Plus Limited [2005] UKHL 41. In this case, it was held 
that the essential characteristic of a floating charge is that, "the asset subject to the charge is not finally appropriated as a security for the 
payment of the debt until the occurrence of some future event. In the meantime the chargor is left free to use the charged asset and to 
remove it from the security". On the basis of this test, it is probable that the rights of substitution and withdrawal of "excess" collateral 
set out in paragraph (c) of the definition would render the charge under the RRA to be a floating charge; and it is strongly arguable that 
the other rights described in paragraphs (a) and (b) of the definition are also consistent with the characterisation of the charge under the 
RRA as a floating charge.     
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collateral-taker (or a person acting on its behalf) shall only vest "in such 
circumstances and as to such matters as may be provided" by the RRA, account 
agreement or rules. We believe that this contemplates the circumstances in which 
a floating charge might crystallise and attach to specific financial collateral the 
subject of the relevant control agreement or designating entry.  

 (3) The collateral-giver may reserve, or have granted to it, rights in relation to financial 
collateral of material economic value without preventing the provision of the 
collateral to the collateral-taker (or a person acting on its behalf).  We believe that 
the reasoning behind this policy position is that: 

(a) it should ultimately remain a risk decision for the collateral-taker to 
determine the value and nature of the financial collateral that it wishes to 
retain in its relevant administrative control and that it is not possible for the 
collateral-giver to dispose of, use or withdraw from the collateral pool 
without the consent of, or further reference to, the collateral-taker (or a 
person acting on its behalf); 

(b) accordingly, if prior to an enforcement event the collateral-giver is entitled 
to: 

(i) exercise rights, privileges or benefits attached to or arising from the 
financial collateral;  

(ii) dispose of, use or withdraw from the collateral pool the fruits of 
any such exercise; or 

(iii) otherwise withdraw from the collateral pool assets subject to the 
security interest created under an RRA, 

such a right should not prevent the provision of the financial collateral if the 
collateral-taker (or the person acting on its behalf) retains relevant 
administrative control of other financial collateral that, in accordance with 
its credit or other risk assessment, is in its view sufficient to collateralise its 
exposure; and 

(c) it is in the interests of creditors of (and other third parties dealing with) the 
collateral-giver to develop an approach to the "provision" issue that 
encourages the use of RRAs under which the collateral-giver has ready 
access to valuable rights, privileges or benefits attached to or arising from 
the financial collateral, or otherwise to parts of the financial collateral pool, 
provided to the collateral-taker (or the person acting on its behalf) where 
the collateral-taker considers that its retention of those rights, privileges, 
benefits or collateral is not necessary to adequately collateralise its 
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exposure – and, as such, the reservation or grant of such access for the  
collateral-giver is consistent with, and promotes, FCP526.  

 Unqualified right of disposal or withdrawal 

19. Applying these general principles, and having regard to the FCPs, we consider that a right 
reserved by, or granted to, the collateral-giver under a Relevant Rights Arrangement: 

 (1) to sell, transfer, withdraw or dispose27 of the financial collateral the subject of the 
relevant security interest, without requiring the consent of or further reference to 
the collateral-taker (or a person acting on its behalf);  

 (2) where such right: 

(a) is not the relevant right to substitute the financial collateral or to withdraw 
excess financial collateral; or 

(b) does not relate solely to interest, income, dividends or other distributions 
payable or deliverable in respect of the financial collateral28,  

 would be a right which is inconsistent with the provision of the financial collateral to the 
collateral-taker and, as such, cannot be a "relevant right" for the purposes of the FCARs.  

20. To recognise an RRA as eligible for protection as an SFCA under the FCARs that includes an 
unqualified right of disposal or withdrawal for the collateral-giver would be contrary to FCP4 
for the following reasons. 

 (1) Where the financial collateral is credited to an account in the name of the collateral-
giver (but so as to remain in the relevant administrative control of the collateral-
taker), there would be no evident or reasonably discoverable fact or circumstance 
to put a creditor of (or other third party dealing with) the collateral-taker on notice 
or enquiry that the interest of the collateral-taker in the financial collateral is readily 
terminable or defeasible by the collateral-giver (without requiring the consent of or 

 

26 As a general matter, in view of the limited amount and value of assets that may be freely available to a debtor to use as security for its 
obligations to a creditor, or otherwise to meet the claims of unsecured creditors, a principled approach to the concepts of "relevant 
rights" and "provision" as used in the FCARs should encourage RRAs which do not seek unduly or unnecessarily to fetter financial collateral 
to the exclusive use of a particular collateral-taker. If relevant rights, privileges, benefits and assets are not required by the collateral-
taker in order to sufficiently collateralise its exposure, it would be wrong to discourage the free use by, or the free return to, the collateral-
giver of those rights, privileges, benefits and assets. The free circulation of a collateral-giver's property, which the collateral-taker agrees 
is not required to secure or cover the relevant financial obligations owed to it, is in the wider economic interest and enlarges the asset 
pool that remains available to the collateral-giver for use in the ordinary course of its business. It is, therefore, sound policy to interpret 
the concepts of "relevant rights" and "provision" in a way that, while respecting the legitimate right of the collateral-taker to retain 
adequate financial collateral to secure its exposure (in accordance with its assessment of the relevant credit risk), does not militate against 
the reservation or grant of materially valuable rights for the collateral-giver to use or withdraw other property that is required by the 
collateral-giver for the efficient and effective undertaking of its business.      

27 However, for the reasons set out further below in this Guidance, we consider that a right to create (or permit to subsist) another 
security interest in financial collateral (otherwise provided to a collateral-taker), whether with or without the consent of the collateral-
taker, should not itself prevent the provision of that collateral to the collateral-taker.  

28 The right to receive for the collateral-giver's own account (or instruct the collateral-taker or any other person to account for) such 
distributions is expressly recognised as a "relevant right" within paragraphs (a) and (b) of the definition contained in regulation 3(1).  
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further reference to the collateral-taker). In such a case, the existence of a control 
agreement or designating entry29 with respect to the financial collateral would, at 
best, fail to suggest the nature and extent of the right of disposal or withdrawal that 
remains vested in the collateral-giver in relation to the collateral; and, at worst, 
could be positively misleading as to the nature and extent of such right.   

 (2) Where the financial collateral is held, or is credited to an account, in the name of 
(or is in the possession of) the collateral-taker (or a person acting on its behalf) so 
as to be under its relevant administrative control, there would be no evident or 
reasonably discoverable fact or circumstance to put a creditor of (or other third 
party dealing with) the collateral-taker on notice or enquiry that the interest of the 
collateral-taker is readily terminable or defeasible by unilateral action on the part 
of the collateral-giver30. As a result, such a creditor (or any other third party) might 
deal with the collateral-taker on the (mistaken) basis that the relevant financial 
obligations will at all relevant times remain secured or covered by the financial 
collateral (absent the re-delivery or re-transfer of the collateral with the consent of 
the collateral-taker or in exercise of a right of substitution or withdrawal of excess 
collateral). 

21. In such cases, the safety considerations at the foundation of FCP4 would clearly favour the 
perfection of the RRA by registration of its terms and other relevant particulars of it in a 
public register (e.g. the Companies House register of charges). This would allow creditors of 
(and other third parties dealing with) the collateral-taker to inspect the register to 
investigate the true nature and scope of the collateral-giver's right of disposal or withdrawal 
in relation to the charged financial collateral, notwithstanding the fact that the collateral is 
in the relevant administrative control of the collateral-taker (or a person acting on its 
behalf). In this way it is registration of an RRA that includes such a right of disposal or 
withdrawal, and not relevant administrative control by or on behalf of the collateral-taker, 
that satisfies the risk management objective at the foundation of FCP4 and properly 
protects the interests of those third parties dealing with the collateral-taker. As a result, an 
RRA which reserves or grants to the collateral-giver such an extensive right of disposal or 
withdrawal should not qualify as an SFCA under the FCARs. 

 

29 Save where the relevant security interest is created in favour of the relevant intermediary, CSD or account servicing institution, it will 
be a necessary condition for such an arrangement potentially to qualify under the "provision" test for there to be a relevant control 
agreement or designating entry to establish relevant administrative control for the collateral-taker over the charged financial collateral: 
see regulation 3(2)(c)(ii), (iii) and (iv) of the FCARs and the analysis set out above under ""Relevant administrative control – necessary, but 
not sufficient". 

30 We believe it reasonable to proceed on the basis that a creditor (or other third party) dealing with the collateral-taker, who holds or 
possesses the financial collateral under a security interest, should be considered to have notice of the limited nature of that interest (i.e. 
as something less than full ownership of the collateral). This conclusion follows, in our view, from the express recognition by the FCARs 
of the rights of substitution and to withdraw excess collateral as relevant rights, even if the financial collateral the subject of the relevant 
security interest is held or possessed by (and so as to be in the relevant administrative control of) the collateral-taker. If these relevant 
rights can be an incident of the provision of financial collateral under an SFCA, even where the financial collateral is held or possessed by 
the collateral-taker, then third parties should not be entitled to assume that such a holding or possession is indicative of full beneficial 
ownership to the assets in the collateral-taker.   
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 Practical aspects of consent given by the collateral-taker 

22.  It is clear from the definitions of "control agreement" and "designating entry" in regulation 
3(1) of the FCARs that an RRA may qualify as an SFCA where the collateral-taker has only 
taken "positive" control over the collateral credited to an account in the name of the 
collateral-giver (or a person acting on its behalf), i.e. where, as against the relevant 
intermediary, CSD or account servicing institution, the collateral-taker has the power to 
instruct the withdrawal or transfer of the collateral in such circumstances and as to such 
matters as may be specified. This type of relevant administrative control is not "negative" 
control because it cannot itself prevent the relevant intermediary, CSD or account servicing 
institution from complying with instructions from the collateral-giver in relation to financial 
collateral credited to the collateral-giver's account (or an account of a person acting on the 
collateral-giver's behalf). This may be an efficient and administratively convenient 
operational arrangement as, prior to an enforcement event, it would not require the 
collateral-taker to be involved in the management or other operation of the relevant 
account as against the relevant intermediary, CSD or account servicing institution31.  

23.  In our view, such an RRA is capable of qualifying as an SFCA if:  

(1) as between the collateral-giver and the collateral-taker, the collateral-giver (or the 
person acting on its behalf) could only give such instructions to the relevant 
intermediary, CSD or account servicing institution with the prior consent and under 
the authority of the collateral-taker; and 

(2) the collateral-taker's contractual or other legal rights entitle it to prevent the 
disposal or withdrawal of financial collateral by the collateral-giver where the 
collateral-taker considers it necessary or appropriate to preserve the collateral pool 
available to it for realisation (upon an enforcement event).    

24.  Such consent or authority of the collateral-taker may be given on a case-by-case basis in 
response to a specific request from the collateral-giver to whose account (or to whose 
agent's account) the financial collateral is credited32. The RRA would need to operate subject 

 

31 In our examination of the practical aspects of consent, and our subsequent analysis of the rights of substitution, withdrawal of excess 
collateral and withdrawal on the collateral-taker's insolvency (in Sections D, E and F of this Guidance), we focus on the scenarios where 
the relevant financial collateral remains credited to an account in the name of the collateral-giver (albeit under the relevant administrative 
control of a collateral-taker or a person acting on its behalf). This is because, in practice, where the collateral is credited to an account in 
the name of the collateral-taker (or a person acting on its behalf), we would expect the type of risk management controls that we describe 
in this Guidance to be applied as a practical incident of the relevant administrative control that vests in the collateral-taker (or the person 
acting on its behalf) by virtue of the credit of financial instruments or cash to its account. However, it is important to emphasise that we 
consider it would be essential for such risk management processes (designed to ensure that the collateral-taker can effectively monitor 
the collateral-giver's use of collateral so as to prevent such use from leaving the collateral-taker insufficiently collateralised) to operate 
as a practical matter, even when the collateral is credited to an account in the name of the collateral-taker (or a person acting on its 
behalf). If this is not the case, we consider it likely that any right of the collateral-giver to use or dispose of the collateral would prevent 
the provision of such collateral to the collateral-taker (or a person acting on its behalf) for the purpose of the FCARs.      

32 Such consent or authority may require an "active" response from or on behalf of the collateral-taker to each request, so that no disposal 
or withdrawal may be effected by or on behalf of the collateral-giver without specific approval. Alternatively, a "passive" response may 
be sufficient if it is agreed that, if no objection is received from the collateral-taker (or the person acting on its behalf) within a reasonable 
period, such consent or authority shall be treated as given to the disposal or withdrawal. However, in either case, it would be necessary 
to ensure that the collateral-taker (or the person acting on its behalf) is effectively monitoring the withdrawal or disposal of financial 
collateral under the arrangement. This risk management process would be undertaken with a view to ensuring that the collateral-giver is 
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to effective monitoring by or on behalf of the collateral-taker to ensure that, first, any 
subsequent disposal was effected in accordance with the given consent or authority; and, 
second, after any such disposal sufficient collateral remains at all times available to the 
collateral-taker to a value (and quality) that accords with the collateral-taker's requirements 
under its credit assessment of the collateral-giver (or, if different, the debtor).  

25. It might also be possible, of course, for a collateral-taker to give a "standing" consent or 
authority to the collateral-giver to instruct the disposal or withdrawal of the collateral under 
an RRA from the collateral-giver's (or its agent's) account, but make such consent or 
authority subject to the satisfaction of, or compliance by the collateral-giver (or a person 
acting on its behalf) with, specified conditions. This is the basis of the right of substitution 
or to withdraw excess financial collateral discussed in Sections D and E of this Guidance, but 
potentially allows for wider relevant rights to be reserved by, or granted to, a collateral-
giver. We consider that such an arrangement is also capable of supporting the 
categorisation of the collateral-giver's power of disposal or withdrawal as a "relevant right" 
under an RRA, but only if: 

(1) the specified conditions are designed to ensure that sufficient financial collateral (as 
determined by the collateral-taker) will remain under its relevant administrative 
control to secure or cover the relevant financial obligations under the RRA (e.g. the 
specified conditions may relate to the type or quality of financial instruments that 
must remain in the collateral-giver's account, allowing for the disposal or 
withdrawal by the collateral-giver of financial collateral that is not of the identified 
type or quality); 

(2) (in a similar way to the right of substitution and to withdraw excess financial 
collateral discussed in Sections D and E respectively) a suitable risk management 
process is put in place, and in practice operated, under which the collateral-taker 
(or a person acting on its behalf) has the ability, with access to sufficient 
information: (a) to verify in good time whether a proposed disposal or withdrawal 
is consistent with the specified conditions, and (b) effectively to monitor whether, 
in fact, the account to which the financial collateral is or was credited is being 
operated in a manner consistent with any notifications or approvals given, or 
refusals notified, under the risk management procedures; and 

(3) the collateral-taker has the right to prevent any proposed disposal or withdrawal of 
collateral (and the collateral-giver agrees that it shall not instruct the disposal or 
withdrawal) if the collateral-taker (or a person acting on its behalf) determines (in 

 

acting in compliance with any consent or authority so given; and the collateral-giver is not able to use financial collateral if that would 
leave the collateral-taker insufficiently collateralised (as determined in accordance with the requirements of the collateral-taker under 
its relevant risk assessment).      

1069



Draft 

4160-9532-2403/1/MRE/MRE 31 04 November 2022 14:56 

good faith and in a commercially reasonable manner33) that the disposal or 
withdrawal would be inconsistent with the specified conditions.      

26.  We believe such a right of disposal or withdrawal for a collateral-giver in an RRA, which must 
operate subject to the risk management processes we outline above, is properly 
characterizable as a "relevant right". The exercise of the right as a relevant right, in 
accordance with the terms of the RRA, is consistent with both FCP4 and FCP5.  

27. As far as FCP4 is concerned, the operational risks attendant upon the relevant 
administrative control effected over financial collateral that remains credited to an account 
of the collateral-giver (or a person acting on its behalf) is appropriately mitigated by risk 
management controls designed to prevent the innocent, negligent or fraudulent disposal or 
withdrawal of financial collateral that might otherwise leave the collateral-taker 
insufficiently collateralised. This adequately addresses any potential concerns that creditors 
of (or other third parties dealing with) the collateral-taker may be misled as to the nature 
or extent of the financial collateral that should remain available to the collateral-taker to 
secure or cover its relevant financial obligations in the event of default by the collateral-
giver (or, if different, the debtor).   

28. As far as FCP5 is concerned, for the reasons we explored above under ""Relevant rights – 
the statutory context", it is clearly in the interests of the collateral-giver (and any third 
parties dealing with it), that the collateral-giver should have ready access to and use of 
financial collateral credited to its account that is not required by the collateral-taker to 
collateralise the relevant financial obligations (as determined in accordance with the terms 
of the RRA and the collateral-taker's own credit or other risk assessment of its exposure)34.  

 Right to create, or permit to subsist, another security interest 

 

33 We consider that an appropriate level of responsibility should be accepted by the determining party to the collateral-giver as to whether 
or not the relevant release conditions are satisfied. This should ensure that the RRA, under which the right to use or withdraw is 
exercisable, continues to operate in a manner which is consistent with FCP5. The collateral-taker has agreed that, subject to the 
satisfaction of the relevant release conditions, the relevant financial collateral is not required by it to act as security or cover for the 
relevant financial obligations owed to it. The contractual duty to make any determination in good faith and in a commercially reasonable 
manner should prevent any arbitrary or wrongful refusal to the release of collateral that the collateral-giver requires for use in the course 
of its business.  

34 Although we have focused on the consistency with FCP4 and FCP5 of an RRA under which the collateral-taker has relevant 
administrative control over financial collateral credited to the collateral-giver's (or its agent's) account and where the collateral-giver may 
dispose or withdraw of the collateral subject to the risk management procedures described, it is also evident that the qualification of the 
rights of the collateral-giver as "relevant rights" in such a case is also consistent with, the other financial collateral principles. We consider 
that the operation of such rights and related risk management processes to be a practical, efficient and effective solution to meet and 
balance the respective interests of the collateral-giver (and third parties dealing with it) and of the collateral-taker (and third parties 
dealing with it). As such, we would expect the ready adoption of RRA structures that utilise this financial collateral solution with a view 
to ensuring the qualification of the relevant RRA as an SFCA, and so as to attract the relevant protections made available to SFCAs under 
the FCARs. This would, amongst other things, enable a wider range of RRAs to be commercially useful and effective with a view to their 
practical operation in managing or reducing risk for the parties to the RRA and third parties (with regard to FCP1); would limit the 
administrative burdens for collateral-takers under such RRAs (with regard to FCP2); and provide a rapid and non-formalistic enforcement 
procedure for collateral-takers under such RRAs to safeguard financial stability and limit contagion effects (with regard to FCP3).    
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29. A right reserved by35, or granted to, the collateral-giver to create (or allow to subsist) 
another security interest over financial collateral in which a collateral-taker has a security 
interest should not itself prevent the provision of the collateral to the collateral-taker. This 
should be the position irrespective of whether such a security interest can be created 
without the consent of the collateral-taker; and irrespective of whether the second security 
interest ranks, in terms of priority, ahead of or behind the security interest created by the 
relevant administrative control arrangement.  

30. This conclusion is founded primarily on an analysis of regulation 3(2) of the FCARs. It 
provides an exhaustive list of those operational or administrative arrangements that effect 
"relevant administrative control" of financial collateral by or on behalf of the collateral-
taker. Relevant administrative control is a necessary element in the provision of the 
collateral. In terms, the regulation clearly contemplates that the same financial collateral 
may be under the relevant administrative control of, and therefore potentially provided to, 
two or more different collateral-takers. For example, in accordance with paragraph (c) of 
regulation 3(2), cash collateral which is credited to an account of the collateral-giver may be 
in the relevant administrative control of both:  

(1) a collateral-taker under a relevant control agreement between the account 
servicing institution, that collateral-giver and the collateral-taker (see sub-
paragraph (ii)); and 

(2) to the account servicing institution (as a collateral-taker) pursuant to a security 
interest created over the credit balance in favour of that institution (see sub-
paragraph (iv)). 

There is nothing in regulation 3(2) to suggest that the relevant administrative control of, or 
the effective provision of financial collateral to, one collateral-taker is conditional either 
upon: (a) the obtaining of consent from another collateral-taker who also has relevant 
administrative control of the same financial collateral, or (b) the absence of relevant 
administrative control of the same collateral by another collateral-taker (or a person acting 
on its behalf).   

31. If this is the position as between two or more security interests where in each case the 
collateral is in the relevant administrative control of (and has been provided to) each 
collateral-taker, there is in our view no logical or policy reason to reach a different 
conclusion as between, on the one part, a security interest in financial collateral which has 
been provided to the collateral-taker; and, on the other part, a security interest in the same 
financial collateral which not been provided to another collateral-taker (and where the 
security interest has, for example, been perfected by registration). The right to create a 
separate security interest in the same financial collateral, which is perfected by registration 

 

35 In practice, such a right is likely to be reserved "by omission". The power to grant a second security interest over the financial collateral 
will be a necessary incident of the collateral-giver's residual proprietary interest in the financial collateral, i.e. its equity of redemption. In 
the absence of a contractual prohibition on allowing to subsist, or creating, another security interest in the financial collateral in the terms 
of the relevant administrative control arrangement itself, the collateral-giver will have this right.   
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rather than its provision, should not prevent the same collateral being in the relevant 
administrative control of (and being provided to) a different collateral-giver under a relevant 
administrative control arrangement.   

32. In essence, we consider the issue of competing security interests in the same financial 
collateral to be one of priority; and not one relating to the effectiveness or validity of a 
collateral-giver's provision of the collateral to a collateral-taker or the perfection of that 
collateral-taker's security interest through its provision. The relative priority between two 
or more security interests in the same financial collateral (whether perfected by provision 
or registration) would be determined by the applicable priority rules under general law.  

33.  To the extent relevant administrative control arrangements used in the financial markets 
typically include such rights for collateral-givers, this conclusion is consistent with FCP1; and, 
as relevant administrative control arrangements that are SFCAs benefit from the protections 
afforded by the FCARs, supports both FCP2 and FCP3. We also consider that to the extent 
the same asset or property of a collateral-giver has a value sufficient to act as security or 
cover for two or more security interests, it is economically efficient to allow or encourage 
the collateral-giver fully to use its asset or property to obtain secured credit in the interests 
of its business and third parties dealing with the collateral-giver (with regard to FCP5). If the 
ability to create (or permit to subsist) another security interest in the same financial 
collateral prevented the provision of the collateral to a collateral-taker under the FCARs, 
this would potentially encourage the collateral-taker to prohibit such additional security 
interests (so as to protect the qualification of its relevant administrative control 
arrangement as an SFCA). At a policy level this would be an undesirable result, especially 
where there remains sufficient equity in the financial collateral for the collateral-giver to 
allow for the further use of the relevant asset or property to obtain additional secured credit 
(at a better rate of interest than is likely to be obtainable on an unsecured basis)36.         

34. On the basis of this analysis, we conclude that a right reserved by, or granted to, a collateral-
giver to create (or permit to subsist) a separate (prior or subsequent-ranking) security 
interest in financial collateral (the subject of a security interest under a Relevant Rights 
Arrangement) is properly categorised as a "relevant right" for the purposes of the FCARs. 
This is the case irrespective of whether the right is exercisable with or without the consent 
of the collateral-taker to whom the financial collateral is provided. The inclusion of such a 
right in or in relation to an RRA should not by itself, therefore, disqualify that arrangement 
as an SFCA. 

35. If the reservation or grant of a right to create (or permit to subsist) another security interest 
in the same financial collateral does not prevent the provision of the collateral to a 
collateral-taker with relevant administrative control under an RRA, it must follow that the 

 

36 For completeness, we should add that we have not identified any issue with the exercise of the right to create (or permit to subsist) 
another security interest as a relevant right with regard to FCP4. Any safety or operational risk issues that might arise with respect to the 
creation of two or more security interests in the same financial collateral are adequately mitigated through the general law on the priority 
of security interests and the duties owed in equity by a collateral-taker with a first-ranking security interest to collateral-takers with 
subsequent-ranking security interests.   
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enforcement of any rights with respect to the collateral by that other collateral-taker 
pursuant to its own (permitted) security interest (including, where it is a prior-ranking 
security interest) should not itself prevent the provision of that collateral to the collateral-
taker under the RRA (including, where it has a subsequent-ranking security interest in the 
collateral). It would be illogical to conclude that, while a right to create (or permit to subsist) 
another security interest in the same financial collateral is a relevant right, the exercise of 
that right by the collateral-giver so as to create (or permit to subsist) another security 
interest in the same collateral in favour of a different collateral-taker (or the enforcement 
of the rights under the security interest so created or permitted to subsist) should prevent 
the provision of the collateral to the collateral-taker under the RRA. Such a conclusion would 
negate the textual analysis, and policy basis, supporting our view that a right under an RRA 
to create (or permit to subsist) another security interest in the same financial collateral is 
properly characterised as a relevant right.     

36. However, the exercise by the collateral-giver of rights with respect to financial collateral 
which are "relevant rights" as against a collateral-taker with, say, a prior-ranking security 
interest in the collateral could, without more, prevent the provision of that same financial 
collateral to a collateral-taker with a subsequent-ranking security interest in the collateral 
under an RRA. For example, if the collateral-giver is entitled (without reference to the 
subsequent-ranking collateral-taker) to withdraw collateral which is excess collateral as 
between it and the prior-ranking collateral-taker, such a right would be a relevant right as 
against the prior-ranking collateral-taker. But it is unlikely to be a relevant right as against 
the subsequent-ranking collateral-taker. This is because it would allow the collateral-giver 
to remove financial collateral from the security pool available to the subsequent-ranking 
collateral-taker without any determination as to whether such collateral is in fact excess 
collateral as between it and that collateral-taker. As such, the collateral-giver may have 
reserved, or had granted to it, as against that collateral-taker a right of disposal which is 
inimical to the categorisation of that right as a relevant right as between it and the 
subsequent-ranking collateral-taker under the RRA.  

37. In such a case, the key determinant will be whether the subsequent-ranking collateral-taker 
under the RRA has itself reserved separate and additional legal and operational negative 
control over the financial collateral such that any right reserved by, or granted to, the 
collateral-giver to withdraw the financial collateral can properly be categorised, as between 
it and the subsequent-ranking collateral-taker, as a relevant right. In the example given 
above, this would require the collateral-giver to satisfy both: 

(1) the relevant "excess financial collateral" requirement agreed with the prior-ranking 
collateral-taker; and 

(2) a relevant "excess financial collateral" requirement agreed with the subsequent-
ranking collateral-taker or some other effective control procedure under the RRA 
consistent with the characterisation of the collateral-giver's right of withdrawal as 
against that collateral-taker as a relevant right, 

before the collateral-giver is entitled to withdraw the collateral from the security pool.      
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D. The right of substitution  

 Approach to the issue 

38. The right to substitute financial collateral (in the form of cash or financial instruments) of 
the same, equivalent or greater value or amount is specified as a "relevant right" by 
paragraph (c)(i) of the definition in regulation 3(1) of the FCARs. This right may be 
exercisable in relation to financial collateral that is under the relevant administrative control 
of the collateral-taker by, for example, being credited to its account (or an account of a 
person acting on its behalf) or, in relation to financial collateral that remains credited to an 
account of the collateral-giver, the putting in place of a control agreement in relation to the 
collateral.  

39. The nature of the actual operational arrangements that might support the exercise of a right 
of substitution is varied. Where a court is considering whether or not a particular right of 
substitution before it does or does not prevent the provision of financial collateral to the 
collateral-taker under an RRA, it is likely to be appropriate therefore for the court to 
determine whether the specific operation under the RRA could properly be considered to 
have been in the reasonable contemplation of the draftsman of the FCARs. 

40. In our view, if the actual operational arrangements that support a right of substitution under 
an RRA do not cause that right as a relevant right to be exercised in a manner which is 
inconsistent with any one or more of the FCPs, they can properly be considered to have 
been within the reasonable contemplation of the draftsman and, therefore, the related right 
of substitution remains properly characterizable as a "relevant right". 

 Valuation: specific operational considerations 

41. It is common for the operational arrangements that support the exercise of rights of 
substitution in the UK's financial markets to permit or require the collateral-giver (or a 
person acting on its behalf) to determine the value of the financial collateral that is to be 
withdrawn from the RRA and the value of the collateral to be posted in substitution for that 
collateral.  

42. This operational consideration gives rise to the concern that, whether through fraud, 
negligence or error, exercise of the right of substitution in such circumstances could 
unexpectedly (from the perspective of the collateral-taker or third parties dealing with it), 
and as a unilateral power on the part of the collateral-giver, materially deplete the actual 
value or amount of the financial collateral that secures the relevant financial obligations 
under the RRA.  

43. In the absence of any residual risk management measures reserved to the collateral-taker 
(or a person acting on its behalf) to prevent or minimise the risk of this result, we consider 
that under an RRA containing such an unqualified right of valuation for the collateral-giver, 
it would be unlikely that the right of substitution supported by such a valuation mechanism 
would qualify as a relevant right for the purposes of the FCARs. The fraud and other 
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operational risks associated with such a right of substitution appear to us to be inconsistent 
with the safety considerations the basis of FCP4.  

44. However, we consider that if the following minimum risk management measures are 
included in or in relation to an RRA37 with respect to the valuation power of a collateral-
giver exercising its right of substitution, it would remain appropriate to categorise the 
substitution right as a relevant right for the purposes of the FCARs: 

(1) any valuations made by the collateral-giver must be verified by the collateral-taker 
or a third party (e.g. a custodian with whom the financial collateral is held) before 
the right of substitution may be exercised; or 

(2) the collateral-taker must be able38 to carry out such verification (or procure that it 
is carried out by a third party) and veto any exercise of the right of substitution if 
the collateral-giver's valuations cannot be confirmed or verified;  

and, in either case: 

(3) the person carrying out any such verification exercise must: 

(a) be entitled to receive, and have, sufficient information about any proposed 
substitution (together with the relevant valuations) in good time before the 
proposed substitution to be able properly to investigate the position and 
complete its verification of the valuations (with regard to its contractual or 
other legal obligation described in paragraph (c) below); 

(b) have the technical expertise to assess the validity of the collateral-giver's 
determinations; and 

(c) assume or otherwise be subject to a contractual or other legal obligation39: 

 

37 It would be necessary for such measures to operate both: (1) as a matter of contractual or other legal obligation on the part of the 
collateral-giver (or the person acting on its behalf) and contractual or other legal right for the collateral-taker (or the person acting on its 
behalf); and (2) in practice (i.e. the relevant contractual or other legal risk management measures must be complied with by all relevant 
parties at all material times). 

38 We emphasise that the test here is the ability of the collateral-taker (as a matter of contractual or other legal righ) to verify the 
collateral-giver's determinations on each occasion of the collateral-giver's exercise of the right of substitution. For this purpose, sufficient 
notice of a proposed substitution of financial collateral must be given to the collateral-taker to give it time to determine whether (if at 
all) it wishes to undertake (or procure the undertaking of) a verification exercise with respect to the proposed substitution. The right must 
be one "of substance" and not just "in form". The surrounding circumstances of the exercise (or non-exercise) of the right during the 
period the RRA is operative must not lead to the conclusion, on an objective assessment of the relevant facts, that there has been a 
contractual variation or waiver of that right by the parties; or that the contractual-taker is estopped from exercising the right or power 
on any given occasion; or that the documented contractual arrangements are a "sham" that do not represent the true agreement of the 
parties. Subject to these "substance over form" considerations, it can properly remain a risk management decision for the collateral-taker 
to determine whether, on any given occasion, it wishes to exercise its right of verification with respect to a particular proposed 
substitution of collateral.  

39 We consider the imposition of such a contractual or other legal duty (and the related requirement for suitable technical expertise on 
the part of the verification body) to be appropriate to ensure that the associated right of substitution operates in a manner consistent 
with the safety of the parties to the RRA and to minimise risks, including the risk of fraud (with regard to FCP4); and in a manner that 
protects the interest of the collateral-giver in the financial collateral (with regard to FCP5) by minimising the risk that the collateral-giver 
could be improperly prevented from using or withdrawing financial collateral that it might need in the ordinary course of its business.   
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(i) (where that person is the collateral-taker) to the collateral-giver; or 

(ii) (where that person is a third party) to the collateral-taker and the 
collateral-giver, 

to carry out that exercise in good faith and in a commercially reasonable 
manner; and 

(4) the collateral-taker (or a person acting on its behalf) must have the right to take 
effective steps to monitor whether the collateral-giver (or a person acting on its 
behalf) is in practice maintaining and operating the account to which the relevant 
financial collateral is or was credited in a manner consistent with any notifications 
or approvals given, or refusals notified, pursuant to the risk management measures.   

45.  In our view, these minimum risk management procedures are sufficient to ensure that a 
collateral-giver's right of substitution under an RRA, supported by a valuation mechanism in 
which it (or a person acting on its behalf) determines the value of the collateral, remains a 
relevant right for the purposes of the FCARs. They provide a solution that ensures that the 
exercise of the right of substitution as a relevant, in accordance with the terms of the RRA, 
is consistent with the financial collateral principles. Specifically, the procedures, in reflecting 
good market practice and ensuring the RRA continues to qualify as an SFCA, operate 
consistently with FCP1, FCP2 and FCP3; consistent with FCP4, they constitute a process that 
ensures an appropriate balance between market efficiency and the safety of all relevant 
parties by minimising risk (including the risk of fraud); and they take into account the 
interest of the collateral-giver to withdraw financial collateral that it may require in its 
business upon substitution of financial collateral that (in accordance with a fair and 
reasonable valuation exercise) is of the same, equivalent or greater value (consistent with 
FCP5).  

46. In addition, a collateral-giver (or its custodian) under an RRA will typically retain a valuation 
role because financial collateral is, in practice, increasingly retained in an account in the 
name of the collateral-giver (or a person acting on its behalf)40. This reflects participant 
practice in certain important financial markets and responds to the concern, since the 
financial crisis of 2008, that collateral posted to the collateral-taker may not be returned 
promptly (or at all) in the event of the collateral-taker's insolvency. To allow a suitably risk-
mitigated valuation role for a collateral-giver (or its custodian) under an RRA would, 
therefore, support accepted, efficient and effective market practices that are designed 
themselves to manage risk. This further supports our analysis that the operation of the right 

 

40 Regulatory requirements also encourage the retention of financial collateral under an RRA in an account in the name of the collateral-
giver (or a person acting on its behalf). For example, the segregation requirements for non-centrally cleared OTC derivative contracts 
require initial margin "to be freely transferable to the posting collateral-giver in a timely manner in case of the default of the collecting 
collateral-taker": see Article 19(1)(g) of Commission Delegated Regulation (EU) 2016/2251 of 4 October 2016 supplementing Regulation 
(EU) No. 648/2012 of the European Parliament and of the Council on OTC derivatives, central counterparties and trade repositories with 
regard to regulatory technical standards for risk-mitigation techniques for OTC derivative contracts not cleared by a central counterparty.   
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of substitution under an RRA, within the framework of the risk management mechanism 
outlined above, is consistent with the financial collateral principles.         

E. The right to withdraw excess collateral 

 Approach to the issue 

47. In a similar way to the right of substitution examined in Section D above, the right to 
withdraw excess collateral is specified as a "relevant right" by paragraph (c)(ii) of the 
definition in regulation 3(1) of the FCARs; the right is likely, in practice, to be subject to a 
variety of supporting operational models under RRAs; and, therefore, it is legitimate to 
determine whether the commonly used models supporting the right to withdraw excess 
collateral under an RRA do not cause its exercise as a relevant right to be inconsistent with 
any one or more of the FCPs, so that they can properly be considered to have been in the 
reasonable contemplation of the draftsman41.   

Valuation: specific operational considerations 

48. In the same way as those operational arrangements that are put in place to support the 
exercise of a right of substitution, it is common for such operational arrangements that 
support the exercise of the right to withdraw excess collateral in the UK's financial markets 
under an RRA to permit or require the collateral-giver (or a person acting on its behalf) to 
determine the value of the financial collateral that is to be withdrawn from the RRA as being 
"in excess" of the relevant financial obligations.  

49.  In addition, such arrangements typically permit or require the collateral-giver to determine 
the value of the relevant financial obligations if these are not readily observable (for 
example, when they have an uncertain or fluctuating value). 

50. On the basis of the same reasoning and analysis set out in Section D with respect to the right 
or obligation of the collateral-giver to value collateral in connection with the right of 
substitution, we consider that operational arrangements supporting a collateral-giver's right 
to withdraw excess collateral (under which the collateral-giver is permitted or required to 
value the withdrawable collateral and/or the relevant financial obligations with respect to 
which an "excess" is claimed or determined to arise) will support the right as a "relevant 

 

41 As explained in Section D, we consider that the operational arrangements that in practice support a right, which is specifically set out 
in paragraph (c) of the definition of "relevant rights" in regulation 3(1), would only have been in the reasonable contemplation of the 
draftsman of the FCARs if those arrangements support the exercise of the right in a manner which is not inconsistent with any one or 
more of the financial collateral principles. If they operate in a manner which is inconsistent with any one or more of the FCPs, our analysis 
and conclusion is that they render the right outside the scope of the "relevant rights" allowed for by the FCARs. In consequence, the 
relevant collateral the subject of the right under an RRA will not be "provided" and the RRA, under which the collateral is made the subject 
of a security interest, will not qualify as an SFCA.  
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right" only if the following minimum risk management measures42 are included in or in 
relation to the RRA concerned:   

(1) any valuation (whether as to the collateral to be withdrawn or the relevant financial 
obligations) made by the collateral-giver must be verified by the collateral-taker or 
a third party (e.g. a custodian with whom the financial collateral is held); or 

(2) the collateral-taker must be able43 to carry out any such verification (or procure that 
it is carried out by a third party) and veto any exercise of the right to withdraw 
excess collateral if the collateral-giver's valuation cannot be confirmed or verified;  

and, in either case: 

(3) the person carrying out any such verification exercise must: 

(a) be entitled to receive, and have, sufficient information about any proposed 
withdrawal (together with the relevant valuations) in good time before the 
proposed withdrawal to be able properly to investigate the position and 
complete its verification of the valuations (with regard to its contractual or 
other legal obligation described in paragraph (c) below); 

(b) have the technical expertise to assess the validity of the collateral-giver's 
determinations; and 

(c) assume or otherwise be subject to a contractual or other legal obligation44: 

(i) (where that person is the collateral-taker) to the collateral-giver; or 

(ii) (where that person is a third party) to the collateral-taker and the 
collateral-giver, 

to carry out that exercise in good faith and in a commercially reasonable 
manner; and 

(4) the collateral-taker (or a person acting on its behalf) must have the right to take 
effective steps to monitor whether the collateral-giver (or a person acting on its 
behalf) is in practice maintaining and operating the account to which the relevant 

 

42 As explained in relation to the qualifying risk management measures that operate in support of the right of substitution, the 
corresponding measures that operate in support of the right to withdraw excess collateral would be required to operate: (1) as a matter 
of, and subject to, contractual or other legal rights/obligations of the parties; and (2) as a matter of practice at all material times.   

43 On the ability of the collateral-taker (as a matter of contractual or other legal right or power) to verify the collateral-giver's 
determination on each occasion of the collateral-giver's exercise of the right to withdraw excess collateral, see our analysis in Section D 
on the corresponding point with respect to the verification mechanism relating to the right of substitution.  

44 On our reasoning behind the imposition of such a contractual or other legal duty (and the related requirement for suitable technical 
expertise on the part of the verifying body), see our analysis in Section D on the corresponding point with respect to the verification 
mechanism relating to the right of substitution.  
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financial collateral is or was credited in a manner consistent with any notifications 
or approvals given, or refusals notified, pursuant to the risk management measures.      

 The meaning of "excess" financial collateral 

51. The FCARs do not provide a definition of "excess" financial collateral that a collateral-giver 
may withdraw without undermining the eligibility of an RRA as an SFCA. There are two 
potential competing interpretations: first, excess must be determined by reference to the 
value of the secured obligations owed to the collateral-taker (so that an excess only arises 
where the value of the collateral exceeds the value of those secured obligations); or, second, 
excess must be determined by reference to an amount that the parties have agreed in the 
RRA must be collateralised.  

52. For the reasons we explored in paragraph [18(3)] of this Guidance, we believe that the 
FCARs recognise that it should properly remain a risk decision for the collateral-taker under 
an RRA to determine the level of collateral it requires adequately to secure its exposure to 
the collateral-giver (or, if not the collateral-giver, the debtor). A collateral-taker may specify 
that the value of the collateral that it requires at all times to be in its (or its agent's) relevant 
administrative control must not be less than a specified percentage of the secured  
obligations owed to it, or not less than a specified sum or an amount determined by 
reference to a formula or other criteria agreed between the parties45.  

53. In our view, and with regard to the FCPs, we consider that the fact that the collateral-giver 
under an RRA has a right to withdraw collateral to the extent that it exceeds this specified 
value, sum or amount should not prevent the collateral being "provided" for the purpose of 
the FCARs. In other words, an "excess" arises where the value46 of the collateral in the 
relevant administrative control of the collateral-taker (or a person acting on its behalf)   
under an RRA exceeds the value of the collateral that is required to be posted and 
maintained in accordance with the terms of agreement between the collateral-giver (or, if 
different, the debtor) and the collateral-taker. Any RRA that includes such a right to 
withdraw excess financial collateral should qualify as an SFCA and the protections afforded 
by the FCARs to SFCAs should apply to it. 

54. Before turning to our analysis under the FCPs, we should note that it would be possible to 
structure an RRA to be consistent with both interpretative approaches to the "excess" 
collateral issue outlined in paragraph [51] above47. For example, an RRA might define the 

 

45 This may involve either an "over-collateralisation" of the collateral-taker's exposure (e.g. the required collateral value may be set at 
110% of the value of the secured obligations owed to the collateral-taker) or an "under-collateralisation" (e.g. the required collateral 
value may be set at 90% of the value of the secured obligations owed to the collateral-taker). An under-collateralisation may occur, for 
example, where the collateral-taker has recourse to other forms of collateral (that is not financial collateral), guarantees or other 
assurances in respect of the secured obligations. 

46 As we have analysed above, the value of the collateral that is in "excess" of the specified required collateral amount may be determined 
by the collateral-giver itself (or a person acting on its behalf), subject to the operation of the risk management procedures we have 
described above to ensure that the right that is supported by the procedures operates as a relevant right in a manner which is consistent 
with the financial collateral principles.  

47 In our view, the fact that it would be readily possible to structure an RRA to satisfy both interpretative approaches further supports 
the conclusion that the correct approach is to regard an "excess" of collateral to arise where there is collateral with a value that is greater 
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relevant financial obligations secured or covered by it as being, say, 90% of the value of the 
obligations that are at any time owed to the collateral-taker under specified transactions48. 
If the collateral-giver is then entitled to withdraw financial collateral that leaves remaining 
collateral in the relevant administrative control of the collateral-taker (or a person acting on 
its behalf) with a value of at least 90% of the value of the obligations under the specified 
transactions, then the "excess" has arisen both because the value of the collateral held 
exceeds the value of the relevant financial obligations and because the value of the 
collateral exceeds the amount of collateral that that parties have specified must be held by 
or for the collateral-taker.    

55. Irrespective of how the terms of any particular RRA might be structured to define the 
relevant financial obligations secured or covered by it, we consider that our preferred 
interpretative approach (under which an "excess" arises where the value of the collateral in 
the relevant administrative control of the collateral-taker exceeds an amount or value 
specified in the RRA) is consistent with the financial collateral principles for the following 
reasons. 

(1) In the case of both an "under-collateralisation" and an "over-collateralisation" RRA, 
this approach allows arrangements that typically operate in the financial markets in 
support of RRAs to continue to do so with the benefit of the protections afforded 
to SFCAs under the FCARs. This promotes the policy considerations at the 
foundation of FCP1, FCP2 and FCP349. 

(2) There is nothing in the operation of an "under-collateralisation" RRA that is 
inconsistent with the safety or risk considerations at the foundation of FCP4. As 
creditors (and other third parties) dealing with the collateral-taker should expect 
the decision as to the level of collateralisation to be determined as a risk decision 
of the collateral-taker alone, and that level of collateralisation to be specified by the 

 

that the amount specified by the RRA (even if that amount is less than the value of the secured obligations at the relevant time). In the 
absence of a sound policy reason to do so, it would be inappropriate to impose a condition for the "provision" of collateral (i.e. that 
"excess" collateral only arises where its value exceeds the value of the secured obligations) that can be readily contracted out of by the 
parties. It makes more sense, from a policy perspective, to recognise that the parties to an RRA should retain the contractual autonomy 
to determine the level of collateralisation that is required and measure "excess" by reference to the value that the RRA so specifies.    

48 The definition of "relevant financial obligations" in regulation 3(1) refers to the "obligations which are secured or covered by a financial 
collateral arrangement"; and paragraph (c) of that definition expressly states that relevant financial obligations may "consist of or 
include… obligations of a specified class or kind arising from time to time". Paragraphs (a) to (c) of the definition set out an inclusive, non-
exhaustive, list of the types of obligations that may constitute relevant financial obligations. If relevant financial obligations which are 
secured or covered by an RRA can comprise or include "a specified class or kind of obligation", we consider it reasonable to conclude that 
the definition contemplates that: (1) it is a matter solely of contractual definition under the terms of the RRA to identify what obligations 
are, or are not, secured with respect to the totality of the obligations that are, or may come to be, owed to the collateral-taker; and (2) 
in much the same way as those terms may identify a class or kind of relevant financial obligations that do not include other classes or 
kinds of obligations that are, or may come to be, owed to the collateral-taker, they can equally define a quantum of obligations (less than 
the total amount of the obligations owed to the collateral-taker) as the "relevant financial obligations" under the RRA.   

49 As any under-collateralisation or over-collateralisation will be effected in accordance with the risk requirements of the collateral-taker, 
the operation of the supporting arrangements ensure a practical, useful and effective risk management procedure to reduce any risks 
that the collateral-taker has identified as arising out of or in connection with its dealings with the collateral-giver (or, if different, the 
debtor); and so the collateral-giver's related right to withdraw any excess collateral, which is not required under this procedure, is 
consistent with FCP1. Equally, the qualification of RRAs that adopt either an under-collateralisation or over-collateralisation mechanism 
as SFCAs, ensures that such RRAs operate consistently with FCP2 and FCP3 because SFCAs attract the legislative protections under the 
FCARs that promote the policy objectives at the foundations of those financial collateral principles. 
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RRA, there is no issue of transparency or concern of creditor detriment that would 
be offended by our preferred interpretation. Any such creditor or other third party 
cannot reasonably expect, consistent with FCP5, that the operational arrangements 
supporting the withdrawal of excess financial collateral should require the 
collateral-giver to maintain collateral under the relevant administrative control of 
the collateral-taker that has a value greater than the amount that it is required to 
post and maintain in accordance with its contractual obligation to the collateral-
taker (as evidenced by the terms of the RRA itself). This is so even though the level 
of collateral so required by the RRA is less than the value of the secured obligations.  

(3) Equally, there is nothing in the operation of an "over-collateralisation" RRA that is 
inconsistent with either FCP4 or FCP5. The possibility of such over-collateralisation 
should be understood by creditors (and other third parties) dealing with the 
collateral-giver as being a matter for the risk decision of the collateral-taker. If the 
collateral-taker determines, whether with regard to market, foreign exchange or 
other risk, that it requires to retain at all material times in its (or its agent's) relevant 
administrative control an amount of financial collateral that is, say, not less than 
110% of the value of the secured obligations, then that is a matter that should be 
readily appreciated by third parties dealing with the collateral-giver (with reference 
to FCP4). The levels of collateralisation required by the collateral-taker will be 
readily discoverable by interested parties from the terms of the RRA itself. In 
addition, an "over-collateralisation" arrangement is not inconsistent with FCP5 
because the collateral-taker has only agreed that collateral in excess of the relevant 
(say, 110%) threshold is not required by it to secure or cover the relevant financial 
obligations – and the RRA permits the collateral-giver to withdraw financial 
collateral beyond that threshold.  

 F. Other rights qualifying as "relevant rights" 

 Right to require return of collateral upon collateral-taker's insolvency 

56. As we have outlined above, in order to mitigate against the risk of delay in the return of 
financial collateral under an RRA in the event of the collateral-taker's insolvency, it is 
increasingly common for collateral to be under the relevant administrative control of the 
collateral-taker (or a person acting on its behalf) while being retained in an account in the 
name of the collateral-giver (or a person acting on its behalf). In such a case, the RRA may 
contain terms to the effect that, if the collateral-taker becomes insolvent, the collateral-
giver will be entitled to require the custodian to return the collateral to the collateral-giver.   

57.  If the right of the collateral-giver under the RRA is an unrestricted50 right to require the 
release of the collateral upon the collateral-taker's insolvency, we consider that such a right 
as a relevant right would be inconsistent with the safety and risk considerations at the 

 

50 An "unrestricted right" for this purpose includes a right to require the release of the financial collateral upon the collateral-taker's 
insolvency subject solely to an assertion or (unverified) certification of the collateral-giver that it has discharged the relevant financial 
obligations secured or covered by the RRA. 
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foundation of FCP4. In particular, such an unrestricted right exercisable as a relevant right 
would cause the RRA to fail to operate with regard to the safety and interests of third parties 
dealing with the collateral-taker.    

58. Creditors (and other third parties) dealing with the collateral-taker would reasonably expect 
the collateral-taker's exposure to the collateral-giver (or, if different, the debtor) to remain 
secured or covered (to the extent agreed under the RRA), until such time as the relevant 
financial obligations are discharged. The collateral-taker's claim on the collateral-giver (or, 
if different, the debtor) should remain a secured asset and, as such, be brought into the 
insolvency estate of the collateral-taker and be available for distribution to the body of 
unsecured creditors of the collateral-taker. To give an unrestricted right to the collateral-
giver under an RRA to remove the collateral upon the insolvency of the collateral-taker 
would, or could potentially, change the nature of the asset owned by the collateral-taker – 
its secured claim would, to the prejudice of its creditors, be converted into an unsecured 
claim. In the event of a default by the collateral-giver (or, if different, the debtor) of its 
obligation to pay or otherwise discharge the relevant financial obligations, the insolvency 
estate of the (insolvent) collateral-taker would be reduced by the value of the financial 
collateral unilaterally withdrawn by the collateral-giver or, if that value is greater than the 
relevant financial obligations, the value of the relevant financial obligations (less, in either 
case, any sums paid by or ultimately recovered from the collateral-giver or, if different, the 
debtor).  

59. As such a result would not reasonably be expected or discoverable by such third parties 
dealing with a collateral-taker by reason solely of the collateral-taker's relevant 
administrative control of the financial collateral, the exercise of the collateral-giver's 
unqualified right as a relevant right would, in our view, be inconsistent with FCP4.  

 A risk mitigation solution 

60. However, if the collateral-giver's right to the return of the financial collateral upon the 
collateral-taker's insolvency were (upon the terms of the RRA) to be made conditional51 
upon its certification that it has paid or otherwise discharged the relevant financial 
obligations, we consider that the right should properly be characterised as a relevant right 
under the FCARs if: 

 (1) the collateral-giver assumes or otherwise accepts either: 

(a) (where the certification depends upon a valuation that is to be carried out 
by the collateral-giver) a contractual or other legal obligation to the 
collateral-taker that it will carry out that valuation in good faith and in a 
commercially reasonable manner; or 

 

51 It would be necessary, of course, for the associated risk mitigation procedures described in this paragraph to operate both: (1) as a 
matter of contractual or other legal obligation on the part of the collateral-giver (or the person acting on its behalf) and contractual or 
other legal right for the collateral-taker (or the person acting on its behalf); and (2) in practice (i.e. the relevant contractual or other legal 
risk management measures must be complied with by all relevant parties at all material times). 
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(b) (where the certification depends upon a valuation that is to be carried out 
by a third party e.g. a custodian) a contractual or other legal obligation to 
procure that such third party will (and the third party must) undertake to 
the collateral-taker to carry out that valuation in good faith and in a 
commercially reasonable manner; 

(2) (where the certification depends upon a valuation that is to be carried out by the 
collateral-giver or a third party) the person carrying out that valuation must have 
the technical expertise to do so; 

(3) the collateral-giver is required to deliver its certification both to the collateral-taker 
and the relevant intermediary, CSD or account servicing institution that maintains 
the account to which the financial collateral is credited; and 

(4) a reasonable time period is required to elapse between delivery of the certification 
to the collateral-taker and the relevant intermediary, CSD or account servicing 
institution and the time at which the collateral-giver is entitled to withdraw the 
collateral52.    

61. We consider that, if a collateral-giver's right to the return of financial collateral under an 
RRA in the event of the insolvency of the collateral-taker is qualified by the minimum risk 
mitigation measures we describe, it should be categorised as a "relevant right" for the 
purpose of the FCARs and should not prevent the provision of the relevant financial 
collateral to the collateral-taker (or a person acting on its behalf) under the FCARs. The right, 
as operating within the suggested risk mitigation framework, is consistent with: 

(1)  FCP1 – as it supports a practical, useful and effective operational arrangement that 
allows a collateral-giver to manage the risks arising for it upon the insolvency of the 
collateral-taker (by maintaining the financial collateral in an account in its own name 
or another person acting on its behalf); 

(2) FCP2 and FCP3 – as it would enable the collateral-taker (notwithstanding its 
insolvency) to benefit from the relevant protections afforded to SFCAs under the 
FCARs that limit the administrative burdens for collateral-takers and support the 
rapid and non-formalistic enforcement of a security interest under an RRA with a 
view to safeguarding financial stability and limiting contagion effects upon the 
occurrence of an enforcement event53;  

 

52 The intention here is that the time period should be of sufficient length to enable the collateral-taker under the RRA (or its insolvency 
office-holder) a reasonable time: first, to evaluate the validity of the certification (and any related valuation); and, second, to seek 
injunctive or other equitable relief if it wishes to challenge the certification on the basis that it was made fraudulently, in breach of 
contract or in breach of any other duty owed by the collateral-giver (or any third party making a relevant valuation) to the collateral-
taker.   

53 In addition, consistent with FCP2, it avoids the administrative burden for the collateral-taker of having to arrange for relevant financial 
collateral to be credited to an account maintained by it with a custodian. 
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(3) FCP4 – as the risk management framework, by minimising risk (including the risk of 
fraud), ensures that the practical operation of the RRA achieves a balance between 
market efficiency and the safety of the parties to the RRA and other affected third 
parties; and 

(4) FCP5 – as the practical operation of the arrangement ensures that financial 
collateral will be promptly returned to the collateral-giver once, for all intents and 
purposes, the parties are agreed that the relevant financial obligations are fully 
discharged and, therefore, the collateral is no longer required as security or cover 
for the relevant financial obligations54.        

 

54 We also consider there to be an alternative analysis that supports our conclusion that the right to the return of collateral upon the 
collateral-taker's insolvency, subject to the risk mitigation framework we describe above, should not prevent the provision of the financial 
collateral to the collateral-taker under the RRA. As we have explained in paragraph [14(1)] of this Guidance, a right reserved by, or granted 
to, a collateral-giver in relation to financial collateral, that is in the relevant administrative control of the collateral-taker, may only prevent 
the provision of the collateral if it is exercisable in relation to collateral that is at the relevant time securing or covering relevant financial 
obligations under the RRA. The risk mitigation framework we have proposed means that, as a practical matter, the right to the return of 
the collateral is at all times conditional upon, and is only exercisable after, the full discharge of the relevant financial obligations.  
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	1. Proposal to introduce a third category of property, and the "data objects definition" (relevant to Questions 1-6, 13-15 and 20)
	1.1 We agree that the law of England and Wales could recognise a third category of property, in addition to the existing categories of things in possession and things in action. However, great care should be taken in defining such new category of prop...
	1.2 A thriving digital asset industry, marketplace and ecosystem has evolved around digital assets that involve no actionable claim against another party (including, Bitcoin). Arguably, English law already recognises digital assets as property as supp...
	1.3 Similarly, there is a growing market in regulated emission allowances and certain voluntary carbon credits ("VCCs"). EU Allowances under the EU Emissions Trading Scheme ("EUAs") have already been recognised as a form of intangible property under c...
	1.4 We are therefore concerned that the proposed "data objects" definition risks drawing the boundary of the proposed new category of property both too broadly in some cases and too narrowly in others. This therefore risks creation of new legal uncert...
	1.5 Turning to consider the proposed definition of "data object" in further detail:
	(a) Data objects may share some similar characteristics with a thing in action -  broadly intangibility and control - and it follows that some of the principles applicable to things in action may provide a useful starting place for English common law ...
	(b) We can see why the criterion that a data object exists "independently of the legal system" has been proposed as a means of differentiating between different types of non-material property: property that can only be claimed through legal means (IP ...
	(c) The Law Commission's approach of defining a new category of "data objects" risks drawing the boundary too broadly, as this appears to capture uses of DLT to provide a record of who owns an asset, where that record is not intended to be property in...
	(d) Bitcoin (and other "pure" cryptocurrencies that do not grant any specific rights to the holder) should be seen as a special case in the context of a broader digital asset class. The vast majority of cryptoassets (and particularly those developed f...
	(e) In this context, we consider it is unhelpful to begin with a form-based definition in which the status of a crypto-token as property is analysed separately from the rights that the holder enjoys by virtue of holding or controlling the crypto-token...
	(f) Connected this this and as noted above, the proposed approach does not appear to recognise the different functions that DLT may play in different cryptoasset (or other structures), where it is not always appropriate (and indeed we would argue, not...
	(g) In particular, the definition of data object should clearly exclude uses of DLT for record keeping purposes only (i.e. use of DLT as a record of information, as distinct from a record/register which records and determines ownership of an asset). O...
	(h) We also propose that crypto-tokens should be excluded from this third category of property where the crypto-token records ownership of a cryptoasset encapsulating a set of rights against an issuer or other person, or records a holder's ownership o...
	(i) By analogy, when looking at how to transfer a contract which is recorded in writing on paper, it is unhelpful to start by looking at how to transfer the physical piece of paper as an item of property, independent from the intangible asset (i.e. th...

	1.6 Regarding the preferability of common law or statutory changes we note the following:
	(a) In our view, statutory changes may be required to provide certainty on targeted issues in a reasonable timeframe. We consider that targeted statutory reform could help resolve ambiguity quickly and operate as firmer foundation around which the com...
	(b) However, we are concerned that attempts to define a new third category of property precisely (including the proposed definition of "data object" in the consultation) give rise to boundary issues, potentially creating property rights in instances o...
	(c) Whilst there risks with statutory reform as noted above, on balance we consider this is likely the better approach as the establishment of relevant case law is likely to take a significant amount of time and period of uncertainty might stifle the ...
	(d) Therefore, although the flexibility of approach offered by common law seems preferable to statute in the context of defining the details after the boundaries are created by legislation, it should not be the primary foundation for legal reform in a...

	1.7 We also note that the lack of a consistent legal framework could raise arbitrage issues. As such, the UK should be mindful of the approaches taken in other jurisdictions to treating digital assets as property, and consider whether there are any ap...

	2. Application to VCCs (relevant to Question 14)
	2.1 We agree that Voluntary Carbon Credit derivatives ("VCCs") do not satisfy the proposed criteria of data objects on the basis that they are not themselves "composed of data" but are rather evidenced by data set out in the register in which entitlem...
	2.2 Nevertheless, we consider that VCCs should be recognised as a form of intangible property under English law.  This is consistent with the perceived market value of VCCs as well as the way in which the market in VCCs operates today.
	2.3 The fact that VCCs do not meet the Law Commission's definition of "data objects" risks creating further uncertainty as to whether or not VCCs are a form of property under English law and could potentially undermine confidence in the market.
	2.4 We also support the position expressed by ISDA in its response to the Consultation Paper with respect to VCCs.

	3. Issues relating to transfer of crypto-tokens (relevant to Questions 15, 20, 21, 24, 26 and 27)
	3.1 The Consultation Paper seems focused on finding a solution to "Bitcoin-specific" issues, which may arise for Bitcoin and other "pure" cryptocurrencies that do not grant any specific rights to the holder. However, it raises other issues for cryptoa...
	3.2 As set out in section 1 above, the proposed approach of  starting with a form-based definition in which the status of a crypto-token as property is analysed separately from the rights that the holder enjoys by virtue of holding or controlling the ...
	3.3 Particular issues arise from this proposed approach on transfer of cryptoassets being characterised as destruction and replacement of tokens. From our perspective, the focus on the concept of a "crypto-token" as a special form of data is unnecessa...
	(a) regarding data as property is not consistent with usual English law analysis;
	(b) the data will change;
	(c) participants in the crypto-token regard a transfer of a cryptoasset as a transfer of an asset, not the destruction of one asset and creation of another; and
	(d) the transfer of a cryptoasset does not involve the destruction of a cryptoasset and minting of a new one.

	3.4 We favour a legal treatment where the asset is seen to persevere in time, as opposed to a technologically based view in which the cryptoasset is conceptualised as being destroyed and created again upon transfer. The latter approach could create ot...
	3.5 In light of the above, the better view is (a) to look to the regulatory treatment of an asset as a means of determining its legal treatment (i.e. if the asset is a security, then it follows that the legal treatment of the asset is as a security) a...
	3.6 By way of comparison we note that the U.S. have approached this question through updates to the Uniform Commercial Code (UCC) to introduce "controllable electronic records" as a new type of property. However, there are specific carve outs from thi...
	3.7 With respect to derivative transfers, if a person is recognised by the system as holder of cryptoassets, there is no reason why that person cannot hold such cryptoassets on behalf of someone else on the grounds of separation of legal title from th...
	3.8 We believe that the reference to a "state change" in the context of transfer operations is unhelpful and unnecessarily complex, since it suggests that it is necessary to make a detailed analysis of what has happened in the relevant system. If it i...
	3.9 In relation to other types of link between a crypto-token and a thing external to a crypto-token system that is commonly encountered or used in practice, we reiterate that it seems to be unhelpful to begin with a form-based definition in which the...

	4. Application of the concept of control to cryptoassets (relevant to Questions 16-19)
	4.1 We agree that the concept of control is more appropriate for cryptoassets than the concept of possession, on the basis that, in reality, possession is a form of control over physical objects.  Since cryptoassets can only be held by having control ...
	4.2 Although the person in control of a cryptoasset at a particular moment in time may be taken to be "the person who is able sufficiently: (1) to exclude others from the [cryptoasset]; (2) to put the [cryptoasset] to the uses of which it is capable (...

	5. Custody of cryptoassets (relevant to Questions 29-33)
	5.1 An entity is generally understood to provide "custody" services where that entity holds assets for its client, but the client remains the ultimate owner of the assets and the assets are recorded on the balance sheet of the client not the custodian.
	5.2 Notwithstanding the tweaks required in the DLT system, custody of crypto-tokens should be seen in a similar manner as any other asset that is held under custody. For these purposes, it is important to clarify what it means to hold cryptoassets (wh...
	5.3 In general, a distinction should be drawn between custodial services, non-custodial title transfer arrangements and non-custodial technology services (as described below) as provided with respect to cryptoassets. We believe that the contractual te...
	(a) custodial-type services - where a custodian is entrusted with safekeeping of all or part of the private key. In these circumstances the relevant contracts will typically use language stating that the custodian holds the assets “on trust”, as a “fi...
	(b) non-custodial title transfer arrangements - where the service provider takes full title transfer to the client’s assets and in return the client has a contractual right to the return of an equivalent asset. In these arrangements the client is expo...
	(c) non-custodial technology services - for example a technology provider that simply provides wallet software and has very limited or no control over the private key (e.g. self-hosted wallets and certain multi-party computation solutions). These will...

	5.4 With respect to the "custodial-type services" category above, we would also argue that the unique aspects of crypto-tokens mean that a simple, single categorisation of “holding crypto-tokens'' is not adequate. In particular, the enhanced features ...
	(a) custodian services – where a party controls the private keys associated with the relevant crypto asset. We agree that this could be characterised and structured as a trust arrangement, even where the underlying entitlements are (i) held on a conso...
	(b) key-holder services – where a party controls one (or some) of the keys in a ‘multi-signature’ set-up. This is akin to a party holding one key to a physical safe deposit box, with (perhaps) the beneficial owner holding another key etc.  The key-hol...

	5.5 This is relevant because different legal arrangements may exist depending on the ‘type’ of arrangement.
	5.6 With respect to custodian services, we agree that a presumption of trust does not currently apply to crypto-token custody facilities. Some firms contributing to this response also agreed that the presumption of a trust should not be introduced as ...
	5.7 However, other firms considered that a default assumption of the imposition of a trust would be sensible unless the parties specify otherwise, on the basis that this could operate to protect underlying beneficial owners as a matter of course throu...
	5.8 Although we support the position that the legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency, this rule ...
	5.9 Also, it is important to analyse from the UK insolvency law and resolution planning perspective whether in case of the custodian's insolvency unallocated holdings of crypto tokens would be seen as custodian's assets or as its debts/liabilities (pl...

	6. Collateral (relevant to Questions 34-36 and 38)
	6.1 It does not appear to be necessary to extend bailment to crypto-tokens, or to create an analogous concept based on control, in light of our responses above. Since trustee obligations can be limited and tailored by contract, it is unclear why exten...
	6.2 Subject to our broader comments about the characterisation of crypto-tokens in Section 1 above, we agree that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements, and on-possessory se...
	6.3 Based on the premise that determining which assets fall within FCARs should be determined by their substance and not form, there should be no need to extend FCARs to more formally and comprehensively encompass crypto-token collateral arrangements....
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	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
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	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  
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	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  
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	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  



	IDAC and CryptoUK
	International Securities Lending Association
	1. Background
	1.1 The International Securities Lending Association ("ISLA") represents the common interests of securities lending and financing market participants across Europe, Middle East, and Africa, with a geographically diverse membership of over 190 firms, w...
	1.2 ISLA has published various standard form documents for use in the securities lending market.  Under those documents, legal and beneficial title to the loaned securities is transferred from the lender to the borrower against the provision by the bo...
	1.3 We welcome the opportunity to provide a response to the Consultation Paper, which we consider represents a significant step in identifying and resolving some of the legal uncertainties facing the industry in relation to digital assets.  We support...

	2. Response
	2.1 ISLA's members have requested that we provide a response to the Consultation Paper.  Since ISLA's primary focus is on the securities lending and associated financing markets, our members' interests in the Consultation Paper are to those aspects wh...
	2.2 Our response in this letter therefore focuses on:
	(a) matters relating to the intermediated securities market, including the way in which securities may be tokenised or issued in digital asset form;
	(b) matters relating to securities lending, including questions relating to financial collateral; and
	(c) the extent to which current market practice in the securities lending industry may be relevant to broader questions relating to financing using cryptocurrencies or other digital assets (either as the finance currency or as the collateral).

	2.3 We therefore do not respond individually to each question in the Consultation Paper, but set out our response by reference to the key issues which are of most relevance as described above.
	2.4 Executive summary
	(a) ISLA is supportive of the Law Commission's efforts to enhance the extent of legal certainty relating to proprietary interests in digital assets.
	(b) ISLA recognises the significant benefits of the FCARs insofar as they relate to traditional financial collateral.  We consider that those benefits should extend to digital assets (to the extent that they do not already do so).  ISLA therefore supp...
	(c) While we support the Law Commission's efforts to improve legal certainty, we consider that the proposals in the Consultation Paper could, without further consideration, inadvertently create further uncertainty.  We also consider that, in implement...

	2.5 Third category of personal property
	(a) This response primarily relates to Consultation Question 3 and, insofar as it relates to existing independently of the legal system, Consultation Question 6.
	(b) ISLA supports the Law Commission's efforts to enhance the extent of legal certainty relating to proprietary interests in digital assets.  In this regard, ISLA is supportive of any method by which this is achieved, whether it is a distinct third ca...
	(c) We note that one of the main proposals in the Consultation Paper is that for a "thing" to fall within the third category of personal property, the thing in question must exist independently of the legal system.  We understand that the primary purp...
	(d) We consider that an approach which defines the third category of personal property by reference to the digital asset being independent of the legal system (and therefore, for example, not constituting a chose in action) is unlikely, in practice, t...
	(e) In addition to the remaining legal uncertainty, it may, as a practical matter, be difficult or impossible for market participants or their legal counsel to satisfy themselves that a digital asset satisfies a requirement that the digital asset does...
	(f) These issues potentially apply to all types of digital asset, but may be particularly pronounced in the context of a crypto-token which is issued by a person who holds an underlying linked asset (such as a security) and declares that the token rep...
	(g) The consequence of this potential uncertainty is also more pronounced to the extent that a separate personal property regime applies to the third category.  For example, if a financial collateral regime applies to data objects, and that regime is ...
	(h) We would therefore encourage that, to the extent that the proposal will continue to be that the third category of data objects is restricted to things which exist independently of the legal system, there should be a mechanism by which market parti...
	(i) Further consideration should also be given to the approach to 'composite' digital assets, i.e. those that encapsulate a digital asset AND an existing category of property e.g. a digital bond, whether this is achieved through common law constitutio...

	2.6 Distinction between the data object and an interest in the data object
	(a) We note that, in paragraph 10.68 of the Consultation Paper, the Law Commission draws a distinction between a crypto-token (and, we assume, any other type of digital asset) being held directly (in self-custody) by a user, and one which is held via ...
	(b) The distinction drawn by the Law Commission is similar to the distinction that applies in the context of intermediated securities (although we note that there may be factual differences between how indirect holdings operate in the securities and d...
	(c) Whether the Law Commission's observation, that the nature of the depositor's relationship with a custodian (or other intermediary) of a digital asset is a chose in action, produces the correct outcome is, we believe, something that would benefit f...
	(d) It will also be necessary to consider carefully whether there are any unintended consequences of applying the third category of personal property to the data object, while applying the existing category of chose in action to an indirect holding in...
	(e) For example, consider a tokenised security which is held through an intermediary, such as a custodian , where the token represents an ownership interest in the underlying linked security and pursuant to which a transfer of the token constitutes a ...
	(f) Similarly, consider a transfer by way of collateral by Person A of its interest in a crypto-token to Person B, where Person A's interest, prior to the transfer, is held through a custodian but Person B's interest, following the transfer, is held d...
	(g) We therefore consider that, if there is to be law reform (as proposed by the Consultation Paper) identifying and clarifying the nature of a direct holder's personal property rights in a digital asset, that law reform should also identify and clari...

	2.7 Linked data objects
	(a) This response primarily relates to Consultation Question 27.
	(b) As the use of distributed ledger technology in the capital markets develops, it is expected that interests in securities may be tokenised, in particular as a means to facilitate settlement, and ISLA is aware of initiatives already underway to achi...
	(c) We agree with the Law Commission's proposal that market participants should have the flexibility to develop their own legal mechanisms to establish a link between a crypto-token and something else.
	(d) We also agree with the general concept that a crypto-token might constitute a separate item of property to the thing to which it is linked or with which it is associated.  For example, a crypto-token may be a mere record on a register, documenting...
	(e) It will be important for market participants to have certainty as to the nature of the asset(s) which they hold.
	(f) For example, if a person issues a crypto-token and declares that the token represents an interest in an underlying linked asset (such as a debt or equity security) which is held by the issuer of the token, market participants will need to know whe...
	(i) the crypto-token is a data object attracting property rights, and the holder of the token has a proprietary interest in the token and the linked asset; or
	(ii) the crypto-token is a data object attracting property rights, and the holder of the token has a proprietary interest in the token only; or
	(iii) the crypto-token is not a data object attracting property rights, and the holder of the token has a proprietary interest in the linked asset only.

	(g) By having separate personal property regimes apply to a crypto-token and to the asset to which it is linked, there is the potential for further uncertainty, particularly where the crypto-token purports to constitute an interest in the linked asset...
	(h) Holders of the crypto-token may therefore need to investigate not just how to effect a transfer of the crypto-token (together with associated questions regarding, for example, how to perfect a security interest), but may also need to investigate h...
	(i) We agree with the Law Commission's statement in paragraph 14.64 of the Consultation Paper that, in an issuance of new debt securities, it may be possible to ensure that all parties are aware of and agree to the terms of the linkage.  However, we a...
	(j) We also recognise that some of these issues may be addressed by issuers of crypto-tokens ensuring that the effect of the linkage between the token and the linked asset is robust, and by disclosing the effect (and potential consequences) of such li...
	(k) However, if the Law Commission's proposal is to allow market participants the flexibility to develop their own legal mechanisms to establish a link between a crypto-token and an asset to which it is linked, we would recommend that clear guidance i...
	(l) We would also encourage exploring whether the strength of the link can be improved (to avoid, for example, the risk of "upper-tier attachment") by analogy with the intermediated securities market.

	2.8 Ability for market participants to be able to determine additional matters raised by the Consultation Paper
	(a) This response primarily relates to:
	(i) Questions 4 and 6, in relation to the ability to determine rivalrousness; and
	(ii) insofar as it relates to existing independently of the legal system, Consultation Questions 3 and 6.

	(b) We have indicated elsewhere in this response, in the context of specific  proposals in the Consultation Paper and specific use cases, where there may be difficulties in determining, at a practical level, whether those proposals apply to a particul...
	(c) In this section of our response, we identify further potential practical difficulties which are of generic application.
	(d) For a market in data objects to be sustainable and have a prospect of significant growth, it will be necessary for market participants to be able to determine with sufficient certainty whether the various criteria are satisfied for the relevant as...
	(e) Legal opinions are, by their nature, only able to express opinions relating to matters of law.  They will typically make assumptions regarding, and not express any opinion on, matters of fact.  As such, market participants relying on those legal o...
	(f) A number of aspects of the Consultation Paper suggest that there will be factual elements which determine whether an asset falls within the third category of data objects, or whether and when a party acquires an interest in that data object.  For ...
	(g) While we do not disagree with the criterion of rivalrousness, we would suggest that such a criterion should be applied without imposing a significant (and potentially impossible) burden on market participants to determine whether the criterion is ...

	2.9 Collateral
	(a) This response relates primarily to Consultation Questions 35, 38 and 39.
	(b) We agree that there is sufficient certainty that, provided that a data object is recognised as property, collateral arrangements, both in the form of title transfer and non-possessory security interests, can be effected under English law.  We note...
	(c) We also agree that crypto-tokens, of themselves and to the extent that they are considered as a distinct asset class either from any asset to which they might be linked or from any asset which they may represent, are unlikely to constitute financi...
	(d) We are supportive of efforts to ensure legal certainty in relation to collateral arrangements involving data objects.  We therefore support the Law Commission's suggestion of establishing a legal framework that facilitates the entering into, opera...
	(e) We believe that the primary impact of such a framework, from a domestic English law perspective , will be in the context of security collateral arrangements over crypto-tokens.  This is because law reform would not be necessary, from a purely dome...
	(f) In the context of security interest collateral arrangements, the primary impact of the FCARs from a domestic English law perspective has been to disapply perfection requirements, to remove or limit the scope of English insolvency law which might d...
	(g) As noted above, securities lending arrangements typically involve an outright transfer of title, both in relation to the loaned assets and the collateral.  However, the Pledge GMSLA involves collateral being provided by way of security.  One of th...
	(h) The FCARs have therefore facilitated market participants being able to put in place robust collateral arrangements which balance, on the one hand, the ability of the collateral taker to enforce the security in timely fashion with, on the other han...
	(i) We consider that these benefits of a financial collateral regime would apply equally to collateral in the form of crypto-tokens.  In the absence of an equivalent regime applicable to crypto-tokens, it is likely that market participants seeking to ...
	(j) In relation to the question as to how to achieve this outcome, we note the following:
	(i) In relation to the Law Commission's conclusion in paragraph 18.69 of the Consultation Paper that it is possible to argue that tokenised securities fall within the existing financial collateral regime, while we agree that there may be circumstances...
	(ii) While we recognise the difficulties that have existed in relation to the FCARs, we do not believe that these difficulties should be reason for having a separate regime applicable to data objects.  Having a separate, more favourable, regime for da...
	(iii) Collateral arrangements in the securities lending and financing markets typically provide for broad categories of eligible collateral, with the collateral provider being entitled to choose which collateral to provide from a pre-defined list of e...
	(iv) We note that the FCARs will, other than in limited circumstances (in relation to collateral arrangements governed by English or Welsh law between two English or Welsh participants in relation to collateral located in England and Wales), unlikely ...
	(v) For the sake of completeness, we also refer you to our comment above regarding the potential uncertainty that would arise if a (directly-held) data object were subject to one financial collateral regime and an (indirectly-held) interest in that da...




	International Standards Organization
	ISDA
	1 Context to our response
	1.1 Digital asset derivatives
	In response to rapidly developing markets in digital assets and derivative products, ISDA published a Whitepaper on Contractual Standards for Digital Asset Derivatives in December 2021 (the “Digital Assets Whitepaper”).0F  Among other things, the Digi...
	Pursuant to the Digital Assets Whitepaper, ISDA will soon publish an initial set of product templates and definitions tailored for non-deliverable options and forwards in respect of bitcoin and ether. In due course, ISDA intends to develop further con...
	1.2 Smart derivative contracts
	1.3 Voluntary Carbon Credit derivatives
	Voluntary Carbon Credit (“VCC”) markets are supporting the transition to a low carbon economy by channelling financing into projects aimed at reducing carbon emissions or removing carbon from the atmosphere. The development of the VCC derivatives mark...
	In December 2021, ISDA published a Whitepaper on the Legal Implications of Voluntary Carbon Credits (the “VCC Whitepaper”).7F  Among other things, the VCC Whitepaper set out a roadmap for the development of contractual standards for VCC derivatives. A...
	The VCC Whitepaper also called for measures to resolve residual legal uncertainties in respect of the legal status of VCCs.

	2 Response to select issues
	2.1 Third category of property (relevant to Questions 1 – 6 and 13 – 15)
	2.2 Transfers (relevant to Questions 16 – 26)
	There are two issues we wish to raise in the context of transfers, as set out below.
	2.2.1 Conditions for transfer of legal title of crypto-tokens
	We refer to the conclusion in the CP that a transfer operation that effects a state change is a necessary (but not sufficient) condition for the transfer of (superior) legal title to a crypto-token.13F  We do not disagree with this in principle. Howev...
	In our view, the concept of “control” could be a useful legal tool for effecting off-chain transfers. We acknowledge there are challenges with defining the boundaries of control, including in the context of multiple parties sharing control (whether ac...
	2.2.2 Innocent acquirer rule in the context of crypto-tokens
	We agree that there is a need for innocent acquirers trading crypto-tokens to be able to take good title, free of defects in the title of the transferor and equities. As pointed out in the CP, the market already functions on the basis that this is the...
	We would be supportive of non-legislative measures that provide certainty that that is the case or, alternatively, a statutory intervention that achieves the same result. However, we expect there may be challenges in formulating appropriate boundaries...

	2.3 Custody (relevant to question 32)
	We agree with the conclusion in paragraph 17.40 of the CP that there are strong arguments for asserting that dealings in book entry and tokenised equitable entitlements to crypto-tokens fall outside the scope of section 53(1)(c) LPA 1925. To the exten...
	2.4 Collateral (relevant to questions 37 – 39, and 16 – 19 on control)
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	About you
	What is your name? 
	What is the name of your organisation? 
	Are you responding to this consultation in a personal capacity or on behalf of your organisation? 
	What is your email address? 
	What is your telephone number? 
	If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance that confidentiality can be maintained in all circumstances.  

	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
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	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
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	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	1 Overarching issues
	1.1 General preference for common law development
	We believe that the existing law (broadly, as summarised in the CP) already provides much of the certainty and flexibility the market needs. Most areas of residual uncertainty are highly complex and nuanced, particularly as the market is still rapidly...
	1.2 Statutory intervention to create a third category of property is unnecessary and undesirable
	It is clear from the CP and the UKJT Legal Statement that there is already a high degree of legal certainty that there exist certain types of intangible property that are not things in action (in the strict sense). That certainty could be further enha...
	Given this, we strongly agree that the law of England and Wales should recognise a third category of property (in our view, it already does). We agree that it is not conceptually coherent or helpful for crypto-tokens and other intangible assets that d...
	However, we consider statutory intervention unnecessary to achieving this. We agree with the proposition in paragraph 4.4 of the CP (supported by the UKJT Legal Statement and commentary from Professors Fox and Gullifer) that Colonial Bank v Whinney is...
	As well unnecessary, we believe that statutory intervention is likely to be problematic, especially if it seeks to define the boundaries of that third category. In particular, whether or not a thing amounts to an object of property under English law i...
	We are less strongly opposed to a statutory intervention that merely clarifies that there is a category of intangible property other than things in possession and things in action in the strict sense, as concerns over boundary issues and unintended co...
	1.3 Concerns with defining a third category by reference to “data objects”
	The proposed category of “data objects” and its defining criteria raise a number of concerns, as summarised below.
	1.3.1 Not exhaustive
	As recognised by the CP, the category of “data objects” is not exhaustive of all types of intangible property that are neither things in possession nor things in action in the strict sense.
	Notably, EU carbon emissions allowances (“CEAs”) do not meet the proposed “data objects” criteria, despite having been recognised by the courts as property. The CP acknowledges this and suggests that CEAs are more appropriately regarded as a form of s...
	Similarly, although they are commonly treated as property, voluntary carbon credits (“VCCs”) in certain circumstances do not meet the proposed criteria. Any suggestion that VCCs that are treated by the markets as objects of property do not have propri...
	While we agree that each VCC arrangement needs to be considered on a case by case basis (as is also the case with crypto-tokens as described in the CP), typically VCCs amount to a finite resource (namely exclusive access to an independently verified c...
	In an increasingly digital world, there are also likely to develop other intangible assets, whose parameters are difficult to predict and define in the abstract, and as such may not meet the proposed “data objects” criteria (nor constitute things in a...
	Defining a third category of property that is not exhaustive of all intangible assets that do not constitute things in action (in the strict sense) does not achieve the goal of laying a strong conceptual foundation for the further development of Engli...
	1.3.2 Asset composed of data represented in an electronic medium
	Defining the parameters of intangible assets can be extremely challenging. We have particular concerns about requiring things in the third category of property to be “composed of data represented in an electronic medium”. While data is typically an im...
	For crypto-tokens, we view the asset as the power to effect a state change within the crypto-token system, as instantiated in that system.  This power is not composed of data, although it is instantiated in the system through the combination of certai...
	For VCCs, as noted in paragraph 1.3.1 above, the asset is the exclusive access to an independently verified certification that the holder has removed a unit of carbon dioxide from the atmosphere. Again, this asset is not composed of data, even though ...
	Defining the components of the asset by reference to data alone also runs the risk of bringing within the scope of the “data objects” category records which evidence interests in other assets, but which are not regarded as assets in their own right (w...
	1.3.3 Asset exists independently of persons and the legal system
	We also have concerns with the requirement that, in order to qualify as a data object, a thing must exist independently of persons and independently of the legal system. We agree that an asset that amounts to a thing in action (in the strict sense – i...

	1.4 Boundaries of crypto-tokens qualifying as property
	The UKJT Legal Statement, and its endorsement in various court judgments, has provided a high degree legal certainty that at least some crypto-tokens qualify as objects of property under English law. As noted in paragraph 1.2 above, we consider that i...
	The precise boundaries around what types of crypto-token are capable of qualifying as property remain, to some degree, uncertain. As noted in paragraph 1.2 above, whether or not a thing amounts to an object of property under English law is a highly co...
	As noted in paragraph 1.2 above, we do not believe that statutory intervention to define the boundaries will be of particular assistance, as the complexity of interpreting the statutory definition will likely create challenges that are, in essence, no...
	1.5 Development and potential application of a concept of “Control” for crypto-tokens
	We agree that in order to support the recognition of crypto-tokens as property it will be necessary to develop jurisprudence around a legal concept of control, that broadly is to crypto-tokens what possession is to tangible things. We refer to this co...
	1.5.1 Potential application of Control concept
	In our view, Control should have similar legal consequences for crypto-tokens (and other intangible property) as possession does for tangible things, in various respects. However, we agree that there is merit in treating Control as a distinct concept ...
	Below we discuss key legal consequences that, in our view, should flow from Control:
	1.5.2 Intention
	In our view, intention should be a necessary element of Control, as it is for possession, in order to avoid unintended consequences.
	The main basis on which the Law Commission seems to have concluded that intention should not be a component of Control is that many dealings with data objects are automated and searching for an element of human intentionality in such arrangements risk...
	Without the intention qualifier, we believe there could be significant unintended consequences from attaching legal consequences directly to Control. For example, consider a scenario where crypto-tokens have been airdropped to an address in respect of...
	Introducing an element of intention may also be helpful in addressing potential challenges in determining who has Control when more than one person has factual control or factual control is held jointly. In such circumstances, it will often be possibl...
	As with possession, intention could be evidenced or inferred from all facts and circumstances surrounding the control including, for example, whether a person takes measures to safeguard a private key, whether a person is actively trading from a parti...
	1.5.3 Constructive control
	We believe that Control should extend to constructive control.
	In some cases, the parties may intend for an intermediary to retain full legal and beneficial title of the crypto-tokens; in some cases, the intention may be for the user to gain a beneficial interest but not a legal interest; and in other cases, the ...
	1.5.4 Shared control
	It may be that part of the Law Commission’s concern around attaching direct legal consequences to Control,  is that the question of who has factual control may not always be easy to determine, particularly in the context of multiple parties sharing co...
	As discussed in paragraph 1.5.2 above, we consider that, where parties are acting in concert, introducing an element of intention into the concept of Control will help address most ambiguities. As noted, such intention can be inferred by analysing the...
	Where positive control is shared by two competing parties, in practice one party will most likely deploy a self-help remedy, by effecting a transfer operation to a different address. Therefore, questions around competing parties sharing positive contr...
	More broadly, similar issues around shared control apply equally in relation to possession, even if they may be less common in practice. For example, in relation to possession of a warehouse, a number of keyholders may have copies of the keys to the w...

	1.6 Legal characterisation of an on-chain crypto-token transfer is likely to be system-dependent
	We agree that the factual nature of an on-chain crypto-token transfer depends on the precise features of the system, as discussed in Chapter 12 of the CP. We agree that transfer operations in relation to UTXO-based systems, account-based systems and f...
	We also agree that the question is more nuanced in relation to non-fungible token (“NFT”) standards, given that there is typically an internal / external dataset that persists through the transaction. In some cases, it may be that a crypto-token trans...
	In our view, the factual nature of an on-chain transfer (in particular, whether the transfer involves a destruction and creation or the passing of a continuous thing) necessarily informs the legal characterisation of the transfer. We agree that the de...
	The factual nature of an on-chain transfer will also have implications for the application of the rules on following and tracing. We agree that the law of following is likely to be little relevance in the context of crypto-tokens transferred by way of...

	1.7 Legal mechanisms for crypto-token transfers
	One reason we are of the view that crypto-tokens should not be characterised as things in action is that the legal mechanisms for transfer do not mirror those applicable to things in action (in a strict sense). In particular, we agree that the law sho...
	One important question that is not addressed in the CP is by what legal mechanism legal title to a crypto-token can be transferred off-chain (possibly because the working assumption is that legal title cannot be transferred off-chain). We agree with t...
	1.8 Innocent acquirer rule for crypto-tokens
	We agree that there is a need for innocent acquirers trading certain crypto-tokens to be able to take good title, free of defects in the title of the transferor and equities, and that in many areas the market already functions on the basis that this i...
	The application of any innocent acquirer rule is, in our view, necessarily dependent on the legal characterisation of the crypto-token transfer. In particular, the analysis differs depending on whether an on-chain transfer is characterised as a destru...
	1.8.1 Innocent acquirer rule in respect of transfers involving a destruction and creation
	As discussed in paragraph 1.6 above, we expect that a transferee in respect of a crypto-token transfer involving a destruction and creation (but not the passing of a continuous asset) will always acquire fresh legal title to a new asset upon transfer,...
	1.8.2 Innocent acquirer rule in respect of transfers involving the passing of a continuous thing
	Where a transfer involves the passing of a continuous thing, we agree that the starting point is that the nemo dat rule applies – i.e. the transferor cannot give better title than it has. This is subject to the equitable defence of a good faith purcha...
	However, as discussed in the CP, the nemo dat rule does not apply to instruments having the status of a negotiable instrument, such as certain bearer securities. We acknowledge that the recognition of certain crypto-tokens as having acquired the statu...
	We believe such custom is highly evident in the case of many frequently traded crypto-tokens. Although we acknowledge that this will require some development of the common law, the common law is highly accustomed to adapting to accommodate novel arran...
	We also see no reason in principle why a crypto-token to which other rights are linked should not also be capable of being recognised as a unitary negotiable instrument in accordance with the same rules (i.e. where both the crypto-token and the rights...
	We would be very supportive of non-legislative measures that provides greater certainty on this point (for example, by the issuance of an authoritative legal statement confirming the analysis above).
	In principle, we are not strongly opposed to a statutory intervention that achieves the same result. However, we expect there may be significant challenges in formulating appropriate boundaries for any statutory solution and a significantly greater ti...
	1.8.3 Developments of the law relating to negotiable instruments

	1.9 Linking of crypto-tokens to contractual and other rights
	We broadly agree with the analysis in Chapter 14 of the CP.
	It is, in our view, possible to link contractual rights to a crypto-token in a way that survives a transfer, where the contractual rights are created so as to follow the token.
	In relation to other things and interests, the analysis is more complex, and we agree that the link may not survive the transfer of the crypto-token in all cases, particularly where it relates to a tangible thing or shares in UK companies. However, we...
	We also think it is important to stress that it is possible to link rights or interests to a record that is not itself an object of property (even if described as a crypto-token), and many digitalisation projects in financial markets are deliberately ...
	We believe there would be considerable challenges in developing a one-size-fits-all statutory solution that facilitates the linking of crypto-tokens (or other records that do not constitute property) to different types of rights or interest. It may be...
	1.10 Scope and application of s53(1)(c) LPA 1925
	We have some reservations around the proposals to clarify the scope and application of s53(1)(c) LPA 1925 by way of statute, and would prefer one of the other options.
	We agree that there are strong arguments for asserting that transactions within a custodian’s book entry or blockchain-based system, in respect of equitable entitlements to assets (including intermediated securities and crypto-tokens) held on trust by...
	We also agree that, depending on the precise structure, there may be strong arguments that transfers within these systems do not amount to “dispositions” for the purpose of s53(1)(c), for example, the transfer may instead be characterised as a novatio...
	While we agree there may be academic grounds on which to question the inapplicability of s53(1)(c), the established intermediated securities custody market has, for some time, been operating on the basis that the requirement does not apply to transfer...
	If the Law Commission were minded to proceed with Option 2, we agree with that the proposals should be wide enough to cover transfers in respect of both crypto-tokens and intermediated securities (as well as any other assets that may be held in a simi...
	1.11 Pro rata shortfall allocation rule for crypto-tokens
	We do not see a case for legislation that provides for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens in the event of a custodian insolvency. The rules summarised in Chapter 17 are of equal ...
	1.12 Financial collateral type regime for crypto-tokens
	We agree that unlinked crypto-tokens are highly unlikely to qualify as financial collateral under the FCARs, as they are currently drafted. We perceive a need for a targeted statutory intervention to enable markets in these types of crypto-token to be...
	On balance, we believe an extension of the FCARs is preferable to creating a bespoke regime for crypto-tokens, at least in the short term. This is because we expect that having a single regime will reduce the risk of boundary issues and the scope for ...
	In relation to digital assets (such as digital bonds) that are structured such that an instrument that qualifies as financial collateral under the FCARs is linked to a record that is not itself an object of property, we consider that the linked instru...
	In relation to digital assets structured such that an instrument that qualifies as financial collateral under the FCARs is linked to a crypto-token that is itself an object of property, the analysis is slightly more complex, as there are two distinct ...
	1.13 Remedies denominated in crypto-tokens
	We agree there is a case for law reform to provide English courts with the discretion to award remedies denominated in certain (likely fungible) crypto-tokens (notwithstanding that they may not constitute “money” for other legal and regulatory purpose...

	2 Responses to Consultation Questions
	We disagree, for the reasons outlined in paragraph 1.11.
	We agree.
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	About you
	What is your name? 
	What is the name of your organisation? 
	Are you responding to this consultation in a personal capacity or on behalf of your organisation? 
	What is your email address? 
	What is your telephone number? 
	If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance that confidentiality can be maintained in all circumstances.  

	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
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	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  
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	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  
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	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 
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	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 
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	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
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	Chapter 8: Domain names
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	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
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	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance that confidentiality can be maintained in all circumstances.  

	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 
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	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
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	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
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	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  



	Queen Mary University of London (Cloud Legal Project)
	Russell-Cooke
	Response ID ANON-4G41-UU9H-B
	About you
	What is your name? 
	What is the name of your organisation? 
	Are you responding to this consultation in a personal capacity or on behalf of your organisation? 
	What is your email address? 
	What is your telephone number? 
	If you want the information that you provide in response to this consultation to be treated as confidential, please explain to us why you regard the information as confidential. As explained in our privacy notice, we will take full account of your explanation but cannot give an assurance that confidentiality can be maintained in all circumstances.  

	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
	Consultation Question 47 : We provisionally conclude that there is an arguable case for law reform to provide courts in England and Wales with the discretion to award a remedy (where traditionally denominated in money) denominated in certain crypto-tokens in appropriate cases. Do you agree?  
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	Chapter 4: A third category of personal property
	Consultation Question 1 : We provisionally propose that the law of England and Wales should recognise a third category of personal property. Do you agree? 

	Chapter 5: The characteristics of data objects
	Consultation Question 2 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals. Do you agree?  
	Consultation Question 3 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must exist independently of persons and independently of the legal system. Do you agree?  
	Consultation Question 4 : We provisionally propose that, to fall within our proposed third category of personal property, the thing in question must be rivalrous. Do you agree? 
	Consultation Question 5 : We provisionally propose that a data object, in general, must be capable of being divested on transfer. Do you agree? Please give examples, if any, of when this will not be the case. 
	Consultation Question 6 : We provisionally propose that:(1) the law of England and Wales should explicitly recognise a distinct third category of personal property; and (2) a thing should be recognised as falling within our proposed third category of personal property if:(a) it is composed of data represented in an electronic medium, including in the form of computer code, electronic, digital or analogue signals;(b) it exists independently of persons and exists independently of the legal system; and(c) it is rivalrous.Do you consider that the most authentic and appropriate way of implementing these proposals would be through common law development or statutory reform? 

	Chapter 6: Digital files and digital records
	Consultation Question 7 : We provisionally conclude that media files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree?  
	Consultation Question 8 : We provisionally conclude that program files do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 9 : We provisionally conclude that digital records do not satisfy our proposed criteria of data objects, and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 7: Email accounts and certain in-game digital assets
	Consultation Question 10 : We provisionally conclude that email accounts do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 11 : We provisionally conclude that in-game digital assets do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 8: Domain names
	Consultation Question 12 : We provisionally conclude that (DNS) domain names do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 

	Chapter 9: Carbon emissions trading schemes
	Consultation Question 13 : We provisionally conclude that Carbon Emissions Allowances do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree? 
	Consultation Question 14 : We provisionally conclude that most VCCs do not satisfy our proposed criteria of data objects and therefore that they fall outside of our proposed third category of personal property. Do you agree?  

	Chapter 10: Crypto-tokens
	Consultation Question 15 : We provisionally conclude that crypto-tokens satisfy our proposed criteria of data objects and therefore that they fall within our proposed third category of personal property. Do you agree?  

	Chapter 11: Control
	Consultation Question 16 : We provisionally propose that the concept of control is more appropriate for data objects than the concept of possession. Do you agree? 
	Consultation Question 17 : We provisionally propose that, broadly speaking, the person in control of a data object at a particular moment in time should be taken to be the person who is able sufficiently:(1) to exclude others from the data object;(2) to put the data object to the uses of which it is capable (including, if applicable, to effect a passing of, or transfer of, that control to another person, or a divestiture of control); and(3) to identify themselves as the person with the abilities specified in (1) to (2) above.Do you agree? 
	Consultation Question 18 : We provisionally conclude that the concept of control as it applies to data objects should be developed through the common law, rather than being codified in statute. Do you agree? 
	Consultation Question 19 : We provisionally conclude that it would be beneficial for a panel of industry, legal and technical experts to provide non-binding guidance on the complex and evolving issues relating to control and other issues involving data objects more broadly. Do you agree? 

	Chapter 12: Factual transfers of crypto-tokens
	Consultation Question 20 : We provisionally conclude that a transfer operation that effects a state change within a crypto-token system will typically involve the replacing, modifying, destroying, cancelling, or eliminating of a pre-transfer crypto-token and the resulting and corresponding causal creation of a new, modified or causally-related crypto-token. Do you agree?  

	Chapter 13: Legal transfers of crypto-tokens
	Consultation Question 21 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens, notwithstanding that a transfer of a crypto-token by a transfer operation that effects a state change involves the creation of a new, causally-related thing. Do you agree?  
	Consultation Question 22 : We provisionally propose that: (1) A special defence of good faith purchaser for value without notice (an innocent acquisition rule) should apply to a transfer of a crypto-token by a transfer operation that effects a state change. Do you agree?  
	Consultation Question 23 : We provisionally propose that an innocent acquisition rule in respect of transfers of crypto-tokens by a transfer operation that effects a state change should be implemented by way of legislation, as opposed to common law development. Do you agree?  
	Consultation Question 24 : We provisionally conclude that the rules of derivative transfer of title apply to crypto-tokens and that it is possible to separate (superior) legal title from the recorded state of the distributed ledger or structured record and/or factual control over a crypto-token. Do you agree? 
	Consultation Question 25 : We provisionally conclude that it is not appropriate to treat crypto-tokens as analogous to “goods”, as currently defined in the Sale of Goods Act 1979 and other related statutes, including the Supply of Goods and Services Act 1982 and the Consumer Rights Act 2015. Do you agree? 
	Consultation Question 26 : We provisionally propose that the law should be clarified to confirm that a transfer operation that effects a state change is a necessary (but not sufficient) condition for a legal transfer of a crypto-token. We consider that this state change condition is more appropriate than the potentially wider condition of “a change of control”. Do you agree?  

	Chapter 14: Linking a crypto-token to something else
	Consultation Question 27 : Are there any other types of link between a crypto-token and a thing external to a crypto-token system that you commonly encounter or use in practice?  

	Chapter 15: Non-fungible tokens (NFTs)
	Consultation Question 28 : Do you consider that there are any specific legal issues relating to non-fungible tokens (“NFTs”) that would require different treatment from other crypto-tokens under the law of England and Wales? 

	Chapter 16: Custody of crypto-tokens
	Consultation Question 29 : We provisionally conclude that it is appropriate to draw a distinction between direct custody services (that is, holding crypto-tokens on behalf of or for the account of other persons and having capacity to exercise or to coordinate or direct the exercise of factual control in terms of both its positive and negative aspects) and custodial or other technology-based services that do not involve a direct custody relationship. Do you agree?  
	Consultation Question 30 : We provisionally conclude that, under the law of England and Wales, crypto-token custody arrangements could be characterised and structured as trusts, even where the underlying entitlements are (i) held on a consolidated unallocated basis for the benefit of multiple users, and (ii) potentially even commingled with unallocated entitlements held for the benefit of the custodian itself. Do you agree?  
	Consultation Question 31 : We provisionally conclude that a presumption of trust does not currently apply to crypto-token custody facilities and should not be introduced as a new interpretive principle. Do you agree?  

	Chapter 17: Custody of crypto-tokens: law reform proposals
	Consultation Question 32 : We provisionally propose that clarification of the scope and application of section 53(1)(c) LPA 1925 would be beneficial for custodians and would help facilitate the broader adoption of trust law in structuring custody facilities, in relation to crypto-tokens specifically and/or to other asset classes and holding structures, including intermediated investment securities. Do you agree? 
	Consultation Question 33 : We provisionally propose that legislation should provide for a general pro rata shortfall allocation rule in respect of commingled unallocated holdings of crypto-tokens or crypto-token entitlements in a custodian insolvency. Do you agree?  
	Consultation Question 34 : We provisionally conclude that extending bailment to crypto-tokens, or the creation of an analogous concept based on control, is not necessary at this time. Do you agree?  

	Chapter 18: Crypto-token collateral arrangements
	Consultation Question 35 : We provisionally conclude that crypto-tokens, as objects of personal property rights, can be the subject of title transfer collateral arrangements without the need for specific law reform to provide for this. Do you agree? 
	Consultation Question 36 : We provisionally conclude that non-possessory securities can be satisfactorily granted in respect of crypto-tokens without the need for law reform. Do you agree? 
	Consultation Question 37 : We provisionally conclude that it is not desirable to make provision for data objects to be the subject of possessory securities such as the pledge, or to develop analogous security arrangements based on a transfer of control. Do you agree?  
	Consultation Question 38 : We provisionally conclude that the Financial Collateral Arrangements (No 2) Regulations 2003, SI 2003 No 3226 (the “FCARs”) should not be extended to more formally and comprehensively encompass crypto-token collateral arrangements. Do you agree? 
	Consultation Question 39 : We provisionally conclude that it would be beneficial to implement law reform to establish a legal framework that better facilitates the entering into, operation, rapid, priority enforcement and/or resolution of crypto-token collateral arrangements. Do you agree? 

	Chapter 19: Causes of action and remedies in relation to data objects
	Consultation Question 40 : We provisionally conclude that an action to enforce an obligation to “pay” non-monetary units such as crypto-tokens would (and should) be characterised as a claim for unliquidated damages, unless and until crypto-tokens are generally considered to be money (or analogous thereto). Do you agree?  
	Consultation Question 41 : We provisionally conclude that tracing (rather than following) provides the correct analysis of the process that should be applied to locate and identify the claimant’s property after transfers of crypto-tokens by a transfer operation that effects a state change, and that the existing rules on tracing (at equity and common law) can be applied to crypto-tokens. Do you agree? 
	Consultation Question 42 : We provisionally conclude that the following existing legal frameworks can be applied to data objects, without the need for statutory law reform (although the common law may need to develop on an iterative basis):(1) breach of contract; (2) vitiating factors;(3) following and tracing; (4) equitable wrongs; (5) proprietary restitutionary claims at law; and (6) unjust enrichment. Do you agree?  
	Consultation Question 43 : We provisionally conclude that, in relation to the tort of conversion, there are arguments in favour of extending conversion (or a conversion-type cause of action grounded in control rather than possession) to data objects. Do you agree?  
	Consultation Question 44 : We provisionally conclude that existing principles in relation to injunctive relief can apply to data objects, without the need for law reform. Do you agree? 
	Consultation Question 45 : Are there any other causes of action or remedies you think may be highly or specifically relevant to data objects but which require law reform? 
	Consultation Question 46 : We provisionally conclude that the existing methods of enforcement of judgments (and ancillary mechanisms) in the context of crypto-tokens are satisfactory. Do you agree?  
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	ANNEX 1:
	SUGGESTED AMENDMENTS TO THE FCARs
	1. In regulation 3(1) –
	(1) before the definition of "book entry securities collateral", insert the following definitions –
	""2000 Act" means the Financial Services and Markets Act 2000;
	"account" means either or both of a cash account and a financial instruments account";
	"account agreement" means –
	(a) in relation to a cash account, the agreement between the account holder and the relevant account servicing institution governing the cash account;
	(b) in relation to a financial instruments account, the agreement between the account holder and the relevant intermediary or relevant CSD governing the financial instruments account;
	"account servicing institution" means a person that maintains cash accounts, for others or both for others and for its own account;
	"appropriate body" means a body which is designated by the Treasury in accordance with regulation 20(4);
	"appropriate notice" means, in relation to –
	(a) notice of a control agreement received by an intermediary or an account servicing institution but to which it is not a party, notice that is receivable by the intermediary or the account servicing institution in accordance with the terms of its ac...
	(b) notice of a control agreement received by a CSD but to which the CSD is not a party, notice that is receivable by the CSD in accordance with the terms of its account agreement with the relevant collateral-giver or its rules;
	"approved guidance" means guidance –
	(a) issued by the Treasury or an appropriate body under regulation 20(2) with regard to the financial collateral principles; and
	(b) (where the guidance is issued by an appropriate body) it is approved by the Treasury in accordance with regulation 20(5);";
	(2) after the definition of "cash", insert the following definitions –
	""cash account" means an account maintained by an account servicing institution to which cash may be credited or debited;
	"cash control agreement" means an agreement (in relation to cash credited to a cash account in the name of a collateral-giver or a person acting on its behalf) –
	(a) between the collateral-giver, the relevant account servicing institution and a collateral-taker (or a person acting on its behalf); or
	(b) between the collateral-giver and a collateral-taker (or a person acting on its behalf) of which the relevant account servicing institution receives appropriate notice,
	which in any such case includes either or both of the following provisions –
	(i) that the relevant account servicing institution is not permitted to comply with any instructions given by the collateral-giver (or the person acting on its behalf) in relation to the cash to which the agreement relates without the consent of the c...
	(ii) that the relevant account servicing institution is obliged to comply with any instructions given by the collateral-taker (or the person acting on its behalf) in relation to the cash to which the agreement relates in such circumstances and as to s...
	"cash designating entry" means an entry in, or other procedure in relation to, a cash account maintained in the name of a collateral-giver (or a person acting on its behalf) that is made, or operates, in favour of a collateral-taker or a person acting...
	(a) that the relevant account servicing institution is not permitted to comply with any instructions given by the collateral-giver (or the person acting on its behalf) in relation to the cash as to which the entry is made without the consent of the co...
	(b) that the relevant account servicing institution is obliged to comply with any instructions given by the collateral-taker (or the person acting on its behalf) in relation to the cash as to which the entry is made in such circumstances and as to suc...
	(3) after the definition of "close-out netting", insert the following definition –
	""control agreement" means either or both of a cash control agreement and a financial instruments control agreement;";
	(4) after the definition of "credit claims", insert the following definitions –
	""CSD" means a "central securities depository" within the meaning of section 417 of the 2000 Act;
	"delivery" means transfer of possession, actual or constructive, from one person to another;
	"designating entry" means either or both of a cash designating entry and a financial instruments designating entry;";
	(5) after the definition of "financial collateral", insert the following definition –
	""financial collateral principles" means the principles set out in regulation 20(6);";
	(6) after the definition of "financial instruments", insert the following definitions –
	"financial instruments account" means a register or account maintained by an intermediary or a CSD to which financial instruments may be credited or debited;
	"financial instruments control agreement" means an agreement (in relation to financial instruments credited to a financial instruments account in the name of a collateral-giver or a person acting on its behalf) –
	(a) between the collateral-giver, the relevant intermediary or the relevant CSD and a collateral-taker (or a person acting on its behalf); or
	(b) between the collateral-giver and a collateral-taker (or a person acting on its behalf) of which the relevant intermediary or the relevant CSD receives appropriate notice,
	which in any such case includes either or both of the following provisions –
	(i) that the relevant intermediary or the relevant CSD is not permitted to comply with any instructions given by the collateral-giver (or the person acting on its behalf) in relation to the financial instruments to which the agreement relates without ...
	(ii) that the relevant intermediary or the relevant CSD is obliged to comply with any instructions given by the collateral-taker (or the person acting on its behalf) in relation to the financial instruments to which the agreement relates in such circu...
	"financial instruments designating entry" means an entry in, or other procedure in relation to, a financial instruments account maintained in the name of a collateral-giver (or a person acting on its behalf) that is made, or operates, in favour of a c...
	(a) that the relevant intermediary or the relevant CSD is not permitted to comply with any instructions given by the collateral-giver (or the person acting on its behalf) in relation to the financial instruments as to which the entry is made without t...
	(b) that the relevant intermediary or the relevant CSD is obliged to comply with any instructions given by the collateral-taker (or the person acting on its behalf) in relation to the financial instruments as to which the entry is made in such circums...
	(7) after the definition of "intermediary", insert the following definition –
	""negotiable instrument" means a financial instrument title to which is transferred by delivery of the instrument from one person to another (whether with or without indorsement of the instrument);";
	(8) after the definition of "recovery and resolution directive", insert the following definitions –
	""registered instruments" means financial instruments title to which is constituted or evidenced by entry of the holder of the financial instruments on the relevant register of financial instruments;
	"register of financial instruments" means a register or other record of financial instruments which is not maintained by a CSD and constitutes the primary record of entitlement to the relevant financial instruments as against the issuer of the instrum...
	(9) in the definition of "relevant account", delete all the words from "by which that book entry securities collateral is transferred or designated so as to be" to (and including) "under the control of" and substitute for them the words, "through whic...
	(10) after the definition of "relevant account", insert the following definitions –
	""relevant administrative control" means the control of financial collateral by a collateral-taker (or a person acting on its behalf) effected by any of the steps taken in relation to the financial collateral described in regulation 3(2);
	"relevant administrative control arrangement" means an agreement or arrangement, evidenced in writing, where –
	(a) the purpose of the agreement or arrangement is to secure the relevant financial obligations owed to the collateral-taker;
	(b) the collateral-giver creates or there arises a security interest in financial collateral to secure those obligations;
	(c)  the financial collateral is in the relevant administrative control of the collateral-taker (or a person acting on its behalf); and
	(d) the collateral-giver and the collateral-taker are both non-natural persons;";
	(11) after the definition of "relevant financial obligations", insert the following definitions –
	""relevant rights" means any or all of the following rights exercisable in relation to financial collateral which is securing or covering relevant financial obligations under a Relevant Rights Arrangement –
	(a) in the case of financial collateral in the form of financial instruments, any right of the collateral-giver (prior to the occurrence of an enforcement event) to exercise (or to instruct the exercise of) for its own account or receive for its own a...
	(i) to receive for its own account any interest, income, dividends or other distributions payable or deliverable in respect of such financial instruments;
	(ii) to receive for its own account notices affecting or otherwise relating to such financial instruments, their issuer or any holder;
	(iii) to exercise (or to instruct the exercise of) for its own account any voting rights exercisable in relation to such financial instruments; or
	(iv) to give any instruction or make any election for its own account (or to require the collateral-taker or any other person to give an instruction or make an election) with respect to any rights exercisable in respect of such financial instruments r...
	(b) in the case of financial collateral in the form of cash, any right of the collateral-giver (prior to the occurrence of an enforcement event) to receive for its own account (or to instruct the collateral-taker or any other person to account to it f...
	(c) in the case of financial collateral in the form of cash or financial instruments, any right of the collateral-giver to –
	(i) substitute financial collateral of the same, equivalent or greater value or amount; or
	(ii) withdraw excess financial collateral (or to instruct any such substitution or withdrawal); and
	(d) any other right reserved by, or granted to, the collateral-giver –
	(i) the exercise of which affects, or may come to affect, any of the collateral-taker's rights, privileges and benefits (or its enjoyment of any of the rights, privileges and benefits) that would otherwise arise from or in connection with its relevant...
	(ii) the exercise of which as a relevant right, in accordance with the terms of the Relevant Rights Arrangement, is consistent with the financial collateral principles;
	"Relevant Rights Arrangement" means a relevant administrative control  arrangement under which the financial collateral is in the relevant administrative control of the collateral-taker (or a person acting on its behalf) of a type described in regulat...
	(12) after the definition of "reorganisation measures", insert the following definition –
	""rules" means, in relation to a CSD, rules, practices, conditions, requirements, operating procedures, specifications, directions or other provisions that govern participation in the securities settlement system operated, or the provision of central ...
	(13) substitute for paragraph (c) in the definition of "security financial collateral arrangement", the following –
	"(c) the financial collateral is provided to the collateral-taker or a person acting on its behalf; and"; and
	(14) in paragraph (d) in the definition of "security interest", delete all the words from (and including) "where the financial collateral charged" to the end of that paragraph.
	2. Omit regulation 3(2) and substitute it with the following –
	"(2) For the purposes of these Regulations, financial collateral may only be provided to the collateral-taker or a person acting on its behalf –
	(a) (in the case of financial collateral in the form of financial instruments which are negotiable instruments) by the delivery of the financial collateral from the collateral-giver (or a person acting on its behalf) to the collateral-taker or a perso...
	(b) (in the case of financial collateral in the form of financial instruments which are registered instruments) by –
	(i) the entry of the name of the collateral-taker or a person acting on its behalf as holder of the financial collateral in the relevant register of financial instruments; or
	(ii) delivery to the collateral-taker or a person acting on its behalf of the share certificate or other certificate evidencing title to the registered financial instruments (whether with or without a proper instrument of transfer executed by or on be...
	(c) (in the case of financial collateral in the form of cash credited to an account or financial instruments other than negotiable instruments or registered instruments) by –
	(i) the financial collateral being credited to an account in the name of the collateral-taker or a person acting on its behalf (whether or not the collateral-taker, or the person acting on his behalf, has credited the financial collateral to an accoun...
	(ii) in relation to financial collateral credited to an account in the name of the collateral-giver (or a person acting on its behalf), a control agreement being entered into or, if the intermediary, the CSD or the account servicing institution is not...
	(aa) the intermediary, the CSD or the account servicing institution is not permitted to comply with any instructions given by the account holder or (if different) the collateral-giver in relation to the financial collateral without the consent of the ...
	(bb) the intermediary, the CSD or the account servicing institution is obliged to comply with any instructions given by the collateral-taker or a person acting on its behalf in relation to the financial collateral in such circumstances and in relation...
	(iii) in relation to financial collateral credited to an account in the name of the collateral-giver (or a person acting on its behalf), a designating entry being made in that account in favour of the collateral-taker or a person acting on its behalf;
	(iv) in relation to financial collateral credited to an account in the name of the collateral-giver (or a person acting on its behalf), the collateral-giver creating a security interest in the financial collateral in favour of the intermediary, CSD or...
	(3) The reservation by, or grant to, a collateral-giver of relevant rights in relation to financial collateral under a Relevant Rights Arrangement shall not prevent the provision of that collateral to the collateral-taker (or the person acting on its ...
	(4) Where an intermediary, CSD or account servicing institution has relevant administrative control of financial collateral of the type described in regulation 3(2)(c)(iv), its relevant administrative control of the collateral shall effect the provisi...
	(a) rights are reserved by, or granted to, the collateral-giver in relation to the collateral; or
	(b) the rights reserved by, or granted to, the collateral-giver in relation to the collateral are or are nor relevant rights.
	(5) The same person may act, with respect to a collateral-giver (or a person acting on its behalf), in the capacity of –
	(a) an account servicing institution for cash credited to a cash account in the name of the collateral-giver (or a person acting on its behalf) maintained by that person; and
	(b) an intermediary or a CSD for financial instruments credited to a financial instruments account in the name of the collateral-giver (or a person acting on its behalf) maintained by that person."
	3. After regulation 19, insert a new Part 6 as follows –
	"PART 6
	Approved guidance
	Power to issue approved guidance
	20. – (1) The Treasury may –
	(a) issue guidance under paragraph (2); or
	(b) approve under paragraph (5) guidance issued by an appropriate body.
	(2) The Treasury or an appropriate body may issue guidance –
	(a) on any matter that it considers appropriate or necessary to assist the interpretation and practical application of –
	(i) any of paragraphs (a) to (c) of the definition of "relevant rights" in regulation 3(1); and
	(ii) regulations 3(2) and 3(3);
	(b) that describes those other rights that may be reserved by, or granted to, a collateral-giver in relation to financial collateral and whose categorisation as "relevant rights", for the purposes of these Regulations, is considered by the Treasury or...
	(3) When issuing guidance, the Treasury or an appropriate body must have regard to the financial collateral principles.
	(4) The Treasury may designate a body as an appropriate body if the Treasury determines that the body has sufficient resources, knowledge and expertise to perform the functions of a body issuing approved guidance.
	(5) The Treasury may approve guidance issued by an appropriate body under regulation 20(2) if it is satisfied that the guidance –
	(a) has been issued by the appropriate body with regard to the financial collateral principles; and
	(b) will at all relevant times be published in a manner that the Treasury has approved as appropriate to bring it to the attention of persons likely to be affected by it.
	(6) For the purposes of these Regulations, the "financial collateral principles" are that -
	(a) a relevant administrative control arrangement should be commercially useful and effective with a view to its practical operation in managing or reducing risk for the parties to the arrangement and third parties;
	(b) the administrative burdens for a collateral-taker under a relevant administrative control arrangement should be limited;
	(c) rapid and non-formalistic enforcement procedures should be available to a collateral-taker under a relevant administrative control arrangement with a view to safeguarding financial stability and limiting contagion effects upon the occurrence of an...
	(d) the practical operation of a relevant administrative control arrangement should ensure a balance between market efficiency and the safety of the parties to the arrangement and third parties by minimising risk (including the risk of fraud); and
	(e) the practical operation of a relevant administrative control arrangement should take into account the interest of the collateral-giver to dispose of, use or withdraw financial collateral in the relevant administrative control of the collateral-tak...
	(7) In deciding whether a collateral-giver has provided financial collateral to a collateral-taker or a person acting on its behalf for the purpose of these Regulations, the court must consider any approved guidance which is relevant to that issue.
	ANNEX 2:
	DRAFT GUIDANCE ON APPLICATION OF THE "PROVISION" TEST14F
	A. Introduction
	1. This Guidance is issued by us15F  as an appropriate body designated by HM Treasury under regulation 20(4) of the Financial Collateral Arrangements (No. 2) Regulations 2003 (as amended, the FCARs)16F . [It has been approved by HM Treasury in accorda...
	2. The FCARs give certain important protections17F  to a security financial collateral arrangement (an SFCA). A security interest18F  over financial collateral19F  is commonly taken in relevant collateral arrangements20F  between institutions, compani...
	3. The benefit of financial collateral is that, as a general matter, it is highly liquid and readily realisable upon the occurrence of a default or other enforcement event affecting the debtor. The rapid and unhindered enforcement of a security intere...
	4. Safe, efficient and effective markets contribute to maintaining financial stability and economic growth. It is because relevant collateral arrangements are considered to help deliver these significant benefits that legislators and policy-makers hav...
	5. The FCARs prescribe a number of conditions that must be satisfied before a relevant collateral arrangement may qualify as an SFCA under the Regulations. These conditions impose proportionate requirements for SFCAs. They are not intended unduly to r...
	(1)  the need to ensure that, while supporting the safe and efficient operation of the financial markets, the FCARs do not inadvertently create material operational risks (including the risk of fraud) for creditors of either party to the arrangement o...
	(2)  the need to take into account the interests of other creditors of the collateral-giver24F .
	6. The balancing of these relevant considerations is reflected in:
	(1) the requirement that, in order to qualify as an SFCA for the purposes of the FCARs, the financial collateral must be "provided"25F  by the collateral-giver to the collateral-taker (or a person acting on the collateral-taker's behalf);
	(2) the protections afforded to security interests created in favour of intermediaries, CSDs and account servicing institutions to encourage or otherwise facilitate their making available credit or liquidity arrangements to account holders to support...
	(3) the express recognition in the FCARs that for SFCAs that are not of the type described in paragraph (2) above,  certain rights may be reserved by, or granted to, the collateral-giver in relation to financial collateral under the terms of the SFCA...
	(4) the power given to the Treasury or an "appropriate body"28F  to issue "approved guidance"29F  as to certain matters relevant to the interpretation and practical application of those regulations in the FCARs concerned with or otherwise relating to...
	B. Purpose and status of this Guidance
	Purpose
	7. This Guidance has the following objectives:
	(1) to set out some general guidance on the approach to the interpretation of the concept of "provision" in the FCARs and the impact of certain powers of disposal reserved by, or granted to, the collateral-giver in relation to financial collateral (se...
	(2) to set out some specific guidance on the interpretation and practical application of the right of substitution specified in paragraph (c)(i) of the definition of "relevant rights" (see Section D of this Guidance);
	(3) to set out some specific guidance on the interpretation and practical application of the right to withdraw "excess" financial collateral specified in paragraph (c)(ii) of the definition of "relevant rights" (see Section E of this Guidance); and
	(4) to describe certain other rights that may be reserved by, or granted to, a collateral-giver in relation to financial collateral and which we consider should properly qualify as "relevant rights" for the purposes of the FCARs with regard to the fin...
	8. This Guidance has been prepared with regard to the financial collateral principles set out in regulation 20(6) of the FCARs. The financial collateral principles (together, the FCPs) are that:
	(1) a relevant administrative control arrangement31F  should be commercially useful and effective with a view to its practical operation in managing or reducing risk for the parties to the arrangement and third parties (FCP1);
	(2) the administrative burdens for a collateral-taker under a relevant administrative control arrangement should be limited (FCP2);
	(3) rapid and non-formalistic enforcement procedures should be available to a collateral-taker under a relevant administrative control arrangement with a view to safeguarding financial stability and limiting contagion effects upon the occurrence of an...
	(4) the practical operation of a relevant administrative control arrangement should ensure a balance between market efficiency and the safety of the parties to the arrangement and third parties by minimising risk (including the risk of fraud) (FCP4); and
	(5) the practical operation of a relevant administrative control arrangement should take into account the interest of the collateral-giver to dispose of, use or withdraw financial collateral  in the relevant administrative control of the collateral-ta...
	Status
	9. Under regulation 20(7) of the FCARs, when determining whether financial collateral has been "provided" to a collateral-taker (or a person acting on its behalf) for the purpose of the FCARs, a court is required "to consider" the analysis and conclus...
	C. General guidance on the approach to the interpretation of "provision"
	"Relevant administrative control" – necessary, but not sufficient
	29. A right reserved by48F , or granted to, the collateral-giver to create (or allow to subsist) another security interest over financial collateral in which a collateral-taker has a security interest should not itself prevent the provision of the col...
	30. This conclusion is founded primarily on an analysis of regulation 3(2) of the FCARs. It provides an exhaustive list of those operational or administrative arrangements that effect "relevant administrative control" of financial collateral by or on ...
	(1) a collateral-taker under a relevant control agreement between the account servicing institution, that collateral-giver and the collateral-taker (see sub-paragraph (ii)); and
	(2) to the account servicing institution (as a collateral-taker) pursuant to a security interest created over the credit balance in favour of that institution (see sub-paragraph (iv)).
	There is nothing in regulation 3(2) to suggest that the relevant administrative control of, or the effective provision of financial collateral to, one collateral-taker is conditional either upon: (a) the obtaining of consent from another collateral-ta...
	31. If this is the position as between two or more security interests where in each case the collateral is in the relevant administrative control of (and has been provided to) each collateral-taker, there is in our view no logical or policy reason to ...
	32. In essence, we consider the issue of competing security interests in the same financial collateral to be one of priority; and not one relating to the effectiveness or validity of a collateral-giver's provision of the collateral to a collateral-tak...
	33.  To the extent relevant administrative control arrangements used in the financial markets typically include such rights for collateral-givers, this conclusion is consistent with FCP1; and, as relevant administrative control arrangements that are S...
	34. On the basis of this analysis, we conclude that a right reserved by, or granted to, a collateral-giver to create (or permit to subsist) a separate (prior or subsequent-ranking) security interest in financial collateral (the subject of a security i...
	35. If the reservation or grant of a right to create (or permit to subsist) another security interest in the same financial collateral does not prevent the provision of the collateral to a collateral-taker with relevant administrative control under an...
	36. However, the exercise by the collateral-giver of rights with respect to financial collateral which are "relevant rights" as against a collateral-taker with, say, a prior-ranking security interest in the collateral could, without more, prevent the ...
	37. In such a case, the key determinant will be whether the subsequent-ranking collateral-taker under the RRA has itself reserved separate and additional legal and operational negative control over the financial collateral such that any right reserved...
	(1) the relevant "excess financial collateral" requirement agreed with the prior-ranking collateral-taker; and
	(2) a relevant "excess financial collateral" requirement agreed with the subsequent-ranking collateral-taker or some other effective control procedure under the RRA consistent with the characterisation of the collateral-giver's right of withdrawal as ...
	before the collateral-giver is entitled to withdraw the collateral from the security pool.
	D. The right of substitution
	Approach to the issue
	38. The right to substitute financial collateral (in the form of cash or financial instruments) of the same, equivalent or greater value or amount is specified as a "relevant right" by paragraph (c)(i) of the definition in regulation 3(1) of the FCARs...
	39. The nature of the actual operational arrangements that might support the exercise of a right of substitution is varied. Where a court is considering whether or not a particular right of substitution before it does or does not prevent the provision...
	40. In our view, if the actual operational arrangements that support a right of substitution under an RRA do not cause that right as a relevant right to be exercised in a manner which is inconsistent with any one or more of the FCPs, they can properly...
	Valuation: specific operational considerations
	41. It is common for the operational arrangements that support the exercise of rights of substitution in the UK's financial markets to permit or require the collateral-giver (or a person acting on its behalf) to determine the value of the financial co...
	42. This operational consideration gives rise to the concern that, whether through fraud, negligence or error, exercise of the right of substitution in such circumstances could unexpectedly (from the perspective of the collateral-taker or third partie...
	43. In the absence of any residual risk management measures reserved to the collateral-taker (or a person acting on its behalf) to prevent or minimise the risk of this result, we consider that under an RRA containing such an unqualified right of valua...
	44. However, we consider that if the following minimum risk management measures are included in or in relation to an RRA50F  with respect to the valuation power of a collateral-giver exercising its right of substitution, it would remain appropriate to...
	(1) any valuations made by the collateral-giver must be verified by the collateral-taker or a third party (e.g. a custodian with whom the financial collateral is held) before the right of substitution may be exercised; or
	(2) the collateral-taker must be able51F  to carry out such verification (or procure that it is carried out by a third party) and veto any exercise of the right of substitution if the collateral-giver's valuations cannot be confirmed or verified;
	and, in either case:
	(3) the person carrying out any such verification exercise must:
	(a) be entitled to receive, and have, sufficient information about any proposed substitution (together with the relevant valuations) in good time before the proposed substitution to be able properly to investigate the position and complete its verific...
	(b) have the technical expertise to assess the validity of the collateral-giver's determinations; and
	(c) assume or otherwise be subject to a contractual or other legal obligation52F :
	(i) (where that person is the collateral-taker) to the collateral-giver; or
	(ii) (where that person is a third party) to the collateral-taker and the collateral-giver,
	to carry out that exercise in good faith and in a commercially reasonable manner; and
	(4) the collateral-taker (or a person acting on its behalf) must have the right to take effective steps to monitor whether the collateral-giver (or a person acting on its behalf) is in practice maintaining and operating the account to which the releva...
	46. In addition, a collateral-giver (or its custodian) under an RRA will typically retain a valuation role because financial collateral is, in practice, increasingly retained in an account in the name of the collateral-giver (or a person acting on its...
	E. The right to withdraw excess collateral
	Approach to the issue
	47. In a similar way to the right of substitution examined in Section D above, the right to withdraw excess collateral is specified as a "relevant right" by paragraph (c)(ii) of the definition in regulation 3(1) of the FCARs; the right is likely, in p...
	Valuation: specific operational considerations
	48. In the same way as those operational arrangements that are put in place to support the exercise of a right of substitution, it is common for such operational arrangements that support the exercise of the right to withdraw excess collateral in the ...
	49.  In addition, such arrangements typically permit or require the collateral-giver to determine the value of the relevant financial obligations if these are not readily observable (for example, when they have an uncertain or fluctuating value).
	50. On the basis of the same reasoning and analysis set out in Section D with respect to the right or obligation of the collateral-giver to value collateral in connection with the right of substitution, we consider that operational arrangements suppor...
	(1) any valuation (whether as to the collateral to be withdrawn or the relevant financial obligations) made by the collateral-giver must be verified by the collateral-taker or a third party (e.g. a custodian with whom the financial collateral is held)...
	(2) the collateral-taker must be able56F  to carry out any such verification (or procure that it is carried out by a third party) and veto any exercise of the right to withdraw excess collateral if the collateral-giver's valuation cannot be confirmed ...
	and, in either case:
	(3) the person carrying out any such verification exercise must:
	(a) be entitled to receive, and have, sufficient information about any proposed withdrawal (together with the relevant valuations) in good time before the proposed withdrawal to be able properly to investigate the position and complete its verificatio...
	(b) have the technical expertise to assess the validity of the collateral-giver's determinations; and
	(c) assume or otherwise be subject to a contractual or other legal obligation57F :
	(i) (where that person is the collateral-taker) to the collateral-giver; or
	(ii) (where that person is a third party) to the collateral-taker and the collateral-giver,
	to carry out that exercise in good faith and in a commercially reasonable manner; and
	(4) the collateral-taker (or a person acting on its behalf) must have the right to take effective steps to monitor whether the collateral-giver (or a person acting on its behalf) is in practice maintaining and operating the account to which the releva...
	The meaning of "excess" financial collateral
	51. The FCARs do not provide a definition of "excess" financial collateral that a collateral-giver may withdraw without undermining the eligibility of an RRA as an SFCA. There are two potential competing interpretations: first, excess must be determin...
	52. For the reasons we explored in paragraph [18(3)] of this Guidance, we believe that the FCARs recognise that it should properly remain a risk decision for the collateral-taker under an RRA to determine the level of collateral it requires adequately...
	53. In our view, and with regard to the FCPs, we consider that the fact that the collateral-giver under an RRA has a right to withdraw collateral to the extent that it exceeds this specified value, sum or amount should not prevent the collateral being...
	54. Before turning to our analysis under the FCPs, we should note that it would be possible to structure an RRA to be consistent with both interpretative approaches to the "excess" collateral issue outlined in paragraph [51] above60F . For example, an...
	55. Irrespective of how the terms of any particular RRA might be structured to define the relevant financial obligations secured or covered by it, we consider that our preferred interpretative approach (under which an "excess" arises where the value o...
	(1) In the case of both an "under-collateralisation" and an "over-collateralisation" RRA, this approach allows arrangements that typically operate in the financial markets in support of RRAs to continue to do so with the benefit of the protections aff...
	(2) There is nothing in the operation of an "under-collateralisation" RRA that is inconsistent with the safety or risk considerations at the foundation of FCP4. As creditors (and other third parties) dealing with the collateral-taker should expect the...
	(3) Equally, there is nothing in the operation of an "over-collateralisation" RRA that is inconsistent with either FCP4 or FCP5. The possibility of such over-collateralisation should be understood by creditors (and other third parties) dealing with th...
	F. Other rights qualifying as "relevant rights"
	Right to require return of collateral upon collateral-taker's insolvency
	56. As we have outlined above, in order to mitigate against the risk of delay in the return of financial collateral under an RRA in the event of the collateral-taker's insolvency, it is increasingly common for collateral to be under the relevant admin...
	57.  If the right of the collateral-giver under the RRA is an unrestricted63F  right to require the release of the collateral upon the collateral-taker's insolvency, we consider that such a right as a relevant right would be inconsistent with the safe...
	58. Creditors (and other third parties) dealing with the collateral-taker would reasonably expect the collateral-taker's exposure to the collateral-giver (or, if different, the debtor) to remain secured or covered (to the extent agreed under the RRA),...
	59. As such a result would not reasonably be expected or discoverable by such third parties dealing with a collateral-taker by reason solely of the collateral-taker's relevant administrative control of the financial collateral, the exercise of the col...
	A risk mitigation solution
	60. However, if the collateral-giver's right to the return of the financial collateral upon the collateral-taker's insolvency were (upon the terms of the RRA) to be made conditional64F  upon its certification that it has paid or otherwise discharged t...
	(1) the collateral-giver assumes or otherwise accepts either:
	(a) (where the certification depends upon a valuation that is to be carried out by the collateral-giver) a contractual or other legal obligation to the collateral-taker that it will carry out that valuation in good faith and in a commercially reasonab...
	(b) (where the certification depends upon a valuation that is to be carried out by a third party e.g. a custodian) a contractual or other legal obligation to procure that such third party will (and the third party must) undertake to the collateral-tak...
	(2) (where the certification depends upon a valuation that is to be carried out by the collateral-giver or a third party) the person carrying out that valuation must have the technical expertise to do so;
	(3) the collateral-giver is required to deliver its certification both to the collateral-taker and the relevant intermediary, CSD or account servicing institution that maintains the account to which the financial collateral is credited; and
	(4) a reasonable time period is required to elapse between delivery of the certification to the collateral-taker and the relevant intermediary, CSD or account servicing institution and the time at which the collateral-giver is entitled to withdraw the...
	61. We consider that, if a collateral-giver's right to the return of financial collateral under an RRA in the event of the insolvency of the collateral-taker is qualified by the minimum risk mitigation measures we describe, it should be categorised as...
	(1)  FCP1 – as it supports a practical, useful and effective operational arrangement that allows a collateral-giver to manage the risks arising for it upon the insolvency of the collateral-taker (by maintaining the financial collateral in an account i...
	(2) FCP2 and FCP3 – as it would enable the collateral-taker (notwithstanding its insolvency) to benefit from the relevant protections afforded to SFCAs under the FCARs that limit the administrative burdens for collateral-takers and support the rapid a...
	(3) FCP4 – as the risk management framework, by minimising risk (including the risk of fraud), ensures that the practical operation of the RRA achieves a balance between market efficiency and the safety of the parties to the RRA and other affected thi...
	(4) FCP5 – as the practical operation of the arrangement ensures that financial collateral will be promptly returned to the collateral-giver once, for all intents and purposes, the parties are agreed that the relevant financial obligations are fully d...





